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ABSTRACT
Generative AI (genAI) tools, such as ChatGPT or Copilot, are adver-
tised to improve developer productivity and are being integrated
into software development. However, misaligned trust, skepticism,
and usability concerns can impede the adoption of such tools. Re-
search also indicates that AI can be exclusionary, failing to support
diverse users adequately. One such aspect of diversity is cognitive
diversity—variations in users’ cognitive styles—that leads to diver-
gence in perspectives and interaction styles. When an individual’s
cognitive style is unsupported, it creates barriers to technology
adoption. Therefore, to understand how to effectively integrate
genAI tools into software development, it is first important to model
what factors affect developers’ trust and intentions to adopt genAI
tools in practice?

We developed a theoretical model to (1) identify factors that
influence developers’ trust in genAI tools and (2) examine the re-
lationship between developers’ trust, cognitive styles, and their
intentions to use these tools. We surveyed software developers
(N=238) at two major global tech organizations and employed Par-
tial Least Squares-Structural Equation Modeling (PLS-SEM) to eval-
uate our model. Our findings reveal that genAI’s system/output
quality, functional value, and goal maintenance significantly influ-
ence developers’ trust in these tools. Furthermore, developers’ trust
and cognitive styles influence their intentions to use these tools. We
offer practical suggestions for designing genAI tools for effective
use and inclusive user experience.

CCS CONCEPTS
• Human-centered computing→ Empirical studies in HCI.
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1 INTRODUCTION
Generative AI (genAI) tools (e.g., ChatGPT [65], Copilot [62]) are
being increasingly used in software development [22]. These tools
promise enhanced productivity [47] and are transforming how de-
velopers code and innovate [68]. However, this push for adoption
[13] is marked with AI hype and skepticism [59], as well as interac-
tion challenges [22, 53].

Trust has long been recognized as a critical design requirement
of AI tools [38, 51, 78]. Miscalibrated levels of trust—over or under
trust—can lead developers to overlook errors and risks introduced
by AI [67] or deter them from using these tools [9]. Prior research
has identified various factors that foster developers’ trust in genAI
tools [15, 46, 94]. For instance, interaction factors such as setting
appropriate expectations and validating AI suggestions [94] along
with community factors like shared experiences and community
support [15] are relevant in building trust. Recently, Johnson et al.
[46] introduced the PICSE framework through a qualitative investi-
gation with software developers, outlining key components that
influence the formation and evolution of trust in software tools
(see Sec. 2.1). What is missing, however, is an empirically grounded
theoretical understanding of how the multitude of factors associate
with developers’ trust in genAI tools. Therefore, it becomes impor-
tant to answer (RQ1): What factors predict developers’ trust in
genAI tools? Understanding the significance and strength of these
associations is needed to inform the design and adoption of genAI
tools in software development.
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Another important concern in industry-wide integration of AI
tools is that software design can be exclusionary in different ways [2,
3, 8], often failing to support diverse users [21]. While a substantial
body of work exists on modeling users’ technology acceptance
[14, 72, 91, 92], these studies do not consider the inclusivity of
the software design. One often overlooked aspect of inclusivity is
supporting cognitive diversity—variations in individuals’ cognitive
styles—which fosters divergence in perspectives and thoughts (see
Sec. 2.2) [83]. Numerous studies have shown that when technology
is misaligned with users’ diverse cognitive styles [8, 10, 63], it
creates additional barriers for those whose styles are unsupported,
forcing them to exert additional cognitive effort [10]. Thus, it is
essential to understand how developers’ cognitive styles influence
their intention to adopt genAI tools, and how trust contributes to
this multi-faceted decision. Therefore, we investigate (RQ2): How
are developers’ trust and cognitive styles associated with their
intentions to use genAI tools?

We answer these research questions by establishing a theoret-
ical model, grounded in prior literature, for trust and behavioral
intentions toward genAI tools. We evaluated this model using Par-
tial Least Squares-Structural Equation Modeling (PLS-SEM) with
survey data from developers (N=238) at two major global tech or-
ganizations. Our theoretical model (Figure 1) empirically shows
that genAI’s system/output quality (presentation, adherence to safe
and secure practices, performance, and output quality in relation
to work style/practices), functional value (educational value and
practical benefits), and goal maintenance (alignment between de-
velopers’ immediate objectives and genAI’s actions) are positively
associated with developers’ trust in these tools. Furthermore, de-
velopers’ trust and cognitive styles—intrinsic motivations behind
using technology, computer self-efficacy within peer groups, and
attitudes towards risk—are associated with their intentions to use
these tools, which in turn, correlates with their reported genAI
usage in work.

The main contributions of this paper are twofold: (1) an empiri-
cally grounded theoretical model for developers’ trust and behav-
ioral intentions towards genAI tools, extending our understanding
of AI adoption dynamics in software development, and (2) a psycho-
metrically validated instrument for capturing trust-related factors
in the context of human-genAI interactions that can be leveraged
in future work.
2 BACKGROUND
2.1 Trust in AI
Trust in AI is commonly defined as “the attitude that an agent will
help achieve an individual’s goals in a situation characterized by
uncertainty and vulnerability” [51, 54, 69, 93, 94]. Trust is subjective
and thus a psychological construct that is not directly observable
[40] and should be distinguished from observable measures such
as reliance [97]. Trust involves users attributing intent and anthro-
pomorphism to the AI [43], leading to feelings of betrayal when
trust is violated. Despite AI systems being inanimate, users often
anthropomorphize them [43], thereby shifting from reliance to trust
in AI systems.

Unobservable psychological constructs are commonly measured
through validated self-reported scales (instruments) [20] using ques-
tions designed to capture the construct of interest. In this paper,

we measure developers’ trust in genAI tools using the validated
Trust in eXplainable AI (TXAI) instrument [39, 69]. TXAI has been
derived from existing trust scales [39, 45, 56] and its psychometric
quality has been validated [69]. Researchers frequently advocate
using the TXAI instrument for measuring trust in AI [57, 69, 76].

Factors affecting trust: Prior research has extensively exam-
ined factors influencing human trust in automation [45, 56, 60, 61].
However, these preliminary insights do not necessarily transfer to
human-AI interactions [94] because of the nuances in how users
form trust in AI tools, alongside the inherent uncertainty [93] and
variability [95] associated with these systems. Additionally, the
context in which AI is applied (in our case, software development)
influences how trust is developed and its contributing factors [64].

Relevant to our domain, Johnson et al. [46] interviewed software
engineers to outline factors that engineers consider when establish-
ing and (re)building trust in tools through the PICSE framework:
(1) Personal (internal, external, and social factors), (2) Interaction
(aspects of engagement with a tool), (3) Control (over the tool), (4)
System (properties of the tool), and (5) Expectations (with the tool).
Since PICSE is developed for software engineering (SE), we use it
to design our survey instrument to identify factors influencing de-
velopers’ trust in genAI tools. However, the PICSE framework was
qualitatively developed and the psychometric quality—reliability
and validity—of a survey based on it has not yet been assessed.

Our work builds upon PICSE to contribute (a) a validated in-
strument for capturing different factors that developers consider
when forming trust in genAI tools (Sec. 3.2) through a psychometric
analysis of the PICSE framework and (b) assesses the significance
and strength of these factors’ association with trust in genAI tools
(Sec. 4).

2.2 Users’ Cognitive Styles
AI can be exclusionary in different ways often failing to support all
users as it should [2, 3, 21]. E.g., Weisz et al. [96] found that some,
but not all, participants could produce high-quality code with AI
assistance, and the differences were linked to varying participant
interactions with AI.

User experience in Human-AI interaction (HAI-UX) can be im-
proved by supporting diverse cognitive styles [5], which refer to the
ways users perceive, process, and interact with information and tech-
nology, as well as their approach to problem-solving [83]. While no
particular style is inherently better or worse, if a tool insufficiently
supports (or is misaligned with) users’ cognitive styles; they pay
an additional “cognitive tax” to use it, creating barriers to usability
[63].

Here, we scope developers’ diverse cognitive styles to the five
cognitive styles in the GenderMag inclusive design method [10].
GenderMag’s cognitive styles (facets) are users’ diverse: attitudes
towards risk, computer self-efficacy within their peer group, mo-
tivations to use the technology, information processing style, and
learning style for new technology. Each facet represents a spectrum.
For example, risk-averse individuals (one endpoint of the ‘attitude
towards risk’ spectrum) hesitate to try new technology or features,
whereas risk-tolerant ones (the other end) are inclined to try un-
proven technology that may require additional cognitive effort or
time. GenderMag’s cognitive styles are well-suited as they have
been (a) repeatedly shown to align with users’ interactions with
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technology both in the context of SE [10, 30, 63] and HAI interac-
tions [5, 34], and (b) distilled from an extensive list of applicable
cognitive style types [8, 10], intended for actionable use by practi-
tioners. We used the validated GenderMag facet survey instrument
[33] in our study.

2.3 Behavioral Intention and Usage
Behavioral intention refers to the extent to which a person has made
conscious plans to undertake a specific future activity [91]. Technol-
ogy acceptance models, such as TAM [14] and UTAUT [91], identify
behavioral intention as a key indicator of actual technology usage
[92]. Understanding users’ behavioral intentions is useful for pre-
dicting technology adoption and guiding future design strategies
[91]. While there is an extensive body of work modeling users’ be-
havioral intentions towards software tools [72, 91, 92], these studies
primarily focus on socio-technical factors driving adoption.

Our work contributes to this line of research by examining the
role of developers’ trust and cognitive styles in shaping their in-
tentions to use genAI tools (Sec. 3.3 and 4), thereby extending the
understanding of AI adoption dynamics in SE. We used compo-
nents of the UTAUT model [91] to capture developers’ behavioral
intentions and usage of genAI tools.

3 METHOD
To address our RQs, we surveyed software developers from two
major global tech organizations, pseudonymized as TechNxt and
TechCo. We leveraged existing theoretical frameworks and instru-
ments to design our data collection instrument (see Sec. 2). While
using existing theoretical frameworks is a first step in developing
questionnaires, conducting a psychometric quality assessment is
essential to ensure its subsequent reliability and validity [25]. As
there was no validated instrument to measure the constructs of the
PICSE framework [46]–our chosen trust framework–we performed
its psychometric assessment [25] (Sec. 3.2). This assessment helped
us define a theoretical model of factors developers consider when
forming trust in genAI tools, which we then evaluated using Partial
Least Squares-Structural Equation Modeling (PLS-SEM) to answer
RQ1. To answer RQ2, we assessed the relationships between devel-
opers’ trust and cognitive styles with their intentions to use genAI
tools. Next, we discuss each step.

Table 1: Measurement model constructs and instruments

Construct Instrument
Trust TXAI instrument* [39, 69]
Factors affecting trust PICSE framework** [46]
Users’ cognitive styles GenderMag facet survey [33]
Behavioral intention & usage UTAUT model [91, 92]

*We used the 4-item TXAI scale [39] instead of the 6-item scale [69] to reduce
participant fatigue. **PICSE does not have a validated questionnaire in [46].

3.1 Survey Design and Data Collection
3.1.1 Survey design. We defined the measurement model [32]
based on the theoretical frameworks discussed in Sec. 2 to guide our
survey design (Table 1). Four researchers with experience in survey
studies and TechNxt’s research team co-designed the survey over
a four-month period (Oct 2023 to Jan 2024). We adapted existing
(validated) instruments in designing the survey questions (Table

Table 2: Respondent demographics (N=238)

Attribute N Percentage

Gender

Man 186 78.2%
Woman 39 16.4%
Non-binary or gender diverse 6 2.5%
Prefer not to say 7 2.9%

Continent of Residence

North America 129 54.2%
Europe 55 23.1%
Asia 33 13.8%
Africa 9 3.8%
South America 8 3.4%
Pacific/Oceania 4 1.7%

SE Experience

1-5 years 57 23.9%
6-10 years 50 21.0%
11-15 years 52 21.9%
Over 15 years 79 33.2%

SE Responsibilities

Coding/Programming 223 93.7%
Code Review 192 80.6%
System Design 148 62.1%
Documentation 110 46.2%
Maintenance & Updates 108 45.4%
Requirements Gathering & Analysis 108 45.4%
Performance Optimization 107 44.9%
Testing & Quality Assurance 98 41.2%
DevOps/(CI/CD) 90 37.8%
Project Management & Planning 53 22.3%
Security Review & Implementation 46 19.3%
Client/Stakeholder Communication 32 13.5%

1). The questions were contextualized for the target population
and pragmatic decisions were made to limit the survey length. The
complete questionnaire is available in the supplemental material
[1].

After the IRB-approved informed consent, participants responded
to closed questions about their familiarity with genAI technology
and their attitudes and intentions towards using genAI tools in
work. All closed questions utilized a 5-point Likert scale ranging
from 1 (“strongly disagree”) to 5 (“strongly agree”) with a neutral op-
tion. These questions also included a 6𝑡ℎ option (“I’m not sure”) for
participants who either preferred not to or did not know how to re-
spond to a question. This differs from being neutral–acknowledging
the difference between ignorance and indifference [29].

Demographic questions covered gender, continent of residence,
years of software engineering (SE) experience, and primary SE
responsibilities at work. We did not collect data on country of
residence or specific job roles/work contexts to maintain participant
anonymity, as per TechNxt and TechCo’s guidelines. An open-ended
question for additional comments was included at the end of the
survey.
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The survey took between 7-10 minutes to complete. Attention
checks were included to ensure the quality of the survey data. To
reduce response bias, we randomized the order of questions within
their respective blocks (each construct in Table 1). We piloted the
questionnaire with collaborators at TechNxt to refine its clarity and
phrasing.

3.1.2 Distribution. TechCo and TechNxt administered the online
questionnaire using their internal survey tool. The survey was
distributed to team leads, who were asked to cascade it to their
team members. This approach was chosen over using mailing lists
to ensure a broader reach [87]. The survey was available for one
month (Feb-Mar, 2024), and while participation was optional, it was
encouraged.

3.1.3 Responses. We received a total of 343 responses: 235 from
TechCo and 108 from TechNxt. We removed patterned responses
(n=20), outliers (< 1 year SE experience, n=1), and those that failed
attention checks (n=29). Further, we excluded respondents who
discontinued the survey without answering all the close-ended
questions (n=55). We considered “I’m not sure” responses as missing
data points. As in prior work [87], we did not impute data points
due to the unproven efficacy of imputation methods within SEM
group contexts [75].

After filtration, we retained 238 valid responses (TechCo: 154,
TechNxt: 84) from developers across six continents, representing a
wide distribution of SE experience. Most respondents were from
North America (54.2%) and Europe (23.1%), and most identified
as men (78.2%), aligning with distributions reported in previous
studies with software engineers [72, 87]. Table 2 summarizes the
respondent demographics.

3.2 Psychometric Analysis of PICSE Framework
Psychometric quality [55, 71] refers to the objectivity, reliability, and
validity of an instrument. We primarily used validated instruments
in designing the survey. However, since PICSE was not validated,
we conducted a psychometric analysis to empirically refine its factor
groupings, which were then evaluated for their association with
trust (Sec. 4). Table 3 presents the factors evaluated in our survey.
We performed the analysis using the JASP tool [44], adhering to
established psychometric procedures [41, 69, 71] as detailed next:

Table 3: PICSE framework [46]
Category Items

Personal Community (P1), Source reputation (P2), Clear
advantages (P3)

Interaction Output validation support (I1), Feedback loop (I2),
Educational value (I3)

Control Control over output use (C1), Ease of workflow
integration (C2)

System
Ease of use (S1), Polished presentation (S2), Safe
and secure practices (S3), Consistent accuracy and
appropriateness (S4), Performance (S5)

Expectations
Meeting expectations (E1), Transparent data
practices (E2), Style matching (E3), Goal
maintenance (E4)

We dropped C3 (tool ownership), as it pertained to AI engineers developing parts
of genAI models.

1) Confirmatory Factor Analysis (CFA) – Original grouping:
CFA is a statistical technique that examines intercorrelations be-
tween items and proposed factors to test whether a set of observed
variables align with a pre-determined factor structure [35]. We as-
sessed whether the PICSE items align with their original five-factor
structure (Personal, Interaction, Control, System, and Expectations).
The model fit was evaluated using multiple indices: Chi-square test,
Root Mean Square Error of Approximation (RMSEA), Compara-
tive Fit Index (CFI), and Tucker-Lewis Index (TLI) [42]. Indications
of a good model fit include 𝑝 > .05 for 𝜒2 test, RMSEA < .06,
SRMR ≤ .08, and 0.95 ≤ CFI, TLI ≤ 1 [42]. We employed robust
maximum likelihood estimator (MLE),1 since the data did not meet
multivariate normality assumptions, confirmed using Mardia’s test
[58] (see supplemental [1]). As shown in Table 5, results from the
original five-factor structure did not indicate a good model fit based
on RMSEA, SRMR, CFI, and TLI. This was not entirely unexpected
given PICSE’s conceptual nature [35]. Therefore, to identify a more
appropriate model of factors, we proceeded with an exploratory
factor analysis (EFA), uncovering alternative groupings that might
better fit the data.

Table 4: EFA: Factor loadings and communalities (ℎ2)

Item Factor
1

Factor
2

Factor
3

Factor
4

Factor
5 ℎ2

S2 0.655 0.525
S3 0.729 0.609
S4 0.823 0.623
S5 0.638 0.657
E3 0.614 0.559
I3 0.941 0.779
P3 0.791 0.599
S1 0.739 0.668
C2 0.671 0.607
P1 0.613 0.418
P2 0.539 0.367
C1 0.517 0.312
E4 0.628 0.685
I1 0.398
I2 0.481
E1 0.405
E2 0.492

The applied oblique rotation method is promax. Communality values (h2)<0.5
are problematic [31] and are marked in RED. Items loaded well (>0.5) onto their
primary factors without cross-loadings (>0.3) onto other factors [32]; hence their
corresponding cells are kept blank.

2) Exploratory Factor Analysis (EFA): Unlike CFA, which re-
lies on an existing a priori expectation of factor structures, EFA
identifies the suitable number of latent constructs (factors) and un-
derlying factor structures without imposing a preconceived model
[41]. Given the violation of multivariate normality, we used prin-
cipal axis factoring (considering factors with eigenvalues> 1), as
recommended for EFA [41]. We employed oblique rotation, antici-
pating correlations among the factors. The data met EFA assump-
tions: significant Bartlett’s test for sphericity (𝜒2 (136) = 1633.97,

1Robust maximum likelihood estimation adjusts for non-normality in data. In general,
“robust" in factor analyses refer to methods and values resilient to deviations from
ideal distributional assumptions.
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𝑝 < .001) and an adequate Kaiser-Meyer-Olkin (KMO) test (0.892,
recommended ≥ .60) [41]. We used both parallel analysis and a
scree plot to determine the number of factors [41], suggesting an
alternate five-factor model explaining 64.6% of the total variance.
However, most of this variance (60.3%) was accounted for by factors
1, 2, 3, and 5 (22.7, 15.1, 10.6, and 11.9% respectively), while factor
4 explained only 4.3%. The factors showed low correlations (0.2-
0.3), except for factor 4, which had high correlations with factors 2
(0.625) and 3 (0.524) (see supplemental). Table 4 presents the factor
loadings, which indicate the extent to which changes in the under-
lying factor are reflected in the corresponding indicator (item). All
items loaded well onto their factors with primary loadings > 0.5
(items with loadings below 0.4 should be excluded) [32]. For in-
terpreting communality (i.e., the proportion of an item’s variance
explained by the common factors in factor analyses), values < 0.5
are considered problematic and not interpretable [31]. As shown in
Table 4, the communality values for items I1, I2, E1, and E2 were be-
low 0.5, and as they did not load onto any of the factors, they were
excluded from the final model. Items in factor 4 (P1, P2, C1) also had
low communality values and were likewise dismissed. Based on
these results, we concluded that a four-factor solution was the most
appropriate, dropping factor 4 due to its low variance explanation,
high correlations with other factors, and low communality. The
fit indices in Table 5 indicate a good model fit, showing that the
EFA factor structure better fits the data than the original PICSE
grouping in the above CFA analysis.

3) CFA - Alternate grouping: In the final step, as is best practice
[71], we conducted CFA to validate the factor structure identified
through EFA. The CFA fit indices in Table 5 confirm the EFA-derived
four-factor model (RMSEA = 0.048; SRMR = 0.047, CFI = 0.982, TLI
= 0.973). Table 4 outlines the factor structure and corresponding
item groupings. Factor 1, labeled System/Output quality, includes
items S2 through S5 and E3, which relate to the System group (in
PICSE) and the style matching of genAI’s outputs. Factor 2, labeled
Functional value, encompasses items I3 and P3, reflecting the
educational value and practical advantages of using genAI tools.
Factor 3, labeled Ease of use, comprises items S1 and C2, addressing
the ease of using and integrating genAI in the workflow. Factor 5,
labeled Goal maintenance, includes a single item, E4, focusing on
genAI’s maintenance of human goals. The reliability and validity
assessments further support the robustness of these constructs (see
Sec. 4.1).

In summary, the psychometric analysis confirmed that a four-
factor solution is most appropriate and provided a validated mea-
surement instrument for capturing these factors.

Table 5: Model Fit Indices - PICSE Psychometric Evaluation
Model RMSEA SRMR CFI TLI 𝜒2 p-val

CFA-Original 0.104 0.084 0.925 0.927 147.3 <0.01
EFA 0.057 0.054 0.968 0.965 109.1 <0.01
CFA-Alternate 0.048 0.047 0.982 0.973 59.0 <0.01
𝜒2 test results were not considered, as the test is affected by deviations from
multivariate normality [77]. We still report the values for completeness.

3.3 Model Development
As discussed in the previous section, we refined the factor groupings
within the PICSE framework. In this study, we are not proposing

fundamentally different relationships to trust beyond those iden-
tified in the PICSE framework. Instead, we have constrained our
focus to only those factors that were psychometrically validated.
Next, we detail the hypotheses embedded in our theoretical model
for each research question.
RQ1) Factors associated with trust

System/Output quality encompasses genAI tools’ presentation,
adherence to safe and secure practices (including privacy and secu-
rity implications of using genAI), and its performance and output
quality (consistency and correctness) in relation to the develop-
ment style or work environment in which it is utilized (S2-S5, E3).
Developers often place trust in AI based on its performance and
output quality (accuracy and consistency), which serve as proxies
for the system’s perceived credibility [15, 24, 94, 100]. Prior work
[94] evidenced that developers are often wary about the security
and privacy implications of using AI tools in their work, which
influences the level of trust they place in these tools. Drawing upon
these insights, we hypothesize: (H1) System/Output quality of genAI
is positively associated with developers’ trust in these tools.

Functional value of a tool refers to the practical benefits and
utility it offers users in their work [79]. In our context, genAI’s func-
tional value encompasses its educational value and clear advantages
relative to work performance (I3, P3). Prior work highlights that
developers’ expectations of clear advantages from using AI tools
(e.g., increased productivity, improved code quality) contribute to
their trust in using these tools [46, 101]. Further, AI’s ability to
support learning fosters trust in these tools [94]. Based on these,
we posit: (H2) Functional value of genAI is positively associated with
developers’ trust in these tools.

Ease of use associated with genAI tools includes the extent to
which developers can easily use and integrate genAI into their
current workflow (S1, C2). Prior research highlights that a tool’s
ease of use [26] and compatibility with existing workflows [51, 72]
contribute to users’ trust. Following this, we hypothesize: (H3)
GenAI’s ease of use is positively associated with developers’ trust in
these tools.

Goal maintenance is related to the degree to which genAI’s
actions and responses align with the developer’s ongoing goals
(E4). By its very nature, goals can vary depending on the task and
context [46]. Therefore, aligning AI behavior with an individual’s
immediate goals is crucial in human-AI collaboration scenarios
[97]. In terms of human cognition, this congruence is important for
maintaining cognitive flow and reducing cognitive load [88], which,
in turn, fosters trust in systems [17, 89]. Consequently, we propose:
(H4) Goal maintenance is positively associated with developers’ trust
in genAI tools.

RQ2) Factors associated with behavioral intentions

Trust is a key factor in explaining resistance toward automated
systems [97] and plays an important role in technology adoption
[98, 99]. Multiple studies have correlated an individual’s trust in
technology with their intention to use it [6, 26, 48]. In our context,
we thus posit: (H5) Trust is positively associated with intentions to
use genAI tools.
In the context of GenderMag’s cognitive styles:

Motivations behindwhy someone uses technology (technophilic
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or task-focused) not only influences their intention to use it but also
affects how they engage with its features and functionalities [66, 92].
Naturally, individuals motivated by their interest and enjoyment in
using and exploring the technology (opposite end of the spectrum
from those motivated by task completion) are early adopters of new
technology [10]. Based on this, we posit: (H6) Motivation to use
technology for its own sake is positively associated with intentions to
use genAI tools.

Computer self-efficacy refers to an individual’s belief in their
ability to engage with and use new technologies to succeed in tasks
[7]. It shapes how individuals apply cognitive strategies and the
effort and persistence they invest in using new technologies [19],
thereby influencing their intention to use them [52, 90]. In line with
this, we propose: (H7) Computer self-efficacy is positively associated
with intentions to use genAI tools.

Attitude towards risk encompasses an individual’s inclination
to take risks in uncertain outcomes [11]. This cognitive facet influ-
ences decision-making processes, particularly in contexts involving
new or unfamiliar technology [90]. Risk-tolerant individuals (one
end of the spectrum) are more inclined to experiment with un-
proven technology than risk-averse ones (the other end) [10], and
show higher intentions to use new tools [52, 92]. Thus, we posit:
(H8) Risk tolerance is positively associated with intentions to use
genAI tools.

Information processing style influences how individuals inter-
act with technology when problem-solving: some gather informa-
tion comprehensively to develop a detailed plan before acting; others
gather information selectively, acting on initial promising pieces
and acquiring more as needed [10]. GenAI systems, by their very
interaction paradigm, inherently support the latter by providing
immediate responses to queries, allowing users to act quickly on the
information received and gather additional details incrementally.
Accordingly, we posit: (H9) Selective information processing style is
positively associated with intentions to use genAI tools.

Learning style for technology (by process vs. by tinkering)
refers to how an individual approaches problem-solving and how
they structure their approach to a new technology [10]. Some prefer
to learn through an organized, step-by-step process, while others
prefer to tinker around—exploring and experimenting with new
technology or its features [10]. Prior work indicates that software,
more often than not, is designed to support and encourage tinkering
[12], making individuals who prefer this approach more inclined to
adopt and use new tools [91]. Thus, we propose: (H10) Tinkering
style is positively associated with intentions to use genAI tools.

Behavioral intention. Successful technology adoption hinges
on users’ intention to use it, translating into future usage. Prior work
has consistently shown these factors to be positively correlated
[91, 92], suggesting that users who intend to use technology are
more likely to do so. Accordingly, we hypothesize: (H11) Behavioral
intention to use genAI tools is positively associated with the usage of
these tools.

3.4 Data Analysis
We used Partial Least Squares-Structural Equation Modeling (PLS-
SEM) to test our theoretical model. PLS-SEM is a second-generation
multivariate data analysis technique that has gained traction in em-
pirical SE studies investigating complex phenomena [72, 73, 87]. It

allows for simultaneous analysis of relationships among constructs
(measured by one or more indicators) and addresses multiple in-
terconnected research queries in one comprehensive analysis. It
is particularly suited for exploratory studies due to its flexibility
in handling model complexity while accounting for measurement
errors in latent variables [32]. Importantly, PLS-SEM does not re-
quire data to meet distributional assumptions. Instead, it uses a
bootstrapping approach to determine the statistical significance of
path coefficients (i.e., relationships between constructs). The PLS
path model is estimated for a large number of random subsamples
(usually 5000), generating a bootstrap distribution, which is then
used to make statistical inferences [32].

We used the SmartPLS (v4.1.0) software [82] for PLS-SEM analy-
ses, which comprised two main steps, each involving specific tests
and procedures. First, we evaluated the measurement model, em-
pirically assessing the relationships between the latent constructs
and their indicators (Sec. 4.1). Next, we evaluated the theoretical (or
structural) model (Sec. 4.2), representing the hypotheses presented
in Section 3.3.

The appropriate sample size was determined by conducting
power analysis using the G*Power tool [23]. We performed an
F-test with multiple linear regression, setting a medium effect size
(0.25), a significance level of 0.05, and a power of 0.95. The maxi-
mum number of predictors in our model is seven (six theoretical
constructs and one control variable to Behavioral Intention) (see
Fig. 1). The calculation indicated a minimum sample size of 95; our
final sample size of 238 exceeded it considerably.

4 RESULTS
In this section, we report the evaluation of the measurement model
(Sec. 4.1), followed by the evaluation of the structuralmodel (Sec. 4.2).
We adhered to the evaluation protocols outlined in prior studies
[32, 73]. The analysis was performed using the survey data, which
met the assumptions for factor analysis [32]: significant Bartlett’s
test of sphericity on all constructs (𝜒2(496)=4474.58, p < .001) and
adequate KMO measure of sampling adequacy (0.901), well above
the recommended threshold (0.60) [41].

4.1 Measurement Model Evaluation
Our model evaluates several theoretical constructs that are not
directly observable (e.g., Trust, Behavioral Intention). These con-
structs are modeled as latent variables, each measured by a set of
indicators or manifest variables (see Fig. 1). The first step in eval-
uating a structural equation model is to ensure the soundness of
the measurement of these latent variables, a process referred to as
evaluating the ‘measurement model’ [32]. We performed a series of
tests to validate the measurement model [73], detailed as follows:

1)Convergent validity examines how ameasure correlates with
alternate measures of the same construct, focusing on the correla-
tions between indicators (questions) and their corresponding con-
struct. This evaluation assesses whether respondents interpret the
questions as intended by the question designers [49]. Our theoreti-
cal model comprises latent constructs that are reflectively measured,
meaning the changes in the construct should be reflected in changes
in the indicators [73]. Consequently, these indicators should exhibit
a significant proportion of shared variance by converging on their
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respective constructs [32]. We assessed convergent validity using
Average Variance Extracted (AVE) and indicator reliability through
outer loadings [32].

AVE represents a construct’s communality, indicating the shared
variance among its indicators, and should exceed 0.5 [32]. AVE
values for all latent constructs in our model surpassed this thresh-
old (see Table 6). Regarding outer loadings, values above 0.708
are considered sufficient, while values above 0.60 are sufficient for
exploratory studies [32]. We removed variables that did not suffi-
ciently reflect changes in the latent construct (SE3 from computer
self-efficacy and IP3 from selective information processing).2 Thus,
all indicators in our model exceeded the threshold, ranging between
0.615 and 0.954 (see Fig. 1).

Table 6: Internal consistency reliability and convergent va-
lidity

Cronbach’s 𝛼 CR(𝜌𝑎) CR(𝜌𝑐 ) AVE

System/Output
quality 0.816 0.834 0.874 0.781

Functional value 0.816 0.895 0.914 0.842
Ease of use 0.780 0.782 0.902 0.822
Trust 0.856 0.889 0.906 0.710
Motivations 0.713 0.722 0.835 0.718
Risk tolerance 0.715 0.754 0.795 0.667
Computer
self-efficacy 0.802 0.809 0.847 0.736

Selective
information
processing

0.711 0.714 0.849 0.741

Learning by
tinkering 0.721 0.722 0.817 0.697

Behavioral intention 0.827 0.831 0.920 0.851
Cronbach’s 𝛼 tends to underestimate reliability, whereas composite reliability
(CR: 𝜌𝑐 ) tends to overestimate it. The true reliability typically lies between these
two estimates and is effectively captured by CR(𝜌𝑎 ) [73].

2) Internal consistency reliability seeks to confirm that the in-
dicators are consistent with one another and that they consistently
and reliably measure the same construct. To assess this, we per-
formed both Cronbach’s 𝛼 and Composite Reliability (CR: 𝜌𝑎, 𝜌𝑐 )
tests [73]. The desirable range for these values is between 0.7 and
0.9 [32]. As presented in Table 6, all values corresponding to our
model constructs fall within the acceptable range, confirming that
the constructs and their indicators meet the reliability criteria.

3) Discriminant validity assesses the distinctiveness of each
construct in relation to the others. Our model includes 10 latent
variables (Table 6). A primary method for assessing discriminant
validity is the Heterotrait-Monotrait (HTMT) ratio of correlations
[37]. Discriminant validity may be considered problematic if the
HTMT ratio > 0.9, with a more conservative cut-off at 0.85 [32]. In
our case, the HTMT ratios between the latent constructs ranged
from 0.064 to 0.791, all below the threshold. We report the HTMT
ratios in the supplemental [1], along with the cross-loadings of the
indicators, and the Fornell-Larcker criterion values for the sake of
completeness.
2After removing SE3 and IP3, the AVE values for computer self-efficacy (now with
3 indicators) and selective information processing (now with 2 indicators) increased
from 0.627 to 0.736 and 0.609 to 0.741, respectively.

4) Collinearity assessment is conducted to evaluate the corre-
lation between predictor variables, ensuring they are independent
to avoid potential bias in the model path estimations. We assessed
collinearity using the Variance Inflation Factor (VIF). In our model,
all VIF values are below 2.1, well below the accepted cut-off value
of 5 [32].

4.2 Structural Model Evaluation
After confirming the constructs’ reliability and validity, we assess
the structural model (graphically represented in Fig. 1). This eval-
uation involves validating the research hypotheses and assessing
the model’s predictive power.

4.2.1 Path coefficients and significance. Table 7 presents the
results of the hypotheses testing, including the mean of the boot-
strap distribution (B), the standard deviation (SD), the 95% confi-
dence interval (CI), and the p-values. The path coefficients in Fig. 1
and Table 7 are interpreted as standard regression coefficients, indi-
cating the direct effects of one variable on another. Each hypothesis
is represented by an arrow between constructs in Fig. 1. For in-
stance, the arrow from “Functional Value” to “Trust” corresponds to
H2. Given its positive path coefficient (B=0.142), genAI’s functional
value is positively associated with developers’ trust in these tools.
The coefficient of 0.142 indicates that when the score for functional
value increases by one standard deviation unit, the score for trust
increases by 0.142 standard deviation units. The analysis results
(Table 7) show that most of our hypotheses are supported, except
for H3 (p=0.58), H9 (p=0.06), and H10 (p=0.33). Next, we detail the
factors associated with trust and behavioral intentions for the sup-
ported hypotheses with some exemplary quotes from responses to
the open-ended question to illustrate our findings.
Factors associated with trust (RQ1): Our analysis supported Hy-
potheses H1 (p=0.00), H2 (p=0.03), and H4 (p=0.00) (Table 7). First,
the support for system/output quality in fostering trust (H1) can
be explained by how developers prefer tools that deliver accurate,
reliable outputs matching their work style and practices [94, 100].
Next, the functional value of genAI, encompassing educational ben-
efits and practical advantages, promotes trust (H2) since developers
prioritize tools that offer tangible utility in their work [46, 101].
For instance, one survey respondent mentioned the practical utility
of genAI tools, stating, “I find value in these models for creative
endeavors, gaining different perspectives, or coming up with ideas
I wouldn’t have otherwise”. Finally, goal maintenance is relevant
for cultivating trust (H4). The alignment between a developer’s
goals and genAI’s actions supports using genAI tools to achieve
these goals. This eliminates the need for developers to constantly
verify the relevance of genAI’s outputs, thereby reducing cognitive
load. This congruence ultimately enhances genAI’s credibility as
a cognitive collaborator [97] rather than as an independent and
potentially untrustworthy tool, thus bolstering trust in these tools.
Factors associated with behavioral intentions (RQ2): Our analy-
sis supported Hypotheses H5 (p=0.00), H6 (p=0.01), H7 (p=0.01), and
H8 (p=0.00), indicating that developers’ trust (H5) and their cogni-
tive styles—motivations (H6), computer self-efficacy (H7), and risk
tolerance (H8)—are significantly associated with their behavioral
intentions to use genAI tools.

Trust (H5) is pivotal in shaping adoption decisions as it reduces
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Figure 1: PLS-SEM Model: Solid lines indicate item loadings and path coefficients (p < 0.05); dashed lines represent non-
significant paths. Reverse-coded items are suffixed with ‘-R’ (e.g., SE2-R). Latent constructs are depicted as circles and adjusted
𝑅2 (Adj. 𝑅2) values are reported for endogenous constructs.

resistance to new technologies [98, 99]. When developers trust
genAI tools, they perceive them as credible partners, enhancing
their willingness to use these tools. Moreover, developers’ cognitive
styles significantly shape their intentions to adopt genAI tools.
Developers motivated by the intrinsic enjoyment of technology
(H6) have higher intentions to adopt genAI tools. In contrast, those
with a task-oriented approach tend to be more cautious and hesitant
about the cognitive effort they are willing to invest in these tools
[10]. One respondent echoed this, stating, “I am slow to adopt new
workflows; I put off actively exploring new tools unless it is related
to what I need to do”. Higher computer self-efficacy within peer
groups is also significantly associated with increased intentions
to use genAI tools (H7). Despite generally high self-efficacy, some
developers face interaction challenges with genAI that may impact
their confidence and adoption rates. One respondent shared, “I see
my colleagues getting good responses while I fiddle around to get the
answers I need. Also, it does not always show the right document
relevant to me, so I prefer traditional ways”. Furthermore, we found
that developers with higher risk tolerance are significantly more
inclined to use these tools than risk-averse individuals (H8). The
context (and involved stakes) in which these tools are used further
play a role, as highlighted by another respondent: “I don’t use it yet
to write code that I can put my name behind in production; I just use
it for side projects or little scripts to speed up my job, but not in actual
production code”.

Finally, our analysis supported Hypothesis H11 (p=0.00), high-
lighting a significant positive association between developers’ be-
havioral intention to use genAI tools and its usage in their work.
This corroborates with prior technology acceptance models [91, 92],
emphasizing the pivotal role of behavioral intentions in predicting
use behavior.

Control variables: Although experience is often relevant for tech-
nology adoption [91], our analysis found no significant associations
between SE experience and trust, behavioral intentions, or usage
of genAI tools. This is likely since genAI introduces a new interac-
tion paradigm [95], which diverges from traditional SE tools and
requires different skills and interactions not necessarily linked to
SE experience. Familiarity with genAI, while potentially influential,
was excluded as a control variable due to a highly skewed distribu-
tion of responses, with most participants reporting high familiarity.
Including such skewed variables could lead to unreliable estimates
and compromise the model’s validity [32, 74]. Similarly, the gender
variable was excluded due to its skewed distribution. The analysis
of unobserved heterogeneity (see supplemental [1]) confirms the
absence of any group differences in the model (e.g., organizational
heterogeneity) caused by unmeasured criteria.

4.2.2 Model evaluation. We assessed the relationship between
constructs and the predictive capabilities of the theoretical model
by evaluating the model’s explanatory power (𝑅2, Adjusted (Adj.)
𝑅2), model fit (SRMR), effect sizes (𝑓 2), and predictive relevance
(𝑄2) [73].

Explanatory power : The coefficient of determination (𝑅2 and Adj.
𝑅2 values) indicate the proportion of variance in the endogenous
variables explained by the predictors. Ranging from 0 to 1, higher
𝑅2 values signify greater explanatory power, with 0.25, 0.5, and 0.75
representing weak, moderate, and substantial levels, respectively
[32]. As shown in Table 8, the 𝑅2 values in our model are 0.68 for
Trust, 0.66 for Behavioral intention, and 0.33 for Usage, demon-
strating moderate to substantial explanatory power, well above
the accepted threshold of 0.19 [16]. Further, Table 7 presents the
effect sizes (𝑓 2), which measure the impact of each predictor on the
endogenous variables. The effect sizes indicate that the predictors
exhibit medium to large effects on their respective endogenous
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Table 7: Standarized path coefficients (B), standard deviations
(SD), confidence intervals (CI), p values, and effect sizes (𝑓 2)

B SD 95% CI p 𝑓 2

H1 System/Output
quality→Trust

0.60 0.60 (.45, .77) 0.000 0.46

H2 Functional
value→Trust

0.14 0.07 (.01, .26) 0.029 0.17

H3 Ease of use→Trust 0.02 0.06 (-.08, .16) 0.588 0.01
H4 Goal maintenance

→Trust
0.24 0.07 (.07, .36) 0.002 0.19

H5 Trust→BI 0.49 0.05 (.38, .58) 0.000 0.54
H6 Motivations→BI 0.23 0.08 (.07, .40) 0.005 0.26
H7 Computer

self-efficacy→BI
0.14 0.05 (.03, .24) 0.012 0.14

H8 Risk tolerance→BI 0.20 0.06 (.09, .33) 0.001 0.18
H9 Selective

information
processing→BI

0.09 0.05 (-.02, .14) 0.065 0.03

H10 Learning by
tinkering→BI

0.06 0.06 (-.06, .18) 0.331 0.04

H11 BI→Usage 0.57 0.05 (.46, .67) 0.000 0.45

SE Experience→Trust 0.08 0.05 (-.01, 0.2) 0.125 0.02
SE Experience→BI 0.02 0.04 (-.03, .11) 0.332 0.00
SE Experience→Usage 0.05 0.05 (-.06, .15) 0.275 0.01

BI: Behavioral Intention. We consider 𝑓 2 < 0.02 to be no effect, 𝑓 2 ∈ [0.02, 0.15)
to be small, 𝑓 2 ∈ [0.15, 0.35) to be medium, and 𝑓 2 > 0.35 to be large [18].

variables for all supported hypotheses in our model, with values
ranging from 0.14 to 0.54 [18], further corroborating the model’s
explanatory power.3

Model fit: We analyzed the overall model fit using the standard-
ized root mean square residual (SRMR), a recommended fit measure
for detecting misspecification in PLS-SEM models [73]. Our results
suggest a good fit of the data in the theoretical model, with SRMR =
0.077, which is below the suggested thresholds of 0.08 (conservative)
and 0.10 (lenient) [36].

Predictive relevance: Finally, we evaluated the model’s predic-
tive relevance using Stone-Geisser’s 𝑄2 [85], a measure of exter-
nal validity [32] obtainable via the PLS-predict algorithm [80] in
SmartPLS. PLS-predict is a holdout sample-based procedure: it di-
vides the data into 𝑘 subgroups (folds) of roughly equal size, using
(k-1) folds as a training sample to estimate the model, while the
remaining fold serves as a holdout to assess out-of-sample predic-
tive power. 𝑄2

predict values are calculated for endogenous variables;
values greater than 0 indicate predictive relevance, while negative
values suggest the model does not outperform a simple average
of the endogenous variable. Our sample was segmented into k=10
parts, and 10 repetitions were used to derive the 𝑄2

predict statistic
[32], all of which were greater than 0 (Table 8), confirming our
model’s adequacy in terms of predictive relevance.

3Large 𝑅2 and 𝑓 2 can occasionally indicate overfitting. We thoroughly evaluated this
issue by analyzing residuals and conducting cross-validation, finding no evidence of
model overfitting (see [1]).

Table 8: Coefficient of determination and predictive relevance

Construct 𝑅2 Adj. 𝑅2 𝑄2
predict

Trust 0.679 0.672 0.679
Behavioral Intention 0.658 0.647 0.648
Usage 0.331 0.326 0.234

4.2.3 Common method bias. We collected data via a single sur-
vey instrument, whichmight raise concerns about CommonMethod
Bias/Variance (CMB/CMV) [73]. To test for CMB, we applied Har-
man’s single factor test [70] on the latent variables. No single factor
explained more than 23% variance. An unrotated exploratory factor
analysis with a forced single-factor solution was conducted, which
explained 30.3% of the variance, well below the 50% threshold. Ad-
ditionally, we used Kock’s collinearity approach [50]. The VIFs for
the latent variables ranged from 1.01 to 2.45, all under the cut-off
of 3.3. These indicate that CMB was not a concern in our study.

5 DISCUSSION
5.1 Implications for practice
Design to maintain developers’ goals. Our findings suggest that
developers’ trust in genAI tools manifests when these tools align
with their goals (H4). This is likely because goal maintenance re-
duces the need for developers to constantly verify the relevance of
genAI’s contributions, easing cognitive load and allowing them to
focus on task-related activities.

To achieve goal maintenance, the AI should consistently account
for the developer’s (1) current state; (2) immediate goals, and the ex-
pected success (outcomes from AI) [97]; as well as (3) preferences for
transitioning from their current state (1) to achieving their immedi-
ate goals (2). These preferences may involve process methodologies,
interaction styles, output specifications, alignment with the work
style, or safety/security considerations [10, 46]. Given that an in-
dividual’s goal(s) may evolve in response to changes in their task
state, toolsmiths must also prioritize adaptability in genAI tool
design. For instance, adaptability can be incorporated by iteratively
adjusting AI’s actions based on user input on (1), (2), and (3) to
ensure its ongoing alignment with their shifting goals.

Allowing developers the flexibility to explicitly steer AI’s actions
as needed is also important for goal maintenance. This control can
be essential if the genAI tool deviates from the expected trajectory,
enabling developers to (re)calibrate it to support their goals. Further,
this can also support developers’ metacognitive flexibility [86], i.e.,
they may adapt their cognitive strategies based on new information
or task-state changes. The ability to steer the AI to align with these
adapted strategies helps accommodate their evolving goals.

Design for contextual transparency. Developers often face
decisions about incorporating genAI tool support for their tasks.
Any mismatch between their expectations and genAI’s true capa-
bilities can lead to over/under-estimating the tool’s functionality,
increasing the risk of errors, lost productivity, or potential adverse
outcomes in critical tasks [67]. Such outcomes are detrimental to
fostering subsequent trust. Thus, helping developers to calibrate
their expectations to match the true tool capabilities is essential.
Creating this alignment involves designing interfaces that explicitly
communicate the tool’s capabilities and limitations, consistent with
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HAI interaction guidelines [4, 27]. This clarity allows individuals to
form accurate expectations about system quality (H1) within their
task contexts and assess its functional value (H2), thereby fostering
appropriate trust [43]. To that end, we suggest:
(a) Communicating genAI’s reasoning process and derivation of its
outputs in the context of the current task. Such transparency about
the source and how an AI arrived at its output can enable developers
to assess correctness more accurately and evaluate any safety or
security issues related to using these outputs in their work. This can
enhance the assessment of system/output quality, thus cultivating
appropriate trust (H1).
(b) Communicating genAI’s limitations for the current task and scop-
ing assistance under conditions of uncertainty to incite warranted
trust [43]. Doing so allows developers to consider the tool’s practi-
cal utility for their task context, clarifying its appropriate functional
value (H2) in their work.

Inclusive tool design for HAI-UX fairness. AI fairness has
gained substantial traction over the years [28]. While much of
the research and discussion has focused on data or algorithmic
fairness, fairness should also include user experiences in human-AI
interactions (HAI-UX). We advocate promoting fairness in HAI-UX
through inclusive genAI tool design, specifically by supporting
developers’ diverse cognitive styles.

Our findings indicate that developers who are motivated to use
genAI tools for their own sake (H6), have higher computer self-
efficacy (H7), and have greater tolerance for risk (H8) are more
inclined to adopt these tools compared to their peers. To achieve
more equitable acceptance of these tools across the cognitive spec-
trum of developers, future designsmust prioritize adaptability based
not only on developers’ goals (discussed above) but also on their
cognitive styles. This can be achieved by capturing these styles
(e.g., using the survey questions from this study) and designing
genAI tools that dynamically adapt to align with these styles using
various strategies. For example, to support developers motivated by
task completion, genAI tools can solicit their immediate goals and
expected outcomes and deliver contextually appropriate informa-
tion (and explanations) consistent with their preferred styles. This
would simplify developers’ ongoing tasks without overwhelming
them with unrelated features or extraneous information, helping
them complete their tasks effectively. As another example, genAI
tools can support individuals with lower self-efficacy by offering
explicit cues that differentiate between errors arising from prompt-
ing issues and those due to system limitations. For instance, it can
caution users about tasks where it typically underperforms, based
on prior feedback, or highlight specific parts of the prompt that
influenced the generated output. This distinction can help prevent
individuals from doubting their ability to effectively use these tools
in their work.

5.2 Implications for research
Our study establishes an understanding of developers’ trust and
intention-related factors during the early stage of genAI adoption.
Furthermore, our study offers a validated instrument for capturing
relevant factors in the context of human-genAI interaction. Re-
searchers can utilize this instrument to operationalize theoretical
expectations or hypotheses—such as capturing the dynamics of

trust and intentions in finer contexts, refining genAI tools with
design improvements, and comparing user experiences before and
after design changes; thus advancing the understanding of AI adop-
tion.

Non-significant associations: Our analysis did not find sup-
port for Hypotheses H3 (p=0.59), H9 (p=0.06), and H10 (p=0.33).
These findings are surprising, as ease of use, information processing,
and tinkering learning style are relevant when considering tradi-
tional software tools [10, 91]. However, in genAI contexts, these
constructs may manifest differently due to the altered dynamics
of user engagement compared to more traditional software. The
intuitive nature of genAI interfaces might diminish the traditional
impact of these factors. For example, ease of use might not show a
relation as using these interfaces is inherently easy; instead, the ap-
propriateness of the queries is what matters. Similarly, developers’
information processing style (H9) did not significantly influence
their intentions to use genAI tools, likely because how individuals
articulate their needs—a single comprehensive prompt or sequence
of queries—often aligns with their preferences for consuming infor-
mation (comprehensive or selective). The lack of a relationship for
tinkering style (H10), as well, could be attributed to genAI’s interac-
tion paradigm, which is primarily centered around (re)formulating
and following up with queries rather than “tinkering” with the soft-
ware’s features. If these speculations hold, how certain validated
constructs were framed in the current study [1] might have in-
deed limited our understanding of these dynamics. Future research
should explore these constructs more deeply within the context
of human-genAI interactions. For instance, instead of focusing on
‘ease of use’ or ‘tinkering with software features’, studies could
examine ‘ease of prompting’ or ‘tinkering with prompt strategies’
and how preferences (and proficiency) in these areas influence
developers’ trust and behavioral intentions. Understanding these
dynamics can inform the future design and adoption strategies
of genAI tools, aligning them more closely with user interaction
patterns and cognitive styles.

5.3 Threats to validity and limitations
Construct validity: We captured constructs through self-reported
measures, asking participants to express their agreement with
literature-derived indicators. This approach assumes that partic-
ipants’ responses accurately reflect their beliefs and experiences,
which might not always be the case due to various biases or mis-
interpretations. To reduce this threat, we used validated instru-
ments, evaluated the psychometric validity of the PICSE questions,
involved practitioners in designing the questions, ran pilot stud-
ies, incorporated attention checks, randomized the questionnaire
within blocks, and screened the responses. Further, our analysis
confirmed that the constructs were internally consistent, reliable,
and met convergent and discriminant validity criteria.

Internal validity: Our hypotheses propose associations be-
tween constructs, rather than causal relationships, given the cross-
sectional nature of the study [84]. We acknowledge the limitation of
self-selection bias, as respondents interested in (or skeptical about)
genAI tools might be more willing to complete the questionnaire.
Further, a theoretical model like ours cannot capture an exhaus-
tive list of factors. Other factors can play a role, thus positioning
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our results as a reference for future studies. Future work should
also consider using longitudinal data and control for potential con-
founding factors, such as familiarity with genAI and demographic
variables. Additionally, trust is a situation-dependent construct [43].
Although we focused on software development, trust in genAI tools
may vary based on finer work contexts (e.g., software design vs.
software testing tasks). Therefore, our results should be interpreted
as a theoretical starting point, guiding future studies to explore
these contextual influences.

External validity: Our survey was conducted within TechNxt
and TechCo. While the sample includes engineers from around the
globe, it may not fully represent the broader software developer
community. However, the sample distribution aligns with previous
empirical studies involving software engineers [72, 87], providing a
suitable starting point to understand the associations presented in
our model. The responses were sufficiently consistent to find full or
partial empirical support for the hypotheses. Nevertheless, theory
development is an iterative process [81]. Thus, our results should
be interpreted as a starting point, aiming for theoretical rather than
statistical generalizability. Future studies should replicate, validate,
and extend our theoretical model in various contexts.

6 CONCLUSION
Our findings highlight that genAI’s system/output quality, func-
tional value, and goal maintenance significantly influence devel-
opers’ trust. Furthermore, trust and cognitive styles (motivations,
computer self-efficacy, and attitude towards risk) influence inten-
tions to use these tools, which, in turn, drives usage. We also con-
tribute a validated instrument to capture trust-related factors in
human-genAI interaction contexts.

Beyond theoretical contributions, our study offers practical im-
plications, including pointers for design mechanisms that foster
appropriate trust and promote equitable user experiences (Sec. 5).
While our work enhances the understanding of developers’ trust
and behavioral intentions towards genAI tools, long-term longitudi-
nal studies are essential for refining the knowledge of AI adoption
dynamics in software engineering.
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