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Abstract
Speech deepfake detection has recently gained significant atten-
tion within the multimedia forensics community. Related issues
have also been explored, such as the identification of partially
fake signals, i.e., tracks that include both real and fake speech
segments. However, generating high-quality spliced audio is
not as straightforward as it may appear. Spliced signals are typ-
ically created through basic signal concatenation. This process
could introduce noticeable artifacts that can make the generated
data easier to detect. We analyze spliced audio tracks resulting
from signal concatenation, investigate their artifacts and assess
whether such artifacts introduce any bias in existing datasets.
Our findings reveal that by analyzing splicing artifacts, we can
achieve a detection EER of 6.16% and 7.36% on PartialSpoof
and HAD datasets, respectively, without needing to train any
detector. These results underscore the complexities of generat-
ing reliable spliced audio data and lead to discussions that can
help improve future research in this area.

1. Introduction
Automatic speaker verification and speech deepfake detection
have gained significant importance in recent times. With the
proliferation of sophisticated generation tools and the potential
threats associated with their misuse, there is an urgent need to
develop systems able to analyze the content they produce and
prevent potential menaces and threats. The multimedia foren-
sics community has been actively working in this direction,
leading to the development of various systems designed to ana-
lyze and detect generated speech content [1, 2].

Alongside the primary task of discriminating real and fake
speech signals, another problem has been gaining increasing at-
tention lately: detecting partially fake signals. This involves an-
alyzing speech tracks and determining whether these are intact
or spliced, i.e., generated by the concatenation of real and syn-
thetic speech segments. Such hybrid signals pose a significant
threat, as they can deceive traditional speech deepfake detec-
tors that are not specifically trained to address them. Addition-
ally, they generate subtle deepfakes that need detailed temporal
analysis to be spotted, as even the insertion of a brief spoofed
segment can significantly alter the overall meaning of a speech.

Due to their creation process, partially fake audio can ex-
hibit two different types of artifacts: intrinsic artifacts, inher-
ently produced by the different properties of the concatenated
audio frames (e.g., real and fake signals, fakes generated by
different models, etc.); and induced artifacts, introduced by
processing techniques applied during the splicing process (e.g.,
windowing effects, discontinuities at the joints, etc.). Exploit-
ing these artifacts, numerous systems have been proposed in the
literature to address partially fake speech signals, each utilizing
different approaches and architectures [3, 4, 5]. Some methods

rely on acoustic features extracted from the input audio [6, 7],
while others leverage pre-trained self-supervised networks as
wav2vec [8]. The extracted features are then processed using
classification networks, such as CNNs [9], LSTMs [10], and
transformers [11].

In addition to the introduction of new detectors, novel
datasets have also been released [12, 9], and research challenges
have been organized [13] to foster advancements in this field.
While these contributions are crucial in advancing the current
state of the art, generating a dataset with no specific bias is far
from being an easy task. While intrinsic artifacts are almost
unavoidable and tied to the properties of the original tracks, in-
duced artifacts can be carefully mitigated by the forger using
specific techniques at the synthesis stage (e.g., tapering, over-
lapping joined frames, etc.). However, induced artifacts may
be challenging to conceal when creating large-scale datasets in
bulk. This is problematic as these irregularities could make the
forged signals easier to detect and potentially bias the detectors
trained on them.

In this paper, we analyze induced artifacts in spliced audio
tracks and investigate their impact on state-of-the-art datasets
and detectors. We start by analyzing simple sinusoidal concate-
nation to investigate the artifacts introduced by this process and
understand their underlying causes. Then, we extend our study
to more complex audio tracks, such as those used to create par-
tially fake speech signals. We evaluate two datasets in the field,
PartialSpoof and HAD, assessing the presence of induced splic-
ing artifacts and investigating whether these introduce bias. Fi-
nally, we explore the potential issues this phenomenon may in-
troduce on detectors, evaluating their performance in different
setups. Our findings highlight the complexity of the partially
fake speech detection task and highlight the need for careful
datasets and detectors development to ensure the practical ef-
fectiveness of such systems in real-world scenarios.

To summarise, the main contributions of this work are:

• We show that signal splicing techniques may introduce de-
tectable artifacts, potentially creating biased tracks (Sec. 2).

• We show that state-of-the-art datasets are affected by this is-
sue (Sec. 3.2) and that a simple threshold-based detector can
expose it (Sec. 3.3).

• We provide guidelines for processing data to create more re-
alistic and challenging partially fake speech signals (Sec. 4).

• We benchmark different learning-based detectors to see if
they are biased by the presence of induced artifacts in the
training data (Sec. 5).

2. Spectral Leakage and Splicing Artifacts
In this section we provide an intuitive understanding of the un-
derlying mechanisms that raise induced artifacts during the au-
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dio concatenation process. We start by introducing the funda-
mental concept of spectral leakage and progress to a simplistic
example involving sinusoid concatenation. While this section
provides an overview of the key concepts, it is by no means ex-
haustive in the explanation of the complex phenomena respon-
sible for these artifacts.

Spectral Leakage. Spectral leakage is a phenomenon observed
in the frequency domain analysis when energy from a signal
spreads across multiple frequency bins. This effect occurs when
a signal is framed with a window function under the incorrect
assumption that it is periodic within the observation window.
This situation can happen in two scenarios: (a) the signal is pe-
riodic, but the length of the window is not an integer multiple of
its period; (b) the signal is non-periodic. The mismatch between
the actual signal and the assumed periodic model results in a
distortion of the frequency spectrum, causing energy to spread
across frequency bins that would ideally have zero energy.

To illustrate the principle of spectral leakage, let us consider
a discrete sinusoidal signal x and its Discrete Fourier Transform
(DFT) X. Ideally, the magnitude of X exhibits a single peak
at the sinusoid’s frequency. When x is framed with a window
function w, the resulting signal is xw = x·w, where “·” denotes
sample-wise multiplication. Let us denote with W the DFT of
w. By definition, the DFT of xw is given by Xw = X ∗ W,
where “*” indicates convolution. The magnitude of Xw thus
corresponds to the magnitude of W centered at the sinusoid’s
frequency. If the window function w is rectangular, its DFT
W corresponds to a sinc function. The sinc function introduces
sidelobes in the frequency domain of Xw, causing energy to
spread across adjacent frequency bins, a phenomenon known
as spectral leakage. In principle, we can minimize the spectral
leakage by selecting a window whose length is a multiple of the
signal’s period. This alignment ensures that the sinc function
is sampled at its zero crossing points, thereby reducing leakage.
However, when a signal is observed within a finite window with
aperiodic boundary conditions, sidelobes still appear in the fre-
quency spectrum. This occurs because the sinc function is no
longer sampled precisely at its zero-crossings. Figure 1 illus-
trates this effect. When the DFT is computed from an integer
number of periods of the sinusoid, both the DFT magnitude and
the spectrogram exhibit a distinct single peak. In contrast, if

the number of periods within the window is not an integer, a
spectral leakage arises.

Induced Splicing Artifact. To define a spliced recording, let us
consider two discrete-time signals x1 and x2, with lengths N1

and N2, respectively. We define the spliced audio track xs as the
concatenation in time of x1 and x2, such as xs = [x1, x2]. The
resulting length of xs is N = N1 +N2, and the splicing point
is at sample N1 + 1, where the two signals are joined. Speech
forensic detectors commonly operate on spectrogram-based au-
dio representations, which involve framing and windowing the
speech under analysis. We assert that in the case of partially
fake signals, it is reasonable to assume that a forensic analyst
will observe frames that span the splicing point. These frames
are likely to exhibit induced splicing artifacts.

Let us consider as an example an elementary spliced sig-
nal xs, which is created by concatenating a sinusoid x1 and
a shifted version of itself x2 (e.g., by adding a phase shift).
When framing this signal, even if we choose an analysis win-
dow whose length is equal to a multiple of the period of x1, the
abrupt transition between the two sinusoids will cause leakage
in the spectrum at the splicing point. Figure 2b shows an ex-
ample of this phenomenon. Let us consider another elementary
signal xs obtained by concatenating an integer amount of peri-
ods from a sinusoid x1 with a different amplitude version of the
same sinusoid x2. Even if we frame the signal with a window
whose length is multiple of the sinusoid period, the amplitude
change between the two segments will cause spectral leakage.
Figure 2c shows an example of this phenomenon.

In this work, we define this specific type of spectral leak-
age as induced splicing artifact. Given that this leakage is ev-
ident even in simple sinusoidal concatenations, it is reasonable
to expect that it will be magnified when dealing with complex
signals, such as those used to create partially fake speech. This
means that if malicious users aim to create spliced tracks that do
not contain any induced splicing artifact, they need to employ
mitigation techniques at the synthesis stage. It is important to
note that although this study focuses on partially fake speech,
these considerations apply to any signal regardless of whether
the source samples are authentic or synthetically generated.
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Figure 1: Frequency domain analysis of a sinusoid of frequency f0 with two different analysis windows. fs = 16 kHz, f0 = 800Hz,
period T = 20 samples. FFT up to Nyquist frequency and Spectrogram (dB). Left: signal portion in the time domain. Center: DFT.
Right: STFT magnitude. Top: STFT window of L = 80 samples (multiple of T ). Bottom: STFT window of L = 88 samples (not a
multiple of T ), revealing spectral artifacts.
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(a) x1 and x2 have same frequency, amplitude and phase.
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(b) x1 and x2 have same frequency and amplitude but different phase.
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(c) x1 and x2 have same frequency and phase but different amplitude.

Figure 2: Frequency domain analysis of two concatenated sinu-
soids in different setups. Left: signal in the time domain. Right:
STFT magnitude.

3. Datasets Analysis
In this section, we explore the presence of induced artifacts in
well-known datasets. First, we introduce the datasets under con-
sideration. Then, we show that induced artifacts can be visu-
ally observed through data analysis. Finally, we quantify the
presence of induced artifacts in the datasets by distinguishing
between spliced and non-spliced tracks using a straightforward
method that exploits the artifacts.

3.1. Considered Datasets

We examine two state-of-the-art datasets designed for partially
fake speech detection: PartialSpoof [12] and HAD [9]. To the
best of our knowledge, these are the only two datasets available
for partially fake speech detection at the time of writing. Here,
we provide a concise overview of both datasets, focusing on
their construction policies. We refer the reader to the original
papers for more detailed information.

PartialSpoof. PartialSpoof [12] is an English speech database
derived from the ASVspoof 2019 LA corpus [14], which con-
tains both real and partially fake speech signals. It follows
the same structure as the ASVspoof dataset and is divided into
three partitions: training, development, and evaluation. The
dataset includes synthetic speech generated by 17 distinct meth-
ods, varying between training-development and evaluation sub-
sets. The creation of the partially fake samples followed a
rigorous 5-step procedure, summarized as follows: (1) Wave-
form amplitudes of real and fake utterances were normalized to
−26 dBov. (2) Variable-length candidate segments were cho-
sen using three types of Voice Activity Detector (VAD) meth-
ods, with the final selection based on majority voting. (3) Seg-
ments from real utterances were replaced with fake segments,
and vice versa, using segments from different utterances by the
same speaker. Each segment was inserted only once per host
utterance, and the inserted segments were of similar duration to
the originals. Time-domain cross-correlation and the overlap-
add method were employed for substitution and concatenation
to minimize artifacts. (4) After concatenation, each utterance

was annotated with fine-grained segment labels and classified as
real or partially fake, based on the presence or absence of syn-
thetic patches. (5) Post-processing operations were performed
in order to match the spoof class distribution of the ASVspoof
2019 LA database.

Half-truth Audio Detection. Half-truth Audio Detection
(HAD) [9] is a Mandarin speech dataset and was the first cor-
pus released containing partially fake speech tracks. It is based
on AISHELL-3 [15], a multi-speaker speech dataset designed
for training Text-to-Speech (TTS) models. While it was first
released as an independent set, it later became part of the Au-
dio Deepfake Detection (ADD) challenge dataset [13]. Partially
fake speech tracks used in this corpus are created as follows.
First, the authors modified the transcripts of real speech samples
by altering keywords to change the intended meaning. Then,
they trained a TTS model on AISHELL-3 to synthesize audio
from the edited texts. Finally, they combined real and fake au-
dio by substituting the edited keywords in the original speech
with those from the synthetic recordings. The process included
volume normalization and forced alignment to ensure precise
replacement.

3.2. Visual Artifacts Analysis

Let us consider the partially fake speech tracks from the two
datasets presented above and investigate the presence of in-
duced artifacts in their spliced tracks. To this purpose, Figure 3
shows logarithmically scaled spectrograms of two partially fake
speech samples, one from each dataset. Although the induced
splicing artifacts at the concatenation points are generally in-
audible, they can be easily exposed by a straightforward fre-
quency analysis.

In the PartialSpoof track (left), the bias is particularly
pronounced due to a distinct characteristic of the original
ASVspoof 2019 dataset: all concatenated signals exhibit a
nearly silent band at lower frequencies (< 80Hz). This char-
acteristic makes it particularly challenging to hide any artifacts
within this frequency range, as their presence becomes highly
noticeable. In contrast, the HAD track (right) does not show
a significant silent band, yet induced artifacts are still visible.
Specifically, the leakages are pronounced in both the higher and
lower frequency ranges, where signals typically exhibit lower
energy levels compared to the rest of the spectrum. It is note-
worthy how these artifacts persist despite the dataset’s design,
which includes various techniques to minimize the audibility
of transitions between concatenated tracks. This highlights the
considerable difficulty in completely eliminating discontinuities
caused by signal concatenations.

3.3. Quantitative Artifacts Analysis

To quantify the presence of induced artifacts, we propose a sim-
ple method to discriminate between spliced and non-spliced
tracks and evaluate its performance on the two considered
datasets. As discussed in the previous sections, induced splicing
artifacts manifest as energy content spreading among spurious
frequency components, which are visible in the frequency do-
main as “streaks” across the entire spectrum. Building on this
insight, we examine specific frequency bands without speech
content and measure their dynamic range. Our hypothesis is
that these bands, typically showing a shallow dynamic range
due to the absence of speech, will exhibit an increased range in
the presence of an induced artifact, i.e., a splicing point.

The proposed method to quantitative measure the presence
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Figure 3: Frequency domain analysis of one example track per dataset: CON D 0000001.wav from PartialSpoof (left) and
ADD2023 T2 D 00000036.wav from HAD (right). STFT window size: 2048 samples, Hop size: 256 samples, no zero-padding.
Top: full log-scaled spectrograms. Bottom: ground truth splicing timestamps, color changes indicate the splicing points.

of the aforementioned induced artifacts operates as follows.
Given an input speech signal x, we compute its Short Time
Fourier Transform (STFT) and convert its amplitude in dB. Let
XdB[k,m] be the STFT representation in dB of x, where k de-
notes the frequency bin and m denotes the temporal frame in-
dex. We then select a subset of frequency bins and average their
values, obtaining a vector v[m] with a unique value for each
time index m, such as

v[m] =
1

|F|
∑
k∈F

XdB[k,m], (1)

where F is the set of selected frequency bins. Next, we com-
pute the dynamic range d of the vector v by calculating the
difference between the maximum and minimum values of the
averaged frequency bins. By thresholding d, we discriminate
between spliced and non-spliced signals.

Table 1 shows the results of the analysis using threshold-
independent metrics, such as Area Under the Curve (AUC) and
Equal Error Rate (EER). The subsets F that we considered for
each dataset were determined through experimental evaluation.
For the PartialSpoof dataset, we used the lowest 16 frequency
bins of the STFT (< 60Hz), while for HAD we used the high-
est 5 frequency bins (> 7960Hz). We computed the STFTs
considering a Hanning window with a length of 4096 (PS) and
2048 (HAD) samples, with no zero padding and a quarter of the
window as hop length.

The results we obtain are remarkable on both the consid-
ered datasets, with an average AUC of 98% across all the parti-
tions of PartialSpoof and of 95% on those of the HAD dataset.
Additionally, we achieve competitive EERs scores of 6.16%
and 7.36% on the test partitions of the two corpora, respec-
tively. Our performance on the PartialSpoof evaluation parti-
tion outperforms that of the LCNN-based back-end system pro-
posed in [6] (EER=6.19%) and the SELCNN-based system of
[10] (EER=6.33%). On the other hand, we are outperformed
by the hybrid multiple-instance learning framework with local
self-attention method proposed in [7] (EER=5.89%), and by the
wav2vec-based system presented in [12] (EER=0.49%). Re-
garding the HAD test partition, our EER of 7.36% again proves
competitive. We outperform the GMM-based system proposed
in [9] (EER=12.67%), while approaching the best-performing
system of the ADD Challenge 2022, based on wav2vec-XLS-
R [16] (EER=4.8%). In analyzing these results, we want to

Table 1: Detection of Partially Fake Speech Signals on Partial-
Spoof and HAD. ↑ means the higher the better. ↓ means the
lower the better.

PartialSpoof HAD
Train Dev Eval Train Dev Test

AUC (%) ↑ 98.27 98.16 98.10 95.02 95.02 95.24
EER (%) ↓ 6.16 5.57 6.16 5.30 7.36 7.36

highlight the simplicity of our proposed method compared to
existing approaches. Rather than utilizing cutting-edge models
and extensive training processes, our approach requires minimal
computational resources and relies on a straightforward analy-
sis. Also, we only examine a small portion of the input spec-
trogram, and we do not require any model training, while we
effectively exploit a bias inherent in the considered data.

4. Mitigation Techniques
Given the ease of detecting induced artifacts, we conducted ex-
periments to determine if and to what extent it is possible to
mitigate their presence. The goal of artifact mitigation strate-
gies is to conceal the artifacts by tampering with the frequency
bands where they occur. To do so, we built a small dataset of
spliced audio by concatenating randomly selected real and fake
segments, ensuring each generated track had only one splicing
point. Then, we tested various mitigation techniques, including
lossy compression, cross-fading, Overlap-and-Add (OLA), and
linear predictive coding, and analyzed the obtained tracks to de-
termine the effectiveness of each. In the following, we focus on
the approach that proved most effective in concealing artifacts:
OLA. To create the dataset, we selected tracks from the train set
of ASVspoof 2019. We did so to ensure the most challenging
scenario possible, given that these tracks contain a completely
silent band, making it particularly difficult to conceal induced
artifacts. We generated the spliced tracks with the following
approach:
1. We select one real and one fake track from the same speaker

and then use a VAD to find the longest silent region within
each track (excluding leading and trailing silences). The
concatenation is performed within these silent regions, as
they exhibit lower energy levels compared to the rest of the
track.

2. We randomly choose either the real or the fake track and ex-



tract the segment from the beginning to the end of its longest
silence region. For the other track, we retain the portion from
the beginning of its longest silence to the end.

3. We apply OLA on the two segments using a Hanning win-
dow, applying half of the window function to the end of the
first segment and the other half at the beginning of the sec-
ond segment.

We experimented with five different lengths of OLA windows,
creating 1200 spliced tracks for each configuration. We evalu-
ated our detection method on these tracks and other 1200 real
tracks randomly selected from the remaining dataset. The ex-
perimental setup for the dynamic range analysis is the same as
outlined in Section 3.3 for the PartialSpoof dataset. Results for
each OLA window are reported in the Clean column of Table 2.

Considering an OLA window of 256 samples, the AUC
value aligns with that obtained on the PartialSpoof dataset
(AUC=98%). While increasing the window size helps to mit-
igate the presence of the artifacts, the minimum achieved AUC
is still a substantial 88.99%. Therefore, we repeated the ex-
periment by injecting different levels of white noise (SNRdB60,
SNRdB50, SNRdB46, SNRdB40) into the signals. We applied a
low-pass filter of order 7 with a cut-off frequency of 80Hz on
the noise so that it applied only to the lower frequencies of the
signals and remained inaudible. As shown from columns 3 to 6
of Table 2, effectively hiding the artifacts requires both a sub-
stantial level of noise, such as SNRdB46 or SNRdB40, and an
OLA window of at least 1024 samples. With the shortest win-
dow of 256 samples and maximum noise SNRdB40, the AUC
value still stands at 70.51%. As a final experiment, we applied a
high-pass filter to the partially fake tracks we generated, consid-
ering a filter of order 8 with a cut-off at 100Hz. AUC values are
shown in the last column of Table 2. As widely expected, this
brute-force method makes the bias introduced by the artifacts
undetectable, rendering the dynamic range analysis ineffective
regardless of the chosen OLA window.

5. Detectors Analysis
Given that a straightforward threshold-based detector performs
effectively on partially fake speech tracks due to the presence
of induced artifacts, we now want to investigate whether these
leakages might introduce bias into more advanced detectors
trained and tested on these datasets. It has already been shown
that partially fake speech detectors focus on the splicing points
to perform their prediction [17]. However, we aim to analyze
whether this focus is due to the presence of critical information
at these points or merely because of the induced splicing arti-
facts. If the focus is on critical information, this could lead to
valuable insights. On the other hand, if it is due to artifacts,
it would indicate a bias in the trained detectors. To verify this
aspect, we evaluate four state-of-the-art speech deepfake detec-
tors, each utilizing different input features. We train the mod-
els for the partially fake speech detection task, focusing on the
so-called utterance-level classification, i.e., discriminating be-
tween authentic and partially fake tracks.

The considered models include RawNet2 [18] which pro-
cesses raw waveforms, a LCNN model [19] which receives
Linear Frequency Cepstral Coefficients (LFCCs) as input, a
SENet34 [20] fed with spectrograms and MCG-Res2Net50 [21]
trained on Constant-Q Transform (CQT) representations of the
input audio. We trained all the models for 100 epochs, using
Cross-Entropy as loss function Adam as optimizer. Validation
loss was monitored throughout training, with early stopping set
to 20 epochs and a learning rate of 10−4 appropriately reduced

Table 2: Percentage AUC values from dynamic range analy-
sis on the custom dataset with different OLA window sizes
and setups: no post-processing (Clean), white noise injection
(SNRdBXX), and high-pass filtering (High-Pass).

OLA Win. Clean SNRdB60 SNRdB50 SNRdB46 SNRdB40 High-Pass

256 98.04 96.89 87.45 81.74 70.51 56.03
512 96.15 93.86 76.82 70.85 62.10 55.29

1024 91.93 86.73 62.88 60.30 57.41 55.76
2048 88.31 81.75 59.55 57.21 55.84 55.66
4096 88.99 81.44 59.44 57.86 54.29 56.03

on plateaux. Batch sizes were 128, 246, 48, and 64 samples
for RawNet2, LCNN, SENet34, and MCG-Res2Net50, respec-
tively, and each of these was balanced to contain the same num-
ber of authentic and spliced samples. We trained and validated
the detectors on the training and development partitions of Par-
tialSpoof, respectively. We decided to focus this analysis on
PartialSpoof only, as it is the most widely employed dataset for
the task at hand. Then, we tested the models on two different
versions of the evaluation partition: the original data and a ver-
sion where we applied the same high-pass filtering described
in Section 4 to remove the induced artifacts from the spliced
tracks. The goal of this experiment was to determine whether
the detectors rely on splicing artifacts for their predictions or if
they focus more on the actual signal content.

Figure 4 and Figure 5 show the results of this analysis. The
detectors trained using raw waveforms and LFCCs as input,
namely RawNet2 and the LCNN, prove robust when induced
splicing artifacts are filtered out from the evaluation data, with
an AUC value that is almost not affected. In contrast, the per-
formances of the SENet34 and MCG-Res2Net50 drop signif-
icantly when the artifacts are removed from the test set: the
EER of the SENet34 increases from 2% to 27.2%, and that
of MCG-Res2Net50 goes from a remarkable 0.6% to 43.2%,
that is close to random guessing. This outcome suggests that
the SENet34 and MCG-Res2Net50 have been significantly bi-
ased by the presence of induced artifacts in the training data. It
is no coincidence that the models showing the most noticeable
performance deterioration are those that rely on input features
that explicitly consider the frequency domain, i.e., spectrograms
and CQTs. These models, which analyze detailed frequency in-
formation, are more susceptible to overfitting on spurious fre-
quency components, like the induced artifacts, affecting their
robustness when such leakages are absent.

As a final experiment, we investigated to what extent the
spectral leakage bias boosted the performance of the detectors.
We re-trained the detectors on PartialSpoof, this time applying
the high-pass filter to both the training and test sets. The seed
and training setup for all models remained unchanged. Figure 6
shows the results of this analysis. After filtering, the perfor-
mance of SENet34 and MCG-ResNet50 improved and is now
more comparable to that of RawNet2 and the LCNN, suggest-
ing that they are no longer overfitting to any bias. These find-
ings highlight the importance of proper training to ensure detec-
tors avoid bias. This is a crucial aspect for applying the devel-
oped models to real-world scenarios where such artifacts may
be minimized, and detection cannot rely on their presence.

6. Discussion
Induced artifacts resulting from signal concatenation are chal-
lenging to avoid when generating a spliced signal. Using a suf-
ficiently short STFT analysis window, frequency smearing at
the concatenation point will occur unless a perfectly continuous
signal is built in both terms of magnitude and phase compo-
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Figure 4: ROC and AUC values of the detectors trained and
tested on the original PartialSpoof dataset.
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Figure 5: ROC and AUC values of the detectors trained on the
original PartialSpoof dataset and tested on its high-pass filtered
version.
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Figure 6: ROC curves and AUC values for the detectors trained
and tested on the high-pass filtered version of PartialSpoof.

nents (Figure 2a). Therefore, creating a high-quality spliced
track from concatenation is not as straightforward as it may
seem since even minor discontinuities in the resulting signal
can introduce spurious frequency components in its spectrum.
The presence of such induced artifacts can make a spliced track
extremely easy to detect. The difficulty in avoiding this phe-
nomenon has both positive and negative implications. On the
positive side, it suggests that detecting splicing attacks by a
malicious user may be easier than expected, especially if the
attacker lacks expertise in signal processing. On the negative
side, the presence of induced artifacts in partially fake tracks
can bias state-of-the-art datasets and lead detectors to overfit
these artifacts, particularly those that heavily rely on frequency
domain inputs. Avoiding this bias is crucial, as there is a valid
concern that these detectors may perform poorly when evalu-
ated on spliced data where induced artifacts have been success-
fully concealed. One key aspect to avoid the detectability of
induced artifacts is the choice of source data for constructing
spliced samples. Selecting source tracks that are rich in content
across all frequency components can effectively conceal arti-
facts, as the dense spectrum of these signals is less impacted by
the introduction of artifacts. To prove this point, we repeated the
experiment from Section 4 using tracks from the training set of
the newly released ASVspoof5 dataset [22] as source data, fol-
lowing the same setup as before. We achieved an average AUC
of 57% for all the OLA windows without applying any noise
or filtering. This result is significantly better compared to those
obtained in Section 5 (average AUC=92.6%) and highlights the
critical role of source data in mitigating the presence of induced
artifacts in spliced tracks, which is pivotal to ensure the devel-
opment of synthetic speech detectors that do not overfit them.

7. Conclusions
In this work, we explored the nature of spectral artifacts result-
ing from the concatenation of different signals. We evaluated
the presence of these artifacts in state-of-the-art datasets for par-
tially fake speech detection and their effects on synthetic speech
detectors trained for this task. Our findings indicate that both
the partially fake tracks of PartialSpoof and the HAD dataset
are significantly affected by this phenomenon, and it is possi-
ble to discriminate between their real and spliced tracks with
a straightforward dynamic range analysis without the need to
train any detector. Also, we show that such induced splicing
artifacts can create a bias on which synthetic speech detectors
might overfit, especially those trained on frequency domain in-
put features. We investigated several mitigation methods and
found that, while completely eliminating these artifacts is al-
most impossible, applying basic signal processing smoothing
techniques and, most importantly, carefully selecting the source
data used to generate the spliced tracks can effectively address
the issue.
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Héctor Delgado, Andreas Nautsch, Nicholas Evans,
Md Sahidullah, Ville Vestman, Tomi Kinnunen, Kong Aik
Lee, et al., “Asvspoof 2019: A large-scale public database
of synthesized, converted and replayed speech,” Com-
puter Speech & Language, vol. 64, pp. 101–114, 2020.

[15] Yao Shi, Hui Bu, Xin Xu, Shaoji Zhang, and Ming Li,
“AISHELL-3: A Multi-Speaker Mandarin TTS Corpus,”
in Interspeech. ISCA, 2021.

[16] Zhiqiang Lv, Shanshan Zhang, Kai Tang, and Pengfei Hu,
“Fake audio detection based on unsupervised pretraining
models,” in IEEE International Conference on Acoustics,
Speech and Signal Processing (ICASSP), 2022, pp. 9231–
9235.

[17] Tianchi Liu, Lin Zhang, Rohan Kumar Das, Yi Ma, Ruijie
Tao, and Haizhou Li, “How do neural spoofing counter-
measures detect partially spoofed audio?,” in Interspeech.
ISCA, 2024.

[18] Hemlata Tak, Jose Patino, Massimiliano Todisco, Andreas
Nautsch, Nicholas Evans, and Anthony Larcher, “End-to-
end anti-spoofing with rawnet2,” in IEEE International
Conference on Acoustics, Speech and Signal Processing
(ICASSP), 2021.

[19] Xiang Wu, Ran He, Zhenan Sun, and Tieniu Tan, “A
light CNN for deep face representation with noisy labels,”
IEEE Transactions on Information Forensics and Security,
vol. 13, no. 11, pp. 2884–2896, 2018.

[20] Jie Hu, Li Shen, and Gang Sun, “Squeeze-and-excitation
networks,” in IEEE Conference on Computer Vision and
Pattern Recognition (CVPR), 2018.

[21] Xu Li, Xixin Wu, Hui Lu, Xunying Liu, and Helen Meng,
“Channel-wise gated res2net: Towards robust detection of
synthetic speech attacks,” in Interspeech. ISCA, 2021.
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