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Abstract—Fluid antennas (FAs) and mobile antennas (MAs)
are innovative technologies in wireless communications that are
able to proactively improve channel conditions by dynamically
adjusting the transmit/receive antenna positions within a given
spatial region. In this paper, we investigate an MA-enhanced
multiple-input single-output (MISO) secure communication sys-
tem, aiming to maximize the secrecy rate by jointly optimizing
the positions of multiple MAs. Instead of continuously searching
for the optimal MA positions as in prior works, we propose
to discretize the transmit region into multiple sampling points,
thereby converting the continuous antenna position optimization
into a discrete sampling point selection problem. However, this
point selection problem is combinatory and thus difficult to be
optimally solved. To tackle this challenge, we ingeniously trans-
form this combinatory problem into a recursive path selection
problem in graph theory and propose a partial enumeration
algorithm to obtain its optimal solution without the need for high-
complexity exhaustive search. To further reduce the complexity, a
linear-time sequential update algorithm is also proposed to obtain
a high-quality suboptimal solution. Numerical results show that
our proposed algorithms yield much higher secrecy rates as
compared to the conventional FPA and other baseline schemes.

I. INTRODUCTION

The inherent broadcasting nature of wireless channels ren-
ders wireless communication systems particularly suscepti-
ble to eavesdropping attacks. To address this issue, secure
multi-antenna beamforming has been developed to bolster
the security of wireless communications by increasing the
difference in signal strength between legitimate users and
eavesdroppers [1]–[4]. However, existing multi-antenna beam-
forming solutions are limited to adapting to wireless channels
without the capability to actively reshape them, which thus
may result in suboptimal secure communication performance,
especially in scenarios where the channels of legitimate users
and eavesdroppers are highly correlated.

To overcome this limitation, fluid antenna (FA) and movable
antenna (MA) technologies have emerged as promising solu-
tions owing to their ability to dynamically adjust the positions
of transmit/receive antennas within a given region [5]–[8]. As
compared to the conventional fixed-position antennas (FPAs),
FAs/MAs can proactively reshape the wireless channels into
a more favorable condition for secure communications by
circumventing the positions that may experience deep fading
for legitimate users and/or substantial information leakage
to eavesdroppers. Inspired by the promising benefits of the

Digital
Processing

RF chain

RF chain

RF chain

BobAlice

…

Eve

… … ……

zone 1 zone 2 zone N

𝛿"

1 2 b

Fig. 1. MA-enhanced secure communication system with discrete sampling.

FA/MA technology, prior studies have delved into the antenna
position optimization problem in FA-/MA-assisted secure
communications [9]–[13]. Specifically, in [9] and [10], the
authors aimed to optimize the antenna positions to maximize
the secrecy rate in a multiple-input single-output (MISO)
communication system with a single eavesdropper, based on
a field-response channel model in the angular domain. While
the authors in [11]–[13] further introduced artificial noise
in the transmission to degrade the received signal quality at
the eavesdropper and solved the associated antenna position
optimization problems.

However, all of the above works focused on searching for
the optimal antenna positions in a continuous space, which
may be difficult due to the highly nonlinear channel responses
with respect to (w.r.t.) the antenna positions. Alternatively,
another approach is to discretize the transmit or receive region
into multiple ports/sampling points, over which FAs/MAs can
be moved. Based on the channel state information (CSI) for
each port or sampling point, optimal antenna positions can
be determined by solving a port/point selection problem [14]
while ensuring minimum antenna spacing to prevent mutual
coupling. As compared to the continuous antenna position
optimization, employing a discrete port/point selection method
is generally more straightforward to implement. However, it
may entail much higher computational complexity in finding
optimal solutions due to the typically high level of discretiza-
tion required to reduce the performance loss compared to
continuous position optimization. In [15] and [16], the authors
proposed a graph-based algorithm and a generalized Bender’s
decomposition method to solve the point selection problem
optimally for single-user and multi-user MISO communication
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systems, respectively. However, to the best of our knowledge,
there is no existing work studying the port/point selection
problem for a secure communication system.

To fill in this gap, we study the sampling point selection
problem for an MA-enhanced MISO secure communication
system in this paper, with multiple MAs equipped in a
confined region at the transmitter. To facilitate the antenna
movement, we also partition the transmit region into several
zones, each designated for the movement of a specific MA,
as shown in Fig. 1. By discretizing the transmit region into a
multitude of discrete sampling points, our goal is to maximize
the secrecy rate by jointly optimizing the transmit beamform-
ing and the position of each MA over the sampling points
within its designate zone. We first derive the optimal transmit
beamforming in closed-form for a given set of sampling
points. However, the remaining point selection optimization
problem is combinatory and thus difficult to be optimally
solved. To tackle this difficulty, we ingeniously model the
discrete points as vertices in a graph, thereby recasting the
point selection problem as an equivalent recursive path se-
lection problem for a multipartite graph. However, achieving
optimal path selection still requires exponential complexity
w.r.t. the number of MAs. To mitigate the high enumeration
complexity, we propose a solution bounding method allowing
for more efficient partial enumeration by properly discarding
some solution sets that cannot yield the optimal solution. To
further reduce the computational complexity, a linear-time
suboptimal sequential update algorithm is also proposed by
sequentially selecting the discrete points for MAs. Numeri-
cal results demonstrate that our proposed algorithms signifi-
cantly outperform the conventional FPAs and other heuristic
schemes.

Notations: Bold symbols in capital letter and small letter
denote matrices and vectors, respectively. The conjugate trans-
pose of a vector or matrix is denoted as (·)H . Rn (Cn) denotes
the set of real (complex) vectors of length n. ∥a∥ denotes
the Euclidean norm of the vector a. For a complex number
s, s ∼ CN (0, σ2) means that it is a circularly symmetric
complex Gaussian (CSCG) random variable with zero mean
and variance σ2. For two sets A and B, A∪B and A∩B denote
their union and intersection, respectively. |A| denotes the
cardinality of the set A.

(
n
k

)
= n!

k!(n−k)! denotes the number
of ways to choose k elements from a set of n elements. O(·)
denotes the order of complexity. 1 denotes an all-one vector.

II. SYSTEM MODEL AND PROBLEM FORMULATION

A. System Model
As shown in Fig. 1, we consider a MISO secure com-

munication system, where a transmitter communicates with
a legitimate receiver in the presence of an unauthorized
receiver/eavesdropper. For convenience, we refer to the trans-
mitter, the legitimate receiver, and the eavesdropper as Alice,
Bob, and Eve, respectively. We assume that Alice is equipped
with N MAs, while Bob and Eve are equipped with a single
FPA. We consider a linear transmit MA array of length L
at Alice, over which the positions of its N MAs can be
flexibly adjusted. Let N = {1, 2, · · · , N} denote the set of

all MAs. We assume that the channel from Alice to Bob/Eve
is slow-varying, such that the MAs in N can be moved to
their respective optimized positions with negligible time as
compared to the channel coherence time.

For the ease of implementing antenna movement, we uni-
formly sample the transmit array into M (M ≫ N) discrete
positions, with an equal spacing between any two adjacent
sampling points given by δs = L/M , as shown in Fig. 1.
Hence, the position of the m-th sampling point is given by
sm = mL

M ,m ∈ M = {1, 2, · · · ,M}, with M denoting the
set of all sampling points within the MA array. As such, the
position of each MA can be selected as one of the sampling
points in M. Let an, an ∈ M denote the index of the selected
sampling point for the n-th MA. Thus, the position of the n-th
MA can be expressed as san = anL

M , n ∈ N . Furthermore,
as shown in Fig. 1, to enable fast antenna movement and
also facilitate the antenna position optimization, we uniformly
divide the transmit MA array into N zones, such that the n-
th MA can only be moved within the n-th zone [17]. Let
b = M/N denote the number of sampling points in each
zone, which is assumed to be an integer for simplicity. Hence,
it must hold that

b(n− 1) + 1 ≤ an ≤ bn, n ∈ N . (1)

To avoid the mutual coupling between MAs with a finite size,
we consider a minimum distance, dmin, between any pair of
MAs. Thus, it should also hold that

aj − ai ≥ amin,∀i, j ∈ N , j > i, (2)

where amin=dmin/δs ≫ 1, which is assumed to be an integer.
It follows that the MA position optimization is equivalent to
the sampling point selection from M subject to (2).

Denote by hm,B ∈ C and hm,E ∈ C,m ∈ M the baseband-
equivalent channels from the m-th sampling point to Bob and
Eve, respectively. To investigate the performance limit of our
proposed algorithms, we assume that hm,B’s and hm,B’s are
known at Alice, while in practice they can be acquired by
applying various channel estimation techniques dedicated to
MAs [18], [19]. Based on the above, the channels from Alice
to Bob and Eve are respectively expressed as

hB({an}) = [ha1,B , ha2,B , · · · , haN ,B ]
H ,

hE({an}) = [ha1,E , ha2,E , · · · , haN ,E ]
H .

Let wt ∈ CN×1 and Pt denote the transmit beamform-
ing vector and transmit power at Alice, respectively, with
∥wt∥2 ≤ Pt. As such, the achievable secrecy rate is

Rs(wt, {an}) = log2

(
1 +

|wH
t hB({an})|2

σ2

)
−

log2

(
1 +

|wH
t hE({an})|2

σ2

)
, (3)

where σ2 denotes the receiver noise power at Bob/Eve.

B. Problem Formulation

In this paper, we aim to maximize the secrecy rate in
(3) by jointly optimizing the transmit beamforming and the



MA positions over the discrete sampling points, i.e., wt

and {an}n∈N . The corresponding optimization problem is
formulated as

(P1) max
wt,{an}

Rs(wt, {an})

s.t. b(n− 1) + 1 ≤ an ≤ bn, n ∈ N , (4)
aj − ai ≥ amin,∀i, j ∈ N , j > i, (5)

∥wt∥2 ≤ Pt. (6)

It is worth noting that as compared to the continuous MA
position optimization problems for secrecy rate maximization
under the field-response based channel model (see e.g., [9]–
[12]), (P1) is a discrete optimization problem that avoids the
highly nonlinear channel expressions w.r.t. the MA positions.

Note that for any given MA positions {an}, it can be
shown that the optimal transmit beamforming for (P1) can
be obtained by solving the following optimization problem,
i.e.,

wt({an}) = arg max
∥wt∥2≤Pt

log2

(
σ2 + |wH

t hB({an})|2

σ2 + |wH
t hE({an})|2

)
.

(7)
Problem (7) is equivalent to a generalized Rayleigh quotient
problem, for which the optimal solution can be derived in
closed form as

wt({an}) =
√
Ptf(AB({an}),AE({an})), (8)

where AB({an})=σ2INt
+hB({an})hH

B ({an}), AE({an})=
σ2INt

+hE({an})hH
E ({an}), and f(AB({an}),AE({an}))

denotes the eigenvector corresponding to the maximum eigen-
value of the matrix A−1

E ({an})AB({an}).
By substituting (8) into (3), the maximum secrecy rate for

any given MA positions {an} can be obtained as

Rs({an}) = log2 λmax(AB({an}),AE({an})), (9)

where λmax(X,Y ) denotes the maximum eigenvalue of the
matrix Y −1X . Then, (P1) can be simplified as

(P2) max
{an}

log2 λmax(AB({an}),AE({an}))

s.t. (4)-(5). (10)

However, (P2) is still challenging to be optimally solved due
to the intricate relationship between its objective function and
the MA positions {an}, as well as its combinatorial nature.
One straightforward approach to optimally solve (P2) is by
enumerating all possible MA positions. However, this may in-
cur exorbitant complexity (e.g., in the order of

(
M−(N−1)amin

N

)
if amin ≥ b), which may not be applicable to a large size of
antenna array with large M and/or N values in practice.

III. PROPOSED ALGORITHMS FOR (P2)
To solve (P2), we propose in this section a more efficient

graph-based optimal solution based on partial enumeration and
a lower-complexity suboptimal solution, respectively.

A. Optimal Solution by Partial Enumeration
First, we propose a recursive algorithm to efficiently enu-

merate all feasible solutions to (P2) based on a graph-based

formulation, jointly with a bounding approach to properly dis-
card some undesired solutions in the enumeration, as specified
below.

1) Graph-based Formulation: Specifically, we construct a
directed weighted graph G = (V,E). The vertex set V is given
by the set of all sampling points, i.e., V = M. Without loss
of optimality, we consider that the MA indices are selected
in order from one sampling point i in a zone to a farther
point j from the reference position 0 in an adjacent zone.
Accordingly, we add an edge from vertex i to vertex j if and
only if j−i ≥ amin and they are located in two adjacent zones,
corresponding to the constraints (4) and (5). Note that for any
vertex/sampling point i, i ∈ M, the index of its located zone
is given by zi = ⌈i/b⌉. Hence, the edge set E is defined as

E = {(i, j)|j − i ≥ amin, zj = zi + 1, i, j ∈ M}. (11)

It can be verified that

|E| =

{
(N − 1) (2b−amin)(2b−amin+1)

2 , if amin ≥ b

(N − 1)
(
b2 − 1

2amin(amin − 1)
)
, otherwise

.

(12)
To relate the graph G to (P2), we introduce the following

definition.
Definition 1: A K-partite graph refers to a graph whose

vertices can be partitioned into K disjoint sets, such that there
is no edge between any two vertices within the same set.

It follows from Definition 1 that G must be an N -partite
graph with its n-th disjoint set given by Vn = {m|b(n −
1) + 1 ≤ m ≤ bn}. As such, each feasible solution to (P2)
corresponds to an N -vertex path from one vertex in V1 to
another vertex in VN .

2) Feasible Solution Enumeration: Based on the unique N -
partite property of G, we next propose a recursive method
to enumerate all feasible solutions to (P2). To this end, we
show that any desired N -vertex path in G can be recursively
constructed based on the paths with a smaller number of
vertices. Note that its N vertices must be selected from the
N disjoint sets Vn, n ∈ N , respectively. Without loss of
optimality, we assume that its n-th vertex is selected from Vn.
Accordingly, let Ωr, r ≤ N denote the set of all r-vertex paths
from one vertex in V1 to another vertex in Vr in G, with the s-
th vertex of each path in Ωr selected from Vs, s = 1, 2, · · · , r.
Obviously, we have Ω1 = V1. Moreover, for each path in
Ωr, r ≤ N , if there exists a vertex in Vr+1 which is adjacent
to its r-th vertex, then a new path in Ωr+1 can be constructed
by appending the vertex to this path. As such, based on the
initial condition for Ω1 and the recursion for Ωr, r ≤ N , all
N -vertex paths in G can be enumerated in the set ΩN .

3) Feasible Solution Bounding: Although the above recur-
sive method can enumerate all feasible solutions to (P2), its
worst-case complexity can be prohibitive for large M and/or
N values. Next, we propose a bounding method to determine
an upper performance bound by any path in Ωr, r ≤ N .
Evidently, if such an upper bound is no larger than the
performance by any incumbent feasible solution to (P2) (e.g.,
the suboptimal solution proposed in the next subsection), then
the recursion from this path can be terminated to reduce the



enumeration complexity. Let Γr = (ã1, ã2, · · · , ãr) denote
any path in Ωr, 1 ≤ r ≤ N , with ãs ∈ Vs, 1 ≤ s ≤ r. Then,
the maximum secrecy rate achievable by Γr can be obtained
by replacing as in (P2) with ãs ∈ Vs, 1 ≤ s ≤ r, respectively.
To determine an upper bound on this maximum secrecy rate,
note that it must be no larger than the maximum achievable
rate at Bob under the maximum-ratio transmission (MRT), i.e.,
wt =

√
PthB({an})/∥hB({an})∥ with as = ãs, 1 ≤ s ≤ r.

Hence, the desired upper bound can be determined by solving
the following optimization problem, i.e.,

max
{an}r<n≤N

log2

(
Pt

σ2

(
r∑

n=1

|hãn |2 +
N∑

n=r+1

|han |2
))

s.t. b(n− 1) + 1 ≤ an ≤ bn, r < n ≤ N,

ar+1 − ãr ≥ amin,

aj − ai ≥ amin, r < i < j ≤ N, (13)

where the term
∑r

n=1 |hãn
|2 in the objective function can be

viewed as a constant. Note that the upper bound obtained by
solving (13) becomes tight if the MRT based on the Alice-to-
Bob channel, hB({an}), can null the received signal at Eve,
which may be easier to be achieved for MAs than FPAs [7].

Problem (13) can be optimally solved in polynomial time
by applying a similar algorithm as in our previous work [15].
Thus, we only outline the main steps of solving it. Specifically,
we add a “dummy” vertex M +1 to G and add an edge from
each vertex in VN to vertex M + 1. As such, the vertex set
becomes Ṽ = V ∪ {M + 1}, while the edge set E becomes

Ẽ = E ∪ {(j,M + 1)|j ∈ VN}. (14)

Moreover, for the new graph G̃ = (Ṽ , Ẽ), we set the weights
of its edge (i, j), (i, j) ∈ Ẽ as W̃i,j = −|hi|2. By dropping the
logarithm and other irrelevant constant scalars, the objective
value of problem (13) by any MA indices an, r < n ≤ N , i.e.,∑N

n=r+1 |han |2, is equal to the negative sum of edge weights
of the path ãr → ar+1 → ar+2 → · · · → aN → M + 1.
Hence, problem (13) is equivalent to finding the shortest path
(i.e., with the minimum sum of the weights of the constituent
edges) from vertex ãr to vertex M +1 in G̃, for which some
celebrated shortest-path algorithms of polynomial complexity
can be applied, e.g., Dijkstra algorithm.

Denote by ān, n ∈ N any given feasible solution to (P2),
with its achieved secrecy rate given by R̄s = Rs({ān}) based
on (9). Let T (Γr) denote the optimal value of (13) by the path
Γr. It is evident that if T (Γr) ≤ R̄s, then there will be no
need to execute any further recursion from Γr. Otherwise, the
recursion proceeds to the (r+1)-vertex path, until all N -vertex
paths are enumerated with the above bounding method. It is
worth noting that to maximally reduce the enumeration, R̄s is
expected to be sufficiently large. In this paper, we apply the
suboptimal solution presented in Section III-B to determine
R̄s, which is shown able to achieve near-optimal performance
in Section IV based on simulation. Furthermore, each time an
N -vertex path is found, e.g., ΓN , we compare its achieved
secrecy rate, i.e., Rs(ΓN ), with R̄s. If the former is larger,
we can update {ān} and R̄s as ΓN and Rs(ΓN ), respectively,

to further reduce the enumeration complexity.
Finally, we output {ān} and R̄s as the optimal solution to

(P2) and its optimal value, respectively, after the enumeration
is completed. The main procedures of our proposed algorithm
for solving (P2) are summarized in Algorithm 1, where a
function “RECENUM” is defined and recursively called to
achieve the recursive enumeration.

Algorithm 1 Proposed Partial Enumeration Method for Solv-
ing (P2)

1: Determine a feasible solution to (P2), {ān}, and calculate
its achieved secrecy rate, R̄s = Rs({ān}), based on (9).

2: Initiate r = 1, Γ0 = ∅, and Ω̃N = ∅.
3: Execute RECENUM (r,Γ0).
4: Output {ān} and R̄s.
5: function RECENUM (r,Ω)
6: if r = N + 1 then
7: Add ΓN to the set Ω̃N .
8: if Rs(Γr) > R̄s then
9: Update {ān} = ΓN and R̄s = Rs(ΓN ).

10: end if
11: else
12: Initialize s = 1.
13: while s ≤ N do
14: Append the s-th vertex in Vr to Γr−1 and

obtain a r-vertex path, Γr.
15: Calculate T (Γr) by solving problem (13) with

the Dijkstra algorithm.
16: if T (Γr) > Rs({ān}) then
17: Execute RECENUM (r + 1,Γr).
18: end if
19: Update s = s+ 1.
20: end while
21: end if
22: end function

B. Suboptimal Solution by Sequential Update

Although the optimal solution to (P2) can be obtained by
Algorithm 1, its worst-case complexity, albeit rarely encoun-
tered, is equal to the complexity of full enumeration. To
address this issue, we propose a suboptimal sequential update
algorithm to solve (P1) with lower complexity, by sequentially
selecting the sampling points for MAs.

Specifically, let {a′n, n ∈ N} denote a set of initial MA
positions, with a′n ∈ Vn. Consider that the n-th MA position,
i.e., a′n, needs to be updated in the n-th iteration of the
sequential search. Then, the following optimization problem
should be solved,

max
an∈Ψn

log2 λmax(AB(an; {a′i}i̸=n),AE(an; {a′i}i ̸=n)), (15)

where

Ψn={m|m ∈ Vn,m−a′n−1≥amin, a
′
n+1−m≥amin}, (16)

for 2 ≤ n ≤ N − 1, and we set Ψ1 = {m|m ∈ V1, a
′
2 −m ≥

amin} and ΨN = {m|m ∈ VN ,m− a′N−1 ≥ amin}.



Let a∗n denote the optimal solution to problem (15), which
can be determined by performing an enumeration over Ψn.
Next, we update a′n = a∗n and the update of the (n + 1)-
th sampling point follows. Since |Ψn| ≤ b, the complexity
of our proposed sequential update algorithm is in the order
O(M), which is thus much lower than that of the partial
enumeration algorithm in general. However, it should be
mentioned that the sequential update algorithm may only
achieve suboptimal performance, as the sets Ψn, n ∈ N
depend on the initial sampling point selection and the order of
the selected sampling points, and thus some optimal sampling
points may be eliminated in the update of these sets. The main
steps of the sequential update algorithm are summarized in
Algorithm 2.

Algorithm 2 Sequential Update Algorithm for Solving (P2)
1: Initialize n = 1, a′n, n ∈ N , and Ψ1.
2: while n ≤ N do
3: Determine a∗n by solving (15) and update a′n = a∗n.
4: Determine Ψn+1 based on (16).
5: Update n = n+ 1.
6: end while
7: Output {a′n} as the optimized MA positions.

IV. NUMERICAL RESULTS

In this section, we provide numerical results to evalu-
ate the performance of our proposed optimal graph-based
algorithm and the suboptimal sequential update algorithm.
Unless otherwise stated, the simulation settings are as follows.
The carrier frequency is 5 GHz, and thus the wavelength
is λ = 0.06 meter (m). The number of transmit MAs is
N = 6, while the length of the linear transmit array is
L = 0.36 m = 6λ. The minimum distance between any two
MAs is set to dmin = λ/2. Let DB (DE) and α denote the
distance from Alice to Bob (Eve) and the path-loss exponent,
respectively, which are set to DB = 100 m, DE = 100 m, and
α = 2.8. To generate the channels for the sampling points, i.e.,
hm,m ∈ M, we consider the field-response channel model in
[9]–[12], with the number of transmit paths set to 9 for both
Bob and Eve. Let γi denote the channel response coefficient
for the i-th transmit path, which is assumed to follow CSCG
distribution with γi ∼ CN (0, βD−αli), where β denotes the
path loss at the reference distance of 1 m, and li denotes the
ratio of the average power gain of the i-th transmit path to
that of all transmit paths. We set β = −46 dB, while the
values of li’s are randomly generated and then normalized to
satisfy

∑
i li = 1. The angle of departure (AoD) from the

transmit array to each transmit path (either for Bob or Eve)
is assumed to be a uniformly distributed variable over [0, π].
The transmit signal-to-noise ratio (SNR) is Pt/σ

2 = 100 dB,
with σ2 denoting the receiver noise power.

We compare our proposed algorithms with the following
three benchmarks:

• Benchmark 1: MRT without considering Eve. In this
benchmark, the transmit beamforming and MA positions

12 24 36 48 60

Number of Sampling Points

1.2

1.3

1.4

1.5

1.6

1.7

1.8

1.9

2

S
e

c
re

c
y
 R

a
te

 (
b

p
s
/H

z
)

Optimal Solution

Sequantial Update

Benchmark 1

Benchmark 2

FPA

Fig. 2. Secrecy rate versus the number of sampling points.

at Alice are optimized to maximize the received signal
power at Bob only under the MRT.

• Benchmark 2: Channel difference maximization. In
this benchmark, the MA positions are optimized to max-
imize 1T (hB({an})−hE({an})), and then the transmit
beamforming is determined based on (8).

• Benchmark 3: FPA. In this benchmark, the position of
the n-th antenna is fixed at the midpoint of the n-th zone,
n ∈ N .

Note that the MA positions in benchmark 1 and benchmark
2 can be determined by applying the optimal graph-based
algorithm proposed in our prior work [15]. In the proposed
sequential update algorithm, the sampling point selection is
initialized as that by benchmark 3. All the results are averaged
over 1000 independent channel realizations.

First, we plot the secrecy rates by different algorithms
versus the number of sampling points M with N = 6 in Fig. 2.
It is observed that the performance of the proposed algorithms
and the first two benchmarks with MAs improves with M
thanks to the refined sampling resolution, resulting in an
increasing performance gain over the FPAs. Particularly, our
proposed algorithms can achieve considerably higher secrecy
rates than the two benchmarks. However, when M ≥ 36,
further increasing M cannot significantly enhance the secrecy
rates, indicating that a sufficiently high resolution has been
achieved. This also implies that a moderate number of sam-
pling points is sufficient to achieve comparable performance
to continuous searching. Moreover, the sequential update algo-
rithm is observed to yield similar performance to the optimal
solution, with a negligible performance gap 0.02 bps/Hz.

In Fig. 3, we plot the secrecy rates by different algorithms
versus the length of the transmit array, L, with N = 6 and
the sampling resolution δs = 0.01 m. Hence, there exist
M = L/δs = 100L sampling points in total. It is observed
that the performance of all schemes employing MAs increases
with L, thanks to the enhanced degree of freedom for MA
position optimization. In contrast, the secrecy rate by FPAs
remains nearly constant as L increases. This is attributed to
the FPAs’ inability to exploit the degree of freedom in antenna
movement, which results in random channel conditions at
their locations and consequently an approximately constant
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secrecy rate in average. Moreover, our proposed algorithms are
observed to still yield much higher secrecy rates than the three
benchmarks over all length of the transmit array considered.

Finally, we plot in Fig. 4 the secrecy rates by different
schemes versus the number of transmit antennas N , with
M = 60. It is observed that thanks to the improved beam-
forming gain, the performance of all schemes increases with
L, and the maximum secrecy rate by the optimal algorithm
increases from 0.74 bps/Hz to 1.96 bps/Hz, achieving a perfor-
mance gain of 165%. Moreover, our proposed algorithms are
observed to significantly outperform the three benchmarks.
However, it is observed that when N = 1, benchmark 2
can achieve almost the same secrecy rate as the proposed
algorithms. The possible reason is that in the absence of
transmit beamforming in this single-antenna case, the optimal
MA positions may depend more critically on the channel gain
difference between Bob and Eve within the entire transmit
array, which is aligned with the spirit of benchmark 2.
This also results in the better performance of benchmark 2
compared to benchmark 1 when N is small.

V. CONCLUSION

This paper considered an MA-enhanced secure communica-
tion system and optimized the MA positions over multiple des-
ignated zones in the transmit region to maximize the secrecy
rate. By sampling the transmit region into multiple discrete

points, we proposed a graph-based algorithm jointly with a
solution bounding method to solve the point selection problem
optimally by employing partial enumeration. Furthermore, a
near-optimal sequential update algorithm was also proposed
to solve the secrecy rate maximization problem in linear
time. Numerical results show the superiority of our proposed
algorithms to other baseline schemes given a moderate number
of sampling points.
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