
Verification ofQuantum Circuits through Discrete-Time
Barrier Certificates
MARCO LEWIS, Newcastle University, UK
SADEGH SOUDJANI,Max Planck Institute for Software Systems, Germany

PAOLO ZULIANI, Università di Roma “La Sapienza”, Italy

Current methods for verifying quantum computers are predominately based on interactive or automatic

theorem provers. Considering that quantum computers are dynamical in nature, this paper employs and

extends the concepts from the verification of dynamical systems to verify properties of quantum circuits.

Our main contribution is to propose k-inductive barrier certificates over complex variables and show how to

compute them using Hermitian Sum of Squares optimization. We apply this new technique to verify properties

of different quantum circuits.
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1 INTRODUCTION
Various techniques for verifying quantum programs and circuits have been explored in the past two

decades. Many of the tools currently available involve using quite manual verification techniques

such as theorem provers [25, 31, 32]. Other approaches have investigated using automated tech-

niques such as Satisfiability Modulo Theory (SMT) solvers [8, 11], automata-based methods [13],

and abstract interpretation [50]. Whilst theorem provers have the benefit of scalability, automated

approaches are less manual, only requiring the circuit or program to be proved and the specification

of the desired behavior.

In recent work [30], we proposed a new automated approach for analyzing the behavior of

quantum systems through the usage of barrier certificates [17]. Barrier certificates are a technique

used to solve safety problems, where we have a dynamical system (i.e., we know its dynamics
d𝑥
d𝑡
)

that we want to avoid entering an unsafe region. The main issue faced in [30] was how to adapt

barrier certificates to the complex domain for continuous-time quantum systems.

There is an argument that one could simply transform a complex system into a real system and

analyze the system that way. This leads to two major issues. Firstly, the number of variables for the

system doubles by taking this into consideration potentially making it take longer to solve. Secondly,

the system or the meaning behind the barrier certificate generated becomes harder to interpret.

Additionally, many barrier certificates generation techniques are based on Sum of Squares (SOS)

optimization, which makes use of semidefinite program solvers in order to find a solution. Gilbert

and Josz demonstrate in [22] that semidefinite programs can benefit from a ×2 to a ×4 speed-up
when using complex variables over converting the variables from complex to real. Therefore, it is

worth exploring the adaptation of dynamical systems to complex variables.

Adapting problems from the real domain into the complex domain has been investigated for

few safety problems. Fang and Sun [20] have developed a technique for analyzing the stability

of complex dynamical systems. In [30], we adapted the technique developed by Fang and Sun

to develop barrier certificates for complex variables. We extend upon our previous work in the

following directions:

(1) we investigate the safety of discrete-time dynamical systems using complex variables, adapt-

ing barrier certificate techniques from [40] and [6];
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(2) we show how Sum of Squares (SOS) optimization is generalized to the complex domain using

Hermitian Sum of Squares (HSOS), giving a more general approach to barrier certificate

generation than in our previous work; and

(3) we investigate the usage of our adapted techniques for verifying quantum circuits and apply

them to multiple case studies.

By showing how we can adapt SOS optimization for complex numbers, we provide a method that

allows one to easily adapt any discrete-time dynamical system and barrier certificate definition

from the real domain into the complex domain.

Related Work. In the last few years, there have been substantial efforts made to verify properties

of quantum computers and programs. Various tools have been developed using a variety of different

formal methods. Such methods include theorem provers [25, 31, 51]; abstract interpretation [50];

static analysis [37]; model checking techniques [16, 24]; relational reasoning [7, 49]; techniques

using SMT solvers [11, 48]; and automata-based techniques [13]. For more on formal verification

of quantum computers, we refer to surveys on the topic [12, 29].

Another approach is to treat a quantum program or computer as a dynamical system and

transform problems into reachability or safety verification problems. There are several ways to

solve the safety verification problem for dynamical systems. One approach is to use abstract

interpretation to give an abstraction of the system’s evolution [14, 15]. This approach has already

been investigated for verification of quantum programs in [50]. Another approach is to use forward

or backward reachability [34, 45, 46], evolving the system from the initial or unsafe region until

the system is shown to be safe or unsafe. Barrier certificates are another method for solving the

problem of safety [17]. The benefit of barrier certificates in comparison to the other two approaches

is that barrier certificates do not need to evolve the system (i.e., solve its dynamics) to prove safety.

In addition, barrier certificates can prove safety over unbounded time horizons, which is often not

possible with other techniques.

There are other barrier certificates that exist depending on the system used and the nature of the

safety problem. Whilst in this article we are investigating discrete-time dynamical systems [3], there

are techniques for handling continuous time and hybrid systems [40]. Recent research directions

have explored barrier certificates for stochastic systems [47], where the system evolves with noise.

The use of barrier certificates for specifications beyond safety is also studied (e.g., [27, 28]), and

data-driven techniques for computing barrier certificates are also developed [43, 44].

2 BACKGROUND
We begin by introducing notation and covering some common theory in quantum computing and

safety using barrier certificates. A deeper background to quantum computing can be found in

Nielsen and Chuang’s volume [36].

2.1 Notation
Throughout we write:

• the imaginary unit, 𝑖 =
√
−1 (we do not use 𝑖 as an iterator or variable);

• for a complex number 𝑧 = 𝑎 + 𝑏𝑖 , its complex conjugate is 𝑧 = 𝑎 − 𝑏𝑖;

• for an 𝑛 ×𝑚 matrix, 𝑧, we write

– (𝑧) 𝑗𝑘 as an element of 𝑧 where 0 ≤ 𝑗 ≤ 𝑛 − 1, 0 ≤ 𝑘 ≤ 𝑚 − 1 (for vectors,𝑚 = 1, we

may simply write (𝑧) 𝑗 ),
– 𝑧 as the conjugate of 𝑧 ((𝑧) 𝑗𝑘 = (𝑧) 𝑗𝑘 ),
– 𝑧⊺ as the transpose of 𝑧 ((𝑧⊺) 𝑗𝑘 = (𝑧)𝑘 𝑗 ),
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Fig. 1. Gate representations of the 𝐻,𝑍,𝑋 and 𝐶𝑁𝑂𝑇 operations respectively.

– and 𝑧† = 𝑧⊺ as the conjugate transpose of 𝑧;

• 𝐼𝑛 for the 𝑛 × 𝑛 identity operation.

Additionally, we make use of sub-equations, e.g., Equation (2a), (2b) and (2c). We may refer to

these equations collectively as (2).

2.2 Quantum Circuits
For an 𝑛-qubit system, a quantum state can be described by a complex vector 𝑧 ∈ C2𝑛 such that∑

𝑗 | (𝑧) 𝑗 |2 = 1. A quantum state is commonly written as |𝜙⟩ =
∑

2
𝑛−1
𝑗=0 (𝑧) 𝑗 | 𝑗⟩, where {| 𝑗⟩ : 𝑗 =

0, . . . , 2𝑛 − 1} is the diagonal (orthonormal) basis. Evolution of a system occurs through unitary

operations; which are 2
𝑛 × 2

𝑛
complex matrices, 𝑈 , such that 𝑈𝑈 † = 𝑈 †𝑈 = 𝐼2𝑛 . We write the

evolution of |𝜙⟩ according to𝑈 as𝑈 |𝜙⟩.
Some common unitary operations include, for example, the Hadamard (𝐻 ), 𝑍 , NOT (𝑋 ), and

Controlled-NOT (𝐶𝑁𝑂𝑇 ) gates:

𝐻 =
1

√
2

(
1 1

1 −1

)
, 𝑍 =

(
1 0

0 −1

)
, 𝑋 =

(
0 1

1 0

)
, 𝐶𝑁𝑂𝑇 =

©­­­«
1 0 0 0

0 1 0 0

0 0 0 1

0 0 1 0

ª®®®¬ (1)

which behave as

𝐻 | 𝑗⟩ = 1

√
2

(|0⟩ + (−1) 𝑗 |1⟩) 𝑍 | 𝑗⟩ = (−1) 𝑗 | 𝑗⟩

𝑋 | 𝑗⟩ = |¬ 𝑗⟩ 𝐶𝑁𝑂𝑇 | 𝑗, 𝑘⟩ = | 𝑗, 𝑗 ⊕ 𝑘⟩
where 𝑗, 𝑘 ∈ {0, 1} and ⊕ is the XOR Boolean operation.

Remark 2.1. We use 𝑈 to represent the quantum operation or the corresponding matrix. I.e., we
may write the evolution of a quantum state as𝑈 |𝜙⟩ or𝑈𝑧 (using the standard dot product).

Measurement of a quantum state is another way to evolve a quantum system. We are only

interested in quantum circuits without measurement. However, for our purposes, we only need to

be concerned that a basis state, | 𝑗⟩, of a quantum state, |𝜙⟩, is measured with a probability based

on its amplitude: 𝑃 (| 𝑗⟩ measured from |𝜙⟩) =
��(𝑧) 𝑗 ��2. See Nielsen and Chuang’s volume [36] for

details on measurement.

A quantum circuit diagram consists of wires that each correspond to a qubit, and gates that

perform unitary operations on qubits. The quantum operations given in Equation (1) are represented

by the respective gates in Figure 1. A diagrammatic example can be found in Figure 2, where if |𝜙⟩
is the initial quantum state then the resulting quantum state is𝑈𝑘−1𝑈𝑘−2 . . .𝑈0 |𝜙⟩.

2.3 Barrier Certificates for Real Systems
In this section, we cover the fundamentals of barrier certificates for discrete-time real systems. A

dynamical system works in a state space𝑋 ⊆ R𝑛 , for some natural number 𝑛, and evolves according

to

𝑥𝑡+1 = 𝑓 (𝑥𝑡 ), 𝑓 : R𝑛 → R𝑛,
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Fig. 2. Example of a quantum circuit.

where 𝑥𝑡 ∈ 𝑋 denotes the state of a system at time 𝑡 ∈ N≥0.
Whilst there are several problems to consider with dynamical systems, such as reachability [34],

we are interested in the problem of safety.

Definition 2.2 (Safety). A system, 𝑥𝑡+1 = 𝑓 (𝑥𝑡 ), evolving over 𝑋 ⊆ R𝑛 is considered safe if it

cannot reach the unsafe set, 𝑋𝑢 ⊆ 𝑋 , from the initial set, 𝑋0 ⊆ 𝑋 . That is for all 𝑡 ∈ N≥0 and
𝑥 (0) ∈ 𝑋0, then 𝑥 (𝑡) ∉ 𝑋𝑢 .

A barrier certificate is a function 𝐵 : 𝑋 → R that satisfy the conditions

𝐵(𝑥) ≤ 𝜅,∀𝑥 ∈ 𝑋0; (2a)

𝐵(𝑥) > 𝜅,∀𝑥 ∈ 𝑋𝑢 ; (2b)

𝑥0 ∈ 𝑋0 =⇒ 𝐵(𝑥𝑡 ) ≤ 𝜅,∀𝑡 ∈ N≥0; (2c)

for some 𝜅 ∈ R. These conditions do two things to the system: (i) they separate the state space into

an over-approximate reachable region and an unsafe region (through conditions (2a) and (2b)), (ii)

they ensure that the system cannot enter the unsafe region (through condition (2c)). By finding a

function 𝐵 that meets these conditions, we can therefore have safety of the system.

Remark 2.3. We have used the term “barrier certificate” to refer to the functions satisfying certain

inequalities that guarantee safety of the system. Previous works, e.g., [5, 28, 35], have also used the

term “barrier function” for functions that obey a similar set of conditions as to those in (2).

Conditions (2a) and (2b) are easily achievable by many functions, but it is usually condition (2c)

that restricts the functions that we can use. It is standard that barrier certificates imply the last

condition through some other condition. For example, consider the following definition:

Definition 2.4 (Discrete-Time Barrier Certificate [6]). For a discrete-time system 𝑥𝑡+1 = 𝑓 (𝑥𝑡 ),
𝑋 ⊆ R𝑛 , 𝑋0 ⊆ 𝑋 and 𝑋𝑢 ⊆ 𝑋 , a function 𝐵 : R𝑛 → R that obeys the following conditions:

𝐵(𝑥) ≤ 0,∀𝑥 ∈ 𝑋0; (3a)

𝐵(𝑥) > 0,∀𝑥 ∈ 𝑋𝑢 ; (3b)

𝐵(𝑓 (𝑥)) − 𝐵(𝑥) ≤ 0,∀𝑥 ∈ 𝑋 ; (3c)

is a discrete-time barrier certificate.

It should be trivial to see how the constraints given in (3) imply the conditions in (2) with 𝜅 = 0.

Remark 2.5. Barrier certificates can additionally be used as a technique for verifying reachability

properties of a system. The techniques that we use in this article for generalizing discrete dynamical

systems to complex systems can be applied to continuous or stochastic dynamical systems, other

barrier certificates for safety, or even barrier certificates for reachability properties.
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Fig. 3. Quantum circuit with 3 unitary operations consisting of grouped gates.

3 QUANTUM CIRCUITS AS DYNAMICAL SYSTEMS
We begin by introducing the dynamical system we consider to represent our quantum circuits.

Definition 3.1 (Discrete-time complex-space system). A discrete-time complex-space system is a

tuple 𝑆 = (Z,Z0, 𝐹 , 𝑓 ), where
• Z ⊆ C𝑛 is the continuous (complex-valued) state space;

• Z0 ⊆ Z is the set of initial states;

• 𝐹 is a finite set of functions that contain all the possible dynamics the system can perform;

• and 𝑓 : Z≥0 → 𝐹 assigns at each time step the dynamics of the system (i.e., 𝑓 is total).

At each time step, 𝑡 , the state of the system is 𝑧𝑡 and the dynamics of the system is defined by

𝑧𝑡+1 = 𝑓 (𝑡) (𝑧𝑡 ) = 𝑓𝑡 (𝑧𝑡 ).

Conversion of quantum circuits into the dynamical system given above is straightforward. For

an 𝑛-qubit system, quantum states are restricted to points on the unit circle of C2
𝑛

, i.e., Z =

{𝑧 ∈ C2𝑛 :

∑
𝑗

��(𝑧) 𝑗 ��2 = 1}. We assume that for any quantum circuit, there is some initial state

|𝜙⟩ = ∑
2
𝑛

𝑗=0 (𝑧) 𝑗 | 𝑗⟩ or a set of initial points that can be chosen from. One can include error in the

initial state through noise that occurs in preparing the initial state. Thus,Z0 can be specified by

the user depending on how noisy preparing the initial state is. Finally, say the quantum circuit is

of the form𝑈 = 𝑈𝑘−1 . . .𝑈1𝑈0, where𝑈0,𝑈1, . . . are unitary operations. Then we simply have that

𝐹 = {𝑈𝑡 }𝑡=0,...,𝑘−1, and 𝑓 (𝑡) = 𝑈𝑡 for 𝑡 < 𝑘 and 𝑓 (𝑡) = 𝐼2𝑛 otherwise.

There is flexibility in what level the unitary operations are chosen, since one can let unitary

operations be individual gates or they can be a combination of several gates at different depths. For

example, the quantum circuit in Figure 3 is equivalent to the system 𝑆 = (Z,Z0, 𝐹 , 𝑓 ) where

Z = {𝑧 ∈ C8 :
∑︁
𝑗

��(𝑧) 𝑗 ��2 = 1};

Z0 = {𝑧 ∈ 𝑍 : | (𝑧)0 |2 ≥ 0.99, Im{(𝑧)0} = 0};
𝐹 = {𝑈0,𝑈1}; and

𝑓𝑡 (𝑧) =


𝑈0𝑧 for 𝑡 = 0, 2,

𝑈1𝑧 for 𝑡 = 1,

𝑧 otherwise;

and the actual unitary transformation corresponding to 𝑈0 and 𝑈1 can be easily deduced from

Figure 3. In this example,Z0 corresponds to the set of initial quantum states having |0⟩ be measured

with at least 99% probability.
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4 COMPLEX BARRIER CERTIFICATES
We introduce the notion of safety for our complex system.

Definition 4.1 (Safety). Let 𝑆 = (Z,Z0, 𝐹 , 𝑓 ) be a discrete-time complex-space system and Z𝑢 ⊆
Z denote the unsafe set. Then 𝑆 is safe if for all 𝑧0 ∈ Z0, we have that 𝑧𝑡 ∉ Z𝑢 for any 𝑡 ∈ Z≥0.

To solve the problem of safety using barrier certificates we combine the ideas behind barrier

certificates for hybrid systems [40] and 𝑘-inductive barrier certificates [6], adapting them to our

dynamical system as well as the complex domain. Additionally, we adapt the certificate to handle

different dynamics that occur during evolution.

The barrier certificates for [40] are capable of handling systems with dynamics that occur on

both a continuous and discrete space. For our system 𝑆 = (Z,Z0, 𝐹 , 𝑓 ), these spaces corresponds
to our complex space, Z, and the time steps, N≥0, respectively. The 𝑘-inductive barrier certificates
introduced in [6] work on the basis that the system is allowed to evolve slightly towards the unsafe

region but after 𝑘 steps the system will be further away from the unsafe region than before taking

the 𝑘 steps. This 𝑘-inductive property is a less strict property than, for example, the discrete-time

barrier certificate given in Definition 2.4. By having a less restrictive property, the set of functions

satisfying this property is larger and so we adopt this property for our barrier certificates.

Theorem 4.2 (𝑘-Inductive Hybrid Barrier Certificate). Let 𝑆 = (Z,Z0, 𝐹 , 𝑓 ) and the unsafe
set be Z𝑢 . Suppose there exists a 𝑘-inductive hybrid barrier certificate: a collection of functions
{𝐵𝑡 (𝑧)}𝑡 ∈Z≥0 , where 𝐵𝑡 (𝑧) ∈ R for all 𝑡 ≥ 0, 𝑧 ∈ Z; and constants 𝑘 ≥ Z≥1, 𝜖,𝛾 ∈ R≥0 and
𝑑 > 𝑘 (𝜖 + 𝛾) that satisfy the following equations

𝐵0 (𝑧) ≤ 0,∀𝑧 ∈ Z0; (4a)

𝐵𝑡 (𝑧) ≥ 𝑑,∀𝑧 ∈ Z𝑢,∀𝑡 ∈ Z≥0; (4b)

𝐵𝑡 (𝑓𝑡 (𝑧)) − 𝐵𝑡 (𝑧) ≤ 𝜖,∀𝑧 ∈ Z, 𝑡 ∈ Z≥0; (4c)

𝐵𝑡+1 (𝑧) − 𝐵𝑡 (𝑧) ≤ 𝛾,∀𝑧 ∈ Z, 𝑡 ∈ Z≥0; (4d)

𝐵𝑡+𝑘 (𝑓𝑡+𝑘−1 (. . . 𝑓𝑡+1 (𝑓𝑡 (𝑧)))) − 𝐵𝑡 (𝑧) ≤ 0,∀𝑧 ∈ Z, 𝑡 ∈ Z≥0 (4e)

such that 𝑡 = 𝑟𝑘 for 𝑟 ∈ Z≥0 .
Then the safety of 𝑆 with respect toZ𝑢 is guaranteed.

Proof. We reason by contradiction. Let the system have a 𝑘-inductive hybrid barrier certificate,

i.e., we have {𝐵𝑡 (𝑧)}, 𝑘, 𝜖, 𝛾, 𝑑 that satisfy the conditions given in (4), and assume that the system is

not safe.

Let (𝑧0, . . . , 𝑧𝑇 ) be a trace, where 𝑧𝑡+1 = 𝑓𝑡 (𝑧𝑡 ), that reaches an unsafe state, 𝑧𝑇 ∈ 𝑍𝑢 . Let𝑇 = 𝑡 +𝑚,

where 𝑡,𝑚 ∈ Z≥0, 𝑡 = 𝑟𝑘 for some 𝑟 ∈ Z≥0 and𝑚 < 𝑘 . We have that 𝐵0 (𝑧0) ≤ 0 and 𝐵𝑡+𝑚 (𝑧𝑡+𝑚) ≥ 𝑑 .

Using (4c) and (4d), we have that

𝐵𝑡+𝑚 (𝑧𝑡+𝑚) = 𝐵𝑡+𝑚 (𝑓𝑡+𝑚−1 (𝑧𝑡+𝑚−1))
≤ 𝐵𝑡+𝑚−1 (𝑓𝑡+𝑚−1 (𝑧𝑡+𝑚−1)) + 𝛾
≤ 𝐵𝑡+𝑚−1 (𝑧𝑡+𝑚−1) + 𝜖 + 𝛾
≤ . . .

≤ 𝐵𝑡 (𝑧𝑡 ) +𝑚(𝜖 + 𝛾) ≤ 𝐵𝑡 (𝑧𝑡 ) + 𝑘 (𝜖 + 𝛾).
Using (4e) and induction, we have that 𝐵𝑡 (𝑧𝑡 ) ≤ 𝐵𝑡−𝑘 (𝑧𝑡−𝑘 ) ≤ · · · ≤ 𝐵0 (𝑧0). Therefore, we have

𝐵𝑡+𝑚 (𝑧𝑡+𝑚) ≤ 𝐵0 (𝑧0) + 𝑘 (𝜖 + 𝛾) < 𝑑.

This is a contradiction to (4b) and therefore 𝑧𝑇 ∉ 𝑍𝑢 . Therefore, the system 𝑆 is safe. □
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Remark 4.3. While the barrier certificate in Definition 2.4 is time-invariant, the barrier certificate

introduced in Theorem 4.2 is time-varying. Also, note that with certain values of 𝑘, 𝜖 and 𝛾 , the

number of equations to satisfy can be reduced. For example, if 𝑘 = 1 and 𝛾 = 0, then Equation (4c)

is implied through Equations (4d) and (4e) for any value of 𝜖 . Whilst time-invariant barriers are

easier to find, they might not work well for time-varying systems. We make use of 𝑘-inductive

hybrid barrier certificates since initial tests with time-invariant barriers could not be generated for

some systems.

Informally, Equations (4a) and (4b) cover the separation of the initial and unsafe regions, providing

a buffer between them. Equations (4c) and (4d) ensures that as the barrier evolves over time the

system does not grow too much, both when applying dynamical operations and when swapping

between dynamical operations. Finally, Equation (4e) is the inductive condition that ensures that

after 𝑘 steps, the system remains in a negative space. These conditions combined together mean

that as the system evolves, the barrier may enter the buffer space between the initial and unsafe

region for up to 𝑘 steps but will trend to grow negatively and therefore never enter the unsafe

region.

One of the challenges with Theorem 4.2 is that the functions, 𝐵𝑡 , have complex variables but are

required to return a real value. Therefore, we need to restrict the functions to specific classes that

can be easily defined and will be useful for finding a barrier. To do this, we adapt a definition used

in [30].

Definition 4.4 (Conjugate-flattening Function [30]). A function 𝑃 (𝑧) : C𝑛 → R is a conjugate-

flattening function if 𝑃 (𝑧) = 𝑝 (𝑧, 𝑧) for some complex function 𝑝 : C𝑛 × C𝑛 → C such that

𝑝 (𝑧, 𝑧) ∈ R for all 𝑧 ∈ C𝑛 .

Definition 4.5 (Conjugate-flattening Polynomial). A conjugate-flattening function 𝑃 (𝑧) = 𝑝 (𝑧, 𝑧) is
a conjugate-flattening polynomial if 𝑝 (𝑧,𝑢) is a polynomial with complex variables and coefficients.

These definitions can be used in Theorem 4.2 for the collection of functions to ensure that

𝐵𝑡 (𝑧) ∈ R for any 𝑡 ≥ 0, 𝑧 ∈ Z. Being able to differentiate between conjugate-flattening functions

and polynomials will be useful when we discuss the generation of barrier certificates in Section 5.3.

Remark 4.6. A barrier certificate that returns complex values, 𝐵𝑡 (𝑧) ∈ C, cannot be used since

then one cannot reason about the ordering of the barriers with respect to the equations in (4).

Additionally, using aspects of a complex number (i.e., modulus, real or imaginary parts) can be

represented by a conjugate-flattening function in some way, e.g., |𝑧 |2 = 𝑧𝑧.

5 COMPUTATION OF BARRIER CERTIFICATES THROUGH HERMITIAN SUM OF
SQUARES

There exist several approaches for computing a barrier certificate given the specification and

dynamics of a system. Most approaches are automatic and include the usage of neural networks and

SMT (Satisfiability Modulo Theory) solvers to compute a barrier [1, 2, 19]. However, the standard

approach is to make use of sum of squares (SOS) optimization in order to find a suitable bar-

rier [39]. Unlike other techniques, SOS optimization provides an efficient method whilst remaining

theoretically sound. In this section, we adapt the SOS technique to complex variables.

5.1 Sum of Squares for Complex Numbers
A polynomial with real variables and coefficients, 𝑝 (𝑥), is referred to as a sum of squares (SOS) if

𝑝 (𝑥) = ∑
𝑘 𝑝𝑘 (𝑥)2, where 𝑝𝑘 are polynomials (of any degree) for 𝑘 ≥ 1. There are two reasons that

SOS polynomials are useful for generating barrier certificates:
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(1) SOS polynomials are real and positive. This makes SOS polynomials useful for ensuring

generated functions obey theorems for safety (such as Theorem 4.2).

(2) There is an equivalence between SOS polynomials and positive semidefinite matrices: 𝑝 (𝑥)
is a SOS iff there exists a positive semidefinite matrix 𝑄 such that 𝑝 (𝑥) = 𝑣 (𝑥)⊺𝑄𝑣 (𝑥)
where 𝑣 (𝑥) is a vector of monomial terms. Such matrices can be found using semidefinite

programming [39].

Combining these two properties gives us an efficient and sound method for finding real polynomial

barriers.

A function with complex variables and coefficients, 𝑝 , may produce complex values, i.e., 𝑝 :

C𝑛 → C. This means that 𝑝 may not produce only positive, or even real, values. Thus, we need

a method to ensure 𝑝 (𝑧) is real and positive for any 𝑧 ∈ C𝑛 . This can be done by considering a

variation of sum of squares.

Definition 5.1 (Hermitian Sum of Squares [41]). A complex function, 𝑝 (𝑧) : C𝑛 → C is a Hermitian

sum of squares (HSOS) if 𝑝 (𝑧) = ∑
𝑘 𝑝𝑘 (𝑧)𝑝𝑘 (𝑧) where 𝑝𝑘 : C𝑛 → C are complex polynomials and

𝑘 ≥ 1.

Remark 5.2. Note that the main difference between HSOS and SOS is that the conjugate (𝑧) is

used for HSOS. If we restrict a HSOS polynomial to have only real variables and coefficients, then

we get the standard SOS definition as 𝑝𝑘 (𝑥)𝑝𝑘 (𝑥) = 𝑝𝑘 (𝑥)2.

The properties previously described for SOS polynomials hold for HSOS polynomials with some

slight modifications for the complex domain.

Proposition 5.3. Let 𝑝 (𝑧) be a HSOS. Then 𝑝 (𝑧) ∈ R for all 𝑧 ∈ C𝑛 and 𝑝 (𝑧) is positive (𝑝 (𝑧) ≥ 0).

Proof.

𝑝 (𝑧) =
∑︁
𝑘

𝑝𝑘 (𝑧)𝑝𝑘 (𝑧) =
∑︁
𝑘

|𝑝𝑘 (𝑧) |2

It is clear that the right-hand side is a real value and is also positive. □ □

Additionally, there is a notion of positive semidefinite matrices for complex vectors as well.

Definition 5.4 (Positive semidefinite [26]). A complex 𝑛 × 𝑛 matrix 𝑄 is (Hermitian) positive

semidefinite if 𝑧†𝑄𝑧 ≥ 0,∀𝑧 ∈ C𝑛 .

With these definitions, we can now show an equivalence between HSOS polynomials and

(Hermitian) positive semidefinite matrices.

Proposition 5.5. Let 𝑝 (𝑧) : C𝑛 → C be a conjugate-flattening polynomial of degree 2𝑑 . Then, 𝑝 (𝑧)
is a HSOS iff there exists a (Hermitian) positive semidefinite matrix, 𝑄 , such that 𝑝 (𝑧) = 𝑣 (𝑧)†𝑄𝑣 (𝑧),
where 𝑣 (𝑧) is a vector of all monomials of degree less than 𝑑 .

Proof. Firstly, assume that 𝑝 (𝑧) is a HSOS. Therefore, 𝑝 (𝑧) =
∑

𝑘 𝑝𝑘 (𝑧)𝑝𝑘 (𝑧) where 𝑝𝑘 is a

polynomial. Since 𝑝 has degree 2𝑑 and deg(𝑝𝑘 (𝑧)) = deg(𝑝𝑘 (𝑧)), then each 𝑝𝑘 is of degree up to 𝑑 .

Therefore, 𝑝𝑘 (𝑧) = 𝐵𝑘𝑣 (𝑧), where 𝐵𝑘 is a (row) vector of complex coefficients.

Let 𝐵 be the matrix whose rows are 𝐵𝑘 and elements are (𝐵)𝑘𝑙 .
By expanding 𝑝 (𝑧), we have that
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𝑝 (𝑧) =
∑︁
𝑘

𝐵𝑘𝑣 (𝑧)𝐵𝑘𝑣 (𝑧)

=
∑︁
𝑘

∑︁
𝑙,𝑚

(𝐵𝑘𝑣 (𝑧))𝑙 (𝐵𝑘𝑣 (𝑧))𝑚

=
∑︁
𝑘

∑︁
𝑙,𝑚

(𝐵)𝑘𝑙𝑣 (𝑧)𝑙 (𝐵)𝑘𝑚 (𝑣 (𝑧))𝑚

=
∑︁
𝑘

∑︁
𝑙,𝑚

(𝐵†)𝑚𝑘 (𝐵)𝑘𝑙 (𝑣 (𝑧))𝑙 (𝑣 (𝑧))𝑚

=
∑︁
𝑙,𝑚

(∑︁
𝑘

(𝐵†)𝑚𝑘 (𝐵)𝑘𝑙
)
(𝑣 (𝑧))𝑙 (𝑣 (𝑧))𝑚

=
∑︁
𝑙,𝑚

(𝐵†𝐵)𝑚𝑙 (𝑣 (𝑧))𝑙 (𝑣 (𝑧))𝑚

= 𝑣 (𝑧)† (𝐵†𝐵)𝑣 (𝑧).
Since 𝐵 is a complex matrix, then 𝑄 = 𝐵†𝐵 is positive semi-definite.

Now if we assume that 𝑝 (𝑧) = 𝑣 (𝑧)†𝑄𝑣 (𝑧) with 𝑄 being positive semi-definite, then there exists

a complex matrix 𝐵 such that 𝑄 = 𝐵†𝐵. Simply by performing the summation in reverse gives us

that 𝑝 (𝑧) = ∑
𝑘 𝑝𝑘 (𝑧)𝑝𝑘 (𝑧) where 𝑝𝑘 (𝑧) = 𝐵𝑘𝑣 (𝑧). □

Since properties of SOS polynomials are shared by HSOS polynomials, we can make use of

computation techniques used to find barrier certificates for real systems and adapt them for

complex systems.

5.2 Semi-algebraic Sets
In the usual method for computing barrier certificates, the sets used (e.g., the unsafe and initial sets)
are assumed to be semi-algebraic [10], i.e., they can be described using vectors of polynomials. For

example, if 𝑋 ⊆ R𝑛 is semi-algebraic, we can write

𝑋 = {𝑥 ∈ R𝑛 : 𝑔(𝑥) ≥ 0},
where 𝑔(𝑥) is a vector of polynomials and the ordering is applied element-wise (𝑔 𝑗 (𝑥) ≥ 0 for all 𝑗 ).

This definition does not immediately hold for complex variables, since complex values cannot be

ordered. Thus, semi-algebraic sets for complex numbers must be defined by a vector of conjugate-

flattening polynomials, i.e., 𝑔(𝑧) ∈ R𝑛 for all 𝑧 ∈ C𝑛 . We introduce a definition for complex

semi-algebraic sets.

Definition 5.6 (Complex semi-algebraic set). A set 𝑍 ⊆ C𝑛 is complex semi-algebraic if

𝑍 = {𝑧 ∈ C𝑛 : 𝑔(𝑧) ≥ 0};
for some 𝑔 being a vector of conjugate-flattening polynomials and the ordering (𝑔(𝑧) ≥ 0) is applied

element-wise.

In our case, we assume that the sets Z,Z0, and Z𝑢 are (complex) semi-algebraic and use the

vectors 𝑔𝐼 , 𝑔0, and 𝑔𝑢 to describe their elements respectively.

5.3 HSOS Equations for Barrier Certificate Constraints
We can now state the HSOS equations that need to be computed to get a function that satisfies the

constraints of a barrier certificate.
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Lemma 5.7. Let 𝑆 = (Z,Z0, 𝐹 , 𝑓 ); 𝑔𝐼 , 𝑔0, 𝑔𝑢 be given vectors of conjugate-flattening polynomials
describing Z,Z0, and Z𝑢 , respectively. Suppose there exists a collection of (conjugate-flattening)
polynomials {𝐵𝑡 (𝑧) = 𝑏𝑡 (𝑧, 𝑧)}𝑡 ∈Z≥0 ; positive numbers 𝑘 ∈ Z≥0, 𝜖,𝛾 ∈ R≥0, 𝑑 > 𝑘 (𝜖 + 𝛾); and vectors
of Hermitian sum of squares 𝜆U;𝑡 (𝑧), 𝜆Init (𝑧), 𝜆𝑡 (𝑧), 𝜆𝑡,𝑡 ′ (𝑧) and ˆ𝜆𝑡 (𝑧) such that the expressions:

− 𝐵0 (𝑧) − 𝜆Init (𝑧)⊺𝑔0 (𝑧); (5a)

𝐵𝑡 (𝑧) − 𝜆U;𝑡 (𝑧)⊺𝑔𝑢 (𝑧) − 𝑑,∀𝑡 ∈ Z≥0; (5b)

− 𝐵𝑡 (𝑓𝑡 (𝑧)) + 𝐵𝑡 (𝑧) − 𝜆𝑡 (𝑧)⊺𝑔𝐼 (𝑧) + 𝜖,∀𝑡 ∈ Z≥0; (5c)

− 𝐵𝑡+1 (𝑧) + 𝐵𝑡 (𝑧) − 𝜆𝑡,𝑡+1 (𝑧)⊺𝑔𝐼 (𝑧) + 𝛾,∀𝑡 ∈ Z≥0; (5d)

− 𝐵𝑡+𝑘 (𝑓𝑡+𝑘−1 (. . . 𝑓𝑡+1 (𝑓𝑡 (𝑧)))) + 𝐵𝑡 (𝑧) − ˆ𝜆𝑡 (𝑧)⊺𝑔𝐼 (𝑧), (5e)

∀𝑡 ∈ Z≥0 such that 𝑡 = 𝑟𝑘 for 𝑟 ∈ Z≥0;
are Hermitian sum of squares. Then 𝐵 satisfies Theorem 4.2 and the safety of 𝑆 is guaranteed.

Proof. We show that expression (5b) being HSOS implies that 𝐵 satisfies constraint (4b) of

Theorem 4.2. Firstly, note that since 𝜆U;𝑡 is a vector of HSOSs, then 𝜆U;𝑡 (𝑧) ≥ 0,∀𝑧 ∈ Z. Additionally,

for 𝑧𝑢 ∈ Z𝑢 , we have that 𝑔(𝑧𝑢) ≥ 0. Therefore, 𝜆U;𝑡 (𝑧𝑢)⊺𝑔(𝑧𝑢) ≥ 0 and we must have that

𝐵𝑡 (𝑧𝑢) − 𝑑 ≥ 0 as Equation (5b) is HSOS. Thus, constraint (4b) is satisfied.

Similar reasoning can be applied to the other expressions in (5) and their respective counter-

parts in (4). This results in the conditions in Theorem 4.2 being satisfied and, therefore, safety is

guaranteed. □

In the same way HSOS is related to SOS, Lemma 5.7 is similar to theorems and lemmas for real

dynamical systems, with the major difference being the usage of HSOS equations rather than SOS

equations to allow us to use complex variables.

Remark 5.8. Note that the barrier certificate generated is a collection of conjugate-flattening

polynomials, but the definition of 𝑘-inductive hybrid barrier certificates given in Theorem 4.2 does

not require the barrier certificate to use polynomials. Simply by restricting the barrier certificate to

conjugate-flattening polynomials allows us to easily adapt the SOS methods to the complex domain

while retaining a sufficient condition for safety of the system.

5.4 Algorithm for finding a Barrier Certificate
We now provide an algorithm for finding a barrier certificate for a discrete-time complex-space

system 𝑆 = (Z,Z0, 𝐹 , 𝑓 ), given in Algorithm 1. In order to compute a barrier, we consider 𝐵(𝑧) as
a 𝛿-degree conjugate-flattening polynomial. We parameterize the coefficients of 𝐵 as a vector of

complex values 𝛽 ∈ C𝜅 , where 𝜅 ≈ ∑𝛿
𝑗=0 (2𝑛) 𝑗 =

1−(2𝑛)𝛿+1
1−2𝑛 is the number of coefficients in a 𝛿-degree

polynomial with 2𝑛 variables (2𝑛 comes from the fact that we need to consider 𝑧 and 𝑧 terms). We

input 𝐵(𝑧) with its parameterized coefficients 𝛽 into the equations given in (5). These equations

are then given to an appropriate HSOS solver, which attempts to find appropriate values for 𝛽 .

For specific hyper-parameters a barrier may not be produced, hence why the HSOS may return

infeasible and there is an error branch (line 9) in Algorithm 1. This can be due to several reasons,

for example the barrier may have a degree that is higher than 𝛿 or the values of 𝜖 and 𝛾 need to be

changed. The system may simply be unsafe. Alternatively, the required barrier for the system and

unsafe region given may need to be non-polynomial, in which case the HSOS technique cannot be

used to generate a barrier.

We note that it is possible to adapt Algorithm 1 such that some of the constants could instead

be added to the semidefinite program as constraints. The constants 𝜖 and 𝛾 could be added as to

the objective function of the semidefinite program, and 𝑑 can additionally be added as a constraint
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Algorithm 1: Finding a barrier certificate
Input: Constants: 𝑘, 𝛿, 𝜖,𝛾 ; discrete-time complex-space dynamical system:

𝑆 = (Z,Z0, 𝐹 , 𝑓 ); vectors describing associated semi-algebraic sets: 𝑔𝐼 , 𝑔0, 𝑔𝑢
1 Set 𝑑 > 𝑘 (𝜖 + 𝛾).
2 Setup symbolic function: Set 𝐵(𝑧) = 𝑏 (𝑧, 𝑧) to be a parameterized conjugate-flattening

polynomial of degree up to 𝛿 .

3 Define symbolic lambda polynomials: parameterized conjugate-flattening polynomials

𝜆Init (𝑧), 𝜆𝑈 ;𝑡 (𝑧), 𝜆𝑡 (𝑧), 𝜆𝑡,𝑡 ′ (𝑧) and ˆ𝜆𝑡 (𝑧) for each 𝑡, 𝑡 ′.
4 Add to HSOS solver: Add the various 𝜆 polynomials, and the equations in (5) (using the

𝐵, 𝜆 polynomials and constants 𝑘, 𝜖,𝛾, 𝑑) as HSOS constraints to the HSOS solver.

5 Run the HSOS solver: convert the HSOS equations of (5) into an equivalent semidefinite

program (via Proposition 5.5) and solve using a semidefinite programming algorithm.

6 if feasible then
7 return 𝐵(𝑧) with coefficients set to the values from the HSOS solver

8 else
9 error: conjugate-flattening HSOS polynomial barrier does not exist for system 𝑆 with

inputs given

10 end

(with 𝑑 > 𝑘 (𝜖 + 𝛾)). This would allow Algorithm 1 to find a barrier that is efficient in its separation

of regions.

6 CASE STUDIES
We now show how the theory that we have developed can be used in practice. We provide details

of our implementation of a toy HSOS solver and demonstrate its usage for barrier certificates on

some example quantum circuits.

6.1 Experimental Setup
For our experiments we provide the dynamical system 𝑓𝑡 (𝑧); functions describing the semi-algebraic

sets:𝑔𝐼 , 𝑔0, 𝑔𝑢 ; parameters 𝑘, 𝜖,𝛾 from Lemma 5.7; and the maximum degree for the barrier certificate,

represented by deg(𝐵).

6.1.1 HSOS Solver. Standard SOS solvers, such as SOSTOOLS [38], use semidefinite programs to

compute the polynomials in the summation while the solver handles the conversion to and from

SOS equations. Unfortunately, as far as we are aware, there does not exist any HSOS solver or

even a complex semidefinite optimiser that makes use of the speedups shown in [22] as current

semidefinite solvers that allow for complex programs convert them to equivalent real programs.

With the equivalence shown between HSOS and positive semidefinite matrices in Proposition 5.5,

we have developed a simple HSOS solver in Python that converts the HSOS equations into (complex)

semidefinite programs. We make use of the SymPy [33] package to represent polynomials, and the

semidefinite programs are solved using PICOS [42], a Python interface to relevant semidefinite

solvers, giving appropriate coefficients for the HSOS equation.
1

6.1.2 Verification. To improve the soundness of the implementation of Algorithm 1 and numerically

ensure the correctness of the barrier certificate generated, we make use of SMT solvers to formally

check that the generated barrier certificate satisfies Equations (4). For a collection of barriers,

1
The complex semidefinite programs are converted into real programs by PICOS.
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{𝐵𝑡 (𝑧)}𝑡 that are generated, we encode the equations in (4) as proof obligations and look for a

counter-example. We additionally encode that the barrier must produce real values.

The equations are encoded by removing the existential quantifier (∀), replacing set membership

(∈) with satisfaction of the relevant semi-algebraic polynomial vector (𝑔), and negating the rest of

the statement. For example, Equation (4a) (𝐵0 (𝑧) ≤ 0,∀𝑧 ∈ Z0) is encoded by the proof obligation

𝐵0 (𝑧) > 0 ∧ 𝑔0 (𝑧) ≥ 0 (again the ordering of 𝑔0 (𝑧) is applied element-wise).

Wemake use of the Z3 [18] Python package to setup the proof obligations, and dReal [21] to verify

them.
2
If a proof obligation is unsatisfiable, then that means the relevant equation is true. However,

if we receive satisfiable or 𝛿-satisfiable (in the case of dReal), then we have a counter-example and

so the relevant equation is not satisfied (in the case of dReal, being a 𝛿-sat solver, the equation may

not be actually satisfied). We check each equation and barrier certificate function in a separate call

to the SMT solver as this makes it faster to check each equation and we can find out why a certain

barrier fails if we get a counter-example.

6.1.3 Device Details. The experiments were performed on a laptop with an Intel(R) Core(TM)

i5-10310U CPU @ 1.70GHz x 8 cores processor and 16GB of RAM using Ubuntu 20.04.3 LTS.

6.1.4 Code Availability. The code for Algorithm 1, our conversion of HSOS to semidefinite programs

and verifying generated barrier certificates is available at https://github.com/marco-lewis/discrete-

quantum-bc.

6.2 Phase (Z) Gate
We begin with a simple example by considering the 𝑍 -gate introduced in Section 2.2. Consider a

simple circuit with one qubit, Z = C2, that applies the 𝑍 -gate repeatedly, with dynamics described

by

𝑓𝑡 (𝑧) = 𝑍𝑧.

We specify

Z0 = {𝑧 ∈ Z : | (𝑧)0 |2 ≥ 0.9}, and
Z𝑢 = {𝑧 ∈ Z : | (𝑧)1 |2 ≥ 0.2},

as the initial and unsafe region respectively. These regions can be thought of quantum states with

a certain state being measured with a set probability. Here, Z0 is the region where |0⟩ is likely to

be measured with at least 90% probability (similarly Z𝑢 , |1⟩ and 20% respectively).

By using Algorithm 1 with 𝑘 = 1, 𝜖 = 0.01, 𝛾 = 0.01; we find the barrier (rounded to 3 d.p.)

𝐵(𝑧) = 4.453 − 0.848(𝑧)02 − 3.871(𝑧)0 (𝑧)0 + 2.274(𝑧)1 (𝑧)1 − 0.848(𝑧)0
2

separates the two regions and ensures safety.

6.3 NOT (X) Gate
In this example, we consider a 𝑋 -gate that is being applied repeatedly to a set of 𝑛 qubits, Z = C𝑛 .
The dynamical system is described by

𝑓𝑡 (𝑧) = 𝑋 ⊗𝑛𝑧,

and we have the initial and unsafe region being

Z0 = {𝑧 ∈ Z :

1

2
𝑛
− 𝑒𝑟𝑟 ≤

��(𝑧) 𝑗 ��2 ≤ 1

2
𝑛
+ 𝑒𝑟𝑟 }, and

Z𝑝
𝑢 = {𝑧 ∈ Z :

��(𝑧)𝑝 ��2 ≥ 1

2
𝑛
+ 2𝑒𝑟𝑟 },

(6)

2
We include functionality to verify using Z3 as well.

https://github.com/marco-lewis/discrete-quantum-bc
https://github.com/marco-lewis/discrete-quantum-bc
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Fig. 4. Quantum circuit for alternating between 𝑋 and 𝑍 gates with 3 qubits.

where 𝑒𝑟𝑟 = 1

10
𝑛+1 and 𝑝 ∈ {0, . . . , 2𝑛 − 1}. The initial region represents the set of quantum states

that is close to the uniform superposition of quantum states, |+⟩𝑛 = 1√
2
𝑛

∑
2
𝑛

𝑗=0 | 𝑗⟩. The unsafe region
determines that the system should avoid exiting the region for some target state, |𝑝⟩.

The barrier generated for this system with 𝑛 = 2, 𝑝 = 0, 𝑘 = 2, 𝜖 = 0.01, 𝛾 = 0; is

𝐵(𝑧) = − 51.56 + 204.89(𝑧)0 (𝑧)0 + 0.03(𝑧)1 (𝑧)1 + 0.03(𝑧)2 (𝑧)2 + 0.03(𝑧)3 (𝑧)3
− 0.03(𝑧)1 (𝑧)2 − 0.03(𝑧)2 (𝑧)1 − 0.03(𝑧)0 (𝑧)3 − 0.03(𝑧)3 (𝑧)0,

with which safety is ensured.

6.4 Alternating X and Z Gates
Here we consider a quantum circuit that alternates between the two operations used in our previous

example. The dynamical system is described by

𝑓𝑡 (𝑧) =
{
𝑋 ⊗𝑛𝑧, if 𝑡 is even;

𝑍 ⊗𝑛𝑧, otherwise.

The associated quantum circuit, with 𝑛 = 3, is given in Figure 4.

We specify our behavior to be such that the initial region is near one of the basis states and we

want the system to behave in a way such that the basis state either occurs with high probability or

low probability. This behavior is specified by the regions

Z𝑝

0
= {𝑧 ∈ Z :

��(𝑧)𝑝 ��2 ≥ 0.9}, and

Z𝑝
𝑢 = {𝑧 ∈ Z : 0.2 ≤

��(𝑧)𝑝 ��2 ≤ 0.8},
for 𝑝 ∈ {0, 1, . . . , 2𝑛 − 1}.
The generated functions for the barrier certificate that ensure the safety of the system with

𝑛 = 2, 𝑘 = 2, 𝜖 = 0.01, 𝛾 = 0.01, 𝑝 = 0, are

𝐵0 (𝑧) =0.9117 − 1.0307(𝑧)0 (𝑧)0 − 0.0095(𝑧)0 (𝑧)3 + 0.0219(𝑧)1 (𝑧)1
+ 0.0011(𝑧)1 (𝑧)2 + 0.0011(𝑧)2 (𝑧)1 − 0.0004(𝑧)2 (𝑧)2
− 0.0095(𝑧)3 (𝑧)0 + 0.0066(𝑧)3 (𝑧)3,

𝐵1 (𝑧) =0.902 − 1.0212(𝑧)0 (𝑧)0 − 0.0136(𝑧)0 (𝑧)3 + 0.0289(𝑧)1 (𝑧)1
+ 0.0058(𝑧)1 (𝑧)2 + 0.0058(𝑧)2 (𝑧)1 + 0.0083(𝑧)2 (𝑧)2
− 0.0136(𝑧)3 (𝑧)0 + 0.0136(𝑧)3 (𝑧)3,

where 𝐵0 is the function for the dynamics evolving according to 𝑋 and 𝐵1 for 𝑍 respectively.

6.5 Grover’s Algorithm
Now we want to verify properties of Grover’s search algorithm [23]. The database search problem

is: given a function ℎ : {0, 1}𝑛 → {0, 1} such that ℎ(𝑚) = 1 for a unique𝑚 ∈ {0, 1}𝑛 and ℎ(𝑥) = 0
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Fig. 5. The quantum circuit for a 3-qubit version of Grover’s algorithm. The initial Hadamard gates applied
to the state |000⟩ prepare the quantum state for the repeated operations applied to it.

for 𝑥 ≠𝑚, find𝑚 with as few calls to ℎ as possible.
3
Grover’s algorithm solves this by putting the

quantum state into superposition (using Hadamard gates) and then alternating between an oracle,

𝑂 |𝑥⟩ = (−1)ℎ (𝑥 ) |𝑥⟩, and a diffusion step, 𝐷 = 𝐻⊗𝑛 (2 |0𝑛⟩⟨0𝑛 | − 𝐼𝑛)𝐻⊗𝑛
. I.e., the initial quantum

state is |𝜙⟩ = 1√
2
𝑛

∑
𝑥 |𝑥⟩ and the operation 𝐺 = 𝐷 · 𝑂 is applied to the quantum state 𝑟 times,

where 𝑟 depends on the number of qubits. This moves the quantum state into a state where |𝑚⟩ is
measured with high probability. The circuit for Grover’s algorithm is given in Figure 5.

The evolution of the quantum state can be viewed geometrically [4, 36] as

𝐺𝑟 |𝜙⟩ = cos

(
2𝑟 + 1

2

𝜃

)
|¬𝑚⟩ + sin

(
2𝑟 + 1

2

𝜃

)
|𝑚⟩ ,

where 0 ≤ 𝜃 ≤ 𝜋/2 such that sin

(
𝜃
)
=

2

√
2
𝑛−1
2
𝑛 and |¬𝑚⟩ = 1√

2
𝑛−1

∑
𝑥≠𝑚 |𝑥⟩. In a setting with

no noise and 𝑛 > 1, we see that only |𝑚⟩ can be measured with high probability no matter the

value of 𝑟 . Any unmarked element, 𝑥 , will have at most probability
1

2
𝑛−1 . However, if we disturb

the initial state slightly, is this still the case? Previous work has shown that Grover’s algorithm

with more iterations can still return the marked state even when the initial state is not in equal

superposition [9] but it does not show if an unmarked state is restricted.

The dynamical system for Grover’s algorithm is given as

𝑓𝑡 (𝑧) =
{
𝑂𝑧, if 𝑡 is even;

𝐷𝑧, otherwise.

We set the initial region, Z0, to be a region close to the superposition of states with a slight

disturbance to its amplitude. For an 𝑛-qubit system, we have

Z0 ={𝑧 ∈ Z :

1

2
𝑛
− 𝑒𝑟𝑟 ≤

��(𝑧) 𝑗 ��2 ≤ 1

2
𝑛
+ 𝑒𝑟𝑟,

−
√
𝑒𝑟𝑟 ≤ Im

{
(𝑧) 𝑗

}
≤
√
𝑒𝑟𝑟 for 0 ≤ 𝑗 ≤ 2

𝑛 − 1},

where, again, 𝑒𝑟𝑟 = 1

10
𝑛+1 . This follows the definition of the initial region given in Equation (6) with

an additional constraint on the imaginary value.

We wish to verify that no single unmarked state is ever likely, i.e., an unmarked state will never

be the most likely result. This specification, for some unmarked element 𝑝 , is given by the region

Z𝑝
𝑢 = {𝑧 ∈ Z :

��(𝑧)𝑝 ��2 ≥ 0.9}.

The value 0.9 is to represent the unmarked state being chosen with high probability and for

simplicity’s sake.

3
There is a version of the problem that has several marked elements, but we only consider a single marked element.
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We tried specifying the quantum state for 𝑛 = 2 with several different hyper-parameters but

found that no barrier could be produced with a degree less than 4. Running the algorithm with

higher degrees simply takes too long given the complexity of the initial state (see the discussion in

the next section).

Remark 6.1. We additionally tried changing the dynamical system into a single equation. We

experimented defining the system starting from the initial state evolving according to the dynamics

𝑓𝑡 (𝑧) = 𝐷 ·𝑂𝑧 (even steps), and also tried a system where the initial state starts after applying the

oracle to the initial state and the dynamics evolve according to 𝑓𝑡 (𝑧) = 𝑂 ·𝐷𝑧 (odd steps). However,
no barrier could be found for either systems using the unsafe system as described before.

6.6 Discussion
We extended the experiments to a higher number of qubits to see how the implementation would

perform. Details of how the 𝑍 gate experiment is extended is given in Appendix A. The runtimes

for the experiments are shown in Table 1.

While most experiments used a 2-degree barrier, the X and Zs Gates experiment used a 4-degree

barrier for the targets |1⟩, |2⟩, and |3⟩. Raising the degree of the barrier has a large affect on the setup
for the barrier. Further, most of the generation time was spent setting up the various polynomials

rather than running the semidefinite solver in PICOS. This time can be reduced by reducing the

number of terms in the polynomial for the barrier, meaning a change in the form of the barrier

could lead to faster runtimes but at the cost of not being able to generate barriers. An alternative

approach would be to cache or store the symbolic representations of functions so that they can be

easily reused.

Additionally, it was found that while the implementation could find barriers for some examples,

it could not for others (noted by those that were unsolved or killed). The barriers that were timed

out during verification could also be incorrect. This is likely due to only considering a low degree

polynomial for the barrier. However, using a higher degree polynomial would take much longer in

the setup phase. It could be the case that a non-polynomial function or a different barrier scheme

needs to be used to ensure safety of some quantum systems, however this should not be the case

for these simple examples.

An alternative approach would be to consider a change in variables to reduce the dimensionality

of the variables. As seen in the results for Grover’s algorithm, changing the dynamics of the system

to use only a single system vastly reduced the time spent solving the semidefinite program, reducing

the dimensionality could reduce it further. For instance, the dynamics of Grover’s algorithm could

be encoded using the geometric representation instead of the standard quantum state representation.

This would allow for a reduction in the dimension of the system and could allow some properties of

quantum circuits to be verified, although the properties would need to be specified using this new

basis. As it currently stands though, while some systems can be proven safe, barrier certificates are

inefficient if naively applied to quantum circuits with a high number of qubits.

Finally, while the experiments were run on a device with modest resources, PICOS failed to run

a semidefinite solver an example using 3 qubits (given in the X and Z Gates experiment). Even

though a device with more RAM and a faster processor could compute a barrier for a 3-qubit

system, the same issue will arise when considering a 4, 5, or 6 qubit system. It is difficult to see

barrier certificates being used beyond a low number of qubits without the usage of a change in

variables. However, barrier certificates sacrifice scalability for flexibility as will be discussed in the

conclusion.
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Fig. 6. Conversion of a real barrier certificate scheme using SOS equations to generate a barrier into a complex
scheme using HSOS equations. This is done by replacing the real variables with complex variables, allowing
conjugation as an operation, setting the barrier function to be a conjugate-flattening polynomial and requiring
the SOS equations to be HSOS equations instead.

7 CONCLUSION
In this article, we have considered a different approach to the verification of quantum circuits

through the usage of barrier certificates by treating the quantum circuits as dynamical systems.

We firstly showed how to extend the notion of barrier certificates from the real domain into

the complex domain. We then demonstrated how the standard approach for generating barrier

certificates, through sum of squares, can be extended to the complex domain as well, through

Hermitian sum of squares. Finally, we provided some experiments that show the usage of the

developed technique.

Our techniques for extending barrier certificates to the complex domain can be applied to complex

dynamical systems in general. Any barrier certificate that uses SOS techniques to generate a barrier

can be extended to the complex domain through the use of conjugate-flattening functions and

HSOS equations as demonstrated in Figure 6. This extension can be done almost freely by including

the complex conjugate as an operation.

The barrier certificate technique is very flexible, but comes at the cost of scalability (as seen

in Table 1). While the barrier certificate approach is expensive for quantum circuits with a large

number of qubits, the automation provided could be useful for verifying certain behaviors of

quantum systems, which are continuous-time systems that are used to define the under-the-hood

behavior of quantum gates. We canmodel a quantum systemwhenwe have noisy qubit initialization

and, in the future, we can consider how to verify quantum systems with additional properties,

such as noise or control during state evolution, using barrier certificates. Further, other behavioral

properties can be investigated instead of safety, such as reachability where the system evolves into

a specified region rather than avoid it.

Acknowledgements
M. Lewis was supported by the UK EPSRC (project reference EP/T517914/1). P. Zuliani was sup-

ported by the project SERICS (PE00000014) under the Italian MUR National Recovery and Resilience

Plan funded by the European Union - NextGenerationEU. The work of S. Soudjani is supported by

the following grants: EPSRC EP/V043676/1, EIC 101070802, and ERC 101089047.



18 Marco Lewis, Sadegh Soudjani, and Paolo Zuliani

REFERENCES
[1] Alessandro Abate, Daniele Ahmed, Alec Edwards, Mirco Giacobbe, and Andrea Peruffo. 2021. FOSSIL: A Software

Tool for the Formal Synthesis of Lyapunov Functions and Barrier Certificates Using Neural Networks. In Proceedings
of the 24th International Conference on Hybrid Systems: Computation and Control (Nashville, Tennessee) (HSCC ’21).
Association for Computing Machinery, New York, NY, USA, Article 24, 11 pages. https://doi.org/10.1145/3447928.

3456646

[2] Alessandro Abate, Sergiy Bogomolov, Alec Edwards, Kostiantyn Potomkin, Sadegh Soudjani, and Paolo Zuliani. 2024.

Safe Reach Set Computation via Neural Barrier Certificates. arXiv preprint (2024). arXiv:2404.18813
[3] Ayush Agrawal and Koushil Sreenath. 2017. Discrete Control Barrier Functions for Safety-Critical Control of Discrete

Systems with Application to Bipedal Robot Navigation. In Proceedings of Robotics: Science and Systems. Cambridge,

Massachusetts. https://doi.org/10.15607/RSS.2017.XIII.073

[4] Dorit Aharonov. 1999. Quantum Computation. Annual Reviews of Computational Physics, Vol. 6. World Scientific,

259–346. https://doi.org/10.1142/9789812815569_0007

[5] Aaron D Ames, Samuel Coogan, Magnus Egerstedt, Gennaro Notomista, Koushil Sreenath, and Paulo Tabuada. 2019.

Control barrier functions: Theory and applications. In 2019 18th European control conference (ECC). IEEE, 3420–3431.
https://doi.org/10.23919/ECC.2019.8796030

[6] Mahathi Anand, Vishnu Murali, Ashutosh Trivedi, and Majid Zamani. 2021. Safety Verification of Dynamical Systems

via k-Inductive Barrier Certificates. In 2021 60th IEEE Conference on Decision and Control (CDC). IEEE, 1314–1320.
https://doi.org/10.1109/CDC45484.2021.9682889

[7] Gilles Barthe, Justin Hsu, Mingsheng Ying, Nengkun Yu, and Li Zhou. 2019. Relational proofs for quantum programs.

Proc. ACM Program. Lang. 4, POPL, Article 21 (Dec. 2019), 29 pages. https://doi.org/10.1145/3371089

[8] Fabian Bauer-Marquart, Stefan Leue, and Christian Schilling. 2023. symQV: Automated Symbolic Verification of

Quantum Programs. In Formal Methods, Marsha Chechik, Joost-Pieter Katoen, and Martin Leucker (Eds.). Springer

International Publishing, Cham, 181–198.

[9] Eli Biham, Ofer Biham, David Biron, Markus Grassl, and Daniel A. Lidar. 1999. Grover’s quantum search algorithm for

an arbitrary initial amplitude distribution. Phys. Rev. A 60 (Oct. 1999), 2742–2745. Issue 4. https://doi.org/10.1103/

PhysRevA.60.2742

[10] J. Bochnak, M. Coste, and M-F. Roy. 1998. Real Algebraic Geometry. Springer, Berlin, Heidelberg. https://doi.org/10.

1007/978-3-662-03718-8

[11] Christophe Chareton, Sébastien Bardin, François Bobot, Valentin Perrelle, and Benoît Valiron. 2021. An Automated

Deductive Verification Framework for Circuit-Building Quantum Programs. In Programming Languages and Systems,
ESOP 2021 (Lecture Notes in Computer Science, Vol. 12648), Nobuko Yoshida (Ed.). Springer International Publishing,

Cham, 148–177. https://doi.org/10.1007/978-3-030-72019-3_6

[12] Christophe Chareton, Sébastien Bardin, Dongho Lee, Benoît Valiron, Renaud Vilmart, and Zhaowei Xu. 2023. Formal

Methods for Quantum Algorithms. In Handbook of Formal Analysis and Verification in Cryptography (1st ed.). CRC

Press, Chapter 7, 319–422. https://doi.org/10.1201/9781003090052

[13] Yu-Fang Chen, Kai-Min Chung, Ondřej Lengál, Jyun-Ao Lin, and Wei-Lun Tsai. 2023. AutoQ: An Automata-Based

Quantum Circuit Verifier. In Computer Aided Verification, Constantin Enea and Akash Lal (Eds.). Springer Nature

Switzerland, Cham, 139–153.

[14] Patrick Cousot. 2001. Abstract Interpretation Based Formal Methods and Future Challenges. Springer Berlin Heidelberg,

Berlin, Heidelberg, 138–156. https://doi.org/10.1007/3-540-44577-3_10

[15] Patrick Cousot and Radhia Cousot. 1977. Abstract interpretation: a unified lattice model for static analysis of programs

by construction or approximation of fixpoints. In Proceedings of the 4th ACM SIGACT-SIGPLAN Symposium on Principles
of Programming Languages (Los Angeles, California) (POPL ’77). Association for Computing Machinery, New York, NY,

USA, 238–252. https://doi.org/10.1145/512950.512973

[16] Aochu Dai and Mingsheng Ying. 2024. QReach: A Reachability Analysis Tool for Quantum Markov Chains. In

Computer Aided Verification, Arie Gurfinkel and Vijay Ganesh (Eds.). Springer Nature Switzerland, Cham, 520–532.

https://doi.org/10.1007/978-3-031-65633-0_23

[17] Liyun Dai, Ting Gan, Bican Xia, and Naijun Zhan. 2017. Barrier certificates revisited. Journal of Symbolic Computation
80 (2017), 62–86. https://doi.org/10.1016/j.jsc.2016.07.010 SI: Program Verification.

[18] Leonardo de Moura and Nikolaj Bjørner. 2008. Z3: An Efficient SMT Solver. In Tools and Algorithms for the Construction
and Analysis of Systems, C. R. Ramakrishnan and Jakob Rehof (Eds.). Springer Berlin Heidelberg, Berlin, Heidelberg,

337–340.

[19] Leonardo De Moura and Nikolaj Bjørner. 2011. Satisfiability modulo Theories: Introduction and Applications. Commun.
ACM 54, 9 (Sept. 2011), 69–77. https://doi.org/10.1145/1995376.1995394

[20] Tao Fang and Jitao Sun. 2013. Stability Analysis of Complex-Valued Nonlinear Differential System. Journal of Applied
Mathematics 2013 (2013), 621957. https://doi.org/10.1155/2013/621957

https://doi.org/10.1145/3447928.3456646
https://doi.org/10.1145/3447928.3456646
https://arxiv.org/abs/2404.18813
https://doi.org/10.15607/RSS.2017.XIII.073
https://doi.org/10.1142/9789812815569_0007
https://doi.org/10.23919/ECC.2019.8796030
https://doi.org/10.1109/CDC45484.2021.9682889
https://doi.org/10.1145/3371089
https://doi.org/10.1103/PhysRevA.60.2742
https://doi.org/10.1103/PhysRevA.60.2742
https://doi.org/10.1007/978-3-662-03718-8
https://doi.org/10.1007/978-3-662-03718-8
https://doi.org/10.1007/978-3-030-72019-3_6
https://doi.org/10.1201/9781003090052
https://doi.org/10.1007/3-540-44577-3_10
https://doi.org/10.1145/512950.512973
https://doi.org/10.1007/978-3-031-65633-0_23
https://doi.org/10.1016/j.jsc.2016.07.010
https://doi.org/10.1145/1995376.1995394
https://doi.org/10.1155/2013/621957


Verification of Quantum Circuits through Discrete-Time Barrier Certificates 19

[21] Sicun Gao, Soonho Kong, and Edmund M. Clarke. 2013. dReal: An SMT Solver for Nonlinear Theories over the Reals. In

Automated Deduction – CADE-24, Maria Paola Bonacina (Ed.). Springer Berlin Heidelberg, Berlin, Heidelberg, 208–214.

[22] Jean Charles Gilbert and Cédric Josz. 2017. Plea for a semidefinite optimization solver in complex numbers. Research
Report. Inria Paris. 35 pages. https://inria.hal.science/hal-01422932

[23] Lov K. Grover. 1996. A Fast Quantum Mechanical Algorithm for Database Search. In Proceedings of the Twenty-Eighth
Annual ACM Symposium on Theory of Computing (Philadelphia, Pennsylvania, USA) (STOC ’96). Association for

Computing Machinery, New York, NY, USA, 212–219. https://doi.org/10.1145/237814.237866

[24] Ji Guan, Yuan Feng, Andrea Turrini, and Mingsheng Ying. 2024. Measurement-Based Verification of Quantum Markov

Chains. In Computer Aided Verification, Arie Gurfinkel and Vijay Ganesh (Eds.). Springer Nature Switzerland, Cham,

533–554. https://doi.org/10.1007/978-3-031-65633-0_24

[25] Kesha Hietala, Robert Rand, Shih-Han Hung, Liyi Li, and Michael Hicks. 2021. Proving Quantum Programs Correct. In

12th International Conference on Interactive Theorem Proving (ITP 2021) (Leibniz International Proceedings in Informatics
(LIPIcs), Vol. 193), Liron Cohen and Cezary Kaliszyk (Eds.). Schloss Dagstuhl – Leibniz-Zentrum für Informatik,

Dagstuhl, Germany, 21:1–21:19. https://doi.org/10.4230/LIPIcs.ITP.2021.21

[26] Roger A. Horn and Charles R. Johnson. 2012. Matrix Analysis (2 ed.). Cambridge University Press.

[27] Pushpak Jagtap, Sadegh Soudjani, and Majid Zamani. 2020. Formal synthesis of stochastic systems via control barrier

certificates. IEEE Trans. Automat. Control 66, 7 (2020), 3097–3110.
[28] Arash Bahari Kordabad, Maria Charitidou, Dimos V Dimarogonas, and Sadegh Soudjani. 2024. Control Barrier

Functions for Stochastic Systems under Signal Temporal Logic Tasks. In 2024 European Control Conference (ECC). IEEE,
3213–3219.

[29] Marco Lewis, Sadegh Soudjani, and Paolo Zuliani. 2023. Formal Verification of Quantum Programs: Theory, Tools, and

Challenges. ACM Transactions on Quantum Computing 5, 1, Article 1 (Dec. 2023), 35 pages. https://doi.org/10.1145/

3624483

[30] Marco Lewis, Paolo Zuliani, and Sadegh Soudjani. 2023. Verification of Quantum Systems Using Barrier Certificates.

In Quantitative Evaluation of Systems, Nils Jansen and Mirco Tribastone (Eds.). Springer Nature Switzerland, Cham,

346–362. https://doi.org/10.1007/978-3-031-43835-6_24

[31] Junyi Liu, Bohua Zhan, Shuling Wang, Shenggang Ying, Tao Liu, Yangjia Li, Mingsheng Ying, and Naijun Zhan. 2019.

Formal Verification of Quantum Algorithms Using Quantum Hoare Logic. In Computer Aided Verification, Isil Dillig
and Serdar Tasiran (Eds.). Springer International Publishing, Cham, 187–207.

[32] Junyi Liu, Bohua Zhan, Shuling Wang, Shenggang Ying, Tao Liu, Yangjia Li, Mingsheng Ying, and Naijun Zhan. 2019.

Quantum Hoare Logic. Archive of Formal Proofs (March 2019). https://isa-afp.org/entries/QHLProver.html, Formal

proof development.

[33] Aaron Meurer, Christopher P. Smith, Mateusz Paprocki, Ondřej Čertík, Sergey B. Kirpichev, Matthew Rocklin, AMiT

Kumar, Sergiu Ivanov, Jason K. Moore, Sartaj Singh, Thilina Rathnayake, Sean Vig, Brian E. Granger, Richard P. Muller,

Francesco Bonazzi, Harsh Gupta, Shivam Vats, Fredrik Johansson, Fabian Pedregosa, Matthew J. Curry, Andy R. Terrel,

Štěpán Roučka, Ashutosh Saboo, Isuru Fernando, Sumith Kulal, Robert Cimrman, and Anthony Scopatz. 2017. SymPy:

symbolic computing in Python. PeerJ Computer Science 3 (Jan. 2017), e103. https://doi.org/10.7717/peerj-cs.103

[34] Ian M. Mitchell. 2007. Comparing Forward and Backward Reachability as Tools for Safety Analysis. In Proceedings of
the 10th International Conference on Hybrid Systems: Computation and Control (Pisa, Italy). Springer-Verlag, Berlin,
Heidelberg, 428–443.

[35] Ameneh Nejati, Sadegh Soudjani, and Majid Zamani. 2022. Compositional construction of control barrier functions

for continuous-time stochastic hybrid systems. Automatica 145 (2022), 110513.
[36] Michael A. Nielsen and Isaac L. Chuang. 2010. Quantum Computation and Quantum Information: 10th Anniversary

Edition. Cambridge University Press. https://doi.org/10.1017/CBO9780511976667

[37] Matteo Paltenghi and Michael Pradel. 2024. Analyzing Quantum Programs with LintQ: A Static Analysis Framework

for Qiskit. Proc. ACM Softw. Eng. 1, FSE, Article 95 (2024), 23 pages. https://doi.org/10.1145/3660802

[38] A. Papachristodoulou, J. Anderson, G. Valmorbida, S. Prajna, P. Seiler, P. A. Parrilo, M. M. Peet, and D. Jagt. 2021.

SOSTOOLS: Sum of squares optimization toolbox for MATLAB. http://arxiv.org/abs/1310.4716. Available from https:

//github.com/oxfordcontrol/SOSTOOLS.

[39] Pablo A. Parrilo. 2003. Semidefinite programming relaxations for semialgebraic problems. Mathematical Programming
96, 2 (May 2003), 293–320. https://doi.org/10.1007/s10107-003-0387-5

[40] Stephen Prajna and Ali Jadbabaie. 2004. Safety Verification of Hybrid Systems Using Barrier Certificates. In Hybrid
Systems: Computation and Control, Rajeev Alur and George J. Pappas (Eds.). Springer Berlin Heidelberg, Berlin,

Heidelberg, 477–492.

[41] Mihai Putinar. 2012. Chapter 9: Sums of Hermitian Squares: Old and New. Society for Industrial and AppliedMathematics,

407–446. https://doi.org/10.1137/1.9781611972290.ch9

https://inria.hal.science/hal-01422932
https://doi.org/10.1145/237814.237866
https://doi.org/10.1007/978-3-031-65633-0_24
https://doi.org/10.4230/LIPIcs.ITP.2021.21
https://doi.org/10.1145/3624483
https://doi.org/10.1145/3624483
https://doi.org/10.1007/978-3-031-43835-6_24
https://isa-afp.org/entries/QHLProver.html
https://doi.org/10.7717/peerj-cs.103
https://doi.org/10.1017/CBO9780511976667
https://doi.org/10.1145/3660802
http://arxiv.org/abs/1310.4716
https://github.com/oxfordcontrol/SOSTOOLS
https://github.com/oxfordcontrol/SOSTOOLS
https://doi.org/10.1007/s10107-003-0387-5
https://doi.org/10.1137/1.9781611972290.ch9


20 Marco Lewis, Sadegh Soudjani, and Paolo Zuliani

[42] Guillaume Sagnol and Maximilian Stahlberg. 2022. PICOS: A Python interface to conic optimization solvers. Journal
of Open Source Software 7, 70 (Feb. 2022), 3915. https://doi.org/10.21105/joss.03915

[43] Ali Salamati, Abolfazl Lavaei, Sadegh Soudjani, and Majid Zamani. 2024. Data-driven verification and synthesis of

stochastic systems via barrier certificates. Automatica 159 (2024), 111323.
[44] Oliver Schön, Zhengang Zhong, and Sadegh Soudjani. 2024. Data-Driven Distributionally Robust Safety Verification

Using Barrier Certificates and Conditional Mean Embeddings. arXiv preprint (2024). arXiv:2403.10497
[45] Sadegh Soudjani and Alessandro Abate. 2014. Precise approximations of the probability distribution of aMarkov process

in time: an application to probabilistic invariance. In International Conference on Tools andAlgorithms for the Construction
and Analysis of Systems. Springer Berlin Heidelberg, Berlin, Heidelberg, 547–561. https://doi.org/10.1007/978-3-642-

54862-8_45

[46] Sadegh Soudjani and Alessandro Abate. 2015. Quantitative Approximation of the Probability Distribution of a

Markov Process by Formal Abstractions. Logical Methods in Computer Science Volume 11, Issue 3 (Sept. 2015), 1–29.

https://doi.org/10.2168/LMCS-11(3:8)2015

[47] Rin Takano, Hiroyuki Oyama, and Masaki Yamakita. 2018. Application of Robust Control Barrier Function with

Stochastic Disturbance Model for Discrete Time Systems. IFAC-PapersOnLine 51, 31 (2018), 46–51. https://doi.org/10.

1016/j.ifacol.2018.10.009 5th IFAC Conference on Engine and Powertrain Control, Simulation and Modeling E-COSM

2018.

[48] Runzhou Tao, Yunong Shi, Jianan Yao, Xupeng Li, Ali Javadi-Abhari, AndrewW. Cross, Frederic T. Chong, and Ronghui

Gu. 2022. Giallar: push-button verification for the qiskit Quantum compiler. In Proceedings of the 43rd ACM SIGPLAN
International Conference on Programming Language Design and Implementation (San Diego, CA, USA) (PLDI 2022).
Association for Computing Machinery, New York, NY, USA, 641–656. https://doi.org/10.1145/3519939.3523431

[49] Peng Yan, Hanru Jiang, and Nengkun Yu. 2024. Approximate Relational Reasoning for Quantum Programs. In

Computer Aided Verification, Arie Gurfinkel and Vijay Ganesh (Eds.). Springer Nature Switzerland, Cham, 495–519.

https://doi.org/10.1007/978-3-031-65633-0_22

[50] Nengkun Yu and Jens Palsberg. 2021. Quantum Abstract Interpretation. In Proceedings of the 42nd ACM SIGPLAN Inter-
national Conference on Programming Language Design and Implementation (Virtual, Canada) (PLDI 2021). Association
for Computing Machinery, New York, NY, USA, 542–558. https://doi.org/10.1145/3453483.3454061

[51] Li Zhou, Gilles Barthe, Pierre-Yves Strub, Junyi Liu, and Mingsheng Ying. 2023. CoqQ: Foundational Verification of

Quantum Programs. Proc. ACM Program. Lang. 7, POPL, Article 29 (Jan. 2023), 33 pages. https://doi.org/10.1145/3571222

A 𝑍 GATE EXAMPLE EXTENDED
To extend the 𝑍 gate example to an 𝑛-qubit system, the dynamics are set as

𝑓𝑡 (𝑧) = 𝑍 ⊗𝑛𝑧.

We then specify

Z𝑝

0
= {𝑧 ∈ Z :

��(𝑧)𝑝 ��2 ≥ 0.9}, and

Z𝑝
𝑢 = {𝑧 ∈ Z :

∑︁
𝑗≠𝑝

��(𝑧) 𝑗 ��2 ≥ 0.2},

for 𝑝 ∈ {0, . . . , 2𝑛 − 1} (where |𝑝⟩ is the target state) for the initial and unsafe space respectively.
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