
Revisiting Machine Unlearning with
Dimensional Alignment

Seonguk Seo1 Dongwan Kim1 Bohyung Han1,2

1ECE & 2IPAI, Seoul National University
{seonguk, dongwan123, bhhan}@snu.ac.kr

Abstract

Machine unlearning, an emerging research topic focusing on compliance with data
privacy regulations, enables trained models to remove the information learned
from specific data. While many existing methods indirectly address this issue by
intentionally injecting incorrect supervisions, they can drastically and unpredictably
alter the decision boundaries and feature spaces, leading to training instability and
undesired side effects. To fundamentally approach this task, we first analyze
the changes in latent feature spaces between original and retrained models, and
observe that the feature representations of samples not involved in training are
closely aligned with the feature manifolds of previously seen samples in training.
Based on these findings, we introduce a novel evaluation metric for machine
unlearning, coined dimensional alignment, which measures the alignment between
the eigenspaces of the forget and retain set samples. We employ this metric as a
regularizer loss to build a robust and stable unlearning framework, which is further
enhanced by integrating a self-distillation loss and an alternating training scheme.
Our framework effectively eliminates information from the forget set and preserves
knowledge from the retain set. Lastly, we identify critical flaws in established
evaluation metrics for machine unlearning, and introduce new evaluation tools that
more accurately reflect the fundamental goals of machine unlearning.

1 Introduction

Deep neural networks have demonstrated remarkable advances across various domains, achieving
impressive performance by leveraging large-scale data. Despite their success, these machine learning
models are prone to unintentionally memorize training data [1], making them vulnerable to various
inference attacks that may compromise user privacy and reveal sensitive details in the training data.
In response to growing privacy concerns, legislations such as General Data Protection Regulation
(GDPR) in the European Union and the California Consumer Privacy Act (CCPA) empower indi-
viduals with the "right to be forgotten", wherein the users can demand that service providers delete
their personal data. This regulatory environment necessitates the concept of machine unlearning, a
process systematically removing the information about certain examples from trained models. The
primary goal of machine unlearning is to ensure that once data is removed from a model, the model
behaves as it had never been trained on the data. This concept is crucial for adhering to privacy laws
and maintaining ethical standards in machine learning applications.

The exact and straightforward solution for machine unlearning is to retrain the model from scratch,
excluding the data requested for deletion. While this approach ensures that models remain completely
unaffected by the data to be forgotten, it is impractical due to the excessive computational costs and the
need for access to the full training dataset. To address this challenge, machine unlearning research has
shifted towards developing faster approximate methods, where the goal is to finetune a trained model
such that it becomes indistinguishable from one that has undergone exact unlearning. A prominent
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theme for approximate unlearning approaches has been to intentionally inject incorrect supervisions
for the samples to be forgotten [2–6], such as training with random labels or reversed gradients,
which reformulates unlearning as mislearning. However, the goal of unlearning is not merely to
make incorrect predictions for the examples to be forgotten, but to erase the information additionally
learned from the forget set. Furthermore, mislearning approaches often lead to over-forgetting, which
degrades the model’s overall performance and training stability.

To fundamentally delve into the nature of unlearning and what needs to be done to achieve it, we begin
by analyzing the behavior of latent feature representations in a incremental learning scenario, which
mirrors the reverse process of unlearning. When visualizing the feature representations of initially
unseen samples, we first observe that they are aligned with the feature manifolds of previously seen
samples; however, after the model is trained on the unseen samples, their feature representations shift
to enhance discrimination. This behavior suggests that, as a reverse process of incremental learning,
unlearning should reposition the forget samples within the feature space of retained samples. In this
context, we propose dimensional alignment, a novel evaluation metric for machine unlearning that
measures the alignment between the feature spaces of the forget and retain sets. We employ this
metric as a regularization loss term to achieve robust unlearning and additionally introduce a simple
yet effective self-distillation loss to further enhance stability. Building on these, we propose a holistic
unlearning framework, termed Machine Unlearning with Dimensional Alignment (MUDA), which
integrates an alternate training scheme with the proposed loss functions, to ensure robust unlearning
and preserve the knowledge from the retain set.

Finally, we address the limitation of current evaluation metrics for machine unlearning. Most
existing unlearning approaches typically adopt evaluation metrics based on final outputs, such as
forget set accuracy or membership inference attack score. However, since discriminative models
produce low-dimensional score vectors that do not explicitly disclose sensitive information, these
outputs alone might not be sufficient to confirm successful unlearning in classification tasks. Our
empirical observations reveal that existing evaluation metrics can be easily manipulated through
trivial fine-tuning of the last linear layer. Given that the primary goal of unlearning is to prevent
information leakage from the samples to be forgotten, it is crucial to concentrate on the latent feature
representations that carry semantic information. To achieve this, we present a collection of evaluation
metrics—dimensional alignment, linear probing, F1 score, and normalized mutual information–that
together more accurately reflect the primary objectives of machine unlearning.

Our main contributions are summarized as follows.

• We propose a novel metric, coined dimensional alignment, to analyze the machine unlearning
on the latent feature space, which measures the alignment between the feature spaces of
the forget and retain sets. Conveniently, dimensional alignment also serves as an effective
training objective for machine unlearning.

• We propose a self-distillation loss aimed at ensuring stable unlearning while minimizing
adverse effects on the feature representations of the retain set.

• We propose a novel framework for machine unlearning, referred to as MUDA, which adopts
an alternate training scheme equipped with the dimensional alignment and self-distillation
losses to ensure effective and stable unlearning.

• We shed light on the shortcomings of current evaluation metrics, and introduce new feature-
level evaluation metrics that better reflect the purpose of machine unlearning.

The rest of the paper is organized as follows. We review the preliminaries in Section 2. Section 3
presents the proposed approach in the context of machine learning and Section 4 discusses the
evaluation protocols. We validate the effectiveness of our frameworks in Section 5 and review the
prior works in Section A. Finally, we conclude our paper in Section 6.

2 Preliminaries

2.1 Machine unlearning

Let us consider a neural network model, f(·; θo), parameterized by θo, initially trained on a dataset
D = {(xi, yi)}Ni=1 which consists of N pairs of the input data xi and its corresponding class label yi.
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Figure 1: UMAP visualization of CIFAR-10 train set under the incremental learning scenario, where
old and new models are trained with Dr and Dr ∪ Df , respectively. Black markers indicate the
feature representations of Df .

The goal of machine unlearning is to remove the influence of a forget set, Df ⊆ D, from the original
model, θo, while preserving utility over the retain set, Dr = D \ Df .

An straightforward unlearning strategy refers to training a new model, θr, only using the retain set,
Dr. Although this solution meets the condition for unlearning, it entails a huge computational burden
especially when the training dataset is large or unlearning request happens frequently. To alleviate
this issue, approximate unlearning approaches aim to derive an unlearned model θu from the original
model θo, where θu is statistically indistinguishable from the retrained model θr.

2.2 Setting

Our work investigates machine unlearning under the context of image classification. We specifically
focus on class unlearning and subclass unlearning, where the forget set Df consists of samples
belonging to a specific class and subclass, respectively.1

There are no well-defined constraints on the amount of data used for machine unlearning. However,
as mentioned in Section 2.1, using the entire retain set Dr entails a large computational burden.
Therefore, we opt to use only a subset of Dr, which we denote as D′

r, to train the unlearned model.
D′

r is randomly sampled from Dr such that |D′
r| = |Df |.

3 Machine Unlearning with Dimensional Alignment (MUDA)

3.1 Unlearning as a reverse process of incremental learning

One way to interpret machine unlearning is as a reverse process of incremental learning. In the concept
of incremental learning, a model θold is initially trained on an old dataset Dold and subsequently
trained on a new dataset Dnew, where the goal is for the new model, θnew, to perform well on the
combined dataset D = Dold ∪ Dnew. The parallels between machine unlearning and incremental
learning are evident.

Building on this, we examine an incremental learning model to gain insights for machine unlearning.
We are particularly interested in observing how the feature representations shift from θold to θnew
to better understand how the reverse process (i.e., unlearning) should behave. To this end, we train
a ResNet-18 model on the CIFAR-10 dataset under the incremental learning setting, where Dold
includes samples from classes 1∼9 and Dnew consists of samples from class 10. Figure 1 illustrates a
UMAP [7] visualization of feature representations generated by θold and θnew. Each color represents a
different class from the CIFAR-10 dataset, with the new class 10 samples distinctly marked by black
crosses.

1We refer to Section D.1 for random sample unlearning.
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Table 1: Evaluation results for dimensional alignment, DA(Df |Dr; θ), across various settings and
datasets. The results are averaged over five runs, each with varying forget (sub)class, for every
configurations.

Class unlearning Subclass unlearning

Method Train set CIFAR-10 CIFAR-100 Tiny-ImageNet CIFAR-20

Original Dr ∪ Df 0.34 ±0.05 0.50 ±0.06 0.59 ±0.04 0.48 ±0.09
Retrained Dr 0.79 ±0.04 0.74 ±0.03 0.73 ±0.04 0.84 ±0.04

As depicted in Figure 1(a), feature representations of the new class 10 samples, which were not
included in the training of θold, are dispersed across the feature space of the seen classes. These
samples tend to gravitate towards the classes they share the most similarities with. Conversely,
Figure 1(b) demonstrates the shift in representations after incorporating class 10 into the training
data. After training, these new samples shift away from the feature manifold of the old classes and
cluster together. This shift suggests that incremental learning adjusts the representations of the new
samples by moving them to a new feature manifold, thereby enhancing their semantic clarity. Thus,
from this perspective, we can perceive machine unlearning as the process of projecting the feature
representations of the forget samples back onto the feature manifold of the retain set.

3.2 Dimensional alignment

To achieve the goal of projecting the feature representations of the forget samples onto the manifold of
the retain set, we start by measuring the alignment between the two feature spaces. Let Fr ∈ RC×|Dr|

and Ff ∈ RC×|Df | denote the C-dimensional feature representations extracted by model θ for Dr

and Df , respectively. We compute the eigenvectors of covariance matrix for the retain set by singular
value decomposition (SVD), i.e., FrF

T
r = UrΣrU

T
r . Among the C eigenvectors of Ur, we keep

the k eigenvectors corresponding to the top-k largest eigenvalues, Ûr = [u1, ...,uk]
T , where k is

determined by the effective rank [8] of the covariance matrix. Then, we define the dimensional
alignment (DA) as

DA(Df |Dr; θ) := ∥FfF
T
f ÛrÛ

T
r ∥F /∥FfF

T
f ∥F , (1)

where ∥·∥F denotes the Frobenius norm.

Figure 2: Conceptual visualization of dimen-
sional alignment.

Dimensional alignment (DA), as depicted in Figure 2,
measures how well the feature space of Df aligns
with the principal component subspace of Dr. A
higher DA value signifies a stronger alignment, in-
dicating that the feature representations of Df are
well-aligned with the most significant dimensions of
the feature representations of Dr. As a sanity check,
we measure DA(Df |Dr; θ) across various unlearning
settings and datasets. The results in Table 1 demon-
strates that θr consistently exhibits higher DA than θo
in all cases, which is consistent with our observations
from Section 3.1. Thus, we posit that DA can serve
as an effective metric for assessing the effectiveness
of unlearning in feature representations.

Moreover, we can incorporate DA directly as a
regularization term in the unlearning process, i.e.,
LDA = −DA(Df |D′

r; θ)
2. By applying a stop-gradient operation on Fr and updating only Ff , we

prevent distortion of the feature manifold of D′
r and ensure training stability. This loss term facilitates

unlearning by minimizing the information in Df that is not already encoded by D′
r.

2Note that we use D′
r for LDA following the setting described in Section 2.2
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3.3 Self-distillation loss for stable projection onto retain feature manifold

Currently, most of unlearning methods utilize loss functions designed for mislearning, such as training
with reversed gradients [2, 4], but these approaches have significant drawbacks that can alter the deci-
sion boundaries and feature spaces in undesirable ways, leading to instability. Furthermore, prolonged
training with reversed gradients can degrade the discriminability of other classes, compromising the
model’s overall utility.

To ensure effective unlearning with high stability, we propose a self-distillation [9] loss on the forget
set Df . As illustrated in Figure 1(a), this self-distillation aims to redistribute the forget samples
towards the retain classes. Unlike LDA which uses feature representations, the self-distillation is
applied on the softmax outputs of the model, f(x; θ). In order to redistribute the forget samples to
other classes, the distillation target must represent the output probability of all classes as if the forget
class did not exist. In practice, we can simply set the value of f(x; θ) corresponding to the forget
class as 0 and renormalize to obtain our distillation target, f̂(x; θ). Then, the self-distillation loss can
be expressed as

LSD =
1

|Df |
∑
x∈Df

DKL

(
f
(
x; θ

)
∥f̂

(
x; θ

))
, (2)

where DKL(·) is the KL-divergence loss. Note that the distillation target, f̂(x; θ), is dynamic and
evolves throughout the training process. Consequently, LSD seeks to establish an equilibrium between
f(x; θ) and f̂(x; θ), offering a highly stable objective compared to training on reversed gradients,
and thereby eliminating the need for early stopping to ensure strong model performance.

3.4 Overall framework

Our overall loss function used for unlearning is

L = α · LDA + β · LSD︸ ︷︷ ︸
forget phase

+
1

|D′
r|

∑
(x,y)∈D′

r

ℓ(f(x; θ), y)

︸ ︷︷ ︸
recover phase

, (3)

where α and β are hyperparameters to balance the corresponding loss terms and ℓ(·, ·) denotes the
cross-entropy loss function. The first two terms aim to mitigate the influence of Df whereas the last
term serves to preserve the discriminability on D′

r. However, optimizing all terms simultaneously
may cause some destructive interference, thereby diminishing the overall effectiveness. To address
this, we use an alternating training scheme that switches between forget and recover phases after
each epoch. In the forget phase, we remove the information of Df using LDA and LSD. Subsequently,
in the recover phase, we reinstate the knowledge of D′

r that might have been compromised. This
process is repeated until convergence. We find that this alternating training scheme, combined with
the proposed loss functions, effectively eliminates the knowledge of Df while minimizing the loss of
information on D′

r.

4 Verification of Machine Unlearning

4.1 Limitations of existing metrics

As mentioned in Section 2.1, the primary goal of approximate unlearning methods is to derive an
unlearned model, θu, that is statistically indistinguishable from the retrained model, θr. To determine
whether θu is statistically similar to θr, previous works often rely on the following two metrics:

• Forget set accuracy: The accuracy on the forget set given model parameters θ, Acc(Df |θ),
is often used to evaluate how well the forget samples are unlearned. In the context of
class unlearning, the forget set accuracy of the retrained model, Acc(Df ; θr), is ideally 0%;
similarly, Acc(Df ; θu) should also be 0%.

• MIA success rate: Membership inference attack [10] (MIA) is a type of privacy attack
where an adversary attempts to predict whether a particular data sample was used to train

5



Table 2: Test results for existing evaluation metrics, averaging over five different configurations.
Trivially finetuned models achieve the desirable unlearning results across all datasets, despite not
being actually unlearned.

CIFAR-10 CIFAR-100 Tiny-ImageNet

Method Acc(Df ) MIA Acc(Df ) MIA Acc(Df ) MIA

Original 92.9 0.91 76.8 0.91 51.2 0.89
Retrained 0.0 0.37 0.0 0.18 0.0 0.14
FT (classifier only) 0.0 0.00 0.0 0.01 0.0 0.18

a machine learning model. Ideally, the membership status of Df should be predicted as
non-training samples, leading in a lower MIA success rate.

However, we find that optimal scores for both metrics can be achieved by simply finetuning (FT) the
classifier of θo (a single linear layer) on a small subset of Dr. Table 2 demonstrates this by evaluating
the original, retrained, and trivially finetuned models on three datasets using the Acc(Df |θ) and MIA
metrics. As shown, the finetuned model achieves 0% accuracy on the forget set across all datasets and
even outperforms the retrained model in terms of MIA. These results suggest that both the forget set
accuracy and MIA success rate metrics may not accurately reflect model unlearning performance, as
they can be easily manipulated without any actual unlearning3. Therefore, it is essential to reconsider
the fundamental purpose of model unlearning and develop metrics that better represents unlearning
efficacy.

4.2 Evaluation metrics with semantic information

The primary purpose of unlearning is to prevent information leakage, particularly relating to privacy
breaches. For generative models, the outputs embody semantic information, often including sensitive
details such as images or texts. Therefore, it is crucial to focus on the outputs of these models to
prevent the generation of sensitive content. In contrast, discriminative models output low-dimensional
score vectors, which typically do not explicitly reveal any sensitive information and can be easily
manipulated, as also shown in Table 2. Consequently, to better evaluate machine unlearning in
discriminative models, we argue that validation metrics should focus on the feature representations,
which encode sensitive semantic information, rather than on the outputs. To achieve this, we utilize
linear probing (LP), F1 score, and normalized mutual information (NMI) metrics to quantify the level
of semantic information pertaining to Df that is encoded in the unlearned model.

Linear Probing Linear probing (LP) has been extensively used to evaluate the quality of feature
representations extracted by pretrained models [11–13], and has also been used to analyze the degree
of stability and plasticity changes in recent continual learning methods [14]. Consequently, it is
equally feasible to employ LP to evaluate the effectiveness of information elimination in the context
of unlearning.

F1 and NMI In addressing privacy leakage, we also adopt the F1 score and normalized mutual
information (NMI) index. Both the F1 and NMI metrics assess the identifiability of Df through clus-
tering based on feature representations, with higher values suggesting Df is more easily identifiable.
More details regarding the implementation of F1 and NMI are provided in the Appendix.

5 Experiment

5.1 Experimental setup

Datasets and baselines We conduct experiments on the standard benchmarks for machine unlearn-
ing: CIFAR-10, CIFAR-100 [15], and Tiny-ImageNet [16]. We compare our framework, MUDA,
with existing approximate unlearning approaches, which include Finetuning (FT) [17], NegGrad [2],
SCRUB [4], Fisher Forgetting [18], Exact Unlearning-k [19], Catastrophic Forgetting-k [19]. We

3We also describe a few other methods to exploit Acc(Df |θ) and MIA in Section D.2 of the Appendix.
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Table 3: Class unlearning results on the CIFAR-10 dataset averaging over five different configurations.
Values in parentheses indicate the absolute difference from the “Retrained” setting, and those with
the smallest absolute difference are bolded.

Method Train set DA(Df |Dr) LP(Df ) LP(Dr) F1 NMI

Original - 0.34 92.9 92.5 0.99 0.96
Retrained Dr 0.79 65.4 92.1 0.54 0.31

FT D′
r 0.60 (0.19) 81.8 (16.4) 90.6 (1.5) 0.72 (0.18) 0.50 (0.19)

NegGrad Df 0.55 (0.24) 66.8 (1.4) 90.2 (1.9) 0.51 (0.03) 0.23 (0.08)
NegGrad+FT D′

r ∪ Df 0.67 (0.12) 75.8 (10.4) 91.6 (0.5) 0.56 (0.02) 0.35 (0.04)
Fisher D′

r 0.37 (0.42) 88.5 (23.1) 90.2 (1.9) 0.97 (0.43) 0.89 (0.58)
SCRUB D′

r ∪ Df 0.41 (0.38) 74.7 (9.3) 92.0 (0.2) 0.76 (0.22) 0.59 (0.28)
EU-k D′

r 0.73 (0.06) 68.1 (2.7) 90.7 (1.4) 0.73 (0.19) 0.46 (0.14)
CF-k D′

r 0.60 (0.19) 81.3 (15.9) 92.1 (0.0) 0.66 (0.12) 0.43 (0.12)
MUDA (Ours) D′

r ∪ Df 0.79 (0.00) 66.4 (1.0) 92.3 (0.2) 0.54 (0.00) 0.31 (0.00)

additionally employ NegGrad+FT, which alternates each epoch between maximizing the classification
loss on Df and minimizing it on Dr. To reproduce the compared approaches, we primarily follow
the settings from their original papers, adjusting the parameters only when it leads to improved
performance.

Implementation details We adopt a ResNet-18 [20] as the backbone network, where we replace the
batch normalization with the group normalization [21]. We train θo from scratch without pretraining
using an SGD optimizer with a learning rate of 0.1, an exponential decay of 0.998, a weight decay of
0.001, and no momentum. For unlearning, we use a learning rate of 1× 10−3 over 200 iterations,
setting α = 0.1 and β = 0.01 unless specified otherwise. Our framework is implemented using
PyTorch [22] and experimented on NVIDIA RTX A5000 GPUs. Please refer to Section B in the
Appendix for further implementation details.

Experimental configurations All experimental results are averaged over five different runs, each
with a distinct construction of Df . In the class unlearning setting, we construct Df by choosing the
forget class from classes {1, 3, 5, 7, 9} for CIFAR-10, classes {1, 21, 41, 61, 81} for CIFAR-100,
and classes {1, 41, 81, 121, 161} for Tiny-ImageNet. In the subclass unlearning setting, we follow
the approach in prior work [23] and select five different subclasses4 to be forgotten in CIFAR-20. As
detailed in Section 2.2, for all approximate unlearning algorithms, we assume the availability of only
a fixed subset of Dr, referred to as D′

r, during the unlearning process. To ensure the practicality of
these algorithms, we set the size of D′

r to be equal to the size of Df .

Evaluation metrics We evaluate our method with the evaluation metrics proposed in Sections 3.2
and 4.2, including: 1) dimensional alignment, DA(Df |Dr; θ), 2) linear probing metrics, LP(Df ) and
LP(Dr)5, 3) F1 score, and 4) NMI score. Please refer to our supplementary document for the detailed
descriptions. We also report results using existing unlearning evaluation metrics, such as Acc(Df ),
Acc(Dr), and the MIA score, in the Appendix.

5.2 Main results

CIFAR-10 The results for CIFAR-10 are presented in Table 3. Judging by the drop in LP(Df )
from 92.9% (original) to 66.4%, our framework effectively eliminates information regarding Df ,
all the while maintaining discriminability on Dr, as indicated by maintaining a high LP(Dr) of
92.3%. Furthermore, the DA, F1, and NMI metrics for our unlearned model is nearly identical to
those of the retrained model, suggesting that the structure of the feature space of the two models
are extremely well aligned. Among the baseline methods, NegGrad and EU-k seem to successfully
remove the knowledge of Df , but this comes at the cost of a 2%p performance drop on LP(Dr). On
the other hand, SCRUB and CF-k do not degrade performance on Dr but show limited effectiveness
in unlearning.

4baby, lamp, mushroom, rocket, sea
5Note that we evaluate the corresponding test set of Df and Dr for the LP(·) metric.

7



Table 4: Class unlearning results on the Tiny-ImageNet dataset averaging over five different configu-
rations. Values in parentheses indicate the absolute difference from the “Retrained” setting, and those
with the smallest absolute difference are bolded.

Method Train set DA(Df |Dr) LP(Df ) LP(Dr) F1 NMI

Original - 0.59 47.6 58.0 0.96 0.92
Retrained Dr 0.73 24.0 58.0 0.19 0.09

FT D′
r 0.60 (0.12) 45.6 (21.6) 56.2 (1.7) 0.66 (0.47) 0.55 (0.46)

NegGrad Df 0.74 (0.01) 29.6 (5.6) 55.1 (2.9) 0.22 (0.03) 0.12 (0.03)
NegGrad+FT D′

r ∪ Df 0.64 (0.09) 37.2 (13.2) 56.0 (2.0) 0.52 (0.33) 0.38 (0.28)
Fisher D′

r 0.66 (0.07) 34.8 (10.8) 47.0 (11.0) 0.39 (0.20) 0.25 (0.16)
SCRUB D′

r ∪ Df 0.64 (0.09) 35.6 (11.6) 55.8 (2.2) 0.52 (0.33) 0.40 (0.30)
EU-k D′

r 0.77 (0.05) 12.8 (11.2) 19.1 (38.9) 0.11 (0.07) 0.04 (0.05)
CF-k D′

r 0.63 (0.10) 40.8 (16.8) 52.7 (5.3) 0.48 (0.29) 0.33 (0.24)
MUDA (Ours) D′

r ∪ Df 0.70 (0.03) 26.0 (2.0) 57.4 (0.6) 0.21 (0.02) 0.10 (0.01)

Table 5: Class unlearning results on the CIFAR-100 dataset averaging over five different configura-
tions. Values in parentheses indicate the absolute difference from the “Retrained” setting, and those
with the smallest absolute difference are bolded.

Method Train set DA(Df |Dr) LP(Df ) LP(Dr) F1 NMI

Original - 0.50 75.0 72.1 0.73 0.64
Retrained Dr 0.74 41.8 71.2 0.33 0.19

FT D′
r 0.58 (0.15) 70.2 (28.4) 70.7 (0.5) 0.71 (0.38) 0.61 (0.42)

NegGrad Df 0.55 (0.19) 52.0 (10.2) 71.3 (0.1) 0.73 (0.40) 0.60 (0.41)
NegGrad+FT D′

r ∪ Df 0.55 (0.19) 67.2 (25.4) 71.5 (0.3) 0.82 (0.49) 0.75 (0.56)
Fisher D′

r 0.59 (0.15) 67.0 (25.2) 62.7 (8.5) 0.87 (0.54) 0.78 (0.59)
SCRUB D′

r ∪ Df 0.60 (0.13) 60.0 (18.2) 70.1 (1.1) 0.68 (0.35) 0.57 (0.38)
EU-k D′

r 0.70 (0.03) 35.2 (6.6) 37.1 (34.1) 0.26 (0.07) 0.14 (0.06)
CF-k D′

r 0.51 (0.23) 73.0 (31.2) 71.6 (0.4) 0.92 (0.59) 0.89 (0.70)
MUDA (Ours) D′

r ∪ Df 0.73 (0.01) 37.0 (4.8) 71.1 (0.1) 0.34 (0.01) 0.21 (0.02)

Tiny-ImageNet and CIFAR-100 The results for Tiny-ImageNet and CIFAR-100, as shown in
Tables 4 and 5 respectively, mostly mirror those observed with the CIFAR-10 dataset, where our
framework remains effective according to all metrics. Notably, EU-k experiences a significant drop
in performance in terms of LP(Dr). This decline is due to the algorithm’s need to retrain the last few
layers of the model from scratch, a process that is impractical in real-world scenarios with only a
limited subset of training data available.

Overall Since the goal of machine unlearning is for the unlearned model to be statistically similar to
the retrained model, we use the retrained model’s score as a reference point for all metrics. Achieving
a low difference between the unlearned and retrained models is ideal. Across all datasets and metrics,
our framework consistently shows the greatest similarity to the retrained model, demonstrating its
effectiveness. We also highlight that our dimensional alignment (DA) metric consistently correlates
well with other measurements across all algorithms and experimental settings.

5.3 Analysis

Subclass unlearning We validate the compared algorithms under a subclass unlearning scenario,
where Df consists of samples belonging to a specific subclass. We employ the CIFAR-20 dataset,
which is a variant of the CIFAR-100 dataset that groups 100 classes into 20 coarser-grained su-
perclasses based on semantic similarity. For the subclass unlearning, we follow the approach in
prior work [23] and select five different subclasses6 to be forgotten. For evaluation, we primarily
use the same evaluation protocol with class unlearning, and additionally adopt LPsub(Df ), where a
linear probing classifier is trained for subclass prediction, to assess the semantic information of Df

6baby, lamp, mushroom, rocket, sea
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Table 6: Subclass unlearning results on the CIFAR-20 dataset averaging over five different configura-
tions. Values in parentheses indicate the absolute difference from the “Retrained” setting, and those
with the smallest absolute difference are bolded.

Method Train set DA(Df |Dr) LPsub(Df ) LP(Dr) F1 NMI

Original - 0.48 60.6 81.7 0.34 0.25
Retrained Dr 0.84 49.2 81.7 0.19 0.10

FT D′
r 0.74 (0.10) 54.4 (5.2) 81.6 (0.2) 0.23 (0.03) 0.13 (0.03)

NegGrad Df 0.51 (0.33) 53.4 (4.2) 80.6 (1.1) 0.33 (0.14) 0.23 (0.13)
NegGrad+FT D′

r ∪ Df 0.53 (0.31) 57.6 (8.4) 81.7 (0.0) 0.34 (0.15) 0.25 (0.15)
Fisher D′

r 0.68 (0.16) 40.8 (8.4) 75.7 (6.0) 0.31 (0.12) 0.20 (0.10)
SCRUB D′

r ∪ Df 0.57 (0.28) 56.6 (7.4) 81.7 (0.0) 0.34 (0.14) 0.23 (0.14)
EU-k D′

r 0.76 (0.08) 45.4 (3.8) 53.4 (28.4) 0.17 (0.02) 0.08 (0.02)
CF-k D′

r 0.50 (0.34) 51.6 (2.4) 81.6 (0.2) 0.31 (0.12) 0.23 (0.13)
MUDA (Ours) D′

r ∪ Df 0.78 (0.07) 48.8 (0.4) 81.5 (0.3) 0.15 (0.04) 0.06 (0.04)

Table 7: Unlearning results on a defending against
backdoor attacks, each averaging over five dif-
ferent configurations. The smallest absolute dif-
ference compared to the retrained model is high-
lighted in bold.

Method ASR↓ Acc(Dclean)↑ DA

Original 99.52 91.00 0.54
Retrained 7.41 92.35 0.97

FT 11.53 88.96 0.91
NegGrad 12.08 89.59 0.93
NegGrad+FT 24.49 90.71 0.89
Fisher 99.46 84.91 0.41
SCRUB 57.86 87.79 0.66
EU-k 58.39 80.69 0.94
CF-k 72.36 90.10 0.72
MUDA (Ours) 8.29 91.21 0.96
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Figure 3: Visualizing the training stability.
Solid and dashed lines denote the results of
LP(Dr) and LP(Df ). Compared to NegGrad,
which requires well-timed early stopping, our
framework converges to a stable point.

specifically. Table 6 presents that our framework successfully eliminate the knowledge of subclass
information, while maintaining the performance on the original task.

Defending against backdoor attack We evaluate our framework under a scenario where machine
unlearning is employed as a means of defense against a backdoor attack [24, 25]. A backdoor attack
is typically carried out by poisoning the training examples with triggers, e.g. a black patch that
is associated with incorrect target labels. When the trained model encounters inputs with these
triggers, it incorrectly classifies them to the attacker’s intended label, despite behaving normally
on other inputs. Our objective is to mitigate the effect of the backdoor trigger on model prediction
by unlearning the poisoned samples. For evaluation, we measure the backdoor attack success rate
(ASR) and the accuracy on the clean test set, Acc(Dclean), as well as the dimensional alignment. We
experiment with various incorrect target labels within the classes {1, 3, 5, 7, 9} of CIFAR-10 and
report the average results in Table 7. The results demonstrate that amongst other unlearning methods,
our framework is the most effective at both countering the backdoor attacks and maintaining the
model performance on clean samples. In contrast, although FT and NegGrad are both relatively
successful in reducing the attack success rate, they compromise the overall model performance.
Figure 4 visualizes the feature representations of the backdoor attacks, before and after unlearning has
taken place. In this figure, points outlined in black represent the samples that have been poisoned by
a backdoor trigger. Figure 4(a) demonstrates that these poisoned samples exhibit a shared semantic in
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(a) Original model (b) Ours

Figure 4: UMAP visualization of CIFAR-10 train set under a backdoor attack scenario, (a) before
unlearning and (b) after unlearning with our framework. Data points with black edges indicate the
forget samples, which are poisoned by a backdoor trigger.

the feature representation space. Our framework successfully eradicates the information pertaining to
backdoor trigger, as shown in Figure 4(b), purging the backdoor effects from the model.

Training stability To verify the stability of our framework during training, we evaluate LP(Dr)
and LP(Df ) as training progresses, and compare these results with those from NegGrad [2]. Figure 3
shows that the model unlearning with our framework quickly converges to the desired performance
in terms of LP(Dr) and LP(Df ), and maintains this performance even with excess training. On the
other hand, the model unlearned with NegGrad experiences quick and sudden changes in LP(Dr)
and LP(Df ), diverging to suboptimal performance with more iterations. Thus, the timing of early
stopping is imperative to obtain an unlearned model with reasonable performance, making it more
difficult to use NegGrad in practical scenarios.

6 Conclusion

We presented a novel machine unlearning framework by leveraging feature representations. We
began by developing a novel metric, dubbed as dimensional alignment, which analyzes the unlearning
in latent feature spaces by measuring the alignment between eigenspaces of the forget and retain
sets. This metric serves as both a robust analytical tool and a powerful objective for guiding the
unlearning process. Additionally, we introduced a self-distillation loss that ensures stable unlearning
with minimal impact on the retained data’s feature representations, thereby preserving model utility.
Our holistic unlearning framework integrates dimensional alignment, self-distillation, and an alternate
training scheme to facilitate effective and stable unlearning. Finally, we highlighted the limitations of
established evaluation metrics for machine unlearning and introduced new feature-level evaluation
metrics that more accurately reflect the goals of machine unlearning. We believe these contributions
advance our understanding and assessment of unlearning algorithms, moving the field toward more
reliable, effective, and transparent unlearning practices in machine learning systems.
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A Related Works

Machine unlearning approaches are designed to expunge information pertaining to a particular subset
of training data from the model weights, while maintaining the model performance on the rest of
the data. The concept of machine unlearning was first introduced in [26] as an efficient forgetting
algorithm tailored for statistical query learning. Bourtoule et al. [27] proposed a framework that
shards data into multiple models, enabling precise unlearning of specific data segments. This method
ensures complete forgetting but incurs significant storage costs due to the need to maintain multiple
models or gradients. In the context of model interpretability, Koh et al. [28] provided a Hessian-based
method for estimating the influence of a training point on the model predictions. Guo et al. [29]
introduced ϵ-certified removal, which applied differential privacy [30] to certify the data removal
process, and proposed a method for removing information from model weights in convex problems
using Newton’s method. Neel et al. [31] proposed a gradient descent-based method for data deletion
in convex settings, providing theoretical guarantees for multiple forgetting requests. Although these
approaches have been proven effective, they are not fully suitable for deep neural network due to its
non-convex nature.

Recently, there have been numerous attempts to address machine unlearning in deep neural networks.
Golatkar et al. [18, 32] took an information-theoretic approach to eliminate data-specific information
from weights, leveraging the Neural Tangent Kernel (NTK) theory [33]. Fisher forgetting [32] utilized
the Fisher information matrix to identify the optimal noise level required to effectively eliminate
the influence of samples designated for unlearning. Liu et al. [25] presented that increasing model
sparsity can boost effective unlearning, and proposed a unlearning framework that utilizes pruning
methods [34] on top of existing unlearning approaches. Chundawat et al. [3] used a teacher-student
distillation framework, where the student model selectively receives knowledge from both effective
and ineffective teachers, facilitating targeted forgetting. Similarly, Kurmanji et al. [4] employed a
teacher-student network but simplify the approach by using only a single teacher. Our self-distillation
loss shares some similarities with these distillation-based approaches, but it offers clear advantages
by targeting an equilibrium, resulting in more stable training. Unlike previous unlearning works, our
primary focus is on latent feature representation space, aimed at effectively mitigating the information
leakage problem associated with machine unlearning.

On the other hand, several works have proposed modifications to the original model training to
make the resulting model more amenable to unlearning. Thudi et al. [2] introduced a regularizer
to reduce the verification error, which approximates the distance between the unlearned model and
a retrained model, aiming to facilitate easier unlearning in the future. Zhang et al. [35] presented
a training process that quantizes gradients and applies randomized smoothing, which is designed
to make unlearning unnecessary in the future and comes with certifications under some conditions.
However, these approaches assumes that the deletion request does not cause significant changes in
data distribution, which is not applicable to practical scenarios such as class unlearning.

B Implementation details

NMI To calculate the normalized mutual information (NMI), we initially perform k-means clus-
tering on dataset D based on feature representations, with k equal to the number of classes, Y . Let
K ∈ {1, ..., Y }|D| represent the cluster assignments for D, and X ∈ {0, 1}|D| indicate whether each
sample belongs to the forget set. NMI is then computed using the formula I(K,X)

min(H(K),H(X)) , where
I(·, ·) is the mutual information and H(·) denotes the entropy.

F1 score To measure the F1 score, we utilize the same k-means clustering. We calculate the recall
and precision for each cluster regarding Df . Precision is defined as the proportion of cluster examples
that belong to Df , while recall is the proportion of Df assigned to the cluster. The F1 score is
computed by the harmonic mean of recall and precision. We report the final F1 score for the cluster
that yields the highest value, indicating the most relevant cluster to Df .

Membership inference attack (MIA) success rate Following prior work [25], we employ a
confidence-based MIA predictor. Given the unlearned model, θu, and the datasets, Df , Dr, and
Dtest, we first calculate the confidence, denoted as q(·), for each example in the datasets. Then, we
train a logistic regression model, h(·), using Dr and Dtest, which aims to predict h(q(x)) = 1 for
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Table A: Unlearning results on the CIFAR-10 dataset averaging over five different configurations.

Method DA LP(Df ) LP(Dr) F1 NMI Acc(Df ) Acc(Dr) MIA

Original 0.34 92.9 92.5 0.99 0.96 92.9 92.0 0.91
Retrained 0.79 65.4 92.1 0.54 0.31 0.0 92.2 0.37

FT 0.51 88.3 92.8 0.80 0.65 40.2 92.8 0.21
FT (classifier only) 0.34 92.9 92.5 0.99 0.96 0.0 92.8 0.00
NegGrad 0.55 66.8 90.2 0.51 0.23 3.7 85.2 0.63
Fisher 0.37 88.5 90.2 0.97 0.89 8.4 88.6 0.01
SCRUB 0.41 74.7 92.0 0.76 0.59 50.2 91.8 0.46
EU-k 0.73 68.1 90.7 0.73 0.46 0.0 90.9 0.19
CF-k 0.60 81.3 92.1 0.66 0.43 13.7 92.1 0.15
MUDA (Ours) 0.82 66.4 92.3 0.54 0.32 0.0 92.3 0.29

Table B: Unlearning results on the CIFAR-100 dataset averaging over five different configurations.

Method DA LP(Df ) LP(Dr) F1 NMI Acc(Df ) Acc(Dr) MIA

Original 0.50 75.0 72.1 0.73 0.64 76.8 72.3 0.91
Retrained 0.74 50.8 71.2 0.33 0.19 0.0 71.4 0.18

FT 0.58 70.2 70.7 0.71 0.61 44.0 71.2 0.08
FT (classifier only) 0.54 74.2 70.5 0.99 0.97 0.0 66.3 0.01
NegGrad 0.55 52.0 71.3 0.73 0.60 20.0 71.2 0.15
Fisher 0.59 67.0 62.7 0.87 0.78 0.0 62.3 0.06
SCRUB 0.60 60.0 70.1 0.68 0.57 32.0 70.3 0.32
EU-k 0.70 35.2 37.1 0.26 0.14 0.0 28.0 0.45
CF-k 0.54 72.6 69.4 0.93 0.90 70.8 69.5 0.81
MUDA (Ours) 0.73 37.0 71.1 0.34 0.21 0.0 71.1 0.15

x ∈ Dr and h(q(x)) = 0 for x ∈ Dtest. We measure the MIA success rate by averaging h(q(x)) for
all x ∈ Df, where the lower values indicate successful unlearning.

Linear probing Given the target model θ, linear probing protocol involves training a new linear
classifier on top of its frozen feature extractor. For evaluating LP(Dr), the linear classifier is trained
with Dr, and we report the performance on the Dr to focus on the discriminability of the retain
samples. To measure LP(Df ), we train a linear classifier using D = Dr ∪ Df , and report the
performance on Df , which is for evaluating the identifiability of Df .

Hyperparameters We tune the learning rate for all compared approaches within
{0.1, 0.01, 10−3, 10−4}, except for the NegGrad, for which we use {10−4, 10−5}. For EU-
k and CF-k, we follow the same k with prior work [19], updating the conv4 and fc layers of
ResNet while keeping the other layers frozen. For SCRUB, we follow the original paper’s code
implementation with α = 0.001 and γ = 0.99. For Fisher forgetting, we use the code implementation
provided in [32]. We set 200 training iterations for our framework.

C Additional experimental results

C.1 Results on existing evaluation metrics

To provide a comprehensive view, we evaluate the unlearning algorithms with existing measurements,
including Acc(Df ), Acc(Dr), and the MIA score. Table A, B, and C present the overall experimental
results.
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Table C: Unlearning results on the Tiny-ImageNet dataset.

Method DA LP(Df ) LP(Dr) F1 NMI Acc(Df ) Acc(Dr) MIA

Original 0.59 47.6 58.0 0.96 0.92 51.2 59.1 0.89
Retrained 0.73 24.0 58.0 0.19 0.09 0.0 59.1 0.14

FT 0.60 45.6 56.2 0.66 0.55 44.8 57.3 0.78
FT (classifier only) 0.61 47.6 58.0 0.66 0.55 0.0 41.2 0.18
NegGrad 0.74 29.6 55.1 0.22 0.12 0.0 51.8 0.30
Fisher 0.66 34.8 47.0 0.39 0.25 0.0 43.1 0.20
SCRUB 0.64 35.6 55.8 0.52 0.40 38.4 56.2 0.50
EU-k 0.77 12.8 19.1 0.11 0.04 0.0 11.1 0.42
CF-k 0.63 40.8 52.7 0.48 0.33 31.2 51.6 0.47
MUDA (Ours) 0.70 26.0 57.4 0.21 0.10 0.0 58.1 0.03

D Discussion

D.1 Random sample unlearning

While most existing works have been evaluated under a random sample unlearning scenario, we
did not explicitly address this setting. We argue that if the forget set is randomly drawn from the
training set, these random forget samples do not provide meaningful additional information beyond
the remaining samples, implying no information needs to be removed.

To clarify this, assume that both Dold and Dnew follow the same distribution as D. Given an old
model trained on Dold, we consider a incremental learning scenario involving Dnew. Since Dnew
follows the same distribution as Dold, it behaves similar as Dold and the decision boundary would
not change significantly during incremental learning. As there are no substantial changes caused by
Dnew, unlearning Dnew should rarely impact the model parameters.

Furthermore, if a user requests a random subset of samples to be forgotten, it is unclear whether the
request refer to the specific selected samples or the entire (sub)class corresponding to those samples.
Therefore, we limit the unlearning scenario to cases where the forget set contains meaningful
semantics, such as a class, subclass, or group.

Note that the experimental results on defending backdoor attack in Section 5.3 implicitly address
random sample unlearning, where the forget set is a random subset of training set. The difference is
that in each application, the forget samples share a common semantic, e.g. containing a black patch
or label noise.

D.2 Exploiting forget set accuracy and MIA

The forget set accuracy and MIA can be easily exploited with trivial fine-tuning or post-processing
techniques, which render them unreliable for adequately evaluating the unlearned model. Below we
provide examples of such trivial methods that can easily exploit/circumvent each metric.

Forget set accuracy Achieving 0% accuracy on the forget set can be accomplished by simply
setting the bias value of the corresponding class in the classifier to −∞, ensuring that no samples are
predicted for that class. This implies that merely matching the accuracy on the forget set does not
necessarily indicate successful unlearning.

MIA success rate Since MIA leverages model outputs, such as confidence scores or entropy [36,
37], to infer the presence of a sample in the training dataset, it depends heavily on the model overfitting
to the dataset. The underlying assumption is that a model will produce more confident predictions for
samples it has seen during training compared to unseen data. Hence, if models undergo uncertainty
calibration via fine-tuning or post-processing techniques, the MIA may significantly overestimate
the effectiveness of unlearning. To empirically support our claim, we fix the feature extractor of
θo and only fine-tune its final linear classifier using a calibration loss [38]. We observe that simple
post-processing calibration with minimal training significantly lowers the MIA score from 0.91 to
0.02 on CIFAR-10, despite no particular efforts to unlearn.
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D.3 Limitations

Our paper, like previous studies, shares a common limitation: the lack of a theoretical guarantee
regarding unlearning. Nonetheless, our framework introduces a unique approach by focusing on
feature representation, which supplements previous research efforts by offering a novel and thorough
analysis of machine unlearning. Additionally, our dimensional alignment loss requires some amount
of retain samples, but we have shown that only a minimal number of these samples are necessary to
attain effective unlearning performance.

D.4 Broader impact

By enabling the effective removal of data from machine learning models without requiring complete
retraining, machine unlearning helps organizations comply with privacy laws such as GDPR and the
CCPA, which mandate the right to be forgotten. This is crucial in situations where users withdraw
their consent for data use or when data must be deleted for legal reasons. Moreover, machine
unlearning reduces the risks associated with data breaches, as it ensures sensitive information can
be dynamically and reliably erased from models, thus limiting potential misuse. Additionally, this
research can lead to more sustainable AI practices by reducing the computational and environmental
costs associated with retraining models from scratch. This leads to more ethical AI systems by
promoting transparency, user trust, and the responsible use of data.
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