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Abstract—Directional modulation and artificial noise
(AN)-based methods have been widely employed to
achieve physical-layer security (PLS). However, these
approaches can only achieve angle-dependent secure
transmission. This paper presents an AN-aided decom-
posed and distributed directional modulation (D3M)
scheme for secure wireless communications, which
takes advantage of the spatial signatures to achieve an
extra range-dimension security apart from the angles.
Leveraging decomposed and distributed structure, each
of modulated signal is represented by mutually or-
thogonal in-phase and quadrature branches, which are
transmitted by two distributed transmitters to enhance
PLS. In particular, we first aim to minimize transmit
message power by integrated design of the transmit
beamformers, subject to prescribed received signal-to-
noise ratio (SNR) for the legitimate user (LU) and
no inter-branch interference. This guarantees reliable
and accurate transmission for the LU with the mini-
mum transmit message power. Considering the leakage
power on the sidelobes, AN is superimposed on the
messages to try to mask the confidential information
transmission. Simulation results demonstrate the secu-
rity enhancement of our proposed D3M system.

Index Terms—Phased-array transmission, direc-
tional modulation, artificial noise, beamforming, phys-
ical layer security.

I. Introduction

ALONG with the countless applications of wireless
communication, its security is particularly impor-

tant but presents many challenges, as the broadcast na-
ture of wireless medium makes the confidential messages
exposed to surrounding adversaries and vulnerable to
malicious intercepting. Upon traditional upper-layer data
encryption, physical-layer security (PLS) [1], [2], as a
security-enhancing technique, has attracted great interests

This work was supported in part by the National Key R&D
Program of China under Grant 2021YFC3002102, in part by the
Key R&D Plan of Shaanxi Province under Grant 2022ZDLGY05-
09, in part by the Key Area R&D Program of Guangdong Province
under Grant 2020B0101110003, in part by the Fundamental Research
Funds for the Central Universities under Grant XJS220105, in part
by the Project funded by China Postdoctoral Science Foundation
under Grant 2022M712491, and in part by the Natural Science
Basic Research Program of Shaanxi under Grant 2023-JC-QN-0715.
(Corresponding author: Wenchi Cheng.)

Bin Qiu and Wenchi Cheng are with the State Key Laboratory of
Integrated Services Networks, Xidian University, Xian 710071, China
(e-mail: qiubin@xidian.edu.cn; wccheng@xidian.edu.cn).

Wei Zhang is with the School of Electrical Engineering and
Telecommunications, University of New South Wales, Sydney, NSW
2052, Australia (e-mail: w.zhang@unsw.edu.au).

in the past decade. In PLS of wireless communications,
the key idea is to utilize the intrinsic nature of wireless
medium to encrypt data transmission from transmitter to
intended users, while defending the confidential messages
from wiretapping [3].

Phased-array transmission based directional modulation
(DM) technique is to employ an array of antennas at the
transmitter, in which the relative phases of the respective
signals feeding the antennas are modified. In such a way,
the effective radiation pattern of the array is reinforced
along a predefined direction in the free space and debili-
tated in other directions. Several related approaches have
been used in PLS of wireless communications. The authors
in [4] enhanced PLS by optimizing a set of phase shifters
across array antennas to generate a standard constella-
tion along the given direction and distort the reception
in the undesired directions. The wiretap channel model
was first introduced by Wyner [5], where proved that
the perfect information-theoretic security can be achieved
by using PLS techniques. In this model, the concept of
secrecy rate was introduced, also referred to as secrecy
capacity, to assess the secrecy performance. Inspired by
this secrecy metric, the authors of [6]–[8] adopted a se-
crecy rate maximization criterion to enhance PLS. How-
ever, the calculation of secrecy rate needs to acquire the
precise location knowledge of the eavesdroppers (Eves).
Unfortunately, passive Eves usually keep radio silence to
avoid exposure. Therefore, it is not feasible to get any
information on the passive Eves in practice. A closely
related work on phased-array DM structure was studied
in [9], where the phase shift keying (PSK) modulation
was used for secure mmWave wireless communications via
polygon construction in the complex plane. The aid of
polygon construction synthesized exact/relaxed phases at
legitimate user (LU) and produced random disruption in
other directions.

Another efficient way for guaranteeing secure commu-
nication is the embedding of artificial noise (AN) [10],
also called as jamming noise, at the transmitter, which
is transmitted simultaneously with messages to interfere
with Eves. The emission of AN can seriously degrade the
recovery of messages in the undesired directions. In [11],
[12], the authors considered a passive Eve case where AN
is designed to null out the interference to LU. The authors
of [13] presented an AN-assisted interference alignment
scheme with wireless power transfer. The total transmit
power of AN is maximized by jointly optimizing the
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information power and the coefficient of power splitting.
To withstand the imperfect direction knowledge, several
robust synthesis schemes of phased-array transmission
were explored as an emerging subject in different works
[14]–[16]. Furthermore, the authors in [17], [18] revealed
a new array DM system that a hybrid phased multiple-
input multiple-output (MIMO) structure was developed
to improve the secrecy capacity for future fifth generation
(5G) cellular systems.

Considering a practical scenario, Eves may exactly lo-
cate along an identical direction as the LU to wiretap the
confidential messages. It fails to provide PLS by using
the conventional DM approach based on phased arrays
in this case. This is due to the theoretical limitation
that the beampattern of phased-array transmission can
only achieve angle-dependent secure transmission. Conse-
quently, it is of interest to seek to new secure transmission
methods that can promote to an extra layer of security
by introducing additional flexibility. The frequency diverse
array (FDA) adds a small frequency offset across the
array antennas, which results in exhibiting an extra range-
dimension dependence secure transmission [19], [20]. In
particular, the authors in [21] jointly designed the fre-
quency offsets and the beamforming vector of the FDA
transmitter to enhance PLS for proximal LU and Eve. A
random subcarrier selection scheme based on orthogonal
frequency division multiplexing (OFDM) was employed in
[22] to achieve the precise wireless communication with a
low-complexity structure. However, the radiation pattern
of the FDA is range-time-coupled. This characteristic
causes the power peak in a specific range to change over
time, in addition to the very complicated synchronization
for the LU [23]. What’s more, the authors in [24] pointed
out that it is impossible for the FDA enhanced DM system
to realize wireless security in range dimension when Eves
sample the signals at the different time instant as LU. In
addition, most of the prior work on beamforming design
for secure transmission assumed that the information of
the Eve is perfectly known at the transmitter. However,
those assumption is not practical, particularly when Eves
are passive devices.

To overcome these limitations of the previous works,
in this paper we propose an AN-aided decomposed and
distributed directional modulation (D3M) secure trans-
mission scheme in the presence of passive Eves, where the
information of Eves is assumed to be unknown at trans-
mitter. More specifically, the decomposed in-phase and
quadrature branches are transmitted by two distributed
transmitters. In this way, the signals emitted by one trans-
mitter do not carry full information directly. That is, the
effective receiving zone only happens in the intersection
of the two mainlobes from the distributed transmitters.
Therefore, the proposed scheme is capable of providing
angle-range-dependent “point” secure transmission, whose
security overcomes the “line” secure transmission of the
conventional phased array transmission. By leveraging
distributed phased-array beamforming, we seek to mini-
mize transmit message power by designing the transmit
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Fig. 1: System model of the proposed AN-aided D3M
secure transmission scheme.

beamforming vectors to reduce the potential of message
power leakage, subject to satisfying a prescribed received
signal-to-noise ratio (SNR) constraint of each branch to
provide satisfactory communication performance for LU.
Unlike existing AN design approaches [14] that the design
of AN is only to force AN into the null space of LUs, we aim
to minimizes transmit AN power subject to target signal-
to-interference-plus-noise ratio (SINR) constraints for the
undesired directions.

The rest of this paper is organized as follows. Section
II introduces the system model of the AN-aided D3M se-
cure transmission scheme. We formulate the optimization
problem; then, we develop algorithms to solve the problem
and extend our proposed scheme to the case of multi-LU
system in Section III. We analyze the secrecy performance
in Section IV. Simulation results are presented in Section
V. Finally, Section VI contains our concluding remarks.

Notations: Matrices, vectors, and scalars are denoted by
bold upper-case, bold lower-case, and lower case letters
to denote , respectively. E{·} and tr(·) stand for the ex-
pectation and trace operations, respectively. vec(·) stacks
columns of matrix into a single column vector. diag(·)
constructs a diagonal matrix with the elements of its
argument on the diagonal. ∥·∥2 and |·| represent the ℓ2-
norm and modulus, respectively. Superscripts (·)−1, (·)T ,
and (·)H denote the inverse, transpose, and Hermitian,
respectively. Re{·} and Im{·} extract the real part and
the imaginary part of its argument. We denote by Matrices
IN and 0N×M the identity matrix with N × N and zeros
matrix with N ×M , respectively. Use R and C to indicate
real and complex number field, respectively.

II. System Sketch and Signal Model
Let us consider a wireless communication system, as

shown in Fig. 1, that consists of two transmitters with
physical separation, transmitter I and Q, equipped with an
NI - and NQ- element array, respectively, and one single-
antenna LU. There exist one or several single-antenna pas-
sive Eve whose information is unavailable at the transmit-
ters. The two transmitters forward mutually orthogonal
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in-phase and quadrature branches decomposed by M -PSK
(M > 2) modulation signal to the LU in the presence
of passive Eves wiretapping the confidential messages.
For simplicity, we employ a uniform linear array (ULA)
consisted of isotropic antennas for transmitters, and the
results can be easily extended to multidimensional periodic
arrays. Without loss of generality, the first element of the
ULA is defined as phase reference. Let dI and dQ denote
the ULA’s adjacent elements spacing of the transmitter
I and Q, respectively. We assume that the transmitters
are symmetrical about the origin along the x-axis, and
the distance is DT with dI ≪ DT and dQ ≪ DT . For
similarity, we ignore the very few multi-path components
in high frequency transmission, and the far-field parallel
wavefront and line-of-sight (LoS) assumptions can hold
simultaneously due to the tiny array size. For an arbitrary
receiver located at (x, y) on the x-y plane, the superim-
posed electric field radiation of the distributed transmit
array in the free-space path loss channel, denoted by
B(rI , θI , rQ, θQ), is given by [25]

B(rI , θI , rQ, θQ, t)

= ρIRe{
NI∑

n=1
wI,nej2πfc[t− rI −(n−1)dI sin θI

c ]}

+ ρQIm{
NQ∑

m=1
wQ,mej2πfc[t−

rQ−(m−1)dQ sin θQ
c ]}

= ρIRe{e2πfc(t− rI
c )

NI∑
n=1

wI,ne
j2πfc(n−1)dI sin θI

c }

+ ρQIm{e2πfc(t−
rQ

c )
NQ∑

m=1
wQ,me

j2πfc(m−1)dQ sin θQ
c }, (1)

where fc denotes the carrier frequency, c represents the
speed of light, wI,n and wQ,m denote the beamformer at
transmitter I and Q, respectively, ρI and ρQ stand for
the path loss factor related to the distance, (rI , θI) and
(rQ, θQ) respectively denote the coordinate. 1 Let us define
the channel vector from transmitter I and Q to receiver as{

hI(rI , θI) ∆= ρI [eΦ
I

(1), eΦ
I

(2), ..., eΦ
I

(NI )]H ,
hQ(rQ, θQ) ∆= ρQ[eΦ

Q
(1), eΦ

Q
(2), ..., eΦ

Q
(NQ)]H ,

(2)

where ΦI(n) = j2πfc(n−1)dI sin θI

c , n ∈ NI , ΦQ(m) =
j2πfc(m−1)dQ sin θQ

c , m ∈ NQ, NI
∆= {1, 2, ..., NI}, and

NQ
∆= {1, 2, ..., NQ}. To combat the effect of path loss on

the received power, the path loss factor is absorbed in the
channel vector, yielding the standard received constella-
tion diagram for LU.

Remark 1: For the case of non-light-of-sight (NLoS)
or fading channel, distributed MIMO precoding method
is a way to achieve secure transformation. Following the

1According to the basic geometric manipulations presented in Fig.
1, the location (range, angle) can be obtained by using coordinate
transformation as rI =

√
(x + DT /2)2 + y2, θI = arctan[(x +

DT /2)/y], rQ =
√

(x − DT /2)2 + y2, and θQ = arctan[(x −
DT /2)/y].
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Fig. 2: Generic architecture of the D3M transmitters,
including the optimal beamforming vector and AN.

idea of our decomposed and distributed transformation,
the decomposed orthogonal branches (such as OFDM)
are transmitted by distributed MIMO transmitters. The
design of distributed MIMO precoding is also to guarantee
efficient reception of each link.

In our proposed scheme, an M -PSK constellation sym-
bol is divided into in-phase and quadrature modulation
symbol components at the beginning of the transmission
process, and then modulate them to mutually orthogonal
in-phase and quadrature branches, each of which is emit-
ted by a transmitter. Based on this idea, as shown in Fig.
2, the instantaneous AN-aided baseband transmit signals
at transmitter I and Q, denoted by sI(t) and sQ(t), are
given by{

sI(t) = wIxI(t) + nA,I ,
sQ(t) = δ · wQxQ(t − τ) + nA,Q, (3)

where wI ∈ CNI ×1 is the beamforming vector at trans-
mitter I with wI = [wI,1, ..., wI,NI

]T , wQ ∈ CNQ×1 is
the beamforming vector at transmitter Q with wQ =
[wQ,1, ..., wQ,NQ

]T , xI(t) ∈ R and xQ(t) ∈ R are the in-
phase and quadrature symbol components after serial-to-
parallel (S/P) conversion of the input bipolar message
sequence x(t) ∈ C [26, Ch. 5], x(t) = xI(t) + jxQ(t), with
E{|x(t)|2} = 1, δ is the phase compensation factor, which
is employed at transmitter Q to guarantee the orthogonal-
ity of the carrier, τ is latency factor for symbol alignment,
and nA,I and nA,Q are AN emitted by transmitter I and
Q, respectively.

Remark 2: Due to the coordinated operations for the
distributed transmitters, we consider the communication
system that consists of one communication control unit
and two distributed arrays, which are physically separated
by a distance, or two independent distributed transmit sys-
tems that each transmit array is controlled by one control
unit, and they are cooperative by sharing information over
wireless [27] or fiber communications.

At the beginning of each scheduling slot, LU sends hand-
shaking/beacon signals to the transmitters to report their
status (location information and service requirements).
The information embedded in the handshaking signals
facilitates the downlink packet transmission. Thus, the
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transmitter-to-LU fading gains can be reliably estimated
at transmitters with negligible estimation errors. Define
(xU , yU ) on the x-y plane as the coordinate of the LU
corresponding location (rU ,I , θU ,I) relative to transmitter
I, and (rU ,Q, θU ,Q) relative to transmitter Q. To simplify
the notations, we use hU ,I and hU ,Q to denote the channel
vectors from the transmitter I and Q to LU, i.e., hU ,I

∆=
hI(rU ,I , θU ,I) and hU ,Q

∆= hQ(rU ,Q, θU ,Q). After passing
through wireless channels, a mixed signal consisting of
the in-phase and quadrature branches from transmitter I
and Q arrives at LU. Therefore, the received signal at LU,
denoted by yU (t), can be expressed as

yU (t) = Re{gU ,IhH
U ,IsI}︸ ︷︷ ︸

From transmitter I

+ Im{gU ,QhH
U ,QsQ}︸ ︷︷ ︸

From transmitter Q

+ nU︸︷︷︸
AWGN

,

(4)

where gU ,I = ej2πfc(t−
rU,I

c ) and gU ,Q = ej2πfc(t−
rU,Q

c ) are
the carrier with the path delay, nU is the additive white
Gaussian noise (AWGN) with zero-mean and variance σ2

U ,
i.e., nU ∼ N (0, σ2

U ).
Similarly, let us denote by (rE,I , θE,I) and (rE,Q, θE,Q)

the Eve’s locations relative to the transmitters I and Q, re-
spectively. We define hE,I and hE,Q as the channel vectors,
i.e., hE,I

∆= hI(rE,I , θE,I) and hE,Q
∆= hE(rE,Q, θE,Q).

Then, the received signal at Eve, denoted by yE(t), is given
by

yE(t) = Re{gE,IhH
E,IsI}︸ ︷︷ ︸

From transmitter I

+ Im{gE,QhH
E,QsQ}︸ ︷︷ ︸

From transmitter Q

+ nE︸︷︷︸
AWGN

,

(5)

where gE,I = ej2πfc(t−
rE,I

c ) and gE,Q = ej2πfc(t−
rE,Q

c ) are
the carrier with the path delay, nE is the AWGN with
zero-mean and variance σ2

E , i.e., nE ∼ N (0, σ2
E).

III. Proposed Secure Transmission Strategy
To achieve PLS, it is critical to realize reliable commu-

nication with LU, but equally important to avoid wiretap-
ping. Towards this end, we propose an effective scenario
of designing the beamforming vectors and AN projection
matrix.

A. Beamforming Vector Optimization
Our design is no attempt to place nulls in the locations

of Eves due to the unavailable location information of
passive Eves. To reduce the probability of interception, we
seek to minimize the transmit message power such that less
transmit message power can reduce the message leakage.
Meanwhile, we need to strictly control the received SNR
of per signal branch arrived at the LU-side, so that LU
can decode the symbols, correctly. The basic idea of our
proposed D3M transmission is that transmitter I emits the
in-phase branch and transmitter Q emits the quadrature
branch. Therefore, the design of the beamforming vectors
of the distributed transmitters that minimizes the total
transmit message power subject to meeting the constraint

on received SNR requirement at LU can be formulated as2

P1: min
wI ,wQ

∥wI∥2
2 + ∥wQ∥2

2 (6a)

s.t. Re{hH
U ,IwI} ≥

√
ζσU , (6b)

Im{hH
U ,IwI} = 0, (6c)

Re{hH
U ,QwQ} ≥

√
ζσU , (6d)

Im{hH
U ,QwQ} = 0, (6e)

where ζ ∈ R typically specifies the minimum SNR required
for LU. Since the received SNR determines the probability
of error, it is a main measure of communication quality.
To recover correct symbols of PSK modulation at LU,
the combination of two branches from transmitter I and
Q should be in the same proportion. The constraints in
(6b) and (6d) are to provide a prescribed quality commu-
nication assurance for LU, so that the received SNR of
the in-phase and quadrature symbol components at LU
are both greater than the specific SNR threshold ζ. The
constraints in (6c) and (6e) are to eliminate interference
with the other branch. In addition, it is required that
each transmitter should have a sufficiently large transmit
power to guarantee that the link meets the received SNR
requirements.

It can be easily found that the beamforming vectors of
the distributed transmitters can be separately optimized.
Then, the design of the beamforming vector of the trans-
mitter I is given by

P2: min
wI

∥wI∥2
2 (7a)

s.t. Re{hH
U ,IwI} ≥

√
ζσU , (7b)

Im{hH
U ,IwI} = 0. (7c)

In what follows, we will find the optimal solution of
problem P2. For the first step, we use hH

U ,I = Re{hH
U ,I} +

jIm{hH
U ,I} and wI = Re{wI} + jIm{wI} to separate

the real and imaginary parts. Based on the following
expression

hH
U ,IwI =Re{hH

U ,I}Re{wI} − Im{hH
U ,I}Im{wI}

+ j[Im{hH
U ,I}Re{wI} + Re{hH

U ,I}Im{wI}], (8)

then, we have{
Re{hH

U ,IwI} = hT
I,1w̃I ,

Im{hH
U ,IwI} = hT

I,2w̃I , (9)

where hT
I,1 = [Re{hH

U ,I}, −Im{hH
U ,I}], hT

I,2 = [Im{hH
U ,I},

Re{hH
U ,I}], and w̃I = [Re{wT

I }, Im{wT
I }]T . Using (9) and

the fact ∥wI∥2
2 = ∥w̃I∥2

2, problem P2 transforms into

P3: min
w̃I

∥w̃I∥2
2 (10a)

2The problem can also be designed as reverse transmission, i.e.,
transmitter I emits quadrature branch and transmitter Q emits in-
phase branch. In this case, the real part is equal to 0 and the
imaginary part exceeds the required SNR of the received signal.
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s.t. hT
I,1w̃I ≥

√
ζσU , (10b)

hT
I,2w̃I = 0. (10c)

To eliminate the equality constraint (10c), we use the
singular value decomposition (SVD) operation on hT

I,2,
which is expressed as

hT
I,2 = UI [ ΣI 0 ][ V(1)

I V(0)
I

]T , (11)

where UI ∈ R1×1, ΣI is a singular value. According
to the SVD property [28], V(0)

I ∈ R2NI ×(2NI −1) is the
last (2NI − 1) right singular vectors corresponding to
zero singular values, satisfying hT

I,2V(0)
I = 0. We define

BI
∆= V(0)

I . Since BIBT
I = I2NI

, we have ∥BIξI∥2
2 = ∥ξI∥2

2
. By replacing w̃I with BIξI , we consider the following
equivalent problem with respect to ξI

P4: min
ξI

∥ξI∥2
2 (12a)

s.t. hT
I,1BIξI ≥

√
ζσU . (12b)

Next, we employ an iterative algorithm to obtain the
optimal solution of problem P4 with stationary conver-
gence guarantee. To make such a problem tractable, we
first add a real valued slack variable κ ≥ 0 to transform
the inequality constraint in (12b) to an equality constraint
as hT

I,1BIξI =
√

ζσU + κ. Using the penalty method [29],
we then construct the following new problem

P5: min
ξI ,κ

∥ξI∥2
2 + λ|hT

I,1BIξI −
√

ζσU − κ|2, (13)

which is equivalent to problem P4 when λ → +∞. To
solve problem P5, we resort an iterative algorithm by first
tuning over κ and keeping ξI fixed, and then optimizing ξI

and viewing κ fixed. Each iteration admits a closed-form
solution.

When we tune over κ and consider ξI to be fixed, the
optimization problem can be recast as

P6: min
κ

|hT
I,1BIξI −

√
ζσU − κ|2. (14)

Considering κ ≥ 0, the closed-form optimal solution of
problem P6 is given by

κ⋆ = max {hT
I,1BIξI −

√
ζσU , 0}. (15)

Next, we optimize ξI and view κ fixed, and then the
optimization problem is given by

P7: min
ξI

∥ξI∥2
2 + λ|hT

I,1BIξI −
√

ζσU − κ|2. (16)

The objective function of (16) can be constructed as

f(ξI) = ∥ξI∥2
2 + λ|hT

I,1BIξI −
√

ζσU − κ|2. (17)

The optimal solution of objective function (17) can be
obtained when the gradient of f(ξI) with respect to ξI

equals to 0, i.e.,

ξ⋆
I = (I2N−1

λ
+ BT

I hI,1hT
I,1BI)−1BT

I hI,1(
√

ζσU + κ).
(18)

Algorithm 1: Iterative algorithm for the problem P4
Initialization: Pick up feasible points ξ0

I ∈ R(2N−1)×1,
λ ∈ [0, +∞), r = 0, and tolerance ϵ > 0;

1. Loop
2. r = r + 1;
3. Determine κr−1 by substituting ξr−1

I into (15);
4. Determine ξr

I by substituting κr−1 into (18);
5. Stop if ∥ξr

I − ξr−1
I ∥2

2 < ϵ;
6. End loop
Output: Get the finally optimal solution ξI ;

In particular, the detailed procedures of the iterative al-
gorithm to solve problem P4 is summarized in Algorithm
1.

In what follows, we will prove that the optimization
problem is solved with stationary convergence by the
iterative algorithm. Assume that ξ0

I and κ0 are initial
values. According to (15) and (18), we can obtain the
optimal solutions ξ⋆

I and κ⋆, which satisfy

f(ξ⋆
I , κ⋆) ≤ f(ξ0

I , κ⋆) ≤ f(ξ0
I , κ0). (19)

It can be noted that fixing ξI in P6, or κ in P7, lead
into a convex function, and each iteration in Algorithm 1
monotonically approaches to the optimal value since the
object function f(ξI , κ) is lower bounded at zero. There-
fore, we establish the stationary convergence guarantee for
the iterative algorithm to find the optimal solution. After
obtaining the optimal solution ξ⋆

I , the optimal beamform-
ing vector w⋆

I can be found.
With similar manipulations, the optimization problem

for design of the beamforming vector at transmitter Q can
be formulated as

P8: min
wQ

∥wQ∥2
2 (20a)

s.t. Re{hH
U ,QwQ} ≥

√
ζσU , (20b)

Im{hH
U ,QwQ} = 0. (20c)

Using a similar approach as P2, we can obtain the optimal
beamforming vector w⋆

Q.

B. AN Projection Matrix Design
It may be possible for a sufficiently sensitive Eve to

intercept confidential information from the message power
that leaks through proximal mainlobe or sidelobes. Con-
sequently, it is of interest to add AN to interfere with
Eves. As the location information of Eves is unavailable at
the transmitter, Eves potentially exist in anywhere. When
the location of Eve satisfies 2πfc( rE,Q−rE,I

c + τ) + φE,I −
φE,Q = 2kπ, k = 0, ±1, ±2, ... with φE,I = arg{hH

E,IwI}
and φE,Q = arg{hH

E,QwQ}, the carriers of the received
branches are orthogonal, which causes no inter-branch
interference. At this time, AN-aided beamforming poses
interference outside the mainbeam to prevents eavesdrop-
ping.

We design the AN at the transmitter I whose elements
are equal to nA,I = PIzI , where PI ∈ CNI ×NI denotes the
AN projection matrix for imposing interference to Eves,
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and AN vector z ∈ CNI ×1 consists of complex Gaus-
sian variables with zero-mean and unit-variance, satisfying
z ∼ CN (0, INI

). We view all directions outside the LU’s
mainlobe as the possible directions of Eves. Accordingly,
we define the set of undesired directions as

DE,I = [−π

2 , π

2 ]\[θU ,I − θBW
I

2 , θU ,I + θBW
I

2 ], (21)

where θBW
I = 50.7◦c

fcNI dI
is the half-power main-lobe

beamwidth of transmitter I [30].
As is well known, the add of AN is able to dynamically

interfere with Eves, but it also consumes part of total
transmit power. By taking the side-lobe message power
into account, the proposed AN design makes full use of
the limited transmit AN power to achieve the target SINR
value in the undesired directions. With regard to this,
the goal of AN projection matrix design is to minimize
AN power consumption, while satisfying the target SINR
constraint for all undesired directions, as well as the null
space of the LU to cancel the interference caused by the
AN to the LU, which is given by3

P9: min
PI

E{|PIzI |2}
(22a)

s.t. E{|hT
U ,IPIzI |22} = 0, (22b)

|hT
E,IwI |2

E{|hT
E,IPIzI |22} + σ2

E

≤ γ, ∀θE,I ∈ DE,I , (22c)

where γ is the predefined maximum SINR toleration for
Eves, and DE,I denotes the set of undesired directions
in which Eves may potentially exist. The constraint in
(22b) implies that AN is interference-free with LU, and
constraint in (22c) represents that received SINRs at
potential Eves are less than target SINR value. The design
of AN not only achieves the target SINR for the undesired
directions but also reduces AN power consumption. Based
on the fact E{zIzH

I } = INI
, problem P9 can be converted

as

P10: min
PI

tr(PIPT
I ) (23a)

s.t. ∥hT
U ,IPI∥2

2 = 0, (23b)

|hT
E,IwI |2

∥hT
E,IPI∥2

2 + σ2
E

≤ γ, ∀θE,I ∈ DE,I . (23c)

We use the fact that hT
U ,IPIPT

I hU ,I = tr(hT
U ,IPIPT

I

hU ,I) = tr(hU ,IhT
U ,IPIPT

I ), and hT
E,IPIPT

I hE,I =
tr(hT

E,IPIPT
I hE,I) = tr(hE,IhT

E,IPIPT
I ), and then define

ΓI
∆= PIPT

I , ΠU ,I
∆= hU ,IhT

U ,I , and ΠE,I
∆= hE,IhT

E,I .
Now, problem P10 with respect to the AN projection ma-
trix can be converted as the following equivalent problem
with respect to AN covariance matrix

P11: min
ΓI

tr(ΓI) (24a)

3If the noise variance of Eves cannot be obtained due to the un-
available information of passive Eves, the constraint can be converted
to signal-to-interference ratio (SIR).

s.t. tr(ΠU ,IΓI) = 0, (24b)

tr(ΠE,IΓI) ≥ γ̃, ∀θE,I ∈ DE,I , (24c)

ΓI ⪰ 0, (24d)

where γ̃ = |hT
E,IwI |2/γ − σ2

E , and the inequality in (24d)
implies that AN covariance matrix is symmetric positive
semidefinite [31]. Then, we vectorize the problem P11,
which can be expressed as

P12: min
ΓI

vec(INI
)T vec(ΓI) (25a)

s.t. vec(ΠT
U ,I)T vec(ΓI) = 0, (25b)

vec(ΠT
E,I)T vec(ΓI) ≥ γ̃, ∀θE,I ∈ DE,I , (25c)

ΓI ≻ 0, (25d)

The important observation is that the optimization prob-
lem P12 is in a form suitable for semidefinite relaxation
(SDR) [32], which can be solved by utilizing interior
point methods. Optimization tool, such as CVX [33],
is particularly efficient for such a SDR problem. After
obtaining the optimal AN covariance matrix of problem
P12, the AN can be calculated via eigendecomposition of
Γ⋆

I = UΓI
ΣΓI

UT
ΓI

, and choose AN vector zI such that
nA,I = UΓI

Σ1/2
ΓI

zI .
Next, we can calculate the AN of transmitter Q in a

similar manner.
Remark 3: We should mention that our design is to seek

to minimize the total transmit power (including message
power and AN power) by optimizing the beamforming
vector and the AN projection matrix subject to meeting
certain constraints. On other hand, our proposed scheme
is also available for the case of the total transmit power
constraint. More specifically, after obtaining the optimal
beamforming vectors and AN projection matrix by the
proposed scheme, the extra transmit power is then as-
signed to AN to enhance interference with Eves.

C. Synchronization of Signals
It is important to note that the in-phase and quadrature

branches from two transmitters should arrive at LU syn-
chronously. Considering the different range between LU
and two transmitters, we adjust the delay at transmitter
Q to guarantee the synchronization. On one hand, to
guarantee that the symbol components arrived at LU
are aligned, transmitter Q needs to adjust the latency
time to compensate for the path delay difference. When
rU ,I > rU ,Q (or rU ,I < rU ,Q), transmitter Q delays (or
advances) the symbol emission by

τ = (rU ,I − rU ,Q)/c. (26)

On the other hand, to guarantee mutually orthogonal
carriers, the carrier phase of transmitter Q needs to be
adjusted to compensate for the phase delay difference as

δ = e−j2πfcτ . (27)
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D. Extension of Multiuser System
So far, we have provided secure transmission for the

case of single LU. In practice, it usually requires that
multiple LUs simultaneously receive their own individual
confidential message streams. We now extend the proposed
AN-aided D3M scheme to the case of multiuser. Since
multiple message streams simultaneous transmission needs
to be supported, an improved scheme is required. To do
so, we employ multi-beam DM and combat the intersym-
bol interference among multiple users. Multi-beam DM
is capable of transmitting multiple message streams to
corresponding LUs in different directions simultaneously
while distorting the constellations in all other directions
[34].

Without loss of generality, K LUs are considered in
this system, which are located at (rUk,I , θUk,I) relative to
transmitter I, and (rUk,Q, θUk,Q) relative to transmitter Q,
for the LU k, ∀k ∈ K, K ∆= {1, 2, ..., K}. Let us define the
channel matrix of the transmitter I and Q for all LUs as{

HU ,I
∆= [hU1,I , hU2,I , ..., hUK ,I ],

HU ,Q
∆= [hU1,Q, hU2,Q, ..., hUK ,Q],

(28)

where hUk,I
∆= hI(rUk,I , θUk,I) and hUk,Q

∆=
hQ(rUk,Q, θUk,Q) are the channel vector from the
transmitter I and Q to the LU k, ∀k ∈ K, respectively.
Then, the multi-beam transmit signals at transmitter I
and Q can be given by

sI(t) =
K∑

k=1
wk,Ixk,I(t) + nA,I ,

sQ(t) =
K∑

k=1
δk · wk,Qxk,Q(t − τk) + nA,Q,

(29)

where xk,I(t) ∈ R and xk,Q(t) ∈ R are the in-phase
and quadrature symbol components toward LU k, after
deposition of the input message xk(t) ∈ C of the LU k,
∀k ∈ K, xk(t) = xk,I(t) + jxk,Q(t), with E{|xk(t)|2} = 1,
wk,I ∈ CNI ×1 is the beamforming vector at transmitter
I for processing the in-phase signal component xk,I(t) to
the LU k, and wk,Q ∈ CNI ×1 is the beamforming vector at
transmitter Q for processing quadrature signal component
xk,Q(t) to the LU k, ∀k ∈ K.

After passing through wireless channels, the received
signal vector of LUs can be written as

yU (t)=Re{GU ,IHH
U ,IsI(t)}+Im{GU ,QHH

U ,QsQ(t)}+nU ,
(30)

where GU ,I = diag(gU ,I), gU ,I = [gU1,I , gU2,I , ..., gUK ,I ]T
is the carrier vector of transmitter I with gUk,I =
ej2πfc(t−

rUk,I
c ), ∀k ∈ K, GU ,Q = diag(gU ,Q), gU ,Q =

[gU1,Q, gU2,Q, ..., gUK ,Q]T is the carrier vector of trans-
mitter Q with gUk,Q = ej2πfc(t−

rUk,Q
c ), ∀k ∈ K, and

nU (t) = [nU1(t), nU2(t), ..., nUK
(t)]T is the AWGN vector

at LUs with nUk
∼ N (0, σ2

Uk
), ∀k ∈ K. Thereinto, the

received signal at the LU k, ∀k ∈ K, is given in (31), shown
at the bottom of the page, where τk = (rUk,I − rUk,Q)/c

is the latency factor , and δk = e−j2πfcτk is the phase
compensation factor, for the LU k, ∀k ∈ K.

For multi-LU secure transmission, we aim to simultane-
ously transmit multiple interference-free symbol streams
to multiple LUs. For notational clarity, we define comple-
ment of channel matrix of the LU k, ∀k ∈ K, as

H−k,I
∆= [hU1,I , ..., hUk−1,I , hUk+1,I ..., hUK ,I ]. (32)

Then, for the case of multiuser, the design of beamforming
vector k, ∀k ∈ K, at transmitter I, is given by

P12: min
wk,I

∥wk,I∥2
2 (33a)

s.t. Re{hH
Uk,Iwk,I} ≥

√
ζkσUk

, (33b)

Im{hH
Uk,Iwk,I} = 0, (33c)

HH
−k,Iwk,I = 0, (33d)

where ζk is the required SNR of received signal at the LU
k, ∀k ∈ K. Similarly, the constraints in (33b) and (33c)
are to preserve the validity transmission of in-phase signal
component, so that the received SNR at the LU k is more
than a given SNR threshold ζk, ∀k ∈ K. The constraint
in (33d) imposes the strict constraint on the inter-users
message interference by forcing the message for the LU k
to transmit through the null spaces of all remaining LUs.
Similar to the processes of single LU, we separate the real
and imaginary parts as w̃k,I = [Re{wT

k,I}, Im{wT
k,I}]T ,

hT
k,I,1 = [Re{hH

Uk,I}, −Im{hH
Uk,I}], hT

k,I,2 = [Im{hH
Uk,I},

Re{hH
Uk,I}], HT

−k,I,1 = [Re{HH
−k,I}, −Im{HH

−k,I}], and
HT

−k,I,2 = [Im{HH
−k,I}, Re{H−k,I}H ]. By stacking the

constraints, we can encapsulate the problem P12 as

P13: min
wk,I

∥w̃k,I∥2
2 (34a)

s.t. hT
k,I,1w̃I,k ≥

√
ζkσUk

, (34b)

H̃T
k,Iw̃I,k = 0, (34c)

where H̃k,I = [H−k,I,1, H−k,I,2, hk,I,2]. In consequence,
the form of problem P13 is the same as that of problem
P2. To make problem feasible, it is requested to more
number of transmit antennas than the number of LUs,
i.e., NI > K. By using the SVD operation on H̃T

k,I ∈
R(2K−1)×2NI to eliminate the equality constraint. Then,
we employ an iterative algorithm to obtain the optimal
solution of problem P13 similar as P3.

For the design of AN, in the case of multiuser, it is the
same as the case of single LU, except for a slight difference
in constraint on LUs; that is, the constraint is replaced
with ΠU ,I

∆= HU ,IHT
U ,I to eliminate the interference with

all LUs.
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IV. Analysis of Performance
A. Secrecy Performance

The received radio frequency (RF) signal emitted by two
distributed array transmitters with the designed beam-
forming vectors and AN at LU, is given by

yU (t) =
√

ζσU cos[2πfc(t − rU ,I

c
)]xI(t)

+
√

ζσU sin[2πfc(t − rU ,I

c
)]xQ(t). (35)

A normal phase-demodulation receiver, under perfect
phase and carrier recovery, obtains the in-phase and
quadrature symbol components baseband signals by down-
convert operation and low-pass filter as follows [26, Ch. 6]:{

yU (t) · cos[2πfc(t− rI

c )] LP→ yU ,I(t)=
√

ζσU · xI(t)+nU ,
yU (t) · sin[2πfc(t− rI

c )] LP→ yU ,Q(t)=
√

ζσU · xQ(t)+nU .
(36)

Since |x(t)|2 = 1, we can see that the received power is
ζσ2

U |xI(t)|2 + ζσ2
U |xQ(t)|2, which means that the received

signal at LU meets the received SNR requirement. The
original message x(t) can be obtained by the combination
of the in-phase and quadrature symbol components. The
transmitters are well-designed for the secure transmission
such that LU can directly recover messages. One can
see that no extra signal processing is imposed at LU.
Accordingly, the proposed scheme provides an extremely
low-complexity structure for LU. That is, just a standard
PSK receiver can effectively work, and hence the proposed
scheme can effectively facilitate its application.

From the perspective of wiretapping, our design imposes
much harder for Eves to wiretap the confidential messages
compared to conventional DM techniques realized by a
single transmitter. Next, we present the benefits in terms
of the security enhancement.

a) Decomposed and distributed transmission structure.
Since directions of Eve relative to transmitter I and Q
cannot both be the same as that of the LU, , i.e., θE,I ̸=
θU ,I , or θE,Q ̸= θU ,Q, as per (5), the item hH

E,IwI /∈ R
or hH

E,QwQ /∈ R, then in-phase branch will interfere with
quadrature branch and vice versa.

b) Directivity of array beamforming. For the proposed
scheme, the transmitted signal is decomposed into two
mutually orthogonal symbol branches transmitted by dis-
tributed transmitters. Only the received signal within
the mainlobe has a high SNR. The effective receiving
zone only occurs in the intersection of the two main-lobe
beamforming.

c) Spatial path delay. Due to the different range from
transmitter I and Q to Eves, the transmission path delay is
different. This steers the carriers of two branches to lose or-
thogonality, and thus incurs incorrect recovery happening
at Eves. What’s more, if the path delay difference is over
a symbol period, it may even cause symbol misalignment.

We utilize the decomposed and distributed transmis-
sion structure, directivity of array beamforming, and the
spatial path delay to make it more difficult for Eves to
intercept information, and thus enhance the security. The
intersection of mainlobes, symbols alignment, and carrier
orthogonality, all together form the effective receiving
zone, as shown in Fig 3.

In the previous section, we establish the strategy for
PLS of wireless communications by optimizing the beam-
forming vectors and AN, which is capable of transmit-
ting confidential messages to LU with a weak message
leakage and strong interference outside the neighborhood
around the desired location. Below, we will analyze the
effectiveness of the proposed scheme in terms of average
SINR, average SER, and average secrecy rate, which are
considered as secrecy metrics.

The messages can be recovered as long as both of the
in-phase and quadrature symbol components are correct.
Therefore, we choose the maximum SINR for being con-
ducive to the recovery of the symbol components. For
notational convenience, we drop the arguments of (rI , θI)
and (rQ, θQ) in hI and hQ when there is no ambiguity.
For receivers located at arbitrary locations, the in-phase
symbol components may be carried at the in-phase branch
or quadrature branch, i.e., ΓxI

1 = Re2{hH
I wI }

Im2{δ∆hH
Q

wQ}+Re2{hH
I

nA,I }+Im2{δEhH
Q

nA,Q}+σ2 ,

ΓxI
2 = Im2{hH

I wI }
Re2{δ∆hH

Q
wQ}+Im2{hH

I
nA,I }+Re2{δEhH

Q
nA,Q}+σ2 ,

(37)

where δ∆ = ej2πfc[(rI −rQ)/c−τ ], δE = ej2πfc(rI −rQ)/c,
and σ2 denotes the noise variance. Then, we choose the
maximum SINR of the in-phase symbol component as

ΓxI
∆= max{ΓxI

1 , ΓxI
2 }. (38)

Analogous to (37) and (38), we get the average SINR of
the quadrature symbol components as

ΓxQ

1 = Re2{hH
Q wQ}

Im2{δ−∆hH
I

wI }+Re2{δ−hH
Q

nA,Q}+Im2{δ−∆hH
I

nA,I }+σ2 ,

ΓxQ

2 = Im2{hH
Q wQ}

Re2{δ−∆hH
I

wI }+Im2{δ−hH
Q

nA,Q}+Re2{δ−∆hH
I

nA,I }+σ2 ,
(39)

yUk
(t) = Re{gUk,IhH

Uk,Iwk,Ixk,I(t)} + Re{gUk,IhH
Uk,I

K∑
i=1,i̸=k

wi,Ixi,I(t)} + Re{gUk,IhH
Uk,InA,I}

+ Im{gUk,QδkhH
Uk,Qwk,Qxk,Q(t − τk)} + Im{gUk,QhH

Uk,Q

K∑
i=1,i̸=k

δiwi,Qxi,Q(t − τi)}

+ Im{gUk,QhH
Uk,QnA,Q} + nUk

, (31)
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Fig. 3: Geometric illustration of the effective receiving
zone.

where δ−∆ = e−j2πfc[(rI −rQ)/c−τ ] and δ− = ej2πfcτ . We
choose the maximum correct recovery of the quadrature
symbol component as

ΓxQ
∆= max{ΓxQ

1 , ΓxQ

2 }. (40)

Then, the total SINR of the received signal can be defined
as

Γ ∆= ΓxI + ΓxQ . (41)

We chooes SE as the potential positions of Eves outside
the intersection of the two mainlobes since the passive
Eves may be located at arbitrary position (xE , yE) ∈ SE .
The degree of transmission security can be quantified by
adopting the concept of secrecy rate in the information-
theoretic sense [35]. The average secrecy rate, denoted by
RS , is the difference between the rate of LU and Eve [36],
[37]. Following this definition, we have

RS
∆=

[
log(1 + ΓU ) − max

SE

log(1 + ΓE)
]+

, (42)

where ΓU and ΓE are the average SINR of LU and passive
Eves.

Based on the above discussion, the average SINR of LU
is given by

ΓU = ζ, (43)

which is consistent with the received SNR requirements.
The M -PSK modulation consists of in-phase and

quadrature components of the signal. Using the average
SINR in (38) and (40), the symbol error probability for
any positions equals the probability that either branch has
a bit error [38], i.e.,

Ps = 1 − [1 − Q(
√

2ΓxI )][1 − Q(
√

2ΓxQ)], (44)

where Q(z) =
´∞

z
1√
2π

e−x2/2dx is the tail distribution
function of the standard normal distribution.

B. Error Analysis
In practice, there are always some measurement errors

in the location of LU or the locations may be outdated for
the movement. Then, we analyze the effect of measurement

error on performance. Let us focus on latency time caused
by the measurement errors of range difference, i.e.,

τ = τ̂ + ∆τ . (45)

where τ , τ̂ , and ∆τ are the actual, estimated, and mea-
surement error latency time, respectively.

We first analyze the influence of carrier orthogonality
on measurement errors. The received signal at LU under
measurement errors can be expressed as

ŷU (t)=
√

ζσU xI(t) cos[2πfc(t− rU ,I

c
)]

+
√

ζσU xQ(t−∆τ) sin[2πfc(t− rU ,I

c
+ ∆τ)]+nU .

(46)
Then, we obtains the in-phase and quadrature symbol
components by down-convert operation and low-pass filter
as 

ŷU (t) · cos[2πfc(t − rI

c )]
LP→ ŷU ,I(t) =

√
ζσU · xI(t)

+
√

ζσU xQ(t − ∆τ) sin(2πfc∆τ) + nU︸ ︷︷ ︸
Interference

,

ŷU (t) · sin[2πfc(t − rI

c + ∆τ)]
LP→ ŷU ,Q(t) =

√
ζσU · xQ(t − ∆τ)

+
√

ζσU xI(t) sin(2πfc∆τ) + nU︸ ︷︷ ︸
Interference

.

(47)

It can be easily found that the carrier may be not orthog-
onal due to the measurement errors, which forms inter-
branch interference. When 2πfc∆τ → kπ, k = 0, ±1, ...,
the carriers are closer to orthogonal, so there is less inter-
branch interference. When 2πfc∆τ → kπ + π/2, k =
0, ±1, ..., the carriers gradually lose orthogonality, result-
ing in greater inter-branch interference. Moreover, the
measurement error tolerance is closely related to the trans-
mit carrier frequency. That is, the lower carrier frequency,
the larger measurement error tolerance.

If the measurement errors cause the symbols to be mis-
aligned, the LU cannot receive the information correctly.
We assume the symbol period is t0. It’s easy to draw
conclusions that when |∆τ | < t0/2, the LU is able to
recover messages correctly. However, when |∆τ | > t0/2,
symbol misalignment causes an error output.

The system can still transmit effectively within a certain
error, but its performance will be reduced. In fact, for se-
cure wireless transmission, the robustness goes against the
security. The prior location information of the transmitters
and the LUs can be obtained in advance. Especially for the
scenarios where the transmitters’ and LUs’ positions are
fixed or the trajectory can be predicted, we can use pilot
signal, feedback link adjustment, and high precision GPS
to minimize the measurement errors as much as possible,
so as to improve the system secrecy performance.

V. Simulation Results
In this section, we provide numerical simulation results

to validate the performance of our proposed D3M scheme.
Unless stated otherwise, the simulation parameters used
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Fig. 4: Message power distribution versus coordinate on
the x-y plane, where N = 32, DT = 50 m, and ζ = 10 dB.

in this section are as follows. The carrier frequency is
set to fc = 1 GHz. For simplicity, all the background
thermal noise variance is assumed to be identical, i.e.,
10 log(σ2

U ) = 10 log(σ2
E) = −100 dBm, and the dis-

tributed transmitters contain a total of N elements, i.e.,
N = NI + NQ, NI = NQ. The antenna spacing of ULA
is dI = dQ = c/(2fc) to avoid creating grating lobes.
We fix LU’s coordinate as (xU , yU ) = (530 m, 570 m).
The conventional single array transmission (SAT) located
at the origin presented in [9], [11] and the conventional
null space projection (NSP) method presented in [14] are
adopted as performance references, respectively. Following
the electromagnetic wave propagation path loss model in
the free space [26], the path loss factor is determined by

Lfs(dB) = −20lg[ρ(r)]
= 32.5 + 20 lg[fc(MHz)] + 20 lg[r(Km)]. (48)

Figure 4 depicts the spatial distribution of the received
message power, i.e., without AN. As expected, the radia-
tion patterns of two transmit arrays both indicate the de-
sired directions. The received message power synthesized
nearby LU is the equivalent of about −90 dBm, which is
conformed to the received message power requirements.
That is, our design of beamforming vector can satisfy
the received message power requirements for LU. At the
same time, it effectively suppresses the power of received
message for Eves along the sidelobes. As the radio wave
propagates, the message power gradually weakens. That
is, it follows that the closer receiver gets to transmitter
the stronger received message power becomes. Therefore,
it tends to more message leakage when Eves are close to
the transmitter.

The message and AN power distributions versus di-
rection dimension are plotted in Fig. 5(a) and 5(b), re-
spectively. From Fig. 5(a), it can be observed that the
message power in the desired direction satisfies the re-
quired power and the leakage power on the sidelobes is
different. In particular, for the proximal desired directions
more message power is leaked. In Fig. 5(b), we compare

Potential Eves’ directions

BW

I
q

(a)

10dB

(b)

Fig. 5: Power distribution emitted by the transmitter I
versus direction dimension (a) message power, (b) AN
interference power, where N = 32 and γ = −20 dB.

AN interference power of our proposed AN design method
with conventional NSP method. For a fair comparison, in
the simulations, we set transmit AN power to be equal. A
general observation is that a deep null of AN interference
power is formed along the direction of LU. This means
that the design of AN nulls out the interference to LU. The
AN interference power of the NSP method is distributed
uniformly in the undesired directions regardless of the
message power along side-lobe directions due to the only
constraint on the null space of the desired direction. By
taking the message power of the sidelobes into account,
the proposed AN design method makes full use of the
limited transmit AN power to meet the target SINR value
in the undesired directions. In general, as Eve moves close
to LU, it can readily intercept the confidential messages
for more message power leakage at the proximal LU. As
seen, the proposed AN design method is more focused on
the proximal desired direction, and thus generates more
interference for proximal LU, about 10 dB over the NSP
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Fig. 6: SINR distribution versus coordinate on the x-y
plane, where N = 32, DT = 50 m, γ = −20 dB, and
ζ = 10 dB.

method. This makes the potential Eve near LU suffered
from more AN interference. Hence, our proposed AN
design method enhances the security. Moreover, due to the
free space path loss, the closer the Eve gets to transmitter,
the more message power gets, so does AN interference
power. This causes a uniform and weak average SINR
distribution (cf. Fig. 6) outside the mainbeam around
the desired location where Eve may exist. Overall, our
proposed AN design method is able to guarantee the target
SINR in the undesired directions with less transmit AN
power consumption, which utilizes AN to provide security
with high efficiency gains. Additionally, AN interference
power distribution emitted by transmitter Q has the same
result, and thus, it will not be shown further.

We further illustrate the average SINR distribution in
Fig. 6. As expected, a SINR peak converges to LU’s
location on the x-y plane. The value of SINR peak is equal
to 10 dB, which satisfies the received SNR requirement for
LU. This indicates that high-reliable information-receiving
for LU can be guaranteed. As a contrast, the average
SINR outside the neighborhood around the LU’s location
is smooth and much lower than the peak value. This is
caused by the weak message leakage power in addition to
high AN interference.

Then, we illustrate the average SER in Fig. 7. We
adopt quadrature phase shift keying (QPSK) modulation.
Consistent with the SINR results in Fig. 6, the average
SER is low only at the position of LU, while our proposed
scheme causes a uniform and considerable average SER
distribution in other regions. A general observation is
that the ultimate aim of spatial (including angle-range-
dependent) secure transmission is achieved.

We show the received constellation diagram at LU and
typical Eve synthesized by the proposed D3M method
to transmit QPSK signals. As is evident in Fig. 8, the
constellation produced by the proposed D3M method at
LU is standard constellation diagram while, along an unde-
sired transmit locations, the received symbols appear to be

Fig. 7: SER distribution versus coordinate on the x-y
plane, where N = 32, DT = 50 m, γ = −20 dB, and
ζ = 10 dB.

(a)
(b)

(c)

(a) SAT — Symbols appear to Eve

(b) D3M — Symbols appear to LU

(c) D3M— Symbols appear to Eve

Fig. 8: Constellation diagrams of the noiseless received
signals as it appears to Eve and LU.

random. Also, the constellation produced by conventional
SAT method is still crisp enough to demodulate for a
sensitive Eve.

We further show the average SER for the case of multi-
ple LUs in Fig. 9. Typically, in the case of two LUs, i.e.,
K=2, who are located at (xU1 , yU1) = (530 m, 570 m),
(xU2 , yU2) = (−200 m, 800 m), and ζ1 = ζ2 = 10 dB
(possibly different). One can observe that a low SER can
be formed around LUs’ locations whereas a high level
of SER is imposed in other locations. This indicates the
proposed multi-LU scheme is capable of conveying the
multiple message streams to the corresponding LUs, simul-
taneously, while defending the confidential messages from
wiretapping. Therefore, the proposed scheme provides a
feasible solution of secure transmission in handling the
case of multiuser.

Figures 10 and 11 illustrate how the number of trans-
mit antennas and LUs influences the power consumption,
including the transmit message power and transmit AN
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Fig. 9: SER distribution versus coordinate on the x-y plane
for multiple users, where K = 2, N = 32, DT = 50 m,
γ = −20 dB, and ζ1 = ζ2 = 10 dB.

power. Unless otherwise stated, the consumed power refers
to total power of two distributed transmitters. The mes-
sage power consumption versus the required received SNR
of LUs for different number of transmit antennas and LUs
is shown in Fig. 10. It can be seen that, a larger value
of required received SNR at LUs indicates that it has to
consume more transmit message power to meet the quality
of transmission for LUs. Besides, it is noticed that, larger
number of transmit antennas yields less transmit message
power consumption, and more LUs need more transmit
message power. Our proposed design of the beamforming
vector is to provide a prescribed quality communication
assurance for LUs with the minimum transmit message
power. That is, given a prescribed minimum received SNR
value, the minimum transmit message power is deter-
mined, which is able to minimize the potential of message
leakage to Eve. The transmit AN power consumption
versus the number of transmit antennas, for different
target SINR in the undesired locations and numbers of
LUs, is shown in Fig. 11. Similarly, lower target SINR for
the undesired directions, less transmit antennas, and more
LUs are required for more transmit AN power consump-
tion.

Figure 12 presents the average secrecy rate of our
proposed scheme versus the total transmit power, for
different numbers of transmit antennas and LUs as well
as those of SAT scheme. Moreover, we also present
the theoretic upper bound of average secrecy rate; that
is, the achievable rate without Eve, which is given by
log2(1 + ζ). To evaluate the security performance for
multiuser scenario, the average secrecy rate is adopted
as secrecy-sum-rate [14], [37], which can be defined as

RS
∆= 1

K

K∑
k=1

[
log (1 + ΓU ,k) − max

SE

log (1 + ΓE,k)
]+

. From
this figure, we see that larger total transmit power yields
higher average secrecy rate. Obviously, the average secrecy
rate is relatively low in small total transmit power regime
due to the fact that in such a case, insufficient available
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Fig. 10: Minimum transmit message power versus required
received SNR, for different numbers of transmit antennas
and LUs.
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Fig. 11: Minimum transmit AN power versus the number
of transmit antennas, for different target SINR and num-
bers of LUs.

transmit power can be consumed to produce AN to reduce
achievable rate of Eve. However, in high transmit power
regime, the average secrecy rate of our proposed scheme
tends to saturate and its value converges to the theoretical
upper bound. The reason is that more transmit power
can be consumed to produce the AN, which makes the
available rate of Eve close to zero. What’s more, as is well-
known in array signal processing, adding more antennas
to the transmit array enhances the array’s capability in
the degree of spatial freedom thereby enabling a thinned
main-lobe width to improve the average secrecy rate. On
the other hand, it is evident that the average secrecy
rate for the SAT scheme is much lower than that of the
proposed D3M scheme. This is because the beampattern
of phased-array transmission is only angle-dependent. We
consider that Eve is located anywhere, including identical
direction as the LU. The SAT scheme fails to provide
satisfactory secrecy performance when LU and Eve are
located along the same direction. Therefore, it is more
probable to enhance the security for our proposed D3M
scheme compared to the SAT scheme in practice.



13

5 10 15 20 25 30 35 40 45 50

Total transmit power (dBm)

0

0.5

1

1.5

2

2.5

3

3.5

A
v
e
ra

g
e
 s

e
c
re

c
y
 r

a
te

 (
b
p
s
/H

z
)

Upper bound

D3M,N=32,K=1

D3M,N=8,K=1

D3M,N=32,K=2

D3M,N=8,K=2

SAT,N=32,K=1

SAT,N=8,K=1

SAT,N=32,K=2

SAT,N=8,K=2

Fig. 12: Average secrecy rate versus the total tansmit
power, for different number of transmit antennas, where
DT = 50 m, γ = −20 dB, and ζ = 10 dB.

VI. Conclusion
In this paper, we proposed an AN-aided D3M secure

transmission scheme to enhance PLS in wireless com-
munication systems against passive eavesdropping. Based
on the phased-array transmission structure, the transmit
M -PSK constellation was decomposed into in-phase and
quadrature components, and then modulated them into
mutually orthogonal branches, each of which was trans-
mitted by one transmitter. Specifically, the beamforming
vector of the transmitters was individually designed to
ensure that the signal branches can be synchronic and ac-
curate transmission for the LU with the minimum transmit
message power. We employed an iteration algorithm which
optimized the beamforming vectors of transmitters succes-
sively. A closed form solution for each step showed that the
proposed algorithm can be efficiently implemented. Next,
the AN projection matrix was imposed to further scramble
the received signal at Eve. Moreover, our proposed scheme
was further extended to the cases of multi-LU. Finally,
extensive numerical simulations demonstrated the signif-
icant performance advantages. Our proposed AN-aided
D3M scheme can achieve “point” secure transformation,
whose security overcomes “line” secure transformation
of the conventional phased array transmission. Due to
the limitation of LoS transformation channel and high-
precision position information, our proposed D3M scheme
can be applied to the near future static or quasi-static LoS
transmission scenarios with high security requirements.
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