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Data clones are defined as multiple copies of the same data among datasets. Presence of data clones between datasets can cause issues
such as difficulties in managing data assets and data license violations when using datasets with clones to build AI software. However,
detecting data clones is not trivial. Majority of the prior studies in this area rely on structural information to detect data clones (e.g.,
font size, column header). However, tabular datasets used to build AI software are typically stored without any structural information.
In this paper, we propose a novel method called SimClone for data clone detection in tabular datasets without relying on structural
information. SimClone method utilizes value similarities for data clone detection. We also propose a visualization approach as a
part of our SimClone method to help locate the exact position of the cloned data between a dataset pair. Our results show that our
SimClone outperforms the current state-of-the-art method by at least 20% in terms of both F1-score and AUC. In addition, SimClone’s
visualization component helps identify the exact location of the data clone in a dataset with a Precision@10 value of 0.80 in the top 20
true positive predictions.
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1 INTRODUCTION

Datasets form a key component in the development of Artificial Intelligence (AI) software, whose adoption and
commercialization have increased significantly in the past decade [68]. These datasets are commonly created by
combining multiple datasets, scraping several sources, or merging different tables in a data warehouse [10, 63]. For
example, CIFAR-10, a commonly used dataset to build AI software, was created by extracting a subset of images from
the 80 Million Tiny Images dataset, which was in turn created from several different data sources including Google
Images, Flickr, and Ask [47]. Such practices create data clones among datasets.
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2 Xu et al.

We define data clones as multiple copies of identical data across datasets. Data clones presented in the dataset could
raise concerns and risks for AI developers and companies from various aspects. First, many datasets have specific usage
restrictions or requirements for attribution. Misusing or abusing such data could lead to copyright infringement and
license issues [14, 78]. Second, data clones could lead to data leakage and introduce bias for AI model training and
evaluation [5, 42, 65]. For instance, if certain types of data are overrepresented due to cloning, the resulting models
may exhibit skewed predictions or decisions, favoring the duplicated data at the expense of underrepresented or
minority groups. This can exacerbate existing biases in the data, leading to unfair outcomes in AI applications [4, 20, 24].
Therefore, in the realm of software engineering, the detection and management of data clones are of paramount
importance. It enables AI software developers to maintain data integrity, ensuring traceability and compliance with
data provenance and licensing requirements.

Although prior studies [6, 23, 37, 60, 71, 74, 83] have proposed several methods that tackle related problems, there are
several shortcomings when applying such methods to detect data clones in the above-mentioned context. First, many
proposed methods in the literature can only detect data clones in homogeneous datasets (e.g., image datasets [60, 74]),
not structured heterogeneous datasets (e.g., tabular datasets) [15], despite tabular data being the most common data
type in real-world AI applications [67]. Second, for methods that work on tabular datasets, they either only consider
record-level clones and ignore column-level clones (commonly referred to as data duplication detection) [6, 39, 71],
or heavily rely on structural or formatting information such as row or column headers, formulas, and background
colors [23, 37, 83], which are not available in tabular datasets that are used in AI software development. Tabular datasets
used in AI software development are usually large and value-oriented. Therefore, existing approaches are not applicable
to tabular datasets for real-world AI software development.

In this paper, we propose a novel method titled “Value-based Similarity for Data Clone Detection” (SimClone)
to detect data clones among tabular datasets. SimClone overcomes the limitations of prior work by requiring no
format-related metadata. SimClone is based on the premise that values within tabular datasets represent the most
discriminative attribute of clones and that the presence of similar values between two datasets is indicative of the
existence of data clones. To detect data clones, SimClone first computes 14 value similarity features using 6 value-based
similarity metrics (i.e., Jaccard [56], Textrank [54], Simhash [35], Levenshtein [50], Mean and Standard Deviation)
between each dataset pair, and then uses a supervised machine learning classifier to detect if there are data clones
between the two paired datasets. Additionally, we propose a visualization method that enables SimClone users to locate
the exact position of cloned data between a dataset pair by combining the feature importance scores that we obtain by
interpreting the constructed classifier using SHAP [53] with the similarity matrices obtained in the previous steps. The
classifier is trained on 11,935 pairs of datasets synthesized from injecting clones into 154 datasets in the UCI machine
learning repository. We evaluate SimClone against the state-of-the-art tabular data clone detection method LTC [83] on
both the synthesized test set and real-world datasets EUSES [29].

SimClone outperforms the state-of-the-art (SOTA) method LTC in all evaluation metrics. For instance, SimClone
achieves an F1 of 0.83, improving LTC by at least 32.3% on the synthetic test set. SimClone improves LTC at least 100%
on the real-world EUSES dataset in terms of Precision@K even when K=200. In addition, our visualization method can
improve the baseline by at least 45% in locating the positions of cloned data in the detected clone pairs. In addition, we
make the code for SimClone and our experiments (including the synthetic datasets that we created) openly available in
a replication package [1] to foster open science and provide a benchmark for tabular data clone detection that can be
used by future research.

In summary, the contribution of our paper includes:
Manuscript submitted to ACM
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Table 1. General definition of data clone and example cases for tabular datasets

General Definitions of Data Clone Example Cases of Clones among Tabular
Datasets

Terms Data records Rows/columns
Data items Cells

Clone Types

1 Exact match of data records or data items (only
difference in metadata such as modified date,
file name, etc.).

A consecutive group of identical cell values.

2 Exact content of data records or data items
with differences in format.

Numeric values with different precisions; tex-
tual values with different encodings.

3 Simple transformation of data records or data
items.

Adding/dropping a certain amount of columns
or rows in tabular data, switching the order of
columns or rows.

4 Complex transformation of data records or
data items which are derivative of original data
records or data items.

Values that have been transformed using dif-
ferential privacy techniques (e.g., adding small
noise to the data).

• To the best of our knowledge, we are the first to introduce value similarity metrics into the detection of data
clones between tabular datasets. Our study provides a framework for use in real-world production environments
and offers insight for future research on data clones.
• We conducted experiments on the UCI Machine Learning dataset repository and also the real-world dataset
EUSES and Enron. Our experimental results suggest promising performance in detecting data clones among
tabular datasets. We open-sourced our data and code implementation[1].
• We proposed a visualization method that leverages interpretable AI technique SHAP [53] to facilitate the
visualization process of SimClone, our experiment result suggests the methods can help users better locate the
data clone. The idea of combining interpretable AI with visualization could inspire future research.
• We have released a clone-injected subset of the UCI Machine Learning dataset repository as a benchmark for the
detection of data clones in tabular datasets for future studies.

Paper organization. Section 2 defines different types of data clones in tabular datasets. Section 3 presents the related
work and Section 4 provides the methodology of SimClone. In Section 5, we describe the experiment design that is used
to evaluate SimClone. In Section 6, we present the results of our RQs. In Section 7, we discuss the implications of our
study and point out the future direction. In Section 8, we provide the threats to the validity of our study. Finally, we
conclude our paper in Section 9.

2 DEFINITION OF DATA CLONE

In previous studies, the concept of data clone is defined mostly in the context of spreadsheets, as cell blocks that are
created by directly copy-pasting values or computational semantics (i.e., formula) [23, 37]. The main motivation behind
defining data clones in such a context is that users may introduce errors in the data when copy-pasting cell blocks,
especially when the cells contain formulas. However, such definitions do not cover issues specific to the usage of
data in AI software development (e.g., traceability, provenance, and data license conformance). In particular, most
tabular datasets used for machine learning are plain values without formulas. In addition, a data license may also
prohibit certain usages of any derivatives from the original data (i.e., data transformation), which is beyond the scope
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of the spreadsheet data clone definitions but overseeing such clones may result in data license violation. Finally, such
definitions do not consider other unstructured data types such as images.

Hence, we propose a set of general definitions for different types of data clones, that are not limited to the context
of copy-pasting in spreadsheets, and can be extended to more data types. Table 1 presents our general definitions
and examples of cases of clones in tabular datasets under each type. Inspired by the definitions of different types of
code clones, we also use different types to describe different levels of data clones. The definition takes into account
the unique characteristics of tabular datasets, specifically Translation Invariance and Value Orientation. Translation
Invariance refers to the property of a tabular dataset that allows for it to be considered the same, regardless of shifts or
changes in column or row positions. Value Orientation pertains to the unique characteristics of the data being the most
distinct attributes of the dataset.

Our definitions are to be distinguished from another relevant but different concept - data duplication. Under our
definition, data clones in tabular datasets can occur in two dimensions: both rows and columns, whereas data duplication
only concerns repetition at the row (i.e., record) level. Hence data duplication can be considered a special case of data
cloning under our definitions.

In this study, we mainly focus on detecting Type-1 and Type-3 data clones among tabular datasets. Our method also
works for Type-2 data clones on numerical values.

3 RELATEDWORK

In this section, we discuss related work to our study.

3.1 Data quality issues

Modern artificial intelligence (AI) applications require a large amount of training and test data, which creates critical
challenges not only concerning the availability of such data, but also regarding its quality. For example, data quality
related to incomplete, inconsistent, dated, duplicated, or inappropriate training data can lead to unreliable models that
produce ultimately poor decisions [9, 32, 41, 85]. There are remarkable efforts that have been invested in improving
the data quality from various aspects [21, 28, 30, 59]. For instance, to improve the data consistency and accuracy,
Gao et al. [21] proposed an approach to identify the data consistency and accuracy by using conditional functional
dependencies and also developed algorithms to fix the data quality issues. Pleiss et al. [59] proposed a method to identify
mislabeled data and mitigate their impact when training neural networks by using the Area Under the Margin (AUM)
statistic, which exploits differences in the training dynamics of clean and mislabeled samples.

Data duplication is the most related data quality issue to our study. If certain types of data are overrepresented due
to duplication, the resultant models may exhibit skewed predictions or decisions, favoring the duplicated data at the
expense of underrepresented or minority groups [4]. Data deduplication is widely researched in the data management
community. Numerous approaches for data deduplication have been proposed. As summarized by Ilyas et al. [39], data
deduplication methods can be classified into two categories: unsupervised and supervised. Unsupervised methods,
such as those based on a pre-specified threshold [18, 55], or domain-specific rules [22, 38, 76], do not rely on labeled
clone pairs. On the contrary, supervised methods such as Naive Bayes [77], decision trees [17], or support vector
machines [13] require labeled clone pairs to train models. In recent years, there has been a growing interest in the
role of humans in the data deduplication process to improve the accuracy of automatic data deduplication. Wang et al.
proposed CrowdER [75], which only sends high-probability clone pairs identified by machine learning models to be
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verified by crowd-sourced platforms. Gokhale et al. proposed Corleone [31], which uses a combination of blocking
rules and active learning to improve accuracy while minimizing crowdsourcing costs.

As mentioned in Section 2, data duplications are a special case of data clones, where only record-level clones (i.e., rows
in tabular datasets) are considered. In other words, data clone is generalized from data duplication and is also a type of
data quality issue. However, due to the difference between data clone and data duplication, existing data deduplication
methods are not applicable in our context. Therefore, in this study, we develop SimClone which is designed to identify
data clones in tabular datasets.

3.2 Data Clone Detection in Spreadsheets

Spreadsheets are one format of tabular datasets. Prior work on clones in tabular datasets mostly focuses on copy-pasting
across spreadsheets, because such action can introduce errors especially when formulas are presented. Hermans et
al. [37] showed that data clones are common among spreadsheets and pose a threat to spreadsheet quality, and proposed
an algorithm to identify and resolve clones. Dou et al. [23] proposed TableCheck, a tool that detects spreadsheet data
clones based on the observation that two tables with the same header information are likely to be cloned. Zhang et
al. [83] proposed LTC (Learning to detect Table Clones), which uses information such as row header name, font type,
and font color, among other format features to detect spreadsheet data clones.

As discussed in Section 2, tabular datasets that are used for AI software development do not contain most format
information. In addition, many existing methods (e.g., TableCheck, LTC) cannot identify cloned data blocks that have
gone through simple transformations such as reshuffled row and column orders (i.e., Type 3 data clone). Therefore,
existing spreadsheet data clone detection methods cannot be directly applied in the context of AI software development.

3.3 Detecting Clones and Duplicates in other Software Artifacts

Clone as a concept has been extensively studied in the software engineering community for various artifact types,
such as code clones and bug report duplicates. For instance, many methods have been proposed for code clone
detection, including lexical analysis, Abstract Syntax Tree (AST) comparison, metric-based, program slicing, and
machine learning [2, 46, 66]. In addition, prior work has also explored detecting clones in images [60, 74].

Recently, with the rise of pre-trained models and their state-of-the-art performance in various software engineering
(SE) tasks, they have been increasingly applied to detect clones and duplicates in software artifacts [27, 33, 40, 72]. For
example, Feng et al. introduced CodeBERT, a pre-trained model based on the BERT architecture specifically trained
on source code for code-related tasks [27]. They demonstrated its effectiveness in capturing source code semantics
and measuring their similarity in code detection tasks. Similarly, Guo et al. introduced Graphcodebert [33], which
incorporates structural information (e.g., data flow) in training and achieves state-of-the-art performance in code clone
detection. Isotani et al. utilized BERT to detect duplicate bug reports [40].

However, due to the nature of tabular data, which consists of a mixture of numeric and string values, directly applying
such pre-trained models is challenging. For instance, it is difficult to directly apply a pre-trained model like BERT to
measure the similarity of two sets of numeric values. Therefore, we propose our value-based similarity approach to
individually measure the similarity between string and numeric values. This approach enables more effective comparison
and identification of similarities within tabular data.
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Fig. 1. Overview of SimClone.

4 METHODOLOGY

In this section, we introduce our proposed value-based Similarity for data Clone Detection (SimClone) method in
detail.

We define the task of data clone detection as follows: Given a set of 𝑛 datasets 𝑆𝑒𝑡𝑑𝑎𝑡𝑎𝑠𝑒𝑡 = {𝐷1 ..𝐷𝑛}, we aim to find
all dataset pairs ⟨𝐷𝑖 , 𝐷 𝑗 ⟩ ∈ 𝑆𝑒𝑡𝑑𝑎𝑡𝑎𝑠𝑒𝑡 that contain data clones (referred to as 𝐶𝑙𝑜𝑛𝑒𝑃𝑎𝑖𝑟 ) and indicate the location of
data clone in each 𝐶𝑙𝑜𝑛𝑒𝑃𝑎𝑖𝑟 . For simplicity, we use dataset and tabular dataset exchangeably in the following sections.
However, identifying data clones is a challenging task. There are several challenges for data clone detection. Firstly, we
focus on Type-1, Type-2, and Type-3 clones. There could be various forms and sizes of clones in each clone type. For
instance, Type-3 data clones focus on simple transformation of data records or data items, such as adding/dropping a
certain amount of columns or rows in tabular data, or switching the order of data. There are infinite ways to transform
the tabular data from one form into another form with those simple transformations. In addition, the clone could be
either text, numerical values, or their combination, we need to design different features to capture their characteristics
and measure their similarity. Therefore, it is challenging to manually craft hard rules (e.g., deciding the threshold for
similarity, assigning weight for different features, etc.) to identify data clones with various transformations and forms.
Even though manually crafting hard rules is possible, it is a labor-intensive process. Second, even if a pair of tabular
data is identified as a ClonePair, with enormous data points in the pair, it is still a challenging job to identify the exact
location of the cloned data. Therefore, to address the above challenges, we propose SimClone to identify ClonePairs by
learning a classifier automatically from data clones and visualize the exact location of cloned data within a ClonePair
to help practitioners locate the clone data. Training a classifier requires a large amount of data, however, no existing
data clone dataset could leveraged for this purpose. Therefore, We first create a synthetic dataset where we artificially
inject Type-1 and Type-3 data clones. We then pair every dataset with every other dataset in the synthetic dataset
and label which pairs are ClonePairs among them. We derive value similarity-based features between each dataset
pair and train a binary classifier on this synthetic dataset to identify ClonePairs. We leverage this trained classifier to
identify ClonePairs among a given set of dataset pairs. In addition, we develop a visualization approach to indicate the
exact location of the cloned data within a ClonePair. Thus, for SimClone, the input is a pair of two datasets and the
output is a binary classification result (e.g. whether the given dataset pair is a ClonePair), plus a visualization result
indicating the location of the data clone if the dataset pair is a ClonePair. Figure 5 presents an overview of our SimClone
Manuscript submitted to ACM
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Table 2. Basic details about UCI repository

Mean
#Row

Mean
#Col

Max
Row

Max
Col

Total
datasets

Selected
datasets

1,774.8 24.92 4,000 60 439 154

method, which is composed of training and inference phases. We elaborate on the details of each step of SimClone in
the following subsections.

4.1 Synthetic dataset creation

For our SimClone method, we need a dataset comprised of tabular dataset pairs with labels indicating if they are a
ClonePair. However, as far as we know, such a dataset with labeled ClonePairs is not readily available. Hence, we create
a collection of synthetic tabular datasets that contain data clones for our experiment. We then create dataset pairs from
these clone injected datasets and label the dataset pair as either ClonePair or not. Towards this end, we first collect
tabular datasets that are commonly used in machine learning applications. Then we inject Type-1 and Type-3 data
clones into them. Finally, we create the dataset pairs and label them. We explain each step in detail below.
Step 1: Dataset collection. We select the tabular datasets from the UCI Machine Learning dataset repository [25] for
creating our synthetic dataset. This repository contains 439 tabular machine learning datasets for various machine
learning tasks (e.g., classification, regression, and clustering). It is commonly used in research as a source of benchmark
datasets for evaluating and comparing different machine learning algorithms [3, 58, 82]. For our experiment, we select
154 datasets out of the 439 datasets by using the following three criteria: 1) a dataset must have more than 5 rows, to
ensure that the dataset is large enough to be useful for machine learning tasks. 2) a dataset must have more than 2
columns, to ensure that the dataset has enough features or attributes to be informative for machine learning tasks. 3) a
dataset must be parseable by the Python library Pandas [57] to enable ease of experimentation. To reduce processing
time and memory usage, we truncate the datasets to have a maximum of 4000 rows and 60 columns (mean number of
rows and columns across the selected 154 datasets). Table 2 provides details about our selected datasets.
Step 2: ClonePair generation. This step is comprised of three sub-steps. First, we create dataset pairs and then we
inject them with either Type-1 or Type-3 clones depending on the type of dataset pair that we create. Finally, we label
the dataset pairs as either ClonePair or not. Algorithm 1 shows our overall approach for injecting data clones and
labeling ClonePairs.
Step 2.1: Dataset pair creation. We take the 154 datasets, and create pairs among them as shown in lines 1 and 2 of
the Algorithm 1. This creates two types of dataset pairs. First, identical pairs where a dataset A is paired with itself and
non-identical pairs where dataset A is paired with other datasets in the list. This step would create 154 identical pairs
and 11,781 non-identical pairs.
Step 2.2: Clone injection. We inject Type-1 clones on identical pairs (Lines 7-8) and Type-3 clones on the non-identical
pairs (Lines 9-10) using the following operations.

(1) Type-1_injection(𝐴, 𝑝): Figure 2 presents an outline of Type-1_injection operation. Given an identical pair (e.g.,
(𝐴,𝐴)) only one instance of the dataset 𝐴 is passed on to the operation. For the dataset 𝐴, we randomly sample 𝑝%
of all consecutive columns/rows (i.e., exact clone) from 𝐴 and create a new dataset 𝐵 using sampled columns/row.
Therefore, we generate a data pair 𝐴 and 𝐵 with Type-1 clone. Note that columns and rows are randomly sampled
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8 Xu et al.

with 50% and 50% probability. For instance, when setting 𝑝 = 20%, we randomly generate a percentage of 20% of
columns or rows (by random choice) from 𝐴 to create a new table 𝐵 with those sampled columns or rows.

(2) Type-3_injection(𝐴, 𝐵, 𝑝): Figure 3 presents an outline of Type-3_injection operation. Given a non-identical dataset
pair 𝐴 and 𝐵, we randomly sample 𝑝% of all columns/rows from 𝐴 and inject them into 𝐵. Note that, we inject the
sampled columns/rows in the random positions of 𝐵. Therefore, the order of sampled columns and rows may vary
in 𝐵. In addition, the shapes of 𝐴 and 𝐵 may be different. To handle this, we always sample columns/rows from the
bigger tabular dataset and inject them into the smaller dataset, by dropping the extra. Similar to Type-1_injection
operation, columns, and rows are randomly sampled with 50% and 50% probability.

Step 2.3: ClonePair labeling. We label if the given dataset pair (both identical and non-identical pair) is a ClonePair
based on a threshold 𝑡 . We label the pair having at least 𝑡 cloned data as a ClonePair (Line 12 - 13) and otherwise label
it as non-ClonePair (Line 14-15). In a real-world scenario, practitioners probably consider the different amounts of
duplicated data as clones. Therefore, we keep 𝑡 as a threshold that allows practitioners to tune and train the clone
detection classifier with different degrees of sensitivity. To reflect this in the algorithm, we first generate a random
number from [0, t) and [t, 1] with equivalence chance (Line 3-5).

In summary, for a total of 154 datasets, we generated 11,935 dataset pairs. Algorithm 1 involves the random process,
the number of clonePairs and non-clone pairs may vary for different 𝑡 . However, we still maintain an approximate
ratio of 1:1 for non-ClonePairs and ClonePairs because of the design of our algorithm. For instance, we generate 5552
ClonePairs and 5474 non-ClonePairs, respectively, when 𝑡 = 10%.

Algorithm 1: Data clone injection
Input: 𝑡𝑎𝑏𝑙𝑒_𝑙𝑖𝑠𝑡 : A list of tabular datasets
Input: 𝑡 : A threshold that is used to label data pairs
Output: 𝑑𝑎𝑡𝑎_𝑝𝑎𝑖𝑟𝑠_𝑐𝑙𝑜𝑛𝑒: A list of clone data pairs
Output: 𝑑𝑎𝑡𝑎_𝑝𝑎𝑖𝑟𝑠_𝑛𝑜𝑛𝑐𝑙𝑜𝑛𝑒: A list of non-clone data pairs

1 for 𝑖 ← 0 to 𝑠𝑖𝑧𝑒 (𝑡𝑎𝑏𝑙𝑒_𝑙𝑖𝑠𝑡) in 𝑡𝑎𝑏𝑙𝑒_𝑙𝑖𝑠𝑡 do
2 for 𝑗 ← 𝑖 to 𝑠𝑖𝑧𝑒 (𝑡𝑎𝑏𝑙𝑒_𝑙𝑖𝑠𝑡) in 𝑡𝑎𝑏𝑙𝑒_𝑙𝑖𝑠𝑡 do

/* Randomly generate a number from [0, 𝑡 ) or [𝑡, 1] with equivalence chance */

3 𝑝1 = randomly generate a number ∈ [0, 𝑡)
4 𝑝2 = randomly generate a number ∈ [𝑡, 1]
5 𝑝 = randomly pick from 𝑝1 and 𝑝2 with equivalent chance
6 𝑔𝑒𝑛𝑒𝑟𝑎𝑡𝑒𝑑𝑇𝑎𝑏𝑙𝑒 = NULL
7 if 𝑖 = 𝑗 then
8 𝑔𝑒𝑛𝑒𝑟𝑎𝑡𝑒𝑑𝑇𝑎𝑏𝑙𝑒 = Type-1_injection(𝑡𝑎𝑏𝑙𝑒_𝑙𝑖𝑠𝑡 [𝑖], 𝑝)
9 else
10 𝑔𝑒𝑛𝑒𝑟𝑎𝑡𝑒𝑑𝑇𝑎𝑏𝑙𝑒 = Type-3_injection(𝑡𝑎𝑏𝑙𝑒_𝑙𝑖𝑠𝑡 [𝑖], 𝑡𝑎𝑏𝑙𝑒_𝑙𝑖𝑠𝑡 [ 𝑗], 𝑝)
11 end

/* Label the data pair based on the amount of duplicated data. */

12 if 𝑝 ≥ 𝑡 then
13 𝑑𝑎𝑡𝑎_𝑝𝑎𝑖𝑟𝑠_𝑐𝑙𝑜𝑛𝑒 .add(𝑡𝑎𝑏𝑙𝑒_𝑙𝑖𝑠𝑡 [𝑖], 𝑔𝑒𝑛𝑒𝑟𝑎𝑡𝑒𝑑𝑇𝑎𝑏𝑙𝑒)
14 else
15 𝑑𝑎𝑡𝑎_𝑝𝑎𝑖𝑟𝑠_𝑛𝑜𝑛𝑐𝑙𝑜𝑛𝑒 .add(𝑡𝑎𝑏𝑙𝑒_𝑙𝑖𝑠𝑡 [𝑖], 𝑔𝑒𝑛𝑒𝑟𝑎𝑡𝑒𝑑𝑇𝑎𝑏𝑙𝑒)
16 end
17 end
18 end
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Fig. 2. Type-1_injection operation.
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Fig. 3. Type-3_injection operation.

4.2 Similarity computation

Prior techniques (e.g., LTC [83] and TableCheck [23]) that are designed for table clone detection on spreadsheets do not
work effectively on tabular datasets, which usually are stored in formats like CSV which do not contain formatting
attributes such as cell formula, font size, and font color. Therefore, we need to design features that are value-oriented
and can capture the similarity between two columns or two rows based on their cell values. Towards this end, we
design various metrics to measure the similarity of two lists of values for different data types (i.e., numeric and string).
Before diving into the calculation of features, we first introduce the similarity metrics we used in SimClone below.

4.2.1 Value-based similarity metrics. Measuring the similarity of two rows or columns is essentially measuring the
similarity of two lists of cell values from various aspects. Tabular datasets could have two types of values, namely
numeric and string. In general, we have two criteria when selecting metrics: 1) computationally efficient; and 2) effective
in capturing the similarity between strings or numbers. For string type, metrics are selected to capture the text similarity
between two lists of strings. We assume that two clone lists of strings should have a portion of common words and
share similar semantics. Therefore, we first select the following metrics, Jarcard, Levenshtein, and Simhash by following
previous studies [35, 56]. Simhash is an efficient approach to estimating how similar two sets are by projecting the
string into a hashing code [16]. Two strings sharing the same hashing code are considered similar. Levenshtein is a
traditional way to measure two strings’ similarity [50], which is used to measure the minimum efforts of converting
one string to another from the character level. Jaccard is widely used to measure the word overlap of two strings [56].
However, all the above three metrics are sensitive to long strings. In our case, the size of data clone is uncertain (which
could be long). To complement the above metrics, we select TextRank to identify the important words from two lists
first, then calculate their similarity based on the overlap in the important words. For numeric type, we assume that
two clone numeric lists should have the same/similar distribution. Therefore, we calculate the similarity of two lists
of numeric values by measuring the similarity of mean and deviation between two lists of numeric values, i.e., Mean
and Deviation Similarity. We select mean and deviation since they are computationally efficient and are widely used
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to compare two distributions in statistical analysis [8, 45]. We also select Jaccard Similarity to measure the overlap
between two numeric sets as complementary to capture the detailed element overlap. Combining multiple similarity
metrics enables us to comprehensively measure the similarity between data which can in turn lead to more accurate
results. We present details about the six similarity metrics that we use in SimClone in Table 3.

Even though we use the similarity metrics given in Table 3 in this paper, SimClone is inherently customizable. One
can choose to incorporate other similarity metrics depending on their specific needs. It is worth noting that similarity
measuring on string and numeric types can be a complex task and algorithms with higher accuracy often require more
computational resources. As such, we have balanced the trade-off among training, inference time, and accuracy by
limiting our selection to string-based [7] and hashing-based methods.

Table 3. Similarity metrics used in SimClone

Similarity Applicable
Data
Type

Formula Description

Jaccard numeric,
string

𝐽𝑎𝑐𝑐𝑎𝑟𝑑𝑆𝑖𝑚 (𝑆1, 𝑆2) = |𝑆1∩𝑆2 ||𝑆1∪𝑆2 | Measures similarity by compar-
ing common/unique elements of
two sets.

Simhash string 𝑆𝑖𝑚ℎ𝑎𝑠ℎ𝑆𝑖𝑚 (𝑆1, 𝑆2) =
𝐻𝑎𝑚𝑚𝑖𝑛𝑔_𝐷𝑖𝑠𝑡 (𝑆𝑖𝑚ℎ𝑎𝑠ℎ (𝑆1 ),𝑆𝑖𝑚ℎ𝑎𝑠ℎ (𝑆2 ) )

64

Hashes the sets into 64-bit se-
quences and compares using
hamming distance.

Levenshtein string 𝐿𝑒𝑣𝑒𝑛𝑠ℎ𝑡𝑒𝑖𝑛𝑆𝑖𝑚 (𝑆1, 𝑆2) =
𝐿𝑒𝑣𝑒𝑛𝑠ℎ𝑡𝑒𝑖𝑛𝐷𝑖𝑠𝑡𝑎𝑛𝑐𝑒 (𝑆1,𝑆2 )

|𝑆1 |+|𝑆2 |

Measures similarity as minimum
efforts to convert one string to
another.

TextRank string 𝑇𝑒𝑥𝑡𝑅𝑎𝑛𝑘𝑆𝑖𝑚 (𝑆1, 𝑆2) = |𝑆1∩𝑆2 |
log |𝑆1 |+log |𝑆2 | Similar to Jaccard but less sensi-

tive due to the log operation.

Mean numeric 𝑀𝑒𝑎𝑛𝑆𝑖𝑚 (𝑆1, 𝑆2) = 1 − 𝑎𝑏𝑠 (𝑚𝑒𝑎𝑛 (𝑆1 )−𝑚𝑒𝑎𝑛 (𝑆2 ) )
𝑎𝑏𝑠 (𝑚𝑒𝑎𝑛 (𝑆1 )+𝑚𝑒𝑎𝑛 (𝑆2 ) ) Calculates similarity between

the mean values of the sample
sets.

SD numeric 𝑆𝐷𝑆𝑖𝑚 (𝑆1, 𝑆2) = 1 − 𝑎𝑏𝑠 (𝑆𝐷 (𝑆1 )−𝑆𝐷 (𝑆2 ) )
𝑎𝑏𝑠 (𝑆𝐷 (𝑆1 )+𝑆𝐷 (𝑆2 ) ) Calculates similarity between

the SD values of the sample sets.

4.2.2 Similarity matrices calculation. Our aim in this step is to calculate the similarity values between the dataset
pairs that we created in Section 4.1 to train data clone detection classifier. We choose to calculate the similarity at
the granularity of the row and column level (i.e., calculate the similarity between each pair of rows/columns in the
paired datasets) instead of at the cell level (i.e., where each cell in a dataset is compared to all other cells of the other
dataset) or tabular level (i.e., the two tables are compared against each other based on the table properties) for the
following reasons: 1) Calculating similarity at the tabular level might be too coarse-grained. Also, at the tabular level,
comparisons are typically unable to capture row/column characteristics. For example, suppose only a small portion
of data is cloned in two tables, while the majority of data is different from each other. The contribution of the small
Manuscript submitted to ACM
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Fig. 4. Calculation of row-to-row & column-to-column similarity matrices.

portion of cloned data might not be captured by the feature. 2) Calculating the similarity at the cell level is extremely
time and space-consuming. For example, calculating the similarity for any similarity metric of two datasets with a size
of 4000 rows x20 columns at the cell level would result in a matrix of size (40002 × 202), requiring 211bits of space when
using float32. Therefore, to optimize the time and space complexity, we use the row/column level of granularity to
calculate the similarity.

Before calculating the similarity between a dataset pair, we divide each dataset 𝐷 in the dataset pair into two
sub-datasets: 𝐷𝑠𝑡𝑟𝑖𝑛𝑔 and 𝐷𝑛𝑢𝑚𝑒𝑟𝑖𝑐 , according to the data type of columns. For instance, suppose we have a dataset
with 5 columns of string type and 3 columns of numeric type. We will divide the dataset into two sub-datasets, one with
5 columns of string type and another with 3 columns of numeric type. So each dataset pair will have 4 sub-datasets
(two sub-datasets per dataset in a dataset pair). We perform the splitting to decrease the size of the generated similarity
matrix and optimize calculation time subsequently.

We show how we calculate the similarity between two sub-datasets at the row/column level in Figure 4. All of the
value-based similarities mentioned above are calculated at the row-row/column-column level. We can express the
calculation of the similarity matrix as:

𝑀𝑟𝑜𝑤
𝑆𝑖𝑚𝑉𝐹𝑥

𝑖, 𝑗 = 𝑆𝑖𝑚𝑉𝐹𝑥 (𝐷1𝑟𝑜𝑤𝑖

𝑑𝑎𝑡𝑎𝑡𝑦𝑝𝑒
, 𝐷2𝑟𝑜𝑤𝑗

𝑑𝑎𝑡𝑎𝑡𝑦𝑝𝑒
)

𝑀𝑐𝑜𝑙
𝑆𝑖𝑚𝑉𝐹𝑥

𝑖, 𝑗 = 𝑆𝑖𝑚𝑉𝐹𝑥 (𝐷1𝑐𝑜𝑙𝑖𝑑𝑎𝑡𝑎𝑡𝑦𝑝𝑒
, 𝐷2𝑐𝑜𝑙 𝑗

𝑑𝑎𝑡𝑎𝑡𝑦𝑝𝑒
)

where 𝑆𝑖𝑚𝑉𝐹𝑥 denotes the value-based similarity metrics presented in Table 3.𝑀𝑟𝑜𝑤
𝑆𝑖𝑚𝐹𝑉𝑥

denotes the resultant matrix
for row-row level similarity using 𝑆𝑖𝑚𝑉𝐹𝑥 between sub dataset 𝐷1𝑑𝑎𝑡𝑎𝑡𝑦𝑝𝑒 and 𝐷2𝑑𝑎𝑡𝑎𝑡𝑦𝑝𝑒 and 𝑀𝑐𝑜𝑙

𝑆𝑖𝑚𝑉𝐹𝑥
denotes

the resultant matrix for column-column similarity. 𝐷𝑎𝑡𝑎𝑡𝑦𝑝𝑒 ∈ {𝑛𝑢𝑚𝑒𝑟𝑖𝑐, 𝑠𝑡𝑟𝑖𝑛𝑔}. 𝐷1𝑟𝑜𝑤𝑖

𝑑𝑎𝑡𝑎𝑡𝑦𝑝𝑒
denotes the row 𝑖 in

𝐷1𝑑𝑎𝑡𝑎𝑡𝑦𝑝𝑒 and 𝐷1
𝑐𝑜𝑙 𝑗

𝑑𝑎𝑡𝑎𝑡𝑦𝑝𝑒
denotes the column 𝑗 in 𝐷1𝑑𝑎𝑡𝑎𝑡𝑦𝑝𝑒 . It is worth noting that the shape of the resultant

similarity matrix is decided by the number of rows/columns in the dataset pair. For instance, two datasets with 10
and 20 rows respectively lead to a row-row matrix with a size of 10 x 20. In our approach, we have four similarity
metrics for string types, and three similarity metrics for numeric types. We calculate each similarity metric in row-row
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level (𝑀𝑟𝑜𝑤 ) and column-column level (𝑀𝑐𝑜𝑙 ) according to the data type. Therefore, we obtain 14 similarity matrices
between each paired dataset, i.e., 7 similarity matrics for row-row level and another 7 for column-column level. Note
that we do not have to calculate similarity for the missing data type and we pad the missing ones with zero.

classifier

column feature generationcolumn similarity computation

similarity
matrix #1

Top K Meancalculate similarity

metric #1 

dataset-pair

value of
metric #1

similarity
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metric #2
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metric #2

similarity
matrix #N
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...
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length 2 * N
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Fig. 5. Workflow of similarity computation and feature generation for a dataset-pair.

4.3 Feature generation

In this stage, we utilize pooling technique to process the similarity matrices generated in the previous step 4.2.2 and
convert them into features that are used by a machine learning classifier. The pooling technique extracts relevant
information from a system’s output and converts it into a uniform, usable format (e.g., consistently picking the top 10
values in a matrix and flattening a matrix). This concept is widely used in both neural networks and other domains like
computer vision and graph theory [84]. We use pooling technique since the size of the resultant similarity matrices
varies among dataset pairs with different sizes of columns and rows as shown in Section 4.2.2. We leverage the pooling
technique to obtain a uniform output, with a fixed size, that can be used as the input for the classifier in the following
step. We do so to ensure that we can process all dataset pairs in a consistent format.

In SimClone, we design a pooling calculation called “Mean Top K”, which extracts the K largest values from a given
similarity matrix𝑀 and calculates their mean value as the pooling value. Each value in the similarity matrix represents
the similarity between two rows (or columns), and most of the values in the similarity matrix are very small. Therefore
we hypothesize that large similarity values are more likely to signal the presence of clones and we only need to pay
Manuscript submitted to ACM
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Row - Row Column - Column

Fig. 6. Example of SHAP-based visualization. Darker part indicates Clone (in red circle).

more attention to the part with larger values. We calculate the pooling value as given below:

𝑝𝑜𝑜𝑙𝑖𝑛𝑔 𝑣𝑎𝑙𝑢𝑒 =

∑(argmax𝑚′⊂𝑀, |𝑚′ |=𝐾 )
𝐾

This pooling calculation is applied to each of the 14 similarity matrices generated in Section 4.2.2, resulting in a total
of 14 values which are then concatenated into a single vector of size to serve as the similarity feature vector for a given
dataset pair. We set the value of K to be 10 in our SimClone method. This feature vector can then be used as input
for the classifier. Note that if a similarity matrix is missing from the previous step (i.e., when only one type of data is
present in a dataset pair), we simply generate a pooling value of 0 for it.

Figure 5 presents the detailed workflow of similarity computation and feature generation. Given a dataset-pair, as
the flow shows, we first calculate all the similarity metrics at the row and column levels and produce a similarity matrix
for each similarity metric. Then in the feature generation, we perform Mean Top K pooling to get a mean value for each
similarity matrix as the representative for the corresponding similarity matrix. Finally, we concatenate all the mean
values into a single vector as the input for the classifier.

4.4 Data clone detection classifier construction and inference

After obtaining the unified feature vector representation for all the dataset pairs, we construct a binary classifier to
predict if a dataset pair is a ClonePair. We train our classifier using a dataset of labeled dataset pairs to predict the
likelihood of a given dataset pair being ClonePair. After pooling, the feature can be used to train all kinds of machine
learning classifiers, in this study, we use Random Forest (RF) [12], XGBoost [19], CatBoost [61], and LightBGM [43] as
our classifiers, since they are widely used and achieved competitive performance for classification tasks [11, 70, 83].

In the inference phase, given a new collection of datasets, we create data pairs, calculate similarity metrics, and
generate features as described above. We then use our trained classifiers to predict if any given dataset pair is a ClonePair.

4.5 Data clone visualization

In this step, we describe how we create our visualization approach to help the users of SimClone identify the exact
location of data clone in a ClonePair. Such a visualization is particularly useful when the datasets in the ClonePair
contain a significant number of data points. We present an overview of our visualization approach in the visualization
phase part of Figure 5.
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We combine the feature importance scores that we obtain by interpreting classifier that we construct in the previous
step with the similarity matrices obtained in Section 4.2.2. The intuition behind combining similarity matrices with
the feature importance scores is as follows: the similarity matrix by itself is a good indicator of clone location in the
ClonePair. For instance, a large similarity value in the matrix𝑀𝑟𝑜𝑤𝑖, 𝑗 indicates that rows 𝑖 and 𝑗 are similar to each
other and might indicate the presence of a clone. However, we have 14 similarity matrices, and returning all of them
to the end-users could cause confusion and information overload. Moreover, all similarity metrics are not equally
important. One similarity matrix may be a better indicator than another at characterizing the presence of a clone.
Therefore, we weight the similarity matrices with the feature importance scores obtained from the classifier trained in
the previous step to amplify the contribution of the important similarity metrics that help the classifier identify the
ClonePair and vice versa.

In our SimClone method, we utilize the SHapley Additive exPlanations (SHAP) [53] to compute the feature importance
scores at the instance level (i.e., each dataset pair). We use SHAP since it is widely used by prior studies to compute the
local feature importance scores [26, 64, 80]. SHAP calculates the Shapley value for each feature and uses the Shapley
value as the proxy to estimate the contribution or the importance of each feature towards the classifier’s prediction.
Next, we take SHAP values for each value-based similarity feature and perform a dot product with the corresponding
similarity matrix obtained for each dataset pair. This step allows us to assign different weights for similarity matrices
according to their importance to the classifier’s prediction. Since the shapes of the row-row matrix and column-column
matrix are different, we cannot merge them into one matrix. Therefore, after the weighted combination, we end up
with two matrices𝑀𝑟𝑜𝑤

𝑣𝑖𝑠
and𝑀𝑐𝑜𝑙

𝑣𝑖𝑠
, and they are calculated as follows:

𝑀𝑟𝑜𝑤
𝑣𝑖𝑠 =

1
𝑛

𝑛∑︁
𝑖=1
(𝑆𝐻𝐴𝑃𝑖 ·𝑀𝑟𝑜𝑤

𝑆𝑖𝑚𝑉𝐹𝑖
)

𝑀𝑐𝑜𝑙
𝑣𝑖𝑠 =

1
𝑛

𝑛∑︁
𝑖=1
(𝑆𝐻𝐴𝑃𝑖 ·𝑀𝑐𝑜𝑙

𝑆𝑖𝑚𝑉𝐹𝑖
)

, where 𝑛 is the number of similarity metrics (i.e., 7), 𝑀𝑟𝑜𝑤
𝑆𝑖𝑚𝑉𝐹𝑖

and 𝑀𝑐𝑜𝑙
𝑆𝑖𝑚𝑉𝐹𝑖

are the resultant similarity matrices
generated in Section 4.2.2, 𝑆𝐻𝐴𝑃𝑖 is the importance score for each value-based similarity feature.

Finally, we plot the weighted similarity matrices as heat maps, with deeper colors indicating a higher likelihood of
the presence of a clone (i.e. red circle in Figure 6). This allows for clear and intuitive visualization of the exact location
of data clones found in a ClonePair.

5 EXPERIMENT DESIGN

In this section, we first introduce the research questions. Then, we explain how we collect the datasets, build our
baselines, and how we answer each research question in detail.

5.1 ResearchQuestions

We formulate the following research questions to evaluate SimClone from various aspects:

• RQ1: How effective is SimClone in identifying ClonePairs compared to the state-of-the-art (SOTA) baselines?
• RQ2: How effective is SimClone’s visualization approach?
• RQ3: Which similarity metrics make the most contributions towards the effectiveness of SimClone?
• RQ4: How does SimClone’s effectiveness change with different threshold 𝑡?
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Table 4. Basic details about EUSES and Enron dataset

Dataset Mean #Row Mean #Col Max Row Max Col Total datasets Selected spreadsheets
EUSES 41.30 5.85 10,979 244 17,871 1,182
Enron 145.81 15.06 65,535 256 67,725 1,000

In RQ1, we evaluate how effectively our SimClone method is capable of identifying ClonePairs compared to the
SOTA tabular clone detection method LTC (i.e., Detection performance evaluation) on synthetic and real-world dataset,
respectively. In RQ2, we evaluate how effective the visualizations generated by our SimClone method are at locating
the exact location of data clones in ClonePair (i.e., Visualization performance evaluation). SimClone uses six different
similarity metrics and could be time-consuming, in RQ3, we investigate the contribution of each similarity metric
and investigate the possibility of building a lightweight version of SimClone. In RQ4, we investigate how SimClone’s
effectiveness changes with various threshold 𝑡 .

5.2 Baseline for identifying CloneParis

As far as we are aware, we are the first to propose a data clone detection method specifically for tabular datasets used in
machine learning. Hence, we have chosen to use table clone detection methods, which were originally intended for data
clone detection in spreadsheets, as our baseline. We do so as they are the most comparable method to our method. The
LTC approach [83] is currently considered SOTA in table clone detection in spreadsheets. However, LTC was developed
for spreadsheets, and it leverages formatting features like font, and cell color. We do not have such information in our
dataset. To adopt LTC for our dataset we drop the format features like font size, font color (which LTC method uses),
and only use the column header, row header, and cell type features to build LTC. Since the code for LTC is not publicly
available, we implemented our own version in Python based on their paper.

5.3 Data preparation and evaluation

To evaluate SimClone’s effectiveness in identifying ClonePairs, we prepare two datasets, the synthetic dataset and the
real-world dataset. We elaborate on how we construct the datasets and evaluate them below.

5.3.1 Synthetic dataset. we first evaluate SimClone on the Synthetic dataset that we constructed based on UCI repository
(as we introduce in Section 4.1) and compare it to the baseline.

We compute five commonly used classification evaluation metrics: accuracy, F1-score, precision, recall, and Area
Under the Curve (AUC) for both methods on all the folds. We chose these metrics since they are commonly used by
prior studies to evaluate a classifier’s performance [64, 80, 83]. We report the average of the performance scores for each
of the studied evaluation metrics for all the synthetic datasets generated for the studied thresholds across the 10 folds.

5.3.2 Real-world dataset. To complement our evaluation of the synthetic dataset, we also conduct experiments on
real-world spreadsheets that we obtained from the EUSES Spreadsheet corpus [29] and Enron corpus [36]. EUSES
corpus contains spreadsheets collected from the internet pertaining to various domains [29] and is made up of over
4,000 real-world spreadsheets. The Enron corpus was collected from the Enron email archive within the Enron corpus,
and contains more than 15,000 spreadsheets. We explain the process of creating the real-world evaluation datasets
below.
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Step 1: Real-world dataset collection. Several prior studies have noted that tables contained in the spreadsheets available
in the EUSES and Enron corpus have clones and have used it in their study to evaluate their data clone detection
methods [23, 37, 79]. Therefore, we use the tables contained in the spreadsheets available in the corpus to evaluate
SimClone’s detection performance and compare it with LTC’s detection performance.

Both corpus contains spreadsheets that can contain multiple tables in one spreadsheet. For our SimClone method,
each dataset is comprised of only one table. So we first parse the spreadsheets available in the corpus to extract the
tables and create our real-world dataset. We do so through a Java tool that we developed using the Apache POI library1

to extract the tables from the spreadsheets. Our tool processed the corpus and generated 17871 tabular datasets for
EUSES and 67725 tabular datasets for Enron. Then we select datasets by following three criteria: 1) a table must have
more than 2 rows and 2 columns. 2) we only keep the table with a unique set of column headers to avoid the obvious
influx of Type-1 clone. It is important to note that this process resulted in the loss of formatting information, such as
font size and color, in the EUSES tables in csv format compared to their original Excel format. We ended up with 1,182
datasets for EUSES and 8,184 datasets for Enron. We further randomly sampled 1,000 datasets among the 8,184 datasets
for Enron since using full datasets requires too many computation resources. Table4 provides some basic details about
the EUSES dataset.
Step 2: Real-world dataset pair generation. We start by creating dataset pairs for the tabular datasets. We end up with a
total of 69.8k dataset pairs for EUSES and 49.95k dataset pairs for Enron. Note that we do not inject any data clone into
those dataset pairs since we aim to detect if SimClone can detect any data clones in real-world data.
Step 3: Detection performance evaluation. Note that we do not have labels for real-world dataset pairs2 and it is impossible
to label all pairs. Therefore, we use both SimClone and LTC that are trained from the synthetic dataset on all dataset
pairs to identify the ClonePairs. We then collect the top 200 ClonePairs returned by both SimClone and LTC (sorted
by the probability score provided by SimClone and LTC) for each corpus. Finally, we check every pair manually (400
pairs in total, 200 ClonePairs returned by each method) and check if it indeed is a ClonePair. Note that we consider
a dataset pair to be a ClonePair if the two datasets have at least one identical column or one row of data. Two first
authors manually label the returned 400 ClonePairs independently to evaluate if they were indeed ClonePairs. After
that, the two authors discussed the results to resolve any disagreements until a consensus was reached. The labeling
process has a Cohen’s kappa of 0.89 for LTC and 0.72 for SimClone, which indicates a substantial level of the inter-rater
agreement [73].

We calculate the Precision@K (short for P@K) with different K (i.e., 5, 10, 20, 50, 100, 200) to evaluate the effectiveness
of SimClone and LTC on their respectively labeled ClonePairs. We calculate Precision@K using 𝑃𝑟𝑒𝑐𝑖𝑠𝑖𝑜𝑛@𝐾 =
𝑇𝑟𝑢𝑒 𝑐𝑙𝑜𝑛𝑒 𝑝𝑎𝑖𝑟𝑠

𝑇𝑜𝑝 𝑘 𝑟𝑒𝑡𝑢𝑟𝑛𝑒𝑑𝑝𝑎𝑖𝑟𝑠
.

5.4 Approach for RQ1: Effectiveness of SimClone

We evaluate the effectiveness of SimClone on the synthetic and compared its performance with LTC using the metrics
introduced in Section 5.3 Note that in this RQ, we set the threshold 𝑡 to 10%. In other words, we train SimClone and LTC
methods on the synthetic dataset using a threshold of 10% and test them on both Synthetic and real-world datasets. We
do this, since we want to use our SimClone method trained on the synthetic dataset where the ClonePairs are labeled
based on what we assume might be the most realistic threshold. We evaluate SimClone on the synthetic dataset with all
studied classifiers.

1https://poi.apache.org/
2Prior studies that use EUSES and Enron for clone detection do not make their labels public.
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In addition, we evaluate the effectiveness of SimClone on real-world datasets and compare its performance with LTC
using the metrics introduced in Section 5.3. We only evaluate the performance of SimClone on Random Forest, since it
performs the best among all studied classifiers. Our evaluation on the real-world dataset requires manual labeling, and
labeling on all classifiers is not feasible.

5.5 Approach for RQ2: Effectiveness of SimClone’s Visualization Approach

In Section 4.5, we explained that the Similarity matrices by themselves might be a good indicator of the location of
the data clone in a ClonePair. As far as we know, our visualization approach is the first work on this, therefore, we
construct a baseline by combining all the similarity matrices using equivalent weights instead of weighing them by the
feature importance scores computed from the classifier for a given dataset pair as our baseline.

To evaluate the effectiveness of our SimClone method’s visualization results, we generate a heatmap using our
SimClone method on all true positive pairs (i.e., the pairs that are correctly identified as ClonePair) identified by our
SimClone method on one of the 10 folds that we randomly chose. The darker the color of an area in the heatmap, the
higher the likelihood of that area being a clone. To quantitatively measure the accuracy of our proposed approach, we
use popular metrics precision@K (P@K), where 𝐾 we set as 1, 5, and 10. Precision@K has been widely used in similar
software engineering localization tasks, such as bug/fault localization [62, 69] and vulnerability detection [51, 81]. Our
classifier returns ClonePairs with likelihood, which indicates the classifier’s confidence in the prediction results. We
examine the effectiveness of our visualization approach on the predictions with different confidences. More specifically,
we examine the top 20, 50, 100, and all prediction results by the classifiers. We compare the results provided by
SimClone’s visualization and those provided by the baseline.

We do this evaluation on the synthetic dataset since we precisely know where the clones in a ClonePair are located
and we do not have such information about the real-world dataset. We use the threshold of 10% and use the Random
Forest as our classifier, since Random Forest performs the best among all studied classifiers.

5.6 Approach for RQ3: Effectiveness of Different Similarity Metrics

SimClone uses six different similarity metrics. Even though we calculate similarities at row and column level instead
of cell level to reduce SimClone’s time complexity, such calculation can still be expensive. For 𝑛 datasets, similarity
metrics of

(𝑛
2
)
pairs need to be calculated. In previous sections, we examined the effectiveness of the metrics as a bundle.

However, each metric may not contribute equally to the classifier. Therefore, identifying the most effective similarity
metrics and reducing the number of similarity metrics can significantly improve the efficiency of SimClone. To identify
the metrics that contribute the most towards the performance and cost the least amount of time we performed ablation
experiments on SimClone. In particular, we compared the performance of classifiers using each similarity metric alone.
We also recorded the time spent on calculating similarity metrics. Same as RQ2, we use the SimClone that we trained
on the synthetic dataset with the threshold of 10% to evaluate the performance of the visualization method and use the
Random Forest as our classifier.

5.7 Approach for RQ4: Impact of Different Threshold 𝑡

As we mention earlier in Section 4.1, we label a dataset as ClonePair or not based on a given threshold 𝑡 . However, there
is no universally accepted threshold for determining what percentage of similarity constitutes to make a dataset pair to
be a ClonePair. The threshold for determining clones can vary depending on the specific application or use case. For
example, it is not clear whether the presence of three consecutive cells or whether ten percent of the data in a row being
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identical constitutes a dataset pair being a ClonePair. These thresholds are typically defined by the user depending on
the intended use of the data. Therefore, we aim to investigate the impact of threshold 𝑡 on the effectiveness of SimClone
compared with the baseline LTC. We have designed a broad range of thresholds for our experiments, 0%, 5%, 10%, 15%,
20%, 30%, 50%, 70%, and 90%. These thresholds will be used to determine whether cloned data between dataset pairs
exceeds the threshold. If it does so, the given dataset pair is labeled as a ClonePair. Therefore, we have 5 synthetic
datasets, labeled based on the different thresholds upon which we train and test our SimClone method. For each of the
synthetic datasets labeled using the aforementioned thresholds, we construct our SimClone method (and LTC method)
using a 10-fold validation to ensure the robustness and reliability of our results. We use Random Forest as our classifier.

6 RESULTS

6.1 Results of RQ1: Effectiveness of SimClone

SimClone conclusively outperforms LTC at detecting ClonePairs across all the studied metrics with a 0.851
F1-score and 0.923 AUC on the synthetic dataset. Table 5 presents the results of SimClone and LTC in terms of the
studied evaluation metrics on the synthetic dataset. SimClone consistently outperforms LTC across all classifiers. For
instance, SimClone achieves an AUC of 0.923 and F1-score of 0.851. When comparing the effectiveness of different
classifiers, we notice that Random Forest performs the best compared to other classifiers across all studied metrics for
SimClone, while for LTC, XGBoost performs the best. If we compare the best version of SimClone which uses RF with
the best version of LTC which uses XGBoost, SimClone achieves an improvement of 26.1% in terms of F1.

SimClone outperforms LTC at identifying ClonePairs on real-world dataset on both dataset in terms of
Precision@K across all the studied values of K, except K = 10 on Enron. Table 6 presents the results of SimClone
and LTC on the real-world datasets (i.e., EUSES and Enron) by examining the top 200 results. On EUSES, SimClone
consistently outperforms LTC across all values of K. For instance, We can see that Simclone still achieves a precision
of 0.72, 0.57, and 0.44, even when examining the top 50, 100, and 200 returned pairs on real-world dataset in contrast
to LTC, by achieving an improvement at least by 100%. On Enron, we observe that in general SimClone outperforms
LTC as well. However, the improvement margin is not as large as EUSES. Typically for Precision@10, LTC performs
better than SimClone. The reason is that in Enron, a remarkable number of clone pairs returned by LTC share the same
header name, therefore, LTC can leverage such information to identify clone pairs accurately, while SimClone does
not leverage header information. However, it is worth noting that structural or formatting information such as row
or column headers and formulas are not available in tabular datasets that are used in AI software development. The
strength of SimClone method can be further reinforced by considering the example in Figure 7. LTC fails to detect the
example as a ClonePair since the column names are slightly different, however, since our method only relies on the
value similarity, SimClone is able to correctly identify this example as a ClonePair.
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Table 5. The performance of SimClone and LTC on the synthetic dataset. We highlight the better-performed approach (SimClone V.S.
LTC) with the same classifier with bold text.

Classifier Approach Accuracy AUC F1 Precision Recall

RF SimClone 0.850 0.923 0.851 0.883 0.820
LTC 0.610 0.655 0.613 0.620 0.607

XGBoost SimClone 0.847 0.920 0.845 0.873 0.819
LTC 0.645 0.686 0.674 0.632 0.722

CatBoost SimClone 0.850 0.919 0.848 0.877 0.822
LTC 0.639 0.686 0.673 0.625 0.730

LightBGM SimClone 0.850 0.923 0.848 0.872 0.826
LTC 0.636 0.694 0.669 0.624 0.722

Table 6. The performance of SimClone and LTC when examining the top 200 returned results on EUSES and Enron real-world data in
terms of Precision@K. We highlight the better-performed approach (SimClone V.S. LTC) with bold text.

Dataset Approach P@5 P@10 P@20 P@50 P@100 P@200

EUSES SimClone 1.00 0.90 0.85 0.72 0.57 0.44
LTC 0.40 0.40 0.37 0.36 0.25 0.22

Enron SimClone 0.80 0.60 0.70 0.66 0.66 0.44
LTC 0.60 0.70 0.70 0.52 0.37 0.29

Table 1

Table 2
Column Headers are different

Fig. 7. Example of a ClonePair that SimClone correctly detects and LTC fails to identify. The red box indicates the data clone. The
green box indicates minor changes to the column header. LTC fails to identify the clone since LTC relies on column header names
while the column names in Table 1 and Table 2 are different.

Manuscript submitted to ACM



20 Xu et al.

6.2 Results of RQ2: Effectiveness of SimClone’s Visualization Approach

Table 7. Comparison of our SimClone’s visualization approach vs. baseline in terms of P@K (K = 1, 5, 10) when examining different
numbers of top true ClonePairs predicted by SimClone.

#Prediction Approach P@1 P@5 P@10

Top 20 Our approach 0.80 0.80 0.80
Top 20 Baseline 0.40 0.40 0.40
Top 50 Our approach 0.64 0.64 0.64
Top 50 Baseline 0.54 0.53 0.53
Top 100 Our approach 0.49 0.51 0.42
Top 100 Baseline 0.42 0.42 0.42
All Our approach 0.45 0.45 0.45
All Baseline 0.31 0.31 0.30

Our SimClone method’s visualization outperforms the baseline method at least by 45% on all true ClonePairs
in terms of Precision@K for all studied values of K. Table 7 compares our SimClone’s visualization method’s
results with the baseline in terms P@K when examining different numbers of top predicted true ClonePairs. In general,
SimClone’s visualization method outperforms baselines across all evaluation metrics. Figure9 shows an example where
using SimClone method’s visualization presents an advantage over using the baseline visualization method. We observe
that due to the weighting of similarity values using the feature importance scores, we are able to avoid false positives
whereas the baseline visualization method falls prey to them.

Our visualization is more reliable for the predictions where the SimClone is confident. If we compare
the performance of our approach across the different number of top predictions (given by sorting the true positive
ClonePairs based on the probability given by SimClone), P@1 drops from 0.8 to 0.45 from the top 20 to all. The same
trend can be observed for P@5 and P@10. This observation indicates that the visualization approach works more
effectively when SimClone has higher confidence in its prediction. This observation is reasonable since our heatmap is
based on the similarity matrices, which are in turn used as the feature after pooling. Better features result in a more
discriminating classifier and hence predictions with more confidence.

6.3 Results of RQ3: Effectiveness of Different Similarity Metrics

Table 8 shows the result of the ablation analysis. We observed that when only Jaccard is used, the computation time
could be reduced by 82%, while F1-score suffers a slight drop from 0.83 to 0.77, compared to when all metrics are
used. Among similarity metrics that only apply to strings, Textrank achieves better performance than Simhash and
Levenshtein across all performance metrics, while having a relatively low computation time (0.158x). Both Mean and
SD take very little time (<0.1x) to calculate. Therefore, we trained a lite version of SimClone (i.e., SimClone Lite) with a
combination of Jaccard, Textrank, Mean, and SD. The result shows that we can shorten calculation time by 46% and
only lose 2% of F1.
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Baseline

True
Positive
SimClone Visualization Method

False
Positive

Fig. 9. Example of SimClone Visualization Method helps with locating clones

Table 8. The performance of approaches using different similarity matrices. SimClone Lite combines Jaccard, Textrank, Mean, and SD
(ACC- Accuracy, P- Precision, R- Recall). For ease of comparison, we use the original SimClone as the baseline for time comparison
and mark it as 1x in Table.

Similarity
Metric Time ACC AUC F1 P R

all (𝑡=10%) 1x 0.83 0.91 0.83 0.85 0.80
Jaccard 0.183x 0.75 0.83 0.77 0.75 0.78
Simhash 0.128x 0.59 0.62 0.47 0.71 0.35
Levenshtein 0.392x 0.61 0.66 0.49 0.76 0.36
Textrank 0.158x 0.63 0.67 0.53 0.78 0.40
Mean 0.099x 0.64 0.70 0.59 0.70 0.51
SD 0.099x 0.63 0.69 0.60 0.67 0.55
SimClone Lite 0.539x 0.81 0.90 0.81 0.82 0.80

6.4 Results of RQ4: Impact of Different Threshold 𝑡

In general, the effectiveness of both LTC and SimClone declines as the threshold 𝑡 increases, SimClone
always outperforms LTC across different values of 𝑡 . Table 9 presents the performance of SimClone and LTC
across different values of 𝑡 . F1 of SimClone and LTC decreases from 0.863 to 0.745. F1 of LTC increases from 0.597 to
0.613 when 𝑡 increases from 0% to 15% and decreases after 15%. This probably indicates that it is easier for both the
methods to identify ClonePairs when there is no or little noise (i.e., some amount of cloned data, which doesn’t amount
to qualifying as ClonePair), even if the amount of noise is (e.g., 5%) low. However, we note that our method SimClone is
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Table 9. The performance of SimClone when using different thresholds 𝑡 for labeling.

Threshold 𝑡 Approach Accuracy AUC F1 Precision Recall

0% SimClone 0.869 0.943 0.863 0.903 0.826
LTC 0.617 0.673 0.597 0.631 0.566

5% SimClone 0.818 0.901 0.812 0.808 0.816
LTC 0.620 0.666 0.612 0.603 0.622

10% SimClone 0.853 0.923 0.851 0.883 0.820
LTC 0.610 0.655 0.613 0.620 0.607

15% SimClone 0.796 0.885 0.790 0.794 0.787
LTC 0.586 0.618 0.574 0.574 0.575

20% SimClone 0.817 0.898 0.814 0.804 0.825
LTC 0.543 0.576 0.538 0.553 0.523

30% SimClone 0.802 0.900 0.808 0.797 0.820
LTC 0.543 0.576 0.538 0.553 0.523

50% SimClone 0.779 0.861 0.788 0.761 0.816
LTC 0.556 0.575 0.556 0.559 0.553

70% SimClone 0.779 0.861 0.788 0.761 0.816
LTC 0.740 0.808 0.745 0.734 0.756

90% SimClone 0.740 0.808 0.745 0.734 0.756
LTC 0.606 0.624 0.608 0.607 0.608

more robust to such noise compared to LTC as shown in Table 9. Even when the 𝑡 is 90% SimClone has an F1-score of
0745. while LTC only has an F1-score of 0.608.

7 DISCUSSION

7.1 Implications of our study and future research

7.1.1 Data traceability. Data clone detection is a crucial aspect of the Extract, Transform, Load (ETL) process as it aids
in data traceability [49]. ETL refers to the process of integrating data from various sources into a single, consistent
format before it is fed into a data warehouse or other destination system. However, during this process, the original
format of the data may be altered, making it difficult to trace the data back to its source. Our proposed approach
SimClone can be used to establish the connection between sourced data and destination data, ensuring the integrity
and reliability of data. Future research is encouraged to leverage our data clone approach to facilitate data traceability
in practice.

7.1.2 Data license copyright. Many datasets have specific usage restrictions or requirements for attribution, and data
clone detection enables organizations to follow these guidelines by detecting when a dataset has been used in the
creation of another dataset [44, 48]. Data clone detection plays a critical role in ensuring compliance with data license
copyright in tabular datasets. By identifying and flagging clone data, SimClone can assist organizations in ensuring that
datasets are used in accordance with their associated licenses. This can aid organizations in avoiding legal liability for
copyright infringement and help them ensure that they are using data in a legally compliant manner. Additionally,
data clone detection can assist organizations in identifying and building the lineage relationship of the data, which is
essential for proper attribution and adherence to usage restrictions. We encourage future research to investigate the
effectiveness of SimClone in this field.
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7.1.3 Data Leakage in Machine Learning. Data leakage refers to the phenomenon where information from the testing
set leaks into the training set, leading to machine learning models that are not generalizable [34]. One of the primary
sources of target leakage is the presence of data clones, or multiple copies of the same data within a dataset [52]. These
data clones can contain information about the testing set, while also present in the training set, leading to an overly
optimistic model performance. Data clone detection plays a vital role in preventing data leakage in machine learning.
By identifying and eliminating data clones from the training set using SimClone, future research can reduce the risk of
target leakage and improve the generalizability and reliability of the trained model.

7.2 Limitations and potential solutions

7.2.1 Accelerating computation. One limitation of SimClone is that it needs to calculate various similarity metrics,
which is time-consuming. However, there are multiple ways to address the limitation. Firstly, as deliberated in RQ4, the
impact of each similarity metric differs. For instance, only utilizing Jaccard could yield an F1 score of 0.77, compared
to using all metrics, while consuming only 0.183 of the time required when using all metrics. Hence, practitioners
could balance between efficiency and effectiveness according to their specific requirements. Second, If we look at the
similarity computation in Section 4.2.2, we notice that the computation could be performed in parallel at different
levels. The step of calculating different row-row/column-column similarities is parallelizable as well. In other words, the
computation could be significantly accelerated by parallelization. One possible way to do this is to use a MapReduce
framework which allows for the parallel processing of the data. Third, certain filters could be developed to reduce the
number of dataset pairs. For instance, if a pair of datasets have different ranges of value, i.e., one ranging from 10 to 100,
and another ranging from 0 to 1. Then there is no need to calculate similarity metrics, they are considered as non-clones
given our definition of type 1 and type 3 clones. Our study is the first investigation in this direction and we encourage
future research to improve our approach.

8 THREATS TO VALIDITY

In this section, we discuss the threats to the validity of our study.
Internal validity One threat to internal validity exists when generating labels for the synthetic data. We labeled a data
pair that has less than 𝑡 amount of injection as data clones. However, there may exist data clones in the dataset prior
to clone injection, which may bias the evaluation results. To reduce the bias, we evaluated SimClone on a real-world
dataset and confirmed that SimClone outperforms SOTA method. In a real-world scenario, practitioners probably
consider the different amounts of duplicated data as clones. We keep it as a threshold that allows practitioners to
tune and train the clone detection classifier with different degrees of sensitivity. In this study, we set 𝑡 to 10% and use
this setting across RQ1 to RQ4, which may pose a threat to our observations. To mitigate this threat, we investigated
different values of 𝑡 in RQ5 and the results still hold. Another threat exists in the manual label process of ClonePairs in
Section 4.1. To mitigate the threat, the first two of the authors labeled the data independently and any disagreement
was resolved, with a sufficient inter-rater agreement. Another threat is that in this study, we focus on using value-based
similarities as features, and we did not include formatting attributes such as cell formula, font size, and font color as
features in SimClone. We do so since large tabular datasets are typically stored in formats like CSV which do not contain
such formatting attributes. However, our approach could be easily extended to include such formatting-related features.
We encourage future research to combine both the value-based similarities and formatting attribution as features and
examine their effectiveness LTC paper does not provide implementation and labeled datasets. Therefore, in this study,
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we implemented LTC by ourselves, which is a potential validity. To mitigate the threat, we tried our best to carefully
implement LTC to ensure its correctness and keep the same setting as they used.

In RQ3, to evaluate the visualization component of SimClone, we use Precision@K to measure its accuracy, which
could pose a threat to the validity of our study. Other evaluation methods could also be considered, such as a user study
to evaluate the usefulness of our visualization component. We encourage future research in this direction.
External validityWe evaluated SimClone on both a synthetic dataset and a real-world dataset. However, the results
may not generalize to other datasets. We open-sourced all artifacts of this paper (i.e., code and datasets) to encourage
future research to further verify SimClone, and construct new benchmarks for data clone detection.

9 CONCLUSION

In this paper, we presented SimClone, the first data clone detection approach based on learning the value similarity
between datasets. SimClone outperforms the existing SOTA method for detecting the data clone on a synthetic dataset
that we create from UCI datasets repository and has high effectiveness on real-world datasets derived from the EUSES
corpus. Furthermore, SimClone has a visualization method that helps the users of our method identify the exact location
of data clones in a ClonePair. In addition, we also provide a SimClone Lite, which executes in half the time as our
original SimClone with only a slight drop in performance.

Since our SimClone method does not require any formatting information and only relies on the similarity of the
values in the dataset, SimClone can be used to detect data clones in multiple applications. For instance, one could
use our SimClone method to identify if there are data clones between datasets with different licenses or copyrights
and identify potential violations. Similarly, SimClone can be used to detect clones between test and train sets used to
build AI software and identify if there are potential data leaks. Finally, SimClone can be very helpful in identifying the
provenance and lineage information of different data points contained in a dataset (when compared against various
sources) which is required for traceability purposes (e.g., to build an SBOM).

DATA AVAILABILITY

We make all the datasets, results and the code used in this study openly available in our replication package [1].
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