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Abstract

Contention Resolution is a fundamental symmetry-breaking problem in which n devices
must acquire temporary and exclusive access to some shared resource, without the assistance of
a mediating authority. For example, the n devices may be sensors that each need to transmit a
single packet of data over a broadcast channel. In each time step, devices can (probabilistically)
choose to acquire the resource or remain idle; if exactly one device attempts to acquire it,
it succeeds, and if two or more devices make an attempt, none succeeds. The complexity of
the problem depends heavily on what types of collision detection are available. In this paper
we consider acknowledgement-based protocols, in which devices only learn whether their own
attempt succeeded or failed; they receive no other feedback from the environment whatsoever,
i.e., whether other devices attempted to acquire the resource, succeeded, or failed.

Nearly all work on the Contention Resolution problem evaluated the performance of algo-
rithms asymptotically, as n → ∞. In this work we focus on the simplest case of n = 2 devices,
but look for precisely optimal algorithms. We design provably optimal algorithms under three
natural cost metrics: minimizing the expected average of the waiting times (avg), the expected
waiting time until the first device acquires the resource (min), and the expected time until the
last device acquires the resource (max). We first prove that the optimal algorithms for n = 2
are periodic in a certain sense, and therefore have finite descriptions, then we design optimal
algorithms under all three objectives.

avg. The optimal contention resolution algorithm under the avg objective has expected cost
√

3/2 + 3/2 ≈ 2.72474.

min. The optimal contention resolution algorithm under the min objective has expected cost 2.
(This result can be proved in an ad hoc fashion, and may be considered folklore.)

max. The optimal contention resolution algorithm under the max objective has expected cost
1/γ ≈ 3.33641, where γ ≈ 0.299723 is the smallest root of 3x3 − 12x2 + 10x− 2.1

1 Introduction

The goal of a contention resolution scheme is to allow multiple devices to eventually obtain exclusive
access to some shared resource. In this paper2 we will use often use the terminology of one particular
application, namely, wireless devices that wish to broadcast messages on a multiple-access channel.
However, contention resolution schemes are used in a variety of areas [16, 21, 13], not just wireless
networking. We consider a model of contention resolution that is distinguished by the following
features.

1We may also express γ in radical form: γ = − 1
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2This is the full version of [24].
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Discrete Time. Time is partitioned into discrete slots. It is the goal of every device to obtain
exclusive access to the channel for exactly one slot, after which it no longer participates in
the protocol. We assume that all n devices begin at the same time, and therefore agree
on slot zero. (Other work considers an infinite-time model in which devices are injected
adversarially [8, 10, 3], or according to a Poisson distribution [18, 23] with some constant
mean.)

Feedback. At the beginning of each time slot each device can choose to either transmit its message
or remain idle. If it chooses to idle, it receives no feedback from the environment; if it chooses
to transmit, it receives a signal indicating whether the transmission was successful (all other
devices remained idle). (“Full sensing” protocols like [18, 23, 8, 10, 3], in contrast, depend
on receiving ternary feedback at each time slot indicating whether there was no transmission,
some successful transmission, or a collision.)

Noiseless operation. The system is errorless; there is no environmental noise.

Anonymity. Devices are indistinguishable and run the same algorithm, but can break symmetry
by generating (private) random bits.

There are many ways to measure the time-efficiency of contention resolution protocols. In
infinite-time models, we want to avoid deadlock [2, 6, 7, 8, 5, 10], minimize the latency of devices in
the system, and generally make productive use of a (large) constant fraction of the slots [8, 5, 10].
When all n devices begin at the same time [6, 7], there are still several natural measures of efficiency.
In this paper we consider three: minimizing the time until the first successful transmission (min),
the last successful transmission time (max, a.k.a. the makespan), and the average transmission
time (avg).

1.1 Prior Work

Classic infinite-time protocols like ALOHA [1] and binary exponential backoff algorithms [15, 14]
are simple but suffer from poor worst case performance and eventual deadlock [2, 6, 7], even under
non-adversarial injection rates, e.g., Poisson injection rates with arbitrary small means. These
are acknowledgement-based protocols which do not require constant (ternary) channel feedback.
One line of work aimed to achieve deadlock-freeness under Poisson arrivals [9, 12, 18, 23], assuming
ternary channel feedback. The maximum channel usage rate is known to be between 0.48776 [18, 23]
and 0.5874 [17]. A different line of work aimed at achieving deadlock-freeness and constant rate
of efficiency under adversarial injections and possibly adversarial jamming, also assuming ternary
feedback. See [8, 10, 3] for robust protocols that can tolerate a jamming adversary. One problem
with both of these lines of work is that all devices must monitor the channel constantly (for the
ternary silence/success/collision feedback). Bender et al. [5] considered adversarial injection rates
and showed that it is possible to achieve a constant efficiency rate while only monitoring/partici-
pating in O(log(log∗ n)) time slots. This was later shown to be optimal [11].

When all n devices start at the same time slot (n unknown), we have a pretty good understand-
ing of the avg, min, and max objectives. Here there are still variants of the problem, depending
on whether the protocol is full-sensing (requiring ternery feedback) or merely acknowledgement-
based. Willard [25] and Nakano and Olariu [19] gave full sensing protocols for the min objective
when n is unknown that takes time O(log log n+ log f−1) with probability 1− f , which is optimal.
The decay algorithm [4] is an acknowledgement-based protocol for the min objective that runs in
O(log n log f−1) time with probability 1 − f , which is also known to be optimal [20]. When n
is unknown, binary exponential backoff achieves optimal O(n) time under the avg objective, but
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suboptimal Θ(n log n) time under the max objective [6, 7]. The sawtooth protocol of Bender et
al. [6, 7] is optimal O(n) under both avg and max; it is acknowledgement-based.

1.2 New Results

In this paper we consider what seems to be the simplest non-trivial symmetry breaking problem,
namely, resolving contention among two parties (n = 2) via an acknowledgement-based protocol.
The asymptotic complexity of this problem is not difficult to derive: O(1) time suffices, under any
reasonable objective function, and O(log f−1) time suffices with probability 1 − f . However, our
goal is to discover precisely optimal algorithms.

We derive the optimal protocols for the avg, min, and max objectives, in expectation, which
are produced below. The optimal min protocol is easy to obtain using ad hoc arguments; it has
expected cost 2. However, the optimal protocols for avg and max require a more principled,
rigorous approach to the problem. We show that the protocol minimizing avg has expected cost
√

3/2 + 3/2 ≈ 2.72474, and that the optimal protocol minimizing max has expected cost 1/γ ≈
3.33641, where γ ≈ 0.299723 is the unique root of 3x3 − 12x2 + 10x− 2 in the interval [1/4, 1/3].

avg-Contention Resolution:

Step 1. Transmit with probability 4−
√
6

3 ≈ 0.516837. If successful, halt; if there was a collision,
repeat Step 1; otherwise proceed to Step 2.

Step 2. Transmit with probability 1+
√
6

5 ≈ 0.689898. If successful, halt; if there was a collision,
go to Step 1; otherwise proceed to Step 3.

Step 3. Transmit with probability 1. If successful, halt; otherwise go to Step 1.

min-Contention Resolution:

• In each step, transmit with probability 1/2 until successful.

max-Contention Resolution:

Step 1. Transmit with probability α ≈ 0.528837, where α is the unique root of x3+7x2−21x+9
in [0, 1]. If successful, halt; if there was a collision, repeat Step 1; otherwise proceed to
Step 2.

Step 2. Transmit with probability β ≈ 0.785997, where β is the unique root of 4x3− 8x2+3 in
[0, 1]. If successful, halt; if there was a collision, go to Step 1; otherwise proceed to Step 3.

Step 3. Transmit with probability 1. If successful, halt; otherwise go to Step 1.

One may naturally ask: what is the point of understanding Contention Resolution problems
with n = O(1) devices? The most straightforward answer is that in some applications, contention
resolution instances between n = O(1) devices are commonplace.3 However, even if one is only
interested in the asymptotic case of n → ∞ devices, understanding how to resolve n = O(1)
optimally is essential. For example, the protocols of [9, 12, 18, 23] work by repeatedly isolating
subsets of the n′ active devices, where n′ is Poisson distributed with mean around 1.1, then resolving
conflicts within this set (if n′ > 1) using a near-optimal procedure. The channel usage rate of
these protocols (≈ 0.48776) depends critically on the efficiency of Contention Resolution among

3For a humorous example, consider the Canadian Standoff problem https://www.cartoonstock.com/cartoonview.asp?catref=CC137
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n′ devices, where E[n′] = O(1). Moreover, improving these algorithms will likely require a much
better understanding of O(1)-size contention resolution.

Organization. In Section 2 we give a formal definition of the model and state Theorem 1 on the
existence of an optimal protocol for any reasonable objective function. In Section 3 we prove another
structural result on optimal protocols for n = 2 devices under the avg, min, and max objectives
(Theorem 2), and use it to characterize what the optimal protocols for avg (Theorem 3), min

(Theorem 4), and max (Theorem 5) should look like. Corollary 1 derives that avg-Contention

Resolution is the optimal protocol under the avg objective, and Corollary 2 does the same for
max-Contention Resolution under max. The proofs of Theorems 1 and 2 and Corollaries 1
and 2 appear in the Appendix.

2 Problem Formulation

After each time step the channel issues responses to the devices from the set R = {0, 1, 2+}. If
the device idles, it always receives 0. If it attempts to transmit, it receives 1 if successful and 2+ if
unsuccessful. A history is word over R∗. We use exponents for repetition and ∗ as short for R∗;
e.g., the history 0322+ is short for 0002+2+ and ∗1∗ is the set of all histories containing a 1. The
notation a ∈ w means that symbol a has at least one occurrence in word w.

Devices choose their action (transmit or idle) at time step t ∈ N and receive feedback at time
t + 0.5. A policy is a function f for deciding the probability of transmitting. Define F = {f :
R∗ → [0, 1] | ∀w ∈ R∗, 1 ∈ w =⇒ f(w) = 0} to be the set of all proper policies, i.e., once a
device is successful (1 ∈ w), it must halt (f(w) = 0).4 Every particular policy f ∈ F induces a
distribution on decisions {Dk,t}k∈[n],t∈N and responses {Rk,t}k∈[n],t∈N, where Dk,t = 1 iff the kth
device transmits at time t and Rk,t ∈ R is the response received by the kth device at time t+ 0.5.
In particular,

P(Dk,t = 1 | Rk,0Rk,1 · · ·Rk,t−1 = h) = f(h), (1)

Rk,t(w) =











0, Dk,t(w) = 0

1, (Dk,t(w) = 1) ∧ (∀j 6= k,Dj,t(w) = 0)

2+, (Dk,t(w) = 1) ∧ (∃j 6= k,Dj,t(w) = 1)

(2)

Define Xi to be the random variable of the number of time slots until device i succeeds. Note that
since we number the slots starting from zero,

Xi = 1 +min{t ≥ 0 | Ri,t = 1}.

Note that {Xi}i∈[n] are identically distributed but not independent. For example, minimizing the
average of {Xi}i∈[n] is equivalent to minimizing X1 since:

E

∑n
i=1Xi

n
=

∑n
i=1 EXi

n
=

nEX1

n
= EX1.

2.1 Performance Metrics and Existence Issues

For our proofs it is helpful to assume the existence of an optimal protocol but it is not immediate that
there exists such an optimal protocol. (Perhaps there is just an infinite succession of protocols, each

4A policy may have no finite representation, and therefore may not be an algorithm in the usual sense.
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better than the next.) In Appendix A.2 we prove that optimal protocols exist for all “reasonable”
objectives. A cost function T : Zn

+ → R+ is one that maps the vector of device latencies to a single
(positive) cost. The objective is to minimize ET (X1, . . . ,Xn).

Definition 1 (Informal). A function T : Zn
+ → R

+ is reasonable if for any s > 0 there exists some
N > 0 such that T (x1, . . . , xn) < s can be known if each of x1, x2, . . . , xn is either known or known
to be greater than N .

For example, T1(x1, . . . , xn) =
∑n

k=1 xk

n
(avg), T2(x1, . . . , xn) = min(x1, . . . , xn) (min), and

T3(x1, . . . , xn) = max(x1, . . . , xn) (max) are all reasonable, as are all ℓp norms, etc.

Theorem 1. Given the number of users n and a reasonable objective function T , there exists an
optimal policy f∗ ∈ F that minimizes ET (X1,X2, . . . ,Xn).

3 Contention Resolution Between Two Parties

In this section we restrict our attention to the case n = 2. One key observation that makes the
n = 2 case special is that whenever one device receives 2+ (collision) feedback, it knows that its
history and the other device’s history are identical. For many reasonable objective functions the
best response to a collision is to restart the protocol. This is proved formally in Theorem 2 for a
class of objective functions that includes avg, min, and max. See Appendix A.3 for proof.

Theorem 2. Let n = 2, T be a reasonable objective function, and f be an optimal policy for T .
Another policy f∗ is defined as follows.

f∗(0k) = f(0k), ∀k ∈ N

f∗(∗2+0k) = f(0k), ∀k ∈ N

f∗(∗1∗) = 0

If T (x+ c, y+ c) = T (x, y)+ c for any c (scalar additivity), then f∗ is also an optimal policy for T .

Theorem 2 tells us that for the objectives that are scalar additive (including avg, min, and
max), we can restrict our attention to policies f ∈ F defined by a vector of probabilities (pi)i≥0,
such that f(w0k) = pk, where w is empty or ends with 2+, i.e., the transmission probability cannot
depend on anything that happened before the last collision.

3.1 Avg: Minimizing the Average Transmission Time

Let (pk)k≥0 be the probability sequence corresponding to an optimal policy f for avg. We first
express our objective EX1 in terms of the sequence (pk). Then, using the optimality of f , we
deduce that (pk)k≥0 must take on the special form described in Theorem 3. This Theorem does not
completely specify what the optimal protocol looks like. Further calculations (Corollary 1) show
that choosing N = 2 is the best choice, and that avg-Contention Resolution (see Section 1) is
an optimal protocol.

Theorem 3. There exists an integer N > 0 and a0, a1, a2 ∈ R where a0 − a1 + a2 = 1 and
a0 + a1N + a2N

2 = 0 such that the following probability sequence

pk = 1− a0 + a1k + a2k
2

a0 + a1(k − 1) + a2(k − 1)2
, 0 ≤ k ≤ N,

induces an optimal policy that minimizes EX1.
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Remark. Note that defining p0, . . . , pN is sufficient, since pN = 1 induces a certain collision if there
are still 2 devices in the system, which causes the algorithm to reset. In the next time slot both
devices would transmit with probability p0.

Proof. Assume we are using an optimal policy f∗ induced by a probability sequence (pi)
∞
i=1. Define

S1, S2 ≥ 0 to be the random variables indicating the index of the first slot in which devices 1 and
2 first transmit. Observe that S1 and S2 are i.i.d. random variables, where P(S1 = k) = P(S2 =
k) = pk

∏k−1
i=0 (1− pi).

5 We have

EX1 =
∞
∑

k=0

[P(S1 = k)(k + 1 + P(S2 = k) · EX1)]

⇐⇒ EX1 =

∞
∑

k=0

[

pk

(

k−1
∏

i=0

(1− pi)

)

·
(

k + 1 + pk

(

k−1
∏

i=0

(1− pi)

)

· EX1

)]

. (3)

Define mk =
∏k

i=0(1−pi) to be the probability that a device idles in time steps 0 through k, where
m−1 = 1. Note that pkmk−1 = mk−1 −mk is true for all k ≥ 0. We can rewrite Eqn. (3) as:

EX1 =

∞
∑

k=0

[(mk−1 −mk)(k + 1 + (mk−1 −mk) · EX1)]

⇐⇒ EX1 = EX1 ·
∞
∑

k=0

(mk−1 −mk)
2 +

∞
∑

k=0

(mk−1 −mk)(k + 1)

⇐⇒ EX1 =

∑∞
k=0mk−1

1−
∑∞

k=0(mk−1 −mk)2
. (4)

By definition, (mk)
∞
k=−1 is a non-increasing sequence with m−1 = 1 and mk ≥ 0. There is no

optimal policy with mk−1 = mk 6= 0 (meaning pk = 0), since otherwise we can delete mk from the
sequence, leaving the denominator unchanged but reducing the numerator. This implies (mk)

∞
k=−1

is either an infinite, positive, strictly decreasing sequence or a finite, positive, strictly-decreasing
sequence followed by a tail of zeros. Pick any index k0 ≥ 0 such that mk0 > 0. We know
mk0−1 > mk0 > mk0+1. By the optimality of f∗, mk0 must, holding all other parameters fixed, be
the optimal choice for this parameter in its neighborhood. In other words,

∂EX1

∂mk0

= 0

⇐⇒ 1−∑∞
k=0(mk−1 −mk)

2 +
∑∞

k=0mk−1(−2(mk0−1 −mk0) + 2(mk0 −mk0+1))

(1−∑∞
k=0(mk−1 −mk)2)2

= 0

Therefore we have for any k0 ≥ 0 such that mk0 > 0,

2mk0 −mk0+1 −mk0−1 = C

⇐⇒ mk0 −mk0+1 = mk0−1 −mk0 + C (5)

where C =
∑∞

k=0
(mk−1−mk)

2−1
2
∑∞

k=0
mk−1

is a real constant. Note that C = − 1
2EX1

< 0. Fix any k1 ≥ 0 such

that mk1 > 0. By summing up Eqn. (5) for k0 = 0, 1, . . . , k1 and rearranging terms, we have

mk1 −mk1+1 = (k1 + 1)C +m−1 −m0. (6)

5We use the convention that
∏−1

i=0
ak = 1, where (ak)

∞
k=0 is any sequence.
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Fix any k2 ≥ 0 such that mk2 > 0. By summing up Eqn. (6) for k1 = 0, 1, . . . , k2, we have

mk2+1 = (m0 −m−1)(k2 + 2) +m−1 −
(k2 + 1)(k2 + 2)

2
C (7)

= −C

2
k22 +

(

−3C

2
+m0 −m−1

)

k2 + 2m0 −m−1 −C. (8)

Recall that C < 0 and mk ∈ [0, 1]. This rules out the possibility that the sequence (mk)
∞
k=0 is

an infinite strictly decreasing sequence, since a non-degenerate quadratic function is unbounded as
k goes to infinity. As a result, there must be a positive integer N ≥ 1 for which mN−1 > 0 and
mN = 0. Also note that Eqn. (7) is not only true for k2 = 0, 1, . . . N − 1, but also true for k2 = −1
and −2. (This can be checked by directly setting k2 = −1 and −2.) We conclude that it is possible
to write (mk) as

mk = a0 + a1k + a2k
2, −1 ≤ k ≤ N,

for some constants a0, a1, a2 satisfying

m−1 = a0 − a1 + a2 = 1

mN = a0 + a1N + a2N
2 = 0.

Writing pk = 1− mk

mk−1
gives the statement of the theorem.

Based on Theorem 3, we can find the optimal probability sequence for each fixed N by choosing
the best a2. It turns out that N = 2 is the best choice, though N = 3 is only marginally worse.
The proof of Corollary 1 is in Appendix A.4.

Corollary 1. avg-Contention Resolution is an optimal protocol for n = 2 devices under the
avg objective. The expected average time is

√

3/2 + 3/2 ≈ 2.72474.

3.2 Min: Minimizing the Earliest Transmission Time

It is straightforward to show Emin(X1,X2) = 2 under the optimal policy. Nonetheless, it is useful
to have a general closed form expression for Emin(X1,X2) in terms of the (mk) sequence of an
arbitrary (suboptimal) policy, as shown in the proof of Theorem 4. This will come in handy later
since Emax(X1,X2) can be expressed as 2EX1 − Emin(X1,X2).

Theorem 4. The policy that minimizes Emin(X1,X2), min-Contention Resolution, transmits
with constant probability 1/2 until successful. Using the optimal policy, Emin(X1,X2) = 2.

Proof. By Theorem 2 we can consider an optimal policy defined by a sequence of transmission
probabilities (pk)k≥0. Let Hj,k be the transmission/idle history of player j ∈ {1, 2} up to time slot
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k. Then we have

Emin(X1,X2) =
∞
∑

k=0

P(H1,k = H2,k = 0k1)(k + 1 + Emin(X1,X2))

+
∞
∑

k=0

P({H1,k,H2,k} = {0k1, 0k0})(k + 1)

=

∞
∑

k=0

(

k−1
∏

i=0

(1− pi)
2 · p2k(k + 1 + Emin(X1,X2))

)

+

∞
∑

k=0

(

k−1
∏

i=0

(1− pi)
2 · 2pk(1− pk)(k + 1)

)

=
∞
∑

k=0

(

k−1
∏

i=0

(1− pi)
2 ·
(

(1− (1− pk)
2)(k + 1) + p2k · Emin(X1,X2)

)

)

.

Defining mk =
∏k

i=0(1− pi) as before, we have

=
∞
∑

k=0

(

(m2
k−1 −m2

k)(k + 1) +m2
k−1p

2
k · Emin(X1,X2)

)

As mk−1pk = mk−1 −mk, we can write Emin(X1,X2) in closed form as

Emin(X1,X2) =

∑∞
k=0(m

2
k−1 −m2

k)(k + 1)

1−∑∞
k=0(mk−1 −mk)2

=

∑∞
k=0m

2
k−1

1−∑∞
k=0(mk−1 −mk)2

(9)

=

∑∞
k=0m

2
k−1

2
∑∞

k=0(mk−1 −mk)mk

≥
∑∞

k=0m
2
k−1

2
∑∞

k=0

(mk−1

2

)2 = 2 ((mk−1 −mk)mk maximized when mk = mk−1/2.)

Emin(X1,X2) attains minimum 2 if and only if for all k ∈ N, mk−1 −mk = mk, i.e. mk =
mk−1

2
and m0 =

1
2 . Thus pk = 1− mk

mk−1
= 1

2 for all k. This constant probability sequence corresponds to

the constant policy with sending probability 1
2 (i.e., min-Contention Resolution).

3.3 Max: Minimizing the Last Transmission Time

Before determining the optimal policy under the max objective, it is useful to have a crude estimate
for its cost.

Lemma 1. Let f be the optimal policy for the max objective and Xf
1 ,X

f
2 be the latencies of the

two devices. Then Emax(Xf
1 ,X

f
2 ) ∈ [3, 4].

Proof. The optimal policy under the min objective, f∗, sends with probability 1/2 until success-

ful. It is easy to see that Emax(Xf∗

1 ,Xf∗

2 ) = 4, so f can do no worse. Under f (or any pol-

icy), Emax(Xf
1 ,X

f
2 ) ≥ 1 + Emin(Xf

1 ,X
f
2 ). By the optimality of f∗ for min, Emin(Xf

1 ,X
f
2 ) ≥

Emin(Xf∗

1 ,Xf∗

2 ) = 2, so Emax(Xf
1 ,X

f
2 ) ≥ 3.

8



Theorem 5. Let f be the optimal policy for the max objective and define 1/γ = Emax(Xf
1 ,X

f
2 )

to be its expected cost. Let x1, x2 be the roots of the polynomial

x2 − (2− γ)x+ 1. (10)

There exists an integer N ≥ 0 and reals C1, C2 where C1x
−1
1 +C2x

−1
2 = 0 and C1x

N+1
1 +C2x

N+1
2 =

−1, such that the following probability sequence

pk = 1− C1x
k
1 + C2x

k
2 + 1

C1x
k−1
1 + C2x

k−1
2 + 1

, 0 ≤ k ≤ N + 1,

induces an optimal policy that minimizes Emax(X1,X2).

Remark. Note that pN+1 = 1, thus it is sufficient to only define p0, p1, . . . , pN+1.

Proof. Assume the optimal policy f is characterized by the probability sequence (pk)
∞
k=0. Using

the derived expressions (Eqn. (4) and Eqn. (9)) in Theorem 3 and 4, we have

Emax(X1,X2) = 2EX1 − Emin(X1,X2)

= 2

∑∞
k=0mk−1

1−∑∞
k=0(mk−1 −mk)2

−
∑∞

k=0m
2
k−1

1−∑∞
k=0(mk−1 −mk)2

=
2
∑∞

k=0mk−1 −
∑∞

k=0m
2
k−1

1−∑∞
k=0(mk−1 −mk)2

, (11)

where mk =
∏k

i=0(1− pi) with m−1 = 1.
The only requirement on the sequence (mk)

∞
k=−1 is that it is strictly decreasing with mk ∈ [0, 1].

First we observe if mk = mk+1, we must have both of them equal to zero. Otherwise, we can remove
mk which will leave the denominator unchanged but reduce the numerator. Therefore, the optimal
sequence is either a strictly decreasing sequence or a strictly decreasing sequence followed by a tail
of zeros. Fix any v ≥ 0 for which mv > 0 we have, by the optimality of (mk)

∞
k=−1,

∂Emax(X1,X2)

∂mv
=

(2− 2mv)B − 2A(mv−1 −mv − (mv −mv+1))

D
= 0, (12)

where B = 1−∑∞
k=0(mk−1−mk)

2 and A = 2
∑∞

k=0mk−1−
∑∞

k=0m
2
k−1. Let γ = B

A
= 1

Emax(X1,X2)
,

then we have, from Eqn. (12)

mv+1 = (2− γ)mv −mv−1 + γ (13)

⇐⇒ (mv+1 − 1) = (2− γ)(mv − 1)− (mv−1 − 1) (14)

Eqn. (14) defines a linear homogeneous recurrence relation for the sequence (mv+1 − 1), whose

characteristic roots are x1, x2 =
2−γ±

√
γ2−4γ

2 . One may verify that they satisfy the following
identities.

x1 + x2 = 2− γ (15)

x1x2 = 1 (16)

From Lemma 1 we know γ ∈ [14 ,
1
3 ]. Thus we have γ2 − 4γ < 0 which implies x1 and x2 are distinct

conjugate numbers and of the same norm
√
x1x2 = 1. Then mk − 1 = C1x

k
1 + C2x

k
2 for all k for

which at least one of mk−1,mk or mk+1 is greater than zero.

9



If it were the case that mk > 0 for all k, then by summing (13) up for all v ∈ N, we have

∞
∑

k=0

mk+1 = (2− γ)

∞
∑

k=0

mk −
∞
∑

k=0

mk−1 + γ · ∞

which implies
∑∞

k=0mk = ∞. This is impossible since, by the upper bound of Lemma 1,

4 ≥ Emax(X1,X2) =
1 + 2

∑∞
k=0mk −

∑∞
k=0m

2
k

1−∑∞
k=0(mk−1 −mk)2

≥ 1 +
∑∞

k=0mk

1
.

Therefore the optimal sequence must be of the form

mk = (C1x
k
1 + C2x

k
2 + 1)1k≤N

for some integer N ≥ 0, where C1x
N
1 + C2x

N
2 + 1 = 0 and C1x

−1
1 + C2x

−1
2 + 1 = 1. Writing

pk = 1− mk

mk−1
gives the statement of the theorem.

The proof of Corollary 2 is in Appendix A.5.

Corollary 2. max-Contention Resolution is an optimal protocol for n = 2 devices under the
max objective. The expected maximum latency is 1/γ ≈ 3.33641, where γ is the unique root of
3x3 − 12x2 + 10x− 2 in the interval [1/4, 1/3].

4 Conclusion

In this paper we established the existence of optimal contention resolution policies for any reasonable
cost metric, and derived the first optimal protocols for resolving conflicts between n = 2 parties
under the avg, min, and max objectives.

Generalizing our results to n ≥ 3 or to more complicated cost metrics (e.g., the ℓ2 norm) is
a challenging problem. Unlike the n = 2 case, it is not clear, for example, whether the optimal
protocols for n = 3 select their transmission probabilities from a finite set of reals. It is also unclear
whether the optimal protocols for n = 3 satisfy some analogue of Theorem 2, i.e., that they are
“recurrent” in some way.
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Appendix A Proof of Theorems

A.1 Deduction on Random Board Model

In order to implement a contention resolution policy we need to generate biased random bits, e.g.,
in order to transmit with probability 1/3. However, the bias of each time step could be different
and depend on the outcome of previous time steps. It will be convenient if we can generate
all randomness in advance and dynamically set the biases as we go. To that end we define the
Random Board model, which is just an infinite number of uniform and i.i.d. random reals in [0, 1].
If device k in time step t wants to generate a biased random bit b with probability 1/3 of 1, it sets
b = 1(Uk,t < 1/3), where (Uk,t) is the random board.

Definition 2 (Random Board). A random board U with n rows are a set of i.i.d. uniformly
distributed random variables (Uk,t)k∈[n],t∈N with range [0, 1].

Definition 3 (Deduction on Random Board). Given a policy f ∈ F and an outcome (uk,t)k∈[n],t∈N
of an n-row random board where uk,t ∈ [0, 1], we deduce (d̄k,t, r̄k,t)k∈[n],t∈N iteratively by the
following rule.

d̄k,t = 1(uk,t < f((r̄k,0r̄k,1 . . . r̄k,t−1))) (1 iff device k transmits at time t)

r̄k,t =











0, d̄k,t = 0

1, (d̄k,t = 1) ∧ (∀j 6= k, d̄j,t = 0)

2+, (d̄k,t = 1) ∧ (∃j 6= k, d̄j,t = 1)

(the response at time t+ 0.5)

We define D̄k,t and R̄k,t be the random variables that maps outcomes to the deduced d̄k,t and r̄k,t
respectively.

We demonstrate the deduction on random board by the following example.

Example 1. Let Table 1 be an outcome w0 of a 3-row random board.

0.23371 0.281399 0.375409 0.927202 0.0824814 0.0473227 . . .
0.216321 0.4534 0.377702 0.573771 0.704855 0.497943 . . .
0.888769 0.939998 0.261829 0.343283 0.830001 0.43118 . . .

Table 1: An outcome w0 of a 3-row random board

Let f1 be the policy with constant sending probability 1
2 until the message gets successfully

transmitted. Let f2 be the policy with constant sending probability 1
3 before success. Then the

results of deduction are shown in the following two tables (d̄k,t, r̄k,t)k∈[n],t∈N (successful transmissions
are marked by a star ∗).

(send,2+) (send,2+) (send,2+) (idle,0) (send*,1) (idle,0) . . .
(send,2+) (send,2+) (send,2+) (idle,0) (idle,0) (send*,1) . . .
(idle,0) (idle,0) (send,2+) (send*,1) (idle,0) (idle,0) . . .

Table 2: Deduction on w0 using policy f1 (constant sending probability 1
2)

Lemma 2. Given an n-row random board U , for any policy f ∈ F , the deduced set of random
variables (D̄k,t, R̄k,t)k∈[n],t∈N satisfies both equations (1) and (2).
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(send,2+) (send*,1) (idle,0) (idle,0) (idle,0) (idle,0) . . .
(send,2+) (idle,0) (idle,0) (idle,0) (idle,0) (idle,0) . . .
(idle,0) (idle,0) (send*,1) (idle,0) (idle,0) (idle,0) . . .

Table 3: Deduction on w0 using policy f2 (constant sending probability 1
3)

Proof. Equation (2) follows directly by the definition of deduction. For equation (1), we have

P(D̄k,t = 1 | R̄k,1R̄k,2 . . . R̄k,t = h) = P(Uk,t < f(h))

= f(h).

From Lemma 2 we know, using the same f , the random processes (Dk,t, Rk,t)k∈[n],t∈N and
(D̄k,t, R̄k,t)k∈[n],t∈N are of identical distributions and thus (Xi)i∈[n] and (X̄i)i∈[n] are also identically
distributed. Having this, we now can consider all the policies working on a same sample space, i.e.
the sample space of the random board.

A.2 Existence Issues

For notation, we denote any random variable X (e.g. Xi, Dk,t and Rk,t) induced by policy f as
Xf .

Having the random board model set up, we now can go on proving the existence theorem. We
first formally define the class of reasonable objective functions.

Definition 4. We say an objective function T : Rn → R
+ is reasonable if for any s > 0, there

exists some Ns > 0 such that 1(T (X1,X2, . . . ,Xn) < s) only depends on the deduction of the first
Ns time slots. In other words, there exists a function h such that 1(T (X1,X2, . . . ,Xn) < s) =
h({Dk,t, Rk,t}k∈[n],t∈[Ns]).

Proof of Theorem 1. Let g : F → R+∪{∞} be the function that maps policy f to ET (Xf
1 ,X

f
2 , . . . ,X

f
n).

For simplicity, we denote (Xf
1 ,X

f
2 , . . . ,X

f
n) by Xf .

Define J as inf{g(f) | f ∈ F} which exists since g is bounded below (g is non-negative). Since
the set of finite strings is countable, we can identify F by [0, 1]N. Note that [0, 1] is compact and
thus, by diagonalization argument, we can find a sequence of (fi)i∈N where fi ∈ F converges to f∗

point-wisely with limi→∞ g(fi) = J . We have to show g(f∗) = J . By definition, we have

g(f∗) = ET (Xf∗
)

=

∫ ∞

0
P(T (Xf∗

) ≥ s)ds

=

∫ ∞

0
(1− P(T (Xf∗

) < s))ds

For a fixed s > 0, by the definition of a reasonbale objective function, there exists a constant Ns > 0
such that 1(T (Xf ) < s) only depends on the deduction of the first Ns time slots. Since fj converges
to f∗ point-wisely and the set of strings {w | |w| < Ns} is finite6, we can choose ǫ and N so that for
any j > N and w with |w| < Ns, we have |fj(w)− f∗(w)| < ǫ. Then for the two policies fj and f∗,
the probability that the deduction of the first Ns time slots will not change is larger than (1−ǫ)nNs .

6|w| is equal to the length of the string w.
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In fact, let w be the history of a user with |w| < Ns and U be the cell on the random board that
will be used by the user, we have P(1(U < f(w)) = 1(U < f∗(w))) = 1− |f(w)− f∗(w)| ≥ (1− ǫ).
Therefore, P(Ek | Ek−1) ≥ (1−ǫ)n, where Ek is the event that the deductions of the first k columns
are identical. We get the estimation we want by writing out

P(ENs−1) = P(ENs−1 | ENs−2)P(ENs−2 | ENs−3) · · · P(E1 | E0)P(E0)

≥ (1− ǫ)nNs

Thus, let Ω be the sample space of the random board,

|P(T (Xfj ) < s)− P(T (Xf∗
) < s)| =

∣

∣

∣

∣

∫

Ω
1(T (Xfj (w)) < s)− 1(T (Xf∗

(w)) < s)dw

∣

∣

∣

∣

≤
∫

Ω

∣

∣

∣
1(T (Xfj (w)) < s)− 1(T (Xf∗

(w)) < s)
∣

∣

∣
dw

= P

(

1

(

(T (Xfj ) < s
)

6= 1

(

T (Xf∗
) < s)

))

= 1− P

(

1

(

(T (Xfj ) < s
)

= 1

(

T (Xf∗
) < s)

))

≤ 1− P(ENs)

≤ 1− (1− ǫ)nNs

which can be made arbitrarily small by choosing ǫ small enough. Thus we have P(T (X limj→∞ fj ) <
s) = limj→∞ P(T (Xfj ) < s). Therefore we have

g(f∗) =

∫ ∞

0
(1− P(T (Xf∗

) < s))ds

=

∫ ∞

0
(1− lim

j→∞
P(T (Xfj ) < s))ds

=

∫ ∞

0
lim
j→∞

P(T (Xfj ) ≥ s)ds

≤ lim
j→∞

∫ ∞

0
P(T (Xfj ) ≥ s)ds

= J

Note that we have used the Fatou’s Lemma [22] to change the order of integration and the limit.
We have g(f∗) ≤ J but J is the infimum. Thus f∗ is an optimal policy.

A.3 Optimal Recurrent Policies — Proof of Theorem 2

Proof of Theorem 2. Let C be the random variable indicating the time of the first collision. We
define C = −1 if there is no collision. By the definition of f∗, we know Cf∗

= Cf since f∗(w) = f(w)
if 2+ 6∈ w. Also, if there is no collision, the deduction of the two policies should be identical. Thus
we have E(T (Xf

1 ,X
f
2 ) | Cf = −1) = E(T (Xf∗

1 ,Xf∗

2 ) | Cf∗
= −1) =: M . Let P(Cf = k) = P(Cf∗

=
k) = qk and fk(w) = f(0k2+w) for any w ∈ R∗. Note that both users must keep idle before the
first collision (if there is a collision). Therefore if the first collision happens at time k, after time
k, the two users would behave as if they have restarted the process with a new policy fk. Then we
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have,

ET (Xf
1 ,X

f
2 ) = Mq−1 +

∞
∑

k=0

E(T (Xf
1 ,X

f
2 ) | Cf = k)qk

= Mq−1 +
∞
∑

k=0

ET (k + 1 +Xfk
1 , k + 1 +Xfk

2 )qk

= Mq−1 +

∞
∑

k=0

(k + 1)qk +

∞
∑

k=0

ET (Xfk
1 ,Xfk

2 )qk

≥ Mq−1 +

∞
∑

k=0

(k + 1)qk + ET (Xf
1 ,X

f
2 )

∞
∑

k=0

qk

Note that if
∑∞

k=0 qk = 1, then q−1 = 0 and we would have
∑∞

k=0(k+1)qk ≤ 0, which is impossible.
Thus we must have

∑∞
k=0 qk < 1.

Now by the definition of f∗, we have f∗(w) = f∗(0k2+w). Similarly, we have

ET (Xf∗

1 ,Xf∗

2 ) = Mq−1 +
∞
∑

k=0

E(T (Xf∗

1 ,Xf∗

2 ) | Cf∗
= k)qk

= Mq−1 +
∞
∑

k=0

ET (k + 1 +Xf∗

1 , k + 1 +Xf∗

2 )qk

= Mq−1 +
∞
∑

k=0

(k + 1)qk +
∞
∑

k=0

ET (Xf∗

1 ,Xf∗

2 )qk

We conclude that ET (Xf
1 ,X

f
2 ) ≥

Mq−1+
∑∞

k=0
(k+1)qk

1−
∑∞

k=0 qk
= ET (Xf∗

1 ,Xf∗

2 ). Since f is optimal, then

f∗ is also optimal.

A.4 Proof of Corollary 1 — The Avg Objective

Proof of Corollary 1. By Theorem 3, the optimal sequence (mk)
∞
k=−1 is given by mk = (a0 + a1k+

a2k
2)1k≤N , for some integer N > 0, where

a0 − a1 + a2 = 1 (17)

a0 + a1N + a2N
2 = 0 (18)

Note that by the definition, we must have mk−1 ≤ mk for all k = 0, 1, . . . , N . We necessarily have

m−1 ≥ m0 =⇒ a0 − a1 + a2 ≥ a0 (19)

mN−1 ≥ mN =⇒ a0 + a1(N − 1) + a2(N − 1)2 ≥ a0 + a1N + a2N
2 (20)

From Eqn. (17) and (18), we have a0 =
N−a2(N2+N)

N+1 and a1 =
−a2(N2−1)−1

N+1 . Insert both expressions
into Eqn. (19) and (20), we get the constraints on a2:

a2 ∈
[

− 1

N +N2
,

1

N +N2

]

. (21)

In fact, the conditions that m−1 ≥ m0 and mN−1 ≥ mN are sufficient for mk−1 ≤ mk for all
k = 0, 1, . . . , N . To see this, let g(x) = a0 + a1x+ a2x

2 be the quadratic function where g(k) = mk
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for all k = −1, 0, 1, . . . , N . Once we know g(−1) ≥ g(0) and g(N − 1) ≥ g(N), we know there exist
x1 ∈ [−1, 0] and x2 ∈ [N − 1, N ] such that g′(x1) ≤ 0 and g′(x2) ≤ 0. Since g′(x) = a1 + 2a2x is
a linear function, g′(x1), g

′(x2) ≤ 0 implies g′(x) ≤ 0 for any x ∈ [x1, x2]. Thus g′(x) ≤ 0 for any
x ∈ [0, N−1]. We conclude that mk−1 = g(k−1) ≤ g(k) = mk is also true for any k = 1, . . . , N−1.

Using Eqn. (4) derived in Theorem 3, we have

EX1 =

∑N−1
k=−1(a0 + a1k + a2k

2)

1−∑N
k=0(−a1 + a2(−2k + 1))2

=
(N + 1)(N + 2)(a2N(N + 1)− 3)

2N
(

a22(N + 1)2(N + 2)− 3
) (22)

Fixing N , to minimize EX1, we have

∂EX1

∂a2
= −(N + 1)2(N + 2)(a22N(N + 2)(N + 1)2 − 6a2(N + 2)(N + 1) + 3N)

2N
(

a22(N + 1)2(N + 2)− 3
)2 = 0

Then a2 =
3N2+9N+6±

√
3
√
−N5−N4+13N3+37N2+36N+12

N4+4N3+5N2+2N
. It is easy to check that a2 becomes complex

for all N ≥ 5, which implies ∂EX1

∂a2
≤ 0 for any a2. That is to say for N ≥ 5, the larger a2 is, the

smaller EX1 is. Thus the best a2 one can pick under the constraint (21) is 1
N+N2 . In this case, by

inserting a2 =
1

N+N2 into Eqn. (22) we have

EX1 =
(N + 1)(N + 2)(1 − 3)

2N
(

N+2
N2 − 3

)

=
N(N + 1)(N + 2)

3N2 −N − 2
. (23)

Then we differentiate Eqn. (23) by N :

∂EX1

∂N
=

1

15

(

− 8

(3N + 2)2
− 18

(N − 1)2
+ 5

)

> 0

for N ≥ 5. Therefore, in the case where N ≥ 5, it it best to choose N = 5, yielding EX1 =
N(N+1)(N+2)

3N2−N−2 = 105
34 ≈ 3.09.

Now we consider the cases where N ∈ {1, 2, 3, 4}. We give the optimal results for each case in
the Table 4. Note that we have a2 ∈ [− 1

N+N2 ,
1

N+N2 ] for each N .
Combining all previous results we conclude that a globally optimal algorithm that minimizes

the average waiting time of a two-party contention is obtained when N = 2 and a2 = 1
2 − 1√

6
. In

this case, we have a0 = N−a2(N2+N)
N+1 = 1

3 (
√
6 − 1) and a1 = −a2(N2−1)−1

N+1 =
√
6−5
6 . Then we have

m0 = a0 = 1
3(
√
6 − 1), m1 = a0 + a1 + a2 = 1

3(
√
6 − 2) and m2 = 0. Finally we get the optimal

probability sequence.

p0 = 1−m0 =
4−

√
6

3
≈ 0.516837,

p1 = 1− m1

m0
=

1 +
√
6

5
≈ 0.689898,

p2 = 1− m2

m1
= 1.

This is precisely the avg-Contention Resolution protocol.
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N EX1 (Eqn. (22)) optimal a2 optimal EX1

1
3− 2a2
1− 4a22

3

2
−

√
2

√
2 +

3

2
≈ 2.91421

2
3− 6a2
1− 12a22

1

2
− 1√

6

1

2
(
√
6 + 3) ≈ 2.72474

3
10− 40a2
3− 80a22

1

12

30

11
≈ 2.72727

4
5 (20a2 − 3)

200a22 − 4

1

20

20

7
≈ 2.85714

Table 4: Solutions for N ∈ {1, 2, 3, 4}

A.5 Proof of Corollary 2 — The Max Objective

Proof of Corollary 2. We continue to use all the derived results in Theorem 5. Remember that
x1 and x2 depend on γ, and satisfy the equalities x1 + x2 = 2 − γ and x1x2 = 1. Recall that
1/γ = Emax(X1,X2). Using the fact that m−1 = 1, it follows from Eqn. (11) that γ can be written
as

γ =
1−∑N+1

k=0 (mk−1 −mk)
2

1 + 2
∑N

k=0mk −
∑N

k=0m
2
k

=
1− (1−m0)

2 −∑N
k=0

(

C1x
k
1(1− x1) + C2x

k
2(1− x2)

)2

1 + 2
∑N

k=0

(

C1xk1 +C2xk2 + 1
)

−∑N
k=0

(

C1xk1 + C2xk2 + 1
)2

Since x1x2 = 1, this can be written as follows.

=
1− (1−m0)

2 −∑N
k=0

(

C2
1 (1− x1)

2 (x21
)k

+ 2C1C2(1− x1)(1− x2) + C2
2 (1− x2)

2
(

x22
)k
)

N + 2−
∑N

k=0

(

C2
1

(

x21
)k

+ C2
2

(

x22
)k

+ 2C1C2

)

By organizing the terms we have (using identities (15), (16), the polynomial (10) that defines x1
and x2 and the definition mk = C1x

k
1 + C2x

k
2 + 1)

0 = γ(N + 2)− 1 + (1−m0)
2 − 2(N + 1)C1C2(−(1 − x1)(1− x2) + γ)

+ C2
1

(

(1− x1)
2 − γ

)

N
∑

k=0

(

x21
)k

+ C2
2

(

(1− x2)
2 − γ

)

N
∑

k=0

(

x22
)k

Using the fact that (1−x1)(1−x2) = 2−(x1+x2) = γ and that −γ(1+x1) = (x1+x2−2)(1+x1) =
x21 − x1 − 1 + x2 = (1− x1)

2 − 2 + x1 + x2 = (1− x1)
2 − γ, we can simplify this as follows.

= γ(N + 2)− 1 + (1−m0)
2 − C2

1γ(1 + x1)

N
∑

k=0

(

x21
)k − C2

2γ(1 + x2)

N
∑

k=0

(

x22
)k

= γ(N + 2)− 1 + (1−m0)
2 − C2

1γ
1−

(

x21
)N+1

1− x1
− C2

2γ
1−

(

x22
)N+1

1− x2
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We will now put the last two terms under the common denominator (1− x1)(1− x2) = γ, thereby
cancelling the γ factors in both terms.

= γ(N + 2)− 1 + (1−m0)
2

−
(

C2
1 + C2

2 − C2
1x2 − C2

2x1 − C2
1x

2(N+1)
1 − C2

2x
2(N+1)
2 + C2

1x
2N+1
1 + C2

2x
2N+1
2

)

Since m0 = C0 + C1 + 1, we have

= γ(N + 2)− 1 + 2C1C2

− (−C2
1x2 −C2

2x1 − C2
1x

2(N+1)
1 −C2

2x
2(N+1)
2 + C2

1x
2N+1
1 + C2

2x
2N+1
2 )

= γ(N + 2)− 1 + (mN+1 − 1)2 − (−C2
1x2 − C2

2x1 + C2
1x

2N+1
1 +C2

2x
2N+1
2 )

= γ(N + 2)− 1 + (mN+1 − 1)2 − (mN − 1)(mN+1 − 1) + (m0 − 1)(m−1 − 1)

Note that we have m−1 = 1 and mN+1 = 0, hence

= γ(N + 2) +mN − 1.

Rearranging terms, we have:

N =
1−mN

γ
− 2 < 2 (24)

The last inequality follows from the fact that mN ∈ (0, 1] and 1
γ
∈ [3, 4]. Thus the only possible

values of N are 0 and 1.
If N = 0, we have the following set of equations. 7

γ(N + 2) +mN − 1 = 2γ + C1 + C2 = 0

C1x
−1
1 + C2x

−1
2 + 1 = 1 (m−1 = 1)

C1x1 + C2x2 + 1 = 0 (m1 = 0)

whose solution is γ = 2−
√
2

2 where 1
γ
≈ 3.41421.

If N = 1, we have the following set of equations.

γ(N + 2) +mN − 1 = 3γ + C1x1 + C2x2 = 0 (25)

C1x
−1
1 + C2x

−1
2 + 1 = 1 (m−1 = 1) (26)

C1x
2
1 + C2x

2
2 + 1 = 0 (m2 = 0) (27)

whose solution gives
γ ≈ 0.299723, where 3γ3 − 12γ2 + 10γ − 2 = 0

We see in this case 1
γ
≈ 3.33641, which is better than the case where N = 0. The corresponding

C1 ≈ −0.264419 − 0.426908i and C2 ≈ −0.264419 + 0.426908i, which are a pair of conjugate roots
of polynomial 76x6 − 532x5 + 664x4 + 3288x3 + 4680x2 + 2268x + 729.

Finally we get

p0 = 1−m0 = −C1 − C2 = α ≈ 0.528837, where α3 + 7α2 − 21α + 9 = 0,

p1 = 1− m1

m0
= 1− C1x1 +C2x2 + 1

C1 +C2 + 1
= β ≈ 0.785997, where 4β3 − 8β2 + 3 = 0,

p2 = 1− m2

m1
= 1.

This is precisely the max-Contention Resolution protocol.

7We have used the algebra software Mathematica to give the exact form of the solutions for both cases.
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