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ABSTRACT

With the rapid advancement of large models and mobile edge com-

puting, transfer learning, particularly through fine-tuning, has be-

come crucial for adapting models to downstream tasks. Tradition-

ally, this requires users to share their data with model owners for

fine-tuning, which is not only costly but also raises significant

privacy concerns. Furthermore, fine-tuning large-scale models is

computationally intensive and often impractical for many users.

To tackle these challenges, we introduce a system that combines

offsite-tuning with physical-layer security, which provides local

data ownerswith a lightweight adapter and a compressed emulator.

Data owners then fine-tune the adapter locally and securely send

it back to the model owners through a confidential channel for in-

tegration, ensuring privacy and resource conservation. Our paper

focuses on optimizing computational resource allocation among

data owners and the large model owner deployed on edge, and on

the compression ratio of adapters. We incorporate a secrecy up-

link channel to maximize the utility that we defined while mini-

mizing system costs like energy consumption and delay. The opti-

mization uses the Dinkelbach algorithm, fractional programming,

successive convex approximation and alternating optimization. Ex-

periments demonstrate our algorithm’s superiority over existing

methods.
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1 INTRODUCTION

Large models (LM)1 are generative machine learning models pre-

trained on large-scale unlabeled datasets (e.g., BookCorpus or Eng-

lish Wikipedia [3]). Pre-trained models have the capability to ac-

quire generalized representations that can be effectively utilized in

fine-tuning by using smaller, task-specific datasets supplied by var-

ious downstream users to cater to a diverse array of downstream

tasks [13], where models like GPT-4 by OpenAI stand out with

their sophisticated understanding and creation of human-like text [6].

Meanwhile, LMs like DALL-E and CLIP demonstrate remarkable

abilities in understanding and generating visual content [18], and

Google-USM achieving new levels of accuracy and naturalness in

speech-to-text conversion [31].

1Although many studies simply say “foundation models”, we adopt the name “large
models” to highlight both the sheer size and the foundation nature of the models. Such
a name is also used in prior work [19].

Challenges and motivation. There are several challenges in

the process of fine-tuning LMs. On the one hand, there is a desire

to exploit the full capabilities of LMs, on the other, the sensitive in-

formation has potential risks of exposure to LM service providers.

This risk is non-neglectable in many applications such as health-

care or finance [2, 28]. A potential solution could be localized de-

ployment, where the large model owner (LMO) deploys the model

on the client. However, due to the large structures of the LMs, de-

ployment and inference locally are essentially impossible, for in-

stance, GPT-4 consists of an astonishing 175 billion parameters [1].

Moreover, local deployment risks may leak themodels’ intellectual

property (IP). Offsite-tuning has been proposed as a viable Param-

eter Efficient Fine-Tuning (PEFT) solution [7, 27]. In this approach,

the LMO sends a lightweight adapter and a lossy compressed emu-

lator to the data owner (DO). The DO then fine-tunes the adapter

using the emulator. Once fine-tuned, the adapter is returned to the

LMO and integrated into the full model to create an adapted FM.

Under offsite-tuning, the DO does not need to share their training

data, and the LMO does not share the full model weights.

A significant security challenge in the context of offsite-tuning

is the potential eavesdropping on the communication channel, where

eavesdroppers could intercept the adapter during transmission. If

successful, they might use the data within the adapter to infer sen-

sitive information about the DO’s local data or objectives. Eaves-

droppers can passively gather intel without altering the data, such

as in VoIP eavesdropping, or actively insert themselves into the

network, manipulating the data as in man-in-the-middle attacks.

These attacks can lead to the theft of intellectual property, pass-

words, and other sensitive data, significantly compromising the se-

curity and privacy of the data owner [15, 17]. In response to these

challenges, our primary motivation is to develop secure wireless

communication in an LM-based edge computing system, which co-

operates with the PEFT technique for resource-saving.

Contributions. The major contributions of our paper are sum-

marized as follows:

• We formulate the problem of maximizing the users’ utility-

consumption ratio (UCR) under physical-layer security for

the offsite-tuning process of the LM. To our knowledge, we

first study and investigate UCR in the context of the increas-

ingly critical and emergent domain of offsite-tuning for LMs.

• We develop an advanced optimization algorithmby integrat-

ing the Dinkelbach algorithm, fractional programming, Suc-

cessive Convex Approximation (SCA), and alternating opti-

mization techniques. This innovative approach enables our

algorithm to efficiently address and solve complex UCR op-

timization challenges, establishing a new benchmark for ef-

fectiveness in this field.
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• We demonstrate through simulations that our algorithm sig-

nificantly outperforms existing baselines, adeptly coordinat-

ing the optimization of adapter parameter offloading for users,

resource allocation, and the balance between user utility

and cost. This evidence showcases our algorithm’s superior

capability to navigate and optimize the multifaceted aspects

of the offsite-tuning process, thereby advancing both oper-

ational efficiency and security.

Roadmap. The organization of this paper is as follows. Sec-

tion 2 presents related work. Section 3 introduces the proposed sys-

temmodel and the formulated problem. Our proposed solution, en-

compassing the algorithmic approach, is meticulously expounded

in Section 4. Section 5 provides the numerical results, and Section 6

summarizes our paper.

2 RELATED WORK

This section explores relevant research across three focused areas

pertinent to our study. Section 2.1 is mainly devoted to current re-

search in solving resource allocation problems over wireless com-

munication. Section 2.2 focuses on integrating large models (LMs)

with edge computing, and Section 2.3 focuses on the physical layer

security in mobile communication.

2.1 Resource allocation over wireless
communication

Recently, several studies have successfully addressed resource allo-

cation challenges through a variety of approaches. As for convex

optimization, Luo et al. [16] considered the hierarchical federated

edge learning (HFEL) in wireless communication, the minimiza-

tion of system overhead is addressed separately using the Karush-

Kuhn-Tucker (KKT) method in convex optimization for both sin-

gle and multi-edge server scenarios. Yu et al. [30] utilized another

classical method in optimization, successive convex approximation

(SCA) transforming the non-convex problem, that performs resource

allocation under constraints on UAV’s battery size and service qual-

ity, aiming to minimize system latency by transforming the non-

convex problem. Additionally, some works also tried to use deep

learning strategies for non-convex or complex sequential problems.

For instance, He et al. [12] solved the problem of channel assign-

ment under Non-orthogonal multiple access (NOMA) with deep re-

inforcement learning (DRL), which further utilized attention-based

neural network for better performance. Furthermore, Guo et al. [11]

considered a more sophisticated approach to orchestrate multiple

agents for jointly solving the handover control and power alloca-

tion problem. However, many previous works address the resource

allocation problem in various scenarios, but none of them jointly

consider such a problem based on LM and related fine-tuning is-

sues.

2.2 Large model with mobile edge computing.

Integrating LM with mobile edge computing (MEC) has become

a pivotal area of research. Liu et al. [23] explored the use of Gen-

erative Pretrained Transformers (GPT) in edge AI systems. Their

framework employs a cloud-edge-client hierarchical architecture,

where GPT, located in the cloud, coordinates with AI models on

edge servers and devices. This system efficiently processes user

requests in natural language, demonstrating GPT’s potential in au-

tonomouslyorganizing and optimizing edgeAImodels. Tian et al. [24]

proposed a novel learning approach named FedBERT. This method

combines federated learning with split learning for pre-training

BERT in a federated manner. FedBERT addresses the challenge of

pre-training LMs and ensures that sensitive local data of clients

are not communicated. Furthermore, Jiang et al. [14] focused on

enhancing the efficiency of large models in edge computing sce-

narios by balancing computational loads between edge devices and

cloud servers and Dong et al. [8] highlighted the use of these mod-

els in improving the performance and capabilities of edge comput-

ing systems. Although many studies consider deploying LM at the

edge, they don’t address the potential resource allocation issues

with optimization accordingly, like the ones specified in our work.

2.3 Secure wireless communication under
physical layer security

Several studies have explored physical layer security with varying

numbers of eavesdroppers. Cui et al. [5] implemented the Alterna-

tive Optimization algorithm to jointly optimize the transmit beam-

forming vector at the base station and the phase elements at the

Intelligent Reflecting Surface (IRS), aiming tomaximize the secrecy

rate. Considering multi-eavesdroppers, Yang et al. [29] proposed a

RL-based secure beamforming approach to jointly optimize users

secrecy rate and quality of service (QoS). However, to our knowl-

edge, none specifically address secure communication during the

fine-tuning process to safeguard both the model and user security,

as articulated in our paper.

3 SYSTEM MODEL AND PROBLEM
FORMULATION

In this section, we formally describe our system model from the

holistic to the particular. We will first introduce the offsite-tuning

model as the foundation of the entire system, followed by the spe-

cific implementation model on the large model owner (LMO) and

data owners (DOs) sides, in addition to the transmission model. At

the end of this section, we give the comprehensive objective func-

tion for the communication model.

3.1 System Model

We consider a large model (LM) based secure mobile edge comput-

ing system, as shown in Fig. 1, where the LMO, which also be re-

ferred to as the LM server, positioned at the edge side managing its

downlink channel with all# single-antenna mobile users, also des-

ignated as DOs, with each DO denoted by = ∈ N = {1, 2, . . . , # }.

Offsite-tuning Model. To preserve both parties’ privacy and

enhance efficiency and effectiveness without disrupting the opera-

tional system, we utilize offsite-tuning in our system [27]. Given a

pre-trained Transformer backbones LMM deployed on the edge

server side, encompassing a total of L layers (i.e., model depth).

We divide theM into two distinct components: a small, trainable

adapterA= , which is used for downstream adaptation for =-th DO,

and a remaining frozen portion of the model, denoted as emulator

E= . In the selection of adapters, the paramount consideration for

the adapter transmitted to the downstream tasks is its suitability
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across various downstream tasks, which is influenced by the ex-

traction of diverse combinations of shallow and deep layers from

the Transformer. We employ the sandwich structure proven supe-

rior to single-layer configurations in [27], where ;0= layers are se-

lected simultaneously from both the top and bottom layers ofM

(i.e., M = A1
= ◦ E= ◦ A

2
= and A1

= + A
2
= = ;0= ). A variable called

adapter extraction rate denoted as 5 = [q1, q2, . . . , q# ] for each

DO, = ∈ N is introduced to denote the number of layers selects

from both top and bottom layers ofM . To ensure the feasibility of

offsite tuning and the overall system efficiency, q= ∈ (0,
2
! × j0= ],

where j0= , = ∈ N is the confidentiality coefficient for different

downstream tasks, ;0= = 2q= and 2
! × j0= = q=,<0G . For conve-

nience, A1
=,A

2
= are consolidated into A= , such that ∀= ∈ N ,M =

[A= ,E=] is the concatenation of these two parts.

For the remaining frozen component emulator E= , it is imper-

ative that the data contained within E= are not overly precise, as

such precision could inadvertently reveal information about the

original model. To address this, we utilize the layer drop technique [20]

to uniformly select a subset of layers from E= , the dropped emu-

lator denoted as E∗= , for utilization. A discrete variable layer reten-

tion rate j4= , = ∈ N , is introduced and selected from the interval

[0.1, 0.3, 0.5, 0.7, 0.9] to govern the number of layers ;4= present in

E∗= , where ;
4
= = j4= (1 − 2q=). Emulator E∗= encompasses the gra-

dient information pertinent to the adapter updates, while these

gradient details must not be excessively precise, lest they lead to

the inadvertent disclosure of information pertaining to the orig-

inal model. Furthermore, an emulator characterized by a smaller

volume of data is more conducive to system efficiency [27]. We

aim to find a balance between these requirements. First, we calcu-

late the loss between two emulators using the Mean Square Error

(MSE) to ensure E∗= encapsulates as much of the gradient informa-

tion necessary for training as possible. Given that the discrepancy

between E= and E∗= is primarily influenced by j4= , we define the

loss as a function solely dependent j4= , which can be expressed

as L"(� (j
4
=) =

1
#

∑#
8=1 | |E

∗
= − E= | |

2. Furthermore, the efficiency

can be defined as a function that decreases with an increase in the

number of layers within E∗= , which is correlated with q= and j4= ,

the efficiency can be represented as G(q=, j
4
=) = log(1+

q=

j4=
), with

a designed minimal fine-tuning efficiency G(q=, j
4
=) ≥ �eff

=,min
.

FDMA. In our paper, we implement Frequency Division Mul-

tiple Access (FDMA) for communication between devices and the

base station. FDMA is known for its simplicity and suitability for

mobile devices with limited computational capabilities, which aids

inmanaging the bandwidth and transmission power allocationwith-

out the complications of interference. We consider uplink commu-

nication where each DO trains and uploads adapter A= back to

LMO. We define b = [11, 12, . . . , 1# ], p = [?1, ?2, . . . , ?# ] as the

bandwidth and transmission power for each DO communication to

LMO and 1=,max, ?=,max are used for fair resource allocation [4, 26].

User training adapter A=. Based on the above discussion, in

our system, we account for the varying GPU frequencies of each

user as their computational resources allocated to fine-tuning the

adapterA= , denoted as f
DO

= [5 DO1 , 5 DO2 , . . . , 5 DO
#
] and the user’s

computational capabilities directly impact the training efficiency

of the model’s adapter. We posit that for any given model consid-

ered in our paper, the model’s parameter size is invariably posi-

tively correlated with the number of layers within the model. In

the Transformer models we employ, each layer typically exhibits a

similar structure [25] (i.e., the model’s parameter size can be esti-

mated using the number of layers × the average parameter count

per layer). Consequently, we can directly utilize the number of lay-

ers of each model as a representation of the corresponding size of

themodel. The computational time for each DO can be represented

as

C
DO:cmp
= ( 5 DO= , q=) =

C= (q=)

5 DO=

, (1)

where C= (q=) is the total GPU cycles required for user =’s fine-

tuning. For computation function C= (q=), the number of compu-

tation cycles required for user training increases with q= since

more trainable parameters in A= . In our definition, the computa-

tion function C= (q=) can be formalized as

C= (q=) = �1q
�2
= ,∀= ∈ N , (2)

where �1 > 0, �2 > 1. Based on the user’s computation discus-

sion [22], the energy consumed for DO training can be represented

as

�
DO:cmp
= ( 5 DO= , q=) = :=C= (q=)( 5

DO
= )2, (3)

where := is the effective switched capacitance for the user.

User sending back adapter to server. After DO’s process-

ing, the user transmits the fine-tuned adapter back to the LMO

deployed at the edge server side. According to Shannon’s formula,

the transmission rate for each user can be expressed as

A= (1=, ?=) = 1= log2 (1 +
6=?=

f2=1=
), (4)

where f2= is the power spectral density of Gaussian noise, and 6=
is the channel attenuation from DO to LMO.
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Figure 1: Optimizing the UCR of a large model system with

# data owners and a model owner through joint resource

allocation optimization.

We account for a potential unauthorized eavesdropper �4 who

aims to eavesdrop on any of the data streams from the DOs and

threaten our model. Given the utilization of FDMA in our system,

the eavesdropper’s ability to intercept the user information is linked

to the user’s allocated bandwidth and power (i.e., the eavesdropper

can disrupt the user’s communication by leveraging the bandwidth
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allocated to the user and the eavesdrop power equals the trans-

mission power of DOs [29].) The eavesdropping rate for user = is

represented as

A4 (1=, ?=) = 1= log2 (1 +
6=,4?=

f241=
), (5)

where f24 is the power spectral density of Gaussian noise of �4 and

6=,4 is the channel gain from each DO to �4 , respectively.

We use AB,= to represent the rate at which data can be securely

transmitted without being intercepted by �4 (i.e., the individual se-

crecy rate). Meanwhile, we can quantify the impact of eavesdrop-

ping on the user’s transmission. The secrecy rate of user = is de-

fined as

AB,= (1=, ?=) =

[
A= (1=, ?=) − A4 (1=, ?=)

]+
, (6)

where [I]+ = max(0, I). Once AB,= (1=, ?=) = 0, the transmission

is considered as failure with no subsequent calculations. With the

valid secrecy rate, the transmission time for uplink communication

is

Ccom= (1=, ?=, q=) =
q=LF

AB,= (1=, ?=)
, (7)

where F is the number of bits used to represent each parameter.

The energy consumed for transmission can be represented as �com= =

?=)
com
= , which is

�com= (1=, ?=, q=) = ?=
q=LF

AB,= (1=, ?=)
. (8)

Server integrating and processing the received adapter.At

the server side, let fLMO
= [5 MO

1 , 5 LMO
2 , . . . , 5 DO

#
] represent the

GPU frequency (i.e., the computational resources) processing the

transmitted back adapters from user =. Considering the parameter

size of the server received adapter A= , the processing time at the

server is

CLMO:cmp ( 5 LMO
= , q=) =

B= (q=)

5 LMO
=

, (9)

where B= (q=) is the total GPU cycles required for processing user

=’s adapter. On the server side, the LMO integrated the adapter

into the original model. Given that the parameter volume in the

adapterA= is much smaller than that in the emulator E= [20], the

computational load at the model owner’s end is primarily deter-

mined by the parameters in the E= (not E∗= , since E
∗
= is a subset

of E= and mainly used for DO to fine-tuning). Consequently, the

computation function B= (q=) represents the number of computa-

tion cycles required for the LMO to integrate and process the data,

decreases with q= . Same as (2), B= (q=) can be formalized as

B= (q=) = �3q=
−�4 , (10)

where �3,�4 > 0. The energy consumed for LMO processing is

�
LMO:cmp
= ( 5 LMO

= , q=) = :<B= (q=)( 5
LMO
= )2. (11)

In conclusion, the overall complete time of LMO completes user

=’s task, including both computation and computation is

C= (1=, ?=, q= , 5
DO
= , 5 LMO

= ) (12)

= C
DO:cmp
= ( 5 DO= , q=) + C

com
= (1=, ?=, q=) + C

LMO:cmp ( 5 LMO
= , q=).

Then, the system delay is defined as the maximum delay experi-

enced by any user in the network, which can be represented as

T (b,p, 5,fDO,fMO) = max=∈N C= (1=, ?=, q= , 5
DO
= , 5 MO

= ). (13)

The total communication and computation energy consumption of

the system is

E(b,p, 5,fDO,fLMO) =
∑

=∈N

�
DO:cmp
= ( 5 DO= , q=) (14)

+
∑

=∈N

�com= (1=, ?=, q=) +
∑

=∈N

�
LMO:cmp
= ( 5 LMO

= , q=).

The total cost of the system is determined by a weighted sum, en-

compassing both the system delay Eq. (13), and the energy con-

sumption Eq. (14):

S(b,p, 5,fDO,fLMO) (15)

= 2CT (b,p, 5,f
DO,fLMO) + 24E(b,p, 5,f

DO,fLMO).

Utility. Based on the definition of [32], for each user =, we for-

mulate the service experience score, which represents the ‘effec-

tiveness’ of the users as a function of1=, q= and 5
DO
= :*= (1=, q= , 5

DO
= ),

satisfying Assumption 1 below.

Assumption 1. Utility function*= (G) is non-decreasing in G and

concave in G , also twice differentiable.

Proof. See Appendix A. �

Following the above assumption, we can formulate the utility

function as the normalization of three parameters, which is relative

to their maximum values. The user score (utility) function can be

formulated as

*= (1=, q= , 5
DO
= ) = s ln

(
1 + q= +

5 DO=

5 DO=,max

+
1=

1=,max

)
, (16)

where s is used for normalization. This utility function demon-

strates efficacy and sensitivity across the entire spectrum of opti-

mal value ranges. The system utility, defined as the sum of all #

users’ utilities, is given by

U(b, 5,fDO) =
∑

=∈N

*= (1=, q= , 5
DO
= ). (17)

To accomplish maximum economic efficiency of the system, we

aim tomaximize the system’s utilitywhile minimizing the cost, the
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utility-consumption ratio (UCR) problem P1 can be formulated as

P1 : max
b,p,5,f DO,fMO

U(b, 5,fDO)

S(b,p, 5,fDO,fMO)
(18)

subject to:

1= ≤ 1=,max,∀= ∈ N , (18a)

?= ≤ ?=,max,∀= ∈ N , (18b)

q= ∈ (0, q=,max],∀= ∈ N , (18c)

5 DO= ≤ 5 DO=,max,∀= ∈ N , (18d)
∑

=∈N

5MO
= ≤ 5MO

max , (18e)

G(q=, j
4
=) ≥ �eff=,min,∀= ∈ N , (18f)

L"(� (j
4
=) ≤ Loss=,max,∀= ∈ N , (18g)

1=, ?= ≥ 0, j4= ∈ [0.1, 0.3, 0.5, 0.7, 0.9],∀= ∈ N . (18h)

In Problem P1, (18a), (18b), and (18d) ensures the bandwidth, power,

and GPU frequencies for each transmit user must not exceed their

respective maximum limits, which means the users operate within

their resource capacities. (18c) gives the limitation of the extraction

rate. (18e) limits the total resources LMO used for computation,

and (18f) (18g) achieved a balance between the effectiveness and

the computational efficiency of E∗= .

4 SOLUTION OF THE JOINT OPTIMIZATION
PROBLEM

The problem defined in (18) is a non-convex fractional program-

ming problem classified as NP-hard [9]. Since in (18), the numera-

tor maintains non-negativity, the denominator is strictly positive,

and both are continuous functions, we use the Dinkelbach trans-

form [21] to convert problem P1 to P2 (~) with introduce an addi-

tional variable ~. Let �P2 denote the objective function, then �P2
and P2 are

�P2 (b,p, 5,f
DO,fMO | ~) : (19)

= numerator of (18) − ~ · denominator of (18)

P2 (~) : max
b,p,5,f DO,fMO

�P2 (b,p, 5,f
DO,fMO,) | ~) (20)

subject to: (18a) − (18h).

To address problem P2 (~), we define the variables [b,p, 5,f
DO,

fMO,) ] as z and express the objective function of P2 (~) as* (z) −

~ · ( (z). At the beginning of the iteration, we initiate with a feasi-

ble z (0) and set ~ (0) =
* (z (0) )

( (z (0) )
. Subsequently, we solve P2 (~

(0) ),

obtaining the solution z (1) , and update ~ (1) =
* (z (1) )

( (z (1) )
. This itera-

tive method proceeds as follows: for the (: + 1)-th iteration, ~ (: )

is set as
* (z (: ) )

( (z (: ) )
, and z (:+1) is derived by solving P2 (~

(: ) ). This

procedure ensures convergence and maintains optimality.

After addressing the Dinkelbach transformation, �P2 still con-

tains the ‘max’ function of delay, we introduce an auxiliary vari-

able ) to circumvent this difficulty. Furthermore, with known ~,

Problem P2 (~) still contains six variables, we decompose the prob-

lem into two subproblems, one has b,p,fDO,fMO,) as optimiza-

tion variables and the other has 5 as optimization variables.

Subproblem 1.

max
5

�P2 (b,p, 5,f
DO,fMO,) | ~) (21)

(18c), (18f).

Subproblem 2.

max
b,p,f DO,fMO,)

�P2 (b,p, 5,f
DO,fMO,) | ~) (22)

(18a), (18b), (18d), (18e), (18h).

) ≥ C= (1=, ?=, q=, 5
DO
= , 5 MO

= ),∀= ∈ N . (22a)

The methodology for solving the problem is outlined as follows.

At the beginning of each iteration, first calculate the minimal j4
−

=

following constraint (18g), then we utilize Alternating Optimiza-

tion (AO) with an initial value of 5 and alternately optimize (21)

and (22). Additionally, the maximal value of j4= can be calculated

using j4
+

= =

(
G(q=, j

4+
= ) = �eff

=,min

)−1
. Ultimately, the optimal

j4= = ROUND
(
min

[
j4
−

= , j4
+

=

] )
to the nearest discrete value, as

under identical transmission conditions, our primary concern lies

with data security rather than exhaustive fine-tuning, which can be

compensated for in subsequent rounds of transmission and train-

ing.

4.1 Solution to Subproblem 1

With fixed b,p,fDO,fMO,) , we first optimizeq= and~.With fixed

initial j4
−

= and the monotonic increasing property of G(q=, j
4
=)

with respect to q= , a minimal extraction rate of each DO can be

derived from (18f), which is

q= ≥ q=,min, G(q=,min, j
4−

= ) = �eff=,min (23)

Subproblem (21) can be reformulated as

P3 : min
5
−U(b, 5,fDO) + ~ · (24E(b,p, 5,f

DO,fMO) + 2C) )

(24)

subject to:

q=,min ≤ q= ≤ q=,max,∀= ∈ N , (24a)

(22a)

Since P3 is convex, the Karush-Kuhn-Tucker (KKT) conditions are

the sufficient and necessary optimality conditions for finding the

optimal solution. We can write down the partial Lagrangian func-

tion of problem L1 (5,( | ~,b,p,f
DO,fMO,) ) =

−
∑

=∈N

ln
(
\= +

5 DO=

5 DO=,max

+
1=

1=,max

)
+ ~24

∑

=∈N

[:=�1q
�2
= ( 5

DO
= )2

(25)

+ ?=
q=LF

AB,=
+ :<�3q

−�4
= ( 5MO

= )2]

+
∑

=∈N

[= [max{
�1q

�2
=

5 DO=

+
q=LF

AB,=
+
�3q

−�4
=

5 MO
=

} −) ],

where ( = [[1, [2, . . . , [# ] are Lagrange multipliers associate with

constraint. Theorem 1 is given to find the optimal 5.
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Theorem 1. The optimal solution of problem P3 is

q∗= = min{max{q=,min, q̃= ([= | ~,b,p,f
DO,fMO,) )}, q=,max}

(26)

where [= needs to satisfy

max{
�1(q̃= ([=) |

q=,max

q=,min
)�2

5 DO=

+
(q̃= ([=) |

q=,max

q=,min
)LF

AB,=
(27)

+
�3 (q̃= ([=) |

q=,max

q=,min
)−�4

5 MO
=

} = )

with q̃= ([=) |
1
0 := max(0,min(q̃= ([=), 1)).

Proof. See Appendix B. �

4.2 Solution to Subproblem 2

With fixed5, we need to handle the sum-of-ratio function
∑
=∈N

?=q=LF
AB,=

.

We utilize the fractional programming (FP) technique proposed

in [32], Problem (22) can be converted into

P4 (x, 5, ~) : max
b,p,f DO,fMO,)

� (b,p,fDO,fMO,) ) (28)

− ~24 ·
∑{

[?=q=LF]
2G= +

1

4[AB,=]2G=

}

subject to: (18a), (18b), (18d), (18e), (18h), (22a),

where � (b,p,fDO,fMO,) ) =U(b, 5,fDO)−~

[
24

∑
=∈N

(
:=C= (q=)

( 5 DO= )2 + :<B= (q=)( 5
MO
= )2 + 2C)

]
. The introduced auxiliary vari-

ables x = [G1, G2, . . . , G# ] > 0, and satisfy [?=q=LF]
2G=+

1
4[AB,= ]2G=

=

[M= (z)G= +
P= (z )
G=
)], where G= =

√
P= (z )
M= (z )

. The iteration algo-

rithm of finding x is the same as finding ~ in (20).

Since the secrecy rate (6) is neither jointly convex nor concave

with respect to1= and ?= (i.e., the expression of the Hessian matrix

of (6) involves a mixture of multi-squared terms and differences of

squares, indicating that the expression’s sign can vary based on

the relative sizes of parameters in AB,= , and the presence of both

positive and negative components in the numerator suggests that

the function may not be uniformly convex or concave across its

entire domain). We utilize the Successive Convex Approximation

(SCA) method to approximate (6) at (1
(:+1)
= , ?

(:+1)
= ). Assume 1

(: )
= ,

?
(: )
= are the current estimate of 1= and ?= at the :-th iteration, we

can linearize (6) using the first-order Taylor expansion, the linear

approximation can be expressed as

ÃB,= (1=, ?=) =AB,= (1
:
=, ?

:
=) +

m

m1=

[
AB,= (1

:
=, ?

:
=)
]
(1= − 1

(: )
= ) (29)

+
m

m?=

[
AB,= (1

:
=, ?

:
=)
]
(?= − ?

(: )
= ),

where 1
(: )
= , ?

(: )
= are intermediate values and regraded as constant.

The SCAprocess involves iteratively solving this optimization prob-

lem, updating the estimates (1
(:+1)
= , ?

(:+1)
= ), and repeating until

convergence. Then we can say A=,B (1=, ?=) is convex.

After the FP and SCA, P4 is a convex problem. The Lagrange

function L2 (be ,p,f
DO,fMO,) ," , #, %, Z , 1 | x, 5, ~) =

− � (b,p,fDO,fMO,) ) + ~24 ·
∑{

[?=q=LF]
2G= +

1

4 [̃AB,=]2G=

}

(30)

+
∑
[U= · (1= − 1=,max)] +

∑
[V= · (?= − ?=,max)]

+
∑
[X= · ( 5

DO
= − 5 DO=,max)] + Z · (

∑

=∈N

5 MO
= − 5 MO

max )

+
∑
[d= · (C= (1=, ?=, 5

DO
= , 5 MO

= ) −) )] .

We present the KKT conditions as

• Stationary: (The value of each equation = 0)

mL2

m1=
= −

1=,max

1=
−

~24

2G= (ÃB,=)3
mÃB,=

m1=
+ U= − d=

q=LF

(ÃB,=)2
mÃB,=

m1=
(31)

2~24G= (q=LF)
2?= −

(
mÃB,=

m?=
+ d=

q=LF

(ÃB,=)2

)
~24

2G= (ÃB,=)3
+ V= (32)

mL2

m5 DO=

= −
5 DO=,max

5 DO=

+ 2~24:=C= (q=) 5
DO
= + X= − d=

C= (q=)

( 5 DO= )2
(33)

mL2

m5 MO
=

= 2~24:<B= (q=) 5
MO
= + Z − d=

B= (q=)

( 5MO
= )2

(34)

mL2

m)
=

∑

=∈N

d= − ~2C (35)

• Complementary Slackness: ∀ ∈ N

U= · (1= − 1=,max) = 0 (36)

V= · (?= − ?=,max) = 0, (37)

X= · ( 5
DO
= − 5 DO=,max) = 0, (38)

Z · (
∑

=∈N

5 MO
= − 5 MO

max) = 0 (39)

d= · (C= (1=, ?=, 5
DO
= , 5 MO

= ) −) ) = 0, (40)

• Dual Feasibility: (18a), (18b), (18d), (18e), (18h), (22a).

• Primal Feasibility: ∀= ∈ N

(41a): U= ≥ 0; (41b): V= ≥ 0; (41c): X= ≥ 0;

(41d): Z ≥ 0; (41e): d= ≥ 0,
(41)

where (32) is mL2
m?=

. Using (31)-(41), we develop a three-step algo-

rithm with known “~, G, 5" (we denote as Δ below). Step 1: Find

(fDO,fDO, %, Z | Δ) with respect to 1. Step 2: Find (b,p," , # | Δ)

with respect to 1. Step 3: Find(), 1 | Δ).

Step 1. From (33), we could derive the solution of 5 DO= with

represented by (X=, d=) defined as 5̂ DO= (X=, d= | Δ), based on the

value of 5̂ DO= (X=, d= | Δ), we have the following discussion:

• Case 1: If 5̂ DO= (X=, d= | Δ) < 5 DO=,max
The condition of this case can also be represented as

5̂ DO= (X=, d= | Δ) ≥ 3

√
d=

2~24:=
. In this case, based on (38), we

can simply set X= = 0. We have 5 DO= = 5̂ DO= (0, d= | Δ)

6



• Case 2: If 5̂ DO= (X=, d= | Δ) ≥ 5 DO=,max

In this case, the condition can bewritten as 5̂ DO= (X=, d= | Δ) <

3

√
d=

2~24:=
. Since X > 0, according to (38), 5 DO= = 5 DO=,max,

substituting it into (33), we can obtain the equation of X=
represented by d= , specifically X̂= (d= | Δ) |5 DO= =5 DO=,max

= 1 +

d=
C= (q= )

(5 DO=,max )
2 − 2~24:=C= (q=) 5

DO
=,max.

Summarize both cases, and the conclusion could be derived:

5̃ DO= (d= | Δ) = min{5 DO=,max, 5̂
DO
= (0, d= | Δ)}, (42)

X̃= (d= | Δ) =

{
0, 5̃ DO= (0, d= | Δ) < 5 DO=,max

X̂= (d= | Δ), others

Similarly, The solution of 5MO
= = 5̂MO

= (Z , d= | Δ) can be obtained

from (34) as a function of (Z , d=), the discussion is

• Case 1. If
∑
=∈N 5̂MO

= (Z , d= | Δ) < 5 MO
max

The condition can also bewritten as
∑
=∈N

3

√
d=

2~24:<
≤ 5 MO

max .

In this case, according to (34) (39), Z = 0. We have 5MO
= =

5̂ MO
= (0, d= | Δ).

• Case 2. If
∑
=∈N 5̂MO

= (Z , d= | Δ) ≥ 5 MO
max

The condition means
∑
=∈N

3

√
d=

2~24:<
> 5MO

max , since Z > 0,

according to (39),
∑
=∈N 5 MO

= = 5 MO
max , substituting it into

(34), we can obtain the equation of Z represented by (d=),

Ẑ (d= | Δ) |∑
=∈N 5 MO

= =5 MO
max

, then use (34) get the value of 5 MO
= ,

5 MO
= = 5̂ MO

= (Ẑ (d= | Δ), d= | Δ)

Summarize both cases, and the conclusion could be derived:

5̃ MO
= (d= | Δ) (43)

= min{ 5̂MO
= (Ẑ (d= | Δ), d= | Δ), 5̂

MO
= (0, d= | Δ)}

Z̃ (d= | Δ) =

{
0,

∑
=∈N 5̃ MO

= (0, d= | Δ) < 5 MO
max

Ẑ= (d= | Δ), others

Step 2. First, from (31), since all the functions except U= are neg-

ative and the result is 0, U= > 0 and which result in 1= = 1=,max

from (36). Substituting 1= = 1=,max into (31), we have
[
−

~24

2G= (ÃB,=)3
mÃB,=

m1=
− d=

q=LF

(ÃB,=)2
mÃB,=

m1=

]

1==1=,max

+ U= = 1 (44)

The solution of U= in (44) can be denoted as a function of ?= and

Lagrange multipliers d= which is Û= (?=, d= | Δ). Substituting 1= =

1=,max into (32), we can obtain the following equation:
[
−

~24

2G= (ÃB,=)3
mÃB,=

m?=
− d=

q=LF

(ÃB,=)2
mÃB,=

m?=

]

1==1=,max

(45)

+ 2~24G= (q=LF)
2?= + V= = 0.

From (45), we could derive the solutionof?= represented by (V=, d=)

defined as ?̂= (V=, d= | Δ). Summarize (44)(45), we can obtain the

optimal value of b∗, and the expression of p," are as follows




1∗= = 1=,<0G

?̂= (V=, d= | Δ) =<0G{?̌= (V, d= | Δ), 0},

Û= (?=, d= | Δ) = Ǔ= (?̃= (V=, d= | Δ), d= | Δ),

(46)

Since the expression of Û= (?=, d= | Δ) contains p, which means

we can only analyze and derive the value of " after we get p, for

?̂= (V=, d= | Δ), we can have the following discussion

• Case 1. If ?̂= (V=, d= | Δ) < ?=,max

In this case, according to (37), we can simply set V= = 0. We

have ?= = ?̂= (0, d= | Δ) and constraints (32), (18b), (41b) are

satisfied.

• Case 2. If ?̂= (V=, d= | Δ) ≥ ?=,max

In this case, we can denote V= > 0 from (37), and ?= =

?=,max. Substituting ?= = ?=,max into (45), we can derive the

solution of V= with represented by d= defined as V̂= (d= | Δ) =[
~24

2G= (ÃB,= )3
mÃB,=
m?=
− d=

q=LF

(ÃB,= )2
mÃB,=
m?=

]

(1=,?==1=,max,?=,max )

− 2~24G= (q=LF)
2?= .

Summarize both cases, and the conclusion could be derived:

?̃= (d= | Δ) = min{?=,max,max{0, ?̂= (0, d= | Δ)}} (47)

Ṽ (d= | Δ) =

{
0, ?̂= (V=, d= | Δ) < ?=,max

V̂= (d= | Δ), others

So Û= (?=, d= | Δ) can be represented using (44), Ũ= (d= | Δ) = 1 +[
~24

2G= (ÃB,= )3
mÃB,=
m1=
+ d=

q=LF

(ÃB,= )2
mÃB,=
m1=

]

(1==1=,max,?==?̃= (d= | Δ) )

.

After Step 1 and Step 2, we derive the solutions of all the opti-

mal variables except ) related to the Lagrange multipliers 1, and

we continue to handle the last constraint.

Step 3.With constraint and our previous results, we can denote

the updated constraints represented by (), 1) are as follows

From (22a): C= (1=,max, ?̃= (d= | Δ), q
∗
= , 5̃

DO
= (d= | Δ),

5̃ MO
= (d= | Δ)) ≤ ) (48)

From (40): d= · (C= (1=,max, ?̃= (d= | Δ), q
∗
=, 5̃

DO
= (d= | Δ),

5̃ MO
= (d= | Δ)) −) ) = 0. (49)

We can have the following discussion

• Case 1. If d= = 0 satisfies constraint (48)

In this case, we can simply set d= = 0 and we can derive

the value of ?= , 5
DO
= and 5 MO

= (i.e., all the optimization vari-

ables except ) ), a lower bound of ) can be derived since

C= (1=,max, ?̃= (d= | Δ), q
∗
= , 5̃

DO
= (d= | Δ), 5̃

MO
= (d= | Δ)) < ) .

• Case 2. If d= = 0 violates constraint (48)

In this case, d= > 0 and C= (1=,max, ?̃= (d= | Δ), q
∗
=, 5̃

DO
= (d= | Δ),

5̃ MO
= (d= | Δ)) −) = 0.

Summarize both cases, and the conclusion could be derived

d̃= () | Δ) =




0, C= (1=,max, ?̃= (d= | Δ), q
∗
=,

5̃ DO= (d= | Δ), 5̃
MO
= (d= | Δ)) < )

d̂= () | Δ), others

Since parameter) will be the last parameter to derive, whichmeans

we already obtained the value of ) when we discuss according to

the different situation of 1. In the above summarization, the un-

known parameter 1 occurs on both sides of the equation, we can
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propose a new function '= (d= | ), Δ) which satisfies

'= (d= | ),Δ) = −d=, (50)

if C= (1=,max, ?̃= (d= | Δ), q
∗
=, 5̃

DO
= (d= | Δ), 5̃

MO
= (d= | Δ)) < )

'= (d= | ), Δ) = C= (1=,max, ?̃= (d= | Δ), q
∗
=, 5̃

DO
= (d= | Δ), (51)

5̃MO
= (d= | Δ)) −), if others.

Since [32] proves that '= (d= | ),Δ) is non-increasing with the in-

crement of d= . We can then utilize the multivariate bisection algo-

rithm proposed in [10] and [32] to derive the optimal 1 and ) .

The complete resource allocation algorithm in Algorithm 1.

Algorithm 1: Resource Allocation Algorithm

1 Initialize

B>; (0) = (b (0) ,p (0) , 5 (0) , (fDO) (0) , (fMO) (0) ,) (0) ),

iteration number 9 = 0.

2 Calculate x (0) =

√
P= (z) (0)

M= (z ) (0)
, ~ (0) =

* (z (0) )

( (z (0) )
, 64− (0)

3 repeat

4 Solve Subproblem 1. Obtain 5 ( 9+1) .

5 Solve Subproblem 2 and obtain

(b ( 9+1) ,p ( 9+1) , (fDO) ( 9+1) , (fMO) ( 9+1) ,) ( 9+1) ).

6 B>; ( 9+1) = (p ( 9+1) ,H ( 9+1) ,f ( 9+1) ).

7 Calculate 64+ ( 9+1) and obtain 64 ( 9+1) .

8 Update x( 9+1) , ~ ( 9+1)

9 Set 9 ← 9 + 1.

10 until Convergence or the number of iterations achieves

maximum � ;

5 EXPERIMENTAL RESULTS

In this section, we report the experimental results in detail.

5.1 Parameter Setting

In configuring the parameters for our communication system, we

use specific settings based on established models and empirical

data. The path loss between the large model server and each down-

stream user is quantified by the equation 128.1+37.6 log(distance)

dB, where the distance is measured in kilometers. This model also

incorporates a standard deviation of 8 dB for shadow fading. The

power spectral density of Gaussian noise is set at −174 dBm/Hz.

Focusing on computational capacities, the maximum GPU compu-

tation frequency for each user, 5 DO=,max, is set at 7 GHz (utilizing

four NVIDIA GeForce RTX 3060 units). For the server, the maxi-

mum GPU computation frequency, 5 MO
max is set as 100 GHz. The ef-

fective switched capacitance parameters, := and :< , are both fixed

at 10−27. As for the transmission capabilities, the maximum trans-

mit power of mobile users, ?=,max, is 0.2W, while the extraction

rates q= vary within the range of [0, 1]. The total parameter size

considered in our model is 14" . Lastly, the sum of the cost coeffi-

cients 24 + 2C = 1.

5.2 Performance Comparison with baselines

We consider three different baseline methods in the experiment

compared with our proposed method, 1. Average allocation. Set

each 1= = 1=,max, ?= = ?=,max, 5
DO
= = 5 DO=,max, 5

MO
= =

5 MO
max
# and q= =

0.5. 2. Optimize b,p, s only. Set each 5 DO= = 5 DO=,max, 5
MO
= =

5 MO
max
# .

3. Optimize fDO,fMO only. Set each 1= = 1=,max, ?= = ?=,max

and q= = 0.5.

Impact of user number onUCR. In Fig. 2, we observe total en-

ergy consumption increase as the number of users increases. The

difference in energy consumption between the optimal (our algo-

rithm) and the least effective (average allocation) performance is

approximately 44%, which demonstrates the advantage of our algo-

rithm compared to the average allocation method. However, allo-

cating fewer resources to each user might reduce the efficiency of

the fine-tuning process, reflecting a constraint in resources as the

user base expands. As for time consumption, the time efficiency

can also be impacted as the number of users increases. Our result

shows that the difference in time consumption between our algo-

rithm and the average allocation method is approximately 38.18%.

This implies that our algorithm is more time-efficient than the av-

erage allocation method, although an increase in users might lead

to longer times the server requires to fine-tune each user’s model.

Furthermore, a decreasing trend can be shown in the average

UCR value as the number of users increases, further corroborat-

ing the negative impact of resource dilution on user utility. With

more users sharing the server’s computational resources, each user

experiences a reduction in the effectiveness of the offsite-tuning

process. The difference in UCR values between our algorithm and

the average allocationmethod is about -42.86%, indicating that our

algorithm is more effective in maintaining higher UCR values, al-

though the specific implications of the UCR values and their im-

pact on the overall system performance must be considered.

The results indicate that our algorithm outperforms the aver-

age allocation method regarding energy consumption, UCR value,

and time efficiency. As the number of users increases, the impact

of resource allocation efficiency on each user becomes more pro-

nounced, potentially leading to a decrease in the efficiency of the

fine-tuning process. Our algorithm effectively mitigates these chal-

lenges, demonstrating higher energy and time efficiency and an

advantage in maintaining UCR values.

UCRversus transmissionpower. In Fig. 3a, theUCR increases

as the transmission power grows for all algorithms since a higher

transmission power expands the search space for optimization, al-

lowing formore efficient use of the available power. At lower trans-

mission powers (e.g., 0.5W and 1W), our algorithm has a slightly

higher UCR than the others, indicating its effectiveness even in

low-power scenarios. However, as the transmission power increases,

the performance of our algorithm significantly surpasses the oth-

ers. This is evident in the UCR values where our algorithm reaches

3.8 at 5W, while others are below this mark, and other algorithms

always holdmore significant fluctuations and generally lower UCR

values compared to ours. For instance, average allocation shows

the least improvement and remains below 1 UCR even at higher

power levels.
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Figure 2: Metrics concerning the number of users.
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(a) UCR versus max transmission power
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(b) UCR versus max user frequency
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(c) UCR versus max server frequency

Figure 3: The system utility-cost ratio (UCR) versus various parameters.
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Figure 4: Experiments with different weight parameters.

UCR versus computation resource. Fig. 3b and Fig. 3c shows

a clear trend where the UCR increases as theGPU frequency grows.

This suggests that higher GPU frequencies provide a wider search

space for optimization algorithms, leading to better performance

in terms of UCR. In both two figures, our algorithm consistently

outperforms other algorithms. For example, at 8GHz user GPU fre-

quency and 160 GHz server GPU frequency, the difference in UCR

compared to the average allocation is 600% and 700%, respectively.

5.3 Performance When Adapting Weight
Parameters

In our model, 24 and 2C , are employed to modulate the optimiza-

tion’s focus. A higher value of 24 compared to 2C signifies an em-

phasis on minimizing energy consumption within the optimiza-

tion framework (resp, indicates a prioritization of time efficiency

over energy efficiency in the optimization process). To elucidate

the impact of these weight parameters, we perform a series of ex-

periments with varied 24 and 2C pairings, assessing our approach

against a standard baseline: uniform allocation. This baseline ap-

proach allocates resources uniformly among users, setting theweight

parameters at an equal balance of 24 = 0.5, 2C = 0.5.

Figures 4a and 4b present the outcomes of total energy and time

consumption, respectively, evaluated across five distinct (24 , 2C )

pairings under varying maximum transmission power thresholds.

The data indicates as 24 increases and 2C diminishes, there is a no-

ticeable reduction in total energy usage while total time expen-

diture escalates. This pattern emerges because an augmented 24
(resp, 2C ) shifts the focus of our optimization approach towards

minimizing energy expenses (resp, correspondingly, time consump-

tion).

6 CONCLUSION

In conclusion, our work presents an impactful approach to the off-

site fine-tuning of large models in the mobile edge computing en-

vironment under the physical layer security and addresses both

the privacy concerns and resource allocation problems inherent in

the conventional fine-tuning process. We formulated the problem

of maximizing the utility-consumption ratio, which balances be-

tween maximizing user utility and minimizing system costs. Our

proposed optimization algorithm blends the Dinkelbach algorithm,

Successive Convex Approximation, fractional programming and

9



alternating optimization techniques, and the algorithm converges

effectively. Additionally, the simulated evaluations of our algorithm

underscore its superiority over existing methods.

REFERENCES
[1] Josh Achiam, Steven Adler, Sandhini Agarwal, Lama Ahmad, Ilge Akkaya, Flo-

rencia Leoni Aleman, Diogo Almeida, Janko Altenschmidt, Sam Altman, Shya-
mal Anadkat, et al. 2023. Gpt-4 technical report. arXiv preprint arXiv:2303.08774
(2023).

[2] Rouzbeh Behnia, Mohammadreza Reza Ebrahimi, Jason Pacheco, and Balaji Pad-
manabhan. 2022. EW-Tune: A Framework for Privately Fine-Tuning Large Lan-
guage Models with Differential Privacy. In 2022 IEEE International Conference on
Data Mining Workshops (ICDMW). IEEE, 560–566.

[3] Rishi Bommasani, Drew A Hudson, Ehsan Adeli, Russ Altman, Simran Arora,
Sydney von Arx, Michael S Bernstein, Jeannette Bohg, Antoine Bosselut, Emma
Brunskill, et al. 2021. On the opportunities and risks of foundation models. arXiv
preprint arXiv:2108.07258 (2021).

[4] Ying Chen, Ning Zhang, Yongchao Zhang, XinChen,WenWu, andXuemin Shen.
2019. Energy efficient dynamic offloading in mobile edge computing for Internet
of Things. IEEE Transactions on Cloud Computing 9, 3 (2019), 1050–1060.

[5] Miao Cui, Guangchi Zhang, and Rui Zhang. 2019. Secure wireless communica-
tion via intelligent reflecting surface. IEEE Wireless Communications Letters 8, 5
(2019), 1410–1414.

[6] Jacob Devlin, Ming-Wei Chang, Kenton Lee, and Kristina Toutanova. 2018. Bert:
Pre-training of deep bidirectional transformers for language understanding.
arXiv preprint arXiv:1810.04805 (2018).

[7] Ning Ding, Yujia Qin, Guang Yang, Fuchao Wei, Zonghan Yang, Yusheng Su,
Shengding Hu, Yulin Chen, Chi-Min Chan, Weize Chen, et al. 2023. Parameter-
efficient fine-tuning of large-scale pre-trained language models. Nature Machine
Intelligence 5, 3 (2023), 220–235.

[8] Li Dong, Feibo Jiang, Yubo Peng, Kezhi Wang, Kun Yang, Cunhua Pan, and
Robert Schober. 2023. Lambo: Large language model empowered edge intelli-
gence. arXiv preprint arXiv:2308.15078 (2023).

[9] Roland W Freund and Florian Jarre. 2001. Solving the sum-of-ratios problem by
an interior-point method. Journal of Global Optimization 19, 1 (2001), 83–102.

[10] Manuel López Galván. 2017. Themultivariate bisection algorithm. arXiv preprint
arXiv:1702.05542 (2017).

[11] Delin Guo, Lan Tang, Xinggan Zhang, and Ying-Chang Liang. 2020. Joint opti-
mization of handover control and power allocation based on multi-agent deep
reinforcement learning. IEEE Transactions on Vehicular Technology 69, 11 (2020),
13124–13138.

[12] Chaofan He, Yang Hu, Yan Chen, and Bing Zeng. 2019. Joint power allocation
and channel assignment for NOMA with deep reinforcement learning. IEEE
Journal on Selected Areas in Communications 37, 10 (2019), 2200–2210.

[13] Edward J Hu, Yelong Shen, Phillip Wallis, Zeyuan Allen-Zhu, Yuanzhi Li, Shean
Wang, Lu Wang, and Weizhu Chen. 2021. LoRA: Low-rank adaptation of large
language models. arXiv preprint arXiv:2106.09685 (2021).

[14] Penghao Jiang, Ke Xin, Chunxi Li, and Yinsi Zhou. 2023. High-Efficiency Device-
Cloud Collaborative Transformer Model. In Proceedings of the IEEE/CVF Confer-
ence on Computer Vision and Pattern Recognition. 2203–2209.

[15] Dzevdan Kapetanovic, Gan Zheng, and Fredrik Rusek. 2015. Physical layer se-
curity for massive MIMO: An overview on passive eavesdropping and active
attacks. IEEE Communications Magazine (2015).

[16] Siqi Luo, Xu Chen, Qiong Wu, Zhi Zhou, and Shuai Yu. 2020. HFEL: Joint edge
association and resource allocation for cost-efficient hierarchical federated edge
learning. IEEE Transactions on Wireless Communications 19, 10 (2020), 6535–
6548.

[17] JianjunMa, Rabi Shrestha, Jacob Adelberg, Chia-Yi Yeh, Zahed Hossain, Edward
Knightly, JosepMiquel Jornet, andDanielMMittleman. 2018. Security and eaves-
dropping in Terahertz wireless links. Nature 563, 7729 (2018), 89–93.

[18] Alec Radford, JongWook Kim, ChrisHallacy, Aditya Ramesh, GabrielGoh, Sand-
hini Agarwal, Girish Sastry, Amanda Askell, Pamela Mishkin, Jack Clark, et al.
2021. Learning transferable visual models from natural language supervision. In
International Conference on Machine Learning. PMLR, 8748–8763.

[19] Vipula Rawte, Amit Sheth, and Amitava Das. 2023. A survey of hallucination in
large foundation models. arXiv preprint arXiv:2309.05922 (2023).

[20] Hassan Sajjad, Fahim Dalvi, Nadir Durrani, and Preslav Nakov. 2023. On the
effect of dropping layers of pre-trained transformer models. Computer Speech &
Language 77 (2023), 101429.

[21] Kaiming Shen and Wei Yu. 2018. Fractional programming for communication
systems—Part I: Power control and beamforming. IEEE Transactions on Signal
Processing 66, 10 (2018), 2616–2630.

[22] Shihao Shen, Yiwen Han, Xiaofei Wang, and Yan Wang. 2019. Computation
offloading with multiple agents in edge-computing–supported IoT. ACM Trans-
actions on Sensor Networks (TOSN) 16, 1 (2019), 1–27.

[23] Yifei Shen, Jiawei Shao, Xinjie Zhang, Zehong Lin, Hao Pan, Dongsheng Li, Jun
Zhang, and Khaled B Letaief. 2023. Large language models empowered au-
tonomous edge AI for connected intelligence. arXiv preprint arXiv:2307.02779
(2023).

[24] Yuanyishu Tian, Yao Wan, Lingjuan Lyu, Dezhong Yao, Hai Jin, and Lichao Sun.
2022. FedBERT: When federated learning meets pre-training. ACM Transactions
on Intelligent Systems and Technology (TIST) 13, 4 (2022), 1–26.

[25] Ashish Vaswani, Noam Shazeer, Niki Parmar, Jakob Uszkoreit, Llion Jones,
Aidan N Gomez, Łukasz Kaiser, and Illia Polosukhin. 2017. Attention is all you
need. Advances in neural information processing systems 30 (2017).

[26] Li Wang, Huan Tang, Huaqing Wu, and Gordon L Stüber. 2016. Resource al-
location for D2D communications underlay in Rayleigh fading channels. IEEE
Transactions on Vehicular Technology (2016).

[27] Guangxuan Xiao, Ji Lin, and Song Han. 2023. Offsite-tuning: Transfer learning
without full model. arXiv preprint arXiv:2302.04870 (2023).

[28] Mengwei Xu, Yaozong Wu, Dongqi Cai, Xiang Li, and Shangguang Wang. 2023.
Federated fine-tuning of billion-sized language models across mobile devices.
arXiv preprint arXiv:2308.13894 (2023).

[29] Helin Yang, Zehui Xiong, Jun Zhao, Dusit Niyato, Liang Xiao, and Qingqing Wu.
2020. Deep reinforcement learning-based intelligent reflecting surface for secure
wireless communications. IEEE Transactions on Wireless Communications 20, 1
(2020), 375–388.

[30] Zhe Yu, Yanmin Gong, Shimin Gong, and Yuanxiong Guo. 2020. Joint task of-
floading and resource allocation in UAV-enabled mobile edge computing. IEEE
Internet of Things Journal 7, 4 (2020), 3147–3159.

[31] Yu Zhang, Wei Han, James Qin, Yongqiang Wang, Ankur Bapna, Zhehuai Chen,
Nanxin Chen, Bo Li, Vera Axelrod, Gary Wang, et al. 2023. Google usm:
Scaling automatic speech recognition beyond 100 languages. arXiv preprint
arXiv:2303.01037 (2023).

[32] Jun Zhao, Liangxin Qian, and Wenhan Yu. 2023. Human-Centric Resource Allo-
cation in the Metaverse overWireless Communications. IEEE Journal on Selected
Areas in Communications (2023).

A PROOF OF ASSUMPTION 1

In Assumption 1, the concavity of *= (G), represented by a non-

positive second derivative (*
′′

= (G) ≤ 0 for G > 0, is indicative of

diminishing marginal returns. A concave utility function ensures

that any local maximum is also a global maximum, simplifying the

search for optimal solutions. Also, for G > 0, both*
′′

= (G) and*
′

= (G)

are well-defined and continuous, which means *= (G) being twice

differentiable. For*= (G), we do not define a value at G = 0, if*= (G)

approaches a finite limit as G → 0+, this limit can be used to de-

fine the function at G = 0. If no such limit exists, *= (G) remains

undefined at G = 0. The non-decreasing aspect of *= (G) ensures

that the utility increases, or at the very least remains constant, as

G (the secrecy rate) increases.

B PROOF OF THEOREM 1

After applying the KKT conditions to Problem P3, we have

mL1 (5,()

mq=
= −

1

q=
+ ~24

(
:=�1�2( 5

DO
= )2q

(�2−1)
= +

?=LF

AB,=
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− :<�3�4 ( 5
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= )2q

(−�4−1)
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)

+ [=
(�1�2q
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5 DO=

+
LF

AB,=
−
�3�4q

(−�4−1)
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5 MO
=

−)
)
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And

[= · (max{
�1q

�2
=

5 DO=

+
q=LF

AB,=
+
�3q

−�4
=

5 MO
=

} −) ) = 0 (53)

From (52), we can denote the solutionby q̃= ([= | ~,b,p,f
DO,fMO,) ).

Note that the right-hand side of (52) is monotonically increasing

to q= , the optimal solution q̃= ([= | ~,b,p,f
DO,fMO,) ) can be ob-

tained using bisection method. Considering (24a), the Lagrange

multiplier should meet the KKT conditions.
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