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Abstract—Repairing a large-scale buggy program using cur-
rent automated program repair (APR) approaches can be a
difficult time-consuming operation that requires significant com-
putational resources. We describe a program repair framework
that effectively handles large-scale buggy programs of industrial
complexity. The framework exploits program reduction in the
form of program slicing to eliminate parts of the code irrele-
vant to the bug being repaired without adversely affecting the
capability of the repair system in producing correct patches.

Observation-based slicing is a recently introduced, language-
independent slicing technique that shows a good effectiveness
in a wide range of applications. In this work, we show how
ORBS can be effectively integrated with APR to improve all
aspects of the repair process including the fault localisation step,
patch generation step, and patch validation step. The presented
repair framework indeed enhances the capability of APR by
reducing the execution cost of a test suite and the search cost
for the appropriate faulty statement corresponding to the bug
being repair. Our empirical results on the widely used Defects4J
dataset reveal that a substantial improvement in performance
can be obtained without any degradation in repair quality.

I. INTRODUCTION

Automated program repair (APR) is an active research
area with expanding tool support [1], [2]. However, APR
has struggled with scalability and grows time-consuming and
resource-intensive for larger programs. This paper aims to
enhance APR performance by exploiting program reduction in
the form of program slicing to reduce both the search time for
the faulty statement and validation times for candidate patches.

APR consists of three steps: fault localization, patch genera-
tion, and patch validation. Poor performance of the first phase,
fault localization (FL) can lead to poor overall performance
when the actual faulty statement is found far down the list
of suspicious statements [3], [4]. Poor ranking impacts APR
performance by increasing the number of failed patch attempts.
Another aspect that contributes to the poor performance of
APR tools is the cost of patch validation, which is heavily
reliant on the test suite size. Experience has shown that
much of a test suite is irrelevant to fixing a given bug. The
expense of running these tests decrease APR’s efficiency. This
paper experiments with test suite reduction and suspicious list
optimisation that make use of the program slice.

To demonstrate the effectiveness of combining slicing with
APR, we apply TBar [5], a state-of-the-art template-based
APR tool, to selected bugs form the widely used Defects4J
dataset [6]. We use template-based APR because it is one
of the most effective approaches to generating patches [3].
We use the bugs from Defects4J to illustrate the effectiveness

of our approach and to consider its scalability. The empirical
results reveal that a substantial improvement in performance
can be obtained without any degradation in repair quality.
The need for accelerating APR: Real-world programs grow
ever larger. For example, the modern vehicles include millions
of lines of code. In spite of the successes of APR in fixing
a wide variety of bugs in real-world programs, additional
research is needed to handle programs of industrial complexity.
Current APR approaches simply take too long. For example,
in the benchmarks we study even a single line repair can
take hours and in several cases the search fails because of the
patch space is too large. While we study template-based repair,
recent NN-based approaches are even slower [7]. For example,
the recent NN-based tool recoder consumes more than 4 hours
on average to fix the bugs of Defects4J. The main reason for
this slow running time is APR tools commonly must consider a
large number of patch candidates before finding a valid patch.
To expedite the APR process, acceleration approaches based
on the concepts of program reduction techniques are needed.
Demonstrating example: As a preliminary illustration, con-
sider the repair of Defects4J [6] bug Lang-10 using the state-
of-the-art template-based APR tool TBar [5]. TBar takes seven
hours to generate a plausible patch. The long processing time
can be explained by the following observations. First, TBar
spends a significant time mutating suspicious statements that
are not the actual faulty statement responsible for the bug: the
fault localization results for Lang-10 are a ranked list of 287
suspicious statements, in which the faulty has rank 70. Second,
the test suite for bug Lang-10 consists of 2196 passing tests
and 2 failing tests where most of the tests are irrelevant to
Lang-10 and thus can be skipped without adversely affecting
the quality of generated patches. A minimised test suite
obtained by removing irrelevant tests using a slicing-based
test reduction approach consists of only 52 tests. Using the
minimised test suite we discover the same patch is produced
after examining 1476 patches in approximately 40 minutes.
Contribution: We show how slicing can be effectively inte-
grated with APR to improve all aspects of the repair process
including the FL step, the patch generation step (the number
of examined patch candidates), and the patch validation step.
We show first how ORBS slicer [8] can be used to optimise
FL by improving the suspiciousness rank of the actual faulty
statement corresponding to the target bug, which in turn
reduces the number of examined patch candidates. We also
show how slicing can be used to reduce the size of test suites
by eliminating irrelevant tests without adversely affecting the
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quality of produced patches. We demonstrate the effectiveness
of our repair framework approach that combines the ORBS
program slicing with APR across the widely used Defects4J
benchmark [6], demonstrating promising results using ORBS
to improve fault localization effectiveness, as well as the patch
generation and patch validation steps of APR.
Notations: Throughout the paper we use the following nota-
tions. We write P to refer to the original program containing
bug b, PS to refer to the corresponding sliced version of P ,
T a test suite for P , TR ⊆ T a reduced test suite obtained
by eliminating irrelevant tests of T w.r.t. bug b, SL the list
of suspicious statements obtained by running an FL technique
using P and T , and SLR is a reduced suspicious list obtained
for bug b using P and TR. Finally, we refer to R(P, T, SL)
as a standard repair setup in which the original program P ,
the entire test suite T , and the list SL are used when running
the repair system R to produce a patch for bug b.

II. BACKGROUND

This section introduces APR’s efficiency metrics that we use
in this work and observation-based slicing (ORBS).
Efficiency metrics for APR: We use two efficiency metrics
to measure the efficiency gain brought on by the use of slicing:
(i) the repair time (RT) or the time it takes the APR tool to
generate a patch, and (ii) the number of patches examined
before a valid patch is found (known as the NPC score [9]).
While reducing the size of the test suite is expected to improve
the RT but not the NPC, improving the suspiciousness rank of
the faulty statement is expected to improve both RT and NPC.
The effectiveness impact of slicing on the performance of APR
tools needs therefore to be assessed using both metrics.
Observation-based slicing: The following description of
Observation-Based Slicing (ORBS) is taken from existing
work on the technique [8], [10], [11].

The key to ORBS is observation. ORBS takes as input a
source program P , a slicing criterion identified by a program
variable ν, a program location l, a set of inputs I, and a
maximum window size δ. The resulting slice preserves the
values of ν at l for the inputs of I.

ORBS observes behavior by instrumenting P with a side-
effect free line that tracks the value of variable ν immediately
before line l. Then, starting with P , ORBS repeatedly forms
candidate slices by deleting a sequence of one to δ lines
from the current slice. The candidate is rejected if it fails
to compile or produces different values for ν. Otherwise,
the candidate becomes the current slice. ORBS systematically
forms candidates until no more lines can be deleted.

III. APR AND REDUCTION TECHNIQUES

The program reduction strategy we study in this paper is
dynamic program slicing. A dynamic slice of program P is a
syntactic subset of P that preserves the behavior of a given
part of the code called a slicing criteria on a select set of P ’s
tests. Slicing’s goal is to produce the simplest such program.
Applied in the context of APR, slicing is useful as it abstracts
away code irrelevant to the bug being repaired and thus reduces

the effort required by the APR tool. We next formalize the
requirements that a slice must satisfy to be useful in APR.

Definition 1: Feasible slices. Let P be a program that
contains a statement s which is the location of bug b and let
P ′ be a slice of P taken with respect to s and the variables
used in b (i.e., s and the variables used in b form the slicing
criterion). Program P ′ is a repair-feasible slice of P iff

1) P ′ is a smaller executable version of P , and
2) all runs of P that exhibit bug b have a corresponding

run of P ′ that also exhibits b.
The first property of Definition 1 concerns the efficiency

of the APR process: it is essential that repairing the sliced
program will be faster than repairing the original program. The
second property concerns the accuracy of the applied slicing
method: if the slicing method skips some of the erroneous
behaviors in the original program then the resultant slice is no
longer feasible for repairing the target bug.

A. Reducing Test Suites by Eliminating Irrelevant Tests

Most state-of-the-art APR tools use test suites to localize
the faulty statement of the bug under repair, and then generate
and validate the resulting candidate patches. Tests used by
APR typically consists of two parts: (i) failing tests TF used to
trigger the defective behavior in the program, and (ii) passing
tests TP used to model the expected correct behavior of the
program. The number of failing and passing tests employed in
the APR process affects not only the quality of the generated
patches but also the accuracy of the fault localization step.

However, test suites written for large-scale programs are
often constructed without developing sufficient knowledge
about the dependency relationships between the different com-
ponents of the program under repair. Thus, a test suite may
contain tests that are irrelevant to the bug being repaired.
The repeated execution of these irrelevant tests during patch
validation can significantly degrade the performance of APR
tools. There is, therefore, a need to identify and eliminate
irrelevant test cases in an test suite (see Definition 2).

Definition 2: Identifying irrelevant tests. Let P be a
program containing a bug b and Sf be the set of faulty
statements responsible for the occurrence of b and T be a test
suite for program P . We say that a test t ∈ T is an irrelevant
test w.r.t. bug b if t tests behaviors in P (i.e. a sequence of
statements S) that are semantically independent from Sf . That
is, the computations of Sf and S are mutually irrelevant.

B. Optimising Suspicious Lists by Reducing False-Positives

Despite significant advances [12], [13], [14], [15], [16], [17],
[18], [19], [20], FL still suffers from accuracy issues [3],
[4]. For example, the top ranked suspicious statements are
often false positives. This poor ranking of faulty statements
directly affects APR performance by increasing the number
of patch candidates that are needlessly considered. Therefore,
valid optimisation and reduction techniques must be applied
to reduce the number of false-positives in the suspicious lists
produced by current FL techniques (see Definition 3).



Definition 3: Valid suspicious list optimisation. Let P be a
program containing bug b, Sf be the set of faulty statements re-
sponsible for the occurrence of b, and T = (TF ∪TP ) be a test
suite developed for testing P . Let also PS = ORBS(P, TF )
be a program slice of P computed by running the set of failing
tests TF , and TR ⊆ T be a reduced test suite obtained as
described at Definition 2. For an FL algorithm F , we say that
SLR = F (P, TR) is a valid optimised suspicious list of P iff:

1) the reduced suspicious list SLR contains SF , and
2) the setup R(P, T, SLR) produces a valid patch for b or

one that is identical to that created by R(P, T, SL), and
3) NPC score of R(P, T, SLR) is smaller than that of

R(P, T, SL). That is, R examines a fewer number of
patches before finding a valid one using the list SLR.

In Subsection VI-B, we empirically evaluate the effective-
ness of ORBS in identifying and eliminating irrelevant tests, as
well as lowering false-positives in generated suspicious lists.

IV. OPTIMISED TEMPLATE-BASED REPAIR ALGORITHM

Our repair algorithm (see Algorithm 1) aims to improve
all aspects of APR including the fault location step, the patch
generation step, and the patch validation step. We do this using
slicing, which typically reduces the size of the test suite and
suspicious list as well. Statements that are not part of the slice
can be removed from the original suspicious list thus reducing
the number of false positives. This in turn helps reduce the
number of irrelevant patches considered. Additionally, slicing
can help identify and eliminate irrelevant tests from the test
suite, which reduces the cost of the patch validation step.

More formally, our algorithm consists of the following
phases applied to buggy program P and its test suite T .

1) Program reduction phase. This phase produces a slice
PS of P by eliminating code irrelevant to the bug.

2) Test suite reduction phase. This phase constructs a
reduced test suite TR by removing all tests from T that
test parts of P not found in PS .

3) Suspicious list optimisation phase. This phase runs
GZoltar [21] on P using TR to produce the list SLR.

4) Repair phase. This phase applies R to P , TR, and SLR.
The effectiveness of test suite and suspicious list reduction is

relative to the soundness of the generated slice corresponding
to the original buggy program. The number of deleted irrel-
evant statements and deleted irrelevant tests depends directly
on the effectiveness of the employed reduction technique.

V. RESEARCH QUESTIONS

During the analysis we consider the following questions:
RQ1 – How effective is ORBS at reducing test suites?
RQ2 – How effective is ORBS in improving FL results?
RQ3 – Does improving FL improve the performance of TBar?
RQ4 – Does reducing test suites improve TBar’s efficiency?

VI. EVALUATION

The evaluation makes use of a spectrum-based fault lo-
calization (SBFL) technique in the latest version (v1.7.2) of
GZoltar, the ORBS slicer, and the Ochiai ranking strategy,

1: Inputs: The project to be repaired P and its test cases T
2: Output: the patch candidate pt that passes all test cases
3: pt := NULL
4: PS := ORBS(P, T )
5: TR := TestMinimisation(PS , T )
6: SLR := fault localisation(P, TR)
7: for each loc ∈ SLR do
8: for each ft ∈ fix templates do
9: donor code list := search donor code(loc, ft)

10: for each item ∈ donor code list do
11: candidate := patch generate(loc, ft, item)
12: if validate(candidate, TR) then
13: pt := candidate
14: return pt
15: end if
16: end for
17: end for
18: end for
19: return pt

Algorithm 1: Optimised template-based repair process

which is one of the most effective ranking strategies in object-
oriented programs [22], [23]. Among the available repair tools,
we choose TBar, a template-based APR tool, because this
approach is more effective at generating correct patches than
other APR approaches. However the approach suffers from
efficiency issues making TBar highly sensitive to the quality
of the fault localisation algorithm and the size of test suite [3].

A. Benchmark Dataset and Repair Setups

Our experiments use the Defects4J (v1.2.0) benchmark [6],
which is widely used for APR tasks [24], [5]. The benchmark
contains a diversity of bug types [25]. For each of the exam-
ined subjects, we run TBar using the reduced test suites and
suspicious lists and report the resultant RT and NPC values.

B. Experimental Results
RQ1: How effective is ORBS at removing irrelevant tests?
Setup: We use the number of tests in a suite as a proxy for the
cost of executing the test suite. This enables us to compute a
reduction rate as the ratio of the number of tests in the reduced
suite to the number of tests in the original suite.
Results: Table I shows the difference in the number of passing
and failing test cases before and after reduction. Several
interesting patterns are evident in the Table I. First, as expected
slicing does not affect the number of failing tests. Thus all
executions of the original program that exhibit bug b have a
corresponding execution of program slice that also exhibits b.

Second, the test suites that accompany Defects4J are
designed to comprehensively test all functionalities of the
corresponding software project. This is indeed useful when
generating a patch of a large software project, because we
typically do not know which parts of the project are affected
by the repair and thus need to validated it against the entire
test suite to ensure the program still satisfies its specification.
However, our analysis shows that a large number of tests in
test suites examine parts of the code that are irrelevant to the
bug being repaired. Thus, slicing can be an effective test suite
minimisation technique to identify and remove irrelevant tests.



Complete test suites Reduced test suite

BugID Passing tests Failing tests Passing tests Failing tests
Lang-10 2196 2 50 2
Lang-39 1617 1 76 1
Lang-44 1784 1 19 1
Lang-45 1782 1 15 1
Lang-51 1630 1 43 1
Lang-58 1594 1 53 1
Lang-59 1592 1 30 1

TABLE I
THE IMPACT OF ORBS ON THE SIZE OF TEST SUITES

Answer to RQ1: ORBS is effective in identifying
tests that are irrelevant to the bug being repaired. The
integration of ORBS with APR reduces the size of
test suites without eliminating any relevant passing or
failing test. In addition, the patch generated for each
bug by the setup R(P, TR, SL) is identical to the one
produced by R(P, T, SL). This increases confidence
in the soundness of test reduction provided by ORBS.

RQ2: How effective is the ORBS at improving FL?
Setup: APR tools are typically fed a ranked list of suspicious
statements to be potentially mutated in turn. Thus, fault local-
ization’s accuracy has a direct impact on the performance of an
APR tool. To evaluate the effectiveness of ORBS in improving
the accuracy of the fault localization, we run GZoltar under
two setups: (i) using original programs with complete test
suite, and (ii) using original programs with reduced test suites.
Results: Table II summarizes the results. First, for all seven
versions the actual faulty statement is included in the slice.
This is crucial as it shows that slicing does not adversely
affect the capability of fault localization to localise the faulty
statement. Second, the table shows that ORBS improved the
suspiciousness rank of the faulty statement for six of the seven
bugs. The reduction is roughly proportional to the rank of the
faulty statement. For example, for Lang-10 the suspiciousness
rank improves 13 positions from 71 to 58, while for Lang-59
it improves only one position from 6 to 5.

Answer to RQ2: combining GZoltar and ORBS proved
generally effective. It reduced the size of suspicious
lists and improved the suspiciousness rank of each
relevant faulty statement. The advantage ORBS brings
is more pronounced when the size of the suspicious
list is large and rank of the faulty statement is low.

RQ3: Does improving FL improve TBar’s performance?
Setup: From RQ2 ORBS improves the result of fault lo-
calization. RQ3 asks if this improvement carries over to the
performance of TBar. To do so, we first run TBar using each
original program, the complete test suite, and the original
suspicious lists generated by the Ochiai ranking strategy. We
then rerun TBar but substitute the optimised suspicious lists.
To isolate the impact of improved FL on the performance on

Original program Reduced program

BugID FL size Fault rank FL size Fault rank
Lang-10 261 71 164 58
Lang-39 51 27 42 24
Lang-44 22 16 19 14
Lang-45 24 5 20 6
Lang-51 19 10 16 7
Lang-58 54 20 52 19
Lang-59 12 6 8 5

TABLE II
THE FL RESULTS USING ORIGINAL AND REDUCED TEST SUITES

APR, we hold the program P and the test suite T fixed while
varying the list of suspicious lines.
Results: Table III compares the results of running TBar on the
original buggy programs using first the complete suspicious
list and then the reduced one.

In terms of NPC scores, combining ORBS and SBFL clearly
helps. For example, the suspiciousness rank of the faulty
statement for Lang-10 improved from position 71 to position
58, which caused the NPC score to drop from 2027 to 1489.
Overall the reduction in NPC score varies depending on how
many positions a faulty statement has been improved.

Recall that each suspicious statement in the generated
suspicious list will be mutated using a number of fix templates,
which varies depending on the syntactic structure of the
statement. A reduction in the NPC score should lead to a
reduction in the total number of patch candidates examined
by TBar and thus a reduction on the time taken to find a valid
patch. From the table the impact of the NPC reduction on
the repair time is significant, dropping the total repair time by
more than half, from 7 hours to 3 hours and 20 minutes.

Answer to RQ3: the efficiency of TBar is influenced
heavily by the accuracy of the FL approach. Com-
bining SBFL with ORBS we observed that the suspi-
cious rank of each faulty statement improved and thus
TBar’s resultant NPC score was reduced.

BugID Original NPC Reduced NPC Reduction value
Lang-10 2027 1489 538
Lang-39 1350 1187 163
Lang-44 438 357 81
Lang-51 340 107 233
Lang-58 516 465 51
Lang-59 4 4 0

TABLE III
THE EFFICIENCY OF TBAR USING NPC IN ORIGINAL AND REDUCED SLS

RQ4: Does reducing test suites improve TBar’s efficiency?
Setup: Test suite minimization attempts to reduce testing cost
be removing irrelevant tests. When performing APR, test suite
minimization aims to reduce the cost of repair by reducing
the cost of patch validation. To address this, we run TBar
under two different settings: (i) the original programs with



complete tests, and (ii) original programs with reduced tests
while keeping the size of the suspicious list unchanged.
Results: Table IV shows the repair time cost for running
TBar using the complete and the reduced test suites. As noted
previously, NPC is not a good choice here because changing
the size of the test suite does not impact the number of patch
candidates and thus the NPC score stays the same. Only the
cost of patch validation where tests are run using generated
patches is effected by changes in the test quite.

One clear trend in the data is that the performance of
TBar is inversely proportional to the rank of the faulty
statement responsible for the target bug. That is, the lower
the suspiciousness rank of the faulty statement, the greater
the impact of test suite reduction. Note that as the faulty
statement is ranked lower in the suspicious list, the number of
examined patch candidates increases, which in turn increases
the number of patch compilations and test case executions.
Thus, by reducing the size of the test suite we obtain a great
reduction on the overall processing time. For example, the
test suite for Lang-10 dropped from 2198 to 52 tests, which
reduced the repair time from 26340 to 5400 seconds. This is
mainly due to the faulty statement of Lang-10 being ranked
in the 71th position in the original suspicious list.

Answer to RQ4: Size of the test suite has a direct effect
on TBar’s efficiency. This impact is proportional to the
rank of the faulty statement responsible for the bug.

BugID complete test suite reduced test suite RTC Reduction
Lang-10 26340 5400 21030
Lang-39 11400 8880 2520
Lang-44 360 143 217
Lang-45 4080 600 3480
Lang-51 2760 480 2280
Lang-58 1260 285 975
Lang-59 34 25 9

TABLE IV
TBAR’S EFFICIENCY (IN SECONDS) ON COMPLETE AND REDUCED SUITES

C. Reliable setups for the combination of slicing and APR

This section provides a summary of empirically discovered
reliable slicing-related repair setups. We consider a setup to
be reliable if it produces a patch that is identical to the
one produced by the setup R(P, T, SL) or a patch valid for
program P . Identifying reliable slicing-related repair setups is
crucial for APR because it allows us to draw conclusions about
the correctness of the patches created by the implemented
slicing-related repair setup without needing to consider the
standard repair setup R(P, T, SL) with the complete test suite.

There are four setups to examine: R(PS , TR, SLR),
R(P, TR, SLR), R(P, TR, SL), and R(P, T, SLR). How-
ever, during the analysis we observe cases where the se-
tups R(P, TR, SLR), R(P, TR, SL), and R(P, T, SLR) are
able to produce valid patches for the analyzed bug while
R(PS , TR, SLR) fails to find a patch (e.g., bug Math-5 in

Defects4J). This occurs, for instance, when the slicing opera-
tion deletes some expressions from the associated conditional
branch, but the erroneous conditional statement itself is main-
tained in the generated slice. This indicates that ORBS may
delete statements that are necessary for generating patches.

Reliable repair setups: Empirical results demonstrate
that the setups R(P, TR, SLR), R(P, T, SLR), and
R(P, TR, SL) give the same patch as the standard
setup R(P, T, SL) for all of the investigated defects.
On the other hand, the setup R(PS , TR, SLR) may fail
to generate a valid patch for the original program.

VII. RELATED WORK

In this section, we discuss related work on template-based
APR approaches and previous attempts on accelerating APR.
Template-based APR: Template-based APR are widely used
in the APR literature [26], [27], [24], [28], [29], [30], [31], [5],
[32], [33], [34], [35], which utilize predefined fix templates
to fix specific bugs. However, most of previous work on
template-based APR has focused on maximizing the fix-rate by
incorporating a large number of useful fix templates. Despite
of these great achievements, modern template-based APR tools
still suffer from the efficiency issue as demonstrated in [3] and
this work. Combining slicing with APR would help not only
in improving the efficiency of the repair process by reaching
faulty statements earlier, but also increasing their capabilities
in producing correct patches.
Previous attempts on accelerating APR: Several tech-
niques have been developed to increase the performance of
APR, including regression test selection [36], [37], patch
filtering [38], [39], and on-the-fly patch generation [27] and
validation [40], [41]. The goal of these techniques is to reduce
the patch compilation and test case execution costs, which
are the dominant contributors for APR runtime. While these
techniques have the potential to reduce the repair cost of
programs, they affect a particular step of the APR process.
Combining slicing with APR has the potential to improve all
aspects of APR, including the fault localization step, patch
generation step, and patch validation step.

VIII. CONCLUSION AND FUTURE WORK

Repairing large-scale programs is a time-consuming pro-
cess. The most challenging parts of the APR process are
finding faulty statements and verifying patches. Instead of
examining the entire program without any useful hints, this
work proposed to focus on a relatively small portion of the
program containing suspicious statements that directly cause
program bugs. This can be achieved by applying program
slicing ahead of the repair process. The experiments show that
the effect of slicing is mostly positive and can significantly
improve the performance of APR tools. However, we need
exhaustive experiments involving programs with various pro-
gram sizes and bug types to confirm the general effectiveness
of the approach. We aim to report on this in future work.
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