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ABSTRACT
Software comments are critical for human understanding of soft-
ware, and as such many comment generation techniques have been
proposed. However, we find that a systematic evaluation of the
factual accuracy of generated comments is rare; only subjective
accuracy labels have been given. Evaluating comments generated
by three Large Language Models (LLMs), we find that even for the
best-performing LLM, roughly a fifth of its comments contained
demonstrably inaccurate statements. While it seems code-comment
consistency detection techniques should be able to detect inaccu-
rate comments, we perform experiments demonstrating they have
no statistically significant relationship with comment accuracy, un-
derscoring the substantial difficulty of this problem. To tackle this,
we propose the concept of document testing, in which a document
is verified by using an LLM to generate tests based on the docu-
ment, running those tests, and observing whether they pass or fail.
Furthermore, we implement our concept to verify Java comments.
Experiments demonstrate that our approach has a robust statis-
tical relationship with comment accuracy, making headway into
a problem where prior techniques failed. Qualitative evaluation
also reveals the promise of our approach in gaining developer trust,
while highlighting the limitations of our current implementation.

CCS CONCEPTS
• Software and its engineering→ Documentation.

KEYWORDS
Comments, Large Language Models, Testing

1 INTRODUCTION
Software documentation is an important artifact for developers as
they navigate complicated repositories of code. Documentation,
and code comments in particular, are instrumental for code com-
prehension [32]. To aid developer comprehension, many automatic
comment generation techniques have been proposed [10, 12, 18].

A critical aspect of code comments is their factual accuracy [1]
- automatically generated comments in particular should seek to
faithfully describe the behavior of the code, as inaccurate descrip-
tions can lead to bug introduction [25]. It is thus surprising that
most comment generation literature does not evaluate this aspect.
Instead, automated documentation generation techniques are gen-
erally evaluated using similarity-based metrics such as BLEU, or
more recently SentenceBERT [11]. However, similarity does not
ensure accuracy - as with code, the modification of a single critical
token in a comment has the potential to mislead the developer.
Given the absence of literature that evaluates the factual accuracy
of automatically generated documents, despite the importance of

doing so, we evaluated the accuracy of automatically generated
comments from three large language models (LLMs), which are
known to be the state-of-the-art in comment generation [10].

Manual inspection of 540 automatically generated comments
revealed that even the best-performing LLM in our study, GPT-
4, generated statements that incorrectly describe the program’s
intent or behavior in about one fifth of its generated comments.
While this is expected to a certain extent, as LLMs are known to
make up facts or hallucinate [24], the statistic suggests it would
be difficult to use LLMs (or their generally less effective machine
learning counterparts) at scale to generate comments; it is difficult
to imagine a repository or file having a significant proportion of
inaccurate comments and still being acceptable. This evaluation
additionally provides a level of clarity that previous comment gen-
eration techniques did not - while it is unclear what a BLEU score
of 50 means in practice, it is easy to understand results such as ‘18%
of comments generated by GPT-4 contained inaccurate content’.

It is natural to wonder whether such inaccurate comments can
simply be filtered out using existing work on code-comment con-
sistency detection techniques [21], which are designed to solve this
particular problem. However, our evaluation of existing techniques
reveals that filtering out factually inaccurate comments generated
by LLMs is in fact a difficult problem. Evaluating nine techniques,
specifically four state-of-the-art code-comment consistency detec-
tion techniques [5, 17, 21], four similarity measures [8, 11, 22, 30],
and one LLM response inaccuracy detector [27], we find that none
of them showed a statistically significant difference in output be-
tween accurate and inaccurate documents.

What mistakes could LLMs be making when generating com-
ments, such that they are not being detected by code-comment
consistency techniques? To understand this in greater depth, we
categorize the mistakes that LLMs make to construct a taxonomy
of common mistake patterns. We observe four main types of errors
from LLM-generated comments for Java methods, ranging from hal-
lucinating the intent of a code function to inaccurately describing
the method behavior. While some errors are difficult to automati-
cally detect and redeem, such as inaccurately describing the intent
of a function, others directly relate to the behavior of code, and
thus can be tested against the existing implementation.

For these inaccurate comments that relate to the program se-
mantics, we propose the concept of document testing: specifically,
that a simple way of testing comment veracity may be to generate
new tests using LLMs based on these comments, and observing
the pass/fail results of the tests - simply put, to test the generated
comments. The intuition is that documents that accurately describe
the program behavior will lead to more passing tests, and vise versa;
from this, we may be able to infer which documents are accurate
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based on the test results. We describe our implementation of the
document testing idea, and our pipeline to minimize the amount of
noise that is involved in this test generation process.

Experimental results show that, unlike the baselines which could
not distinguish between accurate and inaccurate documents, there
was a strong statistical difference between test pass rate between
accurate comments and those that inaccurately described code be-
havior. In turn, this difference could be used to distinguish accurate
documents. Additionally, a qualitative evaluation of our results
shows that document testing can identify specifically which prop-
erty of a comment is wrong and demonstrate its findings through
tests, but it still has room for improvement.

In summary, our contributions are as follows:
• We generate 540 method-level comments from Java source

code using LLMs, and manually label which comments
are demonstrably inaccurate when referencing the code,
revealing that even the best performing LLM makes errors
in roughly a fifth of its generated comments;

• We evaluate nine approaches based on existing work and
find that none have a meaningful statistical relationship
with comment correctness, highlighting the difficulty of
detecting mistakes in automatically generated comments;

• We present the document testing concept that uses LLMs to
generate tests from LLM-generated comments, and evaluate
how many of the generated tests pass. Experiments reveal
that our approach has a strong statistical relationship with
comment accuracy.

The remainder of the paper is organized as follows. We motivate
our work in Section 2. Our categorization of inaccuracy patterns
is given in Section 3, and Section 4 outlines a technique to detect
behavioral inaccuracies. The setup and results of the experiments
are given in Section 5 and Section 6, respectively. Finally, Section 7
discusses caveats and future work, relevant literature is described
in Section 8, and Section 9 concludes.

2 MOTIVATION
2.1 Manual Evaluation of Factual Accuracy
As far as we are aware of, it is difficult to find evaluation of factual
accuracy of automatically generated comments. By factual accu-
racy, we mean that a comment contains no sentences or phrases
that describe the behavior or intent of the code falsely; examples
are provided with detailed analysis in Section 3. Despite the impor-
tance of evaluation of this nature, supported by the survey results of
Aghajani et al. [1], most automatic comment generation techniques
opt to use other metrics like BLEU or ROUGE, as mentioned in the
previous section [10, 12, 18]. Metrics such as BLEU measure the
n-gram similarity between a ground-truth answer and generated
answer [22]. In the context of comment evaluation, one would com-
pare the human-written comment and the automatically generated
comment. However, as is soon demonstrated in this section, BLEU
has little relation to the factual accuracy of comments generated
by LLMs. In this context, the efforts of Mu et al. [18] and Haque et
al. [11] are noteworthy, as they purport to evaluate the accuracy of
generated comments via human studies. It is thus unfortunate that
their efforts are ultimately difficult to interpret, as both evaluate
‘accuracy’ on an ordinal Likert scale, unlike our understanding of

factual accuracy as a black-or-white Boolean concept. We argue
that our definition is clearer than a vague evaluation of accuracy
on a Likert scale, as it is unclear what it means for a comment gen-
eration technique to have an average accuracy score of 3.41 [18],
whereas it is clear to say that e.g. 20% of comments generated by a
technique contain a factual error.

An example of an inaccurate comment is one that says ‘this
method triggers an exception when the input is zero’ for a method
that does not in fact trigger an exception when the input is zero.
Such a document objectively and verifiably mischaracterizes the
actual behavior of the code, and thus would be misleading and
potentially bug-inducing (for example, a developer might add a
catch for an exception, expecting to implement different behavior
for zero, but that different behavior may never be executed, with
different logic being used instead).

With this in mind, we believe it is important to evaluate automat-
ically generated comments using our definition of factual accuracy.
To this end, we sampled 180 public methods from Java projects fea-
tured in Defects4J [13], and specifically from files that were fixed in
each bug in Defects4J. We sampled public methods as they provide
the public side of the API, and thus it is likely important to en-
sure that the documentation for these methods is accurate, as they
would impact both developers and others who build upon these
projects. Meanwhile, we sampled methods from files that were fixed
as such files are more likely to be related to important functionality,
relative to files that are not updated. Among the methods in the
files, we chose the methods with the longest comments both to
ease the labeling process (having a detailed reference helps) and
because methods with long comments are of potential importance
(developers likely wrote a detailed comment for a reason).

We evaluated LLM-generated comments, as prior work suggests
they have the best comment generation performance [10]. While
Geng et al. [10] propose a specific prompting technique to further
improve LLM performance (in terms of BLEU), we prompted the
LLM by simply presenting the method (without comments) and
asking it to generate a method-level document, as we wanted to rep-
resent the accuracy of the LLM when used in a simple way, instead
of analyzing characteristics of outputs from the algorithm of Geng
et al. The specific prompt is provided in our supplementary material.
Comments were generated using three LLMs: StarCoder [16], as
an open-source LLM; GPT-3, as one of the most commonly used
LLMs [6]; and GPT-4 [19], to analyze the accuracy of state-of-the-
art LLMs, for a total of 540 code comments analyzed. To analyze
the comments, the first author went through each LLM-generated
comment and compared it with the human comment, the method
implementation, and methods that the target method called, to
verify the details presented in the comment. Each comment was
given two labels: whether any statement within it was inaccurate or
not, and whether the judgement was unambiguous (some methods
and comments were difficult to judge due to the domain-specific
knowledge required to understand them). The second author in-
dependently labeled a subset of the comments and discussed the
results with the first author; the first author’s labels matched the
final discussed labels in 87% of all examined cases.

The results of this evaluation are presented in Figure 1. At least
half of the comments from StarCoder, a third of the comments from
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Clearly Right

Figure 1: Comment factual accuracy by generating LLM.

Technique Welch’s t-test Point-Biserial Corr. [15]

DocChecker [5] 0.735 0.738
Deep-JIT [21] 0.207 0.246
GPT-3-NoCoT [17] 0.249 0.227
GPT-3-CoT 0.168 0.156
BLEU [22] 0.385 0.405
SentenceBERT [11] 0.177 0.163
CodeT5 [30] 0.669 0.657
CodeBERT [8] 0.254 0.275
CID [27] 0.747 0.748

Table 1: Statistical relationship (p-values) between existing
consistency models and factual accuracy of comments.

GPT-3, and a fifth of the comments from GPT-4 contained state-
ments that contradicted the written human intent of the method or
inaccurately described the behavior of the code. This shows it is
difficult to entrust current-generation LLMs with comment genera-
tion at scale, as they are prone to inaccurately describing behavior
in a significant portion of the generated comments.

Amanual evaluation of 540 LLM-generated comments shows they
are prone to generating inaccurate comments for Java methods.

2.2 Predicting Factual Accuracy of Comments
with Existing Work

In theory, code-comment consistency detection techniques should
be able to uncover a large portion of factual accuracy issues. To
test this, we measured whether there was a statistically significant
relationship between the model output of nine different baselines,
and the factual accuracy of GPT-3 generated comments which we
could unambiguously label (141 in total). The baselines are as fol-
lows: first, from code-comment consistency detection techniques,
we used Deep-JIT [21], DocChecker [5], and Li and Shin [17]. Deep-
JIT is a technique primarily focused on whether a comment should
be updated given a program patch, but they also report plain code-
comment consistency results in their ‘post hoc’ setting. As they do
not provide a trained model, we trained one anew with their public
code using their post hoc setting, and confirm the accuracy is similar
to that reported within their paper. DocChecker is a recent state-of-
the-art technique that builds upon Deep-JIT. Li and Shin suggest
asking the LLM itself whether code and comments are inconsistent
(marked as GPT-3-NoCoT in Table 1); we additionally add a variant
of Li and Shin’s technique using Chain-of-Thought (CoT), which is
known to improve performance in LLM problem solving [31]. Sec-
ond, we evaluate whether similarity metrics can predict accuracy.

Lacking Code Context 
(19)

Code 
Mischaracterization (20)

Hallucinating 
Reference 

(10)

Halluci-
nating 

Intent (7)

Less context necessary to avoid error

All Inaccurate Comments from GPT-3 (58)
etc. (2) (see supplementary)

Difficult context required to avoid error

Figure 2: Diagram of error taxonomy for GPT-3 comments.

For the first two, BLEU [22] and SentenceBERT [23], we evaluate the
correlation between the generated comment accuracy and embed-
ding similarity of the human-written and generated comment. As
Haque et al. [11] find a correlation between SentenceBERT similar-
ity and ‘subjective’ correctness from humans, SentenceBERT allows
us to indirectly compare our ‘factual’ correctness labels with subjec-
tive correctness. For the latter two, CodeT5 [30] and CodeBERT [8],
we evaluate the correlation between the comment accuracy and
embedding similarity of the target method and generated comment,
as these models are trained on source code. Finally, we evaluate the
LLM-based inconsistency detection technique CID [27], which was
proposed to find inaccurate responses in question-answering tasks.

To check the significance of the relationships, we use two tests.
First, we use the Welch’s t-test to evaluate whether a model’s out-
put is significantly different for accurate and inaccurate comments,
which would be a precondition for distinguishing accurate com-
ments. Second, we use the Point-Biserial correlation coefficient,
which is a correlation metric used when one variable is dichoto-
mous (i.e. binary), as is the case in our accurate/inaccurate labels.

The results of this analysis are presented in Table 1. It is notable
that there was no statistically significant relationship among the
multiple baselines that were tested. This suggests how difficult it
is to automatically identify whether an LLM-generated comment
contains errors or not - none of the code-comment inconsistency
detection techniques, nor any of the LLM self-inspection techniques
proposed by the literature detected the problems, nor could existing
metrics such as BLEU and SentenceBERT reliably measure accuracy,
even with access to the ground truth document.

The output of existing techniques shows little relationship with
the factual accuracy of comments.

3 TAXONOMY AND EXAMPLES OF
INACCURACY PATTERNS

Until now, inaccurate comments have only been described in the
abstract. In this section, we detail the specific error patterns that
appear in LLM-generated comments by categorizing them, and
providing specific examples of erroneous comments to help un-
derstanding of this issue. In particular, we analyze the inaccurate
comments generated by GPT-3 labeled in the previous section. The
results of this analysis are presented in Figure 2, and are presented
in order of increasing severity of error.

The first type of error relates to inaccurately describing the
intent of the code, in which the intended use description of the
method is in conflict with what the developer wrote. Accurately
generating comments that describe the intended use is particularly
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Human Sets the compression method to use for en-
try contents - the default is LZMA2. Cur-
rently only @link SevenZMethod#COPY, @link
SevenZMethod#LZMA2, @link SevenZMethod#BZIP2 and
@link SevenZMethod#DEFLATE are supported.

LLM Sets the compression method to be used for compressing the
content of a SevenZ file. @param method the compression
method to be used. Must be one of the options available in
the @link SevenZMethod enum.

Table 2: Example of the ‘Hallucinating Intent’ error type

LLM ... This list contains all the options that have been added
using the {@link #addOption(Option)} method ...

Table 3: Example of the ‘Hallucinating Reference’ error type

LLM ... The type node information includes start and end locations
in the source code, as well as whether or not the type node
is a simple name or a more complex type expression. ...

Table 4: Example of the ‘Lacking Code Context’ error type

difficult for LLMs, as they cannot access a developer’s mind; it is
also difficult to automatically verify these comments, outside of
asking a developer. An example of this type of error is provided
in Table 2. Here, the supported options are inaccurately described
- while the LLM-generated comment suggests all options in the
SevenZMethod enum are supported, the human comment limits
the supported types to a subset of them. While this is clearly an
error which could mislead developers, this is not apparent from
the code method or the code class (not shown in Table 2). As such,
while clearly an error, it is difficult to envision the context that one
would need to provide to an LLM to avoid this error.

The second type of error hallucinates an inaccurate reference
to the code, potentially leading developers to look for nonexistent
resources. An example of this type of error is provided in Table 3.
This is a comment generated for a method named getOptions. For
this method, the LLM generated a comment saying that this method
will return all options that were added by the addOption method.
However, there is no such method in the relevant classes.

The third type of error relates to the comment inaccurately
describing behavior that is caused by methods called by the target
method, which are not immediately apparent from the prompt
given to the LLM. An example of this type of error is provided in
Table 4. Here, a Node type object is returned, and the LLM generates
an explanation that the returned object includes the start and end
locations in the source code. However, if one actually inspects the
source code of the Node object, it does not contain any fields that
are relevant to start and end locations, and thus the automatically
generated description is wrong. It also demonstrates that while it
is possible that identifying context for generating comments could
improve accuracy, it would not be trivial. In this example, one may
need to provide the full class information of the Node object, to
cover for the fields, methods, and the behavior of the methods. The
methods of other classes are called within the method as well, so
one can imagine the amount of additional context needed to (only
potentially) mitigate these issues balloon.

Code if (... || (a <= 0.0) || ...) { ret = Double.NaN; }
...
return ret;

LLM ... @param a the shape parameter of the Gamma distribution ...
@throws MathException if the shape parameter is not positive
or if the upper bound of the integral is negative ...

Table 5: Example of the ‘Code Mischaracterization’ type

The final type of error is code mis-characterization, in which
behavior clearly provided in the code is nonetheless inaccurately
described by the LLM. In such cases, because the LLM itself is
making an error, it is difficult to do much other than detect and
discard these erroneous comments. It also further questions how
much help simply providing more context would do in the ‘Lack-
ing Code Context’ type of errors - if the LLM makes mistakes in
describing the behavior of a single method, simply providing more
context may not be a panacea. An example of this type of error is
provided in Table 5. In this example, when the shape parameter a
is not positive, the return value is Double.NaN, and no exception is
thrown. Despite the LLM correctly recognizing the parameter a as
the shape parameter, it nonetheless inaccurately describes that a
MathException is thrown when the shape parameter is not positive.

Noteworthy in this categorization is that while the ‘Hallucinating
Intent’ and ‘Hallucinating Reference’ categories generally require
external supervision to verify and are thus difficult to automatically
detect, the two more common categories, ‘Lacking Code Context’
and ‘Code Mischaracterization’, can often be detected via “testing”
the documents. For example, for the comment in Table 5, one could
check if a MathException is triggered when the shape parameter is
not positive and thus verify the comment content. This leads to the
key question of our work: instead of directly asking LLMs whether
a comment is consistent or not, which we found to be ineffective
in the previous section, could LLMs be used to generate tests to
automatically verify LLM-generated comments?

4 DETECTING INCORRECT DOCUMENTS
In this section, we suggest a concept we call document testing, in
which the factual accuracy of automatically generated comments
is estimated by generating tests from those comments using LLMs
and executing them. We first describe the intuition behind our
approach, then describe our specific prompting and test execution
pipeline to implement this intuition.

4.1 Intuition
The high-level intuition of our approach is that when prompting
an LLM to generate tests, an accurate comment will lead to the
LLM generating a higher proportion of passing tests (as the written
behavior is accurate), and vice versa; if this assumption holds, we
would then be able to distinguish which comments are accurate or
not by observing test results.

To be specific, we provide a mathematical model of our tech-
nique, using the terminology of Bayesian inference. Let us define
the following: an LLM can generate a document 𝑑 , which may or
may not be in the set of all accurate documents 𝐷+. To say a doc-
ument is accurate, we will denote that 𝑑 ∈ 𝐷+. Next, we denote
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the probability that an LLM will generate a passing test given a
document 𝑑 as 𝑃 (pass|𝑑). We can thus denote the probability that
an LLM will generate a passing test given a correct document as
𝑃 (pass|𝑑 ∈ 𝐷+). With this notation, we rewrite our intuition in
Equation (1). Note that we do not assume the LLM generates tests
perfectly - we only assume that accurate documents lead to a higher
probability of generating passing tests than inaccurate documents.

𝑃 (pass|𝑑 ∈ 𝐷+) > 𝑃 (pass|𝑑 ∉ 𝐷+) (1)

Usually, we do not know if a document is accurate or not (before
manual inspection), but we can automatically know if a test derived
from a document passed or failed. Thus, the probability of interest
is the probability that a document is accurate, given that a test has
passed, 𝑃 (𝑑 ∈ 𝐷+ |pass). Using Bayes’ rule, this can be expressed as

𝑃 (𝑑 ∈ 𝐷+ |pass) = 𝑃 (pass|𝑑 ∈ 𝐷+) × 𝑃 (𝑑 ∈ 𝐷+)
𝑃 (pass) (2)

In practice, the odds form of Bayes’ rule is easier to use, which is:

𝑜 (𝐻 |𝐸) = 𝑃 (𝐸 |𝐻 )
𝑃 (𝐸 |¬𝐻 ) 𝑜 (𝐻 ) (3)

where 𝑜 (𝑥) = 𝑝 (𝑥 )
1−𝑝 (𝑥 ) is the odds function. In the document testing

scenario, one would have the following:

𝑜 (𝑑 ∈ 𝐷+ |pass) = 𝑃 (pass|𝑑 ∈ 𝐷+)
𝑃 (pass|𝑑 ∈ 𝐷−) 𝑜 (𝑑 ∈ 𝐷+) (4)

𝑜 (𝑑 ∈ 𝐷+ |fail) = 𝑃 (fail|𝑑 ∈ 𝐷+)
𝑃 (fail|𝑑 ∈ 𝐷−) 𝑜 (𝑑 ∈ 𝐷+) (5)

=
1 − 𝑃 (pass|𝑑 ∈ 𝐷+)
1 − 𝑃 (pass|𝑑 ∈ 𝐷−) 𝑜 (𝑑 ∈ 𝐷+) (6)

For simplicity, let us set 𝑝1 = 𝑃 (pass|𝑑 ∈ 𝐷+) and 𝑝2 = 𝑃 (pass|𝑑 ∉

𝐷+). The strength of Bayes’ rule, and the odds form of it in partic-
ular, is that multiple bits of evidence can be combined to a single
estimate. For example, say that for a certain document, one test
passed and one test failed. Then

𝑜 (𝑑 ∈ 𝐷+ |pass, fail) = 𝑝1
𝑝2

𝑜 (𝑑 ∈ 𝐷+ |fail) (7)

=
𝑝1
𝑝2

1 − 𝑝1
1 − 𝑝2

𝑜 (𝑑 ∈ 𝐷+) (8)

Generalizing from this, for 𝑛𝑝 passing tests and 𝑛𝑓 failing tests
generated from document 𝑑 , the odds of 𝑑 being accurate would be

𝑜 (𝑑 ∈ 𝐷+ |pass=𝑛𝑝 , fail=𝑛𝑓 ) = ( 𝑝1
𝑝2

)𝑛𝑝 ( 1 − 𝑝1
1 − 𝑝2

)𝑛𝑓 𝑜 (𝑑 ∈ 𝐷+) (9)

Taking a log over both sides, and using the fact that the odds and log
function are monotonically increasing functions, we can derive an
estimator directly proportional to the probability that a document
would be accurate, according to Bayesian inference:

classname

target method signature 
♦

test suite
relevant test ♠

constructor(s) ♥

generated comment ♣

Test Suite

The following 
is the 

document…
```♣♦```

Prior to 
generating 
tests, first 
identify as 

many 
properties 

WITHIN THE 
DOCUMENT 
as possible…

Prompt 1

Target Class (Name ■)

Test 1

Test 2

Test 3

Test 4

Test 5

✘

✘

✓

✓

✓

Test 
Run

(A) Gathering Info (B) Two-step LLM Query (C) Run Tests

Test 6

Property 1

Property 2

✓

For the 
property 

<PROPERTY> 
generate three 

tests that 
verify this 

property. The 
target method 

is from the 
class ■, which 

has the 
constructors 
♥. An 

example test 
looks like ♠.

…

Prompt 2

Figure 3: Diagram of document testing pipeline.

𝑃 (𝑑 ∈ 𝐷+ |pass=𝑛𝑝 , fail=𝑛𝑓 ) ∝ 𝑜 (𝑑 ∈ 𝐷+ |pass=𝑛𝑝 , fail=𝑛𝑓 ) (10)

∝ log(𝑜 (𝑑 ∈ 𝐷+ |pass=𝑛𝑝 , fail=𝑛𝑓 ))
(11)

∝ 𝑛𝑝 log(
𝑝1
𝑝2

) + 𝑛𝑓 log(
1 − 𝑝1
1 − 𝑝2

) (12)

∝ 𝑛𝑝 −𝑤𝑛𝑓 (∵ log( 𝑝1
𝑝2

) > 0) (13)

where𝑤 = −log( 𝑝1𝑝2 )/log(
1−𝑝1
1−𝑝2 ) > 0, and the prior term 𝑜 (𝑑 ∈ 𝐷+)

is omitted because it is the same over all comments. Simply put, the
probability that a document is accurate according to our assump-
tions is proportional to the number of passing tests subtracted by a
weight parameter𝑤 times the number of failing tests, as in Equa-
tion (13). We call this derived estimator the correctness estimator,
and use this terminology throughout the paper.

4.2 Implementation
An overview of our pipeline, focused on verifying method-level
comments, implementing document testing is presented in Figure 3.
First, along with the generated comment and the signature of the
target method, other relevant information from the repository is
collected to reduce the influence of environment complexity and
in the hopes of having the test quality mainly depend on the gen-
erated comment (Figure 3 (A)). With this information, an LLM is
prompted in two stages - first, it is prompted to extract the exe-
cutable properties given in the comment, then prompted to generate
tests that exercise these properties (Figure 3 (B)). Finally, the gener-
ated tests are injected into the existing test suite and executed to
see whether they pass or fail, allowing one to estimate the quality
of the comment (Figure 3 (C)).

4.2.1 Information Retrieval from the Repository. Given the com-
ment we seek to evaluate and its target method, we first extract the
signature of the target method. Here, only the signature is provided
because the aim is to evaluate the comment; if the code itself is
exposed, the LLM may be more influenced by the code than the
comment when generating tests, and thus accurate evaluation of
the comment itself could become difficult. Meanwhile, the signa-
ture, which includes the name and arguments of the method, is
necessary to accurately trigger the target method and exercise the
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functionality in the comment. In addition to this, class-specific in-
formation, specifically the name of the class and constructors, is
extracted to help with test generation. The reason for this is that
without the class information, in many cases the object needed to
trigger the target method cannot be constructed, or is inaccurately
constructed, causing tests to fail to compile. Similarly, constructors
are required to set up the test to exercise the target method.

Finally, we extract example tests related to the target method
from an existing test suite. We experiment with two ways of get-
ting relevant tests. The first is retrieving tests from the developer-
written test suite. While providing class names and constructors
helps, perhaps the best way to help the LLM would be to provide
examples of the method or class being used, which it could then
modify appropriately. To identify relevant tests which could help
with this process, we employ two heuristics. First, tests are exam-
ined to check whether they contain the class name, as tests with
the class name likely contain the object initialization process neces-
sary to call the target method. Second, tests are examined to check
whether they call a method with the same name and number of
arguments as the target method. In such cases, while the method
being called in the test may not be the same as the target method
due to method overloading in Java, the intuition is that lexically
similar methods would likely be used in similar ways, providing a
reasonable reference for the LLM. With all tests labeled, we priori-
tize tests that have both the class name and the associated method
call, then tests that have only the class name, then tests that have
only the method call. The rationale behind this ordering is that the
object initialization process is generally more complex than the act
of calling the method.

We acknowledge that test suites are not always available, and
also experiment with using tests from the test generation technique
EvoSuite [9]. In this case, we set the target class to the class where
the target method resides, allow EvoSuite to generate tests, and then
use all tests that contain the target name with the appropriate num-
ber of arguments as an example. When using EvoSuite-generated
tests in the prompt, we replace all strings and integers to dummy
values, as we find the LLM often copies the randomly generated
strings and integers of EvoSuite, reducing its effectiveness in exer-
cising the comment.

4.2.2 Two-stage LLM Prompting. Large Language Models (LLMs),
which are statistical models that are trained on large datasets to
predict the next token, have shown strong performance in many
software engineering tasks, including generating tests from natural
language [14, 33]. Using their capability to follow instructions and
perform natural language processing tasks, we ‘prompt’ or instruct
them by providing the information gathered in the previous section.
In the first stage of prompting, the generated comment and method
signature are given in the prompt, and we request the LLM to
extract testable properties from the comment, of the form “WHEN
[condition], THEN the method does [behavior]”. As comments can
vary significantly in length and descriptiveness, we leave the LLM
to decide how many properties are of interest within the comment.
The full prompt is provided in the supplementary material.

For each of these properties, we then provide the target class,
class constructor, and the example test(s) in the prompt, and request
the LLM to generate three tests that exercise the property. Many

properties can be exercised with multiple different inputs, which is
why we ask it to generate three separate tests. The hope is that the
LLM will thoroughly exercise the generated properties, to improve
its capability of distinguishing correct and incorrect properties.

We perform prompting in two stages to improve both perfor-
mance and usability for practitioners. As we demonstrate in Sec-
tion 6.2, two-stage prompting leads to better performance; qualita-
tively, we found that without two stage prompting, LLMs would
often generate tests unrelated to the actual content of the comment
(although we do not claim to have eliminated this phenomenon;
see Section 6.4). On the other hand, explicitly identifying properties
helps developers understand the intent of generated tests and their
relationship to the comment, improving usability on their end.

4.2.3 Test Execution. To execute the tests, we run a pipeline that
performs the following steps, inspired by prior work on bug repro-
duction [14]. First, the token-wise similarity between the generated
test and all test files is calculated, and the test is injected into the test
file with the greatest similarity. In this process, import statements
are added to the highlighted test file if necessary. With this correc-
tion done, the test is compiled and executed using the Defects4J
command line interface. Using this pipeline, we record whether
tests compile, execute, and whether they pass. The final score given
to each comment is the correctness estimator from Equation (13).
For the purposes of our experiment, tests that do not compile are
ignored, as they cannot be judged as either passing or failing.

5 EXPERIMENTAL SETUP
We describe our experimental setup.

5.1 Research Questions
RQ1: How well can LLM-generated tests identify inaccu-
rate comments? In this research question, we seek to understand
whether LLM-generated tests can help identify inaccurate com-
ments. To do so, we first confirm whether our starting assumption
that the test pass rate would be higher for accurate documents is
correct, then evaluate the performance of the correctness estimator
of Equation (13) via the ROC-AUC and AP metric.
RQ2: How much does the helper information provided in
the prompt improve performance? This research question con-
firms whether the components included in the prompt as additional
information indeed help in distinguishing incorrect documents.
Specifically, does adding the class name, constructors, and example
tests actually help the LLM generate more executable tests and
distinguish inaccurate comments? We compare the number of ex-
ecutable tests (i.e., tests that compile) and the ROC-AUC value of
different settings of our implementation.
RQ3: How does the𝑤 parameter influence performance? The
comment correctness estimator (Equation (13)) has a parameter𝑤 ,
which determines whether to place a greater weight on passing or
failing tests when estimating the likelihood that a comment is in-
correct. We plot how well accurate comments can be distinguished
by varying𝑤 over experiments.
RQ4: How could the generated tests help developers assess
automatically generated comments? In this research question,
we seek to provide a qualitative analysis of the successes and failures
of our approach, highlighting its potential and limitations.
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Figure 4: Relationship between comment accuracy and sug-
gested indicators.

5.2 Evaluation Details
For our study, we focused onwhether GPT-3 (gpt-3.5-turbo-0125)
could be used to evaluate comments that it generated itself. Thus,
the 141 unambiguously labeled comments and methods from Sec-
tion 2 were used as subjects for our experiment. We did so because
we wanted to provide a proof of concept that documentation testing
could work with a single LLM, and that it would not require a com-
plex setup. Unless specified otherwise, we repeated experiments
five times to verify that our approach works consistently.

For RQ1, we report the average test passing rate, to verify our
starting assumption made in Section 2, and also in assessing the ef-
fectiveness of our prompting technique. We also use the correctness
estimator from Equation (13) in RQ1 to RQ3. We evaluate metrics
on the basis of the p-values for the Welch’s t-test and Point-biserial
correlation, as well as the ROC-AUC and the average precision
(AP) value of our approach; the ROC-AUC value is commonly used
to evaluate binary classifiers as a general measure of predictive-
ness [7], while AP is suggestedwhen the classes are unbalanced [35].
ROC-AUC is 0.5 for a random classifier, while AP depends; for both,
higher values are better. For RQ1, we additionally report the pro-
portion of accurate comments within a given estimator score range.
For RQ2, we additionally report the percentage of comments for
which at least one executable test was generated, as an indication
of how effective the prompting techniques were in providing useful
information to generate tests.𝑤 = 100 was used in RQ1 and RQ2.

6 RESULTS
This section outlines the results of experiments performed.

6.1 RQ1: Predicting Inaccuracies
This research question relates to whether generating and execut-
ing tests from comments helps distinguish accurate and inaccurate
comments. We first verify our assumption that the test pass rate
would be higher for factually accurate comments (Equation (1)).
Figure 4a shows the test pass rate by document type, averaged
over the five runs that we did. As presented in the graph, there
is a substantial and statistically significant (𝑝 = 0.002) difference
in pass rate between accurate and inaccurate documents. As men-
tioned in Section 3, however, document testing is a concept most
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suited to revealing inaccurate descriptions of program behavior.
Given that, one would expect comments that inaccurately describe
the behavior of the code (those labeled lacking context or code
mischaracterization in Section 2) should have a greater difference.
Indeed, this is what we observe - the test pass rate for comments
that inaccurately describe the behavior of the code is even lower,
and the difference is more significant (𝑝 < 10−4). As this is the
intended use case, we exclude the comments that are inaccurate for
other reasons in the remainder of our analysis.

Although there is a meaningful difference in test pass rate be-
tween accurate and inaccurate comments, recall we derived the
correctness estimator in Section 4.1, which would theoretically have
a direct correspondence with the likelihood of a document being
accurate according to Bayesian inference, unlike test pass rate. In
Figure 4b, we plot the ROC (receiver operating characteristic) curve
between our correctness estimator and actual comment correctness,
showing a robust relationship between the two. The statistical rela-
tionship between comment accuracy and our correctness estimator
is even stronger than in the test pass rate case - the point-biserial
correlation between the two is extremely unlikely to be due to
chance (𝑝 < 10−11), and the Welch’s t-test also yields a signifi-
cant difference for estimator value between correct and incorrect
comments (𝑝 < 10−9). We emphasize that no other baseline had
a statistical relationship with comment factual accuracy, whereas
our estimator shows a strong relationship.

In Figure 5, we compare the ROC-AUC and AP values of different
predictors with the values achieved by document testing. Docu-
ment testing does the best in distinguishing correct comments from
inaccurate ones, as no other method comes within its 95% error
margins. Along with the significant statistical relationships that we
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Figure 7: Prompt ablation results with 95% CIs. The top three
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found between the correctness estimator and actual correctness,
this makes a strong case that testing comments via LLMs is a viable
way of assessing the factual accuracy of documents. Among the
baselines, CodeBERT is worthy of further analysis, as it seemingly
has a high ROC-AUC value. We have two reasons to believe these
results are spurious. First, it does not have a notable AP value.
More importantly, while we could not repeat this experiment for
CodeBERT as its output is deterministic, we ran CodeBERT on the
StarCoder-generated comments from Section 2 and found a cor-
relation in the opposite direction; its ROC-AUC value was 0.35. In
contrast, our approach on the same StarCoder-generated comments
achieved an ROC-AUC of 0.63, and thus behaved as expected.

We also plot the conditional probability that a comment will be
inaccurate based on the correctness estimator value, normalized
to the [0, 1] range, in Figure 6. With the exception of the [0, 0.2)
bin, where there were too few samples for a reasonable confidence
interval to be constructed, there is a trend in the expected direction:
as the correctness estimator deems a comment more likely to be
accurate, the relative proportion of inaccurate comments monoton-
ically decreases, providing an opportunity to filter out inaccurate
comments. For example, rejecting comments with a normalized
correctness estimator score lower than 0.8 would remove 46% of the
inaccurate comments, while retaining 72% of the correct comments.

Answer to RQ1: The assumption of document testing, that
correct comments will lead to more passing tests, is verified
(𝑝 < 0.01); the comment correctness estimator shows a strong
statistical relationship to comment correctness as well (𝑝 < 10−9).

6.2 RQ2: Prompt Ablation
This research question seeks to verify whether the helper infor-
mation that we provided in the prompt, along with the document,
was indeed useful in generating more executable tests and in dis-
tinguishing inaccurate comments. First, the left graph of Figure 7
shows the proportion of comments for which at least a single exe-
cutable test was generated. As it shows, each element helps improve
the number of comments meaningfully processed, enhancing the
proportion of situations in which document testing could be applied.
Meanwhile, the right graph of Figure 7 shows how well each ab-
lated case can distinguish incorrect comments using the ROC-AUC
metric. Our default setting also performs best here, showing that
each component contributes to a high performance. Meanwhile, our
experiments with using EvoSuite in lieu of human tests shows that
using EvoSuite-generated tests yields comparable performance.
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Answer to RQ2: Each part of the helper information aids in
generating more executable tests, and thus furthers the ability of
document testing to distinguish correct and incorrect comments.

6.3 RQ3: Influence of𝑤
In this research question, the influence of the parameter𝑤 , which
determines how much weight will be placed on failing tests rela-
tive to passing tests in the correctness estimator, is investigated.
We vary𝑤 exponentially using the schedule𝑤𝑖 = 100

𝑖
100 −1 where

𝑖 ∈ {0, 1, ..., 200}, and evaluate the discriminative power of docu-
mentation testing using the ROC-AUC value. This splits the space
between 1

100 and 100 evenly on a logarithmic scale. The results of
this experiment are presented in Figure 8. Interestingly, we find
the best performance (ROC-AUC of 0.67) when𝑤 is high (𝑤 > 10),
meaning that the number of the failing tests is the most predictive
of inaccurate comments, while the number of passing tests is best
used as a tiebreaker. This is likely explained by our comment la-
beling process. As mentioned in Section 2, even if a comment is
mostly correct, if it contains even one description that is factually
inaccurate, the comment was rated as inaccurate. Due to this, it is
possible for a comment to lead to many passing tests, and still be
inaccurate. In other words, even a small proportion of failures may
be indicative of a problem in the comment, as presented next.

Answer to RQ3: Performance is best when 𝑤 > 10, suggest-
ing the number of failing tests is more important in predicting
comment inaccuracies than the number of passing tests.

6.4 RQ4: Qualitative Study
Finally, we qualitatively analyze best-case and worst-case results
for our implementation of document testing, which shed light on
the strengths and weaknesses of our technique. We first present an
example that showcases the potential benefits of testing comments
via the pipeline we have in Figure 9. In this case, the comment
is mostly correct, but inaccurately describes the return behavior,
saying that null is returned if the column key is not recognized.
Taking cue from this statement, our pipeline generated the test
in the ‘Test’ row, which seeks to verify that when a column key
is not recognized, the method returns null (note the use of the
“UnknownCol” string). However, this test fails, because this is an
inaccurate description of the behavior - when the column key is not
recognized, an UnknownKeyException is triggered instead. In this
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case, the developer would be able to look at the test, check which
specific property of the comment is wrong, and confirm that the
description is inaccurate by looking at the test and the execution
result. This aspect distinguishes our approach from other code-
comment consistency techniques; in many techniques, even when
they work, one would only know that there is a high likelihood of
the comment being inaccurate, without knowing what in particular
is problematic. On the other hand, in our ideal, a developer would
not only know whether a comment is wrong, but what about it
is wrong, and verify the results via automatically generated tests,
ultimately gaining trust in the automated process.

Comments ... @return the value associated with the given row and 
column keys, or null if the column key is not 
recognized ...

Test public void test(){ 
  // WHEN the column key is not recognized, 
  // THEN the method does return null  
  DefaultKeyedValues2D d = \ 
  new DefaultKeyedValues2D();  
  assertNull(d.getValue("Row1", "UnknownCol")); 
}

Result org.jfree.data.UnknownKeyException

Test public void test() throws IOException { 
  // WHEN the URL is successfully parsed ... 
  URL url = getClass().getResource("test.csv"); 
  CSVFormat format = CSVFormat.DEFAULT; 
  CSVParser parser = CSVParser.parse(url, ...); 
  assertNotNull(parser); 
}

Result java.lang.IllegalArgumentException: Parameter 'url' must 
not be null!

Comments ... @deprecated This method is no longer supported and may 
be removed in a future version. ...

Test public void test() { 
  // WHEN [deprecated method used to add value], 
  // THEN the method does not add the value ... 
  Frequency f = new Frequency(); 
  Object value = "Test"; 
  f.addValue(value); 
  assertEquals(0, f.getCount(value)); 
}

Result expected:<0> but was:<1>

Figure 9: A successfully verified LLM-generated comment.

Comments ... @return the value associated with the given row and 
column keys, or null if the column key is not 
recognized ...

Test public void test(){ 
  // WHEN the column key is not recognized, 
  // THEN the method does return null  
  DefaultKeyedValues2D d = \ 
  new DefaultKeyedValues2D();  
  assertNull(d.getValue("Row1", "UnknownCol")); 
}

Result org.jfree.data.UnknownKeyException

Test public void test() throws IOException { 
  // WHEN the URL is successfully parsed ... 
  URL url = getClass().getResource("test.csv"); 
  CSVFormat format = CSVFormat.DEFAULT; 
  CSVParser parser = CSVParser.parse(url, ...); 
  assertNotNull(parser); 
}

Result java.lang.IllegalArgumentException: Parameter 'url' must 
not be null!

Comments ... @deprecated This method is no longer supported and may 
be removed in a future version. ...

Test public void test() { 
  // WHEN [deprecated method used to add value], 
  // THEN the method does not add the value ... 
  Frequency f = new Frequency(); 
  Object value = "Test"; 
  f.addValue(value); 
  assertEquals(0, f.getCount(value)); 
}

Result expected:<0> but was:<1>

Figure 10: A test that fails due to the execution environment.

However, we acknowledge that more effort must be put in to re-
liably meet that ideal. Generally speaking, document testing works
poorly when the assumption that correct comments will lead to a
higher proportion of passing tests breaks down. While we would
like to restate that overall this assumption tends to hold as demon-
strated in Section 6.1, we present two examples where correct com-
ments lead to a high proportion of failing tests, the first of which is
provided in Figure 10. Here, the test tries to read from a CSV file to
construct a URL object, but fails as there is no such file. Thus, url is
set to null. However, because a non-null URL is needed to test most
properties of the comment, all tests with the exception of those that
deal with null url values fail. This points to the need of better test
execution environment support to enhance the reliability of results,
an issue that can perhaps be improved with better tooling.

A greater concern is that sometimes LLMs will hallucinate prop-
erties that are not in the documents. An example is provided in
Figure 11. Here, although the original comment says nothing about
program behavior in the @deprecated tag, during the test genera-
tion process the LLM made up the property that if the deprecated
method is used, it will result in no effect. Thus, the test fails on a
correct document, as it is testing a property that has little to do with
the original document. While this is a concerning issue, it is one
that we expected, as LLMs are known to hallucinate. Indeed, we

Comments ... @return the value associated with the given row and 
column keys, or null if the column key is not 
recognized ...

Test public void test(){ 
  // WHEN the column key is not recognized, 
  // THEN the method does return null  
  DefaultKeyedValues2D d = \ 
  new DefaultKeyedValues2D();  
  assertNull(d.getValue("Row1", "UnknownCol")); 
}

Result org.jfree.data.UnknownKeyException

Test public void test() throws IOException { 
  // WHEN the URL is successfully parsed ... 
  URL url = getClass().getResource("test.csv"); 
  CSVFormat format = CSVFormat.DEFAULT; 
  CSVParser parser = CSVParser.parse(url, ...); 
  assertNotNull(parser); 
}

Result java.lang.IllegalArgumentException: Parameter 'url' must 
not be null!

Comments ... @deprecated This method is no longer supported and may 
be removed in a future version. ...

Test public void test() { 
  // WHEN [deprecated method used to add value], 
  // THEN the method does not add the value ... 
  Frequency f = new Frequency(); 
  Object value = "Test"; 
  f.addValue(value); 
  assertEquals(0, f.getCount(value)); 
}

Result expected:<0> but was:<1>

Figure 11: A generated test that hallucinates a property.

do not rely on LLMs to be flawless generators of tests; our assump-
tions only state that correct documents will have a higher chance
to lead to passing tests. We could also reduce the occurrence of
hallucination in test generation via our two-step prompting process,
suggesting that further improvement is possible.

Answer to RQ4: In the best cases, document testing can detect
inaccurate comments, highlight specifically which part of the
comment is wrong, and prove the discrepancy via concrete tests.
However, our current implementation also has limitations.

7 DISCUSSION
This section discusses the limitations and implications of our work.

7.1 Threats to Validity
Internal threats are challenges to the conclusions made within the
manuscript. LLM outputs in our work are random and thus key
performance metrics such as ROC-AUC can differ between runs.
To provide a balanced view, we run our algorithm five times and
report the average ROC-AUC value. As the training data of the GPT
family of LLMs is unknown, there is also the risk that the LLM had
learned the subject code. However, this did not translate into the
LLM correctly predicting which comments were accurate on its
own (see Figure 5); only with document testing could we find a
reliable predictor of correctness.

External threats are challenges to the generalizability of the
reported findings. The abstract mathematical model of verifying
documents presented in Section 4.1 is agnostic to the underlying
programming language, language model, and testing framework.
However, the experimental results we present were done on Java
code from the widely-used Defects4J benchmark; further research
is required to tell whether these principles would work for other
languages and projects.

7.2 Future Work
There are two levels of generalization that this work could expand
into. First, in this paper, the main focus is on detecting inaccurate
method-level comments generated by LLMs. However, the concept
of testing a comment by generating tests from an LLM is not nec-
essarily restricted to LLM-generated documents. After all, in the
simplified model presented in Section 4.1, there is no direct notion
of ‘hallucination’; there is only the notion of whether a description
is accurate or not. As such, it is feasible that as long as a technique
can faithfully translate written documentation into tests, one could
use a similar testing-from-comments technique to estimate the
quality of human-written documents. Again assuming high fidelity
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between the comment and generated tests, document testing could
help developers better understand and debug any differences be-
tween the comment and actual behavior, as studies have revealed
that developers can perform debugging better with a working ex-
ample [3]. To make this vision a reality, one would need to increase
the comment-to-test fidelity substantially to reduce the number of
false positives and increase developer adoption [2]. Looking even
further, the concept may not even be restricted to comments - per-
haps documents such as installation instructions or API references
could be verified, using the same principles introduced in this paper.

8 RELATEDWORK
This section introduces relevant research to our efforts.

8.1 Code-Comment Consistency Detection
Tan et al. [25] introduce iComment, a technique that combines
simple natural language processing (NLP) and static analysis tools
to identify inconsistencies between lock behavior described in the
comments and actual implementation. Since then, different method-
ologies have since been proposed to identify code-comment in-
consistencies. One recently popular branch of such approaches
are just-in-time comment inconsistency detection techniques [21],
where a comment is compared with a code patch, and whether the
comment should be updated is predicted; in such techniques, deep
learning is commonly used [34]. While this application is slightly
different from our setting in that a code change is required, we
run experiments and compare against two state-of-the-art code
comment inconsistency detection techniques in our work [5].

While there aremany different techniques to detect code-comment
consistency, the work of Tan et al. [26] is of particular relevance,
which introduces the technique @tComment to extract invariants
from method-level comments related to null inputs, and checks
if those invariants are violated during execution using the ran-
dom test generation tool Randoop [20]. While closely related to
our hallucination detection approach, noteworthy is the reliance
the technique has on the random test generation tool Randoop,
which is agnostic to which inputs might trigger special behavior.
In this work, we use LLMs to directly trigger and test the behavior
described in (potentially inaccurate) LLM-generated comments to
confirm their veracity. Additionally, we tried to compare against
their work as well, but had difficulty running their tool, which was
last updated eight years ago.

8.2 Documentation Generation
Motivated by the need for comments in understanding code, at-
tempts to automatically generate comments and documents have
been made as well. Early work includes Buse andWeimer [4], which
introduced the DeltaDoc technique to generate a document that
would describe what change was made in the code. With the advent
of deep learning, comment generation was commonly formulated
as a translation task (from code to comments), and also increasingly
used NLP techniques to generate comments. A good example of this
Hu et al. [12], who used a seq2seq neural architecture to generate
comments given Java code. This formulation is still used by recent
work - for example, Mu et al. [18] similarly use a translation model,
augmented with developer intent such as the intention of the code,

and the recent work of Geng et al. [10] use LLMs to achieve the
same goal and show LLMs achieve state-of-the-art performance.
As mentioned earlier, these techniques either do not evaluate the
factual accuracy of their generated documents, or do so in an unsat-
isfactory way. To overcome this limitation, we manually evaluate
the factual accuracy of 540 comments automatically generated by
an LLM. It is critical to keep in mind that existing work did not
claim that their high BLEU score meant that the comments could
be trusted. However, one aim of this work is to clearly report that
even automatically generated comments with high BLEU score can
be misleading.

8.3 Hallucination in LLMs
LLMs are prone to ‘making up’ facts when generating a response,
as prominently explored by Shuster et al. [24]. The risks of unques-
tioningly using the responses of these models has since been clear,
and many techniques have been proposed to mitigate these risks.
Shuster et al. [24] identified that retrieval augmentation could re-
duce LLM hallucination in their work. Meanwhile, Wang et al. [29]
suggest that when querying an LLM multiple times with the same
query, the number of equivalent responses is correlated with the
probability of the LLM to correctly respond, another mechanism
that could be used to estimate the likelihood of hallucination. In con-
trast to these techniques, document testing relies on the reliability
that code execution can provide. From software engineering liter-
ature, CID [27] has been proposed to identify inaccurate answers
from conversations regarding software library recommendations.
Unfortunately, their approach does not seem to generalize to de-
tecting inaccuracies in comments, as we find in Table 1. The recent
work of Virk et al. [28] argue that rescaled mean token probabil-
ities from LLMs are predictive of human-rated similarity (which
Haque et al. [11] find is correlated to SentenceBERT similarity),
but as shown in Section 2, SentenceBERT similarity and thus likely
human-rated similarity may not correlate with factual accuracy.

9 CONCLUSION
Ensuring the factual accuracy of automatically generated com-
ments is of critical importance for widespread developer adoption
of comment generation tools. In this regard, this paper makes three
contributions. First, our manual evaluation of 540 generated com-
ments shows that even the best-performing comment generation
techniques, LLMs, are prone to generating a substantial portion of
factually incorrect comments, demonstrating the practical impor-
tance of the problem. Second, we report our experimental results
which show little to no relationship between the outputs of existing
techniques and the accuracy of generated comments, underscoring
the difficulty of the problem. Third, we propose the concept of
document testing to use LLMs to generate tests from comments to
estimate the comment’s likelihood of correctness by observing the
test execution results, and implement a pipeline to realize the idea.
Experiments reveal that there is a robust statistical relationship
between the test output results and comment accuracy, validating
our approach. In this paper, we focused on LLM-generated method-
level comments as a target, but we believe document testing has
the potential to be expanded to other types of documents. We hope
to explore the concept further in future work.
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