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Abstract

Machine learning (ML) and Artificial Intelligence (AI) have fueled remarkable advancements, particularly in health-
care. Within medical imaging, ML models hold the promise of improving disease diagnoses, treatment planning, and
post-treatment monitoring. Various computer vision tasks like image classification, object detection, and image seg-
mentation are poised to become routine in clinical analysis. However, privacy concerns surrounding patient data hinder
the assembly of large training datasets needed for developing and training accurate, robust, and generalizable models.
Federated Learning (FL) emerges as a compelling solution, enabling organizations to collaborate on ML model train-
ing by sharing model training information (gradients) rather than data (e.g., medical images). FL’s distributed learning
framework facilitates inter-institutional collaboration while preserving patient privacy. However, FL, while robust in
privacy preservation, faces several challenges. Sensitive information can still be gleaned from shared gradients that
are passed on between organizations during model training. Additionally, in medical imaging, quantifying model
confidence/uncertainty accurately is crucial due to the noise and artifacts present in the data. Uncertainty estimation
in FL encounters unique hurdles due to data heterogeneity across organizations. This paper offers a comprehensive
review of FL, privacy preservation, and uncertainty estimation, with a focus on medical imaging. Alongside a survey
of current research, we identify gaps in the field and suggest future directions for FL research to enhance privacy and
address noisy medical imaging data challenges.
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1. Introduction

Notably over the last decade, machine learning (ML)
approaches have been leveraged for the analysis of medi-
cal imaging to improve the prediction of risk, early detec-
tion, diagnosis, treatment, and survival outcomes of nu-
merous diseases [1, 2, 3, 4, 5, 6, 7, 8]. ML models have
been used in clinical research applications leveraging ra-
diological data, such as CT, MRI, PET, and more [9].

∗Corresponding author: Nikolas Koutsoubis
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These ML models enable research scientists and clinical
care teams to comprehend and interpret complex health-
care data accurately and efficiently. One key component
in training effective ML models is curating large datasets
necessary for training in the selected domain. This crit-
ical requirement presents a problem in the analysis of
medical imaging due to privacy regulations regarding pri-
vate health data, such as the Health Insurance Portability
and Accountability Act (HIPAA)[10] in the USA and the
General Data Protection Regulation (GDPR)[11] in Eu-
rope. These regulations are designed to keep patient data
secure and private, which makes it challenging to curate
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and combine large-scale training datasets across multiple
sites.

A conventional method of training ML models is cen-
tralized learning, which involves pooling data at a sin-
gle location from all sources (e.g., sites). This may be
challenging for medical datasets. A solution to circum-
vent centralized learning that has risen in popularity in
recent years is Federated Learning (FL). FL was first pro-
posed by Google for training ML models on edge devices
without sharing client data [12]. FL provides a method
for training on data from multiple sites without data ever
leaving the local site. This allows large-scale model train-
ing without violating privacy regulations that often hinder
transferring and sharing data across sites. The overarch-
ing premise behind FL is that rather than transferring data,
FL transfers training information (gradients) updates be-
tween sites. This permits multiple sites to act as clients
and train a global model located at the central server. The
global model is expected to outperform all local models
on all data as it will learn from all local models without
sharing private data.

In real-world settings, however, data distributions may
differ across sites attributed to patient demographics, lo-
cation, and other factors [13]. This violates the indepen-
dent and identically distributed (i.i.d) assumption of data
and poses technical challenges for effective learning in a
distributed FL setting. Many advances in FL techniques
have come about in recent years, modifying the methods
used to optimize FL’s ability to learn from heterogeneous
data while limiting communication costs to improve ac-
curacy and efficiency. However, retaining client data lo-
cally is not enough to guarantee data privacy. It has been
shown in multiple implementations of FL that through
carefully planned methods, private data can be extracted
from the communications that take place in an FL setting.
Communications such as gradient updates can be used
to reconstruct patient data through attacks such as gra-
dient dis-aggregation [14], model inversion attack [15],
and other methods [16]. Further enhancements in privacy
preservation are critical for FL to be a paradigm-shifting
technology to improve ML models in medical imaging.
Methods such as differential privacy (DP) [17] and homo-
morphic encryption (HE) [18] have been leveraged to im-
prove communications security. The advantages of these
privacy preservation methods are that they can provide
mathematical guarantees and show theoretical maximum

accuracies based on different levels of privacy. An in-
herent trade-off exists in many privacy preservation tech-
niques where, as privacy increases, model performance
decreases. Sidestepping this trade-off is explored in fur-
ther detail in Section 3.

Another key area in which FL needs to excel in medi-
cal imaging is uncertainty estimation, which is the process
of measuring the reliability of a prediction/classification
made by an ML model [19]. ML models in the medical
domain will ultimately be used to aid clinicians in the di-
agnosis and treatment of potentially life-threatening dis-
eases. Hence, it is of utmost importance that the models
have a way to notify users when they make uncertain or
low-confidence predictions. Uncertainty estimation is a
widely studied field [20]. However, FL presents unique
challenges for uncertainty estimation. The non-i.i.d. na-
ture of data in many FL applications, data imbalances on
the client side, and variable computational overhead re-
quire modifications to traditional uncertainty estimation
methods to work in FL environments successfully [19].
Various methods have been explored in recent years and
will be discussed further in Section 4.

FL holds the potential to significantly improve the role
of ML models in the medical imaging domain, helping
clinicians better diagnose and treat patients. However, FL
alone cannot work in the medical imaging domain due to
heterogeneous datasets, privacy regulations, and concerns
about confidence in the model output. Extensive work has
been conducted in recent years to mitigate and solve these
challenges to elevate FL as a mainstream method for train-
ing ML models in medical imaging [21, 22, 23]. Solving
these issues would allow large-scale models to be trained
on a wide variety of data, significantly improving the util-
ity of these models for clinicians and researchers alike.
This work presents a comprehensive review of the state-
of-the-art methods of FL in the medical imaging domain.
A summary of the aspects of FL and the topics covered
in this paper can be seen in Figures 1 and 2, respectively.
The primary contributions of this work include:

• A review of the current state-of-the-art (last 5 years)
FL methods proposed in the medical imaging do-
main to deal with non-i.i.d. data in real-world set-
tings.

• A review of the state-of-the-art privacy preservation
methods extended to FL to guarantee data privacy.
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Figure 1: An overview of FL, privacy preservation, and uncertainty estimation is presented.

• A review of uncertainty estimation methods effec-
tively applied in FL settings, enabling trustworthy
and reliable model development.

• Exploration of a number of real-world use cases of
FL in the medical imaging domain and what can be
learned from these success stories.

• Current challenges in FL, data privacy, uncertainty
estimation, and potential opportunities and direction
for future research.

The paper is organized as follows: Section 2 presents
a review of FL methods. Section 3 reviews the current
state of privacy preservation in FL. Section 4 explores re-
cent advancements in uncertainty estimation in FL. Sec-
tion 5 covers the real-world applications of FL in medical
imaging. Section 6 covers some current challenges and
opportunities for research in FL for medical imaging. Fi-
nally, Section 7 concludes the paper. A repository with
links to papers reviewed in this work can be found in this
Awesome List.

2. Federated Learning (FL)

FL was first proposed in [12] with the FedAvg algo-
rithm for training models on edge devices without expos-
ing private data. This led to a paradigm shift in how ML
models could be trained on sensitive and private data in
distributed settings [34, 35]. The general idea of FL is
that multiple clients train local ML models on their data

and send gradient information to a central server to up-
date a global model that, in theory, can outperform all
local models on all data [12]. FL is particularly power-
ful and applicable in medical ML research because the
data never has to leave local sites, sidestepping many pri-
vacy regulations to protect private health data [22]. Ad-
ditionally, medical imaging research often requires large
volumes of data, frequently reaching terabytes or more,
making data transfer challenging for centralized training.
The first notable FL algorithm, FedAvg, trains local mod-
els across various clients and then averages the gradient
updates at the central server to update the global model
[12]. The ML models trained with FL can perform at
the same level of accuracy compared to those obtained
using traditional centralized learning in many real-world
medical applications [36]. We have identified four main
challenges/bottlenecks that still exist in creating a reliable
FL framework for training medical imaging ML models
[37, 19]:

• Privacy and security challenges: While data re-
mains local to each site, private data can still be ex-
tracted from the gradient updates sent to and from
the central server or between sites [37, 19]. This calls
for enhanced privacy preservation techniques, which
will be discussed in Section 3.

• Heterogeneous and non-i.i.d. data distribution:
Due to variations in demographics, location, medical
imaging equipment, and a variety of other factors,
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Figure 2: Summary of topics covered in this review

data between sites often violate the i.i.d. assump-
tion, which can inhibit the models’ ability to learn
[37, 19]. Various strategies are being developed to
address this issue.

• Significant communication overhead: Since data
never leaves the client’s site, there must be signif-
icant communication between clients and the cen-
tral server. This could be costly, especially with
large gradient updates being sent very frequently.
Communication-efficient FL frameworks must be
designed for FL to succeed in medical imaging tasks
[37, 19].

• Uncertainty estimation: The models used in med-
ical imaging will aid clinicians in the diagnosis
and treatment of potentially life-threatening dis-
eases. Therefore, a method for quantifying the un-
certainty in model prediction must be integrated into
FL frameworks[37, 19]. Due to the non-i.i.d. nature
of the data in FL, new methods must be developed,

or the existing methods must be adapted for FL. The
current state of progress on the uncertainty estima-
tion is discussed in Section 4.

A summary of the topics covered in this section can be
seen in Figure 3, and a table of comparisons as well as
a short description of each FL algorithm reviewed is pre-
sented in Table 1.

2.1. FL Algorithms

FL frameworks can be divided into three main cate-
gories [37]:

• Horizontal FL - The dataset of each client has a
larger overlap of data features than sites. This means
there are more shared data features and fewer shared
users. Horizontal FL focuses on the feature dimen-
sion of the data and extracts parts with the same char-
acteristics but different users for joint training[38].
Horizontal FL finds its usage in fields such as key-
word spotting, emoji prediction, and blockchain
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Figure 3: Summary of FL topics

[39, 40, 41, 12]. Horizontal FL offers significant
benefits in terms of privacy and data security [38].
It enables collaborative model training without ex-
posing individual data points, thereby safeguarding
sensitive information and enhancing privacy. By ag-
gregating insights from diverse sources, horizontal
FL improves model accuracy and robustness due to
the abundance of data. This approach also reduces
the risks associated with centralized data storage,
such as breaches and misuse, and supports regulatory
compliance efforts, like GDPR, by keeping data lo-
calized and within regulatory boundaries. Horizon-
tal FL faces several challenges that can impact its
efficiency and effectiveness [42]. The frequent ex-
change of model updates between participants and
the central server, known as communication over-
head, can be bandwidth-intensive. Additionally, het-
erogeneity in data distribution, device capabilities,
and network connectivity can hinder model conver-
gence and performance. As the number of partici-
pants grows, scalability issues arise, making it diffi-

cult to coordinate updates and maintain model qual-
ity. Moreover, Horizontal FL is susceptible to secu-
rity threats, including model poisoning and inference
attacks, which can compromise the model’s integrity
and potentially reveal sensitive information.

• Vertical FL - VFL is characterized by a scenario
where client datasets have more overlapping users
than overlapping data features. Each client dataset
has more shared users, but data features are rarely
duplicated. Vertical FL is based on feature dimen-
sions and requires data alignment based on common
users during joint training. After aligning samples
from each participant’s data, training is conducted
on the selected datasets [43]. Vertical FL has seen
usage in the medical domain, financial domain, and
malware detection [44, 45, 46] Vertical FL proves
to be exceptionally efficient in scenarios that de-
mand the integration of datasets to uncover new in-
sights, thereby facilitating cross-industry collabora-
tions [44]. Additionally, its alignment with regu-
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Table 1: FL algorithms
Algorithm Ref Central

Server
Local
Forget-
ting

Summary

FedAvg [12] yes no Train local models across various clients and then average the gradient updates
at the central server to update the global mode; first proposed method of FL.

FedProx [24] yes no Excels in heterogeneous settings; generalization of the FedAvg algorithm; allows
for partial updates to be sent to the server instead of simply dropping them from
a federated round; adds proximal term that prevents any one client from having
too much of an impact on the global model.

FedBN [25] yes no Addresses the issue of non-i.i.d. data by leveraging batch normalization; follows
a similar procedure to Fed-Avg but assumes local models have batch norm layers
and excludes their parameters from the averaging step.

TCT [26] yes yes Train-Convexify-Train: Learn features with an off-the-shelf method (i.e., Fe-
davg) and then optimize a convexified problem obtained using the model’s em-
pirical neural tangent kernel approximation; involves two stages where the first
stage learns useful features from the data, and the second stage learns to use these
features to generate a well-performing model.

FedAP [27] yes no Learns similarities between clients by calculating distances between batch nor-
malization layer statistics obtained from a pre-trained model; these similarities
are used to aggregate client models; each client preserves its batch normalization
layers to maintain personalized features; the server aggregates client model pa-
rameters weighted by client similarities in a personalized manner to generate a
unique final model for each client.

FedGen [28] yes no Learns a generator model on the server to ensemble user models’ predictions,
creating augmented samples that encapsulate consensual knowledge from user
models; generate augmented samples that are shared with users to regularize
local model training, leading to better accuracy and faster convergence.

FOLA [29] yes yes Bayesian federated learning framework utilizing online Laplace approximation
to address local catastrophic forgetting and data heterogeneity; maximizes the
posteriors of the server and clients simultaneously to reduce aggregation error
and mitigate local forgetting.

FCCL [30] yes yes Federated cross-correlational and continual learning uses unlabeled public data
to address heterogeneity across models and non-i.i.d data, enhancing model gen-
eralizability; constructs a cross-correlation matrix on model outputs to encourage
class invariance and diversity; employs knowledge distillation, utilizing both the
updated global model and the trained local model to balance inter-domain and
intra-domain knowledge to mitigate local forgetting.

Swarm
Learn-
ing

[31] no yes Model parameters are shared via a swarm network, and the model is built inde-
pendently on private data at the individual sites; only pre-authorized clients are
allowed to execute transactions; on-boarding new clients can be done dynami-
cally.

ProxyFL [32] yes no Clients maintain two models, a private model that is never shared and a publicly
shared proxy model that is designed to preserve patient privacy; proxy models
allow for efficient information exchange among clients without needing a cen-
tralized server; clients can have different model architectures.

FogML [33] no no Fog computing nodes reside on the local area networks of each site; fog nodes
can pre-process data and aggregate updates from the locally trained models be-
fore transmitting, reducing data traffic over sending raw data.

latory compliance mandates makes it an attractive
option for industries looking to leverage collective
data insights while maintaining strict privacy stan-

dards. The requirement for precise data alignment
across different datasets introduces complexity, par-
ticularly with large-scale data from multiple sources,
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making the process challenging [44]. Vertical FL
incurs significant communication overhead during
model training, which can strain bandwidth and la-
tency, thereby acting as a potential bottleneck. Its
applicability is also somewhat limited, as it necessi-
tates conditions where datasets share the same sam-
ple space but differ in feature space, restricting its
use to specific scenarios. Moreover, despite its ad-
vantages in privacy preservation, Vertical FL remains
vulnerable to security threats, including inference at-
tacks [47], where adversaries could potentially ex-
tract sensitive information from the model updates,
thereby posing a risk to data privacy.

• Federated Transfer Learning - In many real-world
scenarios, the datasets owned by each client can
vary considerably. Federated transfer learning ad-
dresses these situations by enabling the construction
of an effective global model despite minimal overlap
in dataset features and samples. Federated transfer
learning facilitates the development of models with
limited data and fewer labels while adhering to data
privacy and security regulations.

2.1.1. FedProx
A variety of extensions to the original FedAvg algo-

rithm have been proposed, such as FedProX [24]. Fed-
ProX is an algorithm for FL that excels in heterogeneous
data settings and serves as a generalization of the FedAvg
algorithm, and FedAvg is considered a special case of
FedProX [24]. FedProX allows partial updates to be sent
to the server instead of simply dropping them from a fed-
erated round and adding a proximal term that prevents any
client from contributing too much to the global model,
thereby increasing model stability.

2.1.2. FedBN
Another notable high-performing FL algorithm is

FedBN [25]. This method outperforms both FedAvg and
FedproX. This method addresses the issue of non-i.i.d.
data by leveraging batch normalization. The authors in-
troduce the concept of feature shift in FL as a novel cate-
gory of a client’s non-i.i.d data distribution, where the fol-
lowing types of feature shifts can occur: 1) covariate shift:
the marginal distributions Pi(x) varies across clients, even
if Pi(y|x) is the same for all client; and 2) concept shift:

the conditional distribution Pi(x|y) varies across clients
and P(y) is the same, where features are x and labels are
y on each client. FedBN uses the same premise as Fe-
dAvg, sending local updates and averaging at a coordina-
tor. However, FedBN assumes local models have batch
normalization layers and excludes their parameters from
the averaging step.

2.1.3. Train-Convexify-Train
Despite advancements offered by FedBN, Yu et al.

point out the challenges due to the non-convexity of data
[26]. The authors point out that local models with dif-
ferent local optima can cause the global model to strug-
gle to converge and hinder accuracy improvement [26].
They find that the early layers of an FL model do learn
useful features, but the final layers do not make use of
them. That is, federated optimization applied to this non-
convex problem distorts the learning of the final layers.
To solve this issue, they propose a Train-Convexify-Train
procedure, which involves learning features with an off-
the-shelf method (i.e., Fedavg) and then optimizing a con-
vexified problem obtained using the model’s empirical
neural tangent kernel (eNTK) approximation. This tech-
nique provided up to 37% improvements in accuracy on
dissimilar data over FedAvg alone. The convexity aspect
attempts to compute a convex approximation of the model
using its eNTK based on the concept of the neural tangent
kernel (NTK) [48]. The eNTK approximates the fine-
tuning of a pre-trained model. Train-Convexify-Train has
two stages [26]:

• Stage 1 - Extract eNTK features from a trained Fe-
dAvg model. FedAvg is first used to train the model
for a number of communication rounds. Then, each
client locally computes sub-sampled eNTK features.

• Stage 2 - Decentralized linear regression with gradi-
ent correction. Given samples on each client k, first,
normalize the eNTK inputs of all clients with a single
communication round. Then, solve the linear regres-
sion problem with standard local learning rate and
local steps M.

In this procedure, the first stage learns useful features
from the data, and the second stage learns to use these
features to generate a well-performing model [26].
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2.1.4. FedAP
Personalized FL involves training personalized mod-

els for various clients to deal with large data hetero-
geneity. Personalized FL balances the need for a gen-
eralized model and the benefits of localized, personal-
ized models, making it a promising approach in applica-
tions where data privacy and customization are key con-
cerns. One notable personalized FL algorithm is FedAP
[27]. FedAP learns similarities between clients by calcu-
lating distances between batch normalization layer statis-
tics obtained from a pre-trained model. These similar-
ities are used to aggregate client models. Each client
preserves its batch normalization layers to maintain per-
sonalized features. The server aggregates client model
parameters weighted by client similarities in a personal-
ized manner to generate a unique final model for each
client. The authors evaluated FedAP on five health-
care datasets across modalities [27] including the pub-
lic human activity recognition dataset, PAMAP2 [49],
COVID-19 chest scan dataset [50], MedMNIST, MedM-
NISTv2 [51, 52], the liver tumor segmentation benchmark
[53], and OrganAMNIST, OrganCMNIST, OrganSM-
NIST [54]. FedAP achieves more than 10% accuracy
over state-of-the-art FL models. FedAP converges faster
than other methods, 10 rounds vs. more than 400 rounds
for FedBN while being robust to varying hyperparameters
and different degrees of non-i.i.d data distribution shifts
among clients.

2.1.5. FedGeN
Knowledge distillation is another emerging method for

dealing with the challenge of data heterogeneity in FL.
Based on work done by Hinton et al. [55]. Yang et al. [56]
implemented knowledge distillation for multi-organ seg-
mentation in a federated paradigm. Knowledge distilla-
tion involves extracting useful knowledge from an ensem-
ble of models. This has a natural extension to FL as mul-
tiple clients can serve as an ensemble from which knowl-
edge can be distilled. One successful implementation of
Federated knowledge distillation is FedGen [28]. Most
knowledge distillation methods require a proxy dataset
to distill the knowledge. FedGen proposes a data-free
method, thereby removing the need for this proxy and
making knowledge distillation more accessible to appli-
cations where a proxy dataset cannot be created due to
lack of data or privacy restrictions [28]. FedGen learns

a generator model on the server that ensembles the pre-
diction rules from user models. This generator can pro-
duce augmented samples that convey consensual knowl-
edge from the user models. The generator is shared with
the users and provides additional samples that regularize
local model training. This distills the aggregated knowl-
edge into the user models. Sharing the lightweight gen-
erator introduces minimal communication overhead and
increases security because the full model is not shared.
FedGen achieves better accuracy and faster convergence
than state-of-the-art methods under heterogeneous set-
tings. Benefits are especially notable as the data hetero-
geneity increases. To model non-iid data distributions, the
authors follow the work done by Lin et al. [57] and Hsu et
al. [58], using a Dirichlet distribution Dir (α) in which a
smaller α indicates higher data heterogeneity, as it makes
the distribution more biased for a user k.

2.1.6. Federated Online Laplace Approximation (FOLA)
In addition to data heterogeneity, another challenging

issue in FL is local catastrophic forgetting. That is, the
local models forget the specific attributes of their data
when they are updated with the global model because
the global weights overwrite the model weights. Catas-
trophic forgetting is also a challenge in continual learn-
ing [59, 60]. To combat this problem and data hetero-
geneity, a Bayesian FL algorithm with online Laplace
approximation is proposed by [29]. Federated Online
Laplace Approximation (FOLA) operates by integrating
Bayesian principles with an online approximation ap-
proach, thereby effectively estimating probabilistic pa-
rameters of both global and local models in real-time.
This approach addresses aggregation error and local for-
getting by efficiently approximating Gaussian posterior
distributions in a distributed setting. A Gaussian prod-
uct method is used to construct a global posterior on the
server side and a prior iteration strategy to update the lo-
cal posteriors on the client sides, both of which are easy
to optimize. Successfully maximizing these posteriors of
the server and clients simultaneously reduces aggregation
error and local forgetting [29].

2.1.7. Federated Cross-Correlation and Continual
Learning (FCCL)

Another method that addresses local forgetting is Fed-
erated Cross-Correlation and Continual Learning (FCCL)
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[30]. To handle heterogeneity across models and non-
i.i.d data, FCCL leverages unlabeled public data and con-
structs a cross-correlation matrix on the models’ logit out-
puts. This encourages correlation among the same logit
dimensions (class invariance) while de-correlating differ-
ent dimensions (class diversity) to learn a more gener-
alizable representation. To alleviate catastrophic forget-
ting during local updates, FCCL employs knowledge dis-
tillation using the updated global model (to retain inter-
domain information learned from others) and a trained
local model (to retain intra-domain information) without
leaking privacy. This continually balances knowledge,
helping to alleviate catastrophic forgetting.

2.2. Decentralized FL algorithms

Many FL algorithms utilize a central server where local
model updates are sent from clients to update the local
model. However, many FL implementations do not utilize
a central server [31, 32, 33]. This subsection describes
some recent decentralized FL algorithms.

2.2.1. Swarm Learning
Swarm learning [31] is a decentralized learning method

that unites edge computing with blockchain-based peer-
to-peer networking, eliminating the need for a central
coordinating server. This approach combines decen-
tralized hardware infrastructures and distributed ML us-
ing standardized engines with a permissioned blockchain
to securely onboard members, dynamically elect the
leader, and merge model parameters. Model parameters
are shared via a swarm network, allowing independent
model building on private data at individual sites. Secu-
rity and confidentiality are ensured by the permissioned
blockchain (making each client well-defined as a partici-
pant), which restricts execution to pre-authorized clients.
New clients can be dynamically onboarded.

2.2.2. ProxyFL
ProxyFL [32] was proposed by Kalra et al. as a

communication-efficient scheme for decentralized FL.
Each client maintains two models: a private model that
is never shared and a publicly shared proxy model that is
designed to preserve privacy. Using proxy models allows
for efficient information exchange among clients without
needing a centralized server. One massive step forward

from traditional FL is that ProxyFL allows each client to
have model heterogeneity, meaning that each client’s pri-
vate model can have any architecture. The proxy models
also utilize DP to improve privacy. ProxyFL can outper-
form existing alternatives with much less communication
overhead and stronger privacy.

2.2.3. Fog-FL
Fog-FL enhances the efficiency and reliability of com-

puting using a decentralized computing infrastructure be-
tween the data source and the cloud, known as fog
computing[33]. It provides computing, storage, and net-
working services closer to where the data is generated,
i.e., at the network edge. Fog computing nodes reside on
the local area networks of each medical institution. These
Fog computing nodes can pre-process data and aggregate
updates from the locally trained models before transmit-
ting them to the central FL server in the cloud. Fog com-
puting reduces the data traffic and latency compared to
sending all raw data directly to the cloud. It also enhances
privacy and security as sensitive data stays on the local
network.

2.3. Software Frameworks for FL Implementation

An FL project involves many moving parts, requiring
coordination between all clients and the central server.
To facilitate this process, several open-source frameworks
have been developed to aid in setting up and managing
federated runs.

2.3.1. OpenFL
OpenFL is an open-source Python library for FL[61].

This framework supports both Tensorflow and PyTorch
projects, and the workflow is defined by a federation plan
that all sites agree upon before beginning. OpenFL uses a
static network topology with clients connecting to a cen-
tral aggregating server over encrypted channels. OpenFL
was designed with medical imaging in mind and is set
up for horizontal FL but can be extended to other types.
OpenFL allows easy migration of centralized ML mod-
els into a federated training pipeline and is designed for
real-world scalability and trusted execution.
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2.4. NVIDIA MONAI, FLARE, and Clara

NVIDIA MONAI, FLARE, and Clara are three integral
frameworks developed by NVIDIA to advance FL and
medical imaging [62], [63], [64]. Medical Open Network
for AI (MONAI) is an open-source framework optimized
for healthcare, providing domain-specific tools and deep
learning models to streamline the development of medical
imaging solutions. It integrates seamlessly with Federated
Learning Application Runtime Environment (FLARE),
another open-source SDK by NVIDIA designed to facil-
itate FL. FLARE supports various FL architectures and
incorporates robust privacy-preserving techniques like DP
and HE. Clara, specifically Clara Train, is a medical imag-
ing platform that leverages FLARE to enable FL within
its ecosystem. Some key components of this NVIDIA
FLARE include [64]:

• An FL simulator for rapid development and proto-
typing.

• A dashboard for simplified project management, se-
cure provisioning, and deployment orchestration.

• Reference FL algorithms like Fedavg, fedproX, and
FedOpt, with workflows like scatter and gather.

• Privacy preservation options like DP, HE, and others.

• Specification-based API for custom implementations

• Tight integration with frameworks like MONAI.

2.5. Convergence of Model Learning in FL

ML models trained using federated runs can struggle to
converge due to the non-i.i.d nature of the model training
data. Conventional ML training convergence analysis
methods are not necessarily suited for FL settings. Huang
et al. propose FL Neural Tangent Kernel (FL-NTK)
[65] to perform convergence analysis of FL algorithms.
FL-NTK analyzes the convergence and generalization
of FL algorithms in the context of over-parameterized
Rectified Linear Unit (ReLU) neural networks. The
authors show that FL-NTK converges to a global-optimal
solution at a linear rate with properly tuned learning
parameters, such as quartic width [65]. The framework
offers insights into different FL optimization and ag-
gregation methods. The authors conducted experiments

using the CIFAR-10 [66] dataset and ResNet56 model
and explored FL with different numbers of clients (N)
and two types of data distributions, i.i.d and non-i.i.d [65].

3. Privacy Preservation in FL

Ensuring the secure processing of protected and identi-
fiable information is a critical priority in the medical field.
Federal regulations strictly prohibit the sharing of patient
data to prevent privacy breaches. FL addresses this is-
sue by keeping data localized at each site. However, even
with data remaining local, privacy can still be compro-
mised. The gradient updates exchanged between clients
and the server can potentially reveal information about
the training data, leading to privacy leaks. The attacks
like the gradient dis-aggregation attack [14] highlight the
need for enhanced privacy measures in FL to safeguard
sensitive information effectively. The topics covered in
this section are summarized in Figure 4 and Table 2.

3.1. Differential Privacy (DP)

One of the most popular methods for privacy preserva-
tion is DP [17], which introduces noise into the gradients
to prevent private information leakage. DP has been used
in medical imaging applications [76]. The DP method
provides mathematical guarantees of privacy. However,
the guarantees come at the cost of accuracy and conver-
gence [77, 78, 79].

3.1.1. Noising before model aggregation FL (nbAFL)
nbAFL adds artificial noise to parameters at the client

side before aggregation to ensure DP and then proposes
K-random scheduling to find optimal convergence [67].
In K-random scheduling, K clients are chosen randomly
to participate in the aggregation process, ensuring not all
information is communicated in every round. This makes
it harder for attackers to extract useful information. An
optimal value of K must be found for a given privacy
level. This trade-off is often referred to as privacy bud-
get allocation. nbAFL can balance the privacy level and
the desired accuracy based on the application.
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Table 2: Privacy Preservation Methods in FL.
Algorithm Ref Differential

Privacy
(DP)

Homomorphic
Encryption
(HE)

Summary

NbAFL [67] yes no Noising before aggregation FL (NbAFL) Uses K-random scheduling to optimize
the privacy and accuracy trade-off by introducing artificial noise into the param-
eters of each client before aggregation.

Adaptive pri-
vacy

[68] yes no Adaptive allocation of the privacy budget across FL iterations; the aim is to opti-
mize the use of the privacy budget based on the data distribution and the model’s
learning status; higher privacy budget allocated earlier in training, and lower
budget later to optimize privacy budget utilization.

FedOpt [69] yes yes Utilizes sparse compression and HE for secure gradient aggregation and DP for
enhanced privacy.

SHEFL [70] yes yes Somewhat homomorphically encrypted FL (SHEFL); only communicating en-
crypted weights; all model updates are conducted in an encrypted space.

Hybrid Ap-
proach

[71] yes yes Combining DP with secure multiparty computation enables this method to re-
duce the growth of noise injection as the number of parties increases without
sacrificing privacy; the trust parameter allows for maintaining a set level of trust.

PrivateKT [72] yes no Private knowledge transfer method that uses a small subset of public data to
transfer knowledge with local DP guarantee; selects public data points based on
informativeness rather than randomly to maximize the knowledge quality.

Multi-
RoundSecAgg

[73] yes no Provides privacy guarantees over multiple training rounds; develops a structured
user section strategy that guarantees the long-term privacy of each use.

LDS-FL [74] no no Maintain the performance of a private model preserved through parameter re-
placement with multi-user participation to reduce the efficiency of privacy at-
tacks.

DeTrust-FL [75] no no Provides secure aggregation of model updates in a decentralized trust setting;
implements a decentralized functional encryption scheme where clients collab-
oratively generate decryption key fragments based on an agreed participation
matrix.
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Figure 4: Summary of privacy preservation methods in FL.

3.1.2. Adaptive privacy budget allocation
One method for a well-designed privacy budget was

proposed by Nampelle et al. [68]. The authors demon-
strate that strategic calibration of the privacy budget in DP
can uphold robust performance while providing substan-
tial privacy guarantees. They propose an adaptive privacy
budget allocation strategy for FL rounds that best updates
the privacy budget in each round based on the data dis-
tribution and model learning progress. The key aspect of
their methods is the adaptive allocation of the privacy bud-
get across FL iterations. The aim is to optimize the use of
the privacy budget based on the data distribution and the
model’s learning status. The strategy is to allocate more of
the budget in the earlier iterations of FL, where the mod-
els learn more from the data. Later iterations have less
privacy budget allocated as the gradients have less infor-
mation about the data. This design optimizes the trade-off
between learning and privacy.

3.1.3. Privacy-performance trade-offs
Differentially private FL can provide comparable per-

formance to centralized learning [80]. The authors in

[80]implement a two-step method for DP. First, multiple
patches are extracted, and a mosaic is formed for training
using a memory network and an attention-based multiple
instant learning algorithm that provides privacy bounds
locally. The local models with DP are then aggregated
at the central server. The method was tested on simu-
lated real-world data in both i.i.d and non-i.i.d. settings.
Contrarily, Choudhury et al. [81] found that although
DP guarantees a given level of privacy as set by its pa-
rameters, it significantly deteriorates the utility of the FL
model. The model’s performance can only be preserved
with a very large number of sites, on the order of 103,
but suffers severely in cases with fewer sites. Such an
assumption of large-scale setup is unrealistic for health-
care applications, where sites are typically hospitals or
providers, and each site may not have sufficient data for
independently training deep learning models.

3.2. Homomorphic Encryption (HE)

While DP has proven useful, HE has also been exten-
sively explored in FL [82, 83, 84]. HE is a form of encryp-
tion that allows computations (mathematical operations)
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to be carried out on ciphertexts, generating encrypted re-
sults that, when decrypted, match the result of operations
performed on the plain data. Thus, the data can be en-
crypted and shared with a third party for processing with-
out the third party having access to the decrypted data.

3.2.1. FedOpt
FedOpt [69] provides a communication-efficient

method for privacy preservation in FL. This method
uses a novel sparse compression algorithm to reduce
communication overhead by extending top-k gradient
compression with a downstream compression mecha-
nism. The authors adopt lightweight HE for efficient
and secure aggregation of gradients, using additive HE
without key-switching to increase plain-text space [69].
The authors also employ DP. FedOpt is robust to user
dropouts during training, with little impact on accuracy.
Evaluations show that FedOpt outperforms state-of-the-
art approaches like FedAvg and PPDL in model accuracy,
communication efficiency, and computation overhead.

3.2.2. Somewhat Homomorphic Encryption (SHE)
SHE is a subset method of HE [85] and is a type of

encryption that allows for a limited number of arithmetic
operations on encrypted data. Unlike Fully Homomorphic
Encryption (FHE), which supports unlimited operations,
SHE has constraints on the number and type of operations
that can be executed. SHE is generally more efficient than
FHE because it deals with a restricted set of operations
[85]. This makes it more practical for applications where
the computational overhead of FHE would be prohibitive
[85].

3.2.3. Somewhat Homomorphically Encrypted FL
(SHEFL)

Truhn et al. leveraged SHE and proposed SHEFL,
which enables multiple parties to co-train ML models for
pathology and radiology images securely, reaching state-
of-the-art performance with privacy guarantees while re-
quiring negligible extra computational resources [70].
SHEFL provides a solution to privacy concerns by only
communicating encrypted weights, and model updates are
conducted in an encrypted space. The authors implement
SHEFL on two clinical use cases - segmenting brain tu-
mors [86] and predicting biomarkers from histopathology
slides in colorectal cancer[87]. The models trained with

SHEFL are on par with regular FL while providing pri-
vacy guarantees, showing that encryption does not nega-
tively impact accuracy [70]. The methods only encrypt
the vulnerable areas of the FL with a less than 5% in-
crease in train time or compute. The authors show the
encryption/decryption process is negligible compared to
backpropagation. When faced with an inversion attack, a
normal FL algorithm could have its data reconstructed in
120 iterations, but with SHELF, the data was secure after
40,000 iterations [70].

3.3. Other methods of privacy preservation
In addition to DP and HE, other methods have been

used to preserve privacy in FL, such as using the afore-
mentioned methods in conjunction with other techniques
to optimize security.

3.3.1. A hybrid approach
A hybrid approach to privacy-preserving FL is pro-

posed in [71] that uses DP and secure multi-party com-
putation to balance the trade-off between privacy and ac-
curacy. Combining DP with secure multiparty computa-
tion enables this method to reduce the growth of noise
injection as the number of parties increases without sac-
rificing privacy while maintaining a pre-defined rate of
trust with a tuneable trust parameter that can account for
various scenarios. The trust parameter t refers to the min-
imum number of honest, non-colluding parties the sys-
tem assumes [71]. This parameter captures the degree of
possible adversarial knowledge by specifying the maxi-
mum number of colluding parties the system can tolerate
while still providing privacy guarantees. The noise added
by each honest party depends on t. As t decreases (less
trust), more noise needs to be added by each honest party
to account for more potential colluders. The threshold en-
cryption scheme uses t to set the threshold so that no set
of parties less than this threshold can decrypt data. This
prevents smaller colluding groups from learning honest
parties’ data. The trust parameter t is useful in preventing
dishonest parties from acting as clients and gaining access
to honest clients’ data.

3.3.2. PrivateKT
One method that leverages DP to implement private

knowledge transfer is PrivateKT [72], a private knowl-
edge transfer method that uses a small subset of public
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data to transfer knowledge with local DP guarantees. This
method actively selects public data points based on the in-
formation contents rather than randomly to maximize the
knowledge quality. The knowledge transfer method con-
tains three steps:

• Knowledge Extraction: The clients train their mod-
els on local private data, then make predictions with
their models on a small set of specifically selected
public data points (KT data) [72]. This process ex-
tracts knowledge from private data and uses it to
make predictions about public data.

• Knowledge Exchange: The clients locally add DP to
the public data predictions using a randomized re-
sponse mechanism to guarantee DP. These DP pre-
dictions are then sent to the central server [72].

• Knowledge Aggregation: The central server aggre-
gates DP predictions from all clients and stores them
in a knowledge buffer [72].

knowledge transfer can securely transfer data between
models and also provide uncertainty estimation through
its functionality. Two methods are implemented to im-
prove the effectiveness of knowledge transfer on a small
amount of public data.

• Importance Sampling - The model’s uncertainty is
measured on each public data point using informa-
tion entropy, and a higher sampling probability is
assigned to data with higher uncertainty [72]. This
maximizes the information and quality of the knowl-
edge sampled in a small dataset [72].

• Knowledge Buffer - The server stores the DP aggre-
gated predictions from clients in a buffer that main-
tains a history of past aggregated knowledge [72].
This buffer is used to fine-tune the global model, en-
coding historical knowledge to help mitigate the lim-
itations of a small dataset [72]. A knowledge buffer
is typically implemented during the knowledge ag-
gregation step.

PrivateKT is tested on MNIST [88], METText, and
a Kaggle X-ray image dataset for pneumonia detection.
Under a strict privacy budget, PrivateKT reduces the per-
formance gap with centralized learning by up to 84%
compared to other FL methods [72].

3.3.3. Multi-RoundSecAgg
So et al. point out that many privacy preservation

methods only provide privacy guarantees for a single
communication round [73]. The authors propose Multi-
RoundSecAgg, which provides privacy guarantees over
multiple training rounds. The authors also introduce a
new metric to quantify the privacy guarantees of FL over
multiple training rounds and develop a structured user
section strategy that guarantees the long-term privacy of
each user. Multi-RoundSecAgg contains two compo-
nents: (1) a family of sets of users that satisfy the multi-
round privacy requirement, and (2) a set from this fam-
ily to satisfy a fairness guarantee. The authors found a
trade-off between long-term privacy guarantees and the
number of participants. As the average number of users
increases, long-term privacy becomes weaker [73]. Ran-
dom user selection schemes are shown to provide very
weak multi-round privacy. After sufficient rounds (linear
in number of users), the server can reconstruct all user
models. Multi-RoundSecAgg is a structured user selec-
tion strategy with provable multi-round privacy. It par-
titions users into batches that always participate together.
Multi-RoundSecAgg provides a trade-off between privacy
and convergence rate. More privacy reduces the average
number of users per round, slowing down training. The
authors show that structured user selection is necessary
for long-term privacy [73].

3.3.4. Loss Differential Strategy for Parameter replace-
ment (LDS-FL)

One method for privacy preservation that takes a dif-
ferent approach entirely is the loss differential strategy
for parameter replacement (LDS-FL) [74]. The key idea
of this strategy is to maintain the performance of a pri-
vate model preserved through parameter replacement with
multi-user participation. LDS-FL introduces a public par-
ticipant that shares parameters to enable other private
participants to construct loss differential models without
exposing private data. These satisfy an inequality that
bounds loss on public, private, and other data. Wang
et al. propose a loss differential strategy (LDS) where
private participants replace some public parameters with
their own to create models that resist privacy attacks. This
balances privacy and accuracy [74]. The authors for-
mally prove the privacy guarantees of the LDS approach
against membership inference attacks. Experiments show
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that LDS-FL reduces attack accuracy while maintaining
model accuracy. The multi-round LDS algorithm enables
participants to iteratively construct loss differential mod-
els in a privacy-preserving and convergent way during
FL [74]. Comprehensive experiments on image datasets
demonstrate that LDS-FL reduces attack accuracy by over
10% on MNIST while reducing model accuracy by just
0.17% [74]. LDS-FL outperforms DP defenses in accu-
racy and attack resistance. This method does not use DP
or HE but rather provides an alternative method for pre-
serving privacy, suggesting other ways to solve the issue
of privacy preservation in FL.

3.3.5. DeTrust-FL
DeTrust-FL [75] proposes a solution to enhance the pri-

vacy of FL in a decentralized setting and provides secure
aggregation of model updates in a decentralized trust set-
ting. DeTrust-FL improves other PPFL methods by not
relying on a centralized trusted authority and vulnerability
to inference attacks like dis-aggregation attacks. DeTrust
uses a decentralized functional encryption scheme where
clients collaboratively generate decryption key fragments
based on an agreed participation matrix. using a partici-
pation matrix provides transparency and control over the
aggregation process, as all participants know what they
agree to. Detrust-FL incorporates batch partitioning to
prevent dis-aggregation attacks and encrypts model up-
dates with round labels to prevent replay attacks. The au-
thors show that DeTrust-FL achieves state-of-the-art com-
munication efficiency and reduces reliance on a central-
ized trust entity [75].

3.4. Privacy preserving FL Frameworks

This section presents Frameworks that have been cre-
ated to streamline the process of privacy preservation in
FL.

3.4.1. Argonne Privacy-Preserving Framework (APPFL)
APPFL provides an open-source Python package that

provides tools for users to run FL experiments with addi-
tional privacy preservation tools [89]. There are five main
components of this framework:

• FL algorithms

• DP schemes

• Communication protocols

• Neural network models

• Data for training and testing

The APPFL framework provides users with the tools
to conduct their experiments with FL and allows for flex-
ibility in model choice and the ability to implement cus-
tom models [89]. APPFL also provides a communication-
efficient inexact alternating direction method of mul-
tipliers (IIADMM) based on the Alternating Direction
Method of Multipliers (ADMM) [90]. The IIADMM al-
gorithm significantly reduces the amount of information
transferred between the server and the clients compared
to similar algorithms.

3.4.2. Privacy-preserving Medical Image Analysis
(PriMIA)

PriMIA is an open-source software framework for dif-
ferentially private, securely aggregated FL and encrypted
inference on medical imaging data [91]. The authors
tested PriMIA using a real-life case study on pediatric
chest X-rays. They found their privacy-preserving fed-
erated model was on par with local non-securely trained
models. They theoretically and empirically evaluate the
framework’s performance and privacy guarantees and
demonstrate that the protections provided prevent the re-
construction of usable data by a gradient-based model
inversion attack [91]. The authors successfully employ
the trained model in an end-to-end encrypted remote in-
ference scenario using secure multi-party computation to
prevent the disclosure of the data and the model.

4. Uncertainty Estimation in FL

Another critical area in FL for medical imaging is un-
certainty quantification or estimation. Once data privacy
is ensured, assessing the quality of the model becomes
a crucial focus for researchers. For FL to excel in the
medical imaging field, it is essential to have a method for
measuring how certain the model is about its predictions.
Additionally, there should be a mechanism to alert a hu-
man operator when the model’s certainty falls below ac-
ceptable levels. The unique challenge in FL for medical
imaging arises from its non-i.i.d nature, which compli-
cates the quantification of certainty. This complexity is
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Figure 5: Summary of uncertainty estimation methods in FL.

further exacerbated by the phenomenon where local cer-
tainty might be high, but global certainty is low, and vice
versa. This section will discuss various methods to im-
plement uncertainty estimation in FL settings. Figure 5
and Table 3 summarize the uncertainty estimation meth-
ods presented in this section.

4.1. Model Ensembling

Model ensembling is a popular uncertainty estimation
method and involves running inference with an ensem-
ble of models and taking the average [106]. This natu-
rally extends to FL because of the distributed nature of
the FL setup involving multiple clients that can serve as
multiple models. The approach in [19] Integrates mul-
tiple ensembling methods into an uncertainty estimation
framework for FL. The variations of FL ensembling used
include [19]:

• Ensemble of local models: This method is a naive
way of incorporating deep ensemble-based uncer-
tainty estimation into FL [19]. This method treats
each worker’s local model as an ensemble member.
Not all the workers communicate with the coordina-
tor, which leads to a m number of separately trained

models. These models are then used for final predic-
tion. However, the main idea of FL is lost here due
to the lack of communication [19].

• Ensemble of global models: In this approach, the
idea of FL is preserved, however computational
overhead is increased [19]. Each worker trains S ML
models with different random initialization seeds to
train each model. For each S model, an FL workflow
is executed. This can quickly become computation-
ally expensive as S increases [19].

• Ensemble based on multiple coordinators: These
methods split the workers into subgroups and assign
a coordinator to each subgroup [19]. FL is carried
out as normal among the subgroups, and the outputs
of each subgroup are averaged to produce the final
prediction.

Each method presents advantages and challenges, ne-
cessitating careful consideration when used in FL appli-
cations in real-world settings.

The ensemble of local models emphasizes privacy and
simplicity by treating each worker’s model as an indepen-
dent ensemble member. While this approach maximizes
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Table 3: Uncertainty Estimation Methods in FL.
Algorithm Ref Conformal

Predic-
tion
(CP)

Distilled
Predic-
tion

Bayesian CalibrationSummary

Fed-
ensemble

[92] no no no no Extends ensembling methods to FL; characterizes uncertainty
in predictions by using the variance in the predictions as a mea-
sure of knowledge uncertainty.

DP-
fedCP

[93] yes no no no Differentially Private Federated Average Quantile Estimation
(DP-fedCP); the method is designed to construct personalized
CP sets in an FL scenario.

FCP [94] yes no no no Federated CP, a framework for extending CP to FL that ad-
dresses the non-i.i.d. nature of data in FL.

FedPPD [95] no yes no no Framework for FL with uncertainty, where, in every round,
each client infers the posterior distribution over its parameters
and the posterior predictive distribution (PPD); PPD is sent to
the server.

FedUA [96] no yes no no Fed uncertainty aware - Each client’s uncertainty is quanti-
fied; a sample quality evaluator selects high-quality samples
for global model training; knowledge distillation s used in the
aggregation process to transfer inter-class relationships from
the local models and suppress noise from incomplete client
data.

FedBNN [97] no no yes no FL framework based on training a customized local Bayesian
model for each client.

pFL [98] no no yes no The personalized FL (pFL) trains personalized local models to
cater to the datasets while still being able to learn from a larger
data pool.

Self-FL [99] no no yes no Self-aware personalized FL method that uses intra-client and
inter-client uncertainty estimation to balance the training of its
local personal model and global model.

pFedBays [100] no no yes no Weight uncertainty is introduced in client and server neural
networks; to achieve personalization, each client updates its
local distribution parameters by balancing its construction er-
ror over private data.

Fedpop [101] no no yes no Each client has a local model composed of fixed population
parameters that are shared across clients, as well as random
effects that explain heterogeneity in the local data.

FedFA [102] no no no no Feature anchors are used to align features and calibrate classi-
fiers across clients simultaneously; this enables client models
to be updated in a shared feature space with consistent classi-
fiers during local training.

FedAG [103]) no no no no By introducing weight uncertainty in the aggregation step of
FedAvg algorithm, the end devices can calculate probabilistic
predictions but only have to learn conventional, deterministic
models.

CCVR [104] no no no yes Classifier calibration with Virtual Representation (CCVR)
Found a greater bias in representations learned in the deeper
layers of a model trained with FL; they show that the classi-
fier contains the greatest bias toward local client data and that
classification performance can be greatly improved with post-
training classifier calibration calibration

FedCSPC [105] no no no yes This method takes additional prototype information from the
clients to learn a unified feature space on the server side while
maintaining clear boundaries.
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data privacy and is straightforward to implement, it di-
verges from the collaborative essence of FL. It may result
in inconsistent model performance due to isolated training
environments. Conversely, the ensemble of global mod-
els aligns with the collaborative learning principle of FL,
enhancing model robustness by integrating diverse per-
spectives. However, this method significantly increases
computational and communication demands, posing scal-
ability challenges as the number of clients grows. The
third approach, employing multiple coordinators, offers
improved scalability by distributing the workload and tai-
loring learning strategies within subgroups. However,
this method introduces additional complexity in coordi-
nation and risks learning fragmentation across subgroups.
To navigate these trade-offs, considering hybrid or adap-
tive ensembling strategies that balance computational ef-
ficiency with the benefits of collaborative learning could
be beneficial. Ultimately, selecting an ensembling method
should be guided by the application’s specific needs, in-
cluding privacy requirements, available computational re-
sources, and data heterogeneity.

4.1.1. Fed-ensemble
Fed-ensemble [92] extends ensembling methods for FL

using a different approach. Instead of aggregating local
models to update a single global model, this method uses
random permutations to update a group of K models and
obtains predictions using model averaging. This method
imposes no additional computational costs and can readily
be utilized within established FL algorithms. The authors
empirically show that the proposed approach performs su-
perior to other methods on many datasets. It also excels
in heterogeneous settings, which is consistent with many
FL applications like medical imaging. Fed-ensemble can
characterize uncertainty in predictions by using the vari-
ance in the predictions as a measure of knowledge un-
certainty. Shi et. al [92] propose performing ensemble
FL that updates K models over local datasets. Point pre-
dictions are obtained by model averaging. The authors
show that the Fed-ensemble excels at uncertainty quantifi-
cation when tested on CIFAR-10 [66] CIFAR-100 [107],
MNIST, and the Openimagesv4 dataset [108] in both ho-
mogeneous and heterogeneous settings. Using NTK, they
show that predictions at new data points from all K mod-
els converge to samples from the same, limiting the Gaus-
sian process in sufficiently over-parameterized regimes

[92]. The server sends one of the K models to every client
in each training round to train on local data. The server
then aggregates the updated model from each client; this
way, the burden on clients is not increased, and all K mod-
els eventually see all the clients’ data. To obtain uncer-
tainty predictions in an ensemble of models, the sample
variance can be used to estimate the uncertainty. Fed-
ensemble can appropriately characterize knowledge un-
certainty on regions without labeled data. Fed-ensemble
enhances existing FL techniques by systematically quan-
tifying uncertainty and increasing model capacity without
raising communication costs. Unlike Fedavg, which tends
to be overconfident in predictions, Fed-ensemble offers
convergence guarantees and effectively manages data het-
erogeneity through ensembling, outperforming methods
that rely on strong regularizers.

4.2. Conformal Prediction (CP)

CP is another method for uncertainty estimation that
has been extensively explored in FL. The idea was first
proposed in [109] and then improved upon by [110]
around the turn of the century. CP is a statistical frame-
work that is used to provide reliable and valid confidence
measures for the predictions made by ML models. CP be-
gins by defining a nonconformity measure, which quan-
tifies how different a new example is from a set of previ-
ously seen examples [110]. This measure is based on an
ML algorithm trained on a dataset. The non-conformity
of an example can be something like the distance from a
decision boundary in classification or the error of a pre-
diction in regression.

For a new data sample, CP generates prediction regions
(or sets) likely to contain the true label or value. This is
done by considering all possible labels for the new exam-
ple, calculating the nonconformity score for each label,
and comparing these scores to the scores from the cali-
bration set. Lu et al. [111] point out that since CP is
primarily a post-processing method for uncertainty esti-
mation, integrating it into an FL framework is generally
straightforward. The authors also correlate class entropy
with prediction set size to determine task uncertainty. CP
can produce confidence predictions for any ML model
that outputs a score function.
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4.2.1. Differentialy Private Federated Average Quantile
Estimation (DP-FedAvgQE)

DP-FedAvgQE brings CP and DP to FL and provides
theoretical privacy guarantees to ensure additional secu-
rity [93]. DP-FedAvgQE provided strong benchmarks on
ImageNet [112] and CIFAR-10 [66] datasets and simu-
lated data experiments. DP-FedAvgQE takes advantage
of importance weighting to address the label shift between
agents effectively.

4.2.2. Federated Conformal Prediction (FCP)
FCP is another method for extending CP to FL that ad-

dresses the non-i.i.d. nature of data in FL[94]. The inher-
ent heterogeneity of FL datasets violates the fundamental
tenet of exchangeability between the calibration data dis-
tribution and the test data distribution during inference in
CP, implying that the calibration and test data have identi-
cal distributions [113]. To solve this violation, the authors
propose using partial exchangeability, which is a general-
ization of exchangeability [94]. FCP makes no assump-
tions between clients P1, ..., PK.. Specifically, this as-
sumption does not require independence or identical dis-
tributions among clients. FCP provides rigorous theoret-
ical guarantees and excellent empirical performance on
multiple computer vision and medical imaging datasets.

4.3. Distilled Predictions

The distilled prediction method leverages knowledge
distillation to quantify uncertainty [95].

4.3.1. Federated Posterior Predictive Distribution
(FedPPD)

FedPPD is a framework for FL with uncertainty estima-
tion where, in every round, each client infers the posterior
distribution over its parameters and the posterior predic-
tive distribution (PPD) [95]. The estimated PPD is sent
to the server. Making predictions at test time does not
require computationally expensive Monte-Carlo averag-
ing over the posterior distribution because this approach
maintains the PPD in the form of a single deep neural
network. Moreover, this approach makes no restrictive
assumptions, such as the form of the clients’ posterior
distributions or their PPDs. FedPPD follows a two-step
process [95]:

• Step 1 - For each client, the authors perform ap-
proximate Bayesian inference for the posterior dis-
tribution of the client model weights using Markov
Chain Monte Carlo (MCMC) sampling [95]. This
produces a set of samples from the client’s poste-
rior, and these samples are used as teacher models,
which are distilled into a student model. The authors
use stochastic gradient Langevin dynamics (SGLD)
sampling since it provides an online method to dis-
till these posterior samples efficiently into a student
model.

• Step 2 - For each client, the authors distill the
MCMC samples (teacher models) directly into the
PPD, which is the student model [95]. Notably, in
this distillation-based approach, the PPD for each
client is represented succinctly by a single deep neu-
ral network instead of via an ensemble of deep neu-
ral networks. This makes the prediction stage much
faster than typical Bayesian approaches.

4.3.2. Fed Uncertainty Aware FedUA
FedUA provides another approach to distill predictions

focusing on non-i.i.d. data while limiting communica-
tion bandwidth [96]. This framework implements two
core components: (1) uncertainty measurement to quan-
tify each client’s uncertainty and (2) a sample quality
evaluator to select high-quality samples for global model
training. Knowledge distillation is used in the aggregation
process to transfer inter-class relationships from the local
models and suppress noise from incomplete client data.
The authors empirically show that FedUA improves accu-
racy compared to other FL models while limiting commu-
nication costs on image classification tasks. The authors
also reported that the uncertainty measurement using fea-
ture space density was more robust to native data uncer-
tainty than softmax entropy.

Knowledge distillation provides two promising im-
provements for FL: it can alleviate overfitting on client-
side data by sifting through informative and valuable in-
formation for learning, mitigating the bias caused by in-
complete or over-trained data on a given client. Knowl-
edge distillation also allows the global model to learn
inter-class relationships, which helps to transfer knowl-
edge from a general multi-purposed model to a specific
target-oriented model. For the sample evaluator, the
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method used when finding quality samples can be de-
scribed as “samples that do not reach consensus among
local models should be taken with a higher priority”.
These samples are more important for optimizing the lo-
cal model on the server side. For uncertainty estimation, a
single deterministic model is used to quantify uncertainty
by estimating feature space density for each client model.
For a new input sample, features are extracted and evalu-
ated to get the probability density function in the client’s
feature space. A lower density indicates a higher uncer-
tainty and vice versa. Leveraging knowledge distillation
is a powerful way of implementing uncertainty estimation
into an FL framework with non-i.i.d data [96].

4.4. Bayesian FL
A popular class of models for providing uncertainty

quantification in ML belongs to Bayesian or probabilistic
models [114]. These models utilize Bayesian methods to
give probabilistic predictions rather than point predictions
[115].

4.4.1. Federated Bayesian Neural Network (FedBNN)
The probabilistic predictions can give insight into

model uncertainty [97]. The authors present a unified FL
framework based on training a customized local Bayesian
model for each client. These models can learn in the ab-
sence of large local datasets. The Bayesian nature of these
models allows for incorporating supervision in the form of
prior distributions. The authors use the prior of the func-
tional output space of the network to aid in collaboration
across heterogeneous clients [97].

4.4.2. Personalized FL (pFL)
In some settings with heterogeneous data, it makes

sense to personalize local models to cater to their respec-
tive datasets while still being able to learn from a larger
data pool, like the work done by [116] for multi-contrast
MRI synthesis. This practice is known as personalized FL
(pFL) and can be carried out in two primary ways with
Bayesian techniques according to [98]:

• Global model personalization: The global model
personalization strategy begins with the training of
a global model on data distributed across many de-
vices or nodes. The model is trained by aggregat-
ing locally computed updates from each node with-
out sharing the data itself. Once this global model

has been trained, it can be personalized for individ-
ual users or clients.

• Personalized model learning: With personalized
model learning in a federated setting, the focus shifts
to training individual models for each site from the
outset, leveraging the local data while still occasion-
ally sharing insights or parameters (in a privacy-
preserving manner) across the network to improve
the models collectively.

The study by Zhang et al. [98] shows that personaliza-
tion in FL improves classification accuracy and increases
the quality of estimated uncertainty [98]. Thus, person-
alization is a promising research direction in local client
deployment and uncertainty quantification for healthcare
applications [98]. Bayesian methods are heavily used for
creating pFL algorithms [98].

4.4.3. Self-FL
Self-aware personalized FL (Self-FL) uses intra-client

and inter-client uncertainty to balance the training of lo-
cal personal and global models [99]. Larger inter-client
variation implies more personalization is needed. Self-
FL uses uncertainty-driven local training steps and ag-
gregation rules instead of conventional local fine-tuning
and sample size-based aggregation. The authors inter-
pret personalized FL through a two-level Bayesian hier-
archical model perspective to characterize client-specific
and globally-shared information. The method uses uncer-
tainty to drive client-side training with an adaptive num-
ber of local steps and server-side aggregation (variance-
weighted averaging). The authors evaluate their method
using synthetic data, images (MNIST, FEMNIST [117],
CIFAR10 [66]), text (Sent140 [118]), and audio (wake-
word detection) and show robust personalization capa-
bility under data heterogeneity. Some key advantages
of the Self-FL model are principled connections to hi-
erarchical Bayesian modeling and built-in auto-tuning of
hyper-parameters for each client, all while maintaining
the same computation and communication overhead as
FedAvg [99].

4.4.4. Personalized federated learning with Bayesian in-
ference (pFedBays)

In pFedBays, weight uncertainty is introduced in neu-
ral networks for clients and the server [100]. To achieve
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personalization, each client updates its local distribution
parameters by balancing its construction error over pri-
vate data and its Kullback–Leibler (KL) divergence with
global probability distribution from the server. pFed-
Bays method tackles two issues in FL: training on non-
i.i.d data across clients and overfitting due to limited data
[100]. pFedBays formulates both the local clients’ models
and the global server model as Bayesian neural networks,
where the parameters are modeled as probability distri-
butions rather than point estimates. This helps address
overfitting. The server optimizes to find a global distribu-
tion that is close to the local distributions by minimizing
KL divergence. Each client balances minimizing a local
data fit term and the KL divergence from the global dis-
tribution to find its personalized distribution. The global
distribution acts as a prior for the local models. By re-
placing the prior distribution with a trained global dis-
tribution, the authors find a relatively good distribution
without making assumptions about the prior distribution
[100]. This is critical because estimating a prior in many
real-world scenarios is not feasible [100]. The authors
provide a theoretical analysis bounding the generalization
error and showing the convergence rate is minimax opti-
mal up to a logarithmic factor. Being a Bayesian network,
uncertainty estimates for the parameters can be monitored
to understand the model’s confidence in its predictions.

4.4.5. Fedpop
The Fedpop [101] framework recasts the method of

pFL into a population modeling paradigm. Clients inte-
grate fixed common population parameters with random
effects, expanding data heterogeneity. Each client has
a local model composed of fixed population parameters
shared across clients and random effects that explain het-
erogeneity in the local data. Kotelevskii et al. developed
a new stochastic optimization algorithm based on MCMC
to perform inference under this model [101]. The algo-
rithm allows uncertainty estimation, handles issues like
client drift, and works well even with limited client par-
ticipation. The authors show that, in practice, the added
computational cost from the Monte Carlo chain is negligi-
ble. FedPop allows for uncertainty estimation by having
each client model involve a fixed effect parameter shared
across clients and a low-dimensional random effect pa-
rameter sampled for each client. Introducing a common
prior on the local parameters addresses the local overfit-

ting problem where clients have highly heterogeneous and
small datasets[101].

4.5. Other methods for Uncertainty Estimation in FL
Some methods take a different approach to quantifying

uncertainty in FL setups.

4.5.1. Feature Anchors
Zhou et al. propose using feature anchors to align fea-

tures and classifiers for heterogeneous data in their frame-
work [102]. FedFA is designed to address the challenges
posed by heterogeneous data. This method utilizes feature
anchors to align features and calibrate classifiers across
clients simultaneously. This enables client models to be
updated in a shared feature space with consistent classi-
fiers during local training. The authors explain the vicious
and virtuous cycles of FL with heterogeneous data:

• Vicious Cycle: In traditional FL approaches, data
heterogeneity leads to feature inconsistency across
client models. This inconsistency causes classifier
updates to diverge, forcing feature extractors to map
to more inconsistent feature spaces. This cycle of in-
creasing divergence in classifiers and inconsistency
in features degrades the performance and conver-
gence of the federated model.

• Virtuous Cycle: FedFA introduces feature anchors
to break this vicious cycle. By aligning features and
calibrating classifiers across clients, FedFA creates
a virtuous cycle. The aligned features and classifiers
promote consistency in client features and classifiers.
This alignment ensures that client models are up-
dated in a shared, consistent feature space with sim-
ilar classifiers, leading to improved performance and
more stable convergence.

The FedFA framework integrates feature anchor loss
to minimize local objective functions. This mechanism
is designed to align class-specific features and dimin-
ish the distance within classes at the client level [102].
Moreover, the FedFA algorithm encompasses a server-
side component where both class feature anchors and the
global model undergo aggregation. This process employs
a weighted averaging scheme akin to that of the FedAvg
algorithm, facilitating the integration of local updates into
a cohesive global model.
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4.5.2. FedAvg-Gaussian FedAG
FedAvg-Gaussian FedAG takes a Gaussian approach

to generating probabilistic predictions in FL [103]. By
introducing weight uncertainty in the aggregation step
of the FedAvg algorithm, the end devices can calcu-
late probabilistic predictions but only have to learn con-
ventional, deterministic models. This allows for uncer-
tainty estimation in an FL framework. The key idea in
FedAG is to treat the probability distribution of the local
model weights from different devices as an approxima-
tion of the posterior distribution over the global model
weights [103]. This allows the global model to make
probabilistic predictions. For linear models, FedAG per-
forms on par with Bayesian linear regression. For neu-
ral networks, FedAG outperforms variational inference
methods and approaches the performance of deep ensem-
bles for probabilistic predictions after several rounds of
training [103]. FedAG provides an efficient and privacy-
preserving way to enable probabilistic predictions in FL
settings, with performance competitive to non-federated
methods. FedAG has comparable accuracy to non-FL and
non-distributed learning frameworks. There are two vari-
ations to this algorithm:

• Monte Carlo and non-parametric bootstrapping:
In Monte Carlo and non-parametric bootstrapping,
M sets of weights are randomly drawn from the pos-
terior weight distributions learned during federated
aggregation. Each of these M weight sets is used
to generate a prediction on the test input. These M
predictions are aggregated (by taking mean and vari-
ance) to approximate a predictive distribution.

• Non-parametric bootstrapping: This approach
uses the local weight updates from client devices di-
rectly, rather than drawing samples from the fitted
posterior probability distributions, to generate pre-
dictions. Each client’s weight update is used directly
to generate a prediction. These predictions approx-
imate the predictive distribution. Non-parametric
bootstrapping is conceptually similar to bootstrap
aggregating [119], where re-sampling the training
data is replaced by re-sampling the client weights.

FedFA used its feature anchors to calibrate the model’s
classifier. Calibration is a different way of dealing with

model uncertainty, and it will be discussed in the next part
of paper.

4.6. Calibration

Calibration is another method of dealing with uncer-
tainty estimation by correcting an ML model’s tendency
to be overconfident in incorrect predictions due to the
Softmax function [120]. By calibrating the confidence,
a better assumption about the quality of a prediction can
be made [120].

4.6.1. Classifier Calibration with Virtual Representation
(CCVR)

CCVR calibrates a global model to improve perfor-
mance on non-i.i.d data in heterogeneous settings [104].
The authors found a greater bias in representations
learned in the deeper layers of a model trained with FL.
They show that the classifier contains the greatest bias
and that post-calibration can greatly improve classifica-
tion performance. Specifically, the classifiers learned on
different clients show the lowest feature similarity. The
classifiers tend to get biased toward the classes over-
represented in the local client data, leading to poor per-
formance in under-represented classes. This classifier
bias is a key reason behind performance degradation on
non-i.i.d federated data. Regularizing the classifier dur-
ing federated training brings minor improvements [104].
However, post-training calibration of the classifier sig-
nificantly improves classification accuracy across various
FL algorithms and datasets [104]. CCVR generates vir-
tual representations using Gaussian probability distribu-
tions fitted on client feature statistics. CCVR then retrains
the classifier on these virtual representations while fix-
ing the feature extractor. Experimental results show state-
of-the-art accuracies on common benchmark datasets like
CIFAR-10. CCVR is built on top of the off-the-shelf fea-
ture extractor and requires no transmission of the repre-
sentations of the original data, thus raising no additional
privacy concerns.

4.6.2. FedCSPC
FedCSPC method addresses the issue of heterogeneous

data distributions across clients in FL [105]. This method
takes additional prototype information from the clients
to learn a unified feature space on the server side while
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maintaining clear boundaries. There are two main mod-
ules to this framework: (1) The Data Prototypical Mod-
eling (DPM) module and (2) the Cross-Silo Prototypi-
cal Calibration (CSPC) module [105]. The DPM module
uses clustering to model representation distributions for
each client and generate class-specific prototypes for the
server. This helps capture diversity within each class. The
CSPC module on the server aligns the heterogeneous pro-
totype features from different clients into a unified space.
It uses an augmented contrastive learning approach with
positive mixing and hard negative mining to improve ro-
bustness. Knowledge-based predictions using the cali-
brated exemplar prototypes from the unified space to sup-
plement the network predictions. FedCSPC alleviates the
feature gap between data sources, which can significantly
improve generalization ability.The authors test the pro-
posed framework on CIFAR10, CIFAR100 [107], Tiny-
ImageNet [121], and VireoFood172 [122] datasets. The
proposed CSPC module is an orthogonal improvement to
client-based methods and has a plug-and-play design that
makes it easy to integrate into existing FL frameworks.
Calibration is an attractive method for FL as it introduces
little additional communication overhead and can effec-
tively provide quality information about model certainty
[105].

5. Real-World Applications

With the influx of research in the field of FL for medical
imaging, some successful real-world applications show-
case FL’s potential for the medical imaging domain [123].
The Federated Tumor Segmentation (FeTS-1.0) Chal-
lenge [123] was the first real-world FL challenge for med-
ical images. The goals for this challenge were:

• The identification of the optimal weight aggregation
approach towards training a consensus model that
has gained knowledge via FL from multiple geo-
graphically distinct institutions while their data are
always retained within each institution.

• The federated evaluation of the generalizability of
brain tumor segmentation models “in the wild”, i.e.,
on data from institutional distributions that were not
part of the training datasets.

The FeTS-1.0 study opened the door for FL in a medi-
cal environment. Participants were given a U-net [124]
model and tasked with finding the best method for weight
aggregation. The FeTS-1.0 challenge also focused on the
real-world evaluation of the consensus model to show if
it could perform well on real unseen data. The success
of this first challenge paved the way for the FeTS-2.0
Challenge [125], where the objective was to address out-
of-sample generalizability for rare Glioblastoma cancer
boundary detection. Due to this disease’s rarity and pri-
vacy concerns regarding medical data, it is a challenge
to gather a large amount of data to train a model on this
task [125]. Traditional approaches to this problem involve
sharing multi-site data [125], but centralizing such data is
often difficult or infeasible due to various limitations re-
garding privacy. The study presented in this paper is the
largest FL project to date, incorporating data from 71 sites
around the globe [125]. With this approach, the authors
created the largest Glioblastoma dataset with 6, 214 sam-
ples. The authors reported a 33% improvement in seg-
menting the surgically targetable portion of the tumor and
a 23% improvement for the complete tumor compared to a
publicly trained model [125]. This research demonstrates
that FL enhances the efficacy of ML methodologies within
the medical sector, reinforcing the notion that FL could be
a transformative technology for amplifying the impact of
ML in medical imaging.

6. Challenges and Opportunities

While there has been significant progress in FL in re-
cent years, some challenges remain to be solved. These
challenges present potential opportunities for researchers
to further explore and improve the state of FL for medical
imaging. One particular challenge is the inherent trade-
off between privacy and security in FL. Further research
into the efficient allocation of the privacy budget to en-
hance model performance without compromising privacy
is a key area that requires further research. In addition
to privacy and security, communication efficiency must
also be considered. Alternate noise addition methods are
also a possible route for increasing the effectiveness of
DP, as current methods may not be optimal. Another
trade-off that still presents a challenge is personalization
versus overfitting. Personalization in FL can increase ac-
curacy but risks affecting uncertainty estimation perfor-
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mance due to overfitting. Methods for optimizing person-
alization to balance overfitting are open areas for research.
Computational efficiency remains an issue for many as-
pects of FL, particularly with deep ensembles like fed-
ensemble. Finding more computationally efficient meth-
ods could progress FL further. uncertainty estimation for
out-of-distribution and noisy labels is an under-researched
area, and there is a need to investigate how uncertainty es-
timation can be leveraged to address these issues. Explor-
ing generative AI models to provide application-specific
alignment datasets could be a promising direction. Gen-
erative AI could make up for a lack of data by providing
simulated data. Conformal prediction has been shown to
perform well for uncertainty estimation in FL, but little
research has been conducted on conformal prediction in
a personalized setting, making it an open research area.
Ensemble modes have been integrated into FL and could
potentially address and detect client drift, anomalies, or
fairness challenges during model training. Applying data-
free knowledge transfer methods could improve practi-
cability in scenarios where shared datasets are not avail-
able, providing a secure way to transfer knowledge across
clients.

7. Conclusion

Machine learning holds the potential to dramatically
improve the effectiveness of medical imaging for disease
diagnoses and treatment. However, to succeed, methods
need to be implemented to address both privacy concerns
and uncertainty estimation. FL is a powerful solution for
training on multiple private datasets without exposing any
private data, and enhanced privacy preservation and un-
certainty estimation methods can be an effective approach
for training large medical imaging models. This paper
provided a comprehensive review of the current state of
FL algorithms, privacy preservation, and uncertainty es-
timation in the context of medical imaging. Significant
progress has been made in recent years to make FL viable
for the medical imaging domain, with work being done
to optimize the aggregation process, privacy preservation,
and uncertainty estimation.
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