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ABSTRACT
Configuration settings are essential for tailoring software behavior
to meet specific performance requirements. However, incorrect
configurations are widespread, and identifying those that impact
system performance is challenging due to the vast number and
complexity of possible settings. In this work, we present PerfSense,
a lightweight framework that leverages Large Language Models
(LLMs) to efficiently identify performance-sensitive configurations
with minimal overhead. PerfSense employs LLM agents to simu-
late interactions between developers and performance engineers
using advanced prompting techniques such as prompt chaining and
retrieval-augmented generation (RAG). Our evaluation of seven
open-source Java systems demonstrates that PerfSense achieves
an average accuracy of 64.77% in classifying performance-sensitive
configurations, outperforming both our LLM baseline (50.36%) and
the previous state-of-the-art method (61.75%). Notably, our prompt
chaining technique improves recall by 10% to 30% while maintain-
ing similar precision levels. Additionally, a manual analysis of 362
misclassifications reveals common issues, including LLMs’ misun-
derstandings of requirements (26.8%). In summary, PerfSense signif-
icantly reduces manual effort in classifying performance-sensitive
configurations and offers valuable insights for future LLM-based
code analysis research.
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1 INTRODUCTION
Modern software systems feature numerous configuration options,
enabling customization for diverse workloads and hardware plat-
forms [2, 43]. While these configurations provide flexibility, some
configurations, known as performance-sensitive configurations,
can impact system performance when their values change. De-
velopers need to identify and understand the impact of such con-
figurations to ensure they are set correctly, maintaining system
performance and behavior. However, due to the large volume of
configurations, pinpointing performance-sensitive configurations
is time-consuming [16, 20] and incorrect settings are a common
source of system misbehavior and performance degradation [9, 13].
Hence, automated approaches to quickly find performance-sensitive
configurations that require special attention or further investigation
are important to alleviate developers burden [44, 56].

Performance experts have various tools at their disposal to as-
sess performance-sensitive configurations. Alongside performance
profiling tools [3, 12, 49], they can identify inefficient code pat-
terns [6, 29, 34], and utilize data-flow and dynamic analysis to
find performance-sensitive configurations [22, 26]. However, as
highlighted by Velez et al. [47], the adoption of these tools faces
usability challenges for performance experts when analyzing the
performance impact of configurations. These challenges arise from
(1) a lack of comprehensive understanding of the codebase and its
intricate interactions across multiple components, (2) difficulties in
identifying the code affected by performance-sensitive configura-
tions, and (3) the intricate cause-and-effect relationship between
performance-sensitive configurations and the corresponding source
code. Consequently, performance engineers may face challenges
in accurately identifying the performance sensitivity of configura-
tions. Effective collaboration between developers and performance
engineers is crucial for overcoming these challenges and effectively
identifying performance-sensitive configurations. Developers pos-
sess in-depth knowledge about the codebase and its functionality,
while performance engineers specialize in analyzing performance-
related issues. Leveraging their complementary expertise enables
more thorough code analysis and more accurate classification of
performance-sensitive configurations.

The rise of Large Language Models (LLMs) is revolutionizing pro-
gramming and software engineering. Trained on vast code datasets,
LLMs understand code deeply and excel in various code-related
tasks. With tools like ChatGPT [35] and LLaMA [45], researchers
showcase LLMs’ potential in tasks like generating commit mes-
sages [59], resolving merge conflicts [42], creating tests [39, 52, 57],
renaming methods [1], and aiding in log analytics [31, 32]. Given
the complexity of collaboration during software engineering tasks,
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using LLM agents stands out as a promising direction to replicate
human workflows. Specifically, multi-agent systems have achieved
significant progress in solving complex tasks by assigning agents
to specific roles and emulating collaborative activities in software
engineering practice [11, 18, 37]. For example, Dong et al. [11] de-
veloped a self-collaboration framework, assigning LLM agents to
work as distinct experts for sub-tasks in software development.
Qian et al. [37] proposed an end-to-end framework for software
development through self-communication among the agents.

Inspired by multi-agent, we introduce PerfSense, a lightweight
framework designed to effectively classify performance-sensitive
configurations using Large Language Models (LLMs) as multi-agent
systems. PerfSense leverages the collaborative capabilities of LLMs
to mimic the interactions between developers and performance
engineers, enabling a thorough analysis of the performance sen-
sitivity of configurations. PerfSense employs two primary agents:
DevAgent and PerfAgent. DevAgent focuses on retrieving relevant
source code and documentation related to the configurations and
conducting performance-aware code reviews. PerfAgent, on the
other hand, utilizes the insights from DevAgent to classify configu-
rations based on their performance sensitivity. This collaboration is
facilitated through advanced prompting techniques such as prompt
chaining and retrieval-augmented generation (RAG), which en-
hance the agents’ understanding and analytical capabilities.

To address the challenge of navigating a large codebase with lim-
ited LLM context size, PerfSense iteratively breaks down complex
tasks into manageable subtasks. Specifically, PerfAgent iteratively
communicates withDevAgent to gather and analyze relevant source
code associated with the configurations under scrutiny. Through
a series of prompt chains, PerfAgent refines its understanding by
requesting specific details, clarifications, and performance-related
insights from DevAgent. This iterative communication ensures that
PerfAgent accumulates a comprehensive knowledge base without
exceeding the context size limitations, enabling accurate classifica-
tion of performance-sensitive configurations.

Our evaluation of seven open-source systems demonstrates that
PerfSense achieves 64.77% accuracy in classifying performance-
sensitive configurations, outperforming state-of-the-art technique [8]
and our LLM baseline with an average accuracy of 61.75% and
50.36%, respectively. Compared to prior technique [8] that requires
tens or hundreds of hours to collect performance data manually,
PerfSense is lightweight and requires minimal human effort.

In summary, we make the following contributions:

• Our evaluation of seven open-source systems demonstrates
that PerfSense achieves an average accuracy of 64.77%, sur-
passing the state-of-the-art approaches with an average ac-
curacy of 61.75%.

• We proposed a new LLM-based code analysis technique that
employs two primary agents, DevAgent and PerfAgent, to
navigate large codebases with limited LLM context sizes
through advanced prompting techniques such as prompt
chaining and retrieval-augmented generation (RAG).

• We analyzed the effect of different prompting components
that we implemented in PerfSense. We found that our prompt
chaining technique significantly improves the recall (10%

to 30% improvement) while maintaining a similar level of
precision.

• We conducted a manual study of the 362 misclassified con-
figurations, identifying key reasons for misclassification, in-
cluding LLM’s misunderstanding of requirements (26.8%)
and incorrect interpretation of performance impact (10.0%).

• We provided a discussion on the implications of our findings
and highlight future direction on LLM-based code analysis.

In conclusion, by leveraging multi-agent collaboration and ad-
vanced prompting techniques, PerfSense provides an efficient tech-
nique for classifying performance-sensitive configuration, one of
themost important first steps in understanding system performance.
PerfSense also presents a novel code navigation approach that may
inspire future LLM-based research on code analysis.
Paper Organization. Section 2 provides the background of the
problem and technique. Section 3 discusses related work. Section 4
presents the details of PerfSense. Section 5 shows the evaluation
results. Section 6 discusses the findings. Section 7 discusses the
threats to validity. Section 8 concludes the paper.

2 BACKGROUND
In this section, we first discuss the definition and importance of
performance-sensitive configuration. Then, we provide background
on large language models (LLM) agents and retrieval-augmented
generation (RAG).

2.1 Performance-Sensitive Configurations
Software systems often contain various configuration parameters
to provide flexibility in deployment and execution [2, 43]. Some con-
figurations, known as performance-sensitive configurations, affect
performance when their values change. For example, an applica-
tion’s name is generally not performance-sensitive, whereas mem-
ory allocation settings can significantly impact performance [5, 55].
Identifying these configurations is crucial, as their usage directly
impacts system efficiency and stability. However, developers may
not always be aware of the performance implications of configu-
ration changes, leading to common misconfigurations, impacting
overall system performance [5, 17, 48, 53, 55].

Determining which configurations are performance-sensitive is
challenging, given the high number of configurations and complex
interactions among various system components [58], the absence
of transparent documentation or feedback concerning the perfor-
mance implications of each setting [55], and the complexity and
time-intensive nature of performance testing [56]. Performance
engineers need to conduct load tests to evaluate the performance
sensitivity and impacts of various configurations. These tests in-
volve altering the values of configuration parameters and assessing
their impacts on system performance [43, 50, 51, 58]. Therefore, an
important step that can reduce the testing cost is to only conduct
such tests on performance-sensitive configurations.

While developers implement code functionality with the best
coding standards in mind, they may not always adhere to best-
performance engineering practices. In collaborative efforts, de-
velopers and performance engineers work together to identify
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performance-sensitive configurations. Performance engineers lever-
age domain-specific knowledge to design and implement perfor-
mance tests that uncover configuration sensitivities. However, per-
formance engineers need the assistance of developers who have an
in-depth understanding of the codebase to navigate across multiple
source code components. Hence, to narrow down performance-
sensitive configurations that impact overall system performance,
there must be synergy in sharing knowledge between developers
and performance engineers.

2.2 LLM-based Multi-agent Framework
Large language models (LLMs) are pre-trained using vast datasets
comprising a wide range of texts, such as documentation and source
code. The core of LLM agents consists of large language models
(LLMs) designed to understand questions and generate human-
like responses. These agents refine their responses based on feed-
back [33], use memory mechanisms to learn from historical experi-
ences [24], retrieve informative knowledge to improve prompting
and generate better responses [60], and collaborate with other LLM
agents to solve complex tasks in a multi-agent process [15]. By
using prompting, agents can assume specific roles (e.g., developer
or tester) and provide domain-specific responses [10]. In particular,
a multi-agent system has been shown to improve the capabilities
of individual LLM agents by enabling collaboration among agents,
each with specialized abilities [4, 18]. Multiple LLM agents can
share domain expertise and make collective decisions. Effective
communication patterns are crucial for optimizing the overall per-
formance of a multi-agent framework, allowing them to tackle
complex projects using a divide-and-conquer approach [7]. Finally,
with modern frameworks like LangChain [21], one key character-
istic of LLM agents is their ability to interact with external tools
to perform tasks similarly to humans. For example, an LLM agent
acting as a test engineer can generate test cases, use test automation
tools to collect code coverage, and answer further queries based on
the gathered information.

In this paper, we propose PerfSense, which leverages LLM agents
to emulate the collaboration between developers and performance
engineers. PerfSense analyzes the source code and classifieswhether
a configuration is performance-sensitive. PerfSense is zero-shot
and unsupervised. It requires minimal input from developers and
achieves better results than the state-of-the-art technique on classi-
fying performance-sensitive configuration [8].

3 RELATEDWORK
In this section, we discuss existing research and literature on three
topics: 1) Performance Analysis of Configuration; 2) Using LLMs to
Analyze Configuration; and 3) Multi-Agent-Based Code Analysis.

3.1 Performance Analysis of Configuration
Some previous research aims to analyze the performance of con-
figuration to help developers understand the performance issue
during the software configuration tuning. ConfigCrusher [46] relies
on static taint analysis to reveal the relationship between an option
and the affected code regions, dynamically analyze the influence
of configuration options on the regions’ performance, and build
the performance-influence model through white-box performance

analysis. DiagConfig [8] leverages static taint analysis to identify
the dependencies between performance-related operations and op-
tions. Through manual performance experiments and labeling on
training systems, they build a random forest model to classify the
performance-sensitive configurations. Different from the above
work, in our work, we employ the LLM agent alongside static code
analysis, specifically the call graph analysis, to study the perfor-
mance of configurations. Given LLMs’ promising performance in
understanding code, call graph analysis for LLMs can provide more
information and incur lower overhead compared to taint analysis.
More importantly, our approach is zero-shot and reduces mini-
mal human effort, which can help developers efficiently identical
potential performance-sensitive configurations for further analysis.

3.2 Using LLMs to Analyze Configuration
Recently, large language models have shown promising perfor-
mance on various software engineer tasks, such as code generation
and summarization. Much research leveraged LLMs for tasks related
to software configuration. Lian et al. [25] proposed an LLM-based
framework, Ciri, using few-shot learning and prompt engineering to
validate the correctness of configuration files from the file level and
parameter level. From the evaluation of real-world misconfigura-
tions, comprising 64 configurations, and synthesized misconfigura-
tions involving 1,582 parameters, Ciri achieves F1 scores of 0.79 and
0.65 at the file level and parameter level, respectively. Liu et al. [30]
introduced the LLM-CompDroid framework, which employs LLMs
alongside the bug resolution tool to address configuration compati-
bility issues in Android applications. Their framework surpasses
the state-of-the-art (SOTA) methods by at least 9.8% and 10.4% in
the Correct and Correct@k metrics, respectively, respectively. Shan
et al. [41] came up with the framework, LogConfigLocalizer, which
leverages Large Language Models and logs to localize root-cause
configuration properties, achieving a high average accuracy of
99.91%. Different from these works, our work explores the potential
of LLMs to analyze the performance sensitivity of configurations,
which can assist developers in reducing performance testing costs.

3.3 Multi-Agent Based Code Analysis
Agent-based code analysis emphasizes the importance of defining
roles and facilitating communication among multiple LLM agents.
Some approaches incorporate external tools as agents. For example,
Huang et al. [19] introduced a test executor agent that employs a
Python interpreter to provide test logs for LLMs. Similarly, Zhong
et al. [61] presented a debugger agent that uses a static analysis
tool to construct control flow graphs, aiding LLMs in locating bugs.
Other studies [11, 18, 27, 37] assigned LLMs to emulate diverse
human roles, such as analysts, engineers, testers, project managers,
and chief technology officers (CTOs). These approaches use soft-
ware process models (e.g., Waterfall) for inter-role communica-
tion, varying the prompts and roles to enhance code generation.
Our technique leverages similar multi-agent systems to classify
performance-sensitive configurations. By integrating prompt chain-
ing and retrieval-augmented generation (RAG), PerfSense enhances
the collaborative capabilities of LLM agents, leading to a lightweight
technique that addresses the challenge of limited LLM context size
when analyzing a large codebase.
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Figure 1: Overview of PerfSense

Figure 2: An example of performance-sensitive configura-
tion.

4 DESIGN OF PERFSENSE
In this section, we introduce PerfSense, a lightweight framework
designed for identifying performance-sensitive configurations. We
begin by discussing various LLM agents and their communication
and conclude with a detailed running example.

Figure 1 illustrates the overview of PerfSense. To analyze the
performance sensitivity of configurations, PerfSense comprises two
different agents: the developer (DevAgent) and the performance
expert (PerfAgent). At a high level, given a potential performance-
sensitive configuration, PerfAgent utilizes iterative self-refinement
and retrieval-augmented prompting techniques in a zero-shot set-
ting, with the assistance of DevAgent, to iteratively build a knowl-
edge base of the codebase and classify whether the configuration is
performance-sensitive. In the following section, we elaborate on
the roles of PerfAgent and DevAgent, and their communication
pattern for determining performance-sensitive configurations.

4.1 Agent Roles and Definition
4.1.1 Developer Agent: Retrieving Configuration-Related
Code. The main role of a DevAgent is to retrieve source code and
conduct performance-aware code review, upon PerfAgent’s request,

and respond with the result so that PerfAgent has the necessary in-
formation to make the classification decision. Initially, PerfAgent re-
ceives the potential performance-sensitive configuration to analyze.
However, multiple methods across various classes may have some
dependencies with the configuration parameter, making it difficult
for PerfAgent to assess the configuration’s performance sensitivity
accurately. Providing additional summaries of the configuration-
related code, such as related source code and documentation, can
help improve PerfAgent’s output [54]. Hence, PerfAgent relies on
DevAgent, which utilizes two tools: (1) traditional program analysis
to extract source code that may be associated with the configuration
through inter-procedural call graphs, and (2) document retrieval
to extract official documentation associated with the configura-
tion. In addition to retrieving the code, PerfAgent may also rely on
DevAgent to provide feedback on the specific source code, since
our intuition is that the developer should have a better under-
standing of the functionality of the code. Thus, DevAgent conducts
performance-aware code reviews on the source code methods re-
quested by PerfAgent, as indicated in Figure 3. Below, we further
discuss how we extract code context, official documentation, and
the prompt design for DevAgent’s performance-aware code review.
ExtractingConfiguration-RelatedCode.Wedefine configuration-
related code as the caller source code that invokes a method that
directly accesses the configuration. For example, as indicated in Fig-
ure 2, the configuration under analysis is key_cache_size_in_mb,
and its related source code is initKeyCache, which is the caller
source code that accesses the configuration. To extract configuration-
related source code, we first utilize static code analysis to extract
the inter-procedural call graph [14]. We first identify the method
that directly accesses the configuration, then we traverse the graph
to retrieve all the methods that have either a direct or indirect
caller-callee relationship.
Extracting Configuration Documentation. The description of a
configuration on the document may provide additional information
that can help classify configurations. For example, in the studied
system Batik, the documentation for the configuration called Width
provides additional information that it is the “Output Image Width",
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Prompt Template for Performance-Aware Code Review

Role: You are a developer. Your job is to conduct performance-
aware code reviews on the given configuration-related code
and official documentation for configuration to output the
performance impact code that you wrote.
Configuration-related code:� �

1 private static AutoSavingCache initKeyCache ()){
2 ...
3 long keyCacheInMemoryCapacity =

DatabaseDescriptor.getKeyCacheSizeInMB () * 1024
* 1024;

4 kc = CaffeineCache.create(
keyCacheInMemoryCapacity);

5 ...
6 }� �
Configuration description: Configuration Documentation
after summarization.
AutoSavingCache: “Specify the way Cassandra allocates and
manages memtable memory."
Requirement: You must output three things below:
1. Understand the functionality of the configuration in the
code.
2. Investigate triggering frequency of configuration-related
operations.
3. Check the potential impact of configuration on the system.

Figure 3: DevAgent’s Performance-Aware Code Review.

which may help the agents with the analysis. Therefore, we extract
the configuration descriptions, if they are available, from the official
project website. The description is passed to both DevAgent and
PerfAgent as part of the prompts when analyzing the configuration.
DevAgent’s Performance Aware Code Review. Figure 3 shows
our prompt design for performance-aware code review that De-
vAgent carries out. Firstly, we give personification to the DevAgent,
describing its role and goals, such as “You are a developer. Your job
is to conduct performance-aware code review.”. Consequently, we
provide context about the (1) source code and (2) configuration de-
scription to the DevAgent. Finally, we ask DevAgent to output the
following requirements: (i) summarize the functionality of the code,
(ii) how many times such source code may be triggered (estima-
tion based on the provided textual information), and (iii) whether
the code may have an impact on memory or execution time. It is
important to note that performance-aware code review does not
determine whether a configuration is performance-sensitive; this
task falls to PerfAgent. However, DevAgent should be aware of
common performance issues within the code they write, such as
excessive memory usage and frequency of invocation, which may
help PerfAgent with the analysis.

4.1.2 Performance Expert Agent: Analyzing the Performance
Sensitivity of Configuration. Given DevAgent’s feedback on
a specific configuration-related operation, PerfAgent utilizes this
feedback to classify performance-sensitive configurations. However,
PerfAgent may require further clarification on the retrieved code.
For example, as indicated in Figure 4, it may reference other meth-
ods (e.g., create) about which PerfAgent may lack performance

knowledge. Hence, PerfAgent may request additional information
about these operations. In particular, we use the prompt template
in Figure 4, which starts by personifying PerfAgent with the intro-
duction, “You are a performance expert... Check whether the provided
configuration-related code is sufficient for performance analysis." In
the prompt, PerfAgent receives the source code, as well as feed-
back from DevAgent as indicated in the template from Figure 3.
Based on this context, PerfSense instructs PerfAgent to pinpoint
unclear or ambiguous methods crucial for accurate performance
analysis. Upon identifying the code that needs further analysis,
PerfAgent requests DevAgent to retrieve and analyze it. By retriev-
ing and clarifying the code when needed, PerfAgent can explore
configuration-related code information, ensuring that all necessary
code information is retrieved while minimizing the tokens and not
exceeding the size limitation.

Prompt Template for Code Understanding

Role: You are a performance expert. Your job is to analyze
the performance of the configuration. Check whether the pro-
vided configuration-related code is sufficient for performance
analysis.
Configuration-related code:� �

1 private static AutoSavingCache initKeyCache ()){
2 ...
3 long keyCacheInMemoryCapacity =

DatabaseDescriptor.getKeyCacheSizeInMB () * 1024
* 1024;

4 kc = CaffeineCache.create(
keyCacheInMemoryCapacity);

5 ...
6 }� �
Code Context: Responses received from DevAgent.
Requirement: If you need further code context to help un-
derstand the code, return the name of method name.

Figure 4: PerfAgent’s Prompt for Code Understanding.

4.2 Multi-Agent Communications
Based on our definition of DevAgent and PerfAgent, below we
discuss how the agents collaborate together to classify performance-
sensitive configurations.

4.2.1 Prompt Chaining to IterativelyBuildCodeUnderstand-
ing. One effective technique for enhancing the reliability and per-
formance of LLMs is to use a prompting paradigm called prompt
chaining. Prompt chaining refers to breaking a complex task into
simpler subtasks, prompting the LLM with each subtask sequen-
tially, and using its responses as inputs for subsequent prompts [36].
In our performance chaining analysis, our goal is to retrieve all
the necessary code for PerfAgent to assess the configuration’s sen-
sitivity to performance. To achieve this, PerfAgent iteratively in-
structs DevAgent to retrieve source code methods sequentially. The
DevAgent fetches a single method based on PerfAgent’s requests
(include the source code, DevAgent’s description of the code, and
DevAgent’s performance-aware code review result) until a termi-
nation condition is met, indicating that PerfAgent has gathered
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Prompt Template for Retrieval Augmented Generation for
Performance-Sensitive Configuration Classifier

Role: You are a performance expert. Your job is to analyze the
performance of the configuration. You can check the provided
code if code is clear and enough for performance analysis of
configuration.
Background knowledge about performance: Background
information about performance-sensitive configuration and
performance operations.
RAG information: Access the memory, which includes the
following retrieved configuration information:
1. Configuration-related code
2. Code understanding
3. Analysis result of unclear context
Requirement: Classify the configuration as performance sen-
sitive or insensitive.

Figure 5: Prompt Template 3: Retrieval Augmented Genera-
tion for Performance Classifier

sufficient code and no longer requires assistance from DevAgent.
PerfSense includes a memory mechanism that saves the DevAgent
feedback at the end of each iteration of source code retrieval. This
saved feedback can then be used as a code example in the next
iteration of prompt chaining, allowing PerfAgent to clarify unclear
contexts and request additional source code methods if needed.

4.2.2 Retrieval Augmented Generation for PerformanceClas-
sifier. Based on the result of prompt chaining in prior steps, PerfA-
gent sequentially builds a memory of the knowledge base, which
allows PerfAgent to classify performance-sensitive configurations
more accurately. More precisely, we use the prompt template in
Figure 5. Like prior templates, our RAG starts by personifying PerfA-
gent with the introduction, “You are a performance expert. Given
feedback from DevAgent, your job is to perform performance analysis
of configurations." We then provide the retrieved context from De-
vAgent: (1) configuration-related code, (2) performance-aware code
reviews, and (3) other code contexts to resolve clarity issues re-
lated to the configuration. Finally, we require PerfAgent to classify
whether or not the configuration is performance-sensitive.

4.3 Implementation and Experiment Settings
Environment.We use GPT 3.5 (version gpt-3.5-turbo-0125) as our
underlying LLM due to its popularity and wide usage. We leverage
the OpenAI APIs and the LangGraph library [21] to implement the
LLM agents for recursive code analysis and performance configura-
tion classification. Temperature is a parameter in LLMs that ranges
from 0 to 1. A low temperature makes the results more determinis-
tic, and a higher value makes the results more diverse. To ensure
the generated outputs are more stable across runs, We set the tem-
perature to 0.3, which is a relatively low value but it still allows
some diversity in the output. We also repeat our experiments five
times and report the average. Note that although we use GPT 3.5 as
the underlying LLM, our approach is general and can be replaced
with other LLMs.

Table 1: An overview of the systems, versions, the number
of configurations, and the number of performance-sensitive
configurations that we studied.

System Domain Version Config. Perf.
Config.

Cassandra NoSQL Database 4.0.5 133 76
DConverter image Density Converter bdf1535 23 5
Prevayler Database 2.6 12 8
BATIK SVG rasterizer 1.14 21 8
Catena Password hashing 1281e4b 12 6
Sunflow Rendering engine 0.07.2 6 4
H2 Database 2.1.210 20 11

Benchmark Datasets. Table 1 presents the studied systems in our
experiment. These seven systems are real-world open-source Java
applications that cover various domains, ranging from databases to
rendering engines. The systems have various configurations, some
of which are related to performance. Previous work [8] conducted
manual performance testing and provided the ground truth about
the performance-sensitive configurations for these seven systems.
We leverage the ground truth provided by Chen et al. [8] with some
adjustments based on manually examining the source code and
official documents. The replication package is available online [40].

5 EVALUATION
In this section, we evaluate PerfSense by answering three research
questions (RQs).

RQ1: How effective is PerfSense in identifying
performance-sensitive configurations?
In this RQ, we evaluate the classification result of PerfSense in
identifying the performance-sensitive configuration. We compare
PerfSense with two baselines: DiagConfig and ChatGPT. DiagCon-
fig [8] utilized the taint static analysis on several systems to ex-
tract the performance-related operations related to configurations.
Through manual performance tests by altering the configuration
values and evaluating the variation of throughput, the performance-
sensitive configurations would be identified and labeled. Utilizing
the labeled configurations and taint static analysis of configura-
tion, DiagConfig is trained using a random forest model to classify
performance-sensitive configurations. ChatGPT directly calls Chat-
GPT APIs to classify if a configuration is performance-sensitive. We
provide the system name, the configuration name, and the defini-
tion of a performance-sensitive configuration to ChatGPT (the same
version as PerfSense) for classification. It is important to note that
for PerfSense, the system name is not provided to reduce potential
data leakage issues [38].

The classification result of PerfSense is assessed using three ac-
curacymetrics: accuracy, precision, and recall. Specifically, we focus
on the precision and recall of classifying the performance-sensitive
configurations. True Positives (TP) happen when a performance-
sensitive configuration is correctly classified. True Negatives (TN)
happens when a non-performance-sensitive configuration is cor-
rectly classified as not performance-sensitive. False Positives (FP)
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happen when PerfSense incorrectly classifies a non-performance-
sensitive configuration as performance-sensitive. False negatives
(FN) happen when PerfSense misclassifies a performance-sensitive
configuration as non-performance-sensitive. Given the TP, FP, and
FN, we calculate precision as 𝑇𝑃

𝑇𝑃+𝐹𝑃 and recall as 𝑇𝑃
𝑇𝑃+𝐹𝑁 . Finally,

accuracy measures the overall correctness of the classification
of performance-sensitivity of configurations and is calculated as

𝑇𝑃+𝑇𝑁
𝑇𝑃+𝑇𝑁+𝐹𝑃+𝐹𝑁 .

Because of the generative nature of LLMs, the output may vary
in each execution. Hence, we repeat each experiment five times
and report the average precision, recall, and accuracy.
Results. PerfSense achieves a better accuracy (64.77% on av-
erage) compared to ChatGPT and DiagConfig (50.36% and
61.75%, respectively). Table 2 shows the classification result of
PerfSense and the baselines. We find that the PerfSense provides
a better balance of precision and recall, achieving better accuracy
than the two baselines. ChatGPT achieves a higher recall (93.46%)
than both PerfSense (83.95%) and DiagConfig (38.26%) but with a
much lower precision (49.58% v.s. 61.47% and 87.88%). We find that
the reason for a high recall and low precision is that ChatGPT mis-
classifies most configurations as performance-sensitive. In systems
with less performance-sensitive configurations, ChatGPT achieves
much worse results. For example, in DConverter, since 80% of the
configurations are not performance-sensitive, ChatGPT achieves
only a 27% accuracy rate. In contrast, the agents and prompting
techniques implemented in PerfSense help improve the balance
between precision and recall, resulting in much higher accuracy.
We find that DiagConfig achieves a relatively high precision of
87.88% in Cassandra (it uses a classification model trained using
data from all other systems, so the results are only available for
Cassandra). However, DiagConfig has a very low recall (38.26%
compared to PerfSense’s 82.32%) because DiagConfig misses many
configurations where there were issues with obtaining the taint
analysis result.

Note that, in theory, we can adjust PerfSense’s precision/recall
by asking LLMs to estimate the performance impact (e.g., severe,
medium, or low) and only classify the ones with a severe impact
as performance sensitive to improve precision. In our pilot study,
we achieve a much higher precision of 72.41% but a lower recall
of 27.63%. PerfSense only classifies the configurations with severe
performance impact as the performance-sensitive configurations.
However, in this work, we aim to achieve higher recall and main-
tain good precision because the goal of PerfSense is to provide an
initial list of configurations for performance engineers efficiently
for further investigation.

Compared to DiagConfig, PerfSense requires less running time
and no manual effort. DiagConfig requires a taint analysis to iden-
tify all the code that is reachable from the configuration, which may
require tens of hours of computation time for large systems like Cas-
sandra. Moreover, DiagConfig built a random forest classification
model by manually collecting test results from other systems. This
manual-intensive process may need to be repeated if we want to ap-
ply the model to systems in other domains or if they are developed
by a different development practice. In contrast, PerfSense’s run-
ning time is less than 50 minutes for Cassandra (the largest studied
system with over 130 configuration parameters) and can be easily

extended to any system because of its zero-shot and unsupervised
nature.

Answers to RQ1. PerfSense provides a better balance of pre-
cision and recall, achieving the highest accuracy compared to
the baselines. PerfSense is also lightweight and requires less
than one hour to run for the largest studied system.

RQ2: How do different components in PerfSense
affect the classification result?
PerfSense contains various components, including the retrieval
augmented generation (e.g., retrieving related code to help make
classification decisions) and chain-of-thought (e.g., asking agents
to generate a code summary and combine the generated summary
with subsequent tasks). In this RQ, we aim to study the impact of
each component.We remove each component separately, re-execute
PerfSense, and re-evaluate the classification accuracy. In particular,
we consider five combinations: 1) code: retrieve only the source
code method that directly uses the configuration value; 2) code +
analysis: expands code by enabling the DevAgent to iteratively
traverse the code to analyze the methods that the agent believes
is relevant (i.e., through prompt chaining); 3) dev: the DevAgent
generates a summary and description of the retrieved code; 4) code
+ dev: expands code by asking theDevAgent to provide a summary
and description of the retrieved code for subsequent prompts (i.e.,
chain-of-thought); and 5) code + dev + analysis: the full version
of PerfSense.
Results. Integrating code results in the highest precision
in 4/7 studied systems, with the sacrifice of recall. Further
adding dev improves recall significantly across most systems,
achieving a more balanced trade-off between precision and
recall while maintaining reasonably high precision. Table 3
shows the precision and recall of the combinations of the com-
ponents in PerfSense. We find that a simple RAG approach by
retrieving only the method that directly uses the configuration
parameter (PerfSense code) can achieve good precision across all
studied systems but a much lower recall compared to the full ver-
sion of PerfSense (12.00% to 36.04% lower). For instance, in the
case of Cassandra, PerfSense code achieves a precision of 67.55%,
which is 4.79% higher than the full version, but the recall drops
significantly by 10.81% to 73.42%.

While code alone can achieve high precision, it often sacrifices
recall significantly. On the other hand, code+dev tends to provide a
better balance between precision and recall, with generally higher
recall rates and more stable precision. This suggests that incorporat-
ing LLM-generated summaries and descriptions helps to enhance
the overall performance of the tool by maintaining a more compre-
hensive approach. In comparison, integrating the LLM-generated
summary/description of a given piece of code in the prompt (code
v.s. code+dev) tends to provide a better balance between preci-
sion and recall, with generally higher recall rates and more stable
precision. This suggests that incorporating LLM-generated sum-
maries/descriptions helps to enhance the overall performance of
PerfSense by maintaining a more comprehensive approach.
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Table 2: The accuracy, precision, and recall of PerfSense and the baselines in classifying performance-sensitive configurations.
Note that DiagConfig’s results are unavailable for all the systems, except Cassandra, because DiagConfig trained a classifier
using other systems and applied it on Cassandra.

PerfSense ChatGPT DiaConfig
Accuracy Precision Recall Accuracy precision recall Accuracy precision recall

Cassandra 64.01% 64.46% 82.32% 56.99% 57.08% 99.74% 61.75% 87.88% 38.26%
DConverter 66.09% 39.06% 100.00% 26.96% 20.79% 84.00% – – –
Prevayler 75.00% 75.51% 95.50% 66.70% 66.70% 100.00% – – –
BATIK 72.38% 63.41% 65.00% 34.29% 35.35% 87.50% – – –
Catena 46.67% 48.15% 86.67% 50.00% 50.00% 83.00% – – –
Sunflow 53.30% 61.54% 80.00% 66.70% 66.70% 100.00% – – –
H2 76% 78.18% 78.18% 50.91% 50.46% 100.00% – – –
Average 64.77% 61.47% 83.95% 50.36% 49.58% 93.46% – – –

Table 3: Classification results of PerfSense with different
components. The best precision and recall values in each
system are marked in bold. The numbers in the parentheses
show the percentage difference compared to the full version
of PerfSense (code+dev+analysis).

System Approach Precision Recall

Ca
ss
an
dr
a PerfSensecode+dev+analysis 64.46% 82.32%

PerfSensecode 67.55% (+4.79%) 73.42% (-10.81%)
PerfSensecode+analysis 61.81% (-4.11%) 77.11% (-6.32%)
PerfSensedev 62.32% (-3.31%) 74.47% (-9.53%)%
PerfSensecode+dev 64.12% (-0.53%) % 73.09% (-11.23%)

D
co
nv

er
te
r PerfSensecode+dev+analysis 39.06% 100.00%

PerfSensecode 30.49% (-21.94%) 100.00% (-0.00%)
PerfSensecode+analysis 29.76% (-23.81%) 100.00% (-0.00%)
PerfSensedev 32.20% (-17.56%) 100.00% (-0.00%)
PerfSensecode+dev 36.76% (-5.89%) 100.00% (-0.00%)

Pr
ev
ay
le
r PerfSensecode+dev+analysis 75.51% 92.50%

PerfSensecode 80.56% (+6.70%) 72.50% (-21.62%)
PerfSensecode+analysis 74.47% (-1.38%) 87.50% (-5.41%)
PerfSensedev 70.83% (-6.20%) 85.00% (-8.11%)
PerfSensecode+dev 70.45% (-6.70%) 79.49% (-14.06%)

BA
TI
K

PerfSensecode+dev+analysis 63.41% 65.00%
PerfSensecode 42.86% (-32.40%) 45.00% (-30.76%)
PerfSensecode+analysis 47.92% (-24.42%) 57.50% (-11.53%)
PerfSensedev 59.09% (-6.86%) 32.50% (-50.00%)
PerfSensecode+dev 51.28 (-19.12%) 50.00% (-23.07%)

Ca
te
na

PerfSensecode+dev+analysis 48.15% 86.67%
PerfSensecode 51.43% (+6.81%) 60.0% (-30.77%)
PerfSensecode+analysis 48.89% (+1.53%) 73.33% (-15.39%)
PerfSensedev 48.15% (-0.00%) 86.67% (-0.00%)
PerfSensecode+dev 50.00% (+3.84%) 76.67% (-11.53%)

Su
nfl

ow

PerfSensecode+dev+analysis 61.54% 80.00 %
PerfSensecode 83.00% (+34.87%) 50.00% (-37.50%)
PerfSensecode+analysis 65.22% (+6.00%) 75.00% (-6.25%)
PerfSensedev 68.00% (+10.49%) 100% (+25.00%)
PerfSensecode+dev 65.38% (+6.23%) 89.47% (+11.83%)

H
2

PerfSensecode+dev+analysis 78.18% 78.18%
PerfSensecode 58.70% (-24.91%) 50.00% (-36.04%)
PerfSensecode+analysis 66.04% (-15.52%) 63.64% (-18.59%)
PerfSensedev 66.07% (-15.48%) 67.27% (-13.95%)
PerfSensecode+dev 80.00% (+2.33%) 72.73% (-6.97%)

Adding analysis to code further improves recall significantly
across most systems while maintaining similar precision. For
example, in Prevayler, the precision of code+analysis (74.47%)
is slightly lower than code (80.56%), but the recall increases from
72.56% to 87.50%. Similarly, in BATIK, while code+analysis achieves
a precision of 47.92% compared to 42.86% for code, the recall im-
proves significantly from 45.00% to 57.50%. This finding suggests
that the additional context and understanding provided by the
analysis help PerfSense identify more relevant methods, thereby
improving recall and maintaining precision.
Integrating code+dev+analysis offers a holistic approach that
leverages the strengths of individual components—code, de-
veloper insights, and analytical context—to achieve the best
balanced performance. For instance, in the case of Cassandra,
code+dev+analysis achieves a precision of 64.46% and a recall of
82.32%. The full version of PerfSense surpasses the recall of both
code (73.42%) and code+dev (73.09%), while maintaining a com-
petitive precision. Our findings show that each component has its
own benefits to the result, and the integrated components enhance
the overall effectiveness and reliability of PerfSense, providing a
robust solution for identifying relevant methods and classifying
performance-sensitive configurations within codebases.

Answers to RQ2.Adding dev improves recall with a balanced
trade-off in precision, and incorporating analysis further en-
hances recall while maintaining competitive precision. The
combined code+dev+analysis approach effectively leverages
each component’s strengths for comprehensive method iden-
tification.

RQ3: What are the reasons for PerfSense’s
misclassification?
Despite PerfSense achieving the highest accuracy and maintaining
a balance between precision and recall, there remain instances of
misclassification. Understanding the underlying causes of these
misclassifications is crucial for understanding the limitations of
PerfSense and providing insights for future performance analysis
utilizing LLMs. Hence, in this RQ, we conduct a detailed manual
study on the reasons for misclassification.
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We collected and examined 362 configurations incorrectly clas-
sified by PerfSense. To systematically analyze the reasons for mis-
classifications by PerfSense, we began by selecting a 20% random
sample from our dataset of 362 misclassified configurations. This
subset was thoroughly reviewed to identify and categorize the
various reasons for misclassification. In particular, we studied the
communication history among the agents, the source code, and
all related documents that we could find. With these categories
established, we then manually examined the remaining 80% of the
dataset, applying the derived categories to each configuration to
understand the distribution of the different reasons for misclassifi-
cation. We did not find any new categories during the process.
Results Table 4 shows the reasons for the misclassification of
performance-sensitivity by PerfSense and their percentage. In total,
we uncovered five reasons that cause the misclassification.
Most misclassifications (54.1%) occur in configurations with-
out clear evidence to support the performance sensitivity.
For the configuration where the classification results by PerfSense
differ from the ground truth [8], although we conducted a thor-
ough examination of the related code and a careful review of avail-
able information (e.g., documentation and source code), there is
no substantive evidence supporting the performance sensitivity of
this configuration. For example, in Cassandra, the configuration
column_index_cache_size_in_kb is not performance-sensitive [8].
However, the LLM agents responded that this configuration can
impact the amount of memory used for holding index entries in
memory, which can cause performance variations. Setting a higher
value may improve performance by reducing disk reads for index
entries while setting a lower value may result in more disk reads
and potentially slower performance. Based on reading the source
code, we believe the explanation of PerfSense’s decision is valid, but
there is no available evidence to support the performance sensitivity
of the configuration. This misinterpretation can lead to inaccurate
classification of performance sensitivity, highlighting the need for
providing better requirements to LLMs for code understanding.
PerfSensemaymisunderstand requirements on performance
sensitivities and classify other aspects as performance sensi-
tive (26.8%). PerfSense may do some interpolation and infer that
some non-performance-sensitive operations as performance sen-
sitive. For example, the configuration _prevalenceDirectory in
Prevayler specifies the directory used for reading and writing files.
The configuration is related to file storage and is not performance-
sensitive. However, PerfSense incorrectly assumes that the loca-
tion of these read-write operations impacts system performance,
whereas the configuration primarily pertains to system storage
rather than performance.
10.0% of the misclassifications are due to incorrect interpre-
tations of performance impact. In some instances, PerfSense
inaccurately assesses the performance impact of specific config-
urations that do not inherently influence system efficiency. For
example, the configuration BACKGROUND_COLOR in Batik, which sets
the background color, is performance-sensitive. The reason is dif-
ferent color settings can have an impact on the performance of
graph rendering. However, PerfSense incorrectly classifies the code
related to the configuration of the color as performance-insensitive.

8.0%misclassification is related to having performance-related
keywords for a performance non-sensitive configuration.
LLMs are trained using natural language texts so they are sensi-
tive to keywords in the prompts. If there are performance-related
keywords in the prompt, PerfSense is more likely to classify a
configuration as performance-sensitive. For example, the configu-
ration gc_log_threshold_in_ms’ is not performance-sensitive in
the Cassandra project based on the ground truth [8]. Enabling or
disabling the configuration does not affect the system execution
time. However, the keyword “gc” (garbage collection) is often con-
sidered to be performance-related in many situations, PerfSense
incorrectly classified the configuration as performance-sensitive.
However, the configuration is related to logging during gc, and
setting a lower/higher threshold does not have a noticeable impact
on the performance.
Hallucination is rare but can still cause misclassification
(1.1%).Hallucination in LLMs can lead to incorrect or misleading re-
sults [23, 28]. For example, the configuration hinted_handoff_enabled
in Cassandra is considered performance-sensitive [8]. This configu-
ration is to allow Cassandra to “continue performing the same num-
ber of writes even when the cluster is operating at reduced capacity”.
However, due to hallucination, PerfSense erroneously states that
this configuration is related to the name of applications, causing
misclassification of the configuration.

Answers to RQ3. PerfSense’s misclassifications of
performance-sensitive configurations are primarily due to
a lack of clear evidence supporting performance sensitivity
(54.1%) and misunderstanding of requirements leading to
incorrect classifications (26.8%). Addressing these issues
may require better requirements specification and enhanced
understanding by LLMs to improve classification accuracy.

6 DISCUSSION
Better requirements for analyzing the performance sensi-
tivity of configuration are needed. During the reason analysis
of the misclassification of configurations, we find that misunder-
standing the requirement on performance sensitivities affects the
precision in identifying the performance-sensitive configurations
by PerfSense. The specificity and clarity of prompts used to interact
with these agents can influence their ability to accurately identify
performance-sensitive configurations. Incorporating more explicit
performance-related criteria into the prompts can help reduce mis-
classifications by aligning the LLM’s analysis more closely with the
actual performance impacts of the configurations. This adjustment
could guide the LLM agents to distinguish between configurations
that truly affect performance and those that do not, despite poten-
tially misleading indicators such as performance-related keywords.
PerfSense efficiently narrows down the scope of investiga-
tion performance sensitivity of configurations. One of the
strengths of PerfSense is its ability to efficiently narrow down the
list of configurations that need deeper investigation. Performance
sensitivity in software configurations is a complex domain where
manual identification processes are time-consuming and prone to
errors. By automating the identification process, PerfSense allows
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Table 4: Reasons and prevalence for the misclassification of performance sensitivity by PerfSense.

Reason Description Percentage

No clear evidence of performance
sensitivity

Through an examination of the related code and a careful review of available in-
formation (e.g., code and documentation), there is no clear evidence to indicate the
performance sensitivity of the configuration.

54.1%

Misunderstood requirements LLMs misunderstand the requirements for classification of performance-sensitive. 26.8%
Incorrect interpretation on the im-
pact of performance-related opera-
tion

LLMs incorrectly interpreted the impact of performance-related operations. This
misinterpretation led to the misclassification of the performance sensitivity of the
configurations.

10.0%

Influenced by performance-related
keywords

When LLMs classifies performance-sensitive configurations, keywords like “memory”
and “scalability” can lead to misclassifications. These keywords are inherently asso-
ciated with performance-related aspects, which may cause performance-insensitive
configurations to be incorrectly identified as performance-sensitive.

8.0%

Hallucination LLMs generate information that is not based on actual facts or truths. 1.1%

performance engineers and developers to focus their efforts and
expertise on a refined subset of configurations, enhancing produc-
tivity and optimizing resource allocation.
Prompt chaining and RAG technique enhance PerfSense un-
derstanding and analytical capabilities of the LLM on perfor-
mance analysis. tool leverages advanced prompting techniques,
such as prompt chaining and retrieval-augmented generation, to
improve the interaction dynamics between the developer and per-
formance expert agents. Prompt chaining breaks down complex
tasks into simpler, sequential queries that build upon each other,
which helps in constructing a comprehensive performance anal-
ysis for each performance-sensitive decision. RAG integrates the
configuration-related information from external sources and re-
duces the context size, ensuring that the analysis from LLMs is both
relevant and deeply informed for the performance assessment of
configurations. The integration of various prompting techniques
enhances PerfSense’s ability to accurately identify performance-
sensitive configurations with balanced precision and recall, min-
imizing the risk of overlooking critical performance nuances in
software behavior.

7 THREATS TO VALIDITY
7.1 Internal Validity
Due to the generative nature of LLM, the responses may change
across runs. To mitigate the threat, we try to execute the LLMs
five times and report the average for our evaluation. We set the
temperature value to 0.3, which makes the result more consistent
but still allows some diversity. We find that the results are similar
across runs, which means the outputs are stable. However, future
studies are needed to understand the impact of temperature on the
results. Since LLMs are trained using open-source systems, there is
the possibility of data leakage problems. To minimize the impact,
we excluded system-specific information (e.g., system and package
names) when classifying configuration performance sensitivity to
mitigate data[38].

7.2 External Validity
We conducted the study on open-source Java systems. Although
we tried to choose matured and popular systems that are also used

in prior studies, the results may not apply to systems implemented
in other programming languages. Future research is needed to
examine the results of other types of systems.

7.3 Construct Validity
Classifying the performance sensitivity of a configuration param-
eter is a challenging task due to varying workloads [50]. Hence,
in this paper, we rely on the prior benchmark [8] and validate the
result by an in-depth analysis and all the documents that we could
find. To encourage replication and validation of our study, we made
the dataset publicly online [40].

8 CONCLUSION
Configuration parameters are crucial for customizing software
behavior, and some configurations can have a performance im-
pact on systems. However, misconfigurations are common and can
lead to significant performance degradation, making it essential
to identify performance-sensitive configurations. In this paper, we
introduced PerfSense, a novel framework leveraging LLM-based
multi-agent systems to identify performance-sensitive configura-
tions in software systems. By combining static code analysis and
retrieval-augmented prompting techniques, PerfSense can iden-
tify performance-sensitive configurations with minimal manual
work. Our evaluation of seven open-source systems demonstrated
that PerfSense achieves a higher accuracy of 64.77% compared to
existing the state-of-the-art method (61.75%). Furthermore, our eval-
uation of studying the effect of different prompting components
revealed that the implementation of prompt chaining in PerfSense
substantially enhances recall, with improvements ranging from 10%
to 30%. To understand the limitations of PerfSense, we conduct a
manual analysis of 362 misclassification configurations to analyze
and summarize the reasons for the misclassification of performance
sensitivity by PerfSense. LLM’s misunderstanding of requirements
(26.8%) is the key reason for misclassification. Additionally, we pro-
vide a detailed discussion to offer insights for future research to
enhance the robustness and accuracy of LLM-based configuration
performance analysis.
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