
Decentralized Credential Verification
Patrick Herbke

Service-centric Networking
Technische Universität Berlin

Berlin, Germany
p.herbke@tu-berlin.de

Anish Sapkota
Service-centric Networking

Technische Universität Berlin
Berlin, Germany

anish.sapkota@campus.tu-berlin.de

Abstract—This paper presents a decentralized application
(dApp) for secure and efficient digital credential management
using blockchain and verifiable credentials. The dApp supports
OID4VC and SD-JWT-compliant wallets for privacy-preserving
credential management. Primarily demonstrated through resume
verification, the framework is versatile across various domains.
By integrating Decentralized Identifiers and advanced crypto-
graphic methods, the dApp addresses inefficiency, high costs,
and fraud vulnerabilities, providing a robust solution for modern
credential management.

Index Terms—Blockchain, Decentralized Credential Status
Management, Public Key Infrastructure, Verifiable Credentials,
Self-Sovereign Identity

I. INTRODUCTION

Traditional credential management systems are inefficient,
costly, and prone to fraud. Centralized methods introduce
delays and security risks, further complicated by a lack of
standardization and interoperability [1], [2].

Contribution This paper introduces a decentralized applica-
tion (dApp) leveraging blockchain and verifiable credentials to
address credential management challenges. The dApp acts as
an intermediary, enabling secure interactions between issuers,
holders, and verifiers. By integrating decentralized identifiers
(DIDs), verifiable credentials (VCs), and cryptographic signa-
tures, our solution ensures tamper-proof and verifiable creden-
tials [3]. The dApp supports elliptic curve cryptography [4],
SD-JWT [5] compliant wallets, and OID4VC [6] protocols,
enhancing interoperability and efficiency.

II. BACKGROUND

Our dApp integrates DIDs, VCs, and blockchain technology
for secure digital credential management, supporting SD-
JWT-compliant wallets and OID4VC protocols. Stakeholders,
including issuers, holders, verifiers, and administrators, man-
age the creation, management, and verification of credentials.
Future research may explore decentralized autonomous orga-
nizations (DAOs) [7] and smart contracts [8] for automated
credential processes.

Blockchain: Blockchain technology offers a decentralized,
transparent, and immutable framework, improving security and
transparency. Blockchain technology ensures the decentralized
recording of credential-related events without a central author-
ity. Our system uses blockchain to manage DID documents
and public keys of issuers, holders, and verifiers [9].

Decentralized Identifiers (DIDs) and DID Documents:
Unlike traditional identifiers, DIDs operate independently of
central registries, allowing direct authentication for humans,
machines, materials and products. Entities manage DIDs for
secure ownership. In our resume verification demo, DIDs
ensure credential authenticity, allowing direct verification by
employers or educational institutions, without third-party val-
idation.

Verifiable Credentials: Verifiable Credentials (VCs) are
cryptographically signed digital documents exchanged be-
tween issuers, holders, and verifiers. Issuers create and issue
VCs to holders who present them for verification. In our demo,
VCs are essential for the holder’s resume, which universities
or employers use. Our dApp uses DIDs to verify ownership
and enhance trust without central authorities.

Cryptography: Cryptography ensures data integrity, authen-
ticity, and confidentiality in credential ecosystems and dApps.
VCs and VPs use JSON Web Signatures (JWS) 1 and CBOR
Object Signing and Encryption (COSE) methods. Our dApp
uses JWS with ECDSA on the NIST P-256 curve for digital
signatures and supports EdDSA on Curve25519 to encode and
enable credential data.

Communication Protocols: Credential ecosystems and
dApps use protocols like HTTP/HTTPS, WebSockets, and
the publish/subscribe (pub/sub) model for secure, real-time
interactions. HTTP/HTTPS ensures encrypted data exchanges,
WebSockets provide immediate data transmission, and the
pub/sub model (implemented with Redis) supports interservice
communication. Alternatives include RabbitMQ, Kafka, and
MQTT. In our resume verification dApp, HTTPS handles
initial requests and exchanges, including QR code link re-
quests and EBSI communication. WebSockets enable real-
time VP transmissions post QR code scans. Redis Pub/Sub
synchronizes backend services, ensuring prompt responses and
enhancing user experience.

III. CONCEPT OF THE RESUME CREDENTIAL USE CASE

The resume credential use case exemplifies the secure,
efficient, and tamper-proof management of digital credentials
through a decentralized application (dApp). This system in-
cludes key stakeholders: issuers, holders, verifiers, and admin-
istrators. The dApp facilitates user authentication (Figure 1)

1JWS: https://www.w3.org/TR/vc-jws-2020/, accessed 16.06.2024
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and job application processes (Figure 1), by using verifiable
credentials (VC). Specifically, it involves generating and sub-
mitting verifiable presentations (VPs). VPs are created by
the VC holder to present claims to the verifier, utilizing the
verifiable presentation functionality.

Fig. 1. Sequence diagram illustrating the login process using verifiable pre-
sentations (VPs) in the dApp, involving the holder, login page, authentication
service, verifier service, and WebSocket server.

Figure 1 shows the login flow.
1) Login Request: The holder selects login via VP on the

login page.
2) QR Code Generation: The authentication service gener-

ates a VP request as a QR code, displayed to the holder.
3) QR Code Scanning: The holder scans the QR code,

submitting login credentials as a VP.
4) Credential Submission: The VP token is sent through

the WebSocket server to the verifier service.
5) Verification: The verifier service validates the VP by

checking the cryptographic signature and user ID.
6) Result Handling: If verification is successful, a session

is created, and access is granted. Otherwise, access is
denied.

Figure 2 shows the verifiable presentation flow.
1) Presentation Definition: The verifier sends a presentation

definition.
2) VP Request: The verifier service generates and publishes

a VP request to the holder’s topic.
3) QR Code Generation and Scanning: The holder scans

the QR code and submits the VP.
4) VP Submission: The VP is published to the verifier’s

topic and relayed to the verifier service.
5) Verification: The verifier service checks the VP against

the issuer’s DID document retrieved from the European
Blockchain Services Infrastructure (EBSI).

Fig. 2. Sequence diagram showing the credential verification process in
the dApp, involving the holder, verifier, verifier service, pub/sub system,
WebSocket server, and EBSI.

6) Result Handling: The verification result is returned,
confirming the credential’s validity.

IV. RESUMÉ CREDENTIAL IMPLEMENTATION

The implementation of the resume credential dApp in-
tegrates components to ensure secure, efficient, and decen-
tralized credential management. The architectural diagram
illustrates the interactions between issuers, holders, verifiers,
and administrators.

Frontend: The frontend, built with Next.js, enables user
interaction. Holders can log in, create resumes, and apply
for jobs using VPs. Verifiers can request and verify VPs and
holders submit VPs by scanning QR codes.

Backend: The backend handles issuance, storage, and veri-
fication of credentials. It includes a verifier service for process-
ing requests and validating credentials against the blockchain
and an authentication service for user login. Data management
uses Prisma ORM and PostgreSQL.

WebSocket Server: The WebSocket Server supports real-
time communication between holders and verifiers, ensuring
immediate VP transmission and improving user experience.

Publish/Subscribe Model: Redis as Pub/Sub supports inter-
service communication within the backend, allowing timely
responses to VP requests and maintaining data integrity.



Fig. 3. The architecture of the resume verification dApp integrates issuers,
holders, and verifiers, using blockchain for credential integrity, WebSockets
for real-time communication, and a pub/sub model for efficient interactions.

European Blockchain Services Infrastructure (EBSI): EBSI
provides DIDs and DID documents to verify issuers and ensure
the integrity of credentials. This integration improves trust
and security, and issuers use did:ebsi and holders use
did:key for GDPR privacy.

Wallet: The wallet securely stores verifiable credentials,
supporting SD-JWT and cryptographic algorithms like EdDSA
on Curve25519. It facilitates secure signing, presentation, and
QR code scanning for credential verification, ensuring efficient
and trustworthy interactions.

V. CONCLUSION

This project demonstrates a practical application of a
credential-based ecosystem, allowing users to log in using
verifiable credentials issued by trusted entities, such as compa-
nies, universities, or government institutions. The system sup-
ports secure issuance, storage, and presentation of verifiable
credentials (VCs), allowing verifiers to authenticate credentials
directly. Using advanced technologies, including Decentralized
Credential Status Management (DCSM), multiparty computa-
tion (MPC) [10], fully homomorphic encryption (FHE) [11]
and zero-knowledge proofs (ZKP) [12], our framework sig-
nificantly enhances traditional credentialing systems, ensuring
robust, secure, and efficient digital credential management.

VI. DISCUSSION

The proposed dApp offers a secure and efficient credential-
based ecosystem using blockchain and VCs. Leveraging DIDs
and advanced cryptographic techniques ensures digital cre-
dentials’ integrity, authenticity, and confidentiality. Our dApp
enables direct interactions between issuers, holders, and ver-
ifiers, eliminating third-party validation. The system supports
secure issuance, storage, and presentation of VCs for academic
certification, professional licensing, and asset management.

Enhancing privacy-preserving techniques is crucial to pre-
vent tracking and profiling. Integrating MPC, FHE, and ZKP

can improve privacy measures, such as validating credentials
without revealing data. Improving decentralized credential
status management (DCSM), especially the (un)revocation
of credentials, is vital for high-throughput domains. These
technologies mitigate tracking risks, ensuring robust security
and stakeholder trust. The WebSocket Server supports real-
time communication between holders and verifiers, enhancing
the user experience with immediate VP transmission.

VII. FUTURE WORK

Future research will integrate smart contracts and DAOs to
automate credential processes, reducing human intervention,
and increasing efficiency. Investigating DCSM, particularly
(un)revocation, is crucial for high-throughput domains. Explor-
ing MPC, FHE, and ZKP will enhance privacy and security
in credential verification.

Beyond resume verification, our framework can be applied
to healthcare, finance, and supply chain management, improv-
ing security and efficiency across sectors. Future work will
compare our approach with existing research and evaluate
costs, performance, and security.
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