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Abstract—Machine unlearning enables pre-trained models to remove the effect of certain portions of training data. Previous machine
unlearning schemes have mainly focused on unlearning a cluster of instances or all instances belonging to a specific class. These
types of unlearning might have a significant impact on the model utility; and they may be inadequate for situations where we only need
to unlearn features within instances, rather than the whole instances. Due to the different granularity, current unlearning methods can
hardly achieve feature-level unlearning. To address the challenges of utility and granularity, we propose a refined granularity unlearning
scheme referred to as “feature unlearning”. We first explore two distinct scenarios based on whether the annotation information about
the features is given: feature unlearning with known annotations and feature unlearning without annotations. Regarding unlearning with
known annotations, we propose an adversarial learning approach to automatically remove effects about features. For unlearning
without annotations, we initially enable the output of one model’s layer to identify different pattern features using model interpretability
techniques. We proceed to filter features from instances based on these outputs with identifying ability. So that we can remove the
feature impact based on filtered instances and the fine-tuning process. The effectiveness of our proposed approach is demonstrated
through experiments involving diverse models on various datasets in different scenarios.

Index Terms—Machine unlearning, data privacy, feature unlearning, model interpretability, adversarial learning

✦

1 INTRODUCTION

MACHINE unlearning refers to the process of elimi-
nating the influence of specific training data on a

machine learning model [1], [2]. This technological advance-
ment has gained significant attention recently, largely due
to various factors, such as the the right to be forgotten in
regulations and laws, privacy considerations, and the en-
hancement of model utility [3], [4], [5]. The conventional
approach to machine unlearning involves retraining the
model from scratch after deleting the unlearning instances.
However, given the vast amount of training datasets used in
modern machine learning, this method becomes impractical
due to excessively high computational and time costs [1].
To address this challenge, recent research has introduced a
range of alternative techniques [6], [7], [8], [9]. Bourtoule
et al. [6] proposed SISA (Sharded, Isolated, Sliced, and
Aggregated), which based on the idea of data segmentation.
Guo et al. [9] calculated the effects of instances and adjusted
model parameters to offset those effects.

Current machine unlearning mainly focuses on remov-
ing the effect at either the instance or class level. Instance-
level unlearning approaches deal with the request to un-
learn information related to an individual or a group
of instances [6], [7], [8], [9], while class-level unlearning
methods involve eliminating the influences associated with
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all instances from a particular class [10], [11], [12], [13].
However, many scenarios require unlearning in a feature
level, in which the model owner only removes the impact
of a particular feature, such as color, from the model. For
instance, considering sensitive features such as age, gender,
or skin color, which could be integrated across all instances
in any model. The machine unlearning schemes at the
instance level have to unlearn all instances containing those
features, which is unpractical [14]. Conversely, a feature
level unlearning is urgently needed.

Furthermore, the feature unlearning technique can serve
as an alternative solution for alleviating model bias. As
shown in Figure 1, the solutions to fairness issues primarily
focus on equalizing the frequency of various features ap-
pearing across different classes in a dataset [15], [16]. Feature
unlearning can directly remove the features that lead to bias,
without significant effect on model performance.

However, compared with unlearning instance or class,
unlearning feature, especially for unstructured data, is more
challenging due to the complexity of instances. We have
identified three distinct challenges if achieving feature un-
learning.

• Firstly, a single instance may contain multiple tightly
embedded features. The interactions between those
multiple features and the model’s processing across
different layers are quite complex, making it difficult
to eliminate the influence of a specific feature with-
out negatively impacting other features.

• Second, in many cases, we don’t know the value
of a feature, which we define as the annotation of a
feature. For example, an annotation of a skin color
feature might be white. The unknown annotation
means that the dataset does not provide any informa-
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Fig. 1: Feature unlearning helps to tackle the fairness problem. In each sub-figure, elements of different shapes represent
different features; and different colors represent different feature annotations. Figure 1a shows that the inconsistent
frequency of features (triangles) may lead to unfairness. For example, instances possessing the yellow triangle feature
will have a greater likelihood of being classified as class 2, while instances possessing the blue triangle would be classified
as 1. Fairness solutions typically aim to mitigate bias by equalizing the frequency of biased features across different
classes, with the goal of transforming these features into normal features. Since these features do not play vital roles for
classification, we can eliminate the bias by directly unlearning those features and retaining the remaining features for the
model classification (as shown in Figure 1b).

tion about what these features look like. In a trained
gender recognition model, the training dataset may
only give information about the gender of each in-
stance, without providing explicit information about
their skin color. In this situation, unlearning skin
color needs to remove the relevant features without
any explicit feedback from the dataset, which is
challenging.

• Third, effectively evaluating the actual unlearning of
features from the model is a significant challenge.
Current instance-level evaluation metrics, such as
accuracy-based or membership inference attack-
based techniques [17], [18], [19], are unsuitable
for assessing feature-level unlearning due to diverse
granularity of unlearning targets.

Current existing unlearning methods usually rely on
data segmentation [6], [7], [8] or influence functions [9],
[20] techniques, aiming to effectively partition the dataset
to speed up model retraining or compute the effects of
individual features, which cannot tackle above challenges.

This paper introduces two feature unlearning schemes:
feature unlearning with known annotations and feature un-
learning without annotations. Based on this categorization,
we propose two fine-tuning-based methodologies to ad-
dress the above unlearning scenarios respectively. The fine-
tuning scheme enables the model to quickly unlearn pre-
viously learned knowledge when undergoing fine-tuning
for a new task [10], [11]. It is more efficient compared to
the retraining-based unlearning strategies [6], [7], [8]. In our
schemes, The known annotation uses adversarial training;
and unlearning without annotations uses filtered instances
to fine-tune model.

To tackle the first challenge, in unlearning with known
annotations, where we have annotations associated with the
features to be unlearned, we employ adversarial training
to fine-tune model. This technique automatically identifies
and separates the feature information, allowing us to retain
as many task-specific features as possible while removing
the unlearning features in each instance. In the case of un-

learning without annotations, we enable the output of one
CNN model’s layer to identify and separate distinct pattern
features. This is achieved through model interpretability
techniques.

To address the second challenge in feature unlearning
without annotations, we introduce a novel loss term [21]
that encourages one CNN model’s layer to identify distinct
pattern features. To broaden the range of identification, we
incorporate the eigengap heuristic technique, allowing for
identifying a larger number of features while maintaining
the desired effect. By identifying various feature informa-
tion, we encode the instance to filter out the feature infor-
mation that needs to be unlearned. Subsequently, we fine-
tune the model to achieve the unlearning purpose based
on those encoded instances. In contrast, when dealing with
unlearning with known annotations, where the annotations
are already known, we directly unlearn the features using
adversarial learning.

To tackle the third challenge, we evaluate the effective-
ness of feature unlearning using the correlation between
feature information and model task, as well as the variations
of model accuracy. In addition, we qualitatively evaluate
our two unlearning schemes by using Guided backprop-
agation [22] and visualizing whether our model has been
fine-tuned on the revoked features for our two unlearning
schemes.

In summary, we make the following contributions:

• We tackle the machine unlearning problem at the
feature level and formally define two types of ma-
chine unlearning requests: feature unlearning with
known annotations and feature unlearning without
annotations.

• We introduce adversarial learning techniques to facil-
itate the feature unlearning with known annotations,
while retaining useful feature information for the
model task.

• We introduce model interpretability techniques to
empower the output of one model’s layer to de-
couple and identify various pattern features. These
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outputs, equipped with identifying capabilities, are
then employed to facilitate unlearning without an-
notations.

• We evaluate our feature unlearning from both quan-
titative and qualitative perspectives. In addition to
evaluating based on accuracy, we also propose two
new methods, including variation in accuracy and a
gradient visualization-based scheme.

2 RELATED WORK

In response to the right to be forgotten, the machine learning
community has proposed several unlearning schemes. In
our previously published survey paper [2], we conducted
a comprehensive survey encompassing recent studies on
machine unlearning techniques. This survey delved into
several crucial aspects, including: (i) the motivation behind
machine unlearning, (ii) the objectives and desired out-
comes of unlearning, (iii) a novel taxonomy for categorizing
existing machine unlearning techniques based on their ra-
tionale and strategies, and (iv) approaches for verifying the
effectiveness of machine unlearning. In general, existing un-
learning solutions mainly focus on the unlearning requests
at the class or instance levels.

Class-level unlearning schemes refer to removing effects
about all instances belonging to a specific class. Graves et
al. [10] presented a framework based on random relabeling
and fine-tuning strategies for class-level unlearning. Takashi
et al. [11] proposed an unlearning method, called selective
forgetting, for lifelong learning environments. The authors
devised mnemonic codes, which are synthetic signals tai-
lored to specific classes that need to be unlearned. By
leveraging the mechanism of catastrophic forgetting, these
mnemonic codes were utilized to selectively unlearn partic-
ular classes without relying on the original data. Baumhauer
et al. [12] first transformed the existing logit-based classifiers
into the integrated model, consisting of a nonlinear feature
extractor followed by logistic regression. Four filtration
methods were then introduced to facilitate the unlearning
of a specific class: naive unlearning, normalization, random-
ization, and zeroing. These methods filter the outputs of the
logistic regression layer about the unlearning class. Wang et
al. [13] addressed the problem of class-level unlearning in
federated learning environments based on Term Frequency-
Inverse Document Frequency (TF-IDF) and fine-tuning tech-
niques. However, the effectiveness of the above-mentioned
schemes is limited in the scope of classes, consequently im-
posing constraints on their potential for broader scalability.

Instance-level unlearning schemes address the request to
unlearn information pertaining to one instance or a cluster
of instances from the model. Cao et al. [1] transformed
machine learning algorithms into summation representation
and utilized these summations to develop statistical query
learning models. To perform unlearning, affected summa-
tions, which contain instances requiring unlearning, were
recalculated. Since only a few machine learning algorithms
can be implemented as statistical query learning, this ap-
proach is unsuitable for complex models. Bourtoule et al. [6]
presented a “Sharded, Isolated, Sliced, and Aggregated”
(SISA) architecture, similar to the existing ensemble training
methodologies, to achieve the unlearning purpose. Other

TABLE 1: Notations

Notations Explanation
D The training dataset

(x, y) One instance in D
M The original trained model
Du Dataset that need to be unlearned
Dr Remaining dataset
Mu Model after unlearning process
fi One feature in instance x

Ai Different groups in target layer
si,j The similarity matrixes
x̂i The output of remover model
LE The loss of adversarial learning

L(w,A) The loss of identifier model
β, λ The hyperparameters in adversarial training
γ The hyper-parameters in identification training

similar schemes are used in recommendation tasks [8] and
graph classification tasks [7]. However, as the amount of
unlearning data increases, those schemes will cause degra-
dation in model performance, making them only suitable
for small-scale scenarios [6]. In addition, smaller shards can
decrease the retraining data size and reduce the costs, but
it also impacts the performance of unlearned model [7], [8].
The unlearning methods adopted in [9], [20], [23] directly
adjust the model parameters to offset the influence caused
by instances, thereby achieving the unlearning purpose. The
estimation of the influence caused by a particular train-
ing instance on the model parameters continues to be a
challenging task when facing complex models. The existing
theoretical schemes predominantly concentrate on simpler
convex learning problems, such as linear or logistic regres-
sion. Schelter et al. [24], and Brophy et al. [25] considered the
effective unlearning methods in tree-based models, while
Nguyen et al. [26] focused on Bayesian model.

However, the above machine unlearning schemes pri-
marily focused on instance-level requests. They are unable
to handle more fine-grained unlearning requests at feature
level. Alexander et al. [14] provided a feature unlearning
scheme based on influence functions, which allows feature
unlearning through closed-form updates of model parame-
ters [9]. However, their scheme primarily addresses tabular
datasets with enormous assumptions and does not consider
more complex datasets like image data. In comparison, we
aim to extend the unlearning capability to image data types,
which poses significant challenges compared to current
state-of-the-art schemes. Additionally, we also explore how
to achieve unlearning purposes without relying on feature
annotations for supervision.

3 PRELIMINARIES

In the context of machine unlearning, we define the subset
Du ⊂ D as a portion of the training dataset, whose influ-
ence we want to remove from the trained original model
M = A(D), where A() is the training process. Conversely,
the complement Dr = D∁

u = D/Du represents the dataset
we intend to preserve those contributions within the model.
Other important symbols that appear in this paper and their
corresponding descriptions are listed in Table 1.
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With these definitions, we give the definition of machine
unlearning for instance-level requests.
Definition 1 (Machine Unlearning [1]). Let’s define the un-

learning process as U(M,D,Du), which aims to remove
a cluster of instances Du from the pre-trained model
M = A(D). This unlearning process is a function that
takes the pre-trained model M , the training dataset D,
and the unlearning dataset Du as inputs and outputs a
new model Mu. The objective of the unlearning process
is to ensure that the unlearned model performs as if it
had never seen the instances in the unlearning dataset.

If Du in the above definition denotes all instances within
a class, the above definition can be seen as class-level un-
learning. However, class-level or instance-level unlearning
schemes cannot handle feature-level unlearning requests.
Feature unlearning focuses on the unlearning request on
the feature level. Bau et al. [27] established a classification
of six different types of semantics features within Convo-
lutional Neural Networks (CNNs): objects, parts, scenes,
textures, materials, and colors. Specifically, the first two
categories can be broadly regarded as patterns related to
objects characterized by specific shapes. On the other hand,
the remaining four categories can be grouped as attribute
patterns lacking distinct contours [28].

In this paper, we consider unlearning those two types
of features, named pattern feature and attribute feature. For
example, in the case of face recognition scenarios, the images
typically contain various features, including but not limited
to pattern features, such as the shape of the nose and the
state of the mouth, and attribute features, such as male
and youth. To represent the training dataset, we use D =
{(x1, y1, f1) , (x2, y2, f2) , . . . , (xn, yn, fn)} ⊆ Rd × R × Rk,
where each xi ∈ X represents an individual instance, yi ∈ Y
is the corresponding label, and n represents the size of
the dataset D. Unlike the general dataset definition, we
define an extra item fi in the dataset D. fi represents the
feature annotations of this instance. Consider one instance
xi that consists of multiple features. The annotations of
those features can be denoted as fi = {f1, f2, . . . , fk}. For
example, in the above face recognition scenarios, if the shape
of the nose is described as whether it is pointy, fpointy nose

= True if it is, and fpointy nose = False if it is not.
Now, we give the definition of feature unlearning.

Definition 2 (Feature Unlearning). Given one specific fea-
ture, the annotation is denoted as fi. We want to remove
all effects of this feature from the trained model. Feature
unlearning process Uf (M,D, fi) is defined as a function
from an already-trained model M = A(D), a training
dataset D, and a specified feature fi to a model Mu,
which ensures that the unlearned model Mu performs
as though it had never seen the unlearning feature fi in
all training dataset.

4 METHODOLOGY

In this section, we first present an unlearning scheme based
on adversarial training techniques. It is simple but effective
in simultaneously unlearning multiple features with known
annotations and maintaining the model’s performance for
the original task (Section 4.1). Moreover, we address the

requests of unlearning features in scenarios where anno-
tations are unknown and propose an unlearning method
based on model interpretability and fine-tuning (Section 4.2
and Section 4.3). These approaches cater to both with known
and without annotations cases, with adversarial learning for
the former and interpretability-guided fine-tuning for the
latter.

4.1 Feature unlearning with known annotations
In cases where the annotations of the features that need to
be unlearned are known, we employ adversarial learning
to fine-tune the original model and remove unlearning
features automatically1. As shown in the middle in Figure 2,
our scheme mainly consists of two sub-processes that run
alternately with each other. Remover training process trains
the remover, whose purpose is to output a mask for filter-
ing unlearning features and remaining useful features for
original task. We classify features in each instance into two
categories: target features and task features. Target features
denote those features that are required to be unlearned,
whereas task features encompass the ones linked to the task
of the original model. As an example, in a scene recognition
model, the features concerning the scene itself are consid-
ered task features, whereas the gender-related features that
need to be unlearned are categorized as target features. We
can further categorize target features according to whether
it is pattern feature or attribute feature. The purpose of fine-
tuning process is to fine-tune the model based on the masked
instances to achieve unlearning purpose.

4.1.1 Remover training process
This process contains three main parts: remover, original and
adversary models. The upper right portion is the original
model M , within which the feature unlearning operation
needs to be performed, i.e., we need to remove the specified
features from that model. Let L (M (xi) , yi) denote the loss
of the original model:

LM =
∑

L (M (xi) , yi)

s.t. (xi, yi) ∈ D
(1)

The adversary C is the lower right portion. It aims to
predict whether the output instance x̂i from remover based
on an input instance xi contains target feature information.
The adversary’s objective is to minimize a loss that quan-
tifies the amount of information about the target feature it
can extract from x̂i:

LC =
∑

L (C (x̂i) , fi)

s.t. (xi, fi) ∈ D
(2)

where the adversary, denoted as C , takes the outputs x̂i

from the remover E as its input, alongside the inputs xi for
remover. fi represents the annotations for target feature of
xi.

Remover E, encompasses an encoder and decoder
framework designed to generate a mask. The purpose of
this mask is to filter target features, while preserving task
features as much as possible. In addition to this, to make the

1. In this paper, we use the term unlearning feature to denote the
feature that needs to be unlearned from the model.
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Fig. 2: A schematic view of feature unlearning with known annotations.

before and after filtered instances more similar, we introduce
an extra loss term weighted by the parameter β for remover:

LE =
∑
i

[
β |xi − x̂i|ℓ1 + L (M (x̂i) , yi)− λLC

]
s.t. (xi, fi, yi) ∈ D

(3)

The primary objective of the first term in Equation 3 is
to maintain a higher amount of information that already
exists in the original instances. This helps to ensure that
the instances after masking are as similar as possible to the
original instance. The second term focuses on preserving
a greater extent of task-specific feature information, which
refers to task features. On the other hand, the third term
eliminates the intended feature information, specifically the
target features.

It is worth highlighting that we can address the scenario
of unlearning multiple features simultaneously within this
framework. That is, the number of feature fi to be unlearned
can be arbitrary. When only one feature is considered to
be unlearned, the number of fi can be one. For example,
the gender feature information is unlearned in the scene
recognition model. We can also unlearn multiple features
at the same time. In such cases, we can use the following
equation to evaluate the information related to multi-target
features:

LC =
∑

L (C (x̂i) , (f1, f2, .., , fm))

s.t. (xi, (f1, f2, .., , fm)) ∈ D
(4)

where (f1, f2, .., , fm) represent multi features that need
to be unlearned. m is the number of those features.

4.1.2 Fine-tuning Process
After one iteration of the remover training process is per-
formed, we alternately fine-tune the model based on the fil-
tered instance to gradually achieve the unlearning purpose:

LM =
∑

L (M (x̂i) , yi) (5)

After several iterations, target features will be unlearned
from the original model. Algorithm 1 illustrates the whole
unlearning process.

In line 1, we first train the adversary model to give it
the ability to detect whether the specific feature information

Algorithm 1: Unlearning with known annotations
Input: The full training set D, original model M ,

remover E, adversary C, total iteration number
T .

Output: model Mu after unlearning process
1 Training adversary C based on the dataset

(xi, fi) ∈ D
2 for t = 0; t < T ; t++ do
3 if i % 2 == 0 then
4 Setting require grad = False of all parameters

from original model M and adversary C.
5 Setting require grad = True of all parameters

from remover E.
6 for (xi, fi, yi) ∈ D do
7 Input xi to remover E and get x̂i.
8 LC =

∑
L (C (x̂i) , fi).

9 LM =
∑

L (M (x̂i) , yi).
10 Updating remover E based on

LE =
∑

i

[
β |xi − x̂i|ℓ1 + LM − λLC

]
.

11 else
12 Setting require grad = False of all parameters

from remover E and adversary C.
13 Setting require grad = True of all parameters

from original model M .
14 for (xi, fi, yi) ∈ D do
15 Input xi to remover E and get x̂i.
16 Updating original model M based on

LM =
∑

L (M (x̂i) , yi).

17 return Mu = M

in an instance. Then, in lines 2-10, we train the remover
E to remove target features while retaining the relevant
task features for the original model task. Specifically, in
lines 4 to 5, we fix the parameters of the original model
M and adversary C and only update remover E. In lines
6-10, we update the remover based on LE . Alternately, as
indicated in lines 12 to 16, we also fine-tune the original
model based on instances generated by the remover. This
effectively unlearns information about target features due
to the presence of catastrophic forgetting [10], [13].

4.2 Feature unlearning without annotations
In the above-mentioned section, if we have annotations for
the features that need to be unlearned, we can use adver-
sarial training to achieve unlearning purpose. However, the
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Fig. 3: A schematic view of feature unlearning without annotations

adversarial training method cannot be applied to unlearn
features if we lack annotations. This is because we cannot
use the adversary model to remove features from instances.

Identifying and unlearning various features without an-
notations becomes extremely challenging. This task involves
three main challenges. Firstly, how do we identify which
features are present in the instance and can be unlearned?
Secondly, how do we obtain more diverse features to meet
different unlearning requirements? Thirdly, how do we un-
learn feature information from the model when we know
these features? For the purpose of identifying various fea-
tures, we modify a model so that its output of the middle
layer can be used as an encoder to filter feature information.
The modified model, we call it identifier model. In this section,
we illustrate how to achieve unlearning features without
annotations based on the output of this identifier model.
The construction of the identifier model will be introduced
in the next Section.

Our unlearning scheme without annotations is shown
in Figure 3. We employ the output of trained identifier
model as an encoder. The encoded instance is subsequently
provided as input to the original model for fine-tuning. In
the encoding process, we first feed one instance xi into
the trained identifier model and hook the output from a
selected layer in identifier model. The output of this layer can
identify different pattern features, resulting in the output
containing diverse feature information. It is worth noting
that the identified features only contain different pattern
features and no attribute features. Therefore, for feature un-
learning without annotations, we only consider unlearning
the pattern features. Following the above step, we choose
a specific output based on the pattern features we intend
to unlearn. This selected specific output will be used to
encode instance xi. The algorithm outlining our approach
is presented in Algorithm 2.

In Algorithm 2, we first fix the parameters of the iden-
tifier model and only update the original model (Lines 1-
2). Lines 3-9 involve obtaining the output of the identifier
model, and subsequently encoding the original instance
xi based on these outputs. Specifically, when an output is
chosen, it will be expanded to match the original instance’s
size (line 6). Then, for each pixel point in the expanded
output image, if its value is not zero, the corresponding
pixel value in the original instance is removed to eliminate
the feature information. These modified instances are then

Algorithm 2: Unlearning without annotations
Input: The full training set D, original model M , model

with identifying ability M
′
id, feature index id,

total iteration number T .
Output: model M

′
after unlearning process

1 Setting require grad = False of all parameters from
M

′
id.

2 Setting require grad = True of all parameters from
M .

3 for (xi, yi) ∈ D do
4 Input xi to identifier model M

′
id.

5 Hook output Oi in target layer.
6 Resize Oid

i to size of xi.
7 for each pixel p ∈ Oid

i and q ∈ xi do
8 if p is not equal to 0 then
9 remove pixel q in xi

10 x̂i = xi

11 Finetuning M based on LM =
∑

L (M (x̂i) , yi).

12 return M
′
= M

used to fine-tune the model further, resulting in feature
unlearning without annotations (line 11).

4.3 Feature identification without annotations
To tackle the challenges of identifying which features can
be unlearned, we empower the output of one model layer
with the ability to identify different features. As illustrated
in Figure 4a, we opt for a specific layer within the model that
can be strategically optimized to identify various feature
information. Since filters in lower convolutional layers of
CNNs typically capture basic texture features, while filters
in higher convolutional layers are more inclined to en-
code object parts or complex pattern features. We focus on
training models with automatic detecting features in higher
convolutional layers (gray layer in Figure 4a), which we
call target layer. In addition, as shown in Figure 4b, since
CNNs usually use a set of filters to jointly detect specific
image features rather than using a single filter [29], we
divide filters Ω = 1, 2, · · · , d in the target layer into distinct
groups A1, A2, · · · , AK , where A1 ∪ A2 ∪ · · · ∪ AK = Ω;
Ai ∩ Aj = ∅.A = {A1, A2, · · · , AK} represents the filter
partition. Based on this, we need to consider optimizing the
selected target layer’s parameters to identify various feature
information.
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Fig. 4: Model structure for feature identification without
annotations

Shen et al. [21] proposed a technique to optimize a
convolutional layer’s output to identify different feature
information with the help of spectral clustering. The group
number in the spectral clustering process represents the
number of identified features. However, the optimization
method in [21] needs to be given the expected number of
groups K in advance. It does not consider how to obtain
the maximum number of groups and how to ensure that
the number of groups is optimal in the clustering process.
We should obtain more diverse features in feature unlearn-
ing without annotations, enabling us to perform different
feature unlearning operations.

To do that, we introduce the eigengap heuristic, which is
based on perturbation theory and spectral graph theory, to
determine the number of groups K [30], [31]. The eigengap
heuristic indicates that the optimal value for K , representing
the number of clusters in spectral clustering, is often iden-
tified by maximizing the difference between consecutive
eigenvalues. A larger eigengap implies a stronger alignment
between the eigenvectors of the desired outcome, resulting
in improved performance of spectral clustering algorithms.
Therefore, we use the loss in [21] to optimize our model and
choose the value of K based on the eigengap heuristic:

L(w,A) = Lori(D,w) + γLcls(D,w,A) (6)

where w denotes the parameters of the model. A rep-
resents the parameters of each partition in the target layer.
Lori(D,w) denotes the original model loss on dataset D:

Lori(D,w) =
1

n

∑
(xi,yi)∈D

L (xi, yi,w) (7)

γ is a positive weight. Lcls(D,w,A) is the new loss
for identifying the feature information and can be defined
as [21]:

Algorithm 3: Identifying different features
Input: The full training set D, similarity metric

Sall
k = {si,j |i, j ∈ Ak, k ∈ K}, target layer ltarget,

iteration number T1 and T2.
Output: model M

′
id after identifying process

1 Define and initiate one CNN model Mid

2 eigenvalues, eigenvectors = calculateeigen(Sall
k )

3 Top5 ← eigenDecomposition(eigenvalues)
4 K ← max(Top5)
5 Divide filters Ω in the target layer ltarget into distinct

groups A1, A2, · · · , AK

6 for t = 0; t < T1; t++ do
7 Lori(D,w) = 1

n

∑
(xi,yi)∈D L (xi, yi,w)

8 Optimizing Mid based on Lori(D,w).

9 for t = 0; t < T2; t++ do

10 Lcls(D,w,A) = −
∑K

k=1

∑
i,j∈Ak

sij∑
i∈Ak,j∈Ω sij

.

11 Lori(D,w) = 1
n

∑
(xi,yi)∈D L (xi, yi,w)

12 L(w,A) = Lori(D,w) + γLcls(D,w,A)
13 Optimizing Mid based on L(w,A).

14 return M
′
id = Mid

Lcls(D,w,A) = −
K∑

k=1

Swithin
k

Sall
k

= −
K∑

k=1

∑
i,j∈Ak

sij∑
i∈Ak,j∈Ω sij

s.t.

Swithin
k =

∑
i,j∈Ak

sij =
∑

i,j∈Ak

K (Xi, Xj)

Sall
k =

∑
i∈Ak,j∈Ω

sij =
∑

i∈Ak,j∈Ω

K (Xi, Xj)

sij = K (Xi, Xj) = ρij + 1 ≥ 0

(8)

where ρij denotes the Pearson’s correlation coefficient.
Xi denotes the set of output of the i-th filter. For calculating
K , we initially calculate the Laplacian matrix using the
provided similarity matrixes Sall

k . Subsequently, we calculate
eigenvectors and eigenvalues from the Laplacian matrix.
These eigenvalues are then used to calculate the consecutive
difference and arranged in a sorted manner to identify
the most optimal value of K . Our algorithm is shown in
Algorithm 3.

In line 2 in Algorithm 3, we initially compute the
eigenvalues and eigenvectors using the similarity values
Sall
k . Subsequently, we determine the most suitable cluster

numbers by identifying the indices associated with larger
gaps between the eigenvalues. In this step, each selected
cluster number k, satisfies the condition that all eigenval-
ues λ1, . . . , λk are very small, but λk+1 is relatively large.
Moving on to lines 4-5, we select the highest value as the
number of clusters for filter division. This step ensures that
we can achieve the maximum number of clusters while
ensuring optimal clustering results. Finally, in lines 6-8, we
first train the model using the Lori(D,w) loss function. This
initial phase ensures that the model achieves a basic level
of classification performance. Subsequently, we proceed to
train the identifier model further using the combined loss
function (lines 9-13). This step endows the model with the
capacity to identify feature information effectively.
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5 EXPERIMENT

In this section, we first evaluate our scheme from both
qualitative and quantitative perspectives (Section 5.1 and
Section 5.2). The feasibility of the fine-tuning-based scheme
and validity of introducing the eigengap heuristic technique
is evaluated in Section 5.3 and Section 5.4, respectively. We
also test the effect of hyperparameters in Section 5.5. Finally,
we consider one of the important applications of feature
unlearning: as an optional alleviation scheme for model
debiasing (Section 5.6).

5.0.1 Evaluation Metrics

Training deep models with large datasets involves vari-
ous randomness, which presents a challenge in evaluating
the effectiveness of machine unlearning schemes. Exist-
ing instance-level evaluation methods primarily focus on
model accuracy or attack-based techniques based on model
performance [17], [18], [19]. However, when it comes to
unlearning specific features, the model itself cannot provide
any performance information about those features, which
results in the invalid of the above instance-level evalua-
tion schemes. For example, precision information regarding
male and female features in scene recognition classification
models cannot be obtained. Therefore, these approaches
are inadequate for evaluating whether feature information
has been effectively unlearned from the model. To evaluate
the effectiveness of feature unlearning, we consider three
evaluation methods from different dimensions:

• Accuracy from the adversary model: In our unlearn-
ing scheme with known annotations, the adversary
has the ability to quantify the amount of information
about the target feature. Therefore, we indirectly
determine whether there is information about the
features within the model based on the accuracy of
the adversary.

• Variation in accuracy: For feature unlearning without
annotations, it is difficult to quantitatively evaluate
whether the pattern features are actually unlearned.
We adopt a combination approach to determine
whether features have been successfully unlearned,
relying on the correlation between the target feature
pattern and the task pattern, along with the accuracy
of the model’s task. Suppose we consider unlearning
features fi from any trained original model. The ac-
curacy of the original model was accbefore before the
feature unlearning operation and became accafter
after the unlearning operation. When the correlation
between unlearning features and the original model
task is low, the value of accafter−accbefore should be
small. This indicates that when a feature that needs
to be unlearned is unrelated to the model’s task,
unlearning the feature information does not signif-
icantly affect model accuracy. Conversely, when this
feature is relevant to the model’s classification task,
unlearning that feature information will significantly
decrease the model’s accuracy. That is, the value of
accafter − accbefore should be big.

• Gradient visualization: We introduce guided back-
propagation [22] as our qualitative evaluation

method. This approach primarily focuses on com-
prehending the features that impact the model’s
decisions or predictions. Employing this technique
enables us to determine the presence or absence of
the target feature visually.

5.0.2 Baseline methods
As we mentioned in Section 2, there is no relevant research
on feature unlearning for image classification models. Fea-
ture unlearning for tabular data has been proposed in [14],
however, this scheme cannot be extended to the image
level and cannot be verified under a non-convex model that
specific features in an image are really unlearned. Therefore,
we consider the following methods as our baselines:

• Instance-level fine-tuning: We remove all instances
that contain target feature from the dataset (fi = True)
and use the remaining dataset to fine-tune the model
for unlearning (fi = False). This scheme is used to
evaluate whether a model is able to unlearn feature
information when it is fine-tuned with instances that
do not contain the target features. If our adversarial
learning scheme proves effective while the instance-
level fine-tuning scheme does not, this further illus-
trates the validity of our approach.

• Instance-level retraining: The traditional method for
machine unlearning typically requires retraining the
model from scratch after removing the instances that
need to be unlearned. There are also numerous ap-
proaches proposed to enhance the retraining process,
such as [1], [6], [7], [8]. To illustrate that traditional
instance-level methods cannot achieve feature-level
unlearning, we conducted this experiment as a com-
parative case.

In the scenario of unlearning without annotations, we
identify which pattern features within instances can be
unlearned by introducing the model interpretability tech-
nique. To identify more feature information and achieve
optimal training results, we introduce the eigengap heuristic
to optimize the identification process. As a comparison, we
evaluate our scheme with icCNN proposed in [21].

5.1 Performance analysis: visualization results
To evaluate the effectiveness of our scheme, we conduct
experiments based on the metric outlined in Section 5.0.1.
We consider three different settings:

1) Single feature unlearning with annotations: This
scenario refers to the fundamental process of feature
unlearning, wherein we aim to unlearn information
associated with a particular feature from the model.
During this unlearning request, we can access corre-
sponding annotation information about the unlearn-
ing feature from the dataset.

2) Multi feature unlearning with annotations: As men-
tioned in Section 4.1, our scheme can unlearn mul-
tiple feature information simultaneously. This scal-
ability allows us to unlearn all features at once
efficiently. To validate this capability, we conducted
experiments involving the unlearning of multiple
features concurrently.



JOURNAL OF LATEX CLASS FILES, VOL. 14, NO. 8, AUGUST 2015 9

(a) Results for single feature (b) Results for multi feature (c) Results without annotations

Fig. 5: Qualitative results based on the guided backpropagation [22]. In all Figures, the gradient map lacks information
about unlearning features. Figure 5c demonstrates the results without annotations, which illustrate that our interpretability-
based unlearning scheme achieves almost the same results as the known annotations scheme (Figure 5a). All results
show that both types of unlearning schemes can remove the gradient information about unlearning features during the
unlearning process.

3) Feature unlearning without annotations: This aspect
presents one of the most challenging requirements
in feature unlearning since we lack knowledge
about the annotations of the features that need to
be unlearned. Without explicit information regard-
ing the annotations, it becomes significantly more
complex to identify and unlearn the features’ infor-
mation effectively.

Setup. For setting 1), we choose the ResNet architecture
for both the original and adversary models and select U-net
architecture for the remover model. In the first step, we re-
spectively train the original model and the adversary model
to identify Bald and Mouth Slightly Open tasks in CelebA.
We aim to unlearn the information related to whether the
mouth is open, specifically the Mouth Slightly Open feature
from the original model. For the training process, we set
epoch = 10, batch size = 50 and learning rate = 0.000005.
For executing the adversarial unlearning process, we set the
epoch = 50, batch size = 36, learning rate = 0.000005, β = 5.0
and λ = 5.0.

For setting 2), we choose the model structure from
setting 1) for this setting. In order to simulate unlearning
multiple features, we group the features Mouth Slightly Open
and Pointy Nose together and aim to unlearn them from the
original model. Concurrently, we train the original model
to identify Bald tasks in CelebA. The adversary model is
trained to possess the capability of multi-task classifica-
tion, allowing it to recognize both Mouth Slightly Open and
Pointy Nose in CelebA. For training adversary model, we set
epoch=20, batch size =128 and the learning rate=0.000005.
For the original model, we set epoch = 10, batch size = 50
and learning rate = 0.000005. For executing the adversarial
unlearning process, we set the epoch=50, batch size=36,
learning rate=0.0001, β = 1.0 and λ = 10.0.

For setting 3), we also use the ResNet model as the
architecture of our identifier model and select the CelebA
dataset to train this model with the ability to recognize dif-
ferent features. Afterward, we fine-tune the original model
using the new encoded images to achieve the purpose of
unlearning features without annotations. Specifically, we
select the filter that recognizes the mouth in the identifier
model and implement the unlearning Mouth pattern feature
in the Bald and Smiling classification models based on this
filter. For training the identifier model, we first set epoch

= 200, batch size = 256 and learning rate = 0.000001 to
train it based on the loss Lori(D,w). By following this,
the model will attain a fundamental level of classification
performance. After that, we continue to train the identifier
model based on the loss Lcls(D,w,A) + Lori(D,w) and
set the batch epoch = 2500, size = 128 and learning rate =
0.00001. This step endows the model with the capacity to
identify feature information effectively. Other parameters in
the training process are the same in [21]. For the fine-tuning
unlearning process, we set the learning rate as 0.001, batch
size = 128.

During the unlearning process of all the above experi-
mental settings, we show the gradient based on the gradi-
ent visualization technique within the original model. The
results are shown in Figure 5.

Results. In Figure 5, Figure 5a shows the results of
unlearning a single feature with known feature annota-
tions, while Figure 5b illustrates the result of unlearning
multiple features. Figure 5c shows the result of unlearning
feature without annotations. As can be seen from all Figures,
the gradient map produced by guided backpropagation
does not have information about features that need to be
unlearned, which suggests that our scheme does not use
feature-related information to fine-tune the model. Exam-
ples include the mouth information in Figures 5a and 5c,
and the mouth and nose information in Figure 5b. Simulta-
neously, images unrelated to the unlearning features remain
unaffected, indicating that adversarial training or encoding
processes can preserve information unrelated to those un-
learning features. Considering the impact of catastrophic
forgetting, the model will autonomously unlearn informa-
tion about specific features. In addition to this, it should be
emphasized that the results in Figure 5c demonstrate the
results of feature unlearning without annotations. It can be
seen that even without annotations, our unlearning scheme
based on interpretability techniques can achieve almost the
same results as the known annotations scheme (Figure 5a).
Both unlearning schemes can remove the gradient informa-
tion about the mouth feature.

5.2 Performance analysis: quantitative results
In this section, we carry out the experiments utilizing the
experimental setup detailed in Section 5.1. In addition, as a
comparison, we also try to remove feature information from
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(c) Feature Unlearning without Annotations

 90
 91
 92
 93
 94
 95
 96
 97
 98
 99

 100
 101

 0  5  10  15  20  25  30  35  40  45  50

A
cc

u
ra

cy
 (

%
)

Number of Epoch

Mouth Slightly Open

Bald

(d) Instance-level finetuning (Single)
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(e) Instance-level finetuning (Multi)
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(f) Instance-level retraining

Fig. 6: Quantitative results with different configurations. Precision for unlearning features in Figures 6a and 6b progressively
declines during the unlearning process. Meanwhile, the model’s original task performance remains minimally altered.
For the results in 6c, since the features to be unlearned are not highly correlated with the bald, the accuracy of the
bald is essentially unchanged. While the correlation with smiling is high, the accuracy of smiling changes significantly.
Other solutions cannot achieve the unlearning purposes. All results highlight feature unlearning can retain task-related
information while removing targeted features

the model based on instance-level fine-tuning and instance-
level retraining schemes mentioned in Section 5.0.2:

• For instance-level fine-tuning, we choose the ResNet
architecture for the original model and train the
original model to identify Bald tasks in CelebA. Then,
we aim to unlearn the information related to whether
the mouth is open, specifically the Mouth Slightly
Open feature from the original model. We delete all
instances that Mouth Slightly Open = True from the
dataset and use the remaining dataset (Mouth Slightly
Open = False) to fine-tune the original model for
unlearning. In addition, we also consider unlearning
Mouth Slightly Open and Pointy Nose features from
the original model. For the training process of the
original model, we set epoch = 10, batch size = 50
and lr = 5e-06. For the fine-tuning process, we set
epoch = 50, batch size = 50 and lr = 1e-04.

• For instance-level retraining, we also select the
ResNet architecture as the original model and retrain
it to recognize Bald tasks within CelebA. Our goal
is to remove the information associated with the
state of the mouth, particularly the “Mouth Slightly
Open” feature, from the original model. Therefore,
we first remove all instances from the model that
illustrate the state of whether the model is opening
(Mouth Slightly Open = True and false), and then
retrain the model to recognize Bald tasks. For the

retraining process, we set epoch=50, batch size = 50
and learning rate = 1e-04.

The results are then evaluated using the metrics men-
tioned in 5.0.1 and shown in Figure 6.

Results. As illustrated in Figure 6, Figure 6a and Fig-
ure 6b show the results of feature unlearning with known
annotations, while Figure 6c illustrates the result of feature
unlearning without annotations. The precision associated
with the features that need to be unlearned in Figure 6a and
Figure 6b exhibits a progressive decrease as the unlearning
process goes on. Furthermore, the model’s original task per-
formance demonstrates marginal alteration, emphasizing
the efficacy of feature unlearning in retaining task-related
information while removing target feature information from
the model. In Figure 6c, the accuracy concerning the feature
bald remains relatively stable, whereas the accuracy about
the feature smiling experiences a substantial reduction. This
result is consistent with our expected findings, as the fea-
ture smiling exhibits substantial relevance to the features
that need to be unlearned, whereas its correlation with the
feature bald is less. As a result, the effect on the performance
of smiling is more significant. The results demonstrate that
our interpretability-driven unlearning approach can achieve
nearly identical outcomes as the established annotation-
based scheme, even in the absence of annotations.

Figure 6d and Figure 6e show the results of instance-
level fine-tuning with known annotations, while Figure 6f
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Epoch = 1 Epoch = 2

Epoch = 3 Epoch = 4

(a) Results of Original Training Pro-
cess

Epoch = 1 Epoch = 2

Epoch = 3 Epoch = 4

(b) Results of Retraining Process

Epoch = 1 Epoch = 2

Epoch = 3 Epoch = 4

(c) Results of Finetuning Process

Fig. 7: The results of model inversion attack. In Figure 7b, the attack is almost ineffective due to the model lacking
knowledge about the unlearning class during the retraining process. In Figure 7c, after the first round of the fine-tuning
process, recovering unlearning class information gets harder due to limited information to rely on. As fine-tuning continues,
information retention decreases, making recovery more difficult. All results show that fine-tuning scheme can also unlearn
the information about the unlearning class.

illustrates the result of instance-level retraining with known
annotations. Contrary to our results in Figure 6a and Fig-
ure 6b, in Figure 6d and Figure 6e, the accuracy of the
features to be unlearned does not decrease. This suggests
that even when all instances containing Mouth Slightly
Open feature are removed (Mouth Slightly Open = True),
the model can still obtain information from other mouth-
related instances (There’s a mouth, but it’s not opening.).
Certainly, it’s technically possible to remove all mouth-
related instances from the dataset, but this would lead the
model’s original accuracy to zero, as illustrated in Figure 6f.
For the experimental result in Figure 6f, since it removes
all instances where the mouth is opening or closing (both
Mouth Slightly Open = True and Mouth Slightly Open = False),
it results in no instances being available for model training
during the retraining process, resulting in the accuracy of
the model remaining at 0.

From all the above results, our unlearning schemes can
effectively eliminate the information associated with the tar-
get features from the model, while all instance-level either
fail to remove completely or remove too much. In conclu-
sion, our feature unlearning strategy effectively removes
feature information from the models.

5.3 Comparing with learning from scratch

In this section, we aim to verify whether the fine-tuning
unlearning scheme yields a nearly equivalent unlearning
outcome while exhibiting more efficiency in comparison to
the completely retraining scheme [10]. To accomplish this,
we conduct separate evaluations to assess the effectiveness
of the fine-tuning and retraining schemes. We employ the
currently dominant validation schemes, model inversion
attacks and membership inference attacks (MIAs), to assess
the results.

Setup. We implement the model inversion attacks as
described in [32]. We first train the ResNet model based on
the MNIST dataset with epoch = 10, batch size = 128 and
learning rate = 0.1. Since these two evaluation schemes only

support instance-level unlearning, we select the unlearning
data as all instances in class three and consider other class
data as the remaining data. To evaluate the performance
of the retraining and fine-tuning approaches, we perform
unlearning operations on the already trained model using
both methods separately. For the retraining and fine-tuning
unlearning process, we use the same training setting as
the original training process. Subsequently, We attack the
above three models (original, retrained, and fine-tuned)
once per epoch based on model inversion attacks. Figure 7
illustrates partial results of model inversion attacks against
the original model and the other two models affected by
different unlearning methods. Additionally, we use MIAs in
paper [33] to evaluate whether the unlearning data are still
identifiable in the training dataset. We set the number of
shadow models as 10 and the training epoch of the shadow
model as 10, batch size = 64. The attack model is a fully
connected network with two hidden linear layers of width
256 and 128, respectively, with ReLU activation functions
and a sigmoid output layer. We evaluate our unlearning
scheme with two settings, MNIST + ResNet and CIFAR-10
+ ResNet, and set unlearning class = 3. We equally divide
the training dataset into two subsets to generate the training
dataset for shadow models and then train the attack model
based on the output of those shadow models. Figure 8
shows the results of our evaluation.

Results. As shown in Figure 7, Figure 7a illustrates the
results of the original training process. It shows a notable
trend: as the training progresses, the model becomes increas-
ingly knowledgeable about the unlearning class 3, leading
to a more pronounced exposure of information through
model inversion attacks. For the retraining scheme in Fig-
ure 7b, the attack’s effectiveness is almost ineffective since
the model lacks knowledge about the unlearning class. For
the fine-tuning scheme in Figure 7c, the results reveal that
after the first round of fine-tuning, the information about
the unlearning class becomes considerably challenging to
recover. This is because the model inversion attack has
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(a) MIAs in MNIST Dataset
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(b) MIAs in CIFAR-10 Dataset
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Fig. 8: The results of membership inference attacks. In Figure 8c, R is an abbreviation for retraining from scratch scheme,
and F means fine-tuning scheme. In Figure 8a and 8b, for all retraining schemes, MIAs have zero success rate, implying that
it can’t successfully derive the training dataset containing the unlearning class. For fine-tuning schemes, as the training
progresses, the effectiveness of MIAs falls, indicating the fine-tuning scheme can also unlearn information about the
unlearning class. In addition, in Figure 8c, the fine-tuning scheme achieves much faster unlearning results compared to
retraining the model to a usable state.

relatively little information about the unlearning data to
rely on after only one epoch fine-tuning process. As the
fine-tuning process progresses, the model retains less and
less information about the unlearning class. Consequently,
attempts to recover those data through model inversion
attacks become increasingly challenging.

For the results of MIAs in Figure 8, before the fine-tuning
process (points with x=0), MIAs have a high success rate for
all original models; i.e., it successfully derived the training
dataset containing unlearning class. For the retraining pro-
cess, the success rate of MIAs is zero, indicating that MIAs
cannot determine the existence of unlearning class in the
training dataset since the unlearning class actually isn’t in
the training set. For the fine-tuning scheme, as the informa-
tion contained in the model decreases, the effectiveness of
the attack also decreases. This suggests that the fine-tuning
scheme can also remove information about unlearning data
from the model. In addition, we also conduct measurements
on model accuracy for both the unlearning data and the
remaining data during both unlearning processes with the
MNIST dataset. The results are shown in Figure 8c. During
the retraining process, the model’s accuracy on the unlearn-
ing data is 0 because it didn’t learn anything from this
specific data. On the other hand, for the fine-tuned model,
the accuracy of the unlearning data gradually decreases due
to the effect of catastrophic forgetting. As for the remain-
ing data, the fine-tuning process shows minimal changes,
whereas the retraining process continually learns and im-
proves to eventually achieve a usable state. It is important
to highlight that the fine-tuning model achieves much faster
unlearning results compared to retraining the model to a
usable state. This suggests that the fine-tuning scheme has a
better unlearning effect compared to the retraining scheme.

Summary. As expected, similar to the retraining scheme,
the fine-tuning scheme hinders the inference of any mean-
ingful information concerning the unlearning data. More-
over, the fine-tuning scheme proves to be more efficient
compared to the retraining scheme. Therefore, in this paper,
we adopt the fine-tuning scheme for the unlearning of
features.

5.4 Identifying results

As discussed in Section 4.3, when feature annotations are
unavailable, we focus on training the model to identify
feature information from the image automatically. To ac-
complish this, we propose applying the eigengap heuris-
tic technique, which optimizes the clustering process and
enhances the extraction of additional feature information.
In this Section, we provide a comparative analysis between
our enhanced scheme and the original scheme in [21] within
this section.

Setup. We followed experimental settings in Shen et
al. [21] to construct our experiment. Specifically, we train
the identifier model based on ResNet architecture [34] and
choose the bird category in the PASCAL-Part dataset [35]
to optimize our model. Just like [21], [28], we add the loss
Lcls(D,w,A) to the first convolutional layer after layer3 as
our target layer. This is because filters in high convolutional
layers tend to capture object parts or pattern features rather
than fine-grained textures [27]. We first train the original
ResNet model based on the classification loss Lori(D,w).
Then, we simultaneously optimize loss Lcls(D,w,A) and
Lori(D,w) to fine-tune the trained model so that its parame-
ters can recognize different pattern features. In the first step,
we set batch size = 256, learning rate = 0.000001 and epoch
= 200. In the second step, we set batch size = 16, learning
rate = 0.00001 and epoch = 2500. For icCNN scheme in [21],
we set the cluster number as 16. For λ in two schemes, we
set 1. We followed Zhang et al. [28] to visualize each filter’s
feature map in our target layer. The results are shown in
Figure 9.

Results. In Figure 9, Figure 9a shows the identification
results of the target layer from the icCNN model [21], while
Figure 9b shows the results from our identifier model. Both
visualization results indicate that each filter in different
groups can identify various feature information, such as the
wings and stomach of the bird, while in the same groups,
each filter identifies almost the same feature. This result is
the same as that in [21]. In addition to this, compared to
Figure 9a from [21], our method recognizes more types of
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(a) Results from icCNN (b) Resuls from our scheme

Fig. 9: Visualization of feature maps of icCNN [21] and our scheme. Both visualizations show different group filters
identifying different feature patterns, such as bird wings and stomach. In the same groups, filters identify almost similar
pattern features, aligning with the results in [21]. In addition, compared to the results in Figure 9a from [21], our method
identifies more types of pattern features, and all filters are involved in the identification process, which can be used to
unlearn various feature information in unlearning step.

feature information and all the filters are involved in the
identification operation. For [21], on the other hand, since
the number of clusters is randomly determined and does
not consider whether the resulting clustering is an optimal
solution, it leads to some filters not participating in the
identification process (Filters as marked in the blue box
in Figure 9a). This comparison illustrates that our scheme
can achieve better optimization results and identify more
pattern features, which can be used to unlearn various
feature information in the unlearning step.

5.5 The effect of hyper-parameters

Setup. In our feature unlearning with known annotations,
there are two hyperparameters: λ and β. To evaluate the
impact of these hyperparameters, we set the following
experiments: We opt for the ResNet architecture for both
the original and adversary models, while we select the U-
Net architecture for the remover model. In the initial step,
we separately train the original model and the adversary
model to identify the tasks of ‘Smiling’ and ‘Mouth Slightly
Open’ using the CelebA dataset. Our goal is to unlearn
information related to whether the mouth is open, specif-
ically the ‘Mouth Slightly Open’ feature, from the original
model. During the training process, we set the following
parameters: epoch = 10, batch size = 50, and learning rate
= 0.000005. For the adversarial unlearning process, we set
the batch size to 36 and the learning rate = 0.000005. We
hold one hyperparameter constant while allowing the other

hyperparameter equal to 1.0 and 10.0, respectively. We
then record the model accuracy after a single iteration of
adversarial unlearning. Figure 10 shows the results.

Results. It can be seen from Figure 10a, when fixing λ,
a smaller β unlearns the target feature quickly but affects
the accuracy of the original model. In Figure 10b, a larger
λ speeds up the feature unlearning of the model, but again
reduces the performance of the original model. In summary,
larger λ and smaller β will affect the model performance for
the original model. In practice, it should choose appropriate
values to achieve unlearning while minimizing the impact
on the performance of the original model.

5.6 Feature unlearning application

As detailed in Section 1, the concept of feature unlearning
can be regarded as an alternative approach to address
fairness issues within models. In this Section, we proceed
to evaluate the efficacy of implementing feature unlearning
as a strategy to alleviate biases inherent in models.

Setup. We consider three distinct debiasing scenarios
that cover different combinations of pattern features and
attribute features: the removal of gender bias (specifically,
male bias) from a model classifying whether a mouth is
slightly open; secondly, the alleviating of smiling bias from
a model categorizing whether an individual is young and
lastly, the mitigation of bias associated with mouth slightly
open in a bald classification model. We reconstruct the
dataset to simulate the bias present in the dataset. The
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Fig. 10: The Effect of Hyper-Parameters. In Figure 10a, when
fixing λ, a smaller β unlearns the target feature quickly but
impacts the original model’s accuracy. In Figure 10b, a larger
λ speeds up feature unlearning but reduces the original
model’s performance.

configuration of the reconstructed dataset is shown in Ta-
ble 2. We set epoch=10, batch size =50, and the learning
rate=0.000005 for training the adversary model. For the orig-
inal model, we set epoch = 50, batch size = 128 and learning
rate = 0.001. The setting for each feature unlearning process
is illustrated in Table 3. To better illustrate that the bias in the
model is indeed alleviated by the unlearning process, we set
up a comparison experiment, i.e., we only use the same data
to fine-tune the model without the unlearning process (de-
noted as naive method). If the unlearning scheme succeeds
in alleviating bias and the naive method does not alleviate
bias, this suggests that feature unlearning can be used as
an optional program for removing bias from the model. We
use the equalized odds difference (EOD) and demographic parity
difference (DPD) in the fairlearn.metrics package to evaluate
the model bias and use the average precision score (APS)
to test the model performance. The results are shown in
Figure 11.

Results. As shown in Figure 11, Figure 11a to Figure 11c
illustrate the results of alleviating bias based on feature
unlearning, while Figure 11d to Figure 11f show the re-
sults from the naive scheme. The values corresponding to

TABLE 2: The configuration of training biased model.

Mouth (Male) Young (Smiling) Bald (Mouth)
Both False 2000 2000 2000

False and True 16000 10000 10000
True and False 16000 10000 10000

Both True 2000 2000 2000

TABLE 3: The experimental setting for debiasing.

Mouth (Male) Young (Smiling) Bald (Mouth)
Epoch 25 25 25

Batch Size 64 64 64
LR (remover) 0.00001 0.00001 0.000025

LR (fine-tuning) 0.00001 0.000005 0.00001
λ 1.6 1.3 1.6
β 1.0 1.0 1.0

equalized odds difference (EOD) and demographic parity differ-
ence (DPD) exhibit a gradual diminution during the un-
learning process, signifying progressive alleviation of bias
within the model. Conversely, the naive scheme did not
reduce bias within the model. Furthermore, the strategy of
feature unlearning demonstrates a minimal impact on the
model’s accuracy, as evidenced by the marginal alteration
in the average precision score (APS) value. This observation
implies that the process of feature unlearning effectively
preserves feature information associated with the model
task and removes all information about the feature that cre-
ates bias. This observation aligns seamlessly with our initial
hypothesis that feature unlearning is an elective approach
for alleviating model bias.

6 CONCLUSION AND FUTURE WORK

In this paper, we have proposed an innovative machine
unlearning approach that enables the selective removal of
feature information from a trained model. We consider
two types of unlearning requests: feature unlearning with
known annotations and feature unlearning without anno-
tations. In the case of unlearning with known annotations,
we utilize adversarial learning to eliminate feature-related
information from the model. For unlearning without an-
notations, we design a re-encoded and fine-tuning tech-
nique. The experimental results provide evidence that our
approach effectively enables the model to eliminate the
impact of features while maintaining accuracy in a quick
and efficient manner.

Future work will focus on extending or modifying cur-
rent methods to make it applicable to other complex types of
features, such as the texture of the object or the sentiment of
the language. In addition, evaluation schemes for feature
unlearning also need further research. Furthermore, we
have future plans to develop a more comprehensive scheme
capable of effectively addressing unlearning requests from
Natural Language Processing (NLP) or Generative Adver-
sarial Networks (GANs).
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