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Abstract
Voice anonymization has been developed as a technique

for preserving privacy by replacing the speaker’s voice in a
speech signal with that of a pseudo-speaker, thereby obscur-
ing the original voice attributes from machine recognition and
human perception. In this paper, we focus on altering the
voice attributes against machine recognition while retaining hu-
man perception. We referred to this as the asynchronous voice
anonymization. To this end, a speech generation framework in-
corporating a speaker disentanglement mechanism is employed
to generate the anonymized speech. The speaker attributes are
altered through adversarial perturbation applied on the speaker
embedding, while human perception is preserved by control-
ling the intensity of perturbation. Experiments conducted on
the LibriSpeech dataset showed that the speaker attributes were
obscured with their human perception preserved for 60.71% of
the processed utterances. Audio samples can be found in 1.
Index Terms: voice privacy, human perception preserva-
tion, asynchronous anonymization, adversarial perturbation on
speaker embedding

1. Introduction
With the rapid development of speech technology in recent
years, the security of speech data is confronted with increasing
risks. For example, the advances in speaker recognition tech-
niques facilitate recognizing the speaker’s identity in a speech
utterance with high accuracy. When combined with speech
recognition, the personal information conveyed in the speech ut-
terances might be revealed and leaked. Also, the advancements
in personalized speech generation techniques, including voice
conversion (VC) [1–3] and text-to-speech (TTS) [4–6], enable
the generation of artificial speech utterances in both high quality
and speaker similarity. Such techniques can be maliciously used
to generate fake speech imitating specific individuals, thereby
impersonating their identities.

The aforementioned risks of speaker information raise the
call for voice privacy protection techniques. In this regard, the
anti-spoofing [7] methods were developed to detect artificially
generated speech utterances. They operate after the speaker in-
formation is extracted and applied to generate the fabricated
speech. By preventing the fabricated speech from being used
for malicious purposes, the anti-spoofing methods protect the
speaker information in a passive manner. On the other hand, the
voice anonymization technology [8–11] protects the speaker in-
formation within a speech utterance by replacing the original
speaker with a pseudo-speaker by means of VC. It provides
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proactive protection to the information of the original speaker
once it’s generated. Such a speaker replacement approach alters
not only the speaker information perceived by machine learning
algorithms but also that perceived by human listeners.

However, application scenarios also call for the voice pri-
vacy protection under the condition that the human percep-
tion of the original speaker is preserved, e.g., the famous peo-
ple who address the public, the content creators of YouTube
short videos, etc. In this paper, we focus on anonymizing
the voice when perceived by machine algorithms while pre-
serving human perception. In contrast to the existing voice
anonymization where both machine and human perceptions of
speaker attributes are altered synchronously, the proposed task
is asynchronous. To this end, a speech generation framework is
adopted to incorporate an explicit mechanism for speaker infor-
mation modeling. Within this framework, the speaker represen-
tation extracted from the original speech is modified and used
to generate the protected speech. In our work, the VC function
of the YourTTS [12] model is utilized given its capability in in-
formation disentanglement and speech generation. As a prelim-
inary work, this paper focuses on protecting closed-set speak-
ers. The fast gradient step method (FGSM) algorithm [13] is
adopted to modify the speaker embedding. Experiments were
conducted on the LibriSpeech dataset [14]. Listening test re-
veals that 60.71% of the processed utterances sounded alike to
those utilizing original speaker attributes. In automatic speaker
verification evaluations, higher equal error rates (EERs) of these
utterances suggest their capability to obscure speaker attributes
for machines while maintaining them to humans.

The rest of the paper is organized as follows. Section 2, de-
scribes the background of our work, including speaker embbed-
ding, YourTTS model, and the FGSM algorithm. The proposed
protected speech generation method is illustrated in Section 3.
Experimental results and analysis are presented in Section 4.
Finally, Section 5 concludes the paper.

2. Background
In this section, we will first briefly go through the speaker em-
bedding modeling. Then, the inference flow of the VC function
within YourTTS model is described. Finally, the FGSM algo-
rithm for adversarial attack is presented.

2.1. Speaker embedding

Speaker embedding refers to the representation of a variable-
length utterances as a fixed-length vector [15]. Mathematically,
denoting an utterance as O = {o1, ...,oT } with T denote the
number of frames, a speaker embedding is estimated as:

x = E (o1, ...,oT ) , (1)
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Figure 1: The architecture of the discriminative speaker at-
tributes modeling. The input speech utterance is represented as
O. Its speaker embedding vector x is extracted with the speaker
encoder E (•).

where E (•) represents the speaker embedding extractor.
In the neural network framework, E (•) is always specified

to be the speaker encoder, trained in a discriminative manner.
Fig. 1 describes the neural network architecture for speaker
embedding modeling. As illustrated in Fig. 1, E (•) firstly per-
forms non-linear transforms on O and outputs {h1, ...,hT } as
the representations of the speaker attributes within each frame.
Then it aggregates the frame-level embedding vectors into an
utterance-level embedding vector x. Following that, a softmax
layer is applied on x to predict the speaker class of O as follows:

y = softmax (x) , (2)

with y denoting the output of the softmax layer.
The cross-entropy (CE) between y and the label t is com-

puted as the loss function as follows:

LCE = −
C∑

c=1

tclogyc, (3)

with C denoting the number of speaker classes. As such, the
model is trained by minimizing LCE. The speaker encoder
E (•) can be obtained as a result. In inference, given a speech
utterance, the speaker encoder is applied to estimate the vector
x, referred to as the speaker embedding.

2.2. YourTTS

YourTTS is a model used for personalized speech generation in
both TTS and VC functions [12]. The VC function is adopted
in our work, which converts the speaker in the source speech
to that of the reference speech. The inference flow of the VC
function can be decomposed into information disentanglement
and waveform construction as illustrated in Fig. 2.

In detail, the model takes a pair of source and reference
speech utterances as input, denoted as Os and Or, respectively.
In the disentanglement stage, the content information in Os is
disentangled via the content disentanglement module. Specifi-
cally, this is fulfilled by the posterior encoder [16] and the re-
verse pass of the flow-based decoder f−1. The content informa-
tion is represented as zp in Fig. 2. In this process, the speaker
embedding vector xs is extracted from Os first and then used
to remove the speaker information from the content represen-
tation. Meanwhile, the speaker information within Or is ex-
tracted via the speaker encoder, represented with the speaker
embedding vector xr. In our work, the F0 values of the source

Figure 2: Inference flow of the voice conversion function of
YourTTS. In comparison with the official version as described
in [12], the F0 extracted from the source speech is used. The
black dotted line separates the modules into information dis-
entanglement and waveform construction. The modules in the
rectangular box of red dotted line are used for disentangling the
content information from the source speech.

speech Os are extracted with a pitch extractor, representing its
prosody information. Finally, the prosody and content represen-
tation of Os combined with the speaker representation of Or to
construct the waveform. This is achieved via the forward pass of
the flow-based decoder followed by the HiFi-GAN [17] gener-
ator. Finally, the speech is generated by converting the speaker
attributes within the source speech Os into that of the reference
speech Or. For details, readers are suggested to read [12].

2.3. FGSM

The fast gradient step method (FGSM) was proposed in [13]
to generate adversarial samples to attack neural network mod-
els. Given an input sample s and the network model y = fθ(s)
where fθ(•) is the network function with the subscript θ de-
noting the model parameter set. Denote the loss function as
L(y,ytrue), where ytrue is the true label associated with s.
The adversarial sample is obtained by taking a small step in
the direction that maximizes the loss function with respect to s.
Mathematically, s̄ is obtained as:

s̄ = s+ ϵ · sign
(
∇sL

(
fθ (s) ,y

true; θ
))

. (4)

In (4), ϵ is a variable controlling the intensity of the attack,
sign (•) is the operation that takes the sign of the value, ∇s is
the derivative with respect to the original sample s.

3. Protected speech generation
This section describes the proposed method for speaker pro-
tected speech generation, including the overall model architec-
ture and the adversarial perturbation on the speaker embedding.

3.1. Overall architecture

Fig. 3 depicts the diagram of the generation of the protected
speech. In detail, given the VC flow of a YourTTS model, the



Figure 3: Protected speech generation based on the VC function
of YourTTS. The content disentanglement module inherits that
from Fig. 2. The rectangular box of the dotted line is the adver-
sarial attack to generate the perturbed speaker embedding x̄.
The error backpropagation process to obtain the perturbation δ
is denoted by the red arrow line.

original speech utterance Oo is used as both the source and ref-
erence utterances. The original speaker embedding vector x is
firstly extracted from Oo. The content information is disen-
tangled from Oo via the content disentanglement module with
the help from x, and denoted with zp. Meanwhile, the F0 val-
ues are extracted, representing the prosody information in Oo.
To generate the protected speech Op, the speaker embedding
vector x is modified to be x̄. In our work, the modification is
accomplished by the adversarial perturbation generation mod-
ule as illustrated in the rectangular box of the dotted line. To be
specific, the perturbation is generated through the adversarial
attack and is described in the following.

3.2. Adversarial perturbation on speaker embedding

Given the speaker model within which the speaker encoder is
trained, it is perturbed using the FGSM algorithm. First of all,
assume that the speaker of Oo is among the speaker classes that
the speaker model can recognize, its speaker can be predicted
with the softmax function on x as follows:

y = softmax(x), (5)

where y is the prediction output. The cross-entropy between y
and the label is computed to be LCE according to (3). Follow-
ing that, as shown in (4), the adversarial perturbation δ is ob-
tained on x via error backpropagation. The adversarial speaker
embedding vector x̄ is obtained by adding δ to x as follows:

x̄ = x+ ϵ · δ, (6)

with ϵ denotes the intensity. The protected speech waveform Op

is constructed by combining the F0 values, the speech content
representation zp and the adversarial speaker embedding x̄.

4. Experiments
4.1. Dataset & configurations

Our experiments were conducted on the LibriSpeech corpus.
Within which, the dev-clean and test-clean datasets were used
for evaluation, including 5,323 utterances from 40 female and

40 male speakers. In our experiments, YourTTS model was
trained on the LibriTTS [18] train-clean-100 dataset. The
speaker encoder utilized the pre-trained H/ASP [19] model
available in the open-source repository2. The open-source
H/ASP speaker encoder was trained on the VoxCeleb2 [20].
However, the FGSM algorithm in our protected speech genera-
tion requires that the original speaker must be one of the training
speakers for the speaker encoder. To this end, a softmax layer
is retrained on the speaker encoder with utterances from the test
speakers. For each test speaker, 70% utterances were selected
to train a softmax layer. In this process, only the parameters of
the softmax layer were trained on the speaker encoder, while the
remaining parameters of the speaker encoder were kept frozen.
The rest 1,522 utterances of the speakers were used in our eval-
uations. In the FGSM algorithm implemented on the speaker
embedding during protected speech generation, the intensity ϵ
was set to 0.02.

In the evaluations, three kinds of speech utterances were
evaluated, including: 1) the original speech; 2) the regenerated
speech that the YourTTS model generated without modifying
the speaker embedding vector; 3) the protected speech gener-
ated by adding perturbation to speaker embedding. Initially,
a subjective listening test was applied to assess the ability of
protected utterances to maintain human perception of speaker
attributes. Given the precondition for the protected utterance to
preserve the human perception of speaker attributes, utterances
maintaining the human perception of the speaker attributes were
chosen for subsequent evaluations. Next, a speaker mean opin-
ion score (SMOS) test was conducted further to evaluate the
preservation of speaker attributes in human perception. Fol-
lowing this, ASV evaluations were applied to measure speaker
identity concealment from machine algorithms. Finally, ASR
evaluations were conducted to measure the preservation of con-
tent information in the protected speech.

4.2. Human perception evaluation

First of all, a subjective listening test was conducted on the pro-
tected utterances to assess their ability to maintain the human
perception of the speaker attributes. As the protected speech
was generated using the YourTTS model, potentially introduc-
ing quality reduction compared to the original ones, regener-
ated utterances were used as the reference for a fair speaker
comparison. In this test, 1,522 protected utterances were gen-
erated from the rest 1,522 utterances, three listeners were asked
to decide whether the protected utterances sounded alike to the
corresponding regenerated ones. The listeners provided binary
responses (yes or no) for each pair. The utterance pairs that ob-
tained yes from all three listeners were decided to have the same
speaker attributes.

Through listening test, 60.71% of the protected speech ut-
terances were labeled to match the speakers within the regen-
erated utterances. This shows that protected speech is capable
of preserving the human perception of the speaker attributes.
These utterances were selected and used in our remaining evalu-
ations, called the labeled dataset, including 455 utterances from
36 female and 469 utterances from 37 male.

4.3. SMOS test

The speaker-similarity mean option score (SMOS) test was con-
ducted by 15 paid native speakers. They were asked to score
the speaker similarity between utterance pairs. SMOS scores

2https://github.com/clovaai/voxceleb trainer



ranged from 1 to 5 with a 0.5 step. The higher scores in-
dicated higher speaker similarity. The SMOS tests were car-
ried out in three scenarios, where the utterance pair were:
original-original(ori-ori), original-regenerated(ori-regen) and
regenerated-protected(regen-prote). The SMOS scores are pre-
sented in Table 1.

Table 1: The SMOS scores with 95% confidence inter-
vals among the original(ori), regenerated(regen), and pro-
tected(prote) utterances generated with out proposed method.

ori-ori ori-regen regen-prote

SMOS 4.17± 0.14 4.08± 0.10 4.16± 0.10

As shown in Table 1, by comparing the score of ori-ori
and ori-regen, it can be seen that the speech generation of
our YourTTS model did not significantly affect the speaker at-
tributes within the original speech utterances in terms of hu-
man hearing. Furthermore, the protected utterances were com-
pared to the regenerated utterances, instead of the original ones,
to mitigate the speaker similarity degradation caused by the
YourTTS model, ensuring a fair evaluation. The SMOS of
regen-prote was close to ori-ori, which serves as the benchmark
for SMOS. This indicates the protected utterances sounded alike
to humans with the regenerated utterances and the protected
speech was able to preserve the speaker attributes for humans.

4.4. ASV evaluations

To evaluate the capability of the protected speech in protect-
ing the speaker privacy, the ASV evaluations were carried out
with the performances being measured by the equal error rate
(EER). The ASV tests were conducted on the x-vector [21]
model, i-vector [22] models, and the speaker encoder of the
YourTTS model. According to whether the evaluation model
was seen during speech generation, the first two models were
black-box while the third one is white-box. The x-vector and
i-vector models were trained following the Kaldi recipe3 [23]
using the original speech and the regenerated speech of train-
clean-360 dataset. The scores were computed with a proba-
bilistic linear discriminant analysis (PLDA) [24] backend. The
ASV evaluations were conducted in a gender-dependent man-
ner on the 60.71% test utterances within which the speaker at-
tributes sounded similar between the regenerated and the pro-
tected utterances. In the evaluation trial configuration, 25%
of the test utterances of each speaker were used for enrollment
with the other 75% used for test. The target and nontarget trials
were composed in a ratio of 1:35 for each speaker. Overall, the
evaluation on females involved 3,003 target and 107,158 non-
target trials, while the evaluation on males included 2,559 target
and 91,463 nontarget trials. The EERs are given in Table 2.

Based on the findings in Table 2, it can be observed that
higher EERs were obtained when there was a mismatch in the
utterance types between the model training data and the evalua-
tion data, i.e., the original and the regenerated utterances. This
was due to the channel mismatch issue between the two types
of utterances. As observed in Table 2, the protected utterances
achieved higher EERs on all evaluation conditions compared to
the regenerated utterances. This suggests that within our test
dataset, the machine’s perception of the speaker attributes in
60.71% of utterances was obscured, while human perception
remained unchanged.

3https://github.com/kaldi-asr/kaldi/egs/voxceleb

Table 2: The EERs(%) calculated on the original(ori), regener-
ated(regen), and protected(prote) utterances generated with our
proposed method. Evaluation results on the speaker encoder
within the YourTTS model, x-vector, and i-vector are included.

Model training data gender ori regen prote

speaker encoder ori male 0.81 4.30 9.20
female 0.96 4.20 9.53

x-vector
ori male 1.93 3.97 8.22

female 1.63 4.30 8.09

regen male 3.12 3.34 7.15
female 3.19 3.04 6.90

i-vector
ori male 1.87 4.97 8.51

female 1.03 4.08 7.64

regen male 3.40 3.29 6.92
female 1.63 2.22 5.27

4.5. ASR evaluations

Finally, in our experiments, the ASR evaluations were con-
ducted on the protected utterances. In this evaluation, the
ASR service whisper4 [25] provided by OpenAI was called
for speech recognition. The performances were measured with
word error rate (WER). Our evaluations were conducted on the
libri-dev and libri-test datasets as officially published within the
LibriSpeech corpus. The original, regenerated, and protected
utterances were evaluated. The WERs are presented in Table 3.

Table 3: Automatic speech recognition results WERs(%) on
original(ori), regenerated(regen) and protected(prote) utter-
ances generated with out proposed method.

ori regen prote

WER 4.26 7.47 7.66

As shown in Table 3, Compared with the original utter-
ances, a higher WER was obtained on the regenerated speech.
This might be caused by that our regenerated utterances were
unseen by the ASR model of whisper. Meanwhile, the protected
utterances obtained a close WER with the regenerated ones, in-
dicating that the protection on the speaker attributes didn’t hurt
the content information within the speech utterances.

5. Conclusions
This paper focuses on the asynchronous voice anonymization
technique. In our work, a speech generation framework that in-
corporates the speaker disentanglement mechanism is adopted.
The proposed method involves extracting the speaker embed-
ding from the original speech and modifying it with adver-
sarial perturbation to obscure speaker attributes from machine
recognition, while human perception is preserved by control-
ling the magnitude of the perturbation. Experiments conducted
on the LibriSpeech dataset showed that the machine recognition
of speaker attributes was obscured with a 60.71% success rate
while human perception was preserved. Our future research will
focus on improving the modification of speaker embedding to
conduct asynchronous voice anonymization on all utterances.

4https://platform.openai.com/docs/api-reference/introduction
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