# COMPUTING $\varphi(N)$ FOR AN RSA MODULE WITH A SINGLE QUANTUM QUERY 

LUIS VÍCTOR DIEULEFAIT AND JORGE URRÓZ


#### Abstract

In this paper we give a polynomial time algorithm to compute $\varphi(N)$ for an RSA module $N$ using as input the order modulo $N$ of a randomly chosen integer. The algorithm consists only on a computation of a greatest common divisor, two multiplications and a division. The algorithm works with a probability of at least $1-\frac{C}{N^{1 / 2}}$.


## 1. Introduction

In this paper we give a polynomial time algorithm to compute $\varphi(N)$ for an RSA module $N$ using as input the order modulo $N$ of a randomly chosen integer. The algorithm consists only on a computation of a greatest common divisor, two multiplications and a division (see Theorems 3.9 and (2.1). As it is well-known, from this value it is easy to factor $N$ by just solving a quadratic equation. The algorithm works with a probability greater than $1-\frac{C}{N^{1 / 2}}$, where $C$ is a constant (in practice it could be $C=16$ for example), and the input can be obtained from a quantum computer by a single application of Shor's algorithm (cf. [7] and [8]), assuming that the output of that algorithm is exactly the order module $N$ of a randomly chosen integer. This assumption is reasonable since, as explained in [3], the probability that Shor's algorithm fails to give the right order is negligible, under suitable conditions on the parametrization and post-processing of the quantum algorithm (cf. [3], section 2.1).

In the paper [3], another polynomial time algorithm is given that factors an integer taking as input the order of a random integer, which is based on a variation of a method of V. Miller (the same method used by Shor to end his factorization algorithm, but this time with the extra clever idea of moving the base in a post-processing process in a classical computer). The algorithm in [3] can be used to factor arbitrary integers, not only RSA modules, but even for the case of RSA modules the
probability of success is smaller than $1-\frac{1}{C \log ^{2} N}$ (see [3], Theorem 1¹), thus the probability of failure is exponentially larger than the one we obtain. Also, our algorithm is simpler and faster, it consists in giving a formula for $\varphi(N)$ in terms of the order of a random integer modulo $N$ (involving just one application of Euclid's algorithm, two multiplications and a division) which is correct with very high probability.

The possibility of computing $\varphi(N)$ for an RSA module given the order of a random integer was also observed in [4] but only for the case of safe semiprimes (i.e., modules of the form $p \cdot q$ where both $p$ and $q$ are safe primes, which are by definition primes of the form $2 \cdot t+1$ for another prime $t$ ), whereas our algorithm works without this restriction.

To finalize this introduction we would like to mention an aditional result that comes from our method. Concretely, in 1978, Rivest, Shamir and Adleman in [6] gave a probabilistic algorithm proving that factoring $N$ is equivalent to knowing the secret key on the RSA cryptosystem. Namely knowing the public information $N$ and the public exponent $e$, if one can compute $d$, the inverse of $e$ modulo $\varphi(N)$, then one can factor $N$ in polynomial time with high probability. Then May and Coron in [2] improved the result showing a deterministic algorithm for the reduction of the knowledge of $d$ to factor $N$. For that, they use an improvement of Coppersmith algorithm (cf. [1]) valid not only for the integer of unknown factorization, but any divisor of it. Here we show a straightforward proof of this equivalence, in the case that the exponent $e$ is not too large. Recall that, in practice, the most common exponent is the constant 3 or 65537 .

To simplify the presentation, instead of working with an arbitrary RSA module, we will restrict to the case of a module $N$ such that the two prime factors $p$ and $q$ have the same number of bits. This is the case for RSA modules in practice, in agreement with the Digital Signature Standards fixed by the National Institute of Standards and Technology (see [5], Appendix A.1.1).
We remark that our results can be easily adapted to cover also the case of arbitrary RSA modules. In fact, if we assume that both prime factors of $N$ are larger than $N^{1 / 4}$ then a result similar to Theorem 3.9

[^0]can be proved, just changing $1-\frac{C}{N^{1 / 2}}$ by $1-\frac{C}{N^{1 / 4}}$ in the probability of success. On the other hand, there is no need to consider the case where one of the prime factors of $N$ is smaller than $N^{1 / 4}$, since as it is well-known in that case the method of Coppersmith (see [1]) gives a polynomial time deterministic algorithm to factor $N$ (with a classical computer).

The following notation will be used through the whole paper. Given two integers $a, b,(a, b)$ will be their greatest common divisor, while $[a, b]$ will be their least common multiple. It will be useful to recall that

$$
\begin{equation*}
a b=[a, b](a, b) \tag{1.1}
\end{equation*}
$$

Also, $N=p q$ will be the product of the two prime numbers $p$ and $q$ such that

$$
\begin{align*}
& p-1=\prod_{i=1}^{r} p_{i}^{a_{i}} P \\
& q-1=\prod_{i=1}^{r} p_{i}^{b_{i}} Q \tag{1.2}
\end{align*}
$$

where a prime $l \mid(p-1, q-1)$ if and only if $l=p_{i}$ for some $1 \leq i \leq r$. We will denote $m_{i}=\min \left\{a_{i}, b_{i}\right\}$ and $M_{i}=\max \left\{a_{i}, b_{i}\right\}$ for $i=1, \ldots, r$.

## 2. Explicit formulas for $\varphi(N)$ and factoring

It is well known that an RSA modulus $N=p q$ can be factored knowing $\varphi(N)$, simply solving a system of two equations in the unknown $p, q$. We now prove that, in fact, it is enough to know either a big enough factor of $\varphi(N)$, or a small enough multiple of $\varphi(N)$.

Theorem 2.1. Let $N=p q$ be the product of two unknown prime numbers $p, q$ of at most $L$ bits, say $p<q \leq 2^{L}$. Suppose we know $D$ such that $D X=(p-1)(q-1)$ and $D \geq 2^{L+1}$. Then, we can find $p, q$ in polynomial time.

Proof.

$$
D X=(p-1)(q-1)=N-(p+q)+1
$$

so

$$
\frac{N+1}{D}=X+\frac{p+q}{D}
$$

where

$$
0<\frac{p+q}{D}<1
$$

SO

$$
\left[\frac{N+1}{D}\right]=X,
$$

and once we know $X$, then we know $(p-1)(q-1)$ and we solve the system

$$
\begin{aligned}
& N=p q \\
& N+1-D X=p+q
\end{aligned}
$$

Corollary 2.2. Let $N=p q$ be the product of two unknown prime numbers $p, q$ of at most $L$ bits, say $p<q \leq 2^{L}$. Suppose we know $D$ such that $D X=(p-1)(q-1)$ and $D \geq 2^{L+1}$. Then,

$$
\varphi(N)=\left[\frac{N+1}{D}\right] D .
$$

Theorem 2.3. Let $N=p q$ be the product of two unknown prime numbers $p, q$ of at most $L$ bits, and suppose $(p-1, q-1)=D>2^{L / 2+1}$ is known. Then we can factor $N$ in polynomial time.

Proof. We know that

$$
\begin{aligned}
p & =1+R_{p} D \\
q & =1+R_{q} D
\end{aligned}
$$

where $R_{q}+R_{p}<D$ by our conditions. Then since

$$
N=1+\left(R_{q}+R_{p}\right) D+R_{q} R_{p} D^{2}
$$

we get

$$
R_{p}+R_{q}=\frac{N-1}{D} \quad(\bmod D)
$$

in particular reducing $N-1 / D$ modulo $D$ we get $R_{p}+R_{q}$ and, from there $p+q=2+R_{p} D+R_{q} D$ and we factor $N$ by solving the system in $p+q$ and $p q$ as before.

Our next result is about the mentioned relation between factoring and finding the secret key on an RSA cryptosystem
Theorem 2.4. Let $N=p q$ be the product of two prime numbers of $L$ bits $2^{L-1}<p<q<2^{L}$, with $\left(e, \varphi(N)=1\right.$, $e<\frac{\sqrt{N}}{2}$ and suppose we know its inverse $d$ modulo $\varphi(N)$, namely $1 \leq d \leq \varphi(N)$, such that ed $\equiv 1(\bmod \varphi(N))$. Then, we can factor $N$ performing just one multiplication and two divisions.

In fact, we prove a bit more. If we let $M=e d-1=k \varphi(N)$ we have the following explicit formula of independent interest

Corollary 2.5. Let $N=p q$ the product of two prime numbers of $L$ bits $2^{L-1}<p<q<2^{L}(e, \varphi(N))=1$, $e<\frac{\sqrt{N}}{2}$ and suppose we know its inverse d modulo $\varphi(N)$, namely $1 \leq d \leq \varphi(N)$. Then, denoting $M=e d-1$ we have

$$
\varphi(N)=\frac{M}{\left[\frac{M}{N}\right]+1}
$$

Proof. (Of the theorem and the corollary) We know that

$$
M=e d-1=k \varphi(N)=k(N-(p+q)+1),
$$

and dividing by $N$ we get

$$
\frac{M}{N}=k-\frac{k(p+q-1)}{N}
$$

but since $M<e d<\frac{\sqrt{N}}{2} \varphi(N)$, we have $k<\frac{\sqrt{N}}{2}$ and hence we get $k(p+q-1)<k(p+q)<N$. The last inequality comes from maximizing $p+q$ restricted to $p q=N$ and $2^{L-1}<p<q<2^{L}$. Hence,

$$
0<\frac{k(p+q-1)}{N}<1
$$

which gives $k=\left[\frac{M}{N}\right]+1$, and hence the result in the corollary. Once we know $\varphi(N)$ we can factor $N$ as usual by solving the system in $p+q$ and $p q$.

## 3. FActoring and the order of elements modulo $N$.

The results in the previous section are directly related with the problem of factoring $N$ knowing the order of an element in $(\mathbb{Z} / N \mathbb{Z})^{*}$, an information that can be obtained from Shor's algorithm. Concerning this problem, in [3] it is proved that knowing the order of a randomly chosen element modulo $N$ one can factor $N$ with probability smaller than $1-\frac{1}{C \log ^{2} N}$ by applying a procedure that is a variation of the method of Miller proposed by Shor himself in this context, but with the novel feature that the base is allowed to vary while a smooth factor is added to the order. On the other hand, in [4] the authors show that $\varphi(N)$ can be computed for an RSA module from the order of an element modulo $N$, with high probability, but only for the case of safe semiprimes. In the remaining of this section, we improve dramatically the previous results and prove that the knowledge of the order of an element in $(\mathbb{Z} / N \mathbb{Z})^{*}$ gives the factorization of $N$ with probability $1-\frac{C}{N^{1 / 2}}$ assuming that the prime factors of the RSA modulus $N$ have the same length (also, as remarked in the introduction, a variant of this algorithm also works for arbitrary RSA modules). We shall do this by giving a short procedure to obtain the value of $\varphi(N)$ given the order
of a random element.
We start by proving the following lemmata:

Lemma 3.1. Let $N$ be an integer, and consider the function defined as $N(x)=\#\left\{a \in(\mathbb{Z} / N \mathbb{Z})^{*}: \operatorname{ord}_{N}(a)=x\right\}$. Then $N(x)$ is a multiplicative function.

Proof. Suppose $\left(x_{1}, x_{2}\right)=1$ are two coprime integers so that $N\left(x_{1}\right)=n_{1}$, and $N\left(x_{2}\right)=n_{2}$. We will prove that if $C_{x_{1}}=\left\{a_{1}, \ldots, a_{n_{1}}\right\}$ are the elements with order $x_{1}$ and $C_{x_{2}}=\left\{b_{1}, \ldots, b_{n_{2}}\right\}$ are the elements with order $x_{2}$, then $C_{x_{1}, x_{2}}=\left\{a_{i} b_{j}: 1 \leq i \leq n_{1}, 1 \leq j \leq n_{2}\right\}$ contains the elements with order $x_{1} x_{2}$.

Suppose $\operatorname{ord}_{N}(a)=x$ and let $(x, y)=1$. Then $\operatorname{ord}_{N}\left(a^{y}\right)=x$. Indeed suppose $\operatorname{ord}_{N}\left(a^{y}\right)=z$. Since $\left(a^{y}\right)^{x}=\left(a^{x}\right)^{y}=1(\bmod N), z \mid x$. But we know that for some integers $u, v$ we have $a^{z}=\left(a^{z}\right)^{u y+v x}=$ $\left(a^{y}\right)^{z u}\left(a^{x}\right)^{z v}=1$, so $x \mid z$ and they are the same.

Now, we see that every element in $C_{x_{1}, x_{2}}$ has order $x_{1} x_{2}$. First note that $\left(a_{i} b_{j}\right)^{x_{1} x_{2}}=1(\bmod N)$, so $\operatorname{ord}_{N}\left(a_{i} b_{j}\right) \mid x_{1} x_{2} \operatorname{Suppose}^{\operatorname{ord}_{N}}\left(a_{i} b_{j}\right)=$ $z$ then $z=z_{1} z_{2}$ where $z_{1}=\left(z, x_{1}\right)$, and $z_{2}=\left(z, x_{2}\right)$, but then $\left(a_{i} b_{j}\right)^{z_{1} z_{2}}=1(\bmod N)$ so $\left.\left(a_{i}^{z_{2}}\right)^{z_{1}}=\left(\left(b_{j}\right)^{-1}\right)^{z_{1}}\right)^{z_{2}}$, but $\operatorname{ord}_{N}\left(a_{i}^{z_{2}}\right)=x_{1}$ and $\left.\operatorname{ord}_{N}\left(b_{j}\right)^{-1}\right)^{z_{1}}=x_{2}$, so they can not be equal unless $z_{1}=x_{1}$ and $z_{2}=x_{2}$. On the other hand $a_{i} b_{j} \neq a_{I} b_{J}$ for any $(i, j) \neq(I, J)$, again for the same reason since otherwise $\frac{a_{i}}{a_{I}}=\frac{b_{J}}{b_{j}}$ which is impossible since $\left.\operatorname{ord}_{N}\left(\frac{a_{i}}{a_{I}}\right) \right\rvert\, x_{1}$ and $\left.\operatorname{ord}_{N}\left(\frac{b_{J}}{b_{j}}\right) \right\rvert\, x_{2}$.

So we have proved that the $n_{1} n_{2}$ elements in $C_{x_{1}, x_{2}}$ are indeed distincts and have order $x_{1} x_{2}$. Now we need to prove that there are no more. Suppose $w \in(\mathbb{Z} / N \mathbb{Z})^{*}$ has $\operatorname{ord}_{N}(w)=x_{1} x_{2}$. We will prove that $w$ is the product of two elements $w=a_{i} b_{j}$ for $a_{i} \in C_{x_{1}}$ and $b_{j} \in C_{x_{2}}$. But for some integers $u, v$ such that $\left(u x_{1}, v x_{2}\right)=1$ we have

$$
w=w^{u x_{1}+v x_{2}}=w^{u x_{1}} w^{v x_{2}}
$$

But if $\operatorname{ord}_{N}\left(w^{u x_{1}}\right)=z$ then $z \mid x_{2}$ and $(u, z)=1$ so $\operatorname{ord}_{N}\left(w^{x_{1}}\right)=z$ and hence $z=x_{2}$ in the same way we prove that $\operatorname{ord}_{N}\left(w^{v x_{1}}\right)=x_{1}$ finishing the proof of the lemma.

Lemma 3.2. Let $N=p q$ the product of two primes, $x \mid[p-1, q-1]$ and let $N(x)=\#\left\{a \in(\mathbb{Z} / N \mathbb{Z})^{*}: \operatorname{ord}_{N}(a)=x\right\}$. Then

$$
\begin{equation*}
N(x)=\varphi(x)(x, N-1) \sum_{\substack{d \left\lvert\,(x, N-1) \\\left(d, \frac{x}{(x, N-1)}\right)=1\right.}} \frac{\mu^{2}(d)}{d} \tag{3.1}
\end{equation*}
$$

Proof. We will denote $x$ as $x=\prod_{1 \leq i \leq r} p_{i}^{\alpha_{i}} P_{x} Q_{x}$ where $P_{x} \mid P$ and $Q_{x} \mid Q$, with the notation in (1.2). Since $\bar{N}(x)$ is multiplicative, we just need to compute $N\left(l^{a}\right)$ for $l$ a prime number. Now if $l \nmid(p-1, q-1)$ and $l \mid p-1$, then if $e_{p} \mid(p-1)$ and $e_{q} \mid q-1$ are such that $\left[e_{p}, e_{q}\right]=l^{a}$, then $e_{p}=l^{a}, e_{q}=1$ and we have $N\left(l^{a}\right)=\varphi\left(l^{a}\right)$. If $l=p_{i}$ for some $1 \leq i \leq r$, then we have to distinguish two cases.

Case 1. Suppose $\alpha_{i} \leq m_{i}$ Then, if $e_{p} \mid(p-1)$ and $e_{q} \mid q-1$ are such that $\left[e_{p}, e_{q}\right]=p_{i}^{\alpha_{i}}$, then either $e_{p}=p_{i}^{\alpha_{i}}$ and $e_{q}=p_{i}^{c_{i}}$ for some $0 \leq c_{i} \leq \alpha_{i}$ or $e_{q}=p_{i}^{\alpha_{i}}$ and $e_{p}=p_{i}^{c_{i}}$ for some $0 \leq c_{i} \leq \alpha_{i}$. And, since we are counting $p_{i}^{\alpha_{i}}$ twice, we get in this case

$$
\begin{aligned}
& 2 \sum_{0 \leq c_{i} \leq \alpha_{i}} \varphi\left(p_{i}^{\alpha_{i}}\right) \varphi\left(p_{i}^{c_{i}}\right)-\varphi\left(p_{i}^{\alpha_{i}}\right)^{2}=2 p_{i}^{\alpha_{i}} \varphi\left(p_{i}^{\alpha_{i}}\right)-\varphi\left(p_{i}^{\alpha_{i}}\right)^{2} \\
& =\varphi\left(p_{i}^{\alpha_{i}}\right)\left(2 p_{i}^{\alpha_{i}}-p_{i}^{\alpha_{i}}+p_{i}^{\alpha_{i}-1}\right)=\varphi\left(p_{i}^{\alpha_{i}}\right) p_{i}^{\alpha_{i}}\left(1+\frac{1}{p_{i}}\right)
\end{aligned}
$$

Case 2. Suppose $m_{i}<\alpha_{i}$ and let $a_{i}=M_{i}$. Then, if $e_{p} \mid(p-1)$ and $e_{q} \mid q-1$ are such that $\left[e_{p}, e_{q}\right]=p_{i}^{\alpha_{i}}$, then $e_{p}=p_{i}^{\alpha_{i}}$ while $e_{q}=p_{i}^{c_{i}}$ for some $0 \leq c_{i} \leq m_{i}$, so in this case

$$
N\left(p_{i}^{\alpha_{i}}\right)=\varphi\left(p_{i}^{\alpha_{i}}\right) \sum_{0 \leq c_{i} \leq m_{i}} \varphi\left(p_{i}^{c_{i}}\right)=\varphi\left(p_{i}^{\alpha_{i}}\right) p_{i}^{m_{i}}
$$

Putting all together we get

$$
\begin{aligned}
N(x) & =\varphi\left(P_{x} Q_{x}\right) \prod_{\alpha_{i} \leq m_{i}} \varphi\left(p_{i}^{\alpha_{i}}\right) p_{i}^{\alpha_{i}}\left(1+\frac{1}{p_{i}}\right) \prod_{\alpha_{i}>m_{i}} \varphi\left(p_{i}^{\alpha_{i}}\right) p_{i}^{m_{i}} \\
& =\varphi\left(P_{x} Q_{x}\right)(x, N-1) \varphi\left(\frac{x}{P_{x} Q_{x}}\right) \prod_{\alpha_{i} \leq m_{i}}\left(1+\frac{1}{p_{i}}\right) \\
& =\varphi(x)(x, N-1) \sum_{\substack{d \left\lvert\,(x, N-1) \\
\left(d, \frac{x}{(x, N-1)}\right)=1\right.}} \frac{\mu^{2}(d)}{d} .
\end{aligned}
$$

Lemma 3.3. Let $N=p q$ be the product of two prime numbers $p$ and $q$ and let $D \mid[p-1, q-1]$. Then, $(D, p-1, q-1)=(D, N-1)$.

Proof. First we note that for any prime $l$ so that $l^{a} \mid[p-1, q-1]$ then either $l^{a} \mid p-1$ or $l^{a} \mid q-1$ and hence, noting that $N-1=(p-1) q+(q-1)$, if $l^{a} \mid([p-1, q-1], N-1)$, then $l^{a} \mid(p-1, q-1)$ and hence we deduce $(D, N-1) \mid(D, p-1, q-1)$. On the other hand $(D, p-1, q-1) \mid(D, N-1)$, so they must be equal.

Corollary 3.4. If $D \mid[p-1, q-1]$ then $D(D, N-1) \mid \varphi(N)$.
Proof. Using the previous Lemma we see that

$$
\begin{aligned}
D(D, N-1) & =D(D,(p-1, q-1)) \\
& =[D,(D,(p-1, q-1))](D,(D,(p-1, q-1)) \\
& =D(D,(p-1, q-1))
\end{aligned}
$$

and since $D \mid[p-1, q-1]$ and $(D,(p-1, q-1)) \mid(p-1, q-1)$ we get

$$
D(D, N-1) \mid[p-1, q-1](p-1, q-1)=(p-1)(q-1)=\varphi(N)
$$

Corollary 3.5. Let $p-1=\prod_{i=1}^{r} p_{i}^{a_{i}} P, q-1=\prod_{i=1}^{r} p_{i}^{b_{i}} Q$ where $a$ prime $l \mid(p-1, q-1)$ if and only if $l=p_{i}$ for some $1 \leq i \leq r$. Suppose $D \mid[p-1, q-1]$ and consider the sequence $D_{1}=D, D_{j+1}=\frac{D_{j}}{\left(D_{j}, N-1\right)}$. Then for some $j_{0}$ we have $D_{j}=D_{j_{0}}$ for all $j \geq j_{0}$ and $D_{j_{0}} \mid P Q$.

Proof. Let $m_{i}=\min \left\{a_{i}, b_{i}\right\}$ and suppose $p_{i}^{\alpha_{i}} \| D_{j}$ for $1 \leq i \leq r$. Then if $\alpha_{i} \leq m_{i}$ then $p_{i}^{\alpha_{i}} \|\left(D_{j}, N-1\right)$ and $p_{i} \nmid D_{j+1}$. If $\alpha_{i}>m_{i}$ then $p_{i}^{m_{i}} \|\left(D_{j}, N-1\right)$ and $p_{i}^{\alpha_{i}-m_{i}} \| D_{j+1}$ and iterating we get the result.

Remark 3.6. Observe that if $D=\prod_{i=1}^{r} p_{i}^{\alpha_{i}} P_{D} Q_{D}=C_{D} P_{D} Q_{D}$, where $P_{D} \mid P$ and $Q_{D} \mid Q$, then $D_{j_{0}}=P_{D} Q_{D}$ and $\frac{D}{D_{j_{0}}}=\prod_{i=1}^{r} p_{i}^{\alpha_{i}}$.

One can use the previous remark to give a result that allows factorization directly in terms of $(p-1, q-1)$, improving Theorem [2.3 in some cases.

Theorem 3.7. Let $N=p q$ where $p$ and $q$ and $D=C_{D} P_{D} Q_{D}=C_{D} D_{j_{0}}$ are as in Corollary 3.5 and denote $F=\left(C_{D}, N-1\right)$. Then, if

$$
D_{j_{0}}>\frac{(p-1+q-1)}{F^{2}}
$$

we can factor $N$ in polynomial time.
Proof. The proof is the same as in Theorem [2.1. Note that

$$
N-1-(p-1+q-1)=\varphi(N)=[p-1, q-1](p-1, q-1)
$$

and since $D \mid[p-1, q-1]$, and $F \mid(p-1, q-1)$, we have

$$
N-1-(p-1+q-1)=D F X
$$

for some integer $X$. Dividing by $D F$ we get

$$
\frac{N-1}{D F}=X+\frac{p-1+q-1}{D F}
$$

but, by hypothesis,

$$
D F=D_{j_{0}} C_{D} F \geq D_{j_{0}} F^{2}>(p-1+q-1)
$$

and, in particular $X=\left[\frac{N-1}{D F}\right]$. Once we have $X$, we have $\varphi(N)$ and we can factor $N$.

We are now ready to prove the main theorem. We need the following:
Definition 3.8. Let $O$ be the random oracle defined in the following way: each time we call $O$, it selects uniformly at random a pair from the set $C=\left\{(a, d): a \in(\mathbb{Z} / N \mathbb{Z})^{*}, d \mid[p-1, q-1]\right.$, $\left.\operatorname{ord}_{N}(a)=d\right\}$, and returns $d$.

Theorem 3.9. Let $N=p q$ the product of two unknown primes of $L$ bits $2^{L-1}<p<q<2^{L}$ We can factor $N$ in polynomial time with probability bigger than $1-\frac{C}{N^{1 / 2}}$ with just one call to $O$.

Proof Let $x$ be the integer returned by $O$. Note that if we denote $P(x)$ the probability that the oracle returns $x$, then since the oracle selects $x$ and $d$ uniformly at random, we have $P(x)=\frac{N(x)}{\varphi(N)}$.

If $x \geq 4 N^{\frac{1}{2}}$, recalling that $x|[p-1, q-1]| \varphi(N)$, we just apply Theorem 2.1 to get the factorization. So we suppose $x<4 N^{1 / 2}$. If , moreover, $N(x)<4 N^{1 / 2}, O$ will select $x$ with probability smaller than $\frac{16}{N^{1 / 2}}$, by noticing that

$$
\varphi(N)=N-(p+q)+1 \geq N-4 \sqrt{N}>C N .
$$

For example if $N>30$, we could take $C=16$, since then we have $N-4 \sqrt{N}>N / 4$.

Otherwise we may assume $N(x) \geq 4 \sqrt{N}$. In this case we consider the integer $x(x, N-1)$ wich is a divisor of $\varphi(N)$ by Corollary 3.4, and by Lemma 3.2,

$$
\begin{aligned}
4 \sqrt{N} & \leq N(x)=\varphi(x)(x, N-1) \sum_{\substack{d \left\lvert\,(x, N-1) \\
\left(d, \frac{N}{(x, N-1)}\right)=1\right.}} \frac{\mu^{2}(d)}{d} \\
& \leq x(x, N-1) \prod_{p \mid(x, N-1)}\left(1-\frac{1}{p^{2}}\right)<x(x, N-1),
\end{aligned}
$$

where we have used

$$
\varphi(x)=x \prod_{p \mid x}\left(1-\frac{1}{p}\right) \leq x \prod_{p \mid(x, N-1)}\left(1-\frac{1}{p}\right)
$$

and

$$
\sum_{\substack{d \left\lvert\,(x, N-1) \\\left(d, \frac{x}{(x, N-1)}\right)=1\right.}} \frac{\mu^{2}(d)}{d} \leq \sum_{d \mid(x, N-1)} \frac{\mu^{2}(d)}{d}=\prod_{p \mid(x, N-1)}\left(1+\frac{1}{p}\right) .
$$

So, we can apply Theorem 2.1 with $D=x(x, N-1)$ to get the factorization.
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[^0]:    ${ }^{1}$ we omit here the term $-1 / 2^{k}$, where $k$ denotes the number of iterations, since this term is dominated by the other, for $k$ sufficiently large

