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Abstract. Offline reinforcement learning (RL) addresses the challenge of
expensive and high-risk data exploration inherent in RL by pre-training
policies on vast amounts of offline data, enabling direct deployment or
fine-tuning in real-world environments. However, this training paradigm
can compromise policy robustness, leading to degraded performance
in practical conditions due to observation perturbations or intentional
attacks. While adversarial attacks and defenses have been extensively
studied in deep learning, their application in offline RL is limited. This
paper proposes a framework to enhance the robustness of offline RL models
by leveraging advanced adversarial attacks and defenses. The framework
attacks the actor and critic components by perturbing observations during
training and using adversarial defenses as regularization to enhance the
learned policy. Four attacks and two defenses are introduced and evaluated
on the D4RL benchmark. The results show the vulnerability of both
the actor and critic to attacks and the effectiveness of the defenses in
improving policy robustness. This framework holds promise for enhancing
the reliability of offline RL models in practical scenarios.

Keywords: Offline Reinforcement Learning · Robust Reinforcement
Learning · Adversarial Attack · Adversarial Defense.

1 Introduction

Recent advancements in Deep Neural Networks (DNN) [20,14,9,42,43,44,34] have
greatly influenced the success of Deep Reinforcement Learning (RL) [23,37,29,39]
[33,31], addressing the challenge of high dimensionality. However, traditional RL
data collection methods rely on online interactions with the environment, which
can be costly and pose safety concerns in practical applications like robotics
and healthcare [24]. To overcome these limitations, Offline RL has emerged as a
promising alternative, enabling policy learning from pre-collected data without
online interaction. However, non-interactive training in offline RL introduces
challenges related to distributional shift and robustness [24,12,21]. While numer-
ous recent methods in offline RL have been developed to tackle distributional
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shift [7,16,36,47,49,12,21,22], there has been scant attention directed towards
enhancing robustness, particularly in mitigating performance degradation under
real-world conditions such as observation perturbations stemming from sensor
errors or intentional attacks [52,48]. Hence, there is a pressing need to introduce
novel techniques aimed at bolstering the robustness of offline RL methods.

To this end, this paper introduces a framework to enhance the robustness
of learned models in offline RL by leveraging advanced adversarial attacks and
defenses. More specifically, our framework entails introducing perturbations to
observations during training, strategically targeting both the actor and critic
components of offline RL. Simultaneously, we incorporate adversarial defenses as
regularization techniques. The overarching goal of this approach is to proactively
train the policy to fend off potential attacks, ultimately fortifying its robustness
when deployed in real-world scenarios. In our study, we put forth targeted attacks
on the actor and critic components, encompassing the Random Attack, Critic
Attack, Robust Critic Attack, and Actor Attack. These attacks shed light on the
vulnerability of actor and critic components in offline RL methods to observation
perturbations, demonstrated by the significant performance degradation they
induce. To mitigate these vulnerabilities, we introduce adversarial defenses in the
form of regularizers during the training process, specifically identified as Critic
Defense and Actor Defense. We empirically prove that these defense mechanisms
are effective in enhancing the robustness of model-free offline RL algorithms.

We conducted evaluations of these techniques using the D4RL benchmark
[10]. Remarkably, the Robust Critic Attack emerged as the most potent, followed
by the Critic Attack, Actor Attack, and Random Attack. Adversarial attacks
were found to substantially undermine the performance of offline RL methods.
Importantly, the incorporation of our proposed defenses within the training
framework consistently resulted in improved learned policy performance across
various datasets, in both clean and attacked environments.

The paper is structured as follows: Section 1 provides an introduction, followed
by Section 2 discussing related work. Section 3 presents background information
on offline RL, and Section 4 details the methodology, including the offline RL
framework, proposed adversarial attacks, and adversarial defenses. Section 5
presents the experimental setup and results, and finally, Section 6 concludes the
paper and discusses future directions.

2 Related work

Offline RL. This paper focuses on improving the robustness of model-free offline
reinforcement learning (RL). Offline RL is a research branch of RL that learns
policies through a static dataset as opposed to online interaction of conventional
online RL [24,27,26]. In the model-free domain, offline RL methods usually
attempt to correct the extrapolation error [12] in off-policy algorithms. A line
of work focuses on regularizing the learned policy near the dataset distribution
[46,21,12,22,11,19,4]. For instance, BCQ [46] uses a direct policy constraint to
force the learned policy to be close to the behavior policy, estimated by using a
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parametric generative model. Alternatively, BEAR [21] proposes using support
matching (e.g., maximum mean discrepancy (MMD) divergence) to constrain
the learned policy, showing better performance. Another line of work mitigates
the selection of out-of-distribution (OOD) actions during policy evaluation by
penalizing the value function [22,1,3,4,32]. For example, Conservative Q-Learning
(CQL) [22] proposes the regularization while learning the Q-value function by
pushing up values for state-action pairs seen in the dataset and pulling down
values in unseen actions. Notably, TD3+BC [11] simply uses behavioral cloning
to constrain the learned policy on top of the conventional TD3 [13] but achieves
competitive performance with other complex offline RL algorithms. In contrast,
EDAC [3] leverages ensemble Q networks and proposes an objective to diversify
their gradients to prevent overestimation when learning the Q-value function.
Similarly, PBRL [4] proposes explicit value underestimation of OOD actions
according to uncertainty, requiring fewer ensemble networks.

Robust RL against Adversarial Attacks on State Observations. In the
online RL setting, where the algorithm is allowed to interact with the environment
during training, the vulnerabilities in state observations caused by adversarial
attacks were first demonstrated in [15,25,18]. In the continuous control domain,
[35] introduced an attack that exploits both the policy and the Q-value function to
craft the perturbations. Recent work by [51] formalized attacks on observations
through a state-adversarial MDP (SA-MDP), demonstrating that the most
powerful attacks can be learned as an RL problem. Building on this, [50] and [40]
introduced RL-based attackers for black-box and white-box attacks, respectively.
To enhance the robustness of online RL agents against adversarial attacks on
observations, several methods have been proposed. One family of methods aims
to improve the robustness of deep neural network (DNN) components in RL
algorithms by enforcing properties such as invariance and smoothness under
bounded perturbations. For instance, [38,51] introduced regularizers to encourage
the smoothness of the policy network under adversarial perturbations. More
recently, another group of methods has focused on training the agent against a
learnable attacker. Typically, [50,40] proposed concurrently training the agent
together with an RL-based attacker, leading to a more robust RL agent. Overall,
most of the mentioned methods are focusing on online RL where policies can
collect more data in the environment to correct the attacking states. In the offline
RL setting, insufficient attention to robustness is observed [52]. An example of
research addressing this concern is RORL [48], which employs adversarial defense
strategies to enhance model robustness. RORL is grounded in an uncertainty-
based offline RL algorithm, relying on an ensemble of actors or critics. Offline RL,
in which agents are trained on a static dataset, exhibits distinct characteristics
compared to online RL. The question of whether we can effectively adapt online
RL methods to offline RL remains uncertain.

In contrast, our investigation thoroughly explores the robustness of well-
established offline RL algorithms, including BCQ [46], CQL [22], and TD3+BC
[11], with the aim of identifying the most versatile and effective robust approaches.
Our objective is to establish a comprehensive baseline for both attack and defense
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scenarios for reference. By doing so, we aspire to provide valuable insights that
can guide future endeavors dedicated to enhancing the overall robustness of
offline RL.

3 Background

Mathematically, offline RL addresses the challenge of learning to control a dynamic
system, which can be defined as a Markov decision process (MDP). The MDP
is defined by a tuple M = (S, A, T, d0, r, γ). Therein, S is a set of state s, A is
a set of actions a, T is the transition probability of the dynamics in the form
T (st+1|st, at), d0 is the initial state distribution, r is reward function, γ ∈ (0, 1)
is a scalar discount factor and H is the horizon.

Within a MDP, there is a policy π(at|st) for controlling the dynamic. A
trajectory distribution, which is a sequence of H + 1 states and H actions, can
be further derived as τ = (s0, a0, ..., sH) where H can be infinite. The probability
density function for a given trajectory τ under policy π is as below:

pπ(τ) = d0 (s0)
H−1∏

t=0
π (at | st) T (st+1 | st, at) (1)

Given a static dataset D = {(si
t, ai

t, si
t+1, ri

t)} collected by an unknown behavioural
policy πβ , offline RL tries to learn an optimal policy π∗ that maximizes the
expected return. Mathematically, this involves solving the return maximization
problem:

π∗ = argmax
π

Eτ∼pπ

[
ΣH−1

t=0 γtr (st, at)
]

. (2)

To aid in solving MDP, it is common practice to define the value function
V π(s) = E

τ∼π
[R(τ) | s0 = s] where R(τ) =

∑H
t=0 γtrt is the discounted return.

This function provides the expected return when initiating from state s and
consistently following policy π. Additionally, the action value function Qπ(s, a) =
E

τ∼π
[R(τ) | s0 = s, a0 = a] is defined, representing the expected return when

beginning from state s, taking action a, and subsequently adhering to policy π.
In solving MDP, existing literature on offline RL frequently employs interactive

actor-critic approaches [12,21,22]. The generic model-free offline RL algorithms
can be summarized as approximate modified policy iteration [6] as depicted in
the Algorithm 1. To be more specific, the algorithm is performed by iteratively
learning the critic and the actor on the data sample from a given static dataset
until they converge to the final solution. In the iterative process, the critic Qπk−1

is learned with policy evaluation given the current policy πk−1, mini-batch data
B, and the reference previous policy Qπk−2 . The actor πk is learn by the policy
improvement given the estimated Qπk−1 , mini-batch data B, reference previous
policy πk−1, and an optional explicitly estimated behavior policy π̂β [6].

Various methods exist for the policy evaluation and the policy improvement,
each associated with specific operators denoted as T and V , respectively. For the
policy evaluation operator T , common techniques encompass fitted Q evaluation
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Algorithm 1 Generic model-free offline RL
1: Input: Max iterations K, Batch size E, Offline dataset D, optionally estimated

behavior π̂β

Initialize π0 and Qπ0 randomly.
2: for k = 1 to K do
3: Sampling from replay buffer:

B = {(sj , aj , sj+1, rj)}E
j=1 ∼ D

4: Policy evaluation: Qπk−1 = T (πk−1, B, Qπk−2 )
5: Policy improvement: πk = V

(
Qπk−1 , π̂β , B, πk−1

)
6: end for

[12,21,22], TD-style learning employing targeted networks [13], and the utilization
of Q ensembles for uncertainty measurement [48]. Other operators, such as
importance weighting [30] or pessimism [22], are also viable options.

Concerning the policy improvement operator V, constraints often play a
pivotal role and can be categorized into various strategies. These include behavior
cloning [41], constrained policy updates [12] regularized policy updates [5], and
different forms of imitation learning [45,8]. These strategies are designed to
encourage policies to either imitate the behavior policy or remain within its
support . The diversity in these approaches reflects the rich landscape of methods
available for both policy evaluation and improvement in the realm of reinforcement
learning.

Despite the variations among the aforementioned methods, a common thread
unites many successful modern approaches—they heavily rely on deep neural
networks (DNNs) to model policies, Q functions, or value functions. However,
this reliance on DNNs becomes a vulnerability, as these networks are known to
be susceptible to input perturbations [15,18]. This susceptibility opens the door
for attackers to manipulate the actor, the critic, or both simultaneously through
observation perturbation. To illustrate, attackers can introduce a small amount
of noise to the input observations of the actor, causing it to behave significantly
differently compared to its original behavior and resulting in a trajectory with
very low returns. Moreover, in certain scenarios, attackers may have access to
the critic, allowing them to identify the suboptimal states of the actor and guide
the actor towards these states, ultimately lowering the overall return.

4 Methodology

In this session, we will introduce the framework for robust offline Reinforcement
Learning (RL) training. Subsequently, we will introduce four adversarial attacks
and two defenses, carefully chosen to be incorporated into the framework.
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4.1 The framework for robust offline RL training

This study strengthens conventional offline RL methods by introducing a modified
training process that incorporates insights from adversarial attacks and defenses.
The motivation is to mitigate the vulnerability of DNNs in RL systems to input
perturbations, exploited by attackers to manipulate actor and critic networks. The
framework integrates adversarial examples into training to expose the network to
perturbations, fostering the learning of resilient features. By training on a mix of
original and adversarially perturbed data, the networks improve generalization
and exhibit robust behavior against attacks, thus enhancing overall performance
and security.

More specifically, our framework augments conventional offline RL training
objectives with an additional regularizer, or defense, to immunize models against
adversarial examples. The training procedure closely follows the established pro-
cess of generic offline RL with minimal modifications. Throughout the training
phase, adversarial examples are generated by attacking the clean examples sam-
pled from the replay buffer using a selected adversarial attack. These adversarial
examples are then added with clean examples to train the model. The defense
seamlessly integrates with either the ’policy evaluation’ or ’policy improvement’
objectives, contributing to robust regularization. This proactive training strategy
ensures the model’s proficiency in handling adversarial perturbations, thereby
enhancing its overall robustness. Moreover, this design maintains comparability
with the majority of generic model-free offline RL approaches, as depicted in
Algorithm 1. During the evaluation at test time, the trained models undergo
scrutiny against a set of targeted attacks, which may align with or deviate
from the initially selected training attack. This evaluation further validates the
robustness of model with unseen attacks.

4.2 Adversarial attack for offline RL

We introduce four adversarial attacks aimed at undermining the performance
of a trained RL agent in a testing environment. These attacks involve injecting
small amounts of noise into the observations, causing the policy to generate
suboptimal actions or low-return trajectories. Mathematically, we denote the
attacker as A. To prevent unrestricted perturbations which is impractical, we
limit the possible perturbation to an ϵ-ball around the input observation. The
adversarial example, i.e., the intentionally perturbed observation to cause a model
mistake, is generated as s̃ = A(s, ϵ), where s̃ ∈ B(s, ϵ). B(s, ϵ) represents the set
of adversary perturbations, containing all allowed ϵ-neighbor perturbations of s.

The four proposed adversarial attacks are designed to specifically deceive the
actor and critic, which are fundamental components of an offline RL method.
The attack A(.) can be one of the below attacks.

Random Attack: A simple method to attack is injecting random noise into
the current state and hoping that the noise will cause the agent to take worse
action. This attack is referred to as Random Attack and A(.) is defined as follows:

s̃ = s + N (0, ϵ) (3)
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where N (0, ϵ) is a noise sampled from the Normal distribution with mean 0 and
standard deviation ϵ.

Critic Attack: A smarter approach is utilizing the information from the
critic to generate a perturbation observation that leads the policy to choose the
worst possible action which gives the lowest Q-value for the given observation.
Since Q-value indicates the estimation of return according to the action in a
particular state, choosing the lowest Q-value action for each state has a high
potential to get the lowest return trajectory which is the goal of the attack. This
attack is referred to as Critic Attack and A(.) is defined as follows:

s̃ = arg min
s̃∈B(s,ϵ)

Qϕ(s, πθ(s̃)). (4)

Robust Critic Attack: The critic attack may not work well if the Q function
is not correct enough. To be more specific, the critic attack relies heavily on
the information of the Q function. If the Q-function is a perfect one, s̃ will
leads to the worst action that minimizes the Q-value as expected. However, in
practice, the Q function in offline RL is not a trust-able one, which may raise a
drawback that if Q-function is poorly learned, the attack will fail to predict the
correct perturbation since it relies heavily on Q information. This may affects
the correctness of perturbation.

The Robust Critic Attack represents an enhancement over the Critic Attack
methodology by leveraging a high-quality Q-value function denoted as Qπ

R(s, a).
This specific Q-value function is obtained by training on a examination data
buffer R collected through the policy, which we want to attack, on the test
environment. It is essential to highlight that we assume the attack can examine
the policy in the beginning of testing phase with only a small interaction budget
in the test environment then use the data to learn their own Q-function and
then begin attack. Utilizing this acquired Q-value for the attack leads to a more
accurate and robust perturbation generation. The loss function governing the
learning process for Qπ

R(s, a) is articulated as follows:

LR = E(s,a,s′,r)∼R [r + γQπ
R (s′, a′) − Qπ

R (s, a)]2

+ λE(s,a)∼R

[
max

â∈B(a,ϵ)
(Qπ

R (s, â) − Qπ
R (s, a))2

]
.

(5)

The Robust Critic Attack is then defined as:

s̃ = arg min
s̃∈B(s,ϵ)

QR(s, πθ(s̃)). (6)

Actor Attack: In scenarios where only access to the actor is allowed and the
critic information is not available, we propose Actor Attack. Inspired by [51], this
attack find the adversarial example maximizes the KL-divergence between output
of actor with clean example and output of actor with corresponding adversarial
example. Mathematically, it is defined as:

s̃ = arg max
s̃∈B(s,ϵ)

KL(π(.|s)||π(.|s̃)). (7)
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For actions parameterized by Gaussian mean πθ(s) and covariance matrix Σ
(independence of s), the equation for A(.) becomes:

s̃ = arg max
s̃∈B(s,ϵ)

(πθ(s) − πθ(s̃))⊤Σ−1(πθ(s) − πθ(s̃)). (8)

4.3 Adversarial defenses for offline reinforcement learning

When presented with adversarial examples generated by any of the aforementioned
adversarial attacks, the policy undergoes training on these examples following
the standard offline Reinforcement Learning (RL) protocol, augmented with an
additional regularizer, i.e., defense. We introduce two defense for improving the
robustness of the critic and actor, referred to as "Critic defense" and "Actor
defense" respectively.

Critic defense: It is possible that making the critic Q(s, a) smooth around
ϵ − neighbor of s can resist the attackers. In another word, with the small noise
of the observation, if Q-function still recommends the same best action as the
clean observation, it can resist the attacker. This smooth Q-function is then
distilled to the policy when performing the policy improvement resulting in a
robust policy against attacks. This defense is referred to as the Critic defense
and the Q-function is learned by the below objective:

min
Q

J(Qϕ) + λQL(Qϕ; A), (9)

where J(Qϕ) is the conventional policy evaluation operator and L(Qϕ; A) is the
augmented defense regularization with the weight λQ to control the strength of
regularization. The formula of L(Qϕ; A) is as followed:

L(Qϕ; A) = E(s,a)∼D,s̃∼A

[
(Qϕ(s̃, a) − Qϕ(s, a))2]

, (10)

where A is the selected attack (e.g., critic attack or random attack ...) is used for
generate s̃. For instance, the critic attack generate s̃ as follow:

s̃ = arg min
s̃∈B(s,ϵ)

Qϕ(s, πθ(s̃)). (11)

Actor defense: An actor that cannot output a very different action given just a
small observation perturbation is a hard opponent of actor attacks. Following this
philosophy, we propose to smooth the actor so that a small perturbed observation
can not produce a very different action compared to the clean one. This defense is
referred to as the Actor Defense and the actor is learned by the below objective:

min
π

J(πθ) + λπL(πθ; A), (12)

where J(πθ) is the conventional policy improvement operator and L(πθ) is the
defense regularization with the weight λπ to control the strength of regularization.
The formula of L(πθ; A) is as following:

L(πθ; A) = Es∼D,s̃∼A

[
(πθ(s̃) − πθ(s))2]

, (13)
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where A is the selected training attack. One example is Actor Attack which
generates the perturbation as follow:

s̃ = arg max
s̃∈B(s,ϵ)

(πθ(s̃) − πθ(s))2. (14)

5 Experiments
5.1 Experiment setup
The proposed methods are evaluated on the D4RL [10] benchmark of OpenAI
Gym MojoCo tasks, which consists of various datasets. We especially focus on
three well-known tasks: Hopper-Hop, Half-Cheetah, and Walker-walk. For each
task, three datasets will be evaluated: Expert, Medium-Replay, and Medium-
Expert. These selections were made due to their significance in reinforcement
learning research, offering a spectrum of complexities and dynamics. Such diversity
enables gauging the generalization and robustness of proposed methods across
varied settings.

For implementation, TD3+BC, CQL, and BCQ are trained in accordance with
their respective papers [12,22,46], with the exception of the following modifications.
The critic network is an MLP consisting of two 256-d hidden layers followed
by ReLU activations except for the last layer. The actor network has a similar
architecture to the critic network. The only difference is that the activation in the
last layer is Tanh. Unless specified, the default hyper-parameters of the algorithm
are as follows: the actor and critic are trained using Adam optimizer [17] with
default parameters and a learning rate of 3e-4. A mini-batch size of 256 is used
for training. The target networks and the actor updates are performed every
two critic updates. Adversarial examples are generated by performing 5-steps
PGD [28] with ϵ = 0.05 and step size is 0.01. The networks are trained with 500k
iterations. For training the Q-function for Robust Critic Attack, the interaction
budget with test environment is limited to 10000 transitions. λµ and λQ are
searched in the range of {0.1, 0.5, 1, 5, 10}, and the best results are reported after
normalized using d4rl scores, which provide a measure of performance relative to
expert and random scores. The normalization formula is as follows:

scorenormalized = 100 ∗ score − scorerandom

scoreexpert − scorerandom
. (15)

For evaluation, each method is trained using 5 different seeds and the ag-
gregated performance is reported over trained models. We assess the algorithm
using Interquartile Mean (IQM)[2], a choice known for delivering high-confidence
results even with a limited number of runs. In brief, IQM is the mean of the
middle 50% of runs in a consider set of runs, and is resistant to outliers. The
IQM is one of the statistical tools proposed to increase the field’s confidence
in reported results with a handful of runs. For reference, we also provide the
Mean and Median metrics, which are well-established in the community. It is
important to stress that, particularly in settings with a restricted number of runs,
the Mean and Median metrics exhibit inconsistency, further accentuating IQM
as the superior choice in such scenarios.
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0.78 0.84 0.90 0.96
Baseline

Actor Defense

Critic Defense
IQM

0.76 0.80 0.84 0.88

Mean

0.70 0.80 0.90 1.00

Median

Normalized Score

(a) Aggregated Performance of defenses in expert dataset.

0.56 0.64 0.72 0.80
Baseline

Actor Defense

Critic Defense
IQM

0.60 0.66 0.72

Mean

0.60 0.70 0.80

Median

Normalized Score

(b) Aggregated Performance of defenses in Medium-Expert dataset.

0.24 0.26 0.28 0.30
Baseline

Actor Defense

Critic Defense
IQM

0.26 0.27 0.28

Mean

0.20 0.23 0.25 0.28

Median

Normalized Score

(c) Aggregated Performance of defenses in Medium-Replay dataset.

0.52 0.56 0.60
Baseline

Actor Defense

Critic Defense
IQM

0.56 0.58 0.60 0.62

Mean

0.48 0.54 0.60 0.66

Median

Normalized Score

(d) Overall performance of defenses among three datasets.

Fig. 1: Aggregated Performance of Defenses with 95% Confidence Intervals (CIs). The
aggregated performances are calculated as the average performance over tasks and
attacks, specifically on certain types of datasets. The overall performance is further
averaged over different datasets.
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Clean Random Attack Critic Attack Actor Attack Robust Critic Attack

TD3+BC 73.46 72.98 (-1%) 43.69 (-41%) 70.10 (-5%) 48.15 (-34%)

CQL 55.84 54.92 (-2%) 36.66 (-34%) 42.89 (-23%) 13.79 (-75%)

BCQ 49.82 48.67 (-2%) 17.17 (-66%) 41.77 (-16%) 16.13 (-68%)
Table 1: The performance of adversarial attacks in multiple offline RL algorithms in
Walker-Walk with three datasets including expert, medium-expert, and medium-replay.
We report the IQM-aggregated performance for all three datasets.

5.2 Experimental Results

We present the results including (1) comparison among attacks, (2) comparison
among defenses, and (3) impact on the training cost.

(1) Comparison among attacks: Attacks consistently degrade per-
formance across various offline RL methods and datasets. More specific,
we train BCQ [46], CQL [22], and TD3+BC [11] using their standard training
procedure in Walker-Walk with three corresponding datasets: Expert, Medium-
Replay, and Medium-Expert. In the testing phase, we evaluate the trained model
to various Attacks and report the IQM score. The scores are aggregated over
three datasets, with five runs for each, and are presented in Table 1. According to
the result, it is evident that Random Attack is the least effective, while attacks
based on critic or actor result in significant performance degradation up to -75%
for all considered offline RL methods. This degradation can be anticipated as
deep neural networks are susceptible to input perturbations.

Attacks degrade performance across various tasks and datasets. To
be more specific, we further choose TD3-BC as baseline and evaluated under the
attacks across tasks: Hopper-Hop, Half-Cheetah, and Walker-walk. For each task,
three datasets will be evaluated: Expert, Medium-Replay, and Medium-Expert.
IQM score are aggregated over three datasets and three tasks, with five runs for
each. The IQM result demonstrates that without any attack, the baseline agent
achieves a normalized score of 0.87. The Random Attack reduces the performance
by -18.4% (0.71/0.87), while the smarter attacks result in greater reduction:
-39% (0.53/0.87) for Actor Attack, -57% (0.37/0.87) for Critic Attack, and -63%
(0.32/0.87) for Robust Critic Attack. According to the result the ranking order
of attacks (1) Robust Critic Attack, (2) Critic Attack, (3) Actor Attack, and (4)
Random Attack. These results can be elucidated by considering the nature of the
attacks. The Random Attack exhibited lesser efficacy due to its indiscriminate
nature. Conversely, the Actor and Critic attacks strategically targeted the core
components of RL algorithms, thereby enhancing their effectiveness. Specifically,
the Critic Attack aimed at the long-term return, reflecting a more farsighted
approach compared to the Actor Attack, resulting in a slight improvement. Finally,
the Robust Critic Attack, leveraging an accurate Q function, emerged as the
most effective, surpassing even the Critic Attack in its efficacy.
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(2) Comparison among defenses: Defenses are applied to enhance the
robustness of TD3-BC, called Robust TD3-BC, on various tasks (Hopper-Hop,
Half-Cheetah, and Walker-walk) and datasets (Expert, Medium-Replay, and
Medium-Expert) in our proposed framework for robust offline RL training. The
Robust TD3-BC is then evaluated with various attacks in the test environment
and IQM is reported. There are IQM aggregated performances on certain types
of datasets where the performances are averaged out over tasks and the overall
performance where the performances are further averaged out over datasets. The
aggregated performance is shown in Figure 1, where Figure 1(a), Figure 1(b),
Figure 1(c) display dataset-specific performance and Figure 1(d) displays the
average performance of defenses among three datasets.

Overall, the Actor Defense is the most effective under attacks, with a per-
formance improvement of +11% (0.57/0.53) over the baseline, while the Critic
Defense shows a slightly lower improvement of +10% (0.55/0.53). The perfor-
mance gap between the best defense and the clean environment is significant
(0.57-0.87), indicating room for further improvement in defenses.

When examining each dataset in detail, the Actor Defense consistently out-
performs the baseline for all datasets, which aligns with the overall performance.
Notably, the Critic Defense does not improve the performance of the baseline
on the Expert dataset and Medium-Replay dataset, as suggested by the over-
all performance. However, on the Medium-Expert dataset, the Critic Defense
does show performance improvement. This suggests that the proposed Critic
Defense may not be effective with low-return data (Medium-Replay dataset) or
high-return but narrow and biased data (Expert dataset), but performs well with
wide distribution and high-return data (Medium-Expert).

(3) Impact on the training cost: While the proposed method seems
to improve the model’s robustness, questions may arise regarding its potential
impact on the training costs. To clarify, there is an associated increase in training
costs due to the generation of perturbations during training—a common aspect
in the development of robust models. For reference, we provide the wall-clock
training times for 0.5 million iterations on TD3-BC as follows: TD3-BC: 3.05
hours, TD3-BC-actor defense: 4.55 hours, TD3-BC-critic defense: 5.56 hours.
Minimizing the training cost associated with robust training could be a potential
avenue for future research.

6 Conclusion

In conclusion, this paper addresses the challenge of improving the robustness of
offline RL models by leveraging advanced adversarial attacks and defenses. The
proposed framework introduces attacks on the actor and critic components during
training and proposes regularization-based defenses to enhance their robustness.
Through extensive experiments on the D4RL benchmark, the framework is shown
to be effective in enhancing the reliability of offline RL models. The results
highlight the vulnerability of both actor and critic components to adversarial
attacks and the effectiveness of the proposed defenses in mitigating their impact.
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Further research in this area has the potential to develop more robust and reliable
RL models for real-world applications.
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1 Appendix

1.1 IQM performance of TD3-BC (without robust training) under
various attacks
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(a) Expert dataset performance.
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(b) Medium dataset performance.
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(c) Medium-Replay dataset performance.
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(d) Overall Performance among three datasets.

Fig. 1: Aggregated performance of Attackers with 95% CIs, showcasing metrics IQM,
MEAN, and MEDIUM. IQM, proven optimal in our experiment setting with a limited
number of runs, provides key insights. Performances are aggregated across specific
dataset types, averaging over tasks, and overall performance further averages across
datasets.
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1.2 Full experiment score of TD3-BC baseline

Task Method Clean Random Attack Critic Attack Actor Attack Robust Critic Attack

Walker walk
TD3BC 22.4+5.35 21.61+4.31 19.89+5.06 24.3+4.2 15.6+2.5

TD3BC+ Critic Defense 23.13+4.52 23.67+4.17 15.89+0.82 21.46+2.84 13.63+2.01

TD3BC+ Actor Defense 26.93+7.16 29.17+7.85 17.27+3.78 29.59+8.25 13.66+2.98

Hopper hop
TD3BC 32.03+2.72 31.97+2.63 13.85+4.23 30.42+1.62 15.59+3.23

TD3BC+ Critic Defense 30.53+1.73 29.61+2.35 10.43+2.48 28.09+1.61 12.37+4

TD3BC+ Actor Defense 32.44+2.74 31.6+2.71 12.66+1.33 29.76+1.7 16.47+2.59

Half Cheetah
TD3BC 43.17+0.37 42.62+0.41 29.23+2 37.64+0.74 22.18+8.65

TD3BC+ Critic Defense 42.53+0.99 42.06+0.73 29.99+3.24 37.74+1.11 28.69+5.83

TD3BC+ Actor Defense 43.23+0.31 42.75+0.31 26.88+3.07 38.31+0.88 21.35+7.48

MEAN
TD3BC 32.53+2.81 32.07+2.45 20.99+3.76 30.79+2.19 17.79+4.79

TD3BC+ Critic Defense 32.06+2.41 31.78+2.42 18.77+2.18 29.09+1.85 18.23+3.95

TD3BC+ Actor Defense 34.2+3.4 34.51+3.62 18.94+2.73 32.55+3.61 17.16+4.35

Table 1: The effectiveness of adversarial attacks the baseline TD3-BC and TD3-BC
with defenses on Medium-Replay dataset. Following previous work, Mean and Standard
deviation are reported. Each experiment are performed on 5 different seeds.

Task Method Clean Random Attack Critic Attack Actor Attack Robust Critic Attack

Walker walk
TD3BC 79.14+35.07 79.79+37 43.86+15.33 76.4+32.41 45.41+28.13

TD3BC+ Critic Defense 95.62+6.7 95.76+6.53 60.22+8.18 90.95+4.87 70.24+17.53

TD3BC+ Actor Defense 88.09+17.52 89.5+13.53 70.34+9.26 89.48+11.67 54.67+37.65

Hopper hop
TD3BC 111.8+0.88 110.26+1.52 24.91+9.61 92.37+8.38 54.19+44.51

TD3BC+ Critic Defense 112.12+0.2 111.77+0.67 45.26+26.45 89.08+6.46 62.71+39.24

TD3BC+ Actor Defense 112.15+0.17 111.84+0.7 37.79+24.8 103.14+6.39 58.51+33.43

Half Cheetah
TD3BC 91.94+6.17 60.1+2.79 40.16+1.32 32.15+1.85 23.82+7.88

TD3BC+ Critic Defense 80.69+8.7 48.48+5.8 42.62+2.22 31.43+2.6 22.27+7.7

TD3BC+ Actor Defense 66.9+7.37 44.28+3.99 38.5+1.88 32.02+0.93 22.57+7.36

MEAN
TD3BC 94.29+14.04 83.38+13.77 36.31+8.75 66.98+14.22 41.14+26.84

TD3BC+ Critic Defense 96.14+5.2 85.34+4.34 49.37+12.28 70.48+4.64 51.74+21.49

TD3BC+ Actor Defense 89.04+8.35 81.88+6.07 48.87+11.98 74.88+6.33 45.25+26.15

Table 2: The effectiveness of adversarial attacks the baseline TD3-BC and TD3-BC
with defenses on Medium-Expert dataset.
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Task Method Clean Random Attack Critic Attack Actor Attack Robust Critic Attack

Walker walk
TD3BC 104.69+1.61 105.38+1.42 67.27+8.77 100.29+4.65 88.62+8.06

TD3BC+ Critic Defense 94.95+10.45 93.35+5.31 48.33+13.36 85.51+6.13 63.96+22.2

TD3BC+ Actor Defense 106.68+1.25 104.46+0.67 76.51+6.16 102.44+1.31 92.78+10.53

Hopper hop
TD3BC 112.27+0.28 111.75+1.09 79.31+20.65 98.13+3.69 102.44+11.99

TD3BC+ Critic Defense 112.15+0.13 111.38+1.32 99.2+5.75 97.76+7.05 102.68+11.62

TD3BC+ Actor Defense 112.07+0.15 111.96+0.27 95.24+8.95 105.98+5.09 86.99+27.35

Half Cheetah
TD3BC 102.7+2.61 62.43+3.87 43.75+6.76 32.52+2.59 26.18+11.37

TD3BC+ Critic Defense 101.72+2.01 59.84+1.88 50.19+7.12 34.25+2.38 27.06+13.2

TD3BC+ Actor Defense 97.3+3.11 60.45+5.69 44.78+11.6 36.55+1.81 24.11+10.78

MEAN
TD3BC 106.55+1.5 93.19+2.13 63.44+12.06 76.98+3.64 72.42+10.47

TD3BC+ Critic Defense 102.94+4.19 88.19+2.84 65.91+8.75 72.5+5.19 64.57+15.68

TD3BC+ Actor Defense 105.35+1.5 92.29+2.21 72.18+8.9 81.66+2.74 67.96+16.22

Table 3: The effectiveness of adversarial attacks the baseline TD3-BC and TD3-BC
with defenses on Expert dataset.


