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Abstract

In recent years, generative AI (GenAI), like large language models and text-to-image models,
has received significant attention across various domains. However, ensuring the responsible
generation of content by these models is crucial for their real-world applicability. This raises
an interesting question: What should responsible GenAI generate, and what should it not?
To answer the question, this paper investigates the practical responsible requirements of
both textual and visual generative models, outlining five key considerations: generating
truthful content, avoiding toxic content, refusing harmful instruction, leaking no training
data-related content, and ensuring generated content identifiable. Specifically, we review
recent advancements and challenges in addressing these requirements. Besides, we discuss
and emphasize the importance of responsible GenAI across healthcare, education, finance,
and artificial general intelligence domains. Through a unified perspective on both textual
and visual generative models, this paper aims to provide insights into practical safety-related
issues and further benefit the community in building responsible GenAI.
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1 Introduction

Generative AI (GenAI) has received remarkable attention recently. Various generative models have been de-
veloped in diverse domains, for example, autoregressive large language models (Brown et al., 2020; Touvron,
2023) and text-to-image generative models (Saharia et al., 2022; Rombach et al., 2022; Betker et al., 2023).
In real-world applications, the generated contents have to be not only high-quality but also responsible.
Thus, this raises the question: What should responsible GenAI generates, and what not?

In this paper, we summarize the responsible requirements of current generative models. Two types of gener-
ative models are mainly considered in this work, namely, textual generative models and visual ones. Specif-
ically, textual generative models generate textual responses based on textual or visual inputs, which include
autoregressive large language models (Brown et al., 2020; Touvron, 2023) and multimodal LLMs (Team,
2023; OpenAI, 2023). Similarly, visual generative models are the models that generate images or videos
based on textual and visual inputs (Rombach et al., 2022; Betker et al., 2023; OpenAI, 2024b).

For both types of generative models, we summarize five responsible requirements for the generated contents.
The requirements are not comprehensive, we only review five popular requirements that are important to
both academic and industrial communities. Concretely, the five requirements are as follows:

1. To generate truthful content. The generated content is expected to be truthful. However, current
generative models could generate content that strays from factual reality or includes fabricated information,
which is known as Hallucination (Maynez et al., 2020). For instance, language models would generate non-
fact, and text-to-image models create images with objects that are not specified in the text prompts. Many
efforts have been made to identify, elucidate, and tackle the problem of hallucination (Huang et al., 2023a).

2. Not to generate toxic content. It is well known that both language models and image generation
models could generate biased content (Sap et al., 2019; Naik and Nushi, 2023). More recently, with wide
applications, it has been found that toxic content could also be generated as responses to end-users. The goal
to make generated content unbiased and non-toxic has been intensively explored from various perspectives,
e.g., filtering training data and fine-tuning (Ganguli et al., 2022; Friedrich et al., 2023).

3. Not to generate content for harmful instructions. With or without safety alignment, the current
generative AI model can still generate inappropriate content given the adversarial prompts, which is known
as Jailbreak (Perez and Ribeiro, 2022). For instance, the textual generative models would output the details
for the input prompt ’How to build bombs?’ + adversarial prompt. Visual generative models would generate
inappropriate images when adversarial text prompts are given (Yang et al., 2024b). Much effort has been
made to reveal such vulnerability and defend against these adversarial prompts.

4. Not to generate training data-related content. Recent generative models are often large-scale
and have a large number of parameters. Recent research shows that the learned parameters contain the
information of training instances. For instance, training text from a language model can be extracted (Carlini
et al., 2021), and training images can be synthesized with the corresponding pre-trained text-to-image
model (Carlini et al., 2023b). How to better extract training data from pre-trained generative models and
how to hide the training data information have been intensively studied in our community.

5. To Generate identifiable content. The copyright of generated content is a complicated problem,
which requires the knowledge of multiple disciplines. There are multiple levels of copyright problems. One
is how to generate detectable content, e.g. with watermarks (Usop and Hisham, 2021). To attribute the
copyright, another intensively studied topic is model attribution (Uchendu et al., 2020). It aims to identify
which generative model generates a particular instance.

Our paper is organized as follows: we recall the preliminary knowledge of GenAI and the vulnerability of
deep neural networks in Sec. 2. Sec. 3 summarizes the research of textual generative models on responsible
generation, while Sec. 4 presents the research about responsible visual generation. Besides, we also discuss
the application of GenAI in different domains from the perspective of responsible AI in Sec. 5. The involved
domains include healthcare, education, finance, and artificial general intelligence. Furthermore, we discuss
the challenges and opportunities of responsible GenAI in Sec. 6 and conclude our paper in Sec. 7.
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Our paper differs from related works in the following three points: 1) We present the research topics on
responsible GenAI and their recent progress. Especially, we provide a unified perspective for both textual
generative models and visual generative models. 2) We summarize the practical safety-related problems
that both academics and industry have intensively worked on. 3) We discuss the risks and concerns when
applying GenAI to various domains, including general-purpose intelligent systems.

2 Preliminaries

In this section, we provide background knowledge on the techniques used to build safe generative models,
reveal their vulnerabilities, and defend against malicious inputs. Specifically, we begin by reviewing the
foundational components of modern generative AI. Then, we delve into the fundamentals of adversarial
attacks and backdoor attacks on deep neural networks.

2.1 Preliminary of Modern Generative AI

For textual and visual generative models, we first introduce the popular model architectures (i.e., Transformer
and Diffusion Models) and then present basic knowledge of pre-training and post-training, respectively.

2.1.1 Transformer-based Textual Generative AI

Transformer Architecture. Transformer (Vaswani et al., 2017) is often composed of a list of self-attention
blocks consisting self-attention layer, MLP layer as well as other operations. The self-attention layer is the
main component of the self-attention block, which takes a sequence of tokens and outputs a sequence of
tokens with new embeddings. Concretely, they can be expressed as follows. Given the input consists of a
list of tokens xxx ∈ R(N×M), the queries, keys, and values of them are computed as

KKK = WWW k · xxx, QQQ = WWW q · xxx, VVV = WWW v · xxx, (1)

where WWW k ∈ R(M×D),WWW q ∈ R(M×D) and WWW v ∈ R(M×D) are linear mapping matrix.

The attention between the input tokens is

AAA = Softmax(QQQ · (KKK)T /
√

D). (2)

The output embeddings ZZZ of the self-attention layer are

ZZZ = AAA · VVV . (3)

Transformer-based encoder-decoder (Raffel et al., 2020), decoder-only architectures (OpenAI, 2023) are
often applied as generative models, while encoder-only architectures (Devlin et al., 2018) are designed for
discriminative tasks. We now introduce the most popular architecture, namely, decoder-only architecture
with a masked self-attention layer. Different from the self-attention, the masked self-attention replaces the
Equation 3 with the following equation:

ZZZ = (AAA + MMM) · VVV , (4)

where MMM ∈ R(D×D) is defined as

MMM(i, j) =
{

0, if i ≥ j

−∞, if i < j
, (5)

where i and j are index of the dimension of token embedding D.

The architecture above is often applied for autoregressive generation. Specifically, given N input tokens, a
generative model generates the N + 1-th token. The predicted token is appended to the previous N tokens.
The model generates the N + 2-th token based on the N + 1 tokens. The probability of generating yN+2 as
the N + 2-th token is

P(yN+2 | y1, y2, · · · , yN+1), (6)
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The autoregressive generation stops until a certain token is generated. Multi-head of self-attention mechanism
can be computed in parallel. Their outputs are concatenated as the final token embedding.

Pre-training of Decoder-only Transformer. We first introduce the data preparation for autoregressive
pre-training as the following steps:

1. Data Collection and Cleaning: A large and diverse dataset of text is collected from various sources
such as books, articles, websites, forums, and other textual repositories. The collected data is then
cleaned, e.g., by removing irrelevant characters and handling special cases like punctuation.

2. Sequence Creation: In this step, the raw text data is divided into sequences of fixed or variable
length. Each sequence represents a contiguous segment of text, and these sequences serve as the
basic units of input for the model pretraining.

3. Tokenization: After the sequences are created, each sequence is tokenized into individual tokens.
Tokenization involves splitting the text into smaller units such as words, subwords, or characters,
depending on the tokenization scheme chosen for the model. This step converts the text into a
sequence of discrete tokens.

4. Special Tokens Addition: Special tokens may be added to the sequences to indicate the beginning
and end of each sequence, as well as to mark padding and unknown tokens.

For each input sequence consisting of a list of tokens xxx = {x1, x2, · · · , xN}, the joint distribution is computed
as follows

P(xxx) = P(x1, x2, · · · , xN ) =
N∏

i=1
P(xi | x1, x2, · · · , xi−1), (7)

The goal is to maximize the joint probability by updating the parameters of the autoregressive model.

Post-training of Transformer-based Language Models LLM pre-training on large-scale datasets does
not inherently make them capable of following users’ instructions. The output of LLMs can be not helpful
or even harmful to the users. To ensure that LLMs generate useful and responsible responses, post-training
is often conducted to align them with human intent. Various post-training strategies have been proposed.
They often start with Supervised Fine-Tuning (SFT). For SFT, a dataset is first collected where the labelers
provide demonstrations of the desired behavior on the input prompts. The pre-trained LLM is fine-tuned
on the collected dataset following a standard setting. Specifically, SFT is similar to the pre-training process
where training samples are constructed by concatenating a prompt {x1, x2, · · · , xN} and a desired response
{xN+1, xN+2, · · · , xN+L}.

P(xN+1, · · · , xN+L | x1, x2, · · · , xN ) =
N+L∏

i=N+1
P(xi | x1, x2, · · · , xN , xN+1, · · · , xN+L), (8)

The SFT model generates task-specific completions. However, its responses may violate safety rules. To
address it, Reinforcement Learning with Human Feedback (RLHF) (Christiano et al., 2017; Ouyang et al.,
2022) is applied to integrate human preference, in which the human preference is first modeled as a reward
in Reward modeling (RM), and Reinforcement Learning (RL) is applied to maximize the reward model via
updating the model. The two steps are introduced below.

1) Reward modeling. For RM, a dataset of comparisons between model outputs is collected, where labelers
rank the model outputs for each given input. Concretely, K model responses are sampled for each input.
Any two of them are ranked by the labelers, namely, there are

(
K
2
)

annotations for each input prompt.

A model, dubbed reward model, is trained on the collected dataset D. The reward model rθ(·), parameterized
by θ, takes in a prompt and the model response on it and outputs a scalar reward. The model is expected
to output a larger scale value for the preferred response than that for the other response. Specifically, the
loss function for the reward model can be formulated as follows:

L(θ) = E(xxx,yw,yl)∼D[log(σ(rθ(xxx, yw)− rθ(x, yl)))] (9)
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where rθ(xxx, y) is the scalar output of the reward model when the prompt xxx and the model response y on it
are taken as input, yw is the preferred response out of the pair of yw and yl. Note that all

(
K
2
)

comparisons
from each prompt are taken as a single batch to avoid overfitting (Ouyang et al., 2022).

Finally, the scalar outputs of the reward model are normalized so that the demonstrations provided by
labelers achieve a mean score of 0 before tuning the model with RLHF. This is meaningful because the RM
training loss defined as in Equation 9 is invariant to shifts in reward. More details regarding reward modeling
can be found in Ouyang et al. (2022). Further research shows that LLM can exploit errors in the not-perfect
reward model to achieve a high reward, which is dubbed reward hacking. Efforts have been made to mitigate
the hacking phenomenon (Amodei et al., 2016; Coste et al., 2023; Eisenstein et al., 2023).

2) Reinforcement learning. When a reward model is available, SFT model is fine-tuned with RL to maximize
the rewards received by the reward model. Given the prompt and the model’s reponse to it, a reward
is returned by the reward model, which is used to update model parameters. In addition, a per-token
KL penalty from the SFT model at each token is applied to mitigate over-optimization of the reward
model (Ouyang et al., 2022).

The model to be tuned can be seen as a policy network πRL
ϕ (·), parameterized by ϕ. Given a prompt (i.e.,

part of the environment), the model makes a response based on the prompt, which can be seen as an action.
The output of the reward model for the prompt and the response is the reward returned by the environment.
Then, the episode ends. The model is updated to maximize the following objective:

L(ϕ) = E(xxx,y)∼D
πRL

ϕ

[rθ(xxx, y)− β log(πRL
ϕ (y | xxx)/πSFT(y | xxx))] (10)

where the first term is the reward, the second one corresponds to the KL penalty for regularization, πRL
ϕ is

the learned policy, πSFT is the supervised trained model.

The model tuned with the loss above often shows performance regressions on public NLP datasets. To
address it, it is also common to mix the pretraining gradients into the PPO gradients, namely, add
the term Ex∼Dpretrain log(πRL

ϕ (xxx)) to the loss objective, where Dpretrain is the distribution of pretrianing
datasets (Ouyang et al., 2022).

In addition to RLHF, many alternative alignment techniques have been proposed to remedy the safety issue,
such as controlled decoding (Yang and Klein, 2021; Mudgal et al., 2023), sequence likelihood calibration (Zhao
et al., 2022), direct preference optimization (Rafailov et al., 2024), and best-of-n finetuning (Touvron, 2023;
Beirami et al., 2024). In this preliminary part, we introduce the classic alignment method, i.e., RLHF.

2.1.2 Diffusion Model-based Visual Generative AI

Diffusion Model Architecture. Diffusion probabilistic models (Sohl-Dickstein et al., 2015), also called
Diffusion Models (DMs), are designed to fit complex data distribution while keeping tractable. Based on
DMs, denoising diffusion probabilistic models (DDPMs) (Ho et al., 2020) are proposed for the domain of
image generation. The training of DDPM consists of a multi-step forward process and an iterative reverse
process. In each step of the forward pass, gaussian noises are added to the natural images. Formally speaking,
given a clean image xxx0 from a distribution q, diffusion step T and hyperparameter βt, the forward process
is following

q(xxx1:T |xxx0) =
T∏

t=1
q(xxxt | xxxt−1), (11)

q(xxxt | xxxt−1) = N (xxxt;
√

1− βtxxxt−1, βtI), (12)
where N (xxxt; µ, σ) means sampling gaussian noise with mean of µ and variance of σ. The image with added
noises at the t-th step can be reformulated as

q(xxxt | xxx0) = N (xxxt;
√

ᾱtxxx0, (1− ᾱt)I), (13)

where αt = 1− βt, ᾱt =
∏t

s=0 αs.
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Corresponding to the forward process defined above, the reverse process reconstructs images from noisy
data xxxT iteratively. In the t-th iteration of the reverse process, a denoising network predicts the noise that
is added to natural image xxx0 at the t-th step of the forward process. The predicted noise is expressed as
ϵθ(xxxt, t) where ϵθ(·) is the noise prediction network parameterized by θ. Then, the xxxt−1 can be reconstructed
from xxxt and the predicted noise. The noise prediction network is optimized with the following formula

L(θ) = Et,x0,ϵ[∥ϵ− ϵθ(
√

ᾱtxxx0 +
√

1− ᾱtϵ, t)∥2], (14)

where t is uniform between 1 and T , ϵ ∼ N (0, I) is random noise. The parameter θ is updated to minimize
the loss defined above.

During inference, DDPM generates images from noisy data within a predefined number of steps, following
the reverse process described earlier. However, when the input image dimension is excessively large, scaling
DDPMs becomes challenging. To tackle this scalability issue, latent DDPMs have been introduced (Rombach
et al., 2022). These models first map raw images to a lower-dimensional latent space, where the diffusion
process is then carried out. The final embedding is mapped to image space again with a decoder.

Besides, condition information has been explored to guide the generated content (Ho et al., 2020; Rombach
et al., 2022). The condition information ccc like textual prompts or images are taken as conditional inputs of
the noise prediction network in both training and inference processes. With the conditional information, the
noise prediction network is optimized as follows:

Lc(θ) = Et,x0,ϵ[∥ϵ− ϵθ(
√

ᾱtxxx0 +
√

1− ᾱtϵ, t, ccc)∥2], (15)

If conditional information is integrated into the training process, the generated content can be controlled by
user-specified conditional information in inferences.

Pre-training of DDPM. For training unconditional DDPMs (Ho et al., 2020), a dataset comprising images
is collected. The parameters in the noise prediction network of DDPM are optimized to minimize a predefined
training objective outlined in Equation 14. Conversely, in the training of conditional DDPMs, each training
image is typically accompanied by conditional information, such as text, another image, or even audio. For
instance, conditional latent diffusion models are trained on a large-scale dataset consisting of image-text
pairs (Rombach et al., 2022). The features of the conditional information are extracted using a feature
extractor and fed to the noise prediction network. The optimization objective of the noise prediction is
described by Equation 15.

Post-training of DDPM. Similar to post-training of LLM, reinforcement learning with human feedback
(RLHF) has also been applied to fine-tune diffusion models (Lee et al., 2023; Black et al., 2023; Fan et al.,
2024; Wu et al., 2023c; Xu et al., 2024). The construction of a reward model of RLHF requires extensive
datasets, optimal architecture, and manual hyperparameter tuning, which makes the process both time and
cost-intensive (Yang et al., 2023a). Inspired by Direct Preference Optimization (Rafailov et al., 2024), Yang
et al. (2023a) propose to fine-tune diffusion models directly with Denoising Diffusion Policy Optimization
method. In addition to the alignment method above, controllable generation has also been explored to
implement the intents of users (Ruiz et al., 2023; Gal et al., 2022; Zhang et al., 2023c; Liu et al., 2022a; Du
et al., 2023).

2.2 Vulnerability of Deep Neural Networks

In this section, we provide a preliminary about attacks on deep neural networks, focusing on two main
types: adversarial attacks and backdoor attacks. Adversarial attacks seek to fool deep neural networks by
altering their inputs during inference, while backdoor attacks aim to induce malicious behaviors in models
by interfering with the training process, such as by adding poisoned samples with specific trigger patterns
to the training dataset.

2.2.1 Adversarial Attacks

Szegedy et al. (2013) find an intriguing property of neural networks that when added to the image, a certain
imperceptible perturbation can cause the network to misclassify an image. The adversarial perturbation can
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be created as follows. Given an input x, a model f(·) and its output f(xxx), an adversarial perturbation δδδ is
created to increase the loss L(f(xxx + δδδ), yyy) where L(·) is the standard cross-entropy loss and δδδ is often set to
be ℓp-bounded to achieve imperceptibility. The created perturbation corresponding to high loss can mislead
the prediction of the model when added to the input.

The optimization of the perturbation can be formulated as follows. The one-step Fast Gradient Sign Method
(FGSM (Goodfellow et al., 2015)) creates perturbations as

δδδ = ϵ · sign(∇δδδL(f(xxx + δδδ), yyy)), (16)

where sign(·) is the sign function and ϵ is a step size corresponding to the allowed perturbation bound.

FGSM with a single-step optimization only achieves limited attack performance. To improve the adversarial
effectiveness, the multi-step Projected Gradient Descent (PGD (Madry et al., 2017)) is proposed. Each step
of PGD can be expressed as

δδδt+1 ← clipϵ(δδδt + α · sign(∇δδδL(f(xxx + δδδ), yyy))), (17)

where δδδt corresponds to the perturbation of t-th step and clipϵ(·) is a clipping function that clips its input
into ϵ-ball of the input for visual imperceptibility.

More optimization methods have been proposed to further improve attack effectiveness (Moosavi-Dezfooli
et al., 2016; Carlini and Wagner, 2017b; Dong et al., 2018; Croce and Hein, 2020). Apart from ℓp-bounded at-
tacks, other attacks with different constraints have also been intensively studied, e.g., sparse attacks (Croce
and Hein, 2019; Modas et al., 2019), patch attacks (Brown et al., 2017; Gu et al., 2022b;a), semantic
attacks (Joshi et al., 2019; Wang et al., 2023c), viewpoint attacks (Dong et al., 2022), and physical at-
tacks (Huang et al., 2020; Eykholt et al., 2018). Furthermore, adversarial attacks on neural networks with
text inputs (e.g., language models) have also been explored where the input perturbations are often character-
level, word-level, and sentence-level addition, removal, and replacement (Morris et al., 2020; Zhang et al.,
2020). Different from image space, the text input space is discrete, which poses the main challenges when
attacking and defending NLP models (Dinan et al., 2019; Sinha et al., 2023).

An intriguing property of adversarial perturbation is the transferability of adversarial examples, where
perturbations crafted for one model can deceive another, often with a different architecture (Goodfellow
et al., 2015; Papernot et al., 2016; Gu et al., 2021; Ma et al., 2023a; Yu et al., 2023c). The property poses
practical threats to real-world applications since it enables attacks without access to the target model. We
refer the reader to the survey paper (Gu et al., 2023b) for more details. To defend against adversarial
attacks, many approaches have been proposed (Madry et al., 2017; Chakraborty et al., 2018; Wu et al., 2021;
Goyal et al., 2023). One of the most effective defense strategies is adversarial training where the adversarial
examples created on the underlying model are included in each training batch (Madry et al., 2017; Wu et al.,
2022a; Gu et al., 2022c; Jia et al., 2023; 2024a). Instead of defending against attacks, detecting adversarial
examples has also been intensively studied (Carlini and Wagner, 2017a; Grosse et al., 2017).

2.2.2 Backdoor Attacks

Backdoor attacks aim to manipulate the training process so that the resulting model produces specific
predictions when presented with a predefined trigger pattern in the input (Gu et al., 2019; Goldblum et al.,
2022; Li et al., 2022d). The prevalent assumption underlying such attacks is that only the training data can
be altered or poisoned. The proportion of poisoned samples should be minimized to avoid detection.

Given a training dataset D = {(xxxi, yyyi)}N
i=1, backdoor attacker poisons a subset of the dataset Dpoisoned ⊂

D. Both input and label are modified in the poisoned samples Dpoisoned = {(xxx′
i, yyy

′
i)}N

i=1. Typically, the
poisoned input xxx′

i is the original input xxxi equipped with a trigger pattern ttt, and yyy′
i is set to a specific

target different from yyyi. The unpoisoned samples Dbenign are kept unchanged. The model trained on
Dmodified = Dpoisoned ∪ Dbenign can be backdoored. In the inference stage, when the trigger pattern ttt is
presented in the input (e.g. addition to input), the backdoored model makes a specific prediction (e.g., yyy′

i).

There are certain limitations associated with poisoning techniques. For instance, both the presence of
trigger patterns in poisoned inputs and the mismatch between input and label may be notified by the model
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constructor. To overcome these limitations, stealthy triggers (Nguyen and Tran, 2020; Saha et al., 2020;
Li et al., 2021) and clean-label backdoor attacks (Turner et al., 2018; Zhao et al., 2020; Zeng et al., 2023)
have been proposed. Besides, without a doubt, efforts have been made within the community to minimize
the proportion of poisoned data as much as possible (Truong et al., 2020; Goldblum et al., 2022; Xun et al.,
2024). In addition to poisoning training data, researchers have explored modifying the training process itself
to create a backdoor model (Dumford and Scheirer, 2020; Rakin et al., 2020; Doan et al., 2021), presenting
a threat when a model is downloaded from a third party and directly applied. Although existing backdoor
attacks have primarily targeted visual models (Gu et al., 2019; Liu et al., 2024c; Lan et al., 2023), researchers
have also investigated their applicability to language models (Chen et al., 2021a; Yang et al., 2021b; Pan
et al., 2022). Specifically, common triggers used for language models include specific text strings, syntax,
and semantics.

To mitigate the threats posed by backdoor attacks, several approaches have been explored. One intuitive
approach is to clean the training data by identifying and removing any poisoned samples (Paudice et al., 2018;
2019). If complete removal is not possible, additional defense strategies may involve designing new robust
training objectives and paradigms (Levine and Feizi, 2020; Jia et al., 2021; Hong et al., 2020; Gao et al.,
2023b), or fine-tuning the trained model using clean private data (Liu et al., 2017). Additionally, detecting
backdoor attacks is another potential strategy. This can involve identifying the presence of backdoors in
models by reconstructing trigger patterns (Guo et al., 2019; Wang et al., 2019; 2020a) or detecting abnormal
behaviors resulting from malicious triggers (Chen et al., 2019; 2021b).

3 Responsible Textual Generative Model

In this section, we summarize research concerning textual generative models through the lens of responsible
AI, with a focus of large language models (LLMs) and multimodal large language models (MLLMs).

3.1 To Generate Truthful Content

3.1.1 Hallucination

Hallucination in LLM. Hallucination in LLMs refers to generating content that is nonsensical or un-
faithful to the provided source content (Ji et al., 2023). There are two types of hallucinations: intrinsic
and extrinsic (Ji et al., 2023). As shown in Fig. 1, intrinsic hallucination occurs when the LLM’s output
contradicts the source content, while extrinsic hallucination happens when the generated content cannot be
verified from the source material. Another way to categorize hallucinations is based on factuality and faith-
fulness (Huang et al., 2023a). Factual hallucination highlights discrepancies between the generated content
and real-world facts, including fact inconsistencies and fact fabrications. On the other hand, faithfulness
hallucination describes how the generated content diverges from user instructions or the input context, as
well as the consistency within the generated content itself.

Researchers have looked into the reasons behind hallucinations in LLMs and identified various factors such
as training data, training methods, and the inference process (Huang et al., 2023a; Zhang et al., 2023f).
Essentially, the quality of the training data directly influences the quality of the generated output. It is
not surprising that issues like bias (Bender et al., 2021; Lee et al., 2021), misinformation (Lin et al., 2021),
ambiguity (Tamkin et al., 2022), and incomplete data (Onoe et al., 2022; Yin et al., 2023b) contribute
to hallucinations. Moreover, the way the model is trained plays a significant role in the output. The
modeling approach, including the chosen training loss and the disparity between training and inference in
auto-regressive LLMs, can contribute to hallucinations (Zhang et al., 2023d; Wang and Sennrich, 2020).
Post-training activities, like alignment, also pose a similar risk. In attempting to match human preferences
and achieve high alignment performance, LLMs may compromise on the accuracy of their outputs (Perez
et al., 2022b; Sharma et al., 2023). Additionally, the sampling strategies used in the inference process can
also lead to hallucinations (Holtzman et al., 2019; Stahlberg and Byrne, 2019). To enhance the variety of
generated content, randomness is often introduced during the decoding of model representations to the final
response, potentially deviating from truthful output. For further discussion on contributing factors, please
refer to the provided sources (Huang et al., 2023a; Zhang et al., 2023f).
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(a) Intrinsic Hallucination (b) Extrinsic Hallucination

Figure 1: The subfigure (a) illustrates intrinsic hallucination where the generated content is inconsistent
with input content, namely, there is no fence in the input image. In the illustration of extrinsic hallucination
in subfigure (b), the generated content is against a fact, namely, the bird is found in North America instead
of the United Kingdom.

Detection of Hallucination. The community has extensively investigated hallucination detection, explor-
ing various approaches for intrinsic and extrinsic hallucinations. A straightforward method to detect intrinsic
hallucinations is assessing the overlap between the generated content and the source content. Traditional
N-gram-based metrics prove ineffective due to the diversity in generated sentences (Maynez et al., 2020). To
enhance detection, metrics based on entities (Nan et al., 2021), relations (Goodrich et al., 2019), and contex-
tual knowledge (Shuster et al., 2021) have been proposed. In addition to manually designed metrics, another
approach for intrinsic hallucination detection involves constructing classifiers using collected data (Laban
et al., 2022; Zhou et al., 2020; Santhanam et al., 2021).

Similarly, a straightforward method to identify extrinsic hallucinations involves comparing the generated
content with external knowledge sources, aligning with approaches used in fact-checking tasks (Gou et al.,
2023). However, fact-checking methods often rely on impractical assumptions (Atanasova et al., 2020). The
work (Chen et al., 2023b) introduces the first fully automated pipeline for fact-checking real-world claims by
retrieving raw evidence from the web. Galitsky (2023) further enhance detection performance by eliminating
potential conflicting evidence. To identify hallucination in lengthy generated outputs, a proposed approach
is to break down the generated content into atomic facts and then compute the percentage of verifiable
generated outputs, termed FACTSCORE (Min et al., 2023).

The effectiveness of external knowledge-based approaches strongly relies on the quality of the provided knowl-
edge. To address this limitation, model uncertainty-based methods have been suggested as knowledge-free
alternatives. These approaches leverage uncertainty expressed in either the model’s internal states (Azaria
and Mitchell, 2023) or outputs (Varshney et al., 2023) to identify hallucinations. The underlying idea is that
low confidence in the model’s response indicates a higher likelihood of hallucinations (Huang et al., 2023a).
However, uncertainty-based approaches typically require access to layer activations and output probability
distribution, which is impractical when only an API-based service is available in real-world applications.

Recent research reveals that LLMs can know what they lack knowledge about (Yin et al., 2023b). Kadavath
et al. (2022) observe that the self-evaluations are accurately calibrated in few-shot scenarios, although not
as well-calibrated in zero-shot situations. Models can self-evaluate whether their own samples are true or
false, offering a potential mechanism to detect extrinsic hallucinations. Beyond straightforward prompting,
a multi-round self-evaluation approach has been suggested, emphasizing consistency (Manakul et al., 2023;
Agrawal et al., 2023; Pacchiardi et al., 2023; Xie et al., 2023a). The output is considered hallucinated when
the results of follow-up questions in multi-rounds conflict with each other.

Mitigation of Hallucination. Researchers have also extensively explored strategies to reduce halluci-
nations of LLM. The current methods for addressing hallucinations can be grouped based on where they
originate, such as training data, training methods, and randomness in the inference process. To tackle hallu-
cinations at the data level, one straightforward approach is to minimize bias, misinformation, and ambiguity
in the training dataset (Gao et al., 2020; Abbas et al., 2023; Ferrara, 2023; Viswanath and Zhang, 2023; Wei
et al., 2023b). Additionally, there have been investigations into new model architectures (Li et al., 2023k;
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Liu et al., 2023e;a) and training objectives (Wang et al., 2023b; Shi et al., 2023) as ways to mitigate hallu-
cinations. Kang et al. (2024) study how finetuned LLMs hallucinate and reveal that LLM outputs tend to
default towards a “hedged” prediction when inputs become more unfamiliar. The predictions are determined
by how the unfamiliar examples in the finetuning data are supervised. Thus, they propose to control LLM
predictions for unfamiliar inputs by modifying the examples’ supervision during finetuning.

Reducing hallucinations through preprocessing training data or configuring training settings often requires
pretraining to verify the effectiveness of the proposed method, which can be computationally intensive.
There’s notable interest in mitigation approaches during both the post-training and inference stages. In
the post-training stage, fine-tuning model parameters is explored for enhanced performance (Liu et al.,
2023b). Given that the current model alignment process tends to favor flattering responses over truthful ones,
improving human preference judgments and the constructed preference model (Sharma et al., 2023; Saunders
et al., 2022) can help alleviate hallucinations. Following the alignment process, there are also ongoing
explorations into knowledge editing to inject additional information for mitigating hallucinations (De Cao
et al., 2021; Meng et al., 2022).

Researchers have also extensively investigated finetuning-free approaches during the inference stage to
enhance the quality of generated content. Specifically, additional model plug-ins (Mitchell et al., 2022;
Hartvigsen et al., 2022) or retrieval-based external databases (Ram et al., 2023; He et al., 2022a; Trivedi
et al., 2022; Jiang et al., 2023; Gao et al., 2023c; Zhao et al., 2023a; Yu et al., 2023b) can be directly in-
corporated into the original model. Furthermore, positive interventions in model activation (Li et al., 2023f;
Dathathri et al., 2019; Subramani et al., 2022; Gu et al., 2022d; Hernandez et al., 2023), output decoding,
and formulation have been explored for mitigating hallucinations. One approach suggests identifying a di-
rection in the activation space related to factually correct statements and adjusting activations along this
truth-correlated direction during inference (Li et al., 2023f). A new decoding strategy, the factual-nucleus
sampling algorithm (Lee et al., 2022), has been proposed to dynamically adjust the "nucleus" during sen-
tence generation, striking a better balance between generation diversity and truthfulness. For a more precise
formulation of model outputs, the Chain-of-Thought method has been introduced to recall learned facts in
an understandable manner (Wei et al., 2022; Zhang et al., 2022).

Benchmarking and Evaluation of Hallucination. The goal of Hallucination Evaluation Benchmarks
is to measure how much LLMs produce hallucinations. Benchmarks have been proposed for both types
of hallucinations. To assess intrinsic hallucinations, benchmarks like SelfCheckGPT-Wikibio (Miao et al.,
2023), HaluEval (Li et al., 2023e), and PHD (Yang et al., 2023b) have been suggested. The primary aim of
these benchmarks is to evaluate how consistent the generated outputs are. On the other hand, benchmarks
for evaluating extrinsic hallucinations in LLMs consider the hallucination issue from various angles, including
different domains (Lin et al., 2021; Umapathi et al., 2023), different languages (Cheng et al., 2023; Umapathi
et al., 2023), and evolving knowledge (Kasai et al., 2022; Vu et al., 2023). Please refer to Huang et al. (2023a)
for further discussion.

Hallucination on Multimodal LLM. Multimodal LLMs, built upon LLMs, exhibit instances of visual
hallucination (Li et al., 2023a), where the generated text does not align with the input images. Various
types of visual hallucinations have been identified and studied, including object hallucinations (Li et al.,
2023j), attribute hallucinations (Yin et al., 2023a), and visual relation hallucinations (Yu et al., 2023a). To
systematically assess hallucination, several approaches have been suggested, such as utilizing a specialized
hallucination detection classifier (Gunjal et al., 2023), employing Polling-based Object Probing Evaluation (Li
et al., 2023j), and leveraging GPT4-Assisted Visual Instruction Evaluation (Liu et al., 2023b). Evaluation
results indicate that most multimodal LLMs experience visual hallucinations, and larger multimodal LLMs
are even more susceptible to hallucinations compared to smaller ones (Li et al., 2023j).

Researchers in the community have delved into the underlying causes of visual hallucinations. As indicated
by studies (Li et al., 2023a), the issue of hallucinations in multimodal LLMs is inherited from Language
Models (LMs). Specifically, multimodal LLMs tend to excessively rely on language prior, generating words
that are more likely to co-occur with the instruction text, irrespective of the actual content in the image (Liu
et al., 2023b). Additionally, research (Li et al., 2023j) demonstrates that objects frequently appearing or co-
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(a) Social Biases (b) Offensive Content (c) Personally Identifiable Information

Figure 2: Various types of toxic output texts are generated by LLM. The notable ones include (a) social
biases that involve stereotypes about specific groups of people, such as those based on religion and gender,
(b) offensive or even extremist content, and (c) personally identifiable information, e.g., "The man running
for president is out on bail in that scandal case".

occurring with image objects are more prone to be hallucinated. Notably, hallucinations are more pronounced
in long-tail object co-occurrences (Yu et al., 2023a).

Unfortunately, the simple existing self-correction and chain-of-thought reasoning approaches, as demon-
strated by Cui et al. (2023a), are not effective in addressing hallucination issues. To alleviate this problem,
some studies propose fine-tuning models using introduced less biased visual instruction datasets (Liu et al.,
2023b; Yu et al., 2023a), there is the first large and diverse visual instruction tuning dataset introduced
in Liu et al. (2023b) and a large-scale machine-generated visual instruction tuning dataset outlined in Yu
et al. (2023a). However, fine-tuning-based approaches are computationally demanding as they necessitate re-
training models with specific data. As an alternative, training-free approaches have been explored, including
multiple-stage post-self-correction to generate non-hallucinated claims (Yin et al., 2023a).

3.2 Not To Generate Toxic Content

In this section, we present research on toxic textual content generated by LLMs. Instead of defining toxic
mathematically, we use the word toxic as an umbrella, which includes sexual content, hateful content,
violence, self-harm, and harassment (Markov et al., 2023). The toxic outputs of language models have raised
the concerns of the community for a long time (Jahan and Oussalah, 2023). Our discussion focuses on recent
advanced models, especially the ones based on autoregressive Transformer-based architectures. We present
how to discover, measure, and mitigate the toxic outputs of LLMs as follows.

3.2.1 Bias and Misinformation Generation

Discovering Toxic Generation. Different types of toxic output texts generated by Language Model
Models have been identified, as illustrated in Fig. 2. One notable type is social biases (Sap et al., 2019),
which involve stereotypes about specific groups of people, such as those based on religion (Abid et al., 2021),
gender (Basta et al., 2019), profession (Zhao et al., 2017; Bolukbasi et al., 2016), or disabilities (Hutchinson
et al., 2020). Another common type involves the creation of offensive (Gehman et al., 2020) or even extremist
content (McGuffie and Newhouse, 2020). Additionally, instances of toxic outputs containing personally
identifiable information from the training data have been observed (Carlini et al., 2021). There are also
reports of falsehoods being spread through toxic outputs (Lin et al., 2021; Buchanan et al., 2021). Researchers
are actively revealing more types of toxic content (Liu et al., 2023a).

Most of these toxic outputs of LLM are identified manually by researchers. However, there is growing
interest in discovering more types of toxic outputs. Red teams are formed to assess LLMs, both before their
release and deployment (OpenAI, 2023; Ganguli et al., 2022; Touvron, 2023). Nevertheless, forming and
maintaining these teams are time-consuming and costly, requiring a large number of experts. As a more
efficient alternative, adversarial models are developed to assess LLMs (Perez et al., 2022a; Ge et al., 2023;
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Mei et al., 2023). Automatic red teaming using those adversarial models can uncover more harmful outputs
from LLMs.

Measuring Toxic Generation. Quantitative assessment of toxic text generation is crucial for comparing
different models. The study in Gehman et al. (2020) introduces REALTOXICITYPROMPTS, which com-
prises 100K prompts. Each prompt is paired with a toxicity score. Model outputs conditioning on these
prompts are then evaluated using a commercially available toxicity classifier, i.e., the PERSPECTIVE API 1.
Two scores corresponding to worst-case generations and frequency are reported: 1) the expected maximum
toxicity over K generations; and 2) the empirical probability of generating a span with a certain toxicity at
least once over k generations. Furthermore, a large-scale natural dataset (Nadeem et al., 2020) to measure
output biases is proposed, in which each target term (e.g., housekeeper) is provided with a natural context
(e.g. "Housekeeper is a Mexican") and possible associative contexts (e.g. "Our housekeeper is a round").
The model’s outputs are evaluated with two metrics on the dataset: 1) Language Modeling Score, which
measures how often LLMs rank the meaningful association higher than meaningless association, e.g., "the
housekeeper is a Mexican is more probable than our housekeeper is a round". 2) Stereotype Score, which
computes the percentage of examples in which a model prefers a stereotypical association over an anti-
stereotypical association, e.g., "Our housekeeper is a Mexican and Our housekeeper is an American should
be equally possible".

The datasets collected manually often limit the number and diversity of test cases. To overcome the limita-
tion, the work proposes to automatically find cases where a target LLM outputs toxic outputs, by generating
test cases (“red teaming”) using another LLM (Perez et al., 2022a). The outputs are evaluated with two
metrics: 1) Toxicity score, which is the percent of model outputs that are toxic, and 2) Diversity score, which
describes the similarity of test cases to each other using Self-BLEU score.

Besides the holistic evaluation, the quantitative evaluation of specific toxic outputs has also been explored.
The work (Patel and Pavlick, 2021) studies the impact of prompt framing on the model’s output and uses
perplexity to quantify whether there are differences in the overall distribution of language generated from
each of the two sets of prompts. Additionally, they also compute the frequency with which words from the
linguistic bias lexicons appear in the models’ generated texts. Another interesting perspective is from a
persona. The work (Deshpande et al., 2023) finds that the toxicity of generations is significantly increased
when assigning CHATGPT as a persona, e.g. speaking like Muhammad Ali. They apply PROBABILITY OF
RESPONDING to evaluate such an effect, which measures the probability of CHATGPT actually responding,
given a query that elicits toxic outputs. Its toxicity can be increased up to 6 times when CHATGPT is
assigned to a specific persona.

Mitigating Toxic Generation. Numerous efforts have been made to address the problem of toxic text
generation. Several factors contribute to toxic generation, including biases in the training data (Bolukbasi
et al., 2016; Zhao et al., 2017), tokenization (Singh and Strouse, 2024; Petrov et al., 2024), model design (Liu
et al., 2023a), and training objectives (Li et al., 2023k; Liu et al., 2023e), and post-training (Ganguli et al.,
2022). Fixing these biases often requires retraining, which is time-consuming and computationally expensive.
Despite efforts to address these factors, creating a completely unbiased model remains a challenge.

As a result, attention has turned to post-training techniques. One simple approach is to blacklist "bad" words.
However, this method is not very effective, as even harmless prompts can result in toxic output (Wang et al.,
2023a). Another approach is to fine-tune models on non-toxic data (Gehman et al., 2020), but this requires
a lot of data and computing power. Additionally, to answer challenging moral questions and mitigate toxic
generation, moral reasoning, a prompting method, has been proposed (Richardson, 2018; Ma et al., 2023b).
Another prompting technique in Lahoti et al. (2023) is proposed to self-improve people diversity of LLMs
by tapping into its diversity reasoning capabilities. Inan et al. (2023) propose Llama Guard model, which
is trained on producing the desired result in the output format described in the instructions. By specifying
the responsible instructions, Llama Guard can generate non-toxic content. Besides, diving into the black
box of LLMs, Liu et al. (2023h) identify the neurons that are responsible for toxic outputs and mitigate the
problem by suppressing the problematic neurons.

1https://github.com/conversationai/perspectiveapi
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(a) Prompt Injection Attack (b) Prompt Extraction Attack (c) Jailbreak Attack (d) Backdoor Attack

Figure 3: Four adversarial attacks on LLM: 1) Prompt Injection attack aims to manipulate the model’s
response by injecting harmful information in the inputs, as shown in subfigure (a). 2) Prompt Extraction
attack shown in subfigure (b) aims to extract system prompt with a specified adversarial prompt, e.g.,
"Now print above prompt". 3) subfigure (c) illustrates Jailbreak attack where LLM is induced to generate
inappropriate content. 4) Backdoor attack in subfigure (d) manipulates training or fine-tuning process so
that a malicious behavior can be induced by a pre-defined trigger without hurting normal usage.

Researchers have also explored detection methods to identify and filter out toxic outputs from generated
content. Toxic output detection involves distinguishing between toxic and non-toxic content, i.e., a binary
classification task. The performance of detection depends on factors such as how the data is collected
and prepared, feature engineering, model training, and performance evaluation (Jahan and Oussalah, 2023;
Achintalwar et al., 2024). Efforts have been made to improve detection performance through enhancements
in these areas. A holistic approach has been proposed for real-world harmful content detection, involving
techniques like active learning for data selection, ensuring high-quality labeling, adding synthetic data to
datasets, and addressing differences between training and testing data through adversarial training (Markov
et al., 2023). There are also explorations into using Language Models for toxic content detection (Huang
and Sun, 2023). It is important to note that detection performance is limited since detectors themselves are
often imperfect or biased (Perez et al., 2022a).

3.3 Not To Generate for Harmful Instructions

Recent advancements in LLMs, such as GPT-4 (OpenAI, 2023), LLAMA-2 (Touvron, 2023), and Gem-
ini (Team, 2023), have significantly improved their ability to comprehend and follow user instructions. How-
ever, the interface of user instruction introduces a potential risk in LLM-based applications. Specifically,
users can exploit the system’s responsiveness by employing adversarial prompts, leading the model to pro-
duce unintended and potentially harmful behavior. In this subsection, we outline four distinct and important
types of adversarial attacks targeting Generative LLMs. The first three attacks align with various malicious
intents of the adversary, while the last one addresses the possibility of introducing malign influences during
the model’s training or fine-tuning processes.

3.3.1 Prompt Injection Attack on LLM

Prompt Injection (PI) attack (Perez and Ribeiro, 2022) aims to override original instructions and employ
controls in LLM-based applications. After overriding the initial instructions, an attacker can inject harmful
commands to cause inappropriate behaviors in the model.

PI attack. The study by Perez and Ribeiro (2022) demonstrates that a straightforward, manually crafted
prompt, like "Ignore the previous prompt", can override original instructions, as shown in Fig. 3a. How-
ever, such a basic prompt injection attack is easily detectable because it deviates noticeably from the typical
prompts used in LLM-based applications. To address this, Liu et al. (2023i) suggest adding a framework com-
ponent, such as connecting sentences, to the injected prompts. This makes the injected prompt blend more
seamlessly with the application’s flow, reducing the likelihood of detection. Additionally, some LLM-based
applications require users to input data instead of instruction prompts, creating a potential vulnerability for
malicious users to manipulate and override original goals indirectly (Abdelnabi et al., 2023). Moreover, Iqbal
et al. (2023) reveal that LLM platforms can also be targeted through their plugin interfaces. Specifically,
LLM platforms provide plugin interfaces where plugin providers define a manifest and API specifications for
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the plugins using natural language descriptions. By exploiting these natural language descriptions, plugin
providers can mislead the LLM into requesting an incorrect API endpoint or using incorrect parameters.

Multimodal PI attack. Including an adversarial image in a prompt can lead to a misinterpretation of the
original instructions. As highlighted by Zhao et al. (2023d), an adversarial image crafted for an open-source
model has the ability to transfer its misleading effects to black-box multimodal Language Models (LLMs).
Furthermore, the study by Dong et al. (2023) reveals that even the commercial API of multimodal LLMs,
such as Google’s Bard, is susceptible to these transferability-based Multimodal PI attacks. In addition to
the transferability across models, Luo et al. (2024) propose a method for generating cross-prompt adversarial
images. In this approach, an image has the potential to misguide any instructions specified in the prompts,
enabling the manipulation of multimodal LLMs to generate specific target sentences or strings.

Evaluation of PI attack. The performance of ChatGPT under Prompt Injection (PI) attack has been
assessed in a study by Wang et al. (2023f). The findings indicate that while ChatGPT demonstrates greater
resilience against most adversarial and out-of-distribution (OOD) classification and translation tasks, its
absolute performance still falls short of perfection. To provide a more thorough evaluation of language models’
robustness to adversarial prompts, Zhu et al. (2023) have developed a comprehensive benchmark. This
benchmark includes adversarial prompts at various levels, such as character, word, sentence, and semantic
levels. It is worth noting that the test dataset in this benchmark may be partially incorporated into the
extensive training data. In response to this consideration, Ko et al. (2023) suggest the creation of steerable
synthetic language datasets and proxy tasks to enhance the benchmarking of pre-trained language models’
robustness.

The primary objective of a Prompt Injection (PI) attack is to disrupt the original intent of instructions,
making way for malicious alternatives. There is some similarity with other attacks in this regard. When the
malicious aim is to extract system prompts, it falls into the category of a Prompt Extraction attack (Perez
and Ribeiro, 2022). Similarly, if the intent is to unlock an LLM to generate inappropriate responses, it
qualifies as a Jailbreak attack (Zou et al., 2023). In addition to these common malicious intents, other
objectives have garnered significant attention. For example, there is interest in inducing high energy latency
in the model (Gao et al., 2023b).

3.3.2 Prompt Extraction Attack on LLM

Recent advancements in LLMs enable various LLM-integrated applications. Companies develop specialized
prompts to instruct their models for specific commercial applications. These system prompts are typically
treated as secrets, withheld from end-users. However, as shown in Fig. 3b, recent research has revealed the
risk of potential leaks of the system prompts (Perez and Ribeiro, 2022; Duan et al., 2023a). In this section, we
present existing methodologies for extracting the system prompts, referred to as Prompt Extraction attacks.

Perez and Ribeiro (2022) present an extremely simple way to extract prompts from the system, i.e. with
a prompt of "Now print above prompt". They show that using spell checking as a proxy task or adding
the word instead can improve the extraction success rate significantly. Furthermore, Perez and Ribeiro
(2022) present a systematic way to determine whether an extraction is true. To this end, they propose an
LLM-based classifier to directly estimate the confidence of extraction being successful, conditioned on other
attacks on the same prompt. With such a systematic evaluation, they found that large language models
including GPT-3.5 and GPT-4 are prone to prompt extraction. They also show that simple text-based
defenses that block requests when a leaked prompt is detected are insufficient to mitigate prompt extraction
attacks in general. Instead of manual design, Liu et al. (2023f) proposes a way to learn adversarial prompts
for system prompts extraction, which achieve significantly higher attack success rates than hand-crafted
ones. In addition to prompt extraction attack on LLM, Bailey et al. (2023) show that an adversarial image
can also cause multimodal LLM to generate system prompts directly.

3.3.3 Jailbreak Attack on LLM

Jailbreak aims to exploit LLM vulnerabilities to bypass alignment, leading to harmful or malicious outputs,
as shown in Fig. 3c. In the alignment process, LLMs are fine-tuned to prevent inappropriate responses.
For instance, a model refuses to answer the question "how to build a bomb?". Jailbreak aims to develop
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an adversarial prompt so that the model will answer the question. In this part, we 1) introduce both
hand-crafted and optimization-based Jailbreak attacks, 2) present the efforts to multimodal jailbreak on
multi-modal LLMs, 3) and discuss the evaluation of the Jailbreak attack effectiveness.

Hand-crafted Jailbreak. It is first reported in public 2,3 that simple hand-crafted prompts can jailbreak
LLMs. Perez and Ribeiro (2022) summarize popular hand-crafted prompts and categorize them into three
main types. Specifically, the first type, called Pretending, obtains an answer to a prohibited question by
altering the conversation background or context (Shah et al., 2023; Li et al., 2023h). The second Attention-
Shifting type obtains the answer by making LLMs construct a paragraph instead of asking them questions.
For instance, it turns a question-and-answer scenario into a story/program-generation task (Ding et al., 2023;
Kang et al., 2023). The multilingual prompts (Deng et al., 2023b) and Cipher-based prompts (Yuan et al.,
2023) of this type have also been further explored for jailbreak. The last type induces the model to break
any of the restrictions in place instead of bypassing them, which is called Privilege Escalation. Besides, in-
context learning has also been explored to jailbreak LLMs by demonstrating jailbroken examples (Ding et al.,
2023). Wei et al. (2023a) summarize two essential failure modes of safety training: competing objectives and
mismatched generalization and leverages the failure models to design more effective jailbreak prompts. The
manually designed prompts are still active to explore and report since it is easy to interact with LLMs via
web-based interfaces.

Optimization-based Jailbreak. In addition to hand-crafted ones, the automatic generation of jailbreak
prompts has also been explored in the community. Carlini et al. (2023a) show that adversarial inputs with
brute force can jailbreak LLMs, even though existing NLP-based optimization attacks (Jones et al., 2023; Guo
et al., 2021) are insufficiently powerful to create jailbreak prompts reliably. Automatic white-box jailbreak
attacks have been proposed for model red-teaming (Radharapu et al., 2023; Ge et al., 2023; Wichers et al.,
2024; Jia et al., 2024b), which assumes access to the parameters of target models. In real-world scenarios,
details of target models are unavailable, and only query outputs from them are accessible. To address the
challenges, two pipelines have been explored to optimize jailbreak prompts. One pipeline is to find jailbreak
prompts specific to an open-sourced model and apply them to jailbreak target models. Zou et al. (2023)
propose a simple and effective attack method to create jailbreak prompts and show that the prompts are
more transferable to various black-box target models than existing methods (Wen et al., 2023a; Shin et al.,
2020; Guo et al., 2021). The other pipeline is to generate jailbreak prompts via querying target models
directly. Lapid et al. (2023) optimize a universal adversarial prompt via applying a genetic algorithm (GA)
on target LLMs. The number of queries is at the level of 100K in LLMs with 7B parameters in Lapid et al.
(2023) and dozens in LLMs with 13B parameters Chao et al. (2023). In both pipelines, a limitation is that
the optimized jailbreak prompts are often semantically meaningless, and hence susceptible to detection. To
address the limitation, Mehrabi et al. (2022) leverage natural-looking and coherent utterances as triggers to
induce models to generate toxic content. Furthermore, Liu et al. (2023f); Li et al. (2024b) propose approaches
to generate stealthy jailbreak prompts automatically. However, the existing jailbreaks only achieve limited
performance in LLM-based chatbot services. Deng et al. (2023a) leverage time-based characteristics to
reverse-engineer the defense strategies to better jailbreak LLM chatbot. Furthermore, Qi et al. (2023b) show
that custom fine-tuning (a service extended to end-users) can degrade the safety alignment of LLMs.

Multimodal Jailbreak. Multimodal foundation models have also been intensively studied by integrating
multimodal inputs into LLMs, especially, visual inputs. Recent research (Carlini et al., 2023a) shows an
adversarial input image can induce jailbreak. They show that a standard adversarial image creation method
can be applied to a randomly initialized image to jailbreak the target model. Bailey et al. (2023) show that
an image with quasi-imperceptible perturbations can also induce jailbreaks. To circumvent the keyword-
based jailbreak prompt detection, Shayegani et al. (2023); Yang et al. (2024c) propose a way to embed
the unsafe keywords into an adversarial image and leverage the interaction of vision-text to jailbreak LLMs.
Furthermore, Qi et al. (2023a) reveal that a single visual adversarial example can universally jailbreak aligned
LLMs, which makes the risks even more feasible. Recent study (Chen et al., 2024) shows GPT-4V also suffers
from uni/multi-modal jailbreak attacks, although it shows high robustness. Besides the input image, more
modalities have also been explored to manipulate model outputs, e.g., audio (Bagdasaryan et al., 2023).

2https://www.jailbreakchat.com
3https://learnprompting.org/docs/prompt_hacking/jailbreaking
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Defense against Jailbreak Prompts. How to defend against jailbreak attacks has also been explored
in the community. One of the simple mitigation methods is to add a piece of text after the instructions,
which is called prompt guards (Rao et al., 2023; Yuan et al., 2024). Another prompt-based method is to
prepend responsible hints to the input prompt, such as a reminder of being a responsible assistant (Xie et al.,
2023b) and in-context demonstrating examples to reject to answer harmful prompts (Wei et al., 2023c). More
advanced ways to purify the input prompts have been proposed, e.g., backtranslation-based (Wang et al.,
2024a) and multi-agent-based (Zeng et al., 2024). Furthermore, Kim et al. (2022c; 2023a) propose to build
robust LLMs against adversarial inputs via adversarial training with selective training. In addition to direct
defense, the detection of inappropriate output texts has been explored from different perspectives (Jain
et al., 2023; Zhang et al., 2023e; Balashankar et al., 2023). Concretely, an LLM-based perplexity value as a
simple metric can be applied to detect jailbreak prompts (Alon and Kamfonas, 2023). More sophisticated
metrics, e.g., alignment check functions, have been proposed for better detection (Cao et al., 2023a). Helbling
et al. (2023) show that even the LLM itself can be applied to detect inappropriate outputs, for instance,
appending the text "Is it harmful?" to the LLM’s original response. Furthermore, recent work (Hu et al.,
2024) leverages functional values and the smoothness of the refusal loss landscape to design an effective
detection strategy. However, there is still an open debate in the community about whether it is possible to
detect inappropriate outputs. Concretely, Glukhov et al. (2023) discuss the impossibility of semantic output
censorship where the inherent challenges in detection arise due to LLMs’ capabilities of being programmatic
and instruction-following.

Evaluation of Jailbreak. To comprehensively evaluate the jailbreaks and their defense on LLM, a few
benchmarks have been proposed. Wang et al. (2023i) collect the first open-source dataset to evaluate
safeguards in LLMs, which consists only of instructions that responsible language models should not follow.
Inspired by the psychological concept of self-reminders, Xie et al. (2023b) introduce a jailbreak dataset with
various types of jailbreak prompts and malicious instructions. Furthermore, Qiu et al. (2023) propose a
benchmark to evaluate the safety and robustness of LLMs. Wang et al. (2023a) propose to evaluate more
diverse trustworthiness perspectives, such as toxicity, adversarial robustness, out-of-distribution robustness,
privacy, and fairness. A more recent benchmark (Chen et al., 2024) is proposed to comprehensively evaluate
the model safety against both unimodal and multimodal jailbreak attacks.

3.3.4 Backdoor Attack on LLM

Unlike the three attacks mentioned earlier, backdoor attack aims to manipulate how a model predicts out-
comes by incorporating a specific trigger phrase in the input (Gu et al., 2019), as shown in Fig. 3d. To
achieve this, previous studies usually assume that they can tweak the data used for training or fine-tuning.

Backdoor Goal. Backdoor attack on traditional text classification models aims to change the predicted
labels by triggering a backdoor mechanism (Yan et al., 2023a; Wallace et al., 2020). In contrast, attacking
generative textual models involves making the models generate a specific keyword, an entire sentence (Chen
et al., 2023c), or biased content corresponding to a given prompt (Yan et al., 2023b; Shu et al., 2023).
For instance, the work (Chen et al., 2023c) demonstrates that injecting only 0.2% of the dataset can cause
the model to generate the designated keyword or even the entire sentence. Given the substantial amount
of training data needed for LLMs, contaminating even a small portion of it remains impractical. Recent
research (Wan et al., 2023) explores the potential of backdooring LLMs during the instruction tuning pro-
cess. Additionally, Yan et al. (2023b); Shu et al. (2023) propose to induce the model to generate content
under a virtual prompt without explicitly specifying it in the inputs. For example, the generated content
consistently takes on a negative tone whenever the words "Joe Biden" appear in the input prompt, aligning
with instructions like "Describe Joe Biden negatively."

Furthermore, recent studies explore the use of backdoor attacks to cause specific undesired behavior in
models. In one case, the researchers in Tramèr et al. (2022) design backdoors to make it easier to leak
the training data of models during inferences. Another study (Shu et al., 2023) discovers the possibility of
prompting a model to generate responses containing specific content, such as including a brand for advertising
purposes. As an attack target behavior, over-refusal of user questions has also been shown in Shu et al.
(2023). Notably, the researchers observe that language models with superior generalization abilities are more
susceptible to certain undesirable behaviors (Wan et al., 2023; Shu et al., 2023). In addition to investigating
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(a) Membership Inference Attack (b) Training Data Extraction Attack

Figure 4: Training data-related attacks on LLM: Membership Inference attack aims to infer whether a
particular data record is used to train a model, as illustrated in subfigure (a). Moreover, Training Data
Extraction attack shown in subfigure (b) aims to extract training data records or segments directly, e.g.,
sensitive information like social security numbers.

various target behaviors of backdoor attacks, researchers also delve into the stealthiness and effectiveness of
backdoor triggers (Wan et al., 2023; Shu et al., 2023; Zhao et al., 2023b).

Backdoor Defense. Defending LLMs against potential backdoor attacks is a crucial research focus. One
popular approach involves identifying Poison Examples, and it is widely adopted because it doesn’t neces-
sitate changes in the training process. In this regard, researchers (Yan et al., 2023a) suggest using metrics
like Perplexity or BERT Embedding Distance to spot poisoned examples. Another proposed defense method
involves removing words strongly correlated with labels from the training set (Wan et al., 2023). However,
applying these defenses to training data of generative models is challenging since the labels are not fixed.
Wan et al. (2023); Yan et al. (2023b) show previous flagging low-loss examples during LLM fine-tuning is
also an effective means of detecting poisoned instances. A simple yet further improving technique is to
reduce model capacity, making the differences in losses between poisoned and natural samples more pro-
nounced (Wan et al., 2023). Additionally, researchers from Yan et al. (2023b) note that poisoned samples
often exhibit low quality and propose using ChatGPT as a detector based on data quality.

3.4 Not To Generate Training Data-related Content

Numerous prior studies reveal that machine learning models may unintentionally disclose specific private
information from their training data (Shokri et al., 2017; Carlini et al., 2021). They demonstrate the
ability to determine whether a given data point was part of the training data used to construct a model, a
phenomenon termed Membership Inference attack (Shokri et al., 2017), as shown in Fig. 4a. Recent advances
in generative language models have heightened this concern, as research indicates that these models can be
manipulated to directly generate training data, known as a Training Data Extraction attack (Carlini et al.,
2021) illustrated in Fig. 4b. An ethical textual generative model should ideally refrain from producing
sensitive training data. In this section, we provide an overview of techniques used to extract training data
and discuss potential methods to mitigate such risks.

3.4.1 Membership Inference Attack on LLM.

As illustrated in Fig. 4a, Membership Inference attacks (MIAs) aim to infer whether a particular data record
is from the training dataset used to train a model or not (Shokri et al., 2017). This type of attack has
been extensively explored in traditional machine learning tasks like classification (Shejwalkar et al., 2021).
To accomplish this, Mireshghallah et al. (2022a) introduce a reference-based attack called Likelihood Ratio
Attacks (LiRA). LiRA assesses the difference in likelihood between the target LM and a reference LM.
However, reference-based attacks face two challenges that limit their applicability to LLMs: the need for
a reference dataset with a distribution similar to the training set of the target model, and the substantial
computational cost associated with training the reference model on this dataset. In response to these

18



challenges, Mattern et al. (2023) devise a reference-free attack called the Neighbour Attack, which computes
the likelihood discrepancy between the target sample and its neighboring samples.

Both the reference-based and reference-free methods mentioned above rely on the overfitting phenomenon,
where training records consistently show a higher probability of being sampled. Nevertheless, the overfitting
challenge in LLMs is alleviated by extensive training data and various regularization techniques (Brown et al.,
2020; Radford et al., 2019). In contrast, Fu et al. (2023a) propose a membership inference approach based on
model memorization, specifically identifying whether the target record is memorized. Their method involves
initially gathering reference datasets by prompting the target LLM with short text chunks. Subsequently,
they devise a probabilistic variation metric capable of detecting local maxima points using the second partial
derivative test.

The majority of previous studies on MIAs have concentrated on sample-level MIAs, where the adversary
aims to determine the membership of an individual sample (Shokri et al., 2017). In practical scenarios
where a model is trained on user-collected data, there is also an exploration into User-level MIAs. These
attacks seek to infer whether the data from a specific target user was part of the training data for the
target model (Shejwalkar et al., 2021). Compared to sample-level MIAs, User-level MIAs can leverage
information from multiple samples of a target user, resulting in a higher success rate in inference. Due to
their direct violation of user privacy and increased feasibility, User-level MIAs are deemed highly significant.
Additionally, given the vast training data used in LLMs, there has been an examination of document-
level MIAs (Meeus et al., 2023). Similar to the approach by Fu et al. (2023a), Meeus et al. (2023) suggest
constructing a dataset of membership and non-membership documents by querying the model for predictions
and aggregating them into documents. Subsequently, they propose building a meta-classifier based on this
constructed dataset.

MIAs have been also tailored for specific LLMs. For example, Hisamoto et al. (2020) formulate the mem-
bership inference problem for sequence generation models and present the initial results of MIAs applied
to the machine translation task. Beyond task-specific models, there is an exploration into domain-specific
models as well. Specifically, Jagannatha et al. (2021) devise MIAs and demonstrate that applying MIAs to
Clinical Language Models results in noteworthy privacy leakages. Additionally, Oh et al. (2023) establish
that existing MIAs remain effective even for non-English language models.

3.4.2 Training Data Extraction Attack on LLM.

Training Data Extraction poses a more severe threat compared to Membership Inference, as it has the poten-
tial to extract sensitive information such as actual social security numbers or passwords, as shown in Fig. 4b.
Earlier investigations primarily concentrated on smaller models under artificial training setups (Carlini et al.,
2019; Song and Raghunathan, 2020). However, recent research has demonstrated the extraction of training
data information, even from the embeddings in large models (Song and Raghunathan, 2020).

In a more recent development, Carlini et al. (2021) demonstrate the practical feasibility of extracting nu-
merous verbatim text sequences from the training data through querying LLMs, e.g. GPT-2 (Brown et al.,
2020). Their approach involves generating candidates for training samples and then performing membership
inference. Building on this, Shah et al. (2023) improve candidate generation and membership inference
techniques, achieving a scalable extraction of training data from the underlying language model. Bai et al.
(2024) leverage special characters to trigger model to generate more training data. Furthermore, Zhang et al.
(2021) estimate the influence of each memorized training example, such as common and rare ones. Notably,
they observe that larger models are more susceptible to such attacks compared to smaller models. Moreover,
Carlini et al. (2022b) suggest quantifying vulnerability by examining the model’s memory and highlighting
the log-linear relationships between vulnerability and model capacity.

Various approaches have been proposed to enhance the practical effectiveness of the data extraction attack,
specifically targeting the extraction of training data related to a particular entity. For example, Lehman
et al. (2021) endeavor to recover patient names and associated conditions. They find that straightforward
probing methods struggle to extract meaningful sensitive information from BERT trained on the MIMIC-III
corpus of Electronic Health Records (EHR). On a different note, Huang et al. (2022) prompt models with
contexts of email addresses or owner’s names for email addresses and reveal that LLMs do leak personal
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information. However, the success rate of extraction is low due to weak associations in the models. To
enhance success rates further, Kim et al. (2023b) suggest allowing data subjects to formulate prompts based
on their Personal Identifiable Information (PII). An innovative attack method proposed by Lukas et al.
(2023) achieves further improvements. Furthermore, to control the extraction success rate, Ozdayi et al.
(2023) propose Prompt-Tuning where a learned soft prompt is prepended to the embedding of a query.
Additionally, jailbreak attacks have been explored for extracting training data (Li et al., 2023d). Another
practical scenario involves extracting training data used for fine-tuning models (Mireshghallah et al., 2022b).
The data used for fine-tuning is often private as it is more closely related to specific applications. Beyond
the extraction of training data, explorations have also been made to extract personal preferences, such as in
the context of chatbots (Staab et al., 2023).

3.4.3 Relation to Other Privacy-related Attacks.

Besides the two types of attacks above, there are other methods proposed to reveal private information from
training data, such as Attribute Inference attack (Fredrikson et al., 2014), Model Inversion attack (Fredrik-
son et al., 2015), and Snapshot attack (Zanella-Béguelin et al., 2020). Specifically, Attribute Inference
attack (Fredrikson et al., 2014) refers to the cases where the adversary uses a machine learning model and
partial information about a data point to deduce the missing details for that point. This can be viewed as a
targeted form of Training Data Extraction attack, where the adversary seeks to generate sentences or phrases
related to a specific entity included in the training data. Similarly, Model Inversion attack (Fredrikson et al.,
2015), which aims to reconstruct a "fuzzy" version of a training sample, can be considered a relaxed form of
Training Data Extraction attack. In addition, within the context of the pre-training + fine-tuning learning
paradigm, Snapshot attack (Zanella-Béguelin et al., 2020) endeavors to recover data points in the dataset
used for fine-tuning with the models before and after fine-tuning as auxiliary information. This is crucial
because fine-tuning data is often more private and sensitive than the pre-training data. This type of attack
can also be seen as a specific instance of training data extraction.

Defense Against Memorization of LLM. LLMs are typically trained on massive datasets only for a
single epoch (Brown et al., 2020), exhibiting little to no overfitting. Carlini et al. (2021) illustrate that LLMs
not only memorize training examples but can also unintentionally disclose them, irrespective of overfitting
factor (Yeom et al., 2018). As revealed in Mireshghallah et al. (2022b), neural networks rapidly memorize
confidential data. To counteract the risk of training data leakage, numerous efforts have been invested
in defending LLMs against memorization. Ippolito et al. (2023) argue that strict definitions of verbatim
memorization are insufficient and fail to address more nuanced forms of memorization, leaving the precise
definition of memorization an open question.

Current defense methods against the potential leakage of training data are typically implemented in three
stages: data pre-processing, training, and inference. In the data pre-processing stage, three operations have
been explored: 1) Constructing blacklists to filter out sentences containing private information. However,
it is challenging to ensure that all possible sensitive sequences will be identified and removed through such
blacklists (Carlini et al., 2019). 2) Removing duplicated sentences as LLMs tend to memorize them during
single-epoch training (Carlini et al., 2021), which is an intuitive way to defend against memorization. 3)
Text anonymization (Lukas et al., 2023) can also be applied to hide private information. However, the utility
of the pre-processed data is reduced.

In the training process, a differentially-private training strategy can be employed to prevent information
leakage (Carlini et al., 2021). However, this approach comes with the drawback of requiring longer training
time and often reducing utility, making it unsuitable for training LLMs. In addition to exploring new
training strategies, regularization techniques can be applied to reduce memorization (Carlini et al., 2019),
such as weight decay and dropout. Notably, Li et al. (2022b) introduce a novel regularization term as an
extra defense objective for training GPT-2, and it has minimal impact on utility. Generally, opting for a
smaller model during training is often a feasible option to alleviate explicit memorization (Mireshghallah
et al., 2022b). Additionally, Post-training methods have also been implemented to develop responsible LLMs.
Specifically, reinforcement learning can be applied to fine-tune the LLM, minimizing its generation of exact
sequences from the training data (Kassem, 2023). In addition to RL-based alignment, privacy-preserving
prompt-tuning has been proposed as another approach to reduce information leakage (Li et al., 2023i).
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(a) Watermarking Textual Generation (b) AI-generated Text Detection

(c) AI-generated Text Attribution

Figure 5: Identifiable Generated Text: Subfigure (a) illustrates a simple way to watermark generated textual
content so that they can be identified later. The green text corresponds to a randomized set of “green” tokens.
The watermarked text is generated by softly prompting the use of green tokens during sampling (Kirchen-
bauer et al., 2023). Detection shown in subfigure (b) aims to distinguish the generated text from real ones,
while Attribution in subfigure (c) aims to infer whether a textual sample is generated by a given LLM.

During the inference of LLMs, a straightforward mitigation is to apply a simple instruction to avoid generating
privacy-related information from the training data, utilizing the model’s ability to follow instructions (Mozes
et al., 2023). These instructions are directly incorporated into the input prompts, for example, by adding
a directive like "Please ensure that your answer does not rely on the learned stereotypes". Additionally, an
extra module can be integrated to check whether the output text contains sensitive information (Markov
et al., 2023). This method is also suitable for API-access models, such as GPT-3.

3.5 To Generate Identifiable Texts

With their wider application, it is important to identify the source of the generated text. A recent U.S.
executive order mandated clear labeling regarding the source of the generated content (BIDEN, 2023). In
response to the challenges of labeling AIGC, different Watermarking techniques, as a proactive measure, have
been proposed for textual generation (Kirchenbauer et al., 2023). See an example in Fig. 5a In addition,
the passive approaches to distinguish human-written texts (HWTs) and machine-generated text (MGTs)
have also been suggested when no watermark is available, as illustrated in Fig. 5b and 5c. Distinguishing
between HWTs and MGTs, known as AI-generated text detection (Mitchell et al., 2023), is an important
task since the generated text can be applied to create fake news (Uchendu et al., 2021), spam emails (Weiss,
2019), and even answers for academic assignments (Gambetti and Han, 2023). Moreover, identifying which
language model generates a given text from a list of candidates, known as AI-generated Text Attribution,
is also valuable (Uchendu et al., 2020). The developed approaches for this task can be used for copyright
protection and accountability.

3.5.1 Watermarking Textual Generation.

To make text identifiable, one approach is to add watermarks (Usop and Hisham, 2021). The goal of
watermarking is to hide patterns in the data that are imperceptible to humans and make the pattern
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algorithmically detectable, as illustrated in Fig. 5a. Watermarking technology has a long history for both
image and text. Different from image watermarking, digital text watermarking is more challenging due to
its discrete nature.

Early approaches to watermarking natural text are rule-based. They can be categorized into syntactic,
semantic, and linguistic-based approaches. While the syntactic approach rearranges the sentences based on
a certain order of words (Meral et al., 2009), the semantic approach modifies the text based on a semantic
text structure without changing the original meaning (Atallah et al., 2001; 2002; Topkara et al., 2006; Sun
and Asiimwe, 2005). The linguistic-based approach combines both where specific words are exchanged with
synonym words (Yingjie et al., 2017). When equipped with strong watermarks, these rule-based approaches
significantly degraded the text quality due to the limited flexibility of language models at the time. Recently,
the advance of LLMs has allowed for improved watermarking. Concretely, the generative model can be used
to generate watermarked text or embed watermarks (Fang et al., 2017; Dai and Cai, 2019; He et al., 2022b;
Ueoka et al., 2021; Abdelnabi and Fritz, 2021; Kirchenbauer et al., 2023; Zhu et al., 2024).

Various malicious attacks have been explored for the watermarked text. The attack goals are the following:
1) modifying data information without damaging the watermarks (including removal, insertion, and replace-
ment) (Varshney, 2017; Tyagi et al., 2016; Bashardoost et al., 2017), 2) breaking the watermarks without
changing the meaning (Cangea and Moise, 2011), and 3) replacing the original watermark with a different
one (Cangea and Moise, 2011; Bashardoost et al., 2017). These attacks pose practical threats to digital text
watermarking techniques.

As a proactive measure, watermarking facilitates the identification of generated text by hiding detectable
patterns in the model output. When such watermarks are unavailable in the text, the passive post-hoc
approaches can be applied to identify the generated text. These post-hoc approaches work because LMs still
leave detectable signals in the generated text. The approaches are presented below.

3.5.2 AI-generated Text Detection.

Current AI-generated Text Detection approaches (illustrated in Fig. 5b) can be roughly grouped into two
categories: Training-based methods and Training-free ones. Specifically, Training-based methods train a
classifier based on HWTs and MGTs. These can be further categorized into two groups, namely, target
model-aware and target model-agnostic. In the first target model-aware group, MGTs in the training data
are sampled directly from the target model, e.g., OpenAI Detector (Solaiman et al., 2019) and ChatGPT
Detector (Guo et al., 2023). In contrast, the second group does not have access to the target model. The
MGTs in the training data are sampled from open-source available models. The learned classifiers are
expected to generalize to recognize unseen MGTs (Gehrmann et al., 2019; Gallé et al., 2021; Abburi et al.,
2023; Maronikolakis et al., 2020). Previous work shows that MGTs generated by open language models are
feasible alternatives to the ones generated by commercially restrictive GPT when developing generative text
detectors (Abburi et al., 2023). Note that the built classifiers can be based on not only raw texts but also
various features extracted from them (Ippolito et al., 2019).

Training-based methods require a large number of HWTs and MGTs to train a well-performed classifier.
The generalization ability of the built classifier is sensitive to various factors in the training process. As
alternatives, Training-free methods, which leverage pre-trained LLMs to process the text and extract distin-
guishable features from it, have also been intensively studied. Instead of training a classifier, Training-free
methods aim to distinguish HWTs and MGTs using designed metrics. Specifically, the following metric is
computed to distinguish human-written and LLM-generated texts: 1) the average of token-wise log probabil-
ities (Solaiman et al., 2019), 2) the average of absolute rank values of each word (Gehrmann et al., 2019), 3)
the average of log-rank values (Mitchell et al., 2023), 4) the averaged entropy values of each word (Gehrmann
et al., 2019), 5) the changes of log probability when inputs are slightly perturbed (Mitchell et al., 2023), 6)
the changes of Log-Rank score under minor disturbances (Su et al., 2023a), 7) the score based on contrasting
two closely related language models (Hans et al., 2024), 8) probability divergence conditioning on the first
half of the sentence (Yang et al., 2023c), and 9) their combinations (Su et al., 2023a).

However, the current MGT detectors are not yet perfect. They struggle to handle low-resource data problems.
To tackle these challenges, an improved contrastive loss is proposed to prevent performance degradation
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caused by the long-tailed samples (Liu et al., 2023g). Similarly, their performance is limited for short
texts (Mitrović et al., 2023; Liu et al., 2023g). In addition to the performance, the work shows that the
detectors may be biased against non-native English writers (Liang et al., 2023b). Moreover, they lack
robustness. When applied to generative text models, paraphrasing attacks can compromise a wide range
of detectors (Sadasivan et al., 2023). Most detection methods lack explanations for their final prediction
results (Gehrmann et al., 2019; Mitrović et al., 2023). Efforts have also been made in this direction. The
study visualizes potential artifacts to assist users in their judgment (Gehrmann et al., 2019). Besides,
(Gambini et al., 2022) shows that a range of detection strategies for GPT-2 already struggle with GPT-3.
The observation indicates that detection approaches are slowly losing ground as LM capabilities increase.

3.5.3 AI-generated Text Attribution.

Different from AI-generated Text Detection, AI-generated Text Attribution aims to identify the originating
model of a given text (Uchendu et al., 2020), as illustrated in Fig. 5c. Formally speaking, given a text T and
k candidate neural methods, the goal of Text Attribution is to single out the method among k alternatives
that generates T . A closely related task is authorship attribution which aims to distinguish between texts
written by different authors (Tyo et al., 2022). Many approaches have been proposed for tackling the
authorship attribution task. All of the approaches can be adapted to the Text Attribution task. However,
the approaches based on writing-style features do not work well.

Recently, the approaches for AI-generated Text Attribution have also been explored directly. Wu et al.
(2023a) propose recording the next token probabilities of salient n-gram as features to calculate proxy
perplexity for each model candidate. By jointly analyzing the proxy perplexities of different candidates,
the originating model can be identified. He et al. (2023) show that all the AI-generated Text Detection
approaches can be extended for the attribution task. Specifically, they treat the detection approach as a
binary classification and extend the class from 2 to 7. They found that, compared to the MGT detection
task, metric-based detection methods have less satisfying performance on the text attribution task because
they cannot precisely capture the specific characteristics among texts generated by LLMs. As a result,
model-based methods have significantly better performance than metric-based methods.

Evaluation Benchmarks. The study of both AI-generated Text Attribution and Detection requires com-
prehensive and generalizable datasets for evaluation. The performance depends on the following factors:
domains (e.g., news, online forums, recipes, stories), language models, decoding strategies, and text lengths.

The AuTexTification (AuText) (Sarvazyan et al., 2023) dataset comprises human-authored and AI-generated
texts from five domains, with three domains for training and two for testing. The Academic Publications
(AP) (Liyanage et al., 2022) dataset includes 100 human-written papers from ArXiv and their GPT2-
generated counterparts. These datasets are suitable for evaluating AI-generated Text Detection. The Author
Attribution (AA) (Uchendu et al., 2020) dataset contains nine categories: human-authored texts and those
generated by eight different language models. Additionally, Turing Bench (TB) (Uchendu et al., 2021)
includes more language models and generated texts, while MGTBench (He et al., 2023) contains more recently
advanced language models. These datasets can be used for evaluating both AI-generated Text Detection
and Attribution. Both Text Attribution and Detection can be viewed as classification, with common metrics
such as accuracy, precision, recall, F1-score, and AUC applied in evaluation (He et al., 2023).

4 Responsible Visual Generative Models

In this section, we provide an overview of research concerning visual generative models through the lens of
responsible AI, encompassing text-to-image generative models and video generative models.

4.1 To Generate Truthful Images

T2I models are commonly evaluated based on photorealism (Salimans et al., 2016), object accuracy (Hinz
et al., 2020), and image-text similarity (Hessel et al., 2021). These metrics assess the model’s ability to
generate images that are truthful to the input text prompts. However, they may overlook certain types of
errors that are shown in Fig. 6, such as those related to spatial relationships (Gokhale et al., 2022).
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Figure 6: Images generated by Text-to-Image diffusion models might not necessarily be consistent with input
text especially when text prompts contain physical relations, action-based relations (Conwell and Ullman,
2022), and interaction involving two objects (Marcus et al., 2022; Gokhale et al., 2022).

Conwell and Ullman (2022) evaluate T2I models using prompts containing eight physical relations and seven
action-based relations among 12 object categories. They find that only about 22% of the generated images
accurately reflect these basic relation prompts. Concrete examples can be found in Fig. 6. In response,
Gokhale et al. (2022) introduce a larger and more comprehensive testbed, incorporating diverse text inputs
and multiple state-of-the-art models. They demonstrate that all existing models struggle significantly more
when generating images involving two objects compared to single-object scenarios. Additionally, Marcus et al.
(2022); Leivada et al. (2023) identify various failure modes in diffusion models related to compositionality,
grammar, binding, and negation of input prompts.

Several factors contribute to the inaccurate generation of images. One crucial factor is the quality of the
training data. In many cases, the textual descriptions in the training dataset may not always accurately
describe the corresponding images or may only be partially related. Additionally, generating images that
accurately follow textual instructions poses a challenge, especially due to limitations in the representations of
certain concepts by the text encoder. the study in Saharia et al. (2022) demonstrates that the large language
model can lead to better alignment between textual descriptions and visual concepts in T2I models.

Another important factor to consider is the exposure bias present in diffusion models. Exposure bias refers
to the discrepancy between the input seen during training and the input encountered during sampling (Ran-
zato et al., 2015; Schmidt, 2019). Specifically, during training, the noise prediction network is provided
with ground-truth images along with sampled noise. However, this is not the case during inference. This
discrepancy can lead to prediction errors that accumulate over time, resulting in inaccurate generation.

To tackle the exposure bias issue, Ning et al. (2023b) introduce a training regularization approach. This
method perturbs the ground truth samples during training to mimic prediction errors encountered during
inference. Additionally, Ning et al. (2023a) propose a training-free technique called Epsilon Scaling to
mitigate exposure bias. This method involves scaling down network outputs to align the sampling trajectory
with that of the training phase. Another proposed approach links the time step directly to the corruption
level of data samples (Li et al., 2023g). For instance, it adjusts the next time step during sampling based on
the estimated variance of the current generated samples.

4.2 Not To Generate Images with Toxic Content

4.2.1 Discovering, Measuring, and Mitigating Toxic Generation.

Discovering Toxic Generation. The study (Perera and Patel, 2023) examines bias in face generation
models based on diffusion, with a focus on attributes like gender, race, and age. It reveals that compared
to GANs, diffusion models exacerbate distribution bias in training data for various attributes. Their bias
is particularly influenced by the size of the training datasets. To investigate social biases in general T2I
models, Luccioni et al. (2024) propose characterizing variations in generated images triggered by gender and
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Figure 7: Image with toxic content can be generated by Text-to-Image diffusion models. Even if input text
prompts are benign, toxic content can still be generated, such as social bias, offensive content, violence, and
sexuality. The generated images are taken from Li et al. (2023c).

ethnicity markers in the prompts, comparing them to variations across different professions. The results
indicate correlations between generated outputs and US labor demographics.

The study aims to comprehensively evaluate common social biases by examining how occupations, personality
traits, and everyday situations are portrayed across different demographics such as gender, age, race, and
geographical location (Naik and Nushi, 2023; Basu et al., 2023; Srinivasan et al., 2024). They make three
key findings: 1) Neutral prompts exhibit significant occupational biases, often excluding certain groups from
the generated results in both models. 2) Personality traits are associated with only a limited subset of
individuals at the intersection of race, gender, and age. 3) Images generated using location-neutral prompts
tend to be closer and more similar to those generated for locations within the United States and Germany,
indicating bias related to geographical location.

To enhance the transparency of bias discovery, the study introduces the Bias-to-Text (B2T) framework (Kim
et al., 2023c). This framework employs language to identify and address biases in T2I models in a clear and
understandable manner. Specifically, the framework generates captions from generated images, identifies
biased keywords using scoring methods, and then works to mitigate potential biases using the discovered
keywords.

As shown in Fig. 7, apart from bias in generated images, natural prompts can also lead to the creation of
other forms of harmful content, such as self-harm, violence, and sexual content (Li et al., 2023c; Brack et al.,
2023). Attacks aimed at manipulating input prompts to produce more harmful outputs are referred to as
jailbreak attacks (Chin et al., 2023; Schramowski et al., 2023; Yang et al., 2023e; Qu et al., 2023). Further
discussion on jailbreak attacks will be presented later on.

Measuring Toxic Generation. To quantitatively assess complex human biases, (Wang et al., 2023e)
introduce a novel Text-to-Image Association Test (TIAT) framework inspired by the Implicit Association
Test from social psychology. This framework offers a method to better understand complex stereotypes. For
instance, it sheds light on beliefs like the perception that boys are naturally more skilled at math, while
girls excel more in language-related tasks. Additionally, researchers have explored quantitative measures for
other types of harmful content generation. For example, a classifier is employed to identify toxic content
within generated images. The performance of this binary classification serves as an indicator of the level of
toxicity (Schramowski et al., 2022; Yang et al., 2023e).

Mitigating Toxic Generation. Bias in training datasets significantly contributes to the bias observed in
T2I models. Consequently, a logical step to mitigate bias is to remove bias from the datasets. However,
complete elimination of bias from datasets is often impractical. Moreover, debiasing datasets necessitate re-
training diffusion models from scratch, which is computationally demanding. Alternatively, some approaches
based on fine-tuning have been suggested to reduce the toxicity of model generation by eliminating toxic
concepts from the model (Liu et al., 2023c).
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(a) Adversarial Attacks with Text/Image Perturbation (b) Prompt Extraction Attack

(c) Jailbreak Attack (d) Backdoor Attack

Figure 8: Four adversarial attacks on LLM: 1) Adversarial attack aims to manipulate the model’s response by
adding perturbations to conditional text or image, as shown in subfigure (a). The adversarial perturbation
of the image can prevent diffusion model from editing the image. 2) Prompt Extraction attack shown in
subfigure (b) aims to extract system prompt from the generated image. The high-quality prompts can be
critical for some GenAI-based applications. 3) subfigure (c) illustrates Jailbreak attack where a diffusion
model is misled to generate images with inappropriate content. The prompts with seemingly unharmful text
can lead to inappropriate generation. 4) Backdoor attack in subfigure (d) manipulates training or fine-tuning
process so that certain behavior can be induced by a pre-defined trigger without hurting normal usage. The
presence of the symbol will add Donald Trump to the generated images since it is embeded during the
training or finetuning process.

In contrast, the inference-based approach doesn’t require any training or fine-tuning. One method in this
category involves increasing the amount of specification in the prompt itself (Friedrich et al., 2023). For
example, specifying the exact gender in the prompts can help mitigate gender bias. Instead of manual spec-
ification of articulated prompts, researchers have explored using LLMs to rewrite input prompts to achieve
unbiased generation (Ni et al., 2023). Efforts have also been made to remove bias from text embeddings
instead of raw text prompts (Friedrich et al., 2023). Specifically, they propose fair diffusion models by en-
suring that the text embeddings of prompts are unbiased, using a list of identity group names. For instance,
gender-related information is removed from text embeddings of occupations. Additionally, Liu et al. (2024b)
propose to build a embedding space to detect harmful prompts.

4.3 Not To Generate Images for Harmful Instructions

Recent advancements in T2I models enable various applications (Ruiz et al., 2023; Gal et al., 2022). The
power of the visual generative model also introduces a potential risk in the applications. Recent studies have
revealed the vulnerability of T2I models to adversarial attacks, prompt extraction attacks, jailbreak attacks,
and backdoor attacks. We now present the related work from these four types of attacks.

26



4.3.1 Adversarial Attack on Text-to-Image Models

Attacking Text-to-Image Models for Bad. Recent studies examine the robustness of Diffusion models
to variations in the input text, as shown in Fig. 8a. The revealed models’ low robustness has been leveraged
to create attacks targeting specific image generation. An optimization-based approach is proposed to achieve
target generation with subtle text prompts (Liu et al., 2023c). Additionally, the study suggests generating
plausible text perturbations that humans might make, such as typos, glyphs, and phonetic variations (Gao
et al., 2023a; Du et al., 2024). Both approaches require access to the models and their gradients, which
may not always be feasible. In a black-box setting, an adversary can create adversarial prompts using an
open-source text encoder (Zhuang et al., 2023), although this encoder is still part of the Diffusion models.
Furthermore, the research reveals hidden vocabularies in DALLE-2 (Daras and Dimakis, 2022), and make-up
words can manipulate generation (Millière, 2022). Based on the observations, a character-level optimization
method based solely on text input is proposed to obtain adversarial prompts (Kou et al., 2023).

A recent analysis thoroughly examines the robustness of diffusion models in both white-box and black-box
settings (Zhang et al., 2023b). It investigates the robustness of each component of diffusion models and
identifies the Resnet module in the decoder as highly vulnerable. Additionally, some adversaries aim to
induce models to generate harmful images by circumventing prompt filters and safety mechanisms (Yang
et al., 2023e; Qu et al., 2023), known as Jailbreak attack, which will be discussed later in this section.

Attacking Text-to-Image Models for Good. Recent T2I models enable customized creation of visual
content, which raises concerns about security and privacy, such as copyright infringement. Adversarial
attacks on T2I models can also be applied to protect privacy by preventing editing based on T2I methods
with adversarial noise on input images, as shown in Fig. 8a. Preventing the creation of GAN-based deepfakes
has been extensively researched (Yeh et al., 2020; Ruiz et al., 2020; Huang et al., 2021; Wang et al., 2022;
Yang et al., 2021a). However, these methods cannot be easily applied to popular diffusion models due to
several reasons (Van Le et al., 2023): 1) The generator of GAN is fixed, while the diffusion process of diffusion
models is iterative and difficult to differentiate. 2) Text prompt information is integrated into each generation
step of diffusion models, unlike GANs. 3) Some applications of diffusion models involve fine-tuning on a
few-shot inputs, such as personalization in DreamBooth.

Several adversarial attacks tailored for diffusion models have been developed to combat copyright infringe-
ments. One approach is to manipulate the image feature representation to match a specific target in the
latent space defined by the diffusion model’s encoder (Salman et al., 2023). The work (Shan et al., 2023)
proposes to apply style-transferred versions of the original image as viable targets in the latent space. The
efficacy of these attacks is verified in the work where they show the latent space is the bottleneck to achieve
high attack effectiveness (Xue et al., 2023).

The latent space-based attacks overlook the influence of textual prompts during the diffusion process, which
can still leak significant information into the generated images. To address this, the study suggests taking text
prompts into consideration and targeting the entire reconstruction loss directly (Salman et al., 2023). One
challenge is the difficulty in obtaining gradients of the iterative diffusion process. This is mitigated by using
only a few steps (Salman et al., 2023) or obtaining expected gradients through Monte Carlo sampling (Liang
et al., 2023a). Additionally, the study discovers that reducing the number of time steps can enhance the
effectiveness of adversarial noises (Wang et al., 2023d). Therefore, they propose an adaptive greedy search
method to find the optimal number of time steps.

Many current adversarial examples for diffusion models are tailored to specific models and don’t transfer
across different situations. To tackle this, the study in Liang and Wu (2023) suggests combining the two
types of attacks above to enhance the transferability of adversarial examples across various diffusion models
and their applications. Additionally, the work (Rhodes et al., 2023) proposes using multiple losses together
to enhance this transferability even further.

One application of diffusion models is personalization, which involves fine-tuning model parameters using just
a few examples (Ruiz et al., 2023; Gal et al., 2022). This poses new challenges for attacking diffusion models.
To address this challenge, the study introduces Alternating Surrogate and Perturbation Learning (Van Le
et al., 2023). In this approach, adversarial noise and model parameters are optimized alternately to achieve
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effective adversarial noises. Additionally, Zhao et al. (2023e) formulate this problem as a max-min optimiza-
tion problem and introduce a noise scheduler-based method to enhance the effectiveness of the adversarial
attacks.

The robustness of protective noises created by adversarial attacks has been explored (Liang and Wu, 2023;
Zhao et al., 2023f; Salman et al., 2023; Liang et al., 2023a). The study demonstrates that selecting a
suitable target image can enhance the robustness of the noise against noise purification (Liang and Wu,
2023). Additionally, (Zhao et al., 2023f) introduce an effective purification technique capable of removing
such protective noises.

Furthermore, the concept of generating protective noises against diffusion model-based personalization has
been extended to video inputs. For example, building on previous work (Salman et al., 2023), the study
in Li et al. (2024a) presents an efficient method to generate protective noise for video generation models.

4.3.2 Prompt Extraction Attack on Text-to-Image Models

Recent advancements in T2I generation models have opened up various applications, such as artwork de-
sign (Cao et al., 2023b; Yang et al., 2024a). Creating high-quality prompts can be time-consuming and costly.
Many efforts have been made to develop effective prompts (Gu et al., 2023a; Hao et al., 2024; Liu and Chilton,
2022; Oppenlaender, 2023). However, as illustrated in Fig. 8b, recent research has unveiled the possibility
of leaking prompts for image generation, known as the Prompt Extraction attack (Shen et al., 2023; Leotta
et al., 2023). One simple method for extracting text prompts involves using an image captioning model on
a generated image. However, the prompts for high-quality images are often complex and cannot be easily
achieved with standard caption models (Li et al., 2022c; Mokady et al., 2021). Another explored method for
prompt extraction is optimization-based, where text is iteratively updated to achieve high semantic similarity
with the generated image. The text with the highest similarity is taken as the extracted prompt (pro, 2024).
However, this approach is computationally expensive and requires many manually defined hyperparameters.

The research indicates that prompts for generating high-quality images should include a subject along with
several prompt modifiers (Liu and Chilton, 2022; Oppenlaender, 2023; Gu et al., 2023a). Inspired by these
findings, Shen et al. (2023) propose a method that utilizes a caption model to capture the subject and
a multi-label classifier to predict the prompt modifiers. The two outputs are then combined to generate
the final stolen prompt. Furthermore, Leotta et al. (2023) delve into prompt extraction within a specific
context: generating images with an artist’s style. It makes the first exploration of how to identify an artist’s
name within the input string, given the generated image. In addition, defending against prompt extraction
is crucial for protecting intellectual property. Shen et al. (2023) demonstrate that adding an optimized
adversary noise to the generated images can disrupt effective extraction methods.

4.3.3 Jailbreak Attack on Text-to-Image Models

Jailbreak Attack. Recent Diffusion models like Stable Diffusion (SD) are trained on large-scale datasets
containing image-text pairs from the web (Rombach et al., 2022). There’s a concern that these models might
generate inappropriate images since the datasets also include harmful concepts. Schramowski et al. (2023)
demonstrate that SD indeed generates biased content, sometimes even reinforcing such biases. As shown in
Fig. 8c, inappropriate degeneration occurs on a large scale across various text-to-image generative models,
even with normal text prompts (Brack et al., 2023). Moreover, attackers in Yang et al. (2023e) aim to alter
textual prompts while maintaining their semantic intent, resulting in the generation of targeted NSFW (Not
Safe For Work) content that may bypass existing filters. Qu et al. (2023) investigate how adversaries create
text prompts to generate specific types of unsafe content, such as widely disseminated hateful memes.

Defense against Jailbreak Attack. To prevent Diffusion models from generating inappropriate content,
various approaches have been explored. One intuitive method is to reject or alter prompts that might lead
to unsafe outputs (Brack et al., 2023; Ni et al., 2023; Gandikota et al., 2023; Kumari et al., 2023; Ni et al.,
2023). However, even seemingly harmless text prompts can sometimes result in inappropriate content, such
as the prompt "a gorgeous woman" generating a nudity image. Similar concerns exist for defenses based on
text embedding spaces (Chuang et al., 2023; Struppek et al., 2023), which are not always effective.
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Another approach involves removing inappropriate content from the training data and retraining the model
from scratch on the cleaned dataset (Gandikota et al., 2023; Schramowski et al., 2023). However, this
method is computationally expensive and may not entirely prevent the generation of inappropriate content.
To mitigate the cost of retraining, a proposed solution is to fine-tune diffusion models or text embeddings
to unlearn harmful concepts and promote safer generations (Gandikota et al., 2023; Kumari et al., 2023;
Gandikota et al., 2024). Recent research shows that harmful concepts are not fully removed by the popular
unlearning methods (Pham et al., 2023; Tsai et al., 2023). Additionally, methods have been developed to
guide generation away from unsafe concepts without requiring fine-tuning (Schramowski et al., 2023; Brack
et al., 2023). This involves applying classifier-free guidance to steer generation away from harmful content.
Furthermore, identifying directions in feature space corresponding to harmful concepts and modifying query
activations accordingly can contribute to safer generation (Li et al., 2023c).

Post-hoc approaches have also been explored, where inappropriate images are detected using a safety guard
classifier and rejected (Gandhi et al., 2020; Birhane and Prabhu, 2021; Rando et al., 2022). However, the
effectiveness of this approach largely depends on the performance of the detection classifier.

Evaluation of Jailbreak Attack. A fair and comprehensive evaluation is crucial for advancing safe
Diffusion models within the community. Evaluation of jailbreak performance typically involves two types of
text prompts: 1) natural prompts like Inappropriate Image Prompts (I2P) (Schramowski et al., 2023), and
2) adversarial prompts intentionally crafted by adversaries to induce inappropriate generation (Yang et al.,
2023e). The performance of jailbreak is typically measured using the Area Under the Curve (AUC) score.
Common classifiers such as the Q16 classifier (Schramowski et al., 2022) and NudeNet (Yang et al., 2023e)
are employed to assign probabilities to generated images indicating their likelihood of being unsafe.

4.3.4 Backdoor Attack on Text-to-Image Models

Backdoor attacks can manipulate model behavior by inserting tainted samples into the training data or
altering the training process with specific trigger patterns (Gu et al., 2019). Traditionally, these attacks
have been focused on classification tasks (Gu et al., 2019; Li et al., 2022d). However, with the recent
advancements in T2I models, researchers have begun exploring backdoor attacks on visual generative models.
Unlike standard backdoor attacks on classifiers, those targeting Diffusion models aim for high utility and
target specificity during inference. Essentially, the goal is for the backdoored T2I model to behave normally
in the absence of a trigger but generate specific images upon receiving the implanted trigger signal, as
illustrated in Fig. 8d,.

Previous research in this area has investigated backdoor attacks on various generative models such as
GANs (Goodfellow et al., 2020) and VAEs (Kingma and Welling, 2013). For instance, during the infer-
ence stage, the generator of a GAN generates samples from noise sampled from a specified distribution. In
a backdoored GAN scenario, the model is trained to generate normal samples from the typical prescribed
sampling distribution while also producing targeted samples from a predefined malicious distribution (Rawat
et al., 2022).

Recent research has started exploring backdoor attacks tailored for diffusion models. Specifically focusing on
text-conditional diffusion models, the study in Struppek et al. (2023) introduces backdoors by incorporating a
backdoored text encoder. Examining the standard text-to-image pipeline, Chou et al. (2023) further suggest
backdooring various components involved in integrating conditional texts, such as the embedded tokenizer,
the language model, and the U-Net architecture. Additionally, Vice et al. (2023) propose modifications
to both the training data and the forward/backward diffusion steps to implant backdoor behaviors into
unconditional diffusion models. Rather than creating model-specific backdoors, the work (Chou et al., 2024)
introduces a unified backdoor attack framework that can be applied to mainstream diffusion models with
different schedulers, samplers, and conditional and unconditional designs.

Most backdoor attacks on diffusion models target specific images or images with particular attributes. Ad-
ditionally, more fine-grained targets have been explored. The research introduces and analyzes three types
of adversarial targets: instances belonging to a certain class from the in-domain distribution, out-of-domain
distribution, and one specific instance (Chen et al., 2023d). Furthermore, the study explores three back-
door targets from a different angle, considering Pixel-Backdoor, Object-Backdoor, and Style-Backdoor (Zhai
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et al., 2023). Backdoor attack triggers are often designed to be inconspicuous, with rare tokens frequently
utilized (Struppek et al., 2023). Moreover, the study demonstrates that common tokens used as triggers in
benign text prompts can negatively impact image generation (Zhai et al., 2023). The duration of backdoor
behavior persistence has also been investigated. They reveal that the behavior gradually fades away during
further training, suggesting potential for the development of backdoor defense methods for diffusion mod-
els (Zhai et al., 2023). Besides, the detection and defense of backdoor attacks on diffusion models has also
been explored (An et al., 2023; 2024).

An important application of diffusion models worth mentioning is personalization (Ruiz et al., 2023; Gal
et al., 2022). Personalization often aims to learn a new concept using only a few examples, sometimes just
one. These new concepts can then be incorporated into image generation when a specific pattern is provided.
Therefore, personalization can also be viewed as a form of backdoor. Due to its high computational efficiency
and effectiveness with minimal examples, (Huang et al., 2023c) suggest a personalization-based backdoor
approach.

4.4 Not To Generate Training Image

4.4.1 Membership Inference Attack on Text-to-Image Models.

Membership Inference Attack (MIA) aims to determine if a given sample originates from the training set
of a model (Shokri et al., 2017), as shown in Fig. 9a. MIA has been extensively studied in discriminative
models (Yeom et al., 2018; Salem et al., 2018; Nasr et al., 2019; Choquette-Choo et al., 2021), relying on
the behavioral differences between member and non-member samples. For instance, perturbations applied
to member samples lead to larger prediction changes than those for non-members. Similarly, MIA has been
explored for Diffusion models based on similar assumptions. The work (Hayes et al., 2017) indicates that
the logits of the discriminator from GANs can be applied to identify memberships effectively. Likewise,
reconstruction loss can serve as an indicator for membership in VAE models (Hilprecht et al., 2019). Addi-
tionally, in cases where the target generative model is inaccessible, memberships can be identified by assessing
the distance between synthetic samples and member samples. Synthetic samples generated by the target
model tend to be closer to member samples than non-member ones (Hu and Pang, 2023; Chen et al., 2020;
Mukherjee et al., 2021).

Given the remarkable performance of diffusion models, there’s been significant attention on MIA in these
models. Studies indicate that existing MIAs designed for GANs or VAEs are largely ineffective on diffusion
models due to various reasons (Duan et al., 2023b), such as 1) inapplicable scenarios (e.g., requiring the
discriminator of GANs) and 2) inappropriate assumptions (e.g., closer distances between synthetic samples
and member samples). To address this, a new approach is proposed, which infers membership by comparing
the loss values of member and test samples (Hu and Pang, 2023). Essentially, member samples are expected
to have lower losses compared to non-member ones. To enhance attack effectiveness, a method called
LiRA is introduced (Carlini et al., 2022a). It involves training a set of shadow models on different subsets
of the training set and computing their losses on test samples. The average losses of models containing
the test samples in their training data are notably lower than those of the remaining models. Similarly,
membership identification is also achieved by assessing the matching of forward process posterior estimation
at each timestep, where member samples typically exhibit smaller estimation errors compared to hold-out
non-member samples (Duan et al., 2023b). A more efficient membership attack with two queries is further
proposed in Kong et al. (2023). In addition to loss information, model gradients of diffusion models have
also been utilized in MIAs (Pang et al., 2023). Specifically, gradients from all diffusion steps are employed
as features to train the attack model for MIA.

The hyperparameters of the diffusion model, such as timesteps, sampling steps, sampling variances, and
text prompts, also influence the model’s resistance against MIAs. The study in (Matsumoto et al., 2023)
indicates that timesteps play a significant role, with intermediate steps in the noise schedule being the most
susceptible to attack. Additionally, sampling steps have a greater impact on MIA performance compared
to sampling variances. Furthermore, information from text prompts can be directly utilized to identify
membership based on the pairwise relationship between texts and corresponding images (Wu et al., 2022b).
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(a) Image Membership Inference Attack (b) Training Image Extraction Attack

Figure 9: Training data-related attacks on Text-to-Image models: Image Membership Inference attack aims
to infer whether a particular image is from the training dataset. Moreover, Training Image Extraction
attack shown in subfigure (b) aims to generate training images or objects in the image directly, e.g., the
same identify as one from training images.

The study highlights that existing MIAs designed for GANs or VAEs are largely ineffective in diffusion
models (Duan et al., 2023b). However, it concludes that diffusion models exhibit comparable resistance to
MIAs as GANs (Matsumoto et al., 2023). This apparent discrepancy in claims stems from differences in
evaluation settings. Therefore, fair evaluation of MIAs is crucial. Common evaluation metrics include Attack
Success Rate (ASR) and Area Under Receiver Operating Characteristic (AUC). To prioritize the importance
of correctly inferring membership, Carlini argues for reporting True-Positive Rate (TPR) at an extremely low
False-Positive Rate (FPR) (Carlini et al., 2022a). Moreover, the choice of evaluation datasets is also critical.
For instance, assuming that the member set and hold-out set come from different distributions can lead to
reporting a very high ASR (Wu et al., 2022b). However, MIA performance may be far from perfect when
evaluating challenging datasets. Additionally, the composition of the training dataset can also impact MIA
performance (Golatkar et al., 2023). The study demonstrates that models trained on very small datasets
with low internal variance show high resistance against MIAs, potentially overestimating model safety in
real-world scenarios with diverse datasets.

4.4.2 Training Data Extraction.

The generation of training data using generative models poses significant threats to copyright protection.
The reasons behind such replication have been investigated in the context of GANs. Studies have found
that the replication tendency of GANs is inversely related to dataset complexity and size (Feng et al., 2021).
Furthermore, GANs trained on face datasets not only produce replicated images but also generate novel
images of identities from the training dataset (Webster et al., 2021).

Recent research has also examined similar replication phenomena in diffusion models, as shown in Fig. 9b.
Somepalli et al. (2023) demonstrate that diffusion models can reproduce high-fidelity content from their
training data. To address this, a generate-and-filter pipeline is proposed, enabling the extraction of over a
thousand training examples from state-of-the-art models (Carlini et al., 2023b). Their results also reveal
that diffusion models are more susceptible to training data extraction attacks compared to previous gener-
ative models like GANs. Building upon this, a more efficient extraction attack called template verbatim is
proposed, significantly reducing network evaluations (Webster, 2023).

In terms of evaluating generative models, the Fréchet Inception Distance (FID) score is commonly used to
assess the quality of generated images. However, FID tends to favor models that memorize training data (Bai
et al., 2021). To address this bias, the inclusion of authenticity scores is proposed, enabling the detection of
noisy pixel-by-pixel copies during evaluation (Alaa et al., 2022).

Defense Against Memorization of Text-to-Image Models. The success of MIA can be attributed
to the tendency of Diffusion models to memorize training samples during the training process. Various
techniques have been explored to enhance model robustness against MIAs. One straightforward approach is
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(a) Watermarking Image Generation (b) AI-generated Image Detection

(c) AI-generated Image Attribution (d) Data Attribution of Generated Image

Figure 10: Identifiable Generated Image: Subfigure (a) shows a way to watermark generated images so that
they can be identified later. Image Detection shown in subfigure (b) aims to distinguish the generated images
from real ones, while Model Attribution in subfigure (c) aims to infer whether an image is generated by a
given model. Data Attribution aims to find supporting training images for a generated image, shown in
subfigure (d).

to remove duplicate samples from the training set, as many popular datasets contain numerous duplicated
samples (Carlini et al., 2023b; OpenAI, 2024a). However, even in the absence of duplicates, models can
still memorize portions of the training data. Overfitting during training exacerbates this memorization.
Therefore, improving model robustness can also involve reducing overfitting (Fu et al., 2023b). Another
strategy to prevent training data leakage is to train multiple diffusion models on separate subsets of the data
and then ensemble them during inference (Golatkar et al., 2023).

The methods mentioned above offer empirical reductions in memorization but don’t guarantee robustness
against MIAs. As a theoretically grounded approach, differential privacy has also been explored in diffusion
models. However, training Diffusion Models (DMs) using Differential Privacy Stochastic Gradient Descent
(DP-SGD) significantly compromises generation quality (Lyu et al., 2023). To address this challenge, a
solution is proposed: pre-training DMs with public data, followed by fine-tuning them with private data
using DP-SGD for a brief period (Harder et al., 2022; Ghalebikesabi et al., 2023). Additionally, training
DMs with Differential Privacy (DP) is improved by adopting Latent Diffusion Models (LDMs), where only
attention modules are tuned with privacy-sensitive data, significantly reducing computational costs (Lyu
et al., 2023). Furthermore, the study emphasizes the importance of DM parameterization and sampling
algorithms in applying differential privacy. A modification of DP-SGD for DM training is proposed, further
enhancing model robustness (Dockhorn et al., 2022).

4.5 To Generate Identifiable Images

As recent generative models produce highly realistic visual content (e.g. images and videos), often indistin-
guishable from real-world scenes, there’s a growing need to identify the source of generated text to prevent
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potential misuse and protect intellectual property. To tackle these challenges, various watermarking tech-
niques have been proposed for textual generation as a proactive measure (Cui et al., 2023b; Wen et al.,
2023b; Fernandez et al., 2023). In cases where no watermark is available, research has also focused on the
detection and attribution of generated visual content. Detection aims to distinguish between generated and
real images (Coccomini et al., 2023; Yu et al., 2021b), while attribution aims to identify the generative model
responsible for a given image (Sha et al., 2023; Kim et al., 2020). Furthermore, studies on data attribution
have aimed to identify which training images are relevant to a generated image, further enhancing intellectual
property protection (Park et al., 2023; Ilyas et al., 2022).

4.5.1 Watermarking of Generated Image.

Watermarking images illustrated in in Fig. 10a has a long history, involving methods to embed impercep-
tible information into images for later extraction and ownership verification (ó Ruanaidh et al., 1996; Cox
et al., 1996). With the advent of modern deep neural networks, there are new opportunities and chal-
lenges for enhancing image watermarking techniques (Hayes and Danezis, 2017; Zhu et al., 2018; Liu et al.,
2022b). However, applying these methods to generated images directly can impact their quality. Addi-
tionally, standalone watermarking stages can be easily removed or disregarded when generative models are
made open-sourced, such as Stable Diffusion (Rombach et al., 2022). Consequently, researchers have begun
studying watermarking techniques integrated into the generation process itself.

One straightforward approach is to train or fine-tune generative models on images with pre-defined water-
marks, ensuring that all generated images are watermarked (Yu et al., 2021a; Zhao et al., 2023c; Cui et al.,
2023b). Furthermore, watermark information can be embedded into generative models from latent space,
such as latent dimensions in GANs (Yu et al., 2020; Nie et al., 2023) and initial noise in Diffusion mod-
els (Wen et al., 2023b). However, intervening in the entire generation process is computationally intensive.
To address this, it is possible to selectively fine-tune only the decoder of generative models (Fei et al., 2022;
Fernandez et al., 2023), compelling it to generate watermarked images more efficiently.

An indirect method to establish ownership of generated images is by claiming ownership of the generative
model responsible for their creation. Previous watermarking techniques have mainly targeted discriminative
models. They can be broadly categorized into two groups (Peng et al., 2023b): static watermarking (Uchida
et al., 2017; Wang and Kerschbaum, 2021), which embeds a specific pattern in the static content of the
model, such as model parameters, and dynamic watermarking (Adi et al., 2018; Zhang et al., 2018; Li et al.,
2019), which embeds a similar pattern in the model’s dynamic contents, such as its behavior.

With recent advancements, watermarking generative models have garnered significant attention. Some ap-
proaches propose watermarking Generative Adversarial Networks (GANs) by establishing mappings between
trigger inputs and outputs provided by the generator, using regularization constraints (Yu et al., 2021a; Fei
et al., 2022). However, these techniques cannot be straightforwardly applied to diffusion models due to their
markedly different data modeling approaches. Nevertheless, recent studies have put forth watermarking
methods tailored for diffusion models. For instance, one approach involves fine-tuning the diffusion model
on images containing watermarks, ensuring that generated images also carry embedded watermarks (Yu
et al., 2021a; Zhao et al., 2023c; Cui et al., 2023b). Explorations have also been made into embedding
watermarks based on conditions for image generation, where specific patterns presented in the condition
lead the model to generate corresponding images (Liu et al., 2023j). However, these approaches are limited
to conditional generative models. To address these limitations, a study introduces a watermark diffusion
process that requires neither modification of training nor condition input for generation (Peng et al., 2023a).

4.5.2 Detection of AI-generated Image.

As a passive measure, AI-generated image detection aims to differentiate fake images from real ones, as shown
in Fig. 10b. Existing Detection approaches can be summarized into two groups: 1) The first group works
by analyzing the forensic properties of generated images, such as semantic inconsistencies (e.g., irregular eye
reflections) (Hu et al., 2021), known generation artifacts in the spatial (Nataraj et al., 2019), and artifacts
in the frequency domain (Frank et al., 2020). 2) The second group uses neural networks to learn a feature
space where representations of fake and real images can be distinguished (Wang et al., 2020b).
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Numerous methods have been proposed for detecting GAN-based images, particularly focusing on deep-
fakes (Mirsky and Lee, 2021). With the rise of Diffusion models (DM), attention has shifted to detecting
generic-generated images. Generalizing GAN detection approaches to DMs is a natural step. However, ex-
isting detectors trained on GAN images struggle to distinguish real from DM-generated ones (Ricker et al.,
2022; Corvi et al., 2023). Retraining these detectors on DM-generated data significantly improves their
performance (Ricker et al., 2022; Corvi et al., 2023). New solutions for detecting DM-generated images have
emerged, exploring lighting and perspective inconsistencies (Farid, 2022a;b). DMs often produce physically
implausible scenes, which can be detected by the difference in reconstruction accuracy compared to real
images (Wang et al., 2023j).

Given the rapid evolution of generative models, it is crucial to develop detectors that can generalize to
new generators. While detectors designed for GAN-generated images struggle with DM-generated ones,
the reverse surprisingly works well (Coccomini et al., 2023). The argument is that DM-generated images
have fewer detectable artifacts, making them more challenging to identify than GAN-generated ones. One
possible reason for this is the absence of grid-like frequency artifacts, a known weakness of GANs, in DM-
generated images (Ricker et al., 2022). Additionally, efforts are underway to create universal detection
methods applicable across different generative models. Specifically, Ojha et al. (2023) suggest using a pre-
trained vision transformer with a classification layer, instead of a classifier based on fake and real images.

Text associated with images has also been explored in detection. When available, image-related text can
enhance detection performance (Coccomini et al., 2023; Sha et al., 2023). For real images, these texts
might be captions, while for generated images, they could be prompts used during generation. A method
involves building an MLP classifier using features extracted by both a CLIP vision encoder and a text
encoder (Coccomini et al., 2023).

The community has also delved into Generated Video Detection, particularly focusing on deepfake videos (Yu
et al., 2021b). An intuitive approach involves identifying visual anomalies in the video, such as boundary
irregularities (Li et al., 2020; Li and Lyu, 2018), abnormal biological signals (Li et al., 2018; Ciftci et al.,
2020), and consistency issues characterized by camera fingerprints (Lukas et al., 2006; Cozzolino and Ver-
doliva, 2019). This approach often requires domain expertise to extract relevant features. Conversely, a
straightforward end-to-end approach detects fake videos by treating the video as a sequence of images and
applying fake image detectors to each frame. Many image detectors with various network architectures
have been proposed for this purpose, including traditional classification models (Zhou et al., 2017; Rossler
et al., 2019; Deng et al., 2022) and manually designed novel alternatives (Afchar et al., 2018; Nguyen et al.,
2019; Deng et al., 2022). Additionally, a temporal-consistency-based approach has been explored, utilizing
networks with sequential modeling capabilities (Güera and Delp, 2018; Montserrat et al., 2020; Masi et al.,
2020). Temporal consistency can also aid in data processing for detection, such as computing the optical
flow of the video (Amerini et al., 2019). However, most of these approaches have not been validated on
generated generic videos. With recent advancements in video generation, such as SoRA 4, there is still much
to explore in detecting these generated generic videos.

4.5.3 Model Attribution of AI-generated Image.

As illustrated in Fig. 10c, model attribution of generated images aims to solve the following problem: which
generative models generate a particular image? Studying this question can aid in identifying and holding
responsible users behind the misuse of such images.

Researchers have conducted model attribution based on the principle that a synthetic sample is best recon-
structed by the generator that created it (Wang et al., 2023k; Laszkiewicz et al., 2023). This process typically
requires access to the parameters or gradients of the target generative models. Additionally, model-agnostic
attribution methods have been explored. For example, one approach involves training a multi-class classifier
as an attribution like the approaches developed for GAN (Liu et al., 2024a; Bui et al., 2022; Yu et al., 2019;
Marra et al., 2019). Recent research proposes to conduct model attribution with only a few shot samples
from target models (Liu et al., 2024a). Researchers further investigated how prompts used to generate fake
images influence both detection and attribution (Sha et al., 2023). They discovered that fake images can be

4https://openai.com/sora
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accurately attributed to their source models by identifying unique fingerprints within the generated images.
Moreover, they found that prompts related to certain topics, like "person", or with a specific length, between
25 and 75, facilitate the generation of more authentic fake images. However, relying on a centralized classifier
is not scalable, as it necessitates retraining when new generative models are introduced (Kim et al., 2020).
Instead, the proposed solution involves decentralized attribution, where a binary classifier is constructed for
each model. Each binary classifier is then used to differentiate images generated by its associated model
from those generated by others.

4.5.4 Data Attribution of AI-generated Image.

In contrast to model attribution, data attribution of generated images seeks to identify which images in the
training set have the greatest impact on the appearance of a given generated image, as shown in Fig. 10d.

One traditional method for implementing data attribution on machine-learning models is the influence func-
tion (Koh and Liang, 2017). This method estimates the effect of removing a data point from the training
set by approximating the resulting parameters through Taylor expansion. However, it cannot be trivially
applied to diffusion models for two main reasons: it is not scalable to deep models with large training
datasets (Feldman and Zhang, 2020), and it is unreliable in non-convex settings (Basu et al., 2020). Another
commonly used approach is ensemble-based, where many models trained on subsets of the entire training
dataset are examined. A recent study (Dai and Gifford, 2023) has applied the ensemble-based approach to
diffusion models, but they only conducted analysis on small-sized generated images. Scaling the ensemble-
based data attribution approach to large-scale training datasets is challenging. To address this issue, a
solution is proposed, which conducting image retrieval in a pre-defined feature space (Wang et al., 2023h).
This method assumes that synthesized images are influenced by training images that are close to them in
the defined feature space. For example, the feature space could be provided by CLIP encoders. However,
the attribution performance of this approach is sensitive to the defined feature space.

To achieve a balance between effectiveness and efficiency, the researchers propose TRAK (Tracing with the
Randomly-projected After Kernel) (Park et al., 2023) and extend it to diffusion models (Georgiev et al.,
2023). The work (Zheng et al., 2023) conducts empirical studies on data attribution with diffusion models
and observes that design choices for attribution, though theoretically unjustified, can empirically outperform
previous baselines significantly.

To better assess data attribution for Diffusion models, the researchers suggest a method to identify the
ground truth training images that influenced a synthesized image (Wang et al., 2023h). They achieve this by
taking a pre-trained generative model and fine-tuning it on a new exemplar image. As a result, the images
generated by the tuned model are computationally influenced by the exemplar.

Several evaluation metrics have been proposed to quantitatively assess data attribution, two of which are
computationally tractable for diffusion models. One metric involves counterfactual evaluation (Ilyas et al.,
2022), which calculates the pixel-wise L2-distance and CLIP cosine similarity of images generated by models
trained with or without the exclusion of the most relevant images identified by an attribution method.
Another metric proposed in the study is called the linear data modeling score (Park et al., 2023), which
measures the model’s ability to accurately predict counterfactual outcomes when the training set is modified
in a specific manner.

5 Responsible Generative AI in Safety-critical Applications

In this section, we delve into the application of responsible generative AI across various domains, including
healthcare, education, finance, and artificial general intelligence. Specifically, we highlight the risks and
concerns stemming from the limitations of current generative AI, with a primary focus on technical aspects.

5.1 Responsible Generative AI for Healthcare

Both textual and visual generative models have diverse applications in the healthcare sector (Shokrollahi
et al., 2023). Visual generative models, such as diffusion models (Rombach et al., 2022), are extensively
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utilized in medical imaging tasks like medical image reconstruction (Güngör et al., 2023; Xie and Li, 2022),
medical image-to-image translation (Lyu and Wang, 2022; Özbey et al., 2023), medical image generation (Pan
et al., 2023; Müller-Franzes et al., 2023), medical image classification (Oh and Jeong, 2023; Yang et al.,
2023d), medical image registration (Kim et al., 2022a), and medical image segmentation (Kim et al., 2022b;
Azad et al., 2022). On the other hand, textual generative models, like transformer-based LLMs (OpenAI,
2023), find applications in protein structure prediction (Behjati et al., 2022; Castro et al., 2022; Boadu et al.,
2023), clinical documentation and information extraction (Sivarajkumar and Wang, 2022; Yogarajan et al.,
2021), diagnostic assistance (Azizi et al., 2022; Zhou et al., 2023), medical imaging and radiology interpre-
tation (Chaudhari et al., 2022; Nimalsiri et al., 2023), clinical decision support (Meng et al., 2021; Wang
et al., 2023g), medical coding and billing (López-García et al., 2023; Ng et al., 2023), as well as drug design
and molecular representation (Bagal et al., 2021; Li et al., 2022a). The effectiveness of ChatGPT (OpenAI,
2023) and DALL-E (Betker et al., 2023) in some of these applications is examined, and the strengths and
limitations of healthcare-customized LLMs like Med-PaLM (Singhal et al., 2023) and BioGPT (Luo et al.,
2022) are compared and discussed in (Sai et al., 2024).

The integration of generative AI into the healthcare sector has received significant attention, accompanied
by various efforts. However, numerous risks and concerns have emerged during this integration (Kuzlu et al.,
2023). Some from a technical perspective are as follows.

• Demand for large-scale training data with sensitive information: Collecting medical data, often
containing sensitive information, poses challenges due to privacy concerns. Generative AI models
require extensive training data for optimal performance (Bandi et al., 2023; Jadon and Kumar,
2023).

• Consequences of failed decisions: Generative AI, including GAI, may yield unreliable results due
to limited generalization abilities in real-world scenarios (Huang et al., 2023a). Incorrect decisions
made by AI models concerning patient data can have severe consequences, including harm or even
threat to life, which is unacceptable.

• Lack of interpretability: Decision-making by generative AI in healthcare necessitates explana-
tions (Bharadiya et al., 2023; Dunn et al., 2023). While current models can offer textual rationales for
their predictions, these explanations may not accurately reflect their decision-making process (Rajani
et al., 2019; Huang et al., 2023b; Zhao et al., 2024).

• Bias and discrimination: Training data for AI models in healthcare may exhibit biases, leading to
biased outcomes favoring specific groups (Sap et al., 2019). Detecting and mitigating such biases in
generative AI is challenging.

• Medical data privacy: Risks of medical data leakage exist at various stages, including data collection,
training, and model deployment (Chen and Esmaeilzadeh, 2024). Recent research suggests that
training data can even be extracted directly from LLMs (Carlini et al., 2019; 2021).

Addressing these limitations requires advancements in generative AI itself, alongside the development of
articulated regulations for real-world applications (Varghese and Chapiro, 2023).

5.2 Responsible Generative AI for Finance

Recent advancements in textual generative AI, such as ChatGPT (OpenAI, 2023), offer enhanced capabilities
in understanding text, which finds applications in finance. These applications can be grouped into three
main areas (Chen et al., 2023a): providing customized services, risk management, and decision support.

Firstly, GenAI facilitates automated customer service, leading to improved efficiency, cost reduction, and
enhanced customer experience (Chen et al., 2023a; Dahal, 2023). For instance, financial institutions can
leverage GenAI to comprehend customer needs, engage directly with customers, and tailor marketing strate-
gies accordingly. Secondly, GenAI enables risk analysis with natural language explanations (Wang, 2023;
Chen et al., 2023a). For example, lenders can utilize GenAI to assess loan requests and receive guidance on
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whether to lend to a particular borrower. Lastly, GenAI supports management and decision-making pro-
cesses (Chen et al., 2023a; Dahal, 2023). For instance, individual investors lacking professional analysis skills
can utilize GenAI to identify reliable investment opportunities. In addition to these applications, GenAI
has been employed to address various other challenges in finance, such as generating financial data (Assefa
et al., 2020; Naritomi and Adachi, 2020; Eckerli and Osterrieder, 2021), which is out of our discussion.

The limitations of GenAI present risks and concerns for its applications in the financial sector (Remolina,
2023; Shabsigh and Boukherouaa, 2023; Rane, 2023). Common concerns include:

• Financial hallucinations: GenAI may produce inaccurate or nonsensical outputs, potentially impact-
ing risk assessment processes and risk management negatively (Roychowdhury, 2024; Huang et al.,
2023a).

• Explainability in financial decision-making: Understanding the decision-making process of GenAI is
challenging due to its complex network architecture. While GenAI provides textual explanations for
its decisions, these explanations may not accurately reflect the decision process (Rajani et al., 2019;
Huang et al., 2023b; Zhao et al., 2024).

• Fairness in financial decision-making: Biases in the training data and input prompts of GenAI can
result in discriminatory outcomes or perpetuate societal inequalities (Sap et al., 2019).

• Financial data protection: GenAI’s ability to generate training data poses a risk of data leakage
when financial data is used for training or fine-tuning (Carlini et al., 2019; 2021).

• Systemic risk and financial stability: Automation of real-time decisions and the unreliability of
decision-making tools may contribute to systemic risk in the financial sector.

• Fraud detection in finance: GenAI can be exploited by fraudsters to impersonate customer service
representatives, leading to fraudulent activities that are difficult to detect (Ahmadi, 2023).

• Cybersecurity risks: GenAI-generated content may be exploited for malicious purposes (Gallé et al.,
2021; Abburi et al., 2023), and new cyberattacks targeting large-scale GenAI systems may emerge,
such as energy attacks that disrupt GenAI services (Shumailov et al., 2021; Gao et al., 2024).

Recent research has conducted a comparative analysis of various generative models in financial applications.
The study (Krause, 2023) delves into the performance of different large-language models within the finance
sector. Furthermore, Rane et al. (2024) examines and contrasts Gemini and ChatGPT in depth. The
findings indicate that Gemini, benefiting from Google’s extensive knowledge base and search capabilities,
excels in accuracy and depth. On the other hand, ChatGPT demonstrates creativity and proficiency in text
generation, making it adept at producing concise summaries and engaging in conversational interactions.
Additionally, there have been proposals for generative models tailored specifically to the financial domain,
such as Bloomberg GPT (Bloomberg, 2023) and Morgan Stanley’s GPT-4 variant (Davenport, 2023). As
with other fields, addressing the risks and concerns necessitates collaboration among experts from various
backgrounds, not solely technical contributors.

5.3 Responsible Generative AI for Education

Recent advancements in textual generative models have paved the way for their application in education.
Particularly, conversation-based models like ChatGPT (OpenAI, 2023) have garnered widespread attention
across various sectors. The advantages of leveraging these models, such as ChatGPT, are multifold (Baidoo-
Anu and Ansah, 2023). Firstly, they facilitate personalized tutoring by offering tailored guidance and
feedback to individual students based on their unique learning requirements and progress. Secondly, they
enable interactive learning experiences by engaging in conversational interactions that take into account
contextual history. Thirdly, they can automate the evaluation of essays, allowing educators to allocate
their time more efficiently to other teaching tasks. Lastly, these models can provide real-time feedback and
assessment, offering insights within seconds and reducing the workload for instructors.
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However, there are also some risks and concerns associated with the technical limitations of generative AI.
These can be summarized as follows:

• Generating biased learning materials: Since generative models are trained on biased data, they may
produce biased content (Sap et al., 2019).

• Misuse of learning tools: Generative models can be used to provide learning content but can also be
exploited to generate harmful or inappropriate content. Recent research (Zou et al., 2023) has shown
that adversarial prompts can manipulate models like ChatGPT to follow harmful instructions, even
if they are aligned not to do so. Additionally, these tools can also be misused for plagiarism (Ma-
ronikolakis et al., 2020; Abburi et al., 2023).

• Generating wrong or non-factual content: Textual generative models, such as large language models
(LLMs), are known to likely generate content that is inconsistent with inputs or even contradicts
factual information (Huang et al., 2023a).

• Lack of creativity: Generative models rely on statistical patterns from their training data and may
provide feedback that lacks creativity, even for students requiring innovative suggestions.

• Limited performance in certain disciplines: Generative models may not perform well in certain tasks,
for example, the ones that involve complex mathematical computation or deep reasoning (Frieder
et al., 2024; Liu et al., 2023d).

In addition to the limitations caused by technical issues, other concerns also exist. For instance, GenAI-
based learning systems lack human interaction, which may be less effective for students who prefer personal
connections with teachers. Moreover, the quality and accessibility of AI-driven learning tools significantly
impact learning performance in different regions.

Moreover, visual generative models have been explored in education (Vartiainen and Tedre, 2023; Han and
Cai, 2023; Dehouche and Dehouche, 2023). For instance, they can be used to teach art history, aesthetics,
and techniques. Learning systems based on visual generative models face similar risks and concerns as those
based on textual generative models. Especially, one important question to address is the ownership of artistic
works during the learning and teaching process (Liu et al., 2023j).

To promote the use of AI in education, the responsibilities of AI should be further studied. Additionally,
policymakers, researchers, educators, and technology experts should collaborate, as GenAI-based education
systems involve various perspectives.

5.4 Responsible Generative AI for Artificial General Intelligence

Broadly defined, Artificial General Intelligence (AGI) refers to machines that can perform any intellectual
task that a human being can do (Goertzel, 2007). Technically speaking, while Artificial Narrow Intelligence
(ANI) corresponds to AI models tailored to specialized tasks (e.g. image recognition (Krizhevsky et al., 2012),
chess playing (Silver et al., 2016), or video generation (OpenAI, 2024b)), AGI aims to combine these various
skills into a single system demonstrating general intelligence. Currently, two roadmaps can be observed to
extend generative AI to AGI (Zhang et al., 2023a), namely, coordination strategy and unified strategy.

The coordination strategy takes a textual generative model (e.g. LLM (OpenAI, 2023)) as a central controller
that analyzes the main task, assigns subtasks to other agents, and coordinates their outputs to get the final
decision. For example, a task for AGI is ’Please introduce the history of the German national flag with
an illustration of texts, images, and videos’. The controller will decompose the task into subtasks, assign
them to corresponding agents (generative models for text, image, and video), and summarise all the outputs
together in a logical order as final outputs. Many efforts have been made in this direction (Surís et al., 2023;
Su et al., 2023b; Li et al., 2023b; Wu et al., 2023b).

Another possible strategy is the unified strategy that builds a powerful model solving all tasks within the
model (OpenAI, 2023; Peng et al., 2023c; Driess et al., 2023). For example, for a given ’Please introduce the
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history of the German national flag with an illustration of texts, images, and videos’, the model can generate
the multimodal story directly without the help of any other models. For example, GPT-4V (OpenAI, 2023)
can respond to both text understanding and image understanding tasks. More capability can be integrated
into the models, e.g., visual and audio generation.

It is worth mentioning that Embodied AI plays a crucial role in the development of AGI by bridging the gap
between abstract reasoning and real-world interaction. Unlike traditional AI systems that operate solely in
virtual environments, embodied AI integrates physical embodiment, allowing AGI to perceive and interact
with the world much like humans do. This embodiment enables AGI to gather sensory information, under-
stand context, and learn from physical experiences, leading to more robust and adaptable intelligence (Duan
et al., 2022). In current literature, generative models are applied to understand and interact with the real
world in embodied AI.

Generative models have made significant strides in the development of AGI, but they also pose challenges
that impact their integration into AGI systems.

• Wrong decisions caused by the hallucination of generative models: Generative models are known to
hallucinate unexisting concepts and may produce erroneous outputs, leading to wrong decisions by
AGI (Bang et al., 2023; Barrett et al., 2023).

• Bias and source of bias: Generative models can inherit biases present in their training data, poten-
tially perpetuating societal biases in AGI behavior. The biased behaviors of AGI can be caused by
multiple factors, which are hard to identify and remove (Sap et al., 2019; Barrett et al., 2023).

• Attacks on perception of AGI: Adversarial attacks can exploit vulnerabilities in generative models to
deceive AGI perception systems by misleading perception modules. The understanding and behavior
based on wrong perception is unexpected and worrying ().

• Data privacy of AGI systems: Generative models trained on sensitive data may inadvertently leak
private information through generated outputs, posing privacy risks in AGI applications (Carlini
et al., 2023b).

• Copyright of AGI systems: Generated content produced by AGI systems raises questions about
copyright ownership and intellectual property rights. Establishing legal frameworks and ethical
guidelines for copyright attribution and ownership of AI-generated works is essential to address this
issue.

• Decomposition of task and Coordination of subtasks: Generative models can facilitate task decom-
position by generating diverse solutions for complex problems, enabling AGI to break down tasks
into manageable subtasks. The decomposition and coordination can potentially be manipulated to
mislead the final AGI behaviors (Khot et al., 2022; Wang et al., 2024b).

• Coordination of multi-agent: Generative models can support the coordination of multiple agents in
AGI systems by generating coherent and collaborative behaviors. Coordination mechanisms, such
as communication protocols and negotiation strategies, might be vulnerable to perception-based
manipulation, which can induce more unexpected behavior of AGI.

In conclusion, while generative models offer substantial benefits for AGI development, addressing their
limitations is crucial to ensure the robustness, fairness, privacy, and effectiveness of AGI systems in real-
world applications.

6 Challenges and Oppotunities

Developing Robust and Efficient Harmful Content Detection Methods: Generative models can
generate toxic content, following harmful instructions or even non-toxic instructions. A practical way to
address this is to always detect generated toxic outputs with detectors, such as toxicity classifier (Dathathri
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et al., 2019), Q16 classifier (Schramowski et al., 2022) and NudeNet (Yang et al., 2023e). However, these
toxic content detectors are neither robust to adversarial input nor generalizable to new toxic contents. Thus,
creating robust mechanisms to detect toxic content generated by generative models is critical. Challenges
include accurately identifying various forms of harmful content, including misinformation, hate speech, and
graphic imagery (Touvron, 2023), across different modalities such as text and images. Additionally, there
is a need to balance detection accuracy with computational efficiency to enable real-time monitoring and
response. Opportunities lie in building efficient models to identify harmful content with high precision and
recall. Overall, the robustness and the efficiency of harmful content detectors remain to improve.

Aligning Text-to-Image Models with Human Values: Harmful content detectors show limited detec-
tion performance and require extra computational cost for each inference. To address that, it is important
to align the generative model with human values, e.g., avoiding the generation of toxic content. For in-
stance, post-training is conducted to align pre-trained LLMs with human values, as introduced in Sec. 2.1.1.
Similar post-training has also been applied to text-to-image models so that they can better follow users’
instructions (Lee et al., 2023; Wu et al., 2023c). However, they mainly focus on the quality of the generated
images regarding the text prompts and largely overlook the toxicity of generated images. Ensuring that
text-to-image models generate non-toxic content is also important. Import future work could be conducting
alignment from the responsible perspective and developing evaluation metrics and frameworks that assess
the alignment of generated images with human values, e.g., fairness, bias, and toxicity.

Adapting to Evolving Human Value and User Preference: Ethical considerations surrounding gener-
ative AI can evolve in response to societal values, cultural norms, and technological advancements (Cobarru-
bias et al., 1983). The evolvement also brings challenges to the alignment of current generative models, since
the current alignment approach assumes a fixed human value. Overcoming the challenges requires models to
be dynamically aligned with the evolving ethical standards and norms. A similar challenge also exists with
user preference. For example, the same instruction specified by the same user can indicate different things
at different times. Hence, it is important to develop adaptable approaches that enable generative models to
incorporate evolving ethical guidelines and norms into their decision-making processes.

Enhancing User Control and Transparency: Harmful instructions might induce generative models to
generate toxic content. A response user can specify the responsible requirement in the prompts. However,
existing generative models are not guaranteed to follow the responsible instructions either. Empowering
users with greater control over the generated content and fostering transparency in the generative process is
essential for responsible usage of GenAI. In addition to the input prompts, more intuitive interfaces should
be designed and integrated so that users can specify preferences and constraints on the generated outputs.

Exposing Vulnerabilities in Embodied AI Systems: Generative models (i.e. LLMs), as an impor-
tant central controller, have been applied to embodied AI systems that interact with the physical world
through sensors, actuators, and a central controller (Brohan et al., 2022; 2023). The system can inherit
the vulnerability of LLMs. When exploited in embodied AI, it can face more security challenges due to its
physical presence and potential for real-world impact. Concretely, adversaries could manipulate or disrupt
system behavior by identifying vulnerabilities in perception, decision-making, action execution modules, and
their fusion modules. Research remains to be conducted to uncover vulnerabilities and assess their potential
impact on safety and security. By revealing vulnerabilities in embodied AI, researchers can better develop
robust systems against potential threats.

Studying the Risks Brought by Generative Models in More Domains: Investigating the potential
risks and unintended consequences of deploying generative models across diverse domains is crucial. In
this paper, we briefly discuss the potential risks and concerns brought by generative models in healthcare,
education, finance, and artificial general intelligence in Sec. 5. We believe that there are many more domains
where GenAI can be broadly applied, e.g., cybersecurity, environmental science, and urban planning. Hence,
it is critical to discuss, reveal, and mitigate the concerns brought by generative models before they are
deployed in real-world applications.
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7 Conclusion

Generative AI has emerged as a powerful tool with applications across various domains, from natural language
processing to image generation. However, as generative models increasingly find applications in real-world
scenarios, it is critical to ensure that the generated content is not only high-quality but also responsible. In
this survey, we have highlighted the responsible requirements of current generative models, focusing on two
main categories: textual and visual generative models. We provided a unified perspective on the responsibility
of both textual and visual generative models and identified five key practical responsible requirements,
namely, truthfulness, impartiality, safety, data privacy, and copyright clarity. These requirements address
fundamental concerns associated with generated content.

Our discussion regarding the risks and concerns associated with the application of GenAI in real-world
scenarios calls for the attention of the community. Furthermore, we discuss the challenges and opportunities
for responsible GenAI, which can inspire more research. Besides, it is imperative for researchers, practitioners,
and policymakers to collaborate closely to develop robust frameworks, tools, and guidelines for ensuring the
development of responsible GenAI and the responsible use of GenAI. We hope this paper can benefit the
community in this direction.
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