
Sample-Optimal Zero-Violation Safety For Continuous Control

Ritabrata Ray1, Yorie Nakahira1, and Soummya Kar1

Abstract— In this paper, we study the problem of ensuring
safety with a few shots of samples for partially unknown systems.
We first characterize a fundamental limit when producing
safe actions is not possible due to insufficient information
or samples. Then, we develop a technique that can generate
provably safe actions and recovery (stabilizing) behaviors using
a minimum number of samples. In the performance analysis,
we also establish Nagumo’s theorem-like results with relaxed
assumptions, which is potentially useful in other contexts. Finally,
we discuss how the proposed method can be integrated into
the policy gradient algorithm to assure safety and stability
with a handful of samples without stabilizing initial policies or
generative models to probe safe actions.

I. INTRODUCTION

Assuring zero-violation safety (the system never gets
unsafe) in uncertain systems is challenging when sufficient
samples or generative models are not available. System identi-
fication and construction of generative models usually require
a large number of samples to be gathered from exploring
physical systems, but unsafe actions during the exploration
process can have significant consequences. Existing literature
has primarily focused on situations when the system dynamics
are known or when the outcome of actions can be probed
from a generative model. But these methods still require a
certain number of samples before safe actions can be ensured.

Motivated by this challenge, we investigate the following
questions related to safe learning and control problems in
unknown dynamics:

1) Fundamental limits: What are the fundamental limits in
ensuring zero-violation safety?

2) Achievable performance and efficient algorithms: What
is the minimal information required to achieve zero-
violation safety at the fundamental limits? How to design
a computational algorithm that realizes this performance?

3) Modular architecture to assist safe control and learning:
How to integrate the computational algorithm into a
nominal (existing) control loop? How to integrate the
algorithm into a reinforcement learning policy?

To answer questions 1 and 2, we first show the fundamental
limits and develop an algorithm that operates at the limits.
This method is constructed by re-deriving forward invariance
conditions analogous to Nagumo’s theorem ([1]) for right-
continuous dynamics and using the conditions to generate safe
actions based on samples from an infinitesimal history. We
then apply this idea in policy gradient reinforcement learning
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to ensure safety during exploration and after convergence.
The merits of the proposed method are summarized below.

1) Safety with instantaneous samples: The proposed tech-
nique constructs provably-safe actions using the in-
stantaneous histories of the state and action (Theo-
rems III.1, III.2, Figures 1a).

2) Guaranteed recovery speed: The proposed technique is
able to guarantee recovery from unsafe states using only
instantaneous histories (Theorem III.2, Figure 1b).

3) Applicability to policy gradient reinforcement learning:
Our method can be integrated into a policy-gradient
learning algorithm. The integrated method will allow
safety during exploration (Theorem III.2, Figure 1c)
and learn optimal policies with minimum degradation in
convergence and optimal cost (Theorem IV.1, Figure 1d).

The requirement of instantaneous histories for safety and
recovery for our method is at the fundamental limit below
which zero-violation safety is impossible. The proposed
method can be modularly combined with nominal control
policies as in algorithm 1 and applied when a policy is
iteratively learned as in algorithm 2.

Related Work. Safe decision-making for unknown system
dynamics has been studied in several contexts, such as safe
control, adaptive control, and reinforcement learning ([2], [3]).
Many system identification techniques are developed to learn
the models and parameters of system dynamics using samples
of system trajectories ([4]–[6]). The identified system models
are often used in safe control, robust control, and optimization-
based control to decide control actions or policies ([7]).
Barrier-function-based techniques are used to characterize the
set of safe control actions by constraining the evolution of
barrier function values over time ([8]–[14]). This approach
is also combined with adaptive control techniques to adapt
to changing system parameters ([8]–[11]). Methods based
on this approach often require known dynamical systems,
bounded or small parametric uncertainties in the dynamics
model, or the availability of simulating models from which
safe/unsafe actions can be probed.

Online learning is used to balance exploration (to learn
the system) and exploitation (to optimize performance) and
obtain control policies that achieve sub-linear regret ([15],
[16]). These methods employ techniques such as uncertainty
quantification with optimistic choices, Thompson sampling,
or via reduction to combinatorial optimization problems
like Convex Body Chasing ([17]). Often using Gaussian
Process as priors to quantify the uncertainties ( assuming
some regularity in the dynamics) in the system dynamics
yields high probability safe exploration guarantees ([18]–
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[24]). Such methods usually require heavy computation and
initial stabilizing policies.

Many techniques have also been developed in the context of
safe reinforcement learning. Some methods impose safety re-
quirements in reward functions ([25], [26]), constraints ([27]–
[32]), in the Lagrangian to the cumulative reward objec-
tive ([33]). In these techniques, the safety requirements are
often imposed as chance constraints or in expectation, as
opposed to hard deterministic constraints. Other methods
use barrier-function-based approaches in reinforcement learn-
ing ([26], [34], [35], [35]–[42]). Many of these techniques
are concerned with convergence to near-optimal safe policies
or learning accurate model parameters with sufficiently many
samples. On the other hand, we consider a complementary
problem: what can be achieved during the initial learning
phase and when available information is at the fundamental
limits.

Organization of the paper. This paper is organized as
follows. We present the model and problem statement in
section II; fundamental limits, proposed techniques, and
performance guarantees in section III; an application to
safe learning in section IV; experiments in section V; and
conclusion in section VI.

Notation. We adopt the following notations. For any
differentiable function f : Rd → R, let ∇f denotes its
gradient with respect to x, i.e. ∇xf(x). Let xt : R≥0 → Rd
denote the state of any dynamical system as a function of time
t, then ḟ denotes the time derivative of the function f(xt)
with respect to t. ḟ+ denotes its right hand time derivative,
and ḟ− denotes its left hand time derivative: i.e., ḟ+ =
limδt→0+

f(xt+δt)−f(xt)
δt , and ḟ− = limδt→0+

f(xt)−f(xt−δt)
δt .

For any two vectors u, v of the same dimensions, u · v or
⟨u, v⟩ denote their standard inner product in Euclidean space.
We use Pr[A], Pr[A|B] to denote probabilities of events
A, and conditional probability of A given B respectively.
Given random variables X and Y , p(x, y) denotes their
joint density function, and p(x|y) denotes the conditional
probability density function at X = x, and Y = y.

II. MODEL AND PROBLEM STATEMENT

This section introduces the control system dynamics,
specifications of safety requirements, and the safe control
and learning problems.

System model. We consider a continuous-time system
with the following dynamics:

ẋ+t = f(xt) + g(xt)ut, (1)

where x ∈ X ⊆ Rd is the state in state space X , u ∈ U ⊆
Rp is the control action in action space U , where ut as a
function of t is right continuous, has left hand limits at all
t, and has only finitely many jumps in any finite interval
of time. f : X → Rd and g : X → Rd×p are Lipschitz
continuous functions. Thus, (1) has a unique solution xt,
which is continuous in time t. We assume that the function
f(.) is completely unknown but bounded for a bounded input
x, and the function g(.) is also bounded for any bounded
input x and satisfies the following two assumptions.

1) Assumption 1. At each time t, matrix g(xt) admits the
singular value decomposition

g(xt) = UtΣtV
⊺
t , (2)

where Ut ∈ Rd×d and Vt ∈ Rp×p are known orthogonal
matrices.

2) Assumption 2. Let λ1,t ≥ λ2,t ≥ . . . λt,kt > 0 be the
non-zero singular values of matrix g(xt), i.e.,

Σt,(i,j) =

{
λi,t, if i = j ≤ kt
0, otherwise,

(3)

with kt = rank(g(xt)) = d. The value of λ is bounded
as

0 < miλ̂i,t ≤ λi,t ≤Miλ̂i,t, ∀i ∈ {1, . . . , kt}, (4)

where Mi,mi, λ̂i,t > 0 are some known positive
bounds/estimates.

Adaptive safe control techniques such as [8]–[11] assume
g(.) is fully known. Since this paper also assumes uncertainty
in g(). along with full uncertainty in f(.), the above assump-
tions 1 and 2 about partial knowledge about g are weaker
than the above works. We go beyond such settings, and
we only restrict ourselves to cases when matrices (Ut, Vt)
and the range and sign of λ̂i,t can be inferred from the
mechanics/structure of the system. For example, the sign of
λ̂i,t can be inferred from the fact that a bicycle (vehicle)
turns left when the driving wheel is steered left, and right
otherwise (see the example in appendix X of the full paper).

Safety specifications. A system is safe at time t when
the state xt lies within a certain region S ⊂ Rd, denoted as
the safe set. We characterize the safe set S by the level set
of a continuously differentiable barrier function ϕ : Rd → R
as follows:

S ≜ {x : ϕ(x) ≥ 0, x ∈ Rd}. (5)

Additionally, we define

Sθ ≜
{
x : ϕ(x) ≥ θ, θ ≥ 0

}
⊂ S (6)

as the θ-super-level set of ϕ, ∂Sθ ≜
{
x : ϕ(x) = θ

}
as the

boundary of S, and int(Sθ) ≜ Sθ \ ∂Sθ as the interior of
Sθ. In this paper, we only consider bounded safe sets Sθ
i.e., ∥x∥2 <∞ for every x ∈ Sθ. The safety requirement is
stated in terms of forward invariance, forward convergence,
and forward persistence conditions.

Definition II.1. A set S is said to be forward invariant
with respect to the dynamics of {xt}t if x0 ∈ S =⇒ xt ∈
S, ∀t ≥ 0. A set S is said to be forward convergent with
respect to the dynamics of {xt}t if, given x0 /∈ S, ∃τ ≥
0 such that xt ∈ S, ∀t ≥ τ. A set S is said to be forward
persistent if the set S is both forward invariant and forward
convergent.

Safe adaptive control techniques typically ensure safety
after sufficiently many samples (ranging from a few to dozens)
are collected ([8]–[11]) and safe learning methods often
require generative models during training or the availability



of Lyapunov or barrier functions constructed from system
models ( [43], [44]). The number of samples needed to learn
the model usually scales with the dimension, in contrast,
this paper investigates what is fundamentally impossible or
achievable for zero-violation safety and presents a method
that ensures forward invariance/convergence using a minimum
number of samples independent of the state dimension, for
safety-critical environments.

Problem statement and design objectives. Our goal is
to develop a safe adaptation method and apply it to safe
learning. The problem for each setting is stated below. In
the setting of safe adaptation, we assume the existence of a
possibly stochastic nominal controller of the form :

ut = unom({xτ}τ≤t, {yτ}τ≤t), (7)

where unom is a policy that has access to the history of
the state {xτ}τ≤t and observation {yτ}τ≤t and predicts
a control action ut ∈ U . We assume that the control
action predicted by the nominal controller is always bounded
i.e., ∥unom∥2 < ∞. Special cases of (7) are memory-less
controllers or the ones that only use partial information
of the available history. The observation yτ can include
variables such as rewards/costs, environmental/state variables,
and design parameters. Considering a nominal controller of
the form (7), we do not lose any generality with respect
to any specific form of information constraint. The nominal
controller, however is not necessarily safe, due to uncertainties
in the system dynamics model used to design the controller.
Let

I(t, δ) ≜ {(xτ , uτ ′) |τ ∈ Tx(t, δ), τ ′ ∈ Tu(t, δ)}, (8)

denote the state and action histories from the time intervals

Tx(t, δ) ≜ {τ : τ ≤ t} ∩ {τ : τ ≥ max{0, t− δ}}, and

Tu(t, δ) ≜ {τ : τ < t} ∩ {τ : τ ≥ max{0, t− δ}}, (9)

respectively. We want to design a policy of the form:

ut = u(unom, I(t, δ)) (10)

which uses information I(t, δ), and any action prescribed
by the nominal controller unom, to produce the action ut.
Even when the system dynamics change, one only requires a
short state and action recent history I(t, δ) that is usable for
inferring safe actions. We study the design of policy (10) that
allows for zero-violation safety with small δ to avoid causing
significant interruptions to the nominal controller (7). We
note that for a sufficiently fine discretization of the dynamics,
a small δ, and a high-dimensional state with dimension d, the
number of samples needed by our controller |I(t, δ)|, could
be significantly lower than the existing methods which need
at least d samples to learn the dynamics before computing a
safe action.

Safe learning: We consider an application of the above
algorithm where it is used as a tool in conjunction with a
policy gradient algorithm similar to the REINFORCE algo-
rithm of [45]. We discretize the time t into integer multiples
of a sampling interval Ts such that we only observe the

state variables {sn}n∈N+
with sn = xnTs

, where we use the
variable n , both here and in section IV, to index these discrete
time steps. At each time step n, the agent receives a reward
r(sn, un) for the corresponding state action pair (sn, un). The
reward function r : X × U → R is stationary with respect
to time and is designed according to the environment and
the desired task. The learning algorithms employ stochastic
policies to perform the task, i.e., at each step n, an action an
is sampled from the conditional probability density function
πw(.|sn) i.e., p(an|sn) = πw(an|sn). This policy πw is
stochastic and may depend on the history of the trajectory
available at time n. Therefore, such a stochastic policy can be
seen as a stochastic nominal controller of the form (7) with
output an. This action an is further overwritten by our policy
of the form (10) to get the final control action un which is
played at time n. The policy is parameterized by w ∈ W
and is restricted to the policy class Π = {πw : w ∈ W}. For
instance, in the case of a neural network model, w would
denote the weights of the neural network, and Π would denote
the set of such networks. Here, the goal is to maximize the
objective J(w) over the policy class Π with zero-violations of
safety as described above. For learning, we use the following
objective function:

J(w) = Eπw

 ∞∑
n=0

γnr(sn, un)

 , (11)

with γ ∈ [0, 1) as the discounting factor, sn+1 ∼
P (sn+1|sn, un), ∀n. Here P (sn+1|sn, un) denotes the
transition probability matrix of the underlying dynamics
described by (1) under zero order hold.

III. SAFE CONTROL ALGORITHM

In this section, we first establish an impossibility result
when safety cannot be ensured due to insufficient information.
Then, we propose a method to produce safe actions in an
extreme situation when generative models are not available
and only a handful of usable samples are given. Recall from
section II, that we consider system (1) with unknown f(.), and
g(.) satisfying assumptions 1 and 2, and a nominal controller
of the form (7). Without knowing f(.), no algorithm can
ensure zero-violation safety using the information from just
one sample. This fundamental limit is formally stated below
and proved in Appendix VIII.

Theorem III.1. Assume that there exists a state x in the
boundary ∂S of the safety set S such that ∇ϕ(x) ̸= 0.
Consider system (1) with unknown f(.) and known g(.). Given
information I(t, δ) with δ = 0, no policy of the form (10)
can ensure zero-violation safety.

While it is impossible to ensure zero-violation safety
with just one sample (δ = 0), under certain assumptions
(assumptions 1 and 2, and a continuously differentiable barrier
function characterizing the safe set), there exists a policy of
the form (10) that guarantees zero-violation safety using as
little information as I(t, δ) for any δ > 0. This policy is
formally presented in algorithm 1 and described below.



Algorithm 1 takes as input the threshold θ, and guarantees
safety with respect to the safety subset Sθ. At each time t, the
current state xt is observed, and ϕ(xt) is computed. When
the state is far from unsafe regions, i.e., ϕ(xt) > θ > 0, the
output of the nominal controller (7) is used. Otherwise, when
ϕ(xt) ≤ θ, actions are corrected as follows. Let U1,t, . . . , Ud,t
denote the column vectors of the known SVD matrix Ut
at time t. Since Ut is an orthogonal matrix, the vectors
U1,t, . . . , Ud,t form an orthonormal basis of Rd. We compute
the vector ∇ϕ(xt) ∈ Rd, and represent it with this new basis
as:

∇ϕ(xt) =
d∑
i=1

βi,tUi,t, (12)

where βi,t is given by

βi,t = ⟨∇ϕ(xt), Ui,t⟩, ∀i ∈ {1, . . . , d}. (13)

The algorithm stores the immediate last state as x−t , and
the immediate last control action as ulast and uses them to
compute ẋ−t at each step. Then for our choice of the hyper-
parameter of recovery rate η > 0, we compute the parameter
αt as follows:

αt =
⟨∇ϕ(xt), ẋ−t ⟩ − η∥∥∇ϕ(xt)∥∥2 . (14)

Since the barrier function is continuously differentiable, and
since ∇ϕ(x) ̸= 0, ∀x ∈ S, the above αt is well-defined.
Next we compute the matrix Γt ∈ Rd×d which satisfies the
following d constraints:

αtβi,t
Mi

> ⟨Ui,t,Γtẋ−t ⟩ if αt ≥ 0, βt,i ≥ 0

αtβi,t
mi

> ⟨Ui,t,Γtẋ−t ⟩ if αt < 0, βt,i ≥ 0,

αtβi,t
mi

< ⟨Ui,t,Γtẋ−t ⟩ if αt ≤ 0, βt,i < 0,

αtβi,t
Mi

< ⟨Ui,t,Γtẋ−t ⟩ if αt > 0, βt,i < 0,

(15)

for each i ∈ {1, . . . , d}. Observe that the algorithm 1 can
always find a feasible Γt satisfying (15), since there are only
d-linear constraints on the d2 entries of the matrix Γt. 1

The estimated singular value matrix Σ̂t, its Moore-Penrose
pseudo-inverse Σ̂+

t , matrix ĝ+(xt) are given by

Σ̂t,(i,j) =

{
λ̂i,t, i = j ≤ kt
0, otherwise

Σ̂+
t,(i,j) =

 1
λ̂i,t

, i = j ≤ kt
0, otherwise

(16)

ĝ+(xt) = VtΣ̂
+
t U

⊺
t , (17)

respectively. Finally, the control action is chosen to be

ucorr = ulast − ĝ+(xt)Γtẋ−t . (18)

The threshold input θ selects a subset Sθ of the original
safe set S . So for applications which require bounded actions,

1We have used cvxpy in our numerical simulations to compute this matrix.

Algorithm 1 Safety and Recovery Algorithm
Input: Barrier Function ϕ(.), initial state x0, and nominal
controller unom(.).
Hyper-parameters: Safety margin (threshold) θ > 0, recov-
ery speed η > 0.
Initialize: ulast with unom(x0), and x−0 with x0-the initial
state.

1: for every t > 0, do
2: Receive the current state xt from observation, and

compute ϕ(xt).
3: Compute the time derivative of the state variable ẋ−t .
4: if ϕ(xt) > θ: then
5: Set ut using the nominal controller (7).
6: else
7: Obtain Ut, Vt, λ̂i,t, Mi,mi for i = 1, . . . , kt, and

construct the singular value matrix estimate Σ̂t using
(16).

8: Compute its Moore-Penrose pseudo-inverse Σ̂+
t

using (16).
9: Compute the matrix ĝ+(xt) using (17).

10: Compute the parameters αt and βi,t using (14) and
(13) respectively.

11: Choose any matrix Γt which is a feasible solution
to (15).

12: Compute ucorr using (18) and assign ut ← ucorr.
13: end if
14: Play ut and store ulast ← ut, x−t ← xt.
15: end for

depending on the bounds, the value of θ can be set to choose
a conservative safety-subset so that a clipped version of
the correcting action ucorr given by (18) would suffice to
ensure forward invariance of the original safe-set S in practice.
Further, lemma VII.7 in Appendix VII shows that when
ϕ(xt) < θ, ϕ̇+ ≥ η. So, the parameter η controls the recovery
rate but again η must be chosen in compliance with the
physical limitations imposed by the actual controller on the
magnitude of ucorr. One should choose these parameters
to balance the trade-offs between safety margins, recovery
rates, and the actual physical limitations. Algorithm 1 ensures
safety at all times when the state originates inside the safe set
and quick recovery otherwise. These properties are formally
stated below.

Theorem III.2 (Forward Persistence of algorithm 1). When
algorithm 1 is used for the dynamical system (1) with a known
continuously differentiable barrier function ϕ characterizing
the safety set (5) with ∇ϕ ̸= 0, ∀x /∈ S , and if assumptions
1 and 2 hold, then the following are true for any value of
θ > 0:

1) When x0 ∈ Sθ, the set Sθ is forward invariant with
respect to the closed loop system.

2) If x0 /∈ Sθ, then the set Sθ is forward convergent with
respect to the closed loop system.

The proof of the above theorem can be found in Ap-



pendix VII. An immediate consequence of Theorem III.2 is
that algorithm 1 ensures zero-violation safety by rendering
the set Sθ forward persistent with respect to the closed loop
dynamics.

IV. APPLICATION TO SAFE EXPLORATION FOR RL
ALGORITHMS

In this section, we apply the proposed method to achieve
zero-violation safety in training a policy gradient algorithm.
We assume an unknown dynamical system (1) satisfying
assumptions 1 and 2. As in parts of section II, for this section,
we use n to index the discrete time steps of the reinforcement
learning algorithms (the corresponding continuous time is t =
nTs, where Ts is the sampling interval). For the deterministic
state dynamics given by (1), this corresponds to a discrete-
time process where we play the state transition by adopting a
first-order hold on the state variable i.e., sn+1 = sn+ẋ

+
nTS

Ts.
The integration of the proposed method is formally stated

in algorithm 2. Let

C(s, ṡ−, a, ulast) =

{
a if ϕ(s) > 0

ucorr if ϕ(s) ≤ 0.
(19)

denote the control action overwritten by our technique, where
ucorr is the correction control action given by (18) using
xt = sn, and ẋ−t = ṡ− ≜ ẋ−(n−1)Ts

. For algorithm 2, the
goal is to obtain the optimal stochastic policy, i.e.,

w∗ = argmax
w∈W

J(w), (20)

such that the policy πw∗ is a safe policy and the learning
process occurs with a zero-violation of safety. The algorithm
rolls-out a trajectory ℓe = {u−1, s0, a0, u0, s1, a1, u1, . . .} for
every episode e using the current stochastic policy πwe

and
collects the rewards r(s0, u0), r(s1, u1), . . .. The trajectory
roll-out continues until the system reaches a target set of
states TG which could be modelled as a target sub-region
of the state space, TG ⊂ X . Using the current policy, the
log probabilities of each step in the trajectory are calculated.
And the gradient ∇we

J(we) at each episode e is estimated
as:

∇̂J(we) =

 ∞∑
n=0

∇we
lnπwe

(an|sn)

R(ℓe), (21)

where R(ℓe) =
∑∞
n=0 γ

nr(sn, un), for the trajectory ℓe =
{u−1, s0, a0, u0, s1, a1, u1, . . .} observed in the rollout of
episode e. Here un = C(sn, ṡ

−
n , an, un−1) is the overwritten

control action which is actually played during the trajectory
roll-out. Finally, in a way similar to the REINFORCE
algorithm by [45], the policy is iteratively improved after
every episode by updating the weights of the neural network
using stochastic gradient ascent as:

we+1 = we + αe∇̂J(we), (22)

where αe is the step size for episode e. Since the correction
control given by (18) is used to overwrite the control action
every time the state reaches the boundary of safety-subset,

Algorithm 2 REINFORCE with Safety
Input: Action space U , target set TG ⊂ X , barrier function
ϕ(.), the correction controller C(s, ṡ−, u, ulast) as defined in
(19), the safe initial state s0 ∈ S , the estimates Un, Vn, Σ̂n at
each instant n, according to assumptions 1 and 2, and initial
policy parameters w0 ∈ W , u−1 any arbitrary function.
Hyperparameters: Discounting Factor γ, discretization time:
Ts, step size: αe > 0 for episode e.
Initialize: s−0 ← s0, w ← w0.

1: for every episode e = 0, 1, 2, . . . do
2: Start Episode e.
3: Set n← 0.
4: while sn /∈ TG do
5: Compute the time derivative of state variable: ṡ−n ←

1
Ts
(sn − s−n ).

6: Sample an ∼ πwe
(.|sn).

7: Overwrite the sampled action an and obtain un =
C(sn, ṡ

−
n , an, un−1) using (19).

8: Play un and collect reward rn ← r(xn, un).
9: Receive the new state sn+1 from observation.

10: Assign: s−n+1 ← sn, n← n+ 1.
11: end while
12: For the current episode e: let ℓe =

(s0, a0, u0, s1, a1, u1, s2, . . .) be the roll-out trajectory.

13: Compute R(ℓe) for the trajectory ℓe using (21).
14: Estimate the policy gradient sample ∇̂J(we) using

(21).
15: Update the policy network parameters using (22).
16: end for

and since Theorem III.2 holds for any choice of the nominal
controller, the safety set S stays forward invariant throughout
the learning process in the limit of Ts → 0. This allows for
safe exploration while learning a safe controller in our setting.
Since the correction is a deterministic function of the control
action an, the gradient estimate computed in algorithm 2
using equation (21) turns out to be an unbiased estimate of
the true policy gradient. This is formally stated as the theorem
below and proved in Appendix IX.

Theorem IV.1 (Policy-Gradient). Let ∇̂J(w) be the policy
gradient computed by algorithm 2 using equation (21) and
let ∇wJ(w) be the true policy gradient. Then,

E
[
∇̂J(w)

]
= ∇wJ(w). (23)

V. NUMERICAL STUDY

In this section, we demonstrate effectiveness of the pro-
posed method using numerical simulations. The simulation
code can be found with the supplementary materials. First,
we tested algorithm 1 in an unknown one-dimensional
linear dynamical system with unsafe (and unstable) nominal
controller starting from a safe initial state near the boundary
of the safe set S . The performance is compared with Adaptive
Safe Control Barrier function (aCBF) algorithm from [8];



Robust Adaptive Control Barrier Function (RaCBF) and
RaCBF with Set Memebership Identification (RaCBF+SMID)
(denoted here as RaCBFS) algorithms from [9]; the convex
body chasing based algorithm Aπ−SEL algorithm from [17]
(denoted here as cbc); and the Bayesian Learning based
Adaptive Control for Safety Critical Systems (BALSA)
algorithm from [10] (denoted here as balsa). (See appendix XI-
A for implementation details.) Algorithm 1 acted safely at
all times when the state originated from a point within the
safe region (forward invariance), even before other algorithms
could obtain sufficient information (samples) to exhibit safe
behaviors (Figure 1a). This demonstrates the safety merit 1
of our proposed algorithm 1. When the same algorithms were
started from an unsafe state outside the safe set S , we observe
a quick recovery (Figure 1b). This demonstrates the recovery
merit 2 of our proposed algorithm 1.

Next, we tested algorithm 2 for a non-linear four-
dimensional extension of the vehicular yaw dynamics system
(as described in Appendix XI-B) with continuous state and
action spaces. We compared its performance and safety
against some model-free reinforcement learning algorithms
like REINFORCE from [45], and Constrained Policy Opti-
mization (CPO) from [27]. The policy network in algorithm 2
predicted a random action, which was then clipped within
reasonable limits to obtain an at each instance n. (See
appendix XI-B for implementation details.) We observe from
figure 1c, that the average fraction of time the system was
unsafe during a training epoch improves as we go from the
naive REINFORCE algorithm, to the CPO algorithm but it
fails to achieve zero-violation safety, which is in contrast
to our algorithm 2 that achieves zero-violation safety as
well. Further from 1d, we observe that the number of steps
needed to accomplish the task (after convergence) and the
convergence rate of our algorithm 2 is comparable with the
other two algorithms, thus showing that algorithm 2 does not
suffer any compromise in its performance or convergence rate.
Our tool therefore enables the REINFORCE like algorithm to
learn a safe policy via a completely safe exploration process.
This demonstrates the applicability to RL merit 3 of our
technique.

VI. CONCLUSION AND FUTURE WORK

We proposed a sample-optimal technique that ensures
zero-violation safety at all times for systems with large
uncertainties in the system dynamics and demonstrated its
applicability to safe exploration in reinforcement learning
problems. Possible future works include extensions to discrete-
time systems; non-deterministic systems with an additive
noise; integration into other reinforcement learning algorithms
such as [46]–[48].

APPENDIX

VII. PROOF OF THEOREM III.2

We have a few preliminary lemmas, before starting the
proof of theorem III.2. We begin with the following lemma
which is a extension of the well-known Nagumo’s theorem [1]
to the settings when the dynamics xt does not need to be

differentiable w.r.t. t, but only requires the existence of
left and right hand derivatives w.r.t. t, and we present an
independent elementary proof of the lemma below.

Lemma VII.1. Let h : Rd → R be a differetiable function,
and let xt : R≥0 → Rd denote the state-variable of a
dynamical system which is continuous with respect to time
t and such that ẋ+t exists ∀t. Let C ≜

{
x : h(x) ≥ 0

}
,

and let ∂C ≜
{
x : h(x) = 0

}
be the boundary of the set

C, int(C) ≜ C \ ∂C be the interior of C, and let T > 0 be
any finite time-horizon. If the following conditions hold:
S-1: x0 ∈ int(C).
S-2: xt /∈ int(C) =⇒ ḣ+(xt) > 0.

Then
xt ∈ C, ∀t ∈ [0, T ]. (24)

We need a couple of lemmas to prove lemma VII.1. We
begin with the following lemma which is a straightforward
extension of the chain rule for differentiation to right hand
derivatives.

Lemma VII.2. If ϕ : Rd → R is differentiable with respect
to x, ∀x ∈ Rd, if xt is continuous with respect to time t such
that ẋ+t exists at all times t, then

ϕ̇+(xt) = ∇ϕ(xt) · ẋ+t . (25)

Proof (Lemma VII.2). Since ϕ(x) is differentiable with re-
spect to x, we define Q(y, xt) for any y ∈ Rd as:

Q(y, xt) =





ϕ(y)1−ϕ(xt)1
y1−xt1

...
ϕ(y)i−ϕ(xt)i

yi−xti

...
ϕ(y)d−ϕ(xt)d

yd−xtd


if y ̸= xt,

∇ϕ(xt) otherwise.

We observe that Q(y, xt) is continuous with respect to y due
to the differentiability of ϕ at xt. And since xτ is continuous
with respect to τ , so Q(xτ , xt) is also continuous with respect
to τ . Now let τ = t+ δt, for some δt > 0. Then, we have:

ϕ̇+(xt) = lim
δt→0+

ϕ(xt+δt)− ϕ(xt)
δt

= lim
τ→t+

Q(xτ , xt) ·
1

τ − t
(xτ − xt)

= lim
τ→t+

Q(xτ , xt) · lim
τ→t+

1

τ − t
(xτ − xt)

= Q(xt, xt) · ẋ+t
= ∇ϕ(xt) · ẋ+t ,

where the first line uses the definition of right hand derivatives,
the second line follows from the definition of Q(xτ , xt), the
third and fourth line use the continuity of Q(xτ , xt) with
respect to τ , the existence of ẋ+t , and the fact that the limit
of a product of two functions is the product of the limits
of the two functions when the limits exist, and the last line
again follows from the definition of Q(y, xt).



(a) (b) (c) (d)

Fig. 1: Comparing (a) forward invariance and (b) forward convergence of our algorithm 1 with several safe adaptive control
algorithms. (c) Comparing (c) safety rate and (d) convergence rate of algorithm 2 with other model-free RL algorithms.

Similarly, we can also prove the following:

Lemma VII.3. If ϕ : Rd → R is differentiable with respect
to x,∀x ∈ Rd, if xt is continuous with respect to time t such
that ẋ−t exists at all times t, then

ϕ̇−(xt) = ∇ϕ(xt) · ẋ−t . (26)

The next lemma is another result required in the proof
of lemma VII.1. It resembles a direct consequence of the
Lagrange’s mean value theorem for differentiable functions
if the function were differentiable.

Lemma VII.4. Let h(t) be a continuous function of t with
its right-hand derivative ḣ+ defined for every t. Let t1 < t2
be such that h(t1) > h(t2), then there exists a t3 ∈ (t1, t2)
such that ḣ+(t3) ≤ 0.

Proof. For contradiction, assume

ḣ+(τ) > 0, ∀τ ∈ (t1, t2). (27)

We partition the interval [t1, t2] into k equal intervals:
[ti,1, ti,2] for i = 1, 2, . . . , k, such that t1,1 = t1, tk,2 = t2,
and ti+1,1 = ti,2, and ti,1+ti+1,2 = 2ti,2, ∀i ∈ {1, 2, . . . , k−
1}. Thus, we have

[t1, t2] =

k⋃
i=1

[ti,1, ti,2], where [ti,1, ti,2]∩[tj,1, tj,2] = ∅ ∀i ̸= j.

Since h(t1) > h(t2), there exists i ∈ {1, 2, . . . , k} such that
h(ti,1) > h(ti,2), otherwise h(t1) = h(t1,1) ≤ h(t1,2) =
h(t2,1) ≤ h(t2,2) = . . . = h(tk,2) = h(t2), a contradiction.
For this i, we define f1 = ḣ+(ti,1). By our contrary assump-
tion (27), f1 > 0. Next we partition this interval [ti,1, ti,2]
again into k equal parts exactly as above (note that we
again have h(ti,1) > h(ti,2)) to get the number f2. We keep
repeating the process to generate the sequence: f1, f2, . . . .
We observe that each number fj in the above sequence is
positive as argued above, and since the function h(t) is
right-differentiable everywhere in (t1, t2) and the sequence is
constructed by sub-partitioning the previous partition within
[t1, t2], the sequence {fl}∞l=1 converges to ḣ+(t3) for some
t3 ∈ (t1, t2). Further, since each fl is generated from a
partition interval [ti(l), tj(l)], such that h(ti(l)) > h(tj(l)),
and the function h is right hand differentiable, we must have

liml→∞ fl ≤ 0. So, we have

ḣ+(t3) = lim
l→∞

fl ≤ 0, (28)

which contradicts (27) since t3 ∈ (t1, t2). Thus, we have the
desired lemma.

We are now ready to prove lemma VII.1.

Proof (Lemma VII.1). Since h(x) is differentiable with re-
spect to x and xt is continuous in t, h(xt) is continuous with
respect to t. Since ẋ+t is given by (1), then from lemma VII.2,
we have: ḣ+(xt) = ∇h(xt) · ẋ+t exists for every t ∈ [0, T ].
Assume for contradiction, that

∃τ ∈ [0, T ] such that h(xτ ) < 0. (29)

Now from S-1, we have h(x0) > 0. So, we have h(x0) > 0 >
h(xτ ). Since h(xt) is continuous in t, by the intermediate
value theorem, there exists a t∗ ∈ (0, τ) such that h(xt∗) = 0
and h(xt′) < 0 for every t′ ∈ (t∗, τ). So, we have xt′ /∈
int(C) for every t′ ∈ [t∗, τ ]. Now S-2 implies,

ḣ+(xt) > 0, ∀(t∗, τ). (30)

Now setting t1 = t∗, t2 = τ , in lemma VII.4 and since
h(xt∗) = 0 > h(xτ ), we have from lemma VII.4, that there
exists τ ′ ∈ (t∗, τ) such that:

ḣ+(xτ ′) ≤ 0, (31)

which contradicts (30). Thus, we have the desired lemma.

Next we have the following lemmas regarding the proper-
ties of algorithm 1.

Lemma VII.5. When algorithm 1 is used for dynamical
system (1), we have:

ẋ−t = f(xt) + g(xt)ulast (32)

Proof (Lemma VII.5). Since ut in (1) has left hand limits,
we have limτ→t− uτ = ulast. Further, since ut can have only
finitely many jumps in any finite interval, and let δt > 0
be sufficiently small such that ut is continuous in [t− δt, t].
Then, we have for any τ ∈ [t− δt, t] using (1), xτ = xt−δt+∫ τ
t−δt

(
f(xs) + g(xs)us

)
ds. Now using continuity of f(xt),



g(xt), and xt with respect to t:

ẋ−t = lim
δt→0+

xt − xt−δt
δt

= lim
δt→0+

∫ t
t−δt

(
f(xs) + g(xs)us

)
δt

= f(xt) + g(xt) lim
s→t−

us

= f(xt) + g(xt)ulast.

Lemma VII.6. Let algorithm 1 be used for the dynamical
system (1), with a nominal controller unom which is finite at
any time t. Then the control action ut played by algorithm 1
is always finite at any finite time t.

Proof (Lemma VII.6). From (1), we have a unique solution
xt which is continuous in time t. So, the state variable xt is
finite at any finite time t. Now at any point t, the control action
ut applied by algorithm 1 is either the finite control action
unom provided by the nominal controller or the correction
control action ucorr given by (18). Now using an inductive
argument, if uτ is finite for all τ < t (vacuously true for
t = 0), then ulast is finite. Further, from continuity of f and
g, and (32) from lemma VII.5, we have a finite ẋ−t at any
finite time t. Further, by (17) and assumption 2, ĝ+(xt) is
also finite at any finite time t. From (15), we also observe
that Γt can be chosen as a matrix with finite entries at any
finite time t. Thus, by equation (18), ucorr is finite at any
finite time t. Thus, in both cases the control action ut applied
by algorithm 1 is finite for any finite time t.

Lemma VII.7. When algorithm 1 is used for dynamical
system (1), the following holds for any time t:

ϕ(xt) ≤ θ =⇒ ϕ̇+(xt) ≥ η > 0.

Proof (Lemma VII.7). Let t be such that ϕ(xt) ≤ θ. Then
algorithm 1 plays u = ucorr given by (18). So, we have:

ϕ̇+(xt) = ∇ϕ(xt) · ẋ+t (33)

= ∇ϕ(xt) ·
(
f(xt) + g(xt)ucorr

)
(34)

= ∇ϕ(xt) ·
(
f(xt) + g(xt)ulast − g(xt)ĝ+(xt)Γtẋ−t

)
(35)

= ∇ϕ(xt) ·
(
ẋ−t − g(xt)ĝ+(xt)Γtẋ−t

)
(36)

= ϕ̇−(xt)−∇ϕ(xt) ·
(
g(xt)ĝ

+(xt)Γtẋ
−
t

)
(37)

where (33) uses (25), (34) uses (1), (35) uses (18), (36) uses
(32), and (37) uses (26). Now let

yt = Γtẋ
−
t . (38)

Then, from (2), (3), (16) and (17), we have:

g(xt)ĝ
+(xt)yt =

kt∑
i=1

λi,t

λ̂i,t
⟨Ui,t, yt⟩Ui,t. (39)

Now using (38), and (12) in (39), and the orthonormality of

the Ui,t vectors we have:

∇ϕ(xt)·
(
g(xt)ĝ

+(xt)Γtẋ
−
t

)
=

kt∑
i=1

βi,t
λi,t

λ̂i,t
⟨Ui,t, yt⟩. (40)

Now, we define ϵi,t, for every i ∈ {1, . . . , kt} as:

ϵi,t ≜ αtβi,t −
λi,t

λ̂i,t
⟨Ui,t, yt⟩. (41)

So we have,

ϕ̇+(xt) = ϕ̇−(xt)−∇ϕ(xt) ·
(
g(xt)ĝ

+(xt)Γtẋ
−
t

)
= ϕ̇−(xt)−

kt∑
i=1

βi,t
(
αtβi,t − ϵi,t

)
(42)

= ϕ̇−(xt)− αt
kt∑
i=1

β2
i,t +

d∑
i=1

βi,tϵi,t (43)

= ϕ̇−(xt)− ⟨∇ϕ(xt), ẋ−t ⟩+ η +

kt∑
i=1

βi,tϵi,t (44)

= η +

kt∑
i=1

βi,tϵi,t, (45)

where we get (42) from substituting (40),(41) in (37), we get
(44) using (13), (14) and the fact that ui,t’s are orthonormal
and kt = d, which implies

⟨∇ϕ(xt), ẋ−t ⟩−η = αt
∥∥∇ϕ(xt)∥∥2 = αt

d∑
i=1

β2
i,t = αt

kt∑
i=1

β2
i,t,

and we get (45) using (26).
Now, in order to prove ϕ̇+(xt) ≥ η > 0, it suffices to

show that:
kt∑
i=1

βi,tϵi,t ≥ 0. (46)

Substituting for ϵi,t from (41) and yt from (38) in the above
constraint (46), we get the following constraint on the matrix
Γt:

kt∑
i=1

βi,t

(
αtβi,t −

λi,t

λ̂i,t
U⊺
i,tΓtẋ

−
t

)
≥ 0. (47)

Now, using the bounds on the estimates of the singular values
of g(xt) from (4), we observe that any solution Γt to the set of
d inequalities in (15) would make each of the d terms in (47)
non-negative. Thus, our algorithm’s choice of Γt satisfies the
overall constraint (47), thereby implying ϕ̇(xt)+ ≥ η (from
(45) and (46)), and proving the claim.

We are now ready to prove the main result of this
section, theorem III.2, using lemma VII.1, lemma VII.2 and
lemma VII.7.

Proof (Theorem III.2). We set h(xt) = ϕ(xt)−θ, C = Sθ in
lemma VII.1. In case of forward invariance, we have x0 ∈ Sθ.
This makes condition S-1 of lemma VII.1 true for our choice
of h and C. Since ϕ(x) is differentiable with respect to x and
xt is continuous in time t, ϕ(xt) is continuous in t. Thus,



we have h satisfying the conditions of lemma VII.1. Further,
from lemma VII.6, ut applied by algorithm 1 is finite. Then
by equation (1) we conclude that ẋ+t always exists. Thus,
lemma VII.1 is applicable for our choice of h and C and
lemma VII.7 guarantees that S-2 of lemma VII.1 holds true
as well. Thus, by lemma VII.1 the set Sθ is forward invariant
as desired.

Now using lemma VII.7, the forward convergence of Sθ
(part 2 of theorem III.2) can also be guaranteed. In particular,
we show a forward convergence rate for Sθ as follows. Let

d(xt,Sθ) = θ − ϕ(xt) > 0. (48)

Since x0 /∈ Sθ, from lemma VII.7 we have ϕ̇+(xt) ≥ η
whenever ϕ(xt) < θ. This uniform lower bound on ϕ̇+

implies (using mean value theorem on ϕ), that within time:

τ ≤ d(xt,Sθ)
η

, (49)

the system reaches the safety region Sθ. Also, for a finite xt
by lemma VII.6, the control action played by algorithm 1: ut
is bounded. So, by equation (1), within finite duration τ , the
state variable xt remains bounded throughout. So, by using
lemma VII.6 in an inductive way, we observe that the state
variable xt as well as the applied control action ut always
stays finite (bounded) in the case of forward convergence as
well. We thus conclude the proof of theorem III.2.

VIII. PROOF OF THEOREM III.1

Proof (Theorem III.1). At time t = 0, let x0 ∈ ∂S, such
that ∇ϕ(x0) ̸= 0. From the assumption in theorem III.1, we
know such a state x0 ∈ ∂S exists. For the above choice of
x0, we have I(0, 0) = {x0} at t = 0. Then, we show that any
controller observing just the sample x0 cannot guarantee the
forward invariance of S. Let the controller play u0 at time
t = 0. Choose any f(.) which satisfies f(x0) = −∇ϕ(x0)−
g(x0)u0. We the have:

ϕ̇+(x0) = ∇ϕ(x0) ·(f(x0)+g(x0)u0) = −
∥∥∇ϕ(x0)∥∥2 < 0,

where the first equality uses (1), lemma VII.2, and the above
choice of f(.), and the inequality follows since ∇ϕ(x0) ̸= 0
for our choice of x0. Further, since x0 ∈ ∂S, ϕ̇(x0) < 0
implies there exists an ϵ such that for any τ ∈ (0, ϵ),
ϕ(xτ ) < 0, i.e. xτ /∈ S and thus the algorithm fails to
guarantee forward invariance of S in this interval. Since
the function f(.) is unknown to the controller, our choice
of the f(.) above is valid, and we can construct such f for
every controller u. We have thus shown the existence of
a system corresponding to that particular controller whose
dynamics equation is of the form (1), where the controller
fails to guarantee the forward invariance of S with respect
to the system. This proves theorem III.1.

IX. PROOF OF THEOREM IV.1

Proof (Theorem IV.1). Let H be the set of possible state
action trajectories indexed by e. Let ℓe ∈ H denote the

state action trajectory observed in the roll-out for episode e,

ℓe = {sn, an, un}∞n=0, (50)

and let

R(ℓe) =

∞∑
n=0

γnr(sn, un) (51)

denote the discounted sum reward for trajectory ℓe =
{sn, an, un}∞n=0 ∈ H.

Let Pw denote the probability density function of trajecto-
ries induced by the correction controller (18) and the current
stochastic policy πw. By construction, for any trajectory
ℓe = {s0, a0, u0, s1, a1, u1, . . .}, Pw(ℓe) given by

Pw(ℓe) = πw(a0|s0) Pr[u0 = C(s0, ṡ
−
0 , a0, u−1)] Pr[s1|s0, u0]

πw(a1|s1) Pr[u1 = C(s1, ṡ
−
1 , a1, u0)] Pr[s2|s1, u1] . . . ,

(52)

is the induced probability density function supported on the set
of possible trajectories H. Further, since C(sn, ṡ−n , an, un−1)
is a deterministic function given by (18), so we have Pr[un =
C(sn, ṡ

−
n , an, un−1)] = 1, ∀n in the above. Therefore, we

can write:

∇wJ(w) = ∇w Eℓe∼Pw
R(ℓe)

= ∇w
∫
ℓe∈H

R(ℓe)Pw(ℓe)dℓe

=

∫
ℓe∈H

R(ℓe)∇wPw(ℓe)dℓe

=

∫
ℓe∈H

Pw (ℓe)

(
∇wPw(ℓe)
Pw(ℓe)

R(ℓe)

)
dℓe

= Eℓe∼Pw ∇w lnPw(ℓe)R(ℓe)

= Eℓe∼Pw R(ℓe)∇w{lnπw(a0|s0)
+ lnPr[u0 = C(s0, ṡ

−
0 , a0, u−1)] + lnPr[s1|s0, u0]

+ lnπw(a1|s1) + . . .}

= Eℓe∼Pw

∞∑
n=0

[
∇w lnπw(an|sn)

]
R(ℓe)

= Eℓe∼Pw ∇̂J(w). (53)

Here, in the second line we exchanged the integral with the
gradient using the Leibniz integral rule, and the second to last
line uses the fact that Pr[sn|sn−1, un], C(sn, ṡ

−
n , an, un−1)

are independent of the policy parameters w. In particular,
ln Pr[C(sn, ṡ

−
n , an, un−1)] = 0, ∀n, and is independent of

w. So, the gradient of these log probabilities with respect
to w is zero. From (53), we see that the gradient estimate
∇̂J(w) used by algorithm 2 is indeed an unbiased estimate
of the true policy gradient ∇wJ(w).

X. BICYCLE DYNAMICS EXAMPLE ILLUSTRATING THE
APPLICABILITY OF ASSUMPTIONS 1 AND 2

In this section, we show an example of bicycle dynamics
where our assumptions 1 and 2 are applicable to a reasonable
partial model of the dynamics.
We consider a special case of our assumed setting where the
matrix g(xt) always admits an SVD with known constant



matrices Ut = U and Vt = V , and when some gross upper
and lower bounds on the singular values are available. For
example, in vehicular yaw dynamics of a bicycle, if we only
have the knowledge of axis lengths, mass and moment of
inertia about the vertical axis ( quantities easier to measure ),
then it is sufficient to apply our proposed method since the
setting falls under our assumptions 1 and 2 as demonstrated
below. The two-dimensional yaw dynamics of a bicycle is
typically modeled with state xt =

[
v(t) r(t)

]⊺
as:[

v̇(t)
ṙ(t)

]
=

[
− cr+cfmu

cra2−cfa1
mu − u

cra2−cfa1
uIz

− cfa
2
1+cra

2
2

uIz

] [
v(t)
r(t)

]
+

[
cf
mcfa1
Iz

]
δf ,

(54)
where m is the vehicle mass; a1, a2 are the distances to the
center of mass point of the front and rear wheels respectively;
Iz is the vehicle’s moment of inertia about the z-axis (the
bicycle moves in the x-y plane); r is the angular velocity (anti-
clockwise) of the turn being made by the bicycle steering;
u is the bicycle’s velocity along the x-axis (direction of its
initial motion); v is the velocity along y-axis (direction along
which it is turning); cf , cr are the unknown cornering stiffness
constants of the front and rear wheels; and δf is the only
control action which is the angle of left turn applied through
the handle ([49]). Here, the matrix g(.) is constant and admits
the following singular value decomposition:[

cf
mcfa1
Iz

]
=

[
λ1

λ
λ2

λ
λ2

λ −λ1

λ

] [
λ
0

] [
1
]
, (55)

where λ =
√

(cf/m)2 + (cfa1/Iz)2 is the singular value
λ1 =

cf
m , and λ2 =

cfa1
Iz

. Now if the stiffness parameters
cf , cr are unknown (difficult to measure in a realistic setting),
then λ1, λ2 would be unknown scalars, but the stiffness
parameters would get cancelled out in the the normalized
fractions λ1

λ and λ2

λ so these fractions would still be known to
the user. Also, since λ is strictly positive, any rough estimates
on the unknown stiffness parameters would allow the user
to guess a λ̂ with 0 < mλ̂ < λ < Mλ̂, where m and M
are known (ratio) bounds. Thus, such a system satisfies our
assumptions 1 and 2.

XI. IMPLEMENTATION DETAILS OF NUMERICAL
SIMULATIONS FROM SECTION V

A. Comparison with Adaptive Safe Control Algorithms

We consider the simple one dimensional system below:

ẋ = 1.5x+ u, (56)

where f(x) = 1.5x, g(x) = 1, with a nominal controller:
unom(x) = −x. We define the safe set as S = [−0.2, 0.2],
and the initial state is x0 = 0.1999. We use the same
shorthand for denoting each algorithm as listed in the main
paper section V.

1) [Algorithm 1] Here, for our algorithm we use the
nominal controller unom = −x, which makes the closed
loop dynamics:

ẋ = 0.5x,

which is exponentially increasing with time and is
expected to quickly exit the safe set S. We choose the
barrier function ϕ(x) = 1− 25x2, corresponding to our
safe set S and we take θ = 0.001, and Γ = 4.

2) [aCBF] For the Adaptive CBF algorithm [8], we have:
f(x) = x, g(x) = 1, unom(x) = −x, F (x) = x,
θ∗ = 0.5, Γ = 5, θ̂0 = 0, ϕa(x, θ̂) = 1 − 25x2. This
corresponds to the open loop dynamics 56.
This gives us an adaptation rule of:

˙̂
θ = Γτ(x, θ̂), (57)

where τ(x, θ̂) = −F (x)∂ϕa
∂x

= 50x2. (58)

And for the λcbf function we have:

λcbf (x, θ̂) = θ̂ − Γ
∂ϕa

∂θ̂
= θ̂. (59)

So, we have the aCBF controller given by the following
quadratic program:

minimizeu∈R
∥∥u− unom(x)

∥∥
subject to sup

u∈R
(−50x[x+ θ̂x+ u]) ≥ 0.

3) [RaCBF] For the RaCBF algorithm [9], we have the
same setting as above on the same system (56) and
with the same λcbf (59) and adaptation rule (57). But
here, we assume that the error in parameter estimation:
θ̃ = θ∗ − θ̂ ∈ [−ν̃,+ν̃] (i.e. parameter estimation error
lies in a bounded convex region). Here we have taken
ν̃ = 2. We also took α(x) as the identity function:
α(x) = x, so we have the following quadratic program
for the RaCBF controller:

minimizeu∈R
∥∥u− unom(x)

∥∥
subject to sup

u∈R
(−50x[x+ θ̂x+ u])

≥ −ϕa(x, θ̂) +
2

5
.

4) [RaCBFS] This algorithm referred to as the
RaCBF+SMID algorithm in [9] improves upon
the previous algorithm (RaCBF) of the same paper, by
updating the uncertainty bound ν̃ periodically after every
few instances. The algorithm, updates its uncertainty
over θ∗ so that it is consistent with the trajectory history
so far. Depending on the hyperparameter D (we have
taken D = 0.07), we set rmin and rmax such that at
time t:

∀θ ∈ [rmin, rmax] :

|ẋτ − f(xτ )− g(xτ )uτ − F (xτ )θ| ≤ D
∀τ ∈ [0, t).

Now with this uncertainty quantification over θ∗ given
by rmin, rmax, the algorithm updates ν̃ every 2.5ms
(where the time horizon is 0.25s) as follows:

ν̃ = max
{
|rmin − θ̂|, |rmax − θ̂|

}
.



5) [cbc] This is the convex body chasing algorithm
from [17]. Here we search for consistent models corre-
sponding to a pair (αt, βt) at each round t which serve
as estimates for the actual parameters (α∗, β∗) governing
the system dynamics as: ẋ = α∗x + β∗u, with initial
uncertainties taken as |α∗| ≤ 5, and 2.5 × 10−6 ≤
β∗ ≤ 0.05. Discretizing the system dynamics for a
small sampling time Ts = 2.5 × 10−4s, we look
for all candidates (α, β) consistent with the current
trajectory history as the polytope Pt ⊂ Pt−1 given
by the linear program corresponding to the constraints:
|αxi+βui−xi+1| ≤ η, for all discrete points i in history
up to time t, where η is a suitably chosen hyperparameter.
At every discrete step t, then the candidate (αt, βt) ∈ Pt
is chosen as the Euclidean projection of the previous
candidate (αt−1, βt−1) on the current polytope: Pt. At
every round t, once the candidate model parameters
(αt, βt) are found the control action ut is then chosen
as: ut = −αt

βt
xt. The loss function G(xt, ut) is taken as

the indicator function, G(xt, ut) = 1{xt /∈ S}.
6) [balsa] This is the Bayesian learning for adaptive

safety algorithm from [10]. Here a proxy f̂(x) for the
function f(x) is available to the controller and it has
full knowledge of g(x). From the pseudo control µ, it
computes the control action as:

u = g−1(x)(µ− f̂(x)), where (60)
µ = µrm + µpd + µqp − µad. (61)

Here, the modelling error ∆(x) = f(x) − f̂(x) is
estimated by a Bayesian Neural Network estimator that
takes as input x and predicts m, s as the mean and
standard deviation of the prediction ∆(x). The neural
network is trained on the trajectory data history after
every 0.025s, where the total horizon is 0.25s. From
this we sample µad ∼ N (m, s2) for the adaptive part
of the pseudo control to cancel the modelling error. For
this setting, we have taken µrm = 0 (since there is no
tracking here), µpd(x) = ẋ−g(x)ulast+g(x)unom(x) =
µnominal(x), which is the effective pseudo control for
our nominal controller used in 1. Finally the pseudo
control µqp for safety is obtained by solving the quadratic
program:

minimizeµqp,d∈R µ2
qp + 5d2

subject to: ϕ0 + ϕ1µqp ≥ d
d ≤ 0,

where ϕ0 = ∇ϕ(x) · µpd(x), and ϕ1 = ∇ϕ(x).
When x0 = 0.1999, the forward invariance data was observed
as shown by figure 1a, and when x0 = 0.2500, a forward
convergence (recovery) was observed as shown by figure 1b.

B. Comparison with RL Algorithms

We consider a 4-dimensional extension of the non-linear
vehicular yaw dynamics (54) given by with state xt =
[Vy, r, ψ, y]

⊺ and the dynamics:

ẋt =


−c0
mV

−c1
mV − V 0 0

−c1
IzV

−c2
IzV

0 0

0 1 0 0

cosψ 0 Vx
sinψ
ψ 0



Vy
r
ψ
y

+


Cαf

m
aCαf

Iz
0
0

 δ,
(62)

where Vy is the velocity of the vehicle along the lateral
direction to which it is pointing, Vx is the velocity along the
direction the vehicle is headed, V =

√
V 2
x + V 2

y is the net

magnitude of the vehicle’s velocity, r = ψ̇, is the yaw-rate
i.e., the clockwise angular velocity along which the vehicle is
turning in the x−y plane (horizontal plane, the vehicle intends
to take a right turn facing north to facing east eventually),
ψ is the yaw i.e., the current heading angle (clockwise) it
makes from North towards East directions, and y is the lateral
displacement of the vehicle from the starting position (ideally
we don’t want the vehicle to move much and take a successful
right turn without displacing too much). m is the mass of the
vehicle, Iz is the moment of inertia of the angle along the
vertical axis (direction of gravity) about which the vehicle
rotates to take the turn, and a is the distance between the
center of the mass of the vehicle to front wheel. The control
variable is the scalar variable δ, which is the steering angle
applied by the controller.

We assume all the state variables are completely observable,
Cαf ,m are known and a, Iz are known only upto an
unknown scaling factor. The parameters c0, c1, c2, depend
on several drag and stiffness parameters which are harder to
model/estimate. So, the first matrix (the product of the 4× 4
matrix with the state vector) is the f(x) vector which can
be completely unknown to the user, the second matrix (4× 1
matrix) is the g(x) matrix, where the SVD becomes:

[Cαf/m, aCαf/Iz, 0, 0]
⊺ = (63)

1/m√
1/m2+a2/I2z

−a/Iz√
1/m2+a2/I2z

0 0

a/Iz√
1/m2+a2/I2z

1/m√
1/m2+a2/I2z

0 0

0 0 1 0
0 0 0 1



λ
0
0
0

 [Cαf ]⊺ ,
(64)

where λ =
√

1
m2 + a2

I2z
. In the above SVD, the matrices U ,

V are completely known since m, Cαf are known and the
ratio a/Iz is also known. Further, the singular value λ is
also known for this example. In order to demonstrate the
effectiveness of our method, in our simulation we only used
an estimate of the singular value λ within known factors of
0.2 and 5. In particular, we took: m = 100, Iz = 20, a =
1, m = 0.2, M = 5, Cαf = 10. For the simulation, we took
c0 = 70, c1 = 40, c2 = 180, and an initial net velocity V = 5.
All the state variables were initialized at zero, and since the
applied control may increase the velocity and yaw rates, they
were clipped between ±7 and ±350 units respectively while
running the dynamics, so as to keep all quantities within a
realistic range. Further, the control variable applied according



to the nominal controller (policy network) (7), or the applied
correction control (18) was always clipped within ±100 to
stay within realistic controller limitations (such bounds are
not within assumptions 2 and 1, but our algorithm still works
for this simulation).

For the reinforcement learning algorithms, we have used a
policy network with just two hidden layers of 100 neurons
each, the input layer takes the 4-dimensional state variable
as input and the output layer predicted the mean value of
the control action. The action chosen by the reinforcement
learning algorithm was a Gaussian random variable as
predicted by the policy network and standard deviation 0.7.
The discretization interval was Ts = 0.02. All the three
algorithms were trained for 500 episodes and each episode
consisted of an integer number of steps until it succeeded
to achieve the right turn within a maximum of 1000 steps
(if the agent failed to achieve the goal within 1000 steps it
failed that episode). All the simulations were done for a set
of 10 experiments and the averaged data within pm standard
deviation are plotted in figures 1d as the convergence rate
plot. The averaged data over these experiments regarding the
safety fraction (or percentage) is plotted in figure 1c.

The reward was set as

r(sn, an, sn+1) ={
−4 + 1

4 (
1

(ψn−π/2)2+0.0001 ) if |ψn+1 − π/2| > π/36

7000 if |ψn+1 − π/2| < π/36 and terminate if this occurs.
(65)

Similarly, the cost (penalizing unsafe behavior) for the CPO
algorithm benchmark was defined as:

c(sn, an, sn+1) =

min{(0.004(rn+1 − 50π)2 + 10−6(Vyn+1
− 2.5)2), 0.1}.

(66)

And the barrier function corresponding to our safety based
correction controller was set as:

ϕ(x) = 200− 4(r − 50π)2 − 0.001(Vy − 2.5)2. (67)

For the correction controller algorithm 2, we used an input
threshold of θ = 500, and the recovery rate hyper-parameter
η = 500.

The simple REINFORCE like algorithm from [45] does not
care about safety and learns to perform the task in about 47-50
steps after around 400 training episodes. Our algorithm which
overwrites the REINFORCE like algorithm’s prediction using
our correction controller also achieves a similar convergence
rate. To compare our result against a safe RL benchmark, we
compared it against the CPO algorithm [27] with the single
constraint:

∞∑
n=0

γnc(sn, an, sn+1) ≤ 0.01,

with a cost function given by (66). In all the three algorithms,
(65) was used for rewards to learn the optimal policy. The
CPO benchmark algorithm learns the safe policy quicker in

about 100-150 episodes but the optimal learnt policy takes
about 80 steps to perform the task as shown by figure 1d.
For all three algorithms, a discounting factor of γ = 0.99
was used. As figure 1c shows even the safe RL benchmark
was not entirely safe during the learning phase and the naive
REINFORCE like algorithm was very often unsafe compared
to our algorithm 2 which was always safe and achieved
zero-violation safety along with learning.
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