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We compare Steane’s and Shor’s syn-
drome extraction methods on the Bacon-
Shor code. We propose a straightforward
strategy based on post-selection to pre-
pare the logical |0⟩L and |+⟩L states of the
Bacon-Shor code by using flag-like qubits
to verify their constituent Greenberger-
Horne-Zeilinger states. We perform stabi-
lizer simulations with a depolarizing Pauli
error model and find that Steane’s method
significantly outperforms Shor’s. Not only
does Steane’s method result in pseudo-
thresholds that are about 1 order of mag-
nitude higher than Shor’s, but also its ad-
vantage increases monotonically as we go
from a distance-3 to a distance-9 Bacon-
Shor code. The advantage of Steane’s
method is the greatest in the regime where
gate errors dominate over measurement
errors. Some of the circuit construc-
tions we propose for Steane’s method are
not formally fault-tolerant, yet outperform
the formally fault-tolerant Shor’s protocols
for experimentally relevant physical error
rates. This suggest that constructing for-
mally fault-tolerant circuits that maintain
the full code distance is not strictly neces-
sary to guarantee the usefulness of a quan-
tum error-correcting protocol. Despite re-
lying on post-selection, we find that our
methods can be efficient. These proto-
cols would be naturally implementable on
a platform with long-range qubit interac-
tions like trapped ions or neutral atoms.

Guillermo Escobar-Arrieta: guillermo.escobar@ucr.ac.cr
Mauricio Gutiérrez: mauricio.gutierrez_a@ucr.ac.cr

1 Introduction
Quantum error correction (QEC) [1, 2, 3, 4, 5, 6]
will be a crucial component to construct a large-
scale fault-tolerant quantum computer capable of
solving certain problems that are prohibitively
costly on classical computers [7, 8, 9]. In order
to build logical qubits with an error rate suffi-
ciently low to allow for the implementation of
deep quantum circuits, quantum error-correcting
codes (QECC) will be employed. QECCs en-
code logical qubits in a larger number of phys-
ical qubits. If the error rate affecting the phys-
ical qubits is below the threshold of the partic-
ular QECC being employed, then an arbitrar-
ily low logical error rate can be obtained with
only a polynomial overhead in physical resources
[10, 11, 12, 13, 14, 15, 16].

In stabilizer codes, the logical codespace is de-
fined as the simultaneous (+1)-eigenspace of a
set of independent, commuting Pauli operators
known as the stabilizer generators [4, 17, 18].
Errors are detected by extracting the error syn-
drome, i.e., the eigenvalues of the stabilizer gen-
erators. After decoding the error syndrome, a
conditional correction is applied on the logical
qubits.

Since errors can occur on every qubit, the cir-
cuit constructions used to extract the error syn-
drome need to be fault-tolerant. There are sev-
eral methods to achieve this. Shor’s syndrome
extraction method (ShorSEM) employs ancillary
qubits to measure the stabilizer generators one
by one. To guarantee fault tolerance, harmful
errors should not propagate from the ancillary
qubits to the data qubits. This can be achieved
in a variety of ways. In the original proposal
[3, 19], each stabilizer generator would be mea-
sured with an entangled cat state, either pre-
verified or subsequently decoded to correct corre-
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lated errors arising during its preparation [20, 21].
More recently, it has been shown that a single
ancilla qubit can be fault-tolerant if it is coupled
to extra flag qubits used to identify the harmful
errors that have propagated to the data qubits
[22, 23]. Furthermore, for certain stabilizer codes,
single ancillary qubits without flag qubits are suf-
ficient to measure each stabilizer generator fault-
tolerantly [24, 25, 26]. Finally, the stabilizer gen-
erators need to be measured several times to guar-
antee that readout errors or data errors that oc-
cur between stabilizer measurements do not be-
come fatal. Notable improvements on this con-
siderable time overhead have been designed since
Shor’s original proposal [3], including adaptive
[27, 28, 29] and single-shot [30, 31] methods.

For Calderbank-Shor-Steane (CSS) codes, an
alternative scheme to ShorSEM is Steane’s syn-
drome extraction method (SteaneSEM) [32]. In
this scheme, an ancillary logical |0⟩L (|+⟩L) state
is used to extract the error syndrome associated
with the X (Z) stabilizers by coupling it to the
data logical qubit by means of a logical CNOT,
performing a logical measurement in the X (Z)
basis and finally classically error-correcting the
outcome. As long as the preparation of the an-
cillary logical states is fault-tolerant, it is suffi-
cient to perform this procedure only once since
the logical CNOT gate is transversal on CSS
codes. SteaneSEM reduces the time overhead
of ShorSEM at the expense of the requirement
of fault-tolerant preparation of the logical |0⟩L

and |+⟩L states. In fact, rather than disparate
schemes, these two methods can be regarded as
opposite ends of a family of circuit construc-
tions that exchange the complexity of the an-
cilla block for a reduction in the number of rep-
etitions necessary to guarantee fault tolerance
[33, 34]. Recently, SteaneSEM has been exper-
imentally demonstrated in two different trapped-
ion systems [35, 36]. In a similar spirit to Steane-
SEM, yet applicable to any stabilizer code, Knill’s
method employs an entangled logical state to ex-
tract all the error syndrome in one step [37].

Two-dimensional Bacon-Shor (BS) codes [38,
1, 39] are a family of CSS codes defined on a
planar array. The logical subspace has dimen-
sion higher than 2 and thus contains several log-
ical qubits, which can be seen as subsystems of
the codespace. Out of these subsystems, typi-
cally only one is chosen as the working logical

qubit and the rest are referred to as gauge (log-
ical) qubits. Crucially for this work, depending
on the state of these gauge qubits, the logical |0⟩L

and |+⟩L states of a BS code can be expressed as
products of Greenberger-Horne-Zeilinger (GHZ)
states. This vastly simplifies the fault-tolerant
preparation of the logical |0⟩L and |+⟩L states
and thus positions the BS code as a natural can-
didate for SteaneSEM.

Here we study how to fault-tolerantly prepare
logical |0⟩L and |+⟩L states of the BS code by
using extra qubits to verify its constituent GHZ
states and post-selecting them. We go up to
distance-9. For BS codes of distances 3 to 9,
we compare the logical error rate for 1 QEC cy-
cle with ShorSEM and SteaneSEM. For the time
decoding, we use a recently developed adaptive
decoder [29]. For the space decoding, we use a
lookup table. Although exponentially costly in
the limit of large code distance, the lookup-table
decoder for the BS code is essentially the same
as for a repetition code and, therefore, does not
scale as badly as for subspace codes.

We find that SteaneSEM outperforms
ShorSEM for all distances greater than 3.
More importantly, the advantage of SteaneSEM
over ShorSEM grows monotonically with the
distance and the pseudo-thresholds remain about
1 order of magnitude higher for the former than
the latter. We also find that the advantage of
SteaneSEM over ShorSEM is the highest when
gate errors dominate over measurement errors.
Finally, we calculate the probability of the GHZ
states not passing the verification and find it
to be very reasonable. The fact that each GHZ
state can be separately employed in SteaneSEM
without the need to simultaneously have all
the constituent GHZ states of the logical state
makes this scheme very efficient despite its
post-selective nature.

This paper is organized as follows. In Sections
2 and 3, we review SteaneSEM and the BS code,
respectively. Section 4 contains the relevant de-
tails of our simulation scheme, including the noise
model and the importance sampler we employ. In
Section 5, we summarize our main results. Fi-
nally, in Section 6, we conclude and present some
open questions and future directions.

2



2 Steane’s Syndrome Extraction
Method (SteaneSEM)

SteaneSEM is a method to detect and correct er-
rors than can be implemented on any CSS code.
The procedure is depicted in Figure 1.

|ψ⟩L •

|0⟩L • Mx

|+⟩L Mz

Figure 1: Circuit representation of SteaneSEM used to
correct for errors on a logical qubit in an arbitrary state
|ψ⟩L. Each CNOT in the circuit corresponds to a log-
ical CNOT composed of n physical CNOTs for a CSS
code with n data qubits. The ancillary logical qubit pre-
pared in |0⟩L (|+⟩L) is used to correct Z(X) errors which
propagate down from the data logical qubit through the
CNOTs. After coupling this ancillary logical qubit to the
data logical qubit, the former is measured in the X(Z)
basis and the outcome is processed with classical error
correction. It is not necessary to repeat the procedure in
order to achieve fault tolerance as long as the ancillary
logical states are prepared in a fault tolerant way.

The main challenge of SteaneSEM lies in the
fault-tolerant preparation of the logical |0⟩L and
|+⟩L states that are needed to correct for Z and
X errors, respectively. In general, preparing a
logical |0⟩L (|+⟩L) state of a CSS code requires
a considerable overhead. One can initialize the
qubits in |0⟩⊗n (|+⟩⊗n), where n is the total
number of data qubits, and then measure the
X(Z) stabilizer generators to project the prod-
uct state to the codespace. However, to make
this procedure fault-tolerant, the stabilizer mea-
surements need to be repeated, which essentially
amounts to performing ShorSEM. More efficient
methods have been developed, which employ clas-
sical error-correcting codes to aid in the detec-
tion of problematic errors [40, 41]. However, as
we show in the next section, for the BS code,
the fault-tolerant logical state preparation can be
even more straightforward.

When performing SteaneSEM, there are two
mechanisms by which errors can propagate from
the ancillary to the data qubits: either directly
or indirectly. For the ancillary |0⟩L (|+⟩L) state,
X(Z) errors can directly propagate through the
logical CNOT to the data qubits. On the other

hand, while Z(X) errors will not propagate di-
rectly through the logical CNOT, they will affect
the measurements and will propagate indirectly
by giving rise to an incorrect syndrome and the
application of the wrong correction. Therefore, it
is of critical importance to prepare the ancillary
logical states in a fault tolerant fashion.

3 The Bacon-Shor (BS) code

BS codes [38, 1, 39] are a family of CSS codes de-
fined on a planar array of n physical data qubits.
BS codes are subsystem codes [42, 43]. This
implies that the logical subspace has dimension
higher than 2 and thus contains several logical
qubits, which can be seen as subsystems of the
codespace. Out of these subsystems, typically
only one is chosen as the working logical qubit.

For symmetric or square BS codes, there are
d2 physical data qubits, where d is the length
of the side of the lattice and the distance of the
code. There are (d − 1) X stabilizer generators
and (d−1) Z stabilizer generators, each of weight
2d. X(Z) stabilizer generators correspond to ver-
tical (horizontal) rectangles. Because there are d2

physical data qubits but only 2(d − 1) stabilizer
generators, the total number of logical qubits is
d2−2(d−1) > 1. One of these has distance dL = d
and is used as the actual logical qubit. The rest
correspond to encoded qubits of distance dG < d
that are not used to store information. They are
referred to as gauge qubits because they can be
regarded as gauge degrees of freedom. The BS
code is an instance of the more general 2-D com-
pass code family [44].

The BS code does not present a quantum er-
ror correction threshold as the lattice size is in-
creased [45]. However, if the code distance is in-
creased by concatenation, a threshold is obtained,
albeit a small one [39]. More importantly, un-
der certain experimental conditions, simulations
of the BS code have revealed that it can achieve
a comparable and even superior performance to
the more popular surface code [46]. Furthermore,
it has been recently shown that by employing a
construction based on lattice surgery a threshold
can be obtained for the BS code [47].

The BS code has several very useful properties.
Every stabilizer can be measured fault-tolerantly
with a single bare ancilla as long as one is careful
about the ordering of the entangling gates [26].
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This property is very useful for systems which al-
low for long-range entangling gates, like trapped
ions [48] and neutral atoms [49]. Alternatively,
the stabilizers can also be measured indirectly
by measuring their constituent gauge operators
(or some combination of them) and calculating
their total parity [39], which makes the BS code
amenable to be implemented on solid-state sys-
tems with only nearest-neighboring interactions.

All logical Pauli gates, CNOTL, HL, and
Y (π/2)L can be implemented transversally on the
BS code. Universality can be achieved with ei-
ther a TL gate via magic state distillation [50] or
a CCZL gate by means of pieceable fault toler-
ance [51, 52]. The BS code has been shown to be
useful against leakage errors [53] and amenable to
be run with continuous measurements [54]. The
distance-2 and distance-3 square BS codes have
been experimentally implemented in trapped-ion
systems [55, 48].

The gauge degrees of freedom of the BS code
can be exploited to design very simple fault tol-
erant procedures to prepare the logical |0⟩L and
|+⟩L states. In particular, for a square [[d2, 1, d]]
BS code, the logical states can be expressed as:

|0⟩L = 1√
2d

(
|+⟩⊗d + |−⟩⊗d

)⊗d
along rows

|+⟩L = 1√
2d

(
|0⟩⊗d + |1⟩⊗d

)⊗d
along columns

That is, to prepare the logical |0⟩L (|+⟩L)
state, we only need to prepare the GHZ state(
|+⟩⊗d + |−⟩⊗d

)
/
√

2
((

|0⟩⊗d + |1⟩⊗d
)
/
√

2
)

on
each one of the d rows (columns) of the code.
The preparation of GHZ states for QEC has been
experimentally demonstrated in trapped-ion sys-
tems [56]. Figure 2 illustrates a possible circuit
for the preparation of

(
|0⟩⊗5 + |1⟩⊗5) /√2.

3.1 Fault-tolerant preparation of logical |0⟩L

and |+⟩L states on the [[25,1,5]] BS code (d=5)
The construction of a 3-qubit GHZ state of
the form 1√

2
(
|0⟩⊗3 + |1⟩⊗3) is naturally fault-

tolerant because its stabilizer generators are
Z1Z2, Z2Z3, X1X2X3, which means that X and Z
errors can be at most of weight-1 up to a sta-
bilizer. On the other hand, the analogous 5-
qubit GHZ state, whose preparation is depicted
in Figure 2 is stabilized by Z1Z2, Z2Z3, Z3Z4,
Z4Z5, X1X2X3X4X5. All Z errors are at most

|0⟩ H •

|0⟩ •

|0⟩ •

|0⟩ •

|0⟩

Figure 2: Circuit that can be used to prepare the GHZ
state 1√

2

(
|0⟩⊗5 + |1⟩⊗5). For the noise model employed

in this paper, this circuit is not fault-tolerant, since a
weight-1 X error can propagate through the CNOTs to
form a weight-2 X error. Z errors are not problematic
since they propagate through the CNOTs to form an
operator which is actually a stabilizer of the GHZ state.

of weight-1 up to a stabilizer, so they are not
problematic but X errors can be of weight-1 or
weight-2. These are problematic because a sin-
gle X error on the control qubit of a CNOT can
propagate to form a weight-2 X error.

As shown in Figure 3, this can be easily de-
tected with an extra verification qubit. If each
one of the 5 GHZ states is verified by an extra
qubit, then the resulting BS logical state will be
fault-tolerant and amenable to be used as an an-
cilla in SteaneSEM. The procedure is straight-
forward and the only caveat is that it requires
post-selection and, therefore, midcircuit measure-
ments. If the verification is not passed, the GHZ
state needs to be re-prepared.

3.2 Fault-tolerant preparation of logical |0⟩L

and |+⟩L states on the [[49,1,7]] BS code (d=7)

The preparation of 3-qubit GHZ states for the
purpose of SteaneSEM on the [[9,1,3]] BS code
does not require a verification because, up to
the stabilizers of the GHZ state, all weight-1
errors propagate to form other weight-1 errors.
As shown in the previous subsection, for 5-qubit
GHZ states, some weight-1 errors can propagate
to form problematic weight-2 errors. Fortunately,
these can be caught with a single verification
qubit.

For the [[49,1,7]] code, in order to maintain the
distance-7, the situation becomes more complex:
one needs to make sure that (1) no weight-1 er-
ror propagates to form a problematic weight-2 or
weight-3 error, and also that (2) no weight-2 er-
ror propagates to form a problematic weight-3 er-
ror. Naively, by extrapolating from the first two
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Figure 3: The preparation of a 5-qubit GHZ state can
be made fault-tolerant by adding an extra verification
qubit, which measures one of the Z stabilizers of the
GHZ state. In this case, the measured stabilizer is Z2Z4,
but this choice is not unique. Any stabilizer that detects
a weight-2 X error caused by a single-qubit X error works
well. For example, for this circuit, Z1Z5 would also be
a useful verification stabilizer. As with any verification
protocol, the final state might be discarded even in the
absence of problematic errors, for instance if an error
occurs on the measurement. In the case depicted, a
problematic X error is successfully detected and the GHZ
is discarded and re-prepared.

cases, one might believe that 2 verification qubits
are sufficient. However, this is not the case. We
performed an exhaustive search over all the pos-
sible circuits that emply 2 verification qubits to
measure weight-2 Z stabilizers and found none
that satisfies conditions (1) and (2). Figure 4
depicts an instance of a circuit with 2 verifica-
tion qubits that does not satisfy the condition (2).
The conditions are not satisfied because our er-
ror model assumes that weight-2 errors can occur
after entangling gates with the same probability
p as weight-1 errors. If weight-2 errors after en-
tangling gates occurred with a probability O(p2),
then 2 verification qubits would suffice. There-
fore, when adapting these ideas to experimental
systems, it is crucial to consider the specific noise
model because the number of necessary verifica-
tion qubits might depend on it.

For the error model employed in this paper,
3 verification qubits are necessary to guarantee
the fault-tolerant preparation of the 7-qubit GHZ
state. All 3 verification measurements need to
return a +1 eigenvalue to accept the GHZ state.
If at least 1 of them returns a −1, the verifica-
tion is not passed and the GHZ state needs to
be re-prepared. This was found by an exhaus-
tive search. Similarly, it was proven that the
conditions (1) and (2) are satisfied by exhaus-

Figure 4: Circuit to verify a 7-qubit GHZ with 2 verifica-
tion qubits. For the error model we employ, this circuit is
formally not fault-tolerant. In this case, an X error that
occurs with probability O(p2) can cause an undetected
weight-3 X error (The resulting weight-4 error is equiv-
alent to a weight-3 error up to the GHZ’s X stabilizer.).
As shown in the Section 5, even though this circuit is
not formally fault-tolerant, it still performs better than
ShorSEM for p > 2 × 10−6. To guarantee formal fault
tolerance, we find that 3 verification qubits are needed.

tively checking that all weight-1 and weight-2 er-
rors (more accurately all errors that occur with
probability O(p) and O(p2)) that result in prob-
lematic higher-weight errors are effectively caught
by at least one verification qubit.

3.3 Maintaining the formal distance of the
code is not strictly necessary to suppress the log-
ical error rate

One of the rules of thumb in the construction
of fault-tolerant circuits for QEC is that the
code distance needs to be maintained. What’s
the point of using a distance-7 QEC code if a
particular circuit construction is not immune to
some weight-3 errors, like the case of the [[49,1,7]]
code with 7-qubit GHZ states with 2 verification
qubits? It seems like it should be a loss because
the leading order of the logical error rate would
go from p4 to p3.

However, this argument is only valid in the
limit of p → 0. For higher p values, the coeffi-
cients of the non-leading-order terms might play
a very significant role. In fact, as it is shown
in the Section 5, for the [[49,1,7]] BS code with
SteaneSEM, employing 2 verification qubits out-
performs ShorSEM for an experimentally relevant
interval of p values (p > 2 × 10−6) despite not
being formally fault-tolerant. Furthermore, for
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p > 4 × 10−5, employing 2 and 3 verification
qubits result in similar performances (See Fig-
ure 6). Intuitively, this occurs because, with 2
verification qubits, there are very few weight-3
errors that result in a logical error, so the coef-
ficient of the p3 term is much smaller than the
coefficient of the p4 term for the procedure with
ShorSEM. The coefficients of the leading orders
of the polynomial expansions of the logical error
rates are presented in Table 1. These coefficients
are not obtained by curve fitting, but rather by
employing an error subset sampler described in
the Section 4. They are exact up to the sampling
error of the subsets.

3.4 Fault-tolerant preparation of logical |0⟩L

and |+⟩L states on the [[81,1,9]] BS code (d=9)
and beyond

A d-qubit GHZ state ((|0⟩⊗d + |1⟩⊗d)/
√

2) can
have at most 1 Z error and ⌊(d−1)/2⌋ X errors, up
to its stabilizers. Therefore, for errors of weight
up to ⌊(d− 1)/2⌋, no errors of higher weight will
be formed by gate propagation when creating the
d-qubit GHZ states. We exhaustively searched
over all possible constructions involving 3 and 4
verification qubits and we did not find a circuit
that maintains the formal distance-9. However,
the performance is good compared to ShorSEM,
as it is shown in the Section 5. All the circuits we
employed to verify the GHZ states are presented
in Appendix B. These circuits were found by an
exhaustive search over all circuits that measure
weight-2 Z stabilizers of the GHZ states.

4 Simulation scheme

We use a simulation toolkit employed in previ-
ous papers [25, 57, 58, 59], with CHP [60] as
its core simulator. In order to compare Steane-
SEM and ShorSEM on the BS code, we simulate
1 QEC cycle. In both cases, we initialize the data
qubits in a perfect logical state, perform one of
the syndrome extraction methods, and apply the
corresponding correction to the data qubits. Fi-
nally, to account for only uncorrectable errors, we
project the corrected state back to the codespace.
We count a logical error if the final projected state
is different from the initial state. We also de-
termine if the working logical qubit ends up be-
ing entangled with the gauge logical qubits. For

the noise model we employ, logical entanglement
never occurs. We performed the simulations with
an initial logical |0⟩L and |+⟩L. We show the re-
sults for |+⟩L, but the results are practically the
same for both initial states.

For SteaneSEM, to calculate the logical error
rate, we take into account only the runs where
all the GHZ verifications were passed. To per-
form the classical error correction on the ancil-
lary logical state outcomes, we employ a lookup
table. Despite its exponential scaling with the
number of stabilizer generators, the lookup ta-
ble is very practical given the reduced number of
stabilizer generators of the BS code. For exam-
ple, for the largest code we analyze (d = 9), the
number of syndromes in each lookup table is only
29−1 = 256.

For ShorSEM, we employ a recently proposed
adaptive scheme [29] for the time decoding and
the lookup tables for the space decoding. Fol-
lowing the formalism introduced in [29], we per-
formed both the weak and strong fault-tolerant
decoding schemes. We refer to [29] for a detailed
explanation of the ideas behind weak and strong
fault tolerance.

4.1 Noise model
We employ a depolarizing Pauli noise model with
no memory errors. Specifically, we have the fol-
lowing noise processes:

1. After every 1-qubit unitary gate: X, Y, or Z
error, each with a probability of p/3.

2. After every 2-qubit unitary gate: one of the
15 possible Pauli errors (IX, IY, ..., ZZ), each
with a probability of p/15.

3. After every |0⟩ state preparation: an X error
with a probability of p.

4. After every measurement in the Z basis: a
bit flip with a probability of q. For most of
the discussion, we set p = q to simplify the
visualization of the results. At the end, we
analyze the case where p and q are indepen-
dent to explore how each syndrome extrac-
tion method performs under different gate
vs. measurement noise strengths.

Despite being restricted to only Clifford gates
and Pauli preparations and measurements, er-
ror channels within the stabilizer formalism can
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be good approximations to realistic non-Clifford
noise processes [61, 62, 63, 64, 65].

4.2 Importance sampler

To expedite the simulation, we use an importance
(subset) sampler previously employed [25, 59].
Instead of traversing the whole circuit and adding
an error after each gate if a randomly generated
real number between 0 and 1 is less than the
physical error probability p, our importance sam-
pler divides the error-configuration set into non-
overlapping subsets according to the number of
errors or weight.

For a noise model with n independent error
parameters, we label each subset with a vector
w⃗ = (w1, w2, ..., wn), where wi corresponds to the
number of errors associated with the parameter i.
To estimate the logical error rate, we (1) analyti-
cally calculate the total probability of occurrence
of each subset (Aw⃗) and (2) perform Monte Carlo
sampling on the error subsets with high probabil-
ity of occurrence to obtain the logical error rate
for each subset

(
p

(w⃗)
L

)
. We can then compute

lower and upper bounds to the logical error rate
with the following equations:

p
(lower)
L =

w⃗max∑
w⃗=(0,0,...,0)

Aw⃗ p
(w⃗)
L (1)

p
(upper)
L = p

(lower)
L +

1 −
w⃗max∑

w⃗=(0,0,...,0)
Aw⃗

 (2)

where w⃗max is the highest-weight subset that was
sampled. The lower (upper) bound assumes that
all the subsets not sampled have a logical error
rate of 0(1). To calculate the upper bound we
simply add to the lower bound the total proba-
bility of occurrence of the unsampled subsets. For
low physical error rates, the two bounds typically
overlap. They start to diverge as the physical
error rates increase.

The subset sampler has several very convenient
features. First, it allows us to efficiently obtain
logical error rates at extremely low physical error
rates. In fact, it is most efficient at low physical
error rates because the number of subsets needed
to be sampled is low. Secondly, once we sample
the relevant subsets, we can then generate the
whole logical error rate curve (or hyper-surface
for a multi-parameter noise model) at once by

simply re-calculating the probabilities of occur-
rence of each subset, which is done analytically.
Finally, it allows us to compute the coefficients
associated with each term in the polynomial ex-
pansion of the logical error rate, which is very
useful to compare different QEC schemes. The
method to compute the polynomial coefficients is
described in the Appendix A and the coefficients
of the leading order terms for all logical error rates
are reported in Table 1. We can even obtain the
exact values of the leading polynomial coefficients
by exhaustively running all the error configura-
tions of the relevant subsets, as long as their car-
dinalities are not prohibitively high. Other im-
portance samplers have been previously applied
to the simulation of QEC circuits [66, 67]. Re-
cently, these ideas have been extended to develop
a dynamical subset sampling scheme [68].

In this work, we assume 3 independent error
weights: the number of errors after 1-qubit gates
and state preparations (w1), after 2-qubit gates
(w2), and after measurements (w3). However,
to simplify the visualization of the results, we
set all the physical error rates to be equal, ex-
cept in the final part of the paper where we let
the measurement error rate to be independent.
We sample all error subsets up to total weight
wtot = w1 + w2 + w3 equal to 10. The number
of samples taken for each subset is 2 × 104, ex-
cept for crucial subsets with very a low logical
error rate, where we take max(2 × 104, 5% of the
subset’s cardinality).

5 Results

Figure 5 shows the logical error rate for several
distances of the BS code with 3 different decod-
ing strategies. For both the weak and strong
ShorSEM, the leading order of the polynomial
expansion for each curve is p(d+1)/2 (See Table
1), which implies that the full distance is main-
tained. However, the pseudo-thresholds (intersec-
tions between curves) are rather low. An inter-
esting difference is observed between strong and
weak ShorSEM. Whereas the pseudo-thresholds
decrease quickly for the strong decoder (from
2.0 × 10−3 to 2.0 × 10−4), they decrease much
more slowly for the weak decoder (from 5.8×10−4

to 4.4 × 10−4).
On the other hand, for SteaneSEM, the pseudo-

thresholds remain high (from 3.6 × 10−3 to 2.6 ×
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d Shor Steane
Weak Strong v=0 v=1 v=2 v=3 v=4

3 1.45 × 102p2 3.88 × 102p2 3.66 × 102p2 – – – –
5 2.65 × 105p3 2.13 × 105p3 1.31 × 105p2 4.56 × 104p3 – – –

7 7.36 × 108p4 3.42 × 108p4 – –
1.31 × 103p3

+
6.32 × 107p4

9.88 × 107p4 –

9 1.45 × 1011p5 1.97 × 1012p5 – – –
1.78 × 105p4

+
3.85 × 1010p5

2.26 × 104p4

+
4.56 × 1010p5

Table 1: Leading-order terms of the polynomial expansions of the logical error rates for BS codes of distances 3,
5, 7, and 9 and various syndrome extraction methods. For SteaneSEM, the number of qubits used for the GHZ
verifications is denoted by v. For each term, the coefficient is obtained with the subset sampler and the method
described in Appendix A. For both the strong and weak StrongSEM, the leading orders are p(d+1)/2, which implies
that the full code distance is maintained. For SteaneSEM, the full code distance is maintained only for d=5 (v=1)
and d=7 (v=3). For the other cases, the leading order is reduced by 1. Nevertheless, as shown in Figure 6, except
for the d=5 without verification, the SteaneSEM cases that have a decreased distance still outperform full-distance
ShorSEM for experimentally relevant physical error rates

(
p >∼ 10−6). This illustrates that maintaining the full

distance is not strictly necessary to guarantee that a particular protocol will be effective.
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4.41× 10−4 5.81× 10−4

Weak ShorSEM d=3

Weak ShorSEM d=5

Weak ShorSEM d=7

Weak ShorSEM d=9

10−6 10−5 10−4 10−3

Physical error rate

2.03× 10−32.01× 10−4

Strong ShorSEM
d=3

Strong ShorSEM
d=5

Strong ShorSEM
d=7

Strong ShorSEM
d=9

10−6 10−5 10−4 10−3 10−2

Physical error rate

3.63× 10−32.57× 10−3

SteaneSEM d=3

SteaneSEM d=5 (v=1)

SteaneSEM d=7
(v=2)

SteaneSEM d=9
(v=3)

Figure 5: Logical error rates for the BS code with 3 different decoding strategies: (1) weak ShorSEM adaptive
decoder, (2) strong ShorSEM adaptive decoder, and (3) SteaneSEM. For each decoding strategy, the lowest and
highest pseudo-thresholds are shown. Remarkably, the lowest SteaneSEM pseudo-thresholds

(
∼ 10−3) are about 1

order of magnitude higher than their ShorSEM counterparts
(
∼ 10−4). For SteaneSEM, the number of verification

qubits used for each GHZ state is denoted by v. For some d = 9 curves, we already observe, for high values of p,
a small divergence between the upper and lower bounds of the logical error rate. This occurs because, for larger
physical error rates, the probability of occurrence of the high-weight subsets not sampled becomes considerable.

10−3), about 1 order of magnitude higher than
for the Shor methods. It remains an open ques-
tion how fast the SteaneSEM pseudo-thresholds
will decrease for higher distances (d > 9) and

whether or not a real threshold exists for the BS
code if this syndrome extraction method is em-
ployed. In any case, despite its great importance
from a theoretical QEC perspective, from a prac-
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tical point of view the existence of a threshold is
not strictly necessary since the crucial goal of a
QECC is to achieve a sufficiently low logical error
rate useful for algorithmic purposes.

Figure 6 presents the logical error rates from
a different perspective, which lets us compare
more easily the performance of the syndrome ex-
traction methods for distances 5, 7, and 9. For
d = 5, SteaneSEM with 1 verification qubit per
GHZ state (v=1) outperforms ShorSEM for ev-
ery physical error rate. For low p values, this can
be explained by comparing the coefficients of the
leading orders in the polynomial expansions (See
Table 1). For both ShorSEM and SteaneSEM
(v=1), the leading order is p3, but the coefficient
is almost 1 order of magnitude larger for both
Shor methods than for SteaneSEM.

As a reference point, we also simulated the
d=5 rotated surface code [24, 69, 70, 71] with the
adaptive ShorSEM time decoder and a lookup-
table space decoder. As seen in Figure 6, its per-
formance is slightly better than the BS code with
ShorSEM, but still worse than the BS code with
SteaneSEM.

For d=7, SteaneSEM requires 3 verification
qubits per GHZ state (v=3) to maintain the full
distance of the code. If only 2 verification qubits
are used, then some weight-3 error events can
be uncorrectable. An example of such an event
would be a situation where first the 2 X errors
depicted in Figure 4 occur during the prepara-
tion of one of the GHZ states. The resulting
weight-3 X error on the GHZ state error would
not directly propagate to the logical data qubit
because this GHZ state is a constituent of the log-
ical |+⟩L state (See Figure 1). However, it would
give rise to an incorrect syndrome, so it propa-
gates indirectly. If another X error occurs on one
of the data qubits not part of this wrong correc-
tion, then applying the correction would result
in an uncorrectable weight-4 X error. Therefore,
this is an error event that occurs with probabil-
ity O(p3), but that results in an uncorrectable
weight-4 error.

Despite being formally not fault-tolerant (its
effective distance decreased from 7 to 5), Steane-
SEM with 2 verification qubits per GHZ still out-
performs both strong and weak ShorSEM for an
experimentally relevant physical error rate inter-
val

(
p > 2 × 10−6), as shown in Figure 6. As seen

in Table 1, the coefficient of the p3 term for d=7

(v=2) SteaneSEM is very small compared to the
coefficients of the p4 terms for both strong and
weak ShorSEM (∼ 103 vs. ∼ 108). In other
words, for d=7 (v=2) SteaneSEM, the number of
uncorrectable error events that occur with prob-
ability O(p3) is so small that it is only for very
low physical error rates

(
p < 2 × 10−6) that the

leading-order comparison is an appropriate anal-
ysis tool.

For d=7, if we use 3 verification qubits
per GHZ state, then SteaneSEM outperforms
ShorSEM for every physical error rate. This
agrees with the fact that both d=7 (v=3) Steane-
SEM and d=7 ShorSEM have the same leading
order (p4), but the former has a lower coefficient
(See Table 1). Surprisingly, for p > 4 × 10−5, the
performance of SteaneSEM is about the same for
v=2 and v=3. This further strengthens the point
that maintaining the full distance of the code is
not strictly necessary to guarantee the usefulness
of a particular QEC protocol.

For d=9, both v=3 and v=4 SteaneSEM have
their effective distances decrease from 9 to 7, as
seen from the leading p4 orders in Table 1. How-
ever, as seen in Figure 6, for p > 4 × 10−7,
both SteaneSEM constructions outperform their
ShorSEM counterparts, despite the latter ones
maintaining the full code distance (d=9). Sim-
ilarly to the d=7 case, for an experimentally rele-
vant physical error rate interval

(
p > 10−5), using

3 or 4 verification qubits per GHZ give essentially
the same results.

5.1 Improvement rate of SteaneSEM vs.
ShorSEM
In order to further compare both syndrome ex-
traction methods, we define the improvement rate
as the ratio of the logical error rate for ShorSEM
over the logical error rate of SteaneSEM:

r =
pL(ShorSEM)
pL(SteaneSEM)

Figure 7 shows the improvement rate r as func-
tion of the physical error rate p. It increases with
the code distance from less than 1 for d = 3 (a
disadvantage) to ∼ 2 for d = 5, ∼ 10 for d = 7,
and ∼ 20 for d = 9. The improvement rate does
not depend too strongly on the physical error rate
for the p interval considered, as seen in Figure 7.

The increasing improvement rate of Steane-
SEM over ShorSEM has very important practi-
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Weak ShorSEM

Weak ShorSEM on
Surface Code
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d=7

SteaneSEM (v=2)

SteaneSEM (v=3)

Weak ShorSEM
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Figure 6: Logical error rates for several distances (d) of the BS code. For SteaneSEM, the number of verification
qubits used for each GHZ state is denoted by v. Except for the distance-5 with no verification qubits, all the non
fault-tolerant SteaneSEM circuit constructions outperform the fault-tolerant ShorSEM protocols for experimentally
relevant values of p. We only include the results for weak ShorSEM. The results for strong ShorSEM are very similar.

cal consequences. Notice, for example, that for
a physical error rate p = 10−4, a distance-9 BS
code with SteaneSEM would be enough to achieve
a logical error rate of 10−10, which is considered
as the largest tolerable error rate to achieve an al-
gorithmic qubit capable of sustaining a deep and
useful quantum computation [72]. For ShorSEM,
on the other hand, a distance-9 BS code would
not be enough to achieve this logical error rate.
It is an open question whether this increasing im-
provement rate will be sustained for even higher
distances (d > 9).

Motivated by a recent paper [73], we now set
the measurement error rate (q) to be independent
from the 1-qubit gate, 2-qubit gate, and state
preparation error rate (p). The resulting improve-
ment rate is plotted as a heat map in Figure 8.
We find that the improvement rate has the high-
est values when gate errors dominate over mea-
surement errors (p ≫ q). This is expected since
the number of entangling gates is considerably
lower for SteaneSEM. However, when measure-
ment errors dominate over gate errors (p ≪ g),
the improvement rate can be less than 1, which
means that ShorSEM outperforms SteaneSEM.
This is also expected, since ShorSEM has less
measurements than SteaneSEM. In Appendix D,
we present the total number of CNOT gates and
measurements for the various circuit construc-
tions that we study in this paper.

5.2 Probability of not passing the GHZ state
verification

One possible drawback of the current proposal
for SteaneSEM on the BS code is that it relies on
post-selection. If the GHZ state does not pass
the verification checks, it is discarded and re-
prepared, which could potentially result in a con-
siderable time overhead in a system where the
measurements and state preparations are slow.
However, a numerical calculation shows that this
is not as bad as it might seem. Figure 9 shows the
probability that a single d-qubit GHZ state does
not pass the verification. The probability that the
verification is not passed increases with the code
distance, but it is very reasonable. As shown in
Figure 9, for a physical error rate of p = 10−3, all
the verifications will be passed more than 95% of
the times.

To experimentally implement the SteaneSEM
on the BS code, we envision a whole section of
the quantum computer dedicated to prepare and
verify GHZ states (GHZ state factory). Notice
that to perform SteaneSEM on a distance-d BS
code, it is possible to prepare each d-qubit GHZ
state, entangle it to the data qubits, and even
measure it one at a time instead of waiting to
simultaneously have all the d GHZ states that
form the logical |0⟩L or |+⟩L.
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Figure 7: Improvement rate of SteaneSEM over the
weak ShorSEM for various distances as a function of
the physical error rate. The label v refers to the num-
ber of qubits used for the verification of each GHZ state
that forms the logical ancillary |0⟩L and |+⟩L states.
The improvement rate increases monotonically with d,
from r ≈ 0.4 for d = 3 (ShorSEM 2.5 times better
than SteaneSEM), to r ≈ 20 for d = 9 (SteaneSEM
20 times better than ShorSEM). SteaneSEM advantage
is observed for d = 7(v= 2) and d = 9, despite the
fact that these protocols are not formally fault-tolerant,
while their ShorSEM counterparts are. Even for d = 5
without verification (v= 0), SteaneSEM achieves a com-
parable performance to ShorSEM for high physical error
rates. For d = 7 and d = 9, the divergence between
the lower and upper bounds indicate that the probabil-
ity of occurrence of the high-weight subsets not sampled
is considerable.

6 Conclusions and Outlook

In this paper we have studied the performance of
the BS code with two different syndrome extrac-
tion methods: Shor’s and Steane’s. The fact that
the logical |0⟩L and |+⟩L states of the BS code
can be expressed as products of GHZ states posi-
tions this code as a natural candidate for Steane’s
syndrome extraction method.

We have shown that these logical BS states
can be prepared in a straightforward manner by
verifying its constituent GHZ states and post-
selecting them. By using this post-selection GHZ
preparation method we have found that Steane-
SEM significantly outperforms ShorSEM on the
BS code. Steane’s method results in pseudo-
thresholds that are about 1 order of magnitude
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Figure 8: Improvement rate of SteaneSEM over the weak
ShorSEM for the distance-5 BS code. We define two in-
dependent noise parameters: p, which quantifies the er-
ror rate of 1-qubit gates, 2-qubit gates, and state prepa-
rations, and q, which quantifies the measurement error
rate. The improvement rate is the largest when gate er-
rors dominate over measurement errors (p ≫ q), which
corresponds to the lower right section of the heat map.
In the opposite regime (p ≪ q), the improvement rate
is less than 1, which means that ShorSEM outperforms
SteaneSEM. When p = q (diagonal line), the improve-
ment rate is around 2.
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Figure 9: Probability of discarding the GHZ state be-
cause of a failed verification. The probability grows with
increasing physical error rate, but it remains within rea-
sonable limits. The 5% failure probability is shown as a
reference.
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higher
(
∼ 10−3 vs. ∼ 10−4). We have also found

that the improvement rate of Steane’s method
over Shor’s increases monotonically with the code
distance from Steane’s method being disadvanta-
geous for d=3 to being about 20 times better for
d=9. When we let the measurement error rate
be independent from the gates and preparations
error rate, we find that Steane’s improvement is
the greatest in the regime where gate error domi-
nate over measurement errors. This is consistent
with the fact that Steane’s method employs con-
siderably less entangling gates than Shor’s.

Some of the circuit constructions that we have
found to prepare the logical |0⟩L and |+⟩L states
used in Steane’s method are not strictly fault-
tolerant, since their effective distance is reduced.
However, we found that for experimentally rel-
evant physical error rates, even the non-fault-
tolerant Steane’s circuit constructions outper-
form their Shor’s counterparts, despite the lat-
ter ones being formally fault-tolerant. Further-
more, for these experimentally relevant physical
error rates, Steane’s non-fault-tolerant and fault-
tolerant protocols have essentially the same per-
formance. From our perspective, this is one of the
most important results from this work, since it
illustrates that maintaining the formal code dis-
tance is not strictly necessary to guarantee the
usefulness of a QEC protocol. It also suggests
that leading-order analysis might not be the most
appropriate tool when comparing QEC strate-
gies under experimentally relevant physical error
rates.

Given that our state preparation methods post-
selective, we also calculated the probability that
the GHZ verifications are not passed. We have
found that, for all code distances and experimen-
tally relevant physical error rates, the prepara-
tions fail less than 5% of the times.

There are several questions that remain to be
answered. First, the circuits used to verify the
GHZ states were found by a brute-force exhaus-
tive search over all possible weight-2 Z stabilizers.
This strategy is not scalable to higher distances.
It would be interesting to apply the great body of
work on flag qubits [22, 23, 74] to develop a formal
framework to construct GHZ-verification circuits
that employ the least number of extra qubits. It
would also be interesting to find circuits that do
not rely on post-selection.

Finally, we also plan to study these protocols

in the context of trapped ions and neutral atoms
with a realistic modeling of the noise and the pos-
sible shuttling operations. In designing effective
and useful fault-tolerant QEC protocols, it will
be crucial to take into account the detailed noise
processes and architectural constraints of the spe-
cific quantum computing platforms where these
protocols will be implemented.
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A Calculating the Polynomial Expansion Coefficients

To calculate the coefficients of the logical error rate polynomial expansion we can expand Equation 1
to get a function of the physical error rates and then add all the coefficients corresponding to the term
we wish to find. For the cases presented in this paper, the error subsets have only three indices. If all
errors occur with the same probability p, Aw⃗ is given by Equation 3.

Aw⃗ =
(
n1
w1

)(
n2
w2

)(
n3
w3

)
pwtot(1 − p)ntot−wtot

=
ntot−wtot∑

r=0
(−1)r

(
n1
w1

)(
n2
w2

)(
n3
w3

)(
ntot − wtot

r

)
pwtot+r (3)

where n1 is the number of 1-qubit gates and state preparations, n2 is the number of 2-qubit gates,
and n3 is the number of measurements in the circuit; w1 is the number of errors after 1-qubit gates
and state preparations, w2 is the number of errors after 2-qubit gates, and w3 is the number of errors
after measurements for the particular error subset Aw⃗; ntot = n1 + n2 + n3 and wtot = w1 + w2 + w3.
Substituting Equation 3 into Equation 1 we get Equation 4.

p
(lower)
L =

w⃗max∑
w⃗=(0,0,...,0)

ntot−wtot∑
r=0

(−1)r

(
n1
w1

)(
n2
w2

)(
n3
w3

)(
ntot − wtot

r

)
pwtot+r p

(w⃗)
L (4)

Then we can get the coefficient cl of the term pl by adding the coefficients of all the terms that
satisfy wtot + r = l, as shown equation 5

cl =
ntot−wtot∑

r=0
wtot+r=l

(−1)rp
(w⃗)
L

(
n1
w1

)(
n2
w2

)(
n3
w3

)(
ntot − wtot

r

)
(5)

B GHZ Preparation Circuits

The circuits used to prepare the GHZ states are shown in figures 10, 11, 12, 13 and 14. The circuit
used to perform ShorSEM for a distance-3 BS code is shown in Figure 15.

|0⟩ H •

|0⟩ • •

|0⟩ •

|0⟩ • •

|0⟩

|0⟩ Mz

Figure 10: Circuit used to prepare a distance-5 GHZ state with 1 verification. This circuit is formally fault-tolerant.
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|0⟩ H •

|0⟩ • •

|0⟩ • •

|0⟩ •

|0⟩ • •

|0⟩ • •

|0⟩

|0⟩ Mz

|0⟩ Mz

Figure 11: Circuit used to prepare a distance-7 GHZ state with 2 verifications. This circuit is formally not fault-
tolerant.

|0⟩ H •

|0⟩ • • •

|0⟩ •

|0⟩ • •

|0⟩ • •

|0⟩ • • •

|0⟩

|0⟩ Mz

|0⟩ Mz

|0⟩ Mz

Figure 12: Circuit used to prepare a distance-7 GHZ state with 3 verifications. This circuit is formally fault-tolerant.
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|0⟩ H •

|0⟩ • •

|0⟩ • •

|0⟩ •

|0⟩ • •

|0⟩ •

|0⟩ • •

|0⟩ • • •

|0⟩

|0⟩ Mz

|0⟩ Mz

|0⟩ Mz

Figure 13: Circuit used to prepare a distance-9 GHZ state with 3 verifications. This circuit is formally not fault-
tolerant.
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|0⟩ H •

|0⟩ • •

|0⟩ • •

|0⟩ • •

|0⟩ • • •

|0⟩ • •

|0⟩ •

|0⟩ • • •

|0⟩

|0⟩ Mz

|0⟩ Mz

|0⟩ Mz

|0⟩ Mz

Figure 14: Circuit used to prepare a distance-9 GHZ state with 4 verifications. This circuit is formally not fault-
tolerant.

|0⟩ H • • • • • • H Mz

|0⟩ H • • • • • • H Mz

ψ

Figure 15: Circuit used to extract the X-stabilizer syndromes using ShorSEM for a distance-3 Bacon-Shor code. We
used an analogous circuit to extract the syndromes for higher distances.
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SX,1 SX,2 Correction
0 0 I

0 1 Z3

1 0 Z1

1 1 Z2

(a) X stabilizers to correct Z errors.

SZ,1 SZ,2 Correction
0 0 I

0 1 X7

1 0 X1

1 1 X4

(b) Z stabilizers to correct X errors.

Table 2: Lookup tables for the distance-3 BS code. SX,1 = X1X2X4X5X7X8, SX,2 = X2X3X5X6X8X9, SZ,1 =
Z1Z2Z3Z4Z5Z6, SZ,2 = Z4Z5Z6Z7Z8Z9.

C Lookup tables
For the space decoding of the BS code we used lookup tables. For distances 3 and 5 the lookup tables
used are shown in Table 2 and Table 3 respectively. The lookup tables for distances 7 and 9 are
analogous. They correspond to the lookup tables of a repetition code. For each distance d, the X (Z)
stabilizers correspond to weight-2d vertical (horizontal) rectangles.

D Number of gates for the various circuit constructions
To calculate the total number of gates, for SteaneSEM, we assume that the GHZ verifications are
done only once. Since ShorSEM is adaptive, we do not know a priori how many rounds of stabilizer
measurements will be run. The number of gates we report correspond to the maximal number of
stabilizer rounds, which are given in [29].
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SX,1 SX,2 SX,3 SX,4 Correction
0 0 0 0 I

0 0 0 1 Z5

0 0 1 0 Z4Z5

0 0 1 1 Z4

0 1 0 0 Z1Z2

0 1 0 1 Z3Z4

0 1 1 0 Z3

0 1 1 1 Z3Z5

1 0 0 0 Z1

1 0 0 1 Z1Z5

1 0 1 0 Z2Z3

1 0 1 1 Z1Z4

1 1 0 0 Z2

1 1 0 1 Z2Z5

1 1 1 0 Z1Z3

1 1 1 1 Z2Z4

(a) X stabilizers to correct Z errors.

SZ,1 SZ,2 SZ,3 SZ,4 Correction
0 0 0 0 I

0 0 0 1 X21

0 0 1 0 X16X21

0 0 1 1 X16

0 1 0 0 X1X6

0 1 0 1 X11X16

0 1 1 0 X11

0 1 1 1 X11X21

1 0 0 0 X1

1 0 0 1 X1X21

1 0 1 0 X6X11

1 0 1 1 X1X16

1 1 0 0 X6

1 1 0 1 X6X21

1 1 1 0 X1X11

1 1 1 1 X6X16

(b) Z stabilizers to correct X errors.

Table 3: Lookup tables for distance-5 BS code. The stabilizers are analogous to the distance-3 stabilizers: weight-10
vertical (horizontal) rectangles for the X(Z) stabilizers.
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d Steane Shor
v=0 v=1 v=2 v=3 v=4 weak strong

3 30 – – – – 48 72
5 90 110 – – – 320 400
7 – – 238 266 – 1176 1344
9 – – – 414 450 2880 3168

Table 4: Total number of CNOT gates for the various protocols that we study in this paper.

d Steane Shor
v=0 v=1 v=2 v=3 v=4 weak strong

3 18 – – – – 8 12
5 50 60 – – – 32 40
7 – – 126 140 – 84 96
9 – – – 216 234 160 176

Table 5: Total number of measurements for the various protocols that we study in this paper.
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