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Quantum Error Correction Codes
(QECCs) are fundamental to the advance-
ment of quantum computing, safeguarding
quantum states from the detrimental
impact of noise and errors. The right
choice of QECC, tailored to specific sce-
narios influenced by noise levels and qubit
constraints, is as vital as the technological
advancements themselves. This paper
introduces a novel and comprehensive
methodology for benchmarking QECCs,
featuring a set of universal parameters.
Utilizing eight distinguished QECCs, we
propose a suite of eight parameters for
a thorough analysis. Our work not only
establishes a universal benchmarking
methodology but also underscores the
nuanced balance inherent in quantum er-
ror correction. The paper highlights that
there is no one-size-fits-all solution; the
selection of a QECC is contingent upon
the specific constraints and circumstances
of each case.

Keywords: Quantum error correction codes
(QECCs), Benchmarking, Parameters.

1 Introduction
Quantum computing harnesses the principles of
quantum mechanics to execute tasks that are be-
yond the capabilities of classical computing. This
advanced technology finds applications in various
fields, including molecule simulation for drug de-
velopment, financial optimization enhancements,
machine learning acceleration, improvement of
optimization tasks, and revolutionary changes
in supply chain management, among others [58,
54, 62, 30, 4]. However, commercialization of
these quantum computing developments incurs
Avimita Chatterjee: amc8313@psu.edu
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challenges such as qubit stability and quantum
noise [19, 47]. Quantum Error Correction Codes
(QECCs) are crucial for achieving fault-tolerant
quantum computing in the face of unavoidable
qubit noise [45, 23]. Traditional error correc-
tion methods [33] encounter unique challenges in
the quantum realm, primarily due to constraints
like the no-cloning theorem [79] and the wave-
function collapse that occurs during qubit mea-
surement [76]. Research in this field has led to
the creation of various quantum codes, such as
the five-qubit code, Bacon-Shor code, topolog-
ical code, surface code, color code, and heavy-
hexagon code. These codes have shown effective-
ness in correcting single errors [69, 2, 6, 40, 42,
11].

1.1 Motivation

Many quantum error-correcting codes have been
proposed, each offering unique advantages and
trade-offs. These range from the well-known Shor
and Steane codes to more recent innovations like
topological codes. However, this diversity leads
to a critical question: “Which code is most suit-
able for a given quantum computing scenario?”
This question underscores the need for a com-
prehensive, standardized benchmarking method-
ology. While numerous studies have individu-
ally assessed various QECCs, there is a lack of
a unified methodology that allows for an objec-
tive, comparative analysis across codes. Such a
comparison is vital not just for current quantum
computing research but also for guiding future
developments in QECCs.

1.2 Contribution

This paper introduces a comprehensive bench-
marking methodology designed for all QECCs.
Our methodology includes key parameters such
as error correction capability, resource efficiency,
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error threshold, and scalability, ensuring a well-
rounded evaluation of each code’s performance
and practical feasibility. Through this method-
ology, we extensively compare various notable
QECCs and their variations, offering insights into
their behavior under different scenarios and high-
lighting their strengths and weaknesses. This
methodology serves as a standard for assessing all
QECCs and their variations, encompassing both
existing and future ones.

To our knowledge, this is the first instance
of a unified benchmarking methodology for all
quantum error correction codes. With the ongo-
ing evolution of quantum computing, new codes
and their variations will continually arise. Our
methodology offers a systematic approach to eval-
uate these codes, aiming to ensure that advance-
ments in quantum computing are substantial and
effectively address the quantum error challenge.
In this study, we analyze eight prominent QECCs
using eight distinct parameters, providing a clear
comparative analysis. This study assists in choos-
ing the most suitable QECC for their specific
quantum computing applications.

1.3 Paper Structure

Section 2 begins with a concise overview of
QECCs, followed by a detailed description of the
eight QECCs utilized in this study. Section 3
introduces the eight benchmarking parameters,
delves into the criteria for selecting codes & pa-
rameters, and outlines the methodology for com-
parative analysis. Section 4 presents an in-depth
analysis of the eight QECCs in relation to the
chosen parameters. Section 5 discusses prospec-
tive future work and challenges. Finally, the pa-
per concludes in Section 6.

2 Theoretical Background

This section gives a general overview of the quan-
tum error correction codes and then moves on to
describe the codes that have been considered in
this study.

2.1 Brief Overview of QECCs

2.1.1 Error Correction in Quantum Systems

Quantum Error-Correcting Codes (QECCs) dif-
fer fundamentally from classical error correction

as they manage information encoded in quantum
states, characterized by properties like superpo-
sition and entanglement [51]. Quantum systems
are notably sensitive, with quantum states be-
ing easily disrupted by external disturbances [56].
This fragility presents a significant hurdle for reli-
able quantum computation and information stor-
age, effectively addressed by QECCs [32].

QECCs function by encoding quantum infor-
mation across multiple qubits, allowing the sys-
tem to detect and correct errors without directly
measuring the quantum state, in compliance with
the no-cloning theorem [78, 24]. Quantum er-
rors primarily include bit-flip and phase-flip er-
rors, with more complex errors combining these
two [64]. QECCs correct these errors through en-
tangled states and collective measurements [13].

2.1.2 Code Varieties and Applications

Various QECCs have been proposed: Shor
Code, the first QECC capable of correcting ar-
bitrary single-qubit errors [64]; Steane Code, a
Calderbank-Shor-Steane (CSS) code illustrating
fault-tolerant quantum computation principles
[66]; Topological Codes, like Kitaev’s Toric code,
using a lattice of qubits for robustness against
local errors [41] and Surface Codes, known for
simpler error correction procedures, suitable for
large-scale quantum computations [28].

QECCs are integral to practical quantum com-
puting, particularly in achieving fault-tolerant
quantum computation, a vital step for scalable
and reliable quantum computers [3]. Ongoing re-
search in QECCs focuses on optimizing code ef-
ficiency, reducing qubit overhead, and enhancing
fault tolerance, crucial for the evolution of quan-
tum computing [72].

2.2 Descriptions of QECCs Under Study
2.2.1 Repetition Code

The Quantum Repetition Code [23, 55] is one of
the simplest forms of QECCs. Its primary func-
tion is to protect quantum information against
errors, particularly bit-flip errors. This code
extends the concept of the classical repetition
code into the quantum realm, leveraging the fun-
damental principles of quantum mechanics [17].
The quantum repetition code works by encod-
ing a single qubit of information across multiple
qubits. For instance, in a 3-qubit repetition code,
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Figure 1: Quantum circuit implementing a 3-qubit
repetition code: It features a state preparation circuit,
the possibility of a single bit-flip error on any of the
three qubits, two ancilla qubits initialized to |0⟩ for par-
ity checking, a first stabilizer circuit (Z ⊗ Z ⊗ I) for
measuring parity between the first two qubits, a second
stabilizer circuit (I ⊗Z ⊗Z) for the last two qubits, and
syndrome bits S0, S1 obtained via the ancilla qubits for
error detection and deduction. Correction is achieved by
applying a sequence of self-inverse Pauli-gates (c) to the
qubit requiring correction.

a single logical qubit |0⟩ or |1⟩ is encoded as |000⟩
or |111⟩, respectively. This redundancy allows
the code to detect and correct bit-flip errors that
might occur on individual qubits.

Error detection in the quantum repetition code
is accomplished through a process known as syn-
drome measurement. This involves measuring the
parity of neighboring qubits without collapsing
the overall quantum state. For example, if the
encoded state is |000⟩ and a bit-flip error occurs
on the second qubit, the state changes to |010⟩.
The syndrome measurement detects this error by
noticing the changed parity between the first and
second qubits and the second and third qubits.
Once detected, quantum operations can be ap-
plied to correct the error and restore the origi-
nal state. Fig. 1 shows a quantum circuit for a
3-qubit repetition code, featuring state prepara-
tion, potential single bit-flip error detection, par-
ity checking with two ancilla qubits, and error
correction using self-inverse Pauli-gates.

2.2.2 Shor Code

The Shor Code [64], named after its inventor Pe-
ter Shor, is a landmark in the field of quantum
error correction. Introduced in 1995, it was the
first quantum error-correcting code (QECC) that
demonstrated the feasibility of correcting arbi-
trary quantum errors, specifically both bit-flip
and phase-flip errors, in a quantum bit or qubit.

The Shor Code encodes a single qubit of quan-
tum information into a highly entangled state of

nine physical qubits. This 9-qubit code is effec-
tively a combination of the classical 3-bit repeti-
tion code, which corrects bit-flip errors, and the
quantum phase-flip code, which corrects phase-
flip errors.

The Shor Code utilizes a specific arrangement:
The first layer of encoding replicates the qubit
three times, preparing for bit-flip error correc-
tion and the second layer encodes each of these
three qubits into three more qubits to guard
against phase-flip errors. This two-layer struc-
ture makes the Shor Code capable of correcting
any single-qubit error, whether it is a bit-flip, a
phase-flip, or a combination of both on any of
the nine qubits. It is described as a degener-
ate code, where different error types can affect
the codewords similarly. The two basis states
of the code are represented as |0L⟩ and |1L⟩, in-
tricately constructed from the superposition and
entanglement of the nine qubits. The two ba-
sis states for the code are defined as: |0L⟩ =

1√
8(|000⟩+|111⟩)(|000⟩+|111⟩)(|000⟩+|111⟩) and

|1L⟩ = 1√
8(|000⟩ − |111⟩)(|000⟩ − |111⟩)(|000⟩ −

|111⟩). This structure ensures that the Shor Code
can correct a single X error in any one block of
three qubits and a single Z error on any of the
nine qubits, classifying it as a full quantum error-
correcting code

In the Shor Code, X errors are detected and
corrected by using a correction circuit similar to
that in the three-qubit code, applied to each block
of three qubits. The process involves identify-
ing single bit-flip errors and rectifying them ac-
cordingly. For phase-flip errors, the correction
is achieved by examining the sign differences be-
tween the three blocks. This is executed using
a set of six CNOT gates that compare the signs
of blocks one and two, followed by another set
of CNOT gates for blocks two and three. The
unique aspect of the Shor Code is its degeneracy
- a phase flip on any one qubit in a block of three
has the same effect, hence, knowing the block in
which the error occurs is sufficient to apply the
correction operator. The Shor Code can correct
for up to three individual bit flips provided each
occurs in a different block of three. However, it is
typically considered a single error-correcting code
as it cannot handle multiple errors if they occur
in specific locations. Fig. 2 depicts the encod-
ing, error introduction, and error correction of a
9-qubit Shor code.

3



|ψ⟩
|0⟩
|0⟩
|0⟩
|0⟩
|0⟩
|0⟩
|0⟩
|0⟩

H

H

H

e

H

H

H

|ψ⟩

Figure 2: Quantum circuit implementing a 9-qubit
Shor code: It features a state preparation encoding cir-
cuit, the possibility of a single bit-flip or phase flip error
on any of the three qubits, error correction, and error
recovery.

2.2.3 Steane Code

The Steane Code [65], also known as the 7-qubit
code, was introduced by Andrew Steane in 1996
as a part of the Calderbank-Shor-Steane (CSS)
[13, 66] family of quantum error-correcting codes.
It represents a significant advancement in the
field of quantum error correction, offering a sym-
metrical approach to correcting both bit-flip and
phase-flip errors. The Steane Code encodes a sin-
gle logical qubit into seven physical qubits. It is
based on classical error-correcting codes, specif-
ically the [7,4,3] Hamming code, which corrects
single-bit errors in classical computing. In the
quantum realm, this code is extended to correct
both bit-flip and phase-flip errors in quantum
bits. The key feature of the Steane Code is its
CSS construction, which allows separate correc-
tion of bit-flip and phase-flip errors. This separa-
tion simplifies the error correction process and re-
duces the complexity of quantum circuits needed
for implementation. The logical zero |0L⟩ and one
|1L⟩ states in the Steane Code are defined using
superpositions of the Hamming code’s even and
odd weight codewords, respectively.

The Steane Code employs syndrome measure-
ments for error detection, which uniquely indi-
cate the presence and type of error without col-
lapsing the quantum state. This code is com-
prised of 6 stabilizer generators: IIIXXXX,
IXXIIXX, XIXIXIX, IIIZZZZ, IZZIIZZ
and ZIZIZIZ. Due to this structure, the Steane
Code can independently correct X and Z errors
using separate circuits. This dual capability is
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|0⟩
|0⟩
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Figure 3: Implementing a 7-qubit Steane code de-
coding circuit: It features three bit-flip detection stabi-
lizers and three phase-flip detection stabilizers along with
six ancilla qubits and their respective syndrome mea-
surements (3 for detecting bit-flips and 3 for detecting
phase-flips.)

central to its functionality, allowing for the ef-
ficient correction of single-qubit errors in quan-
tum systems. The logical |0⟩ and |1⟩ states of
this code are: |0L⟩ = 1√

8(|0000000⟩+ |1010101⟩+
|0110011⟩ + |1100110⟩ + |0001111⟩ + |1011010⟩ +
|0111100⟩+|1101001⟩) and |1L⟩ = XL |0L⟩; where
XL = XXXXXXX. Fig. 3 depicts the error-
detecting circuit of the 7-qubit Steane code.

2.2.4 Toric Code

The Toric Code [40], introduced by Alexei Ki-
taev, represents a novel approach to quantum er-
ror correction by leveraging topological proper-
ties. Its use of a two-dimensional lattice structure
is unique, making it resistant to a broad class of
local errors.

In the Toric Code, qubits are placed on the
edges of a two-dimensional lattice on a torus.
The topology of the lattice defines logical qubits
and error correction is achieved by measuring
vertex and plaquette operators. These oper-
ators are defined as: Vertex operators: Ov =∏

i∈v Xi and Plaquette operators: Op =
∏

i∈p Zi.
In these expressions, Xi and Zi represent Pauli
X and Z operators applied to the qubits. The
products are taken over qubits around a vertex
v for vertex operators, and around a plaquette p
for plaquette operators.

Errors in the Toric Code manifest as excita-
tions in this lattice structure. Bit-flip errors dis-
rupt vertex operators, while phase-flip errors dis-
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Figure 4: Representation of a toric code: The torus
on the left shows two rings. Its corresponding lattice
on the right is arranged to reflect these rings, with top-
bottom and left-right lattice qubits being identical. The
X-stabilizer (vertex operator), marked in orange, acts on
four ‘X’ labeled qubits to detect Z errors. Conversely,
the Z-stabilizer (plaquette operator), highlighted in blue,
operates on four ‘Z’ labeled qubits, enabling the detec-
tion of X errors on any of these qubits.

rupt plaquette operators. The code detects errors
by checking for these excitations. The topologi-
cal nature of the code allows for the identification
and correction of errors based on the collective
state of multiple qubits, rather than individual
qubit states. Fig. 4 represents the toric code and
the acting of the X and Z stabilizers on its unique
lattice structure.

2.2.5 Surface Code

Surface Codes [22] are a class of quantum error-
correcting codes that extend the principles of the
Toric Code to a planar geometry, meaning it is
not modeled around a torus. They are known for
their high threshold error rate, making them a
promising candidate for scalable quantum com-
putation.

Surface codes, similar to toric codes in stabi-
lizers and error detection, have two main layouts:
unrotated [28] and rotated [73]. Unrotated sur-
face codes use a square lattice, with data qubits
on square edges, Z-stabilizers on surfaces, and
X-stabilizers at vertices. Rotated surface codes
feature a tilted lattice, with X and Z stabilizers
alternating in a chessboard pattern. The differ-
ence in lattice arrangement impacts their error-
correction efficiency, with rotated codes generally
preferred for long-distance QEC due to a higher
error threshold and simpler implementation.

Error detection in Surface Codes is accom-
plished through the measurement of these stabi-
lizer operators. A non-trivial measurement out-
come (eigenvalue -1) indicates an error. The pla-

Z

Z

Z Z

X

X X

X

Figure 5: Layouts of a surface code: The lattice on
the left shows an unrotated surface code which is similar
to a toric code except that it is planar and is not modeled
around a torus. The lattice on the right shows a rotated
surface code where alternating surfaces form X and Z
stabilizers.

nar nature of Surface Codes facilitates the imple-
mentation of fault-tolerant gate operations and
scalable quantum computing architectures. Fig.
5 shows the two different layouts of a surface code:
unrotated and rotated.

2.2.6 Bacon-Shor Code

The Bacon-Shor Code [6, 64] is a type of quantum
error-correcting code that simplifies error correc-
tion in quantum computing. It is a subclass of
the more general family of Shor codes.

The Bacon-Shor codes are stabilized over a
square lattice, where the lattice dimensions dic-
tate the X and Z error correction properties. The
size of the lattice determines the total number
of errors the code can correct. Such a code is
defined as an m1 × m2 lattice of qubits and is
symmetric when m1 = m2. The X and Z stabiliz-
ers act on all qubits present on adjacent columns
and rows respectively. If Oi,j is an operator act-
ing on the qubit at the position (i, j), which
i ∈ {0, 1, . . . , m1 − 1} and j ∈ {0, 1, . . . , m2 −
1}. Tthe code stabilizer group is given by:
S = ⟨Xi,∗Xi+1,∗, Z∗,jZ∗,j+1⟩, with generators ex-
pressed as a product of adjacent neighbor 2-qubit
operators: Xi,∗Xi+1,∗ =

⊗m2−1
k=0 Xi,kXi+1,k and

Z∗,jZ∗,j+1 =
⊗m1−1

k=0 Zk,jZk,j+1.
Syndrome extraction is done by measuring

these operators, which are local and are on
fewer qubits. The shortest Bacon-Shor code
is [[9, 1, 3, 3]] with four stabilizer generators:
XXXXXXIII, IIIXXXXXX, ZZIZZIZZI
and IZZIZZIZZ. Fig. 6 depicts the encoding
and stabilizer measurement in Bacon-Shor code
[68, 23].
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Figure 6: Encoding and measurement in Bacon-Shor
code: The first two circuits show the encoding of log-
ical |0⟩ and |+⟩ respectively for a 3 × 3 representation.
he last two circuits show the measurement of operators
Xj,kXj+1,k and Zk,jZk,j+1 respectively with one ancilla
qubits.

2.2.7 3D Color Code

The quantum color code [11], another form of
topological QECC, takes a unique approach to er-
ror detection and correction. It extends the prin-
ciples of surface codes by encoding logical qubits
into a three-dimensional structure, often visual-
ized as a two-dimensional lattice with ‘colors’ for
ease of interpretation [43, 14]. There exist numer-
ous two-dimensional renditions of a color code,
among which we have chosen to utilize a rep-
resentation in the form of a triangulated lattice
filled with hexagonal surfaces for this discussion.
Within this chosen format, each vertex signifies
a logical qubit, while each hexagonal face corre-
sponds to a stabilizer. However, color codes in-
troduce a third type of stabilizer. In color codes,
each hexagon in the lattice represents a differ-
ent type of stabilizer: X-type, Z-type, and Y-
type stabilizers. The Y-type stabilizer is asso-
ciated with errors that involve both a bit-flip and
a phase-flip simultaneously, thus accounting for
its 3D structure. What sets color codes apart is
their ability to detect and correct a broader range
of errors. While surface codes can correct any
single quantum error, theoretically color codes
can handle more complex error models, includ-
ing certain correlated or coherent errors. Fig. 7
showcases two distinct instances of color codes,
each progressively larger as they scale accord-
ing to distance. These color codes, while fun-
damentally three-dimensional, are depicted here
within a two-dimensional triangular lattice for-
mat with hexagonal faces for ease of representa-
tion. The logical qubits composing the logical

Qubit
Y-Stabilizer

Z-Stabilizer

X-Stabilizer

Figure 7: Illustration of two distinct iterations of
color codes, each enlarging proportionally with dis-
tance. Though intrinsically three-dimensional, color
codes are rendered here within a two - dimensional
triangular lattice format encompassing hexagonal sur-
faces for simplified visual interpretation. The logical
qubits, integral components of the logical state, are
marked as gray-blobs. Each hexagonal surface is as-
sociated with a stabilizer, a key element for error detec-
tion and correction. Z-stabilizers are denoted by pink -
hexagons, while the green - hexagons correspond to X-
stabilizers. Color codes, distinguishing themselves from
surface codes, incorporate an additional type of stabi-
lizer, the Y-stabilizer, depicted by the yellow - hexagons.

state are represented as gray-blobs. Each hexag-
onal face corresponds to a stabilizer, crucial to er-
ror detection and correction. Pink - hexagons de-
note Z-stabilizers, while the green - hexagons sig-
nify X-stabilizers. Differing from surface codes,
color codes possess an additional stabilizer type,
the Y-stabilizer, represented here by the yellow -
hexagons.

3D Color Codes are capable of correcting a
wider range of errors compared to their 2D coun-
terparts. The introduction of an additional spa-
tial dimension allows for more complex and ro-
bust error correction strategies. They can correct
any arbitrary single-qubit error within their lat-
tice structure and are particularly adept at deal-
ing with correlated errors, which are a significant
challenge in quantum computing.

Fig. 7 illustrates two iterations of color codes
within a two-dimensional triangular lattice, sim-
plifying their inherent three-dimensional struc-
ture. The diagram features logical qubits as
gray blobs, surrounded by hexagonal stabilizers
crucial for error detection and correction: pink
hexagons for Z-stabilizers, green for X-stabilizers,
and uniquely for color codes, yellow hexagons rep-
resenting Y-stabilizers. This visual representa-
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tion highlights the complex interplay and scala-
bility of stabilizers in color codes, crucial for ad-
vanced quantum error correction.

2.2.8 Heavy Hexagon Code

Heavy hexagon codes [15] are a type of quantum
error-correcting code that utilizes a lattice struc-
ture resembling a hexagon. They are designed to
protect quantum information against errors more
efficiently than some other quantum codes due to
their unique geometric arrangement of qubits.

The heavy hexagon lattice is constructed by
augmenting a hexagonal lattice with additional
qubits placed at strategic locations. These addi-
tional ‘heavy’ qubits increase the code’s tolerance
to errors by enhancing the connectivity between
qubits, which is essential for the syndrome mea-
surement process in error correction. The code’s
error correction mechanism is designed to detect
and correct both bit-flip (X) and phase-flip (Z)
errors. It does so through a series of syndrome
measurements that diagnose the type and loca-
tion of the errors, allowing for targeted correction
that preserves the fidelity of the quantum state.

This lattice stabilizer subsystem code synthe-
sizes elements from both Bacon-Shor and surface-
code frameworks, and encodes a single logical
qubit into n = 5d2−2d−1

2 physical qubits where
d denotes the code distance. This lattice is char-
acterized by its sparse connectivity, typically not
exceeding three connections per qubit, making
it a robust candidate for systems with fixed-
frequency transmon qubits that are vulnerable to
frequency collision errors.

On this lattice, data qubits and ancillas are
strategically distributed along the hexagonal ver-
tices and edges. A designated subset of these an-
cilla qubits serves as flag qubits, crucial for the
detection of high-weight errors that may result
from a limited number of fault events. The stabi-
lizers tasked with the detection of X-type errors
are constituted by the product of weight-two Z-
type gauge operators, which collectively form the
surface code stabilizers. Meanwhile, the X-type
stabilizers, reminiscent of columnar operators in
the Bacon-Shor code, are deduced by aggregating
products of weight-four and weight-two X-type
gauge operators. Fig. 8 represents the layout
and stabilizer circuits of a heavy-hexagon code.

Z
Z
X

X
Data qubits Flag qubits Ancilla qubits

X

Z

Figure 8: Representation and stabilizer circuits of
a heavy-hexagon code. The left of the figure is the
actual layout of a distance = 5 heavy-hexagon code.
The right of the figure contains two circuits to perform
the X and Z parity checks respectively.

3 Benchmarking Methodology

This section outlines the benchmarking parame-
ters, explains the rationale behind the selection of
codes & parameters, and discusses the methodol-
ogy used for comparative analysis.

3.1 Explanation of Benchmarking Parameters

3.1.1 Qubit Overhead

Qubit Overhead is a fundamental parameter in
assessing the efficiency of a QECC. It refers to
the number of physical qubits needed to encode
a logical qubit; lower overhead is preferable as it
implies fewer resources for error correction. How-
ever, this must be balanced against the code’s
ability to correct errors, which often requires
more qubits for increased distance. Therefore,
analyzing the trade-off between qubit overhead
and error correction capabilities is crucial in eval-
uating the practicality of a QECC.

3.1.2 Error Threshold

The Error Threshold is a critical benchmark for
the robustness of a quantum error correction
code. It represents the maximum physical error
rate under which a QECC can effectively correct
errors. A higher threshold indicates a more fault-
tolerant code, making it more desirable for prac-
tical quantum computing where error rates are
non-negligible.

3.1.3 Error Protection

Error Protection capability is the measure of a
QECC’s ability to identify and correct a range of
quantum errors, including bit flips, phase flips,

7



and their combinations (Pauli errors). The ulti-
mate goal is to design QECCs capable of detect-
ing and correcting all possible quantum errors.
A QECC’s versatility in handling diverse error
types is a significant indicator of its effectiveness
and practical utility in quantum computing envi-
ronments.

3.1.4 Decoding

The availability and efficiency of Decoding Algo-
rithms are essential for the practical implementa-
tion of QECCs. Decoding is the process of inter-
preting syndrome measurements to identify and
correct errors. The more decoding algorithms a
QECC is compatible with, the more flexible and
adaptable it is. The performance of a QECC
is heavily reliant on the efficiency of these al-
gorithms, which should be fast and accurate to
maintain the integrity of quantum information.

3.1.5 Transversal Gates

Transversal Gates play a crucial role in the im-
plementation of quantum error correction. They
facilitate operations on encoded qubits without
decoding them, thereby preserving the error cor-
rection capability. The complexity and type of
transversal gates that a QECC supports can sig-
nificantly affect its functionality and integration
with quantum circuits. Advanced techniques like
lattice surgery, while complex, offer enhanced ca-
pabilities in error correction and logical oper-
ations, marking an important consideration in
QECC design.

3.1.6 Scalability

Scalability is an essential factor for the practi-
cal application of QECCs in large-scale quantum
computing. It refers to a QECC’s ability to main-
tain its error correction effectiveness as the sys-
tem size increases or as it operates in environ-
ments with higher levels of noise. Scalability is
crucial for the advancement of quantum comput-
ing, as it determines whether a QECC can be ef-
fectively used in more complex and realistic quan-
tum systems.

3.1.7 Realization

The Realization of a QECC across different qubit
types is a testament to its adaptability and prac-

tical relevance. The versatility of a QECC in be-
ing implemented with various qubit technologies
(such as superconducting qubits, trapped ions,
etc.) is vital for its applicability in diverse quan-
tum computing architectures. This parameter
is a strong indicator of a QECC’s potential for
widespread adoption in the quantum computing
field.

3.1.8 Complexity

The Structural and Operational Complexity of
a QECC impacts its implementability and effi-
ciency. This encompasses the intricacy of its en-
coding, error detection, and correction processes.
A less complex QECC might be easier to imple-
ment but may offer limited error correction ca-
pabilities. Conversely, a more complex QECC
might provide robust error correction but at the
cost of increased resource demands and opera-
tional challenges. Balancing complexity with ef-
fectiveness and resource efficiency is key in the
design and selection of QECCs for practical quan-
tum computing.

3.2 Criteria for Selection of Codes and Param-
eters

The eight chosen quantum error correction codes
illustrate the historical and conceptual evolution
of QECCs. Starting from basic concepts like the
quantum repetition code to more complex struc-
tures like the heavy-hexagon code, they form a
kind of ‘family tree’ that shows the development
and diversification of QECCs over time. They en-
compass a wide array of error correction strate-
gies, from simple error correction (quantum repe-
tition code) to sophisticated techniques like those
used in the surface and color codes. This diversity
ensures a comprehensive understanding of differ-
ent error correction methodologies. They vary
significantly in terms of complexity and scalabil-
ity. For example, the Shor code and Steane code
represent more traditional approaches, whereas
the toric and surface codes are geared toward
large-scale quantum computing. This range al-
lows for the assessment of QECCs across differ-
ent scalability requirements. Different codes are
optimized for different error models. Including
a variety of codes ensures that your benchmark-
ing study addresses a wide range of error sce-
narios. Some codes, like the surface code, are
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designed with practical implementation in mind,
considering current quantum computing limita-
tions. This inclusion allows for an assessment of
QECCs not just in theory but also in their prac-
tical realization. The selection spans codes with
varying qubit overheads. For instance, the quan-
tum repetition code is simple but not efficient,
whereas codes like the toric code aim to balance
error correction efficacy with resource efficiency.
These eight codes collectively cover the spectrum
of QECCs, from basic to advanced, from theo-
retical to practical. This range is crucial for a
comprehensive benchmarking study. While there
are other QECCs, including more might lead to
redundancy without significantly adding to the
understanding of QECC performance. The cho-
sen codes are sufficiently representative of the
broader field. This selection allows for a com-
parative analysis that can highlight the strengths
and weaknesses of different approaches to quan-
tum error correction. It enables a holistic view of
the current state of QECC technology.

The eight selected parameters encompass all
critical dimensions of QECC functionality - from
basic resource requirements (like qubit overhead)
to advanced operational aspects (like error pro-
tection and decoding). This wide-ranging cover-
age ensures no key aspect of QECC performance
is overlooked. They strike a balance between the
efficiency of a QECC (in terms of resource uti-
lization and complexity) and its robustness (er-
ror threshold and protection capabilities). This
balance is crucial for practical quantum comput-
ing where resources are limited and error rates
are non-negligible. Parameters such as scalability
and realization reflect the real-world challenges of
implementing QECCs in various quantum com-
puting environments. They ensure that the as-
sessment of QECCs goes beyond theoretical ef-
fectiveness to include practical viability. Each
parameter addresses a distinct aspect of QECC
performance. There is minimal overlap between
them, ensuring that each provides unique and
valuable insight into the QECC’s capabilities.
While these parameters are comprehensive based
on the current understanding and needs of quan-
tum computing, they also allow for flexibility. As
quantum technology evolves, these criteria can
be adapted or expanded to include new develop-
ments and requirements. Having a set of widely
accepted parameters aids in standardizing the as-

sessment of QECCs. This standardization is cru-
cial for comparative analysis and for guiding im-
provements in QECC designs.

3.3 Approach to Comparative Analysis

The primary objective of this comparative analy-
sis is to establish a comprehensive benchmark for
QECCs. This benchmark serves as a reference
point for future developments in QECCs, guiding
researchers and practitioners in evaluating new
codes against established parameters. The anal-
ysis acknowledges that the ‘best’ QECC depends
on specific operational contexts, such as the num-
ber of qubits available, the type of errors preva-
lent in the system, and the practical constraints
of quantum computing environments.

Each selected QECC will be evaluated based
on predefined criteria, including qubit over-
head, error threshold, error protection, decod-
ing, transversal gates, scalability, realization, and
complexity. This structured approach ensures a
comprehensive and uniform assessment of each
code’s capabilities and limitations.

The analysis aims to highlight that while no
single QECC is universally superior, each has its
strengths and weaknesses. Through this struc-
tured and comprehensive approach to compara-
tive analysis, the study will provide valuable in-
sights into the relative merits of different QECCs.
It will aid in the development of more effective,
efficient, and contextually appropriate QECCs,
thereby advancing the field of quantum comput-
ing. The ultimate goal is to foster an environ-
ment where QECC selection is based on an in-
formed, nuanced understanding of each code’s
performance in relation to specific operational
needs and constraints.

4 Benchmarking Analysis
This section begins by examining the perfor-
mance of eight distinct QECCs against a set of
eight benchmarking parameters. It then pro-
gresses to discuss the significance of benchmark-
ing variations within existing QECCs, emphasiz-
ing the importance of such assessments.

4.1 Comparative Benchmarking of QECCs

Table 1 shows the parameter analysis for all quan-
tum error correction codes used in this study.
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Table 1: Parameter Analysis for QECCs.
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Figure 9: Qubit overhead and threshold analysis.
The left of the figure shows the increase in the number
of qubits with distance. The right of the figure shows
the threshold error rate of various QECCs.

In terms of qubit overhead, it is expressed as a
function of the distance variable, d. Specifically,
the Shor and Steane codes have fixed qubit over-
heads of 9 and 7, respectively. The repetition
code’s overhead increases linearly with d. The
overhead for the toric and surface codes grows at
a rate proportional to d2, while for the Bacon-
Shor code, it escalates in proportion to d3. The
3D color code and the heavy-hexagon code ex-
hibit qubit overheads of (3d−1)2

4 and 5d2−2d−1
4 , re-

spectively. Figure 9 (left) illustrates the rise in
the number of qubits corresponding to increasing
values of d. For instance, a Bacon-Shor code at
distance 11 demands over 1000 qubits, highlight-
ing the significance of qubit overhead as a key
benchmarking metric.

The threshold error rate is a critical metric for
quantum error correction codes (QECCs), indi-
cating the highest level of physical errors they
can effectively correct. This makes it a key
consideration in evaluating the performance of
QECCs. The threshold error rates for various
codes like the repetition, Shor, Steane, toric, sur-
face, Bacon-Shor, 3D color, and heavy-hexagon
codes are 3.0 × 10−1 [16], 3.0 × 10−1 [64], 2.0 ×
10−1 [66], 1.0 × 10−2 [40], 1.8 × 10−2 [16, 36],
1.9 × 10−3 [5], 2.0 × 10−2 [14] and 5.0 × 10−2 [8]
respectively, as depicted in Fig. 9 (right). While
the repetition code exhibits the highest threshold,
it is important to note its limitation to only de-
tecting bit-flip errors, rendering it impractical for
broader applications. Thus, finding a balance in
these characteristics is crucial for effective quan-
tum error correction.

Different QECCs have different types and
ranges of errors they can correct. The repeti-
tion code detects bit flip errors on ⌊(n − 1)/2⌋
qubits but does not detect any phase-flip errors
[59]. Conversely, the Shor code detects two-qubit
errors or corrects an arbitrary single-qubit error
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[64]. The Steane code is a distance 3 code, de-
tecting errors on 2 qubits and correcting errors
on 1 qubit [66]. More complex codes like the
toric, surface, 3D color, and heavy-hexagon codes
can detect and correct all Pauli errors. How-
ever, their effectiveness depends on the code’s
distance, which is directly related to the qubit
overhead and the complexity of implementation.
The toric code on a d × d torus is a [[2L2, 2, L]]
code, encoding two qubits, while the surface code
is a [[L2 + (L − 1)2, 1, L]] code, encoding only
one qubit [29]. The Bacon-Shor code variant,
[[m1m2, 1, min(m1, m2)]] code, has a distance d =
min(m1, m2) [6]. Unlike the surface code, the
color code can suffer from unremovable hook er-
rors due to the specifics of its syndrome extrac-
tion circuits, requiring fault-tolerant decoders to
use additional flag qubits [10]. In contrast, the
heavy-hexagon code is an example of the Bacon-
Shor type stabilizer [15].

A decoding algorithm is essential for interpret-
ing stabilizer syndrome values to identify the type
and location of errors in a quantum error correc-
tion code (QECC). These algorithms introduce
additional complexity to QECCs, and the perfor-
mance of these codes is highly dependent on such
algorithms. The availability of multiple decod-
ing algorithms enhances the versatility of a code.
The repetition code can use classical 2D Ising
model decoders [74] or machine learning-based
approaches [20]. The Shor and Steane codes em-
ploy CNOT and Hadamard gates for decoding
[49]. The toric and surface codes are supported
by a variety of decoding algorithms, includ-
ing minimum weight perfect-matching (MWPM)
[27], tensor decoders [12], union-find decoders
[21], brief perfect matching [37], renormalization
group methods [25], Markov-chain Monte Carlo
techniques [39], cellular automata [34], neural
networks [75], sliding and parallel window de-
coders [71], generalized belief propagation [53],
among others. The Bacon-Shor code uses the
mapping effect of noise to statistical mechanical
models for decoding [61]. Although its check op-
erators are few-body, stabilizer weights scale with
the number of qubits, and stabilizer expectation
values are obtained by taking products of gauge-
operator expectation values [35]. The 3D color
code may utilize various decoders such as the
projection decoder [44], integer-program-based
decoder [67], restriction decoder [14], cellular-

automation decoder [60], or the MaxSAT-based
decoder [7].

Transversal gates facilitate operations on logi-
cally encoded qubits without the need for decod-
ing. The choice of transversal gate contributes
to the complexity of implementing a QECC. The
repetition and Shor codes do not rely on transver-
sal gates and are infrequently scalable across mul-
tiple qubits. The Steane code employs single-
qubit Clifford gates, realizing the binary octahe-
dral subgroup [81]. The toric, surface, 3D color,
and heavy-hexagon codes utilize lattice surgery
[38]. In the toric code, transversal Pauli gates
can be applied to non-trivial loops [48]. In sym-
metric Bacon-Shor codes, the Logical Hadamard
is transversal up to a qubit permutation and can
be implemented via teleportation [83].

The practical implementations of QECCs re-
flect their applicability in real-world scenarios,
and the range of qubit technologies they can be
implemented on indicates their versatility. The
repetition code has been realized on supercon-
ducting qubits [57, 1], trapped-ion qubits [18],
liquid-state NMR [82], and NV diamond qubits
[77]. The Shor code has seen implementation on
trapped-ion qubits [50] and in optical systems
[46]. The Steane code has been realized with
trapped-ion qubits [52] and Rydberg atom arrays
[9]. Both the toric and surface codes have been
implemented using Ising anyons [80], while the
surface code has also been realized with super-
conducting qubits [63] and Rydberg atomic ar-
rays [9]. The Bacon-Shor code’s realization has
been limited to trapped-ion qubits [26]. As of
now, there has been no practical realization of
the 3D color code. The heavy-hexagon code has
been implemented in superconducting qubits [70].

The repetition, Shor, and Steane codes are
not scalable across multiple qubits, in contrast
to the toric, surface, Bacon-Shor, 3D color, and
heavy-hexagon codes, which are scalable. The
implementation complexity of these codes can be
gauged from their circuit or lattice structures.
The repetition code has a very low complexity.
The Shor and Steane codes can be categorized as
having low complexity. The surface code, with
its square lattice structure, is considered highly
complex. Similarly, the toric code, despite its re-
semblance in structure, is deemed highly complex
due to its encoding of two qubits instead of one.
The Bacon-Shor code falls into the medium com-
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Figure 10: Radar chart representing comparative
analysis of eight QECCs across eight parameters.
The parameter axes radiating from the center are as fol-
lows: Qubit Overhead = {7, 9, d, d2, d3}; Error Thresh-
old = {10−4, 0.002, 0.045, 0.1, 0.2, 0.3}; Error Protec-
tion = {bit-flip, two-qubit errors, detect two-qubit errors
or corrects one, all Pauli errors}; Decoding = {classical,
CNOT/H, 2, 5, 10+}; Transversal Gates = {none, Clif-
ford, teleportation, lattice surgery}; Scalability = {no,
yes}; and Realizaton = {none, 1, 2, 3, 6}.

plexity category. Finally, the lattice structures of
the 3D color and heavy-hexagon codes indicate
their extremely high complexity in terms of im-
plementation.

Now that we have analyzed QECCs in terms of
their parameters, we can collectively benchmark
them using a radar chart as shown in Fig. 10.
This chart consists of eight axes, each represent-
ing a different parameter. Colored lines connect-
ing the axes represent the QECCs. The ‘qubit
overhead’ parameter in the chart varies from con-
stants to the highest order d3. The ‘error thresh-
old’ spans from the lowest to the highest order
value. ‘Error protection’ encompasses types rang-
ing from basic bit-flip to all Pauli errors. ‘De-
coding’ varies from a single classical decoder to
the maximum number available for any QECC.
‘Transversal gates’ extend from none to the most
complex, lattice surgery. ‘Scalability’ is binary,
indicated by yes or no. ‘Realization’ varies from
none to the maximum number of qubit technolo-
gies on which a QECC has been implemented.
The ‘complexity’ of a QECC is rated on a scale
of six levels, from very low to extremely high.

Considering the surface codes and comparing
them with the radar chart in Fig. 10, we ob-
serve that they offer the highest form of error
protection with scalability and have been realized
on a considerable number of qubit technologies,

Figure 11: Analysis of logical error rates in surface
codes. On the left, the image demonstrates how higher
distance codes result in lower logical error rates for a
specific physical error rate. The right side of the im-
age illustrates the necessary increase in code distance to
achieve desired logical error rate goals under different
physical error rates.

with multiple decoders available. Despite having
a relatively good error threshold, making them
a viable option, they come at the cost of high
qubit overhead, complex implementation, and the
need to utilize the most complex transversal gate.
Conversely, the repetition code features the least
complex transversal gate and is straightforward
to implement, but offers limited error protection.
The choice of QECC thus becomes an art of bal-
ancing parameters and requirements.

4.2 Benchmarking QECC Variations

It is important to understand that the radar chart
presented earlier highlights only the general com-
parative differences among various codes. We will
now focus on surface codes, which are highly ap-
plicable in real-world scenarios. For illustration,
let’s consider surface codes with distances of 3, 5,
7, and 9. Despite sharing common features like
an identical error threshold, the same transversal
gates, and equal access to decoding algorithms,
these codes exhibit distinctions in several param-
eters. The structure of a surface code is a d × d
lattice, meaning the qubit overhead increases as
the distance grows. All surface codes offer com-
parable error protection, which is enhanced with
greater distances. Figure 11 (left) depicts the
achievable logical error rates for varying physical
error rates across different surface code distances.
At a given physical error rate, a larger distance
code yields a lower logical error rate. Moreover,
all surface codes are scalable, but as the physical
error rate rises, the necessity for greater distances
becomes apparent. Although scalability is main-
tained with larger distances, it presents greater
challenges. Figure 11 (right) illustrates the re-
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Surface Code d = 3
Surface Code d = 5
Surface Code d = 7
Surface Code d = 9

Figure 12: Radar chart representing comparative
analysis of four surface codes across eight parame-
ters. The parameter axes radiating from the center are
as follows: Qubit Overhead (d2) = {9, 25, 49, 81}; Error
Threshold = {10−2}; Error Protection = {all Pauli errors
with increasing degree}; Decoding = {10+}; Transver-
sal Gates = {lattice surgery}; Scalability = {‘yes’ with
increasing degree of challenges}; and Realization = {no,
yes}.

quired distances to attain specific logical error
rates for certain physical error rates. In practical
terms, only the 3 and 5 distance surface codes
have been implemented to date [9, 63, 42], with
higher distances yet to be achieved. While the
complexity of surface codes is generally consid-
ered high, it increases with distance. The graphs
presented were generated through experiments
conducted using STIM [31] simulations. Figure
12 presents a radar chart comparing four different
surface codes against benchmarking parameters.

It is crucial to recognize that benchmarking is
not only vital for evaluating different types of
codes but also for assessing variations within ex-
isting codes. The process of selecting a code is dy-
namic and situational, with no fixed rules. Hence,
paying attention to minor differences in codes
is as important as considering major codes. In
terms of code selection, although a universal solu-
tion doesn’t exist, we can establish a general hier-
archy for benchmarking parameters based on typ-
ical priorities: The combined aspects of error pro-
tection and threshold typically receive the highest
priority. This is followed by qubit overhead and
complexity. Next in line are scalability and prac-
tical realization. Lastly, transversal gates and
the number of decoding algorithms are consid-
ered. This ordering works because it aligns with
the fundamental requirements of quantum com-
puting, where error management is paramount,
followed by resource efficiency (qubit usage and

Error Protection
&

Threshold

Qubit Overhead
&

Complexity

Scalability
&

Realization

Transversal 
Gates

&
Decoding

Figure 13: Strategic prioritization in QECC selec-
tion. This figure emphasizes the critical role of error
management and resource efficiency at the top, followed
by scalability and practical application, with specialized
aspects like transversal gates and decoding algorithms
ranked accordingly. This order aids in informed decision-
making in code selection.

complexity) and practical feasibility (scalability
and realization). Transversal gates and decoding
algorithms, while important, are often tailored
to specific use cases and thus are considered af-
ter these broader concerns. Figure 13 illustrates
this prioritization of benchmarking parameters in
code selection.

5 Future Work and Challanges

The field of quantum error correction is dynamic,
continuously yielding diverse types of codes. This
paper’s contribution — a set of parameters for
benchmarking all QECCs — highlights an essen-
tial future direction: the evaluation of emerging
codes. Understanding a code’s practicality and
its position relative to existing solutions is crucial.
Quantum error correction hinges on achieving a
delicate balance; a comprehensive understanding
of all parameters is vital for the appropriate ap-
plication of each code.

Furthermore, the ongoing development in
quantum error correction extends to existing
codes and their variations. Over time, the realiza-
tion of current QECCs across a broader spectrum
of qubit technologies could alter their standings in
the benchmark. While the parameters for evalu-
ation remain constant, their relevance and impli-
cations may shift, underscoring the importance of
continual updates and assessments in this rapidly
evolving field.

6 Conclusion

This paper showcases the first universal bench-
marking methodology for Quantum Error Correc-
tion Codes (QECCs), addressing a significant gap
in quantum computing research. By meticulously
evaluating eight QECCs against eight carefully
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selected parameters, this study not only estab-
lishes the importance of these parameters but also
provides a nuanced understanding of how each
QECC fares in various scenarios. The utilization
of a radar chart for comparison vividly illustrates
that every QECC involves distinct trade-offs, em-
phasizing that the selection of a QECC is a com-
plex art of balancing diverse factors. This paper
underlines the ongoing necessity of benchmark-
ing as new and variations of QECCs are discov-
ered, reflecting the dynamic nature of quantum
computing where QECC selection is highly situa-
tional and no single solution prevails. This work
is a step forward in ensuring that QECC choices
are informed, balanced, and adaptable to evolv-
ing quantum computing needs.
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