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Large language models show great promise in many domains, including programming. A promise is easy
to make but hard to keep, and language models often fail to keep their promises, generating erroneous
code. A promising avenue to keep models honest is to incorporate formal verification: generating programs’
specifications as well as code, so that the code can be proved correct with respect to the specifications.
Unfortunately, existing large language models show a severe lack of proficiency in verified programming.

In this paper, we demonstrate how to improve two pretrained models’ proficiency in the Dafny verification-
aware language. Using 178 problems from the MBPP dataset, we prompt two contemporary models (GPT-4 and
PaLM-2) to synthesize Dafny methods. We use three different types of prompts: a direct Contextless prompt; a
Signature prompt that includes a method signature and test cases, and a Chain of Thought (CoT) prompt that
decomposes the problem into steps and includes retrieval augmentation generated example problems and
solutions. Our results show that GPT-4 performs better than PaLM-2 on these tasks, and that both models
perform best with the retrieval augmentation generated CoT prompt. GPT-4 was able to generate verified,
human-evaluated, Dafny methods for 58% of the problems, however GPT-4 managed only 19% of the problems
with the Contextless prompt, and even fewer (10%) for the Signature prompt. We are thus able to contribute
153 verified Dafny solutions to MBPP problems, 50 that we wrote manually and 103 synthesized by GPT-4.

Our results demonstrate that the benefits of formal program verification are now within reach of code-
generating large language models. Likewise, program verification systems can benefit from large language
models, whether to synthesize code wholesale, to generate specifications, or to act as a "programmer’s
verification apprentice", to construct annotations such as loop invariants which are hard for programmers to
write or verification tools to find. Finally, we expect that the approach we have pioneered here — generating
candidate solutions that are subsequently formally checked for correctness — should transfer to other domains
(e.g., legal arguments, transport signaling, structural engineering) where solutions must be correct, where that
correctness must be demonstrated, explained and understood by designers and end-users.
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1 INTRODUCTION
Formal verification is increasingly being adopted to support the development of high-quality,
provably correct software. High-stakes domains, such as security-sensitive systems, cryptographic
libraries, aerospace systems, and embedded software in medical devices, look to formal verification
for correctness guarantees. For instance, CompCert C [CompCert 2023] is a formally verified C
compiler that won the ACM Software Systems award in 20211: in a comprehensive study [Yang et al.
2011], researchers found no bugs in the CompCert C compiler compared to the GCC [GCC 2023] and
LLVM [LLVM 2023] tool-chain. This study motivated Airbus to adopt CompCert C to help ensure
safety and enhance aircraft performance [França et al. 2011]. The seL4 project [Klein et al. 2009],
awarded the ACM Software System Award in 2022, resulted in a formally verified high-assurance,
high-performance operating system microkernel employed to protect an autonomous helicopter
against cyber-attacks [seL4 Project 2023]. In order to secure communication, both Chrome and
Android use formally verified cryptographic code [Erbsen et al. 2020]. Mozilla incorporated its
verified cryptographic library for Firefox performance improvement [Jacobs and Beurdouche 2022].

Formal code verification consists of two parts that go hand-in-hand: formal specification of
software properties, and automated, or semi-automated, verification of those properties. Over
the past 50 years, verification has made a number of significant breakthroughs, first with the
development of interactive theorem provers in the 1960s [Nederpelt et al. 1994], and then, at the
turn of the millennium, with the development of Satisfiability Modulo Theory (SMT) solvers [Barrett
et al. 2021]. Unfortunately writing program properties and proofs is still a creative, manual process
that requires significant effort, experience, and expertise. Formal specification languages are closer
to mathematics than to regular programming languages, and necessarily incorporate subtle concepts
based on classical or constructive logics. For example, writing the proofs for the seL4 microkernel
was an eleven person-year effort of a group of experts [Murray et al. 2013]. The additional code
required to verify the CompCert C compiler is more than three times the size of the compiler itself;
and took three person-years to write, approximately two lines of code per day [Leroy 2009]. That
these systems have received important awards is a testament to the exceptional effort required.

In the universe of languages and systems for formal code verification, Dafny [Microsoft 2023a]
stands out as having made a significant effort towards usability by programmers. Dafny is a strongly
typed imperative programming language with functional and object-oriented features that supports
code verification via Hoare Logic [Hoare 1969] assertions, preconditions, postconditions, and
invariants — often known as Design by Contract [Meyer 1992]. Although algorithmic code in Dafny
is similar to many other programming languages, writing the formal specifications and auxiliary
verification assertions is still difficult [Faria and Abreu 2023; Noble et al. 2022].

Over the past year, Large Language Models (LLMs) have been revolutionizing both the software
industry and research in software engineering. LLM-assisted tools such as GitHub’s Copilot [Copi-
lot 2023] and Amazon CodeWhisper [CodeWhisperer 2023] have been applied to many software
development tasks, including as code generation, transformation, summarization, documentation,
code review, program repair, and synthesis. Although their performance is impressive for straight-
forward tasks in popular programming languages, given more complex problems or less familiar
languages (such as Dafny), LLMs tend to produce "hallucinations"2 [Azaria and Mitchell 2023;
Galitsky 2023; McKenna et al. 2023; Salvagno and Taccone 2023] — inventing control structures
or APIs that do not exist in the target programming language, borrowing features from other
languages, and often generating code that fails to type-check or even fails to parse.

1https://awards.acm.org/software-system
2Respectable software engineers call hallucinations "faults", "errors", or "bugs".
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This paper describes our initial investigations into combining LLMs and program verification.
Our main aim is to evaluate how well LLMs can synthesize correct Dafny code, including the formal
specifications and validation conditions so that the code passes the Dafny verifier: as part of that
effort, we are also interested in how the additional logical rigor required by verification enhances
or degrades generation performance. This paper makes the following contributions:

� We conduct the first empirical study of LLMs synthesizing verifiable Dafny methods.
� We demonstrate that a prompt following the principles of Chain of Thought (CoT) [Wei

et al. 2022] with retrieval augmentation generated [Lewis et al. 2020] semantically simi-
lar few shot examples explaining a problem decomposition step-by-step, can synthesize
verified and correct Dafny methods with meaningful specifications for 58% of problems
in our test dataset.

� We release the dataset MBPP-DFY-153, a collection of 153 programming problems
with specifications, solutions and tests in/for Dafny, based on the MBPP (Mostly Basic
Python Programming) dataset curated by Google Research [Austin et al. 2021].

� We exhibit that program verification techniques can help ensure that LLMs’ synthesized
code is correct according to the specifications.

Our conclusions lead to a number of actionable insights. Most obviously, our first contribution
means that programmers developing Dafny systems could already consider using LLMs — indeed,
for simple cases, an LLM may be able to generate both the specifications of a Dafny method, and a
verifiably correct method implementation that meets those specifications. For researchers in LLMs or
verification, our second contribution, the dataset of 153 formally verified Dafny examples, should
enable further development of prompts and models to improve the performance of LLMs.
Ultimately, synthesis of verified methods (let alone whole programs) is a huge problem space

consisting of multiple sub-problems: this paper is an initial exploration of this space. Whereas
our first two contributions speak to the end to end task of synthesizing specifications and imple-
mentations from a narrative prompt, our third contribution highlights that LLMs may prove more
effective at tackling sub-parts of the problem: generating just specifications from narrative prompts,
or code from specifications (with or without other prompts), generating parts of method bodies, or
generating only verification annotations, such as loop invariants or termination conditions.
Taken together, these results lead to two intriguing speculative ideas: that efforts on LLMs for

code should concentrate on generating verifiable programs; and that our approach of combining
LLMs with program verification techniques should transfer to other problem domains.

2 BACKGROUND & MOTIVATION
2.1 Dafny: A Verification-Aware Programming Language
Dafny [Leino 2023; Microsoft 2023a] is a verification-aware statically typed programming language
which was first developed in Microsoft Research (MSR) [Microsoft 2023b]; it is currently being
developed with the support of the Amazon Automated Reasoning research group [Amazon 2023].
Dafny includes features drawn from programming paradigms including imperative, functional, and
object-oriented programming. Dafny’s tool-chain includes translators for generating executable
code in several target languages including C#, Java, JavaScript, Go and Python [Dafny 2023]. The
distinguishing feature of Dafny is that it supports code verification via design by contract. For that, it
follows the framework of Floyd-Hoare-style [Hoare 1969] program verification with preconditions,
postconditions, loop invariants and other high-level formal proof synthesis features such as pure
functions, predicates, lemmas, and automated proof by induction.
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To develop a verified program, developers write Dafny code along with the specifications (pre-
and post-conditions), and then add loop invariants and assertions that help the Dafny verifier prove
the correctness of their code. While coding in VS Code, the Dafny static program verifier checks
the functional correctness based on developers’ defined specifications and annotations. Correctness
means the absence of any runtime errors with respect to the formal pre- and postconditions, which
means that the code does what the developers specify it to do. In order to confirm that methods’
specifications hold, the Dafny program verifier first transforms the code into an intermediate
verification representation [Goues et al. 2011] that encodes the verification conditions in predicate
calculus [Leino 2017], and then invokes the Z3 SMT solver [de Moura and Bjørner 2008] to prove
the verification conditions. The validity of these verification conditions implies the correctness of a
program’s code [Leino 2017]. Z3 cannot always prove the verification conditions, even where such
a proof exists. In these situations, developers need to guide the solver, e.g. giving more context by
writing auxiliary verification annotations such as assertions, functions, predicates, and lemmas.

In recent years, Dafny has had major successes: Microsoft used Dafny to formally verify security
libraries and kernels [Erbsen et al. 2020; Klein et al. 2009], distributed systems [Hawblitzel et al.
2015], and concurrent programs [Hawblitzel et al. 2014]; Intel is developing its hardware encryption
library using Dafny [Yang et al. 2023]; ConsenSys successfully applied Dafny for their Ethereum
Virtual Machine (EVM) verification [Cassez et al. 2023]; Amazon implemented the Amazon Web
Service (AWS) authorization and encryption logic in Dafny and deployed the Dafny-generated Java
code into production [Chakarov et al. 2022; Cook 2018].

2.2 Motivating Example
To illustrate how a Dafny program is statically verified, Figure 1 shows a simple procedure to find,
and return, the smallest number in a given input array. The method FindSmallest is formally

Find the smallest element in an array
1 : method FindSmallest(s: array<int>) returns (min: int)

2 : requires s.Length > 0 // preconditions

3 : // postconditions

4 : ensures forall i :: 0 <= i < s.Length ==> min <= s[i]

5 : ensures exists i :: 0 <= i < s.Length && min == s[i]

6 : {

7 : min := s[0];

8 : for i := 1 to s.Length

9 : invariant 0 <= i <= s.Length //loop-invariants

10: invariant forall k :: 0 <= k < i ==> min <= s[k]

11: invariant exists k :: 0 <= k < i && min == s[k]

12: {

13: if s[i] < min { min := s[i]; }

14: }

15: }

16: //Main program, with a test case (checked statically!)

17: method Main() {

18: var a1:= new int[] [1,2,3];

19: var out1:= FindSmallest(a1);

20: assert out1 == 1;

21: }

Figure 1: An example Dafny method; FindSmallest

specified not just by the types
of input and output parameters,
but also with preconditions (with
requires clause) and postcondi-
tions (with ensures clause).

The postconditions are the prop-
erties we want to ensure are true
when this method returns: what it
means for this method to be “cor-
rect.” The Z3 SMT solver is not al-
ways able to infer postconditions,
especially across imperative code.
Figure 1 contains a loop that modi-
fies state: we must provide loop in-
variants that hold before and after
every iteration of the loop.
The Main method is the entry

point to the program; it invokes the
method FindSmallest for some
test inputs and checks (with assert)
the outputs. Like other specifica-
tions in Dafny, assert statements
are also statically checked and do
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not incur any runtime overhead. Writing Dafny code is similar to writing code in other imperative
and object-oriented programming languages, however, researchers observed that writing formal
specifications and auxiliary verification annotations in Dafny is still difficult [Faria and Abreu 2023;
Noble et al. 2022]. We can see this in Figure 1, which requires 6 lines of formal annotations to verify
the 5 lines of the FindSmallest method body.

2.3 Large Language Models (LLMs)
Large LanguageModels (LLMs) are a class of deep neural networks trained on publicly available data
to perform a variety of downstream tasks in natural language processing (NLP) [Madaan et al. 2022].
In the past year, LLMs have significantly impacted a wide range of application domains including
code related tasks such as code generation, comprehension, summarization, and transformation
[First et al. 2023; Li et al. 2023; Wu et al. 2022].

The recent improvement of transformer based models [Radford et al. 2018] such as GPT (Genera-
tive Pre-trained Transformer) advanced the use of LLMs in many coding related tasks compared to
other pre-trained models [Chen et al. 2023; OpenAI 2023a]. For instance, CodeX [Mark Chen et al.
2021] is a descendant of GPT-3 trained on massive publicly available code repositories in GitHub,
and is capable of performing coding related tasks in various programming languages. Codex powers
GitHub Copilot [Copilot 2023], an AI “programmer’s assistant” designed to assist software devel-
opers. OpenAI [OpenAI 2023b] has now discontinued its Codex APIs, and suggested researchers
adopt the successors of GPT-3 (GPT-3.5 and GPT-4). Recently, Google released PaLM-2 [Rohan Anil
et al. 2023], a successor to their earlier PaLM [Aakanksha Chowdhery et al. 2022] model which is
capable of code generation and reasoning tasks.

Unfortunately, the applicability of LLMs to formally verified programming languages has not been
studied extensively [First et al. 2023]. Languages that support formal verification are not popular,
so there is a paucity of training data available. LLMs have, however, been found to be capable of
working as generic reasoning engines solving complex problems and proving theorems [Li et al.
2023; Wu et al. 2022]. These recent successes motivated us to explore how contemporary LLMs can
contribute to formal software development in Dafny.

2.4 Prompt Engineering
Prompt engineering [Bach et al. 2022; Dang et al. 2022; Deckers et al. 2023; Hou et al. 2022; Jiang et al.
2022b; Liu and Chilton 2022], coined by Gwern Branwen in 20203, describes the incremental and
iterative process of crafting inputs (“prompts”) for LLMs. LLMs commonly support conversational
interaction: we give them a prompt, and they reply with a related text or image, plausibly derived
from the prompt. To apply LLMs to specific technical tasks, however, an informal, simplistic ap-
proach to prompting usually leads to disappointing results. Effective prompts need to be structured
to align with both the targeted task, and the LLM that will receive the prompt.
Prompt engineering takes a systematic approach to creating prompts to convey tasks to pre-

trained LLMs [Beurer-Kellner et al. 2023; Reynolds and McDonell 2021]. To synthesize formally
verified programs, prompts need to be engineered so that task descriptions are as unambiguous as
possible [Bach et al. 2022; Dang et al. 2022], and solution examples must suit the target programming
language (in our case Dafny). Prompt engineering techniques can also train LLMs explicitly, e.g.
through few-shot learning with a limited number of example problems and solutions: in our domain,
textual problem description, method signature, and test cases.

3https://gwern.net/gpt-3

Proc. ACM Softw. Eng., Vol. 1, No. FSE, Article 37. Publication date: July 2024.



37:6 M.R.H Misu, C.V.Lopes, I.Ma and J.Noble

3 STUDY DESIGN
This study aims to investigate the current capability and potentiality of LLMs at synthesizing
formally verified methods in Dafny. Specifically, we seek to answer the following research questions.

• RQ1 [Contextless Prompting]: How effective are LLMs at synthesizing formally verified
Dafny methods from simple natural language problem descriptions?

• RQ2 [Signature Prompting]: How does additional context (method signature and tests) affect
the synthesis outcome of LLMs?

• RQ3 [Dynamic Few-Shot Prompting]: Do Chain of Thought (CoT) prompts supported by
semantically similar few-shot examples and step-by-step problem decomposition improve the
synthesis outcomes of LLMs?

3.1 Test Dataset: MBPP-san-DFY
To conduct our study, we needed a collection of problems with natural language descriptions and
corresponding formally verified Dafny code. A search for Dafny code in GitHub yielded only 188
repositories, none of which had natural language specifications of the code. To use that code, we
would have had to regenerate the informal natural language specifications from the formal code.

Instead, we adopted the Mostly Basic Programming Problems (MBPP) benchmark suite [Austin
et al. 2021]. MBPP is a collection of around 1,000 crowd-sourced algorithmic tasks with text descrip-
tion, function signature, concise implementation in Python, and three test cases. The MBPP tasks
focus on basic arithmetic, array and integer sequences, and string processing. The textual descrip-
tions of these tasks are designed to be concrete enough that an introductory Python programmer
should be able to translate them into code, without any additional clarifications. Solutions to 427 of
the MBPP tasks have been inspected manually, and published as a subset called MBPP-sanitized
(MBPP-san). We based our data on MBPP-san. Our goal is to synthesize Dafny programs, rather
than Python, so we removed 82 tasks that relied on Python-specific data types or external libraries4
such as regex, math, heapq, etc., leaving a dataset of 345 problems.

In order to keep our study’s costs under budget, we furthered narrowed our focus to a randomly
selected subset of 228 of these 345 problems employing sampling with 99% confidence interval
and 5% margin of error. Finally we randomly picked a further subset of 50 tasks to act as verified
Dafny exemplars, leaving us with 178 remaining problems for testing. We manually translated
each of those 178 problem descriptions, signatures, and test cases into Dafny, but we did not
translate the solutions’ Python code, or attempt to write specifications. This resulted in our main
test dataset, MBPP-san-DFY: 178 instances of MBPP-san problems, each one with a description,
method signature, and three test cases translated to suit Dafny.

The MBPP problem set and Python solutions to the MBPP problems are publicly available, and it
seems likely they would have been incorporated into the LLMs’ training sets. There are no Dafny
implementations of MBPP, however, so our MBPP-san-DFY dataset should not increase data leakage
within our experiment.

3.2 Human Written Dataset: MBPP-DFY-50
To perform Dynamic Few-Shot prompting, we needed a relatively large and varied collection of
verified Dafny methods that could serve as exemplars to be included in prompts. A search for
an existing suitable collection proved fruitless. Our best alternative was to translate a subset of
MBPP-san into Dafny ourselves, but now also translating the Python solution for each problem
into Dafny, then coming up with specifications (method pre- and postconditions, loop invariants)
4Dafny does not have a standard library, much less external libraries. Note that any Dafny libraries would need to be
formally-verified prior, or else the Dafny tasks would become much more complex than their Python versions.
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for each example, and finally doing whatever annotation, correction, or rewriting was needed until
the Dafny verifier would signal that the method was correct.
In this process, we experienced first-hand how hard it is to formally specify postconditions

and to provide loop invariants and hints so that correct code can pass the Dafny verifier. It took
approximately 220 hours for the first two authors to create this dataset of 50 formally verified
problems, even with the Python solutions, full access to Dafny documentation, books, blog posts
by experts, and Stack Overflow.

3.3 Pilot Study and LLM Selection
Program synthesis in a verification-aware language requires knowledge of the target language
syntax and semantics, plus the language implementation’s reasoning and theorem-proving abil-
ities [First et al. 2023; Noble et al. 2022]. To analyze LLMs’ reasoning capability in Dafny, we
first performed a pilot study using our handwritten dataset MBPP-DFY-50. We started by looking
at GPT-4 [OpenAI 2023a] and GPT-3.5 [Mark Chen et al. 2021] from OpenAI [OpenAI 2023b],
PaLM-2 [Rohan Anil et al. 2023] and PaLM [Aakanksha Chowdhery et al. 2022] from Google, and
CodeT5+ [Wang et al. 2021]and CodeT5 [Wang et al. 2023] from Salesforce, LLaMA and Code-
LLaMA [Rozière et al. 2023] fromMeta. All these LLMs have been explored in prior code generation,
program synthesis, and reasoning-related studies.
Our pilot study consisted of querying all these LLMs with the problem description, asking

each LLM to solve each problem. We then analyzed the LLM’s responses to get a sense of their
reasoning abilities, and the quality of their approaches compared to our ground truth. For these 50
problems, CodeT5, CodeT5+, LLaMA, Code-LLaMA, and PaLM were unable to synthesize a single
syntactically correct Dafny method with specifications. Even GPT-3.5 could generate syntactically
correct solutions for 5 of the 50 pilot study problems — although GPT-4 and PaLM-2 could generate
verified Dafny methods in 16/50 and 7/50 problems respectively. Following these results, we decided
to focus our investigation onto GPT-4 and PaLM-2 only.

3.4 Prompt Design
Based on the background literature and our pilot study, we knew that our experiment would depend
on the prompts we offered to the LLMs. We experimented with three different prompts:

3.4.1 RQ1 [Contextless Prompt]: To answer RQ1 we designed a simple Contextless prompt that
identifies the programming language (Dafny), the problem description, and formatting instructions
for the code response. Our prompt design is inspired by Austin et al. [2021], and works well for
popular languages like Python, JavaScript, Java, C#, and C++. The Contextless prompt instructs
LLMs to synthesize a Dafny method in a single step without any additional context. Figure 2 (top)
shows an example of a Contextless prompt. Writing implementation code in Dafny is similar to
writing code in other high-level programming languages, so our goal with Contextless prompt is to
establish a baseline of the LLMs’ performance in Dafny method synthesis.

3.4.2 RQ2 [Signature Prompt]: For RQ2, we designed Signature prompt with the required
method signature and three test cases (see Figure 2, bottom) that extends Contextless prompt. Code
generation experiments for non-verified code often perform better when prompted with signature
and test cases [Austin et al. 2021; Mark Chen et al. 2021]; we hypothesized that adding method
signature and test cases would also benefit LLMs generating code that will be formally verified.

3.4.3 RQ3 [Dynamic Few-Shot Prompt]: Chain of Thought (CoT) reasoning, which decomposes
a problem into multiple intermediate steps, can lead to drastically improved performance for code
synthesis tasks [Beurer-Kellner et al. 2023; Madaan et al. 2022; Reynolds and McDonell 2021; Wei
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et al. 2022]. Combined with relevant examples (aka few-shot prompting), we can prompt LLMs to
generate solutions to problems that have little coverage in the training data. Our Chain of Though
(CoT) prompts comprise five examples of tasks and solutions, where each example decomposes
the problem step-by-step, and explains how to derive the implementation in Dafny. The rest of
this subsection describes in detail how we engineer CoT prompts: Figure 4 (bottom) depicts one
resulting CoT prompt while Figure 4 (top) shows an intermediate specification prompt, produced
as one step in this process.

Contextless Prompt

You are an expert Dafny programmer, and here is your task:
Write a method in Dafny to find maximum run of
uppercase characters in the given string.

You must return the method in the following form:

```dafny
//Dafny Code

```

Signature Prompt

You are an expert Dafny programmer, and here is your task:
Write a method in Dafny to find maximum run of uppercase
characters in the given string.

Method Signature:
method maxRunUppercase (str: string ) returns (res:

int )

Your code should satisfy these tests:
var out1:=maxRunUppercase( "GeMKSForGERksISBESt" );
assert out1==5;

var out2:=maxRunUppercase( "PrECIOusMOVemENTSYT" );
assert out2==6;

var out3:=maxRunUppercase( "GooGLEFluTTER" );
assert out3==4;

You must return the method in the following form:

```dafny
//Dafny Code

```

Figure 2: Examples of Contextless and Signature prompts

The design of our CoT prompt was
informed by our own experience with
Dafny [Noble 2024; Noble et al. 2022].
When we write a Dafny method, we
start by defining the method’s signa-
ture, followed by thinking about the
pre- and postconditions that should
hold. We then go on to write the
method body code, implementing al-
gorithms that should produce the ex-
pected results. Finally we address va-
lidity, experimenting with assertions,
loop invariants, etc., until the Dafny
verifier is able to prove that the pro-
gram is correct.

Finding exampleswithRetrieval-
Augmented Generation (RAG). For
a given problem, a prompt will be
most effective when it includes se-
mantically similar exemplars. While
creating our MBPP-DFY-50 dataset,
we observed that the postconditions
are the most critical parts of Dafny
method specifications, and we iden-
tified a pattern: methods having sim-
ilar signatures and postconditions re-
quire similar Dafny solutions.
Given that we were already using

LLMs to find solutions, we were also
able to employ the same LLMs to find prompts, a technique known as prompt chaining [Wei et al.
2022] or model cascading [Dohan et al. 2022]. For each new problem, in a first phase we prompt the
LLM to generate method specifications (signature and postconditions). Then in a second phase, we
used the results of the first phase to prompt for Dafny method implementations. The inclusion of
semantically-similar context in prompts is known as Retrieval Augmented Generation (RAG) [Lewis
et al. 2020]. Figure 3 demonstrates the resulting high-level architecture of our RAG pipeline for
prompt chaining.

For a given problem, in the first phase we prompt the LLM to generate the method specifications
—signature and postconditions. To teach LLM how to generate such specifications, we provide
three examples of problem descriptions, method signatures, and postconditions, taken from our
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Figure 3: A high-level architecture of the RAG prompt-chaining pipeline for Dynamic Few-Shot Prompting.

MBPP-DFY-50 dataset. We select these examples based on the semantic similarity of the problem
descriptions. Figure 4 (top) shows an example of a first phase specification prompt.
In the second phase, we search for semantically similar Dafny methods in our MBPP-DFY-50

dataset, incorporating the LLM’s first phase response. We use the OpenAI embedding API to
compute semantic similarity based on cosine distance. For the specification generated in the first
phase, we select the top five Dafny similar examples from our MBPP-DFY-50 dataset. We use five
examples so that the whole prompt fits inside the LLMs’ context length. With these examples, we
then prepare a CoT prompt that first instructs the LLM to synthesize the specifications according the
problem decomposition steps, and then synthesize a Dafny method that satisfies these specifications
— see Figure 4 (bottom).

3.5 Evaluation Metrics
We evaluate LLMs’ synthesized methods using the Dafny verifier. The verifier reports whether
Dafny code is (a) syntactically correct and (b) verified. We report the synthesis performance using
the pass@k metric [Kulal et al. 2019; Mark Chen et al. 2021; OpenAI 2023a; Wang et al. 2023]. In
our study, we use verify@k metric (similar to pass@k), where k sample methods are synthesized
per problem; a problem is considered to be verified if any attempt verifies.

Automated quantitative metrics are only a weak proxy for performance of LLMs in this task. In
one extreme, the synthesized Dafny code may not contain any formal specifications whatsoever; in
those cases, the verifier will report verification success. Synthesized methods may contain only weak
and uninteresting formal specifications that are trivial to verify. The most challenging part of this
study is to check whether LLMs are able to generate the “right” and “strong” formal specifications —
in particular, postconditions. In order to assess the semantic correctness of the generated verification
code, we manually reviewed all verified methods. We also manually inspected all the generated
methods that failed to verify, to identify what types of errors prevented verification.

3.6 Temperature Tuning
The “temperature” is an important parameter of all LLMs that controls the randomness of the
decoding process [OpenAI 2023a; Rohan Anil et al. 2023]. In doing experiments with LLMs, it
is important to identify the best temperature for each experiment. Therefore, before running
our experiments on the entire MBPP-san-DFY dataset, we first performed a temperature tuning
experiment. We chose a random sample of 50 problems from our test dataset MBPP-san-DFY of
178 problems employing the sampling procedures with 90% confidence interval and 10% margin of
error. Next, for each type of prompt, we executed these 50 problems at four different temperatures
𝑇 ∈ {0.0, 0.25, 0.5, 0.75} in both GPT-4 and PaLM-2 . We evaluated the synthesized Dafny methods
with our evaluation metrics verify@k where 𝑘 ∈ {1, 3, 5}. Figure 5 shows that in Contextless
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Dynamic Few-Shot Prompting [Specification Prompt]
TASK:
Write a method in Dafny to convert a given string to uppercase.

Method Signature:
method ToUppercase(s: string ) returns (v: string )

Postconditions:
- The length of the returning string must be the same as the length of the input string
- All lowercase characters of the input string are uppercase in the output string
- All other characters are unchanged

————————————————————————————————————————————————————————————————————————
//Two more semantically similar example TASKS

————————————————————————————————————————————————————————————————————————
TASK:
Write a method in Dafny to find maximum run of uppercase characters in the given string.

Dynamic Few-Shot Prompting [Chain of Thought (CoT) Prompt]
SYSTEM:
You are an expert AI assistant that writes Dafny programs. You are very good at writing verifiable
correct code in terms of preconditions and postconditions of methods, and at finding the
appropriate loop invariants for the pre/postconditions to hold.
————————————————————————————————————————————————————————————————————————
TASK:
Write a method in Dafny that matches a word containing ’z’.

AI ASSISTANT:

Step 1: Determine the method’s signature.
In this case:
method ContainsZ(s: string) returns (result: bool )

Step 2: Determine the preconditions.
In this case:
- There are no preconditions, the method will work. Strings and sequences are always not null.

Step 3: Determine the postconditions.
In this case:
- The result is true if the input string contains the character ’z’ or ’Z’
- The result is false if the input string does not contain the character ’z’ or ’Z’

Step 4: Write the code, its formal specification, and the verification annotations that help the
solver prove the postconditions.
In this case:

```dafny

method ContainsZ(s: string) returns (result: bool)

ensures result <==> (exists i :: 0 <= i < |s| && (s[i] == 'z' || s[i] == 'Z'))

{

result := false;

for i := 0 to |s|

invariant 0 <= i <= |s|

invariant result <==> (exists k :: 0 <= k < i && (s[k] == 'z' || s[k] == 'Z'))

{

if s[i] == 'z' || s[i] == 'Z' {

result := true;

break;

}

}

}

```
————————————————————————————————————————————————————————————————————————
//Four more semantically similar example TASKS

————————————————————————————————————————————————————————————————————————
TASK:
Write a method in Dafny to find maximum run of uppercase characters in the given string.

AI ASSISTANT:

Figure 4: Examples of Specification Prompt (top) and CoT Prompt (bottom)
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Figure 5: Temperature tuning for GPT-4 and PaLM-2 on a sample of 50 problems at four different temperatures
𝑇 ∈ {0.0, 0.25, 0.5, 0.75} for three different prompts. The vertical axis shows the verified Dafny method
synthesis rate in verify@k (k=5).
and Signature prompts, GPT-4 performs best at T=0.75, although with Dynamic Few-Shot prompt,
GPT-4 is most effective at T=0.5. PaLM-2 demonstrates better performance with T=0.0 for Contextless
prompt, but in Signature and Dynamic Few-Shot prompts PaLM-2 works better at T=0.5.

3.7 Experimental Setup
We developed scripts to execute prompts at different temperatures through OpenAI’s API for
GPT-4 and Google’s API for PaLM-2. For verifying the code, we employed the latest Dafny 4.0.0
version 5. Dafny 4.0.0, released in March 2023, broke backwards compatibility, so it is likely neither
GPT-4 nor PaLM-2 would have this latest version in their training data. In our prompts and few-shot
examples we did not specify which version of Dafny should be used. For executing the experiments
and verifying synthesized Dafny methods, we used a MacBook Pro (13-inch, 2020), having 2 GHz
Quad-Core Intel® Core™ i5 processor, 16GB RAM, 512 GB SSD and running macOS Ventura 13.4.

4 RESULTS AND ANALYSIS
To evaluate LLM synthesis of Dafny methods, we queried all 178 problems in three prompts with
their tuned temperatures (as described in Section 3.6). We noticed that LLMs could not generate any
Dafny methods if they were unable to generate the correct postconditions or if they had insufficient
context data to solve those problems. In such cases the LLMs returned a textual explanation why
they could not generate any Dafny code; we filtered out those responses. We then analyzed the
verification results quantitatively and qualitatively.

4.1 Quantitative Analysis
In this section, we explain and compare our quantitative analysis across three different prompts for
GPT-4 and PaLM-2 .

4.1.1 Verification: Table 1 summarizes the overall verification results for three prompts queried
with their tuned temperatures. For example, in Contextless prompting at k=5, GPT-4 synthesized
104 verified methods out of 178 problems, achieving a verification success rate 58.42%. We notice
that the verification success rate improves with the increasing number of attempts. For instance, in
Contextless prompt at k=1, GPT-4 ’s verification success rate is 32.58% whereas at k=3 and k=5 it
jumps to 53.37% and 58.42% respectively. PaLM-2 was unable to generate a single verified method
for Contextless prompting even with several attempts. In Signature prompting, the verification
success rate also improves with the number of attempts. Here, GPT-4 generated 95 verified Dafny
methods (53.37%), which is slightly lower than Contextless prompting. PaLM-2 gets a boost at k=5,
synthesizing 12 (6.74%) verified methods. Both GPT-4 and PaLM-2 attain the best performance in
Dynamic Few-shot prompting. GPT-4 verified 114 methods (64.04%) at k=5 that surpasses Contextless
5https://dafny.org/blog/2023/03/03/dafny-4-released/
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Table 1: Summary of verified Dafny method synthesis on 178 problems. For each prompt, LLMs responses
were generated with their tuned temperature (T ) at verify@k (where 𝑘 ∈ {1, 3, 5})

Prompts GPT-4 PaLM-2

Contextless

Temperature verify@k Temperature verify@k

T=0.75
k=1 58/178 (32.58%)

T=0.00
k=1 0/178 (0.00%)

k=3 92/178 (51.64%) k=3 0/178 (0.00%)
k=5 104/178 (58.42%) k=5 0/178 (0.00%)

Signature

Temperature verify@k Temperature verify@k

T=0.75
k=1 59/178 (33.14%)

T=0.50
k=1 12/178 (6.74%)

k=3 88/178 (49.43%) k=3 9/178 (5.05%)
k=5 95/178 (53.37%) k=5 12/178 (6.74%)

Dynamic Few-Shot

Temperature verify@k Temperature verify@k

T=0.50
k=1 86/178 (48.31%)

T=0.50
k=1 30/178 (16.85%)

k=3 105/178 (58.98%) k=3 43/178 (24.15%)
k=5 114/178 (64.04%) k=5 52/178 (29.21%)

prompting’s performance. PaLM-2 achieved significant improvement with a 29.21% verification
success which is around four times of its performance with Signature prompting.

4.1.2 Postconditions: In a naive interpretation, these results could indicate that the complicated
RAG prompt is not worth it, at least for GPT-4 ; however, that is not the case. Verification success
does not mean that the solution was properly formulated. Postconditions are essential in formally
specifying what methods are supposed to do. The absence of postconditions is a strong sign that
the solution is not usefully verified: methods with no specifications trivially avoid being wrong.

For both the verified and unverified methods, we looked into the formal specification synthesis
results. In Contextless prompting as shown in Table 2, we noticed that, although GPT-4 generated
104 verified methods, only 56 of them contain postconditions. Since the other 48 verified methods
have no postconditions, they cannot be considered formally verified. Regarding unverified methods,
GPT-4 generates postconditions for 65.75% of them. Similar to GPT-4 , PaLM-2 also shows better
effectiveness (59.09%) in synthesizing postconditions in unverified methods. Since these methods
are unverified, however, it may happen that either the postconditions are wrong, that the syntactic
or semantic implementation of these methods are wrong, or that both specifications and method
implementations are correct, but that the Dafny verifier was unable to prove the method imple-
mentation in fact maintained the postconditions. In our qualitative analyses we manually examine
these methods and their specifications to identify the actual reasons (see Section 4.2).

In Signature prompting, the presence of postconditions gets worse. Only 30 out of 95 synthesis
methods from GPT-4 have postconditions whereas for PaLM-2 only 1 method out of 12 contains
postconditions. For unverified methods the presence of postconditions drastically drops for both
GPT-4 (31.57%) and PaLM-2 (38.27%), indicating that any additional contexts in the prompt did not
bring any substantial benefit.
With Dynamic Few-Shot RAG prompting, however, the specification synthesis results improve

significantly for both GPT-4 and PaLM-2 . As shown in Table 2, 100% of both verified and unverified
methods have postconditions. The primary reason for having postconditions in all synthesized
methods is the few-shot examples with the CoT process. We designed this prompt to dynamically
select five methods based on their postconditions’ semantic similarity, and each of these examples
includes a CoT process describing how to determine the postconditions in natural language, and
then in Dafny in the implementation. The design of this prompt makes the LLMs follow the manner
by which the examples are presented.
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Table 2: Summary of specifications synthesis result, in both verified and unverified methods. The number
in the denominators represents the total number of verified and unverified methods respectively. For each
prompt, LLMs responses were generated with their tuned temperatures at verify@k (k=5).

Prompts GPT-4 PaLM-2

Contextless

Specifications Verified Unverified Verified Unverified
has postconditions 56/104 (53.84%) 48/73 (65.75%) N/A 104/176 (59.09%)
has preconditions 64/104 (61.53%) 47/73 (64.38%) N/A 2/176 (1.13%)
has both 41/104 (39.42%) 32/73 (43.83%) N/A 2/176 (1.13%)
has invariants 40/104 (38.46%) 28/73 (38.35%) N/A 4/176 (2.27%)

Signature

Specifications Verified Unverified Verified Unverified
has postconditions 30/95 (31.57%) 22/80 (27.5%) 1/12 (8.33%) 62/162 (38.27%)
has preconditions 46/95 (48.42%) 31/80 (38.75%) 1/12 (8.33%) 61/162 (37.65%)
has both 21/95 (22.10%) 19/80 (23.75%) 1/12 (8.33%) 61/162 (37.65%)
has invariants 38/95 (40.00%) 19/80 (23.75%) 0/12 (0.00%) 6/162 (3.70%)

Dynamic Few-Shot

Specifications Verified Unverified Verified Unverified
has postconditions 114/114 (100%) 61/61 (100%) 52/52 (100%) 123/123 (100%)
has preconditions 74/114 (64.91%) 42/61 (68.85%) 35/52 (67.30%) 99/123 (80.48%)
has both 74/114 (64.91%) 42/61 (68.85%) 35/52 (67.30%) 99/123 (80.48%)
has invariants 57/114 (50.0%) 57/61 (93.44%) 13/52 (25.0%) 90/123 (73.17%)

4.1.3 Preconditions: In a Dafny method, preconditions are only required when certain properties
or assumptions must hold before invoking the method. For example, if a method reads an array
element, preconditions can be used to help ensure that the method does not attempt to access array
elements that are out-of-bounds.

In our experiment with Contextless prompting, we found that 61.53% of GPT-4 generated verified
methods contain preconditions and 39.42% contain both pre-and postconditions (Table 2). Like
postconditions, the presence of preconditions drops in Signature prompting where only 48.42% of
verified methods contain preconditions and 22.10% have both pre-and postconditions. Unfortunately,
in Contextless and Signature prompting, PaLM-2 specification synthesis performance is trivial. For
both GPT-4 and PaLM-2 , however, Dynamic Few-Shot RAG prompting enhances the specification
synthesis performance. As shown in Table 2, on average 64% of verified and unverified programs for
both GPT-4 and PaLM-2 contain pre-and postconditions. Once again, Dynamic Few-Shot prompts
perform significantly better than Contextless and Signature prompts.

4.1.4 Invariants: When a Dafny method has a loop, it should contain invariants that need to
be maintained in each iteration of the loop. As shown in Table 2, in Contextless prompting, an
average 38% GPT-4 synthesized methods contain invariants. In Signature prompting, the number
increases slightly for verified methods, however, in Dynamic Few-Shot prompting, GPT-4 does
far better at generating invariants. As shown in Table 2, 50% of verified and 93.44% of unverified
methods contain at least one loop invariant. On the other hand, PaLM-2 struggles to synthesize
loop invariants for both verified and unverified methods in Contextless and Signature prompting.
Again, Dynamic Few-Shot prompting improves its performance to have loop invariants in 25% of
verified and 73.17% for unverified methods respectively.

4.2 Qualitative Analysis
This section describes ourmanual investigation of LLMs’ Dafny synthesis performance. The first two
authors manually examined all prompt responses, assessing the quality of the formal specifications,
specifically the postconditions of the verified Dafny methods – again, postconditions are the key
element for a correct formal specification. During this manual inspection, when we have any doubt
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Table 3: Summary of qualitative analysis of specifications synthesis in verified methods. The number in the
denominator represents the total number of verified methods containing specifications. For each prompt,
LLM responses were generated with their tuned temperatures at verify@k (k=5).

Specifications Groups
GPT-4 PaLM-2
Prompts Prompts

Contextless Signature Dynamic
Few-Shot Contextless Signature Dynamic

Few-Shot

Postconditios
Strong 34/56 18/30 103/114 (90.35%) N/A 1/1 35/52
Weak 15/56 9/30 3/114 N/A 0/1 3/52
Wrong 7/56 3/30 8/114 N/A 0/1 14/52

Preconditions Required 19/41 10/21 36/74 (48.64%) N/A 0/1 6/35
Optional 22/41 11/21 38/74 N/A 1/1 29/35

Invariants Strong 10/27 5/16 51/57 (89.47%) N/A N/A 13/13
Weak/Wrong 17/27 11/16 6/57 N/A N/A 0/13

about the implementation or specifications, we looked into our ground-truth dataset, MBPP-san,
and discussed with each other. The two authors independently performed this manual tagging
and reached a high Inter-Rater Reliability (IRR) [Hallgren 2012](93.91% Cohen Kappa [Viera et al.
2005]), which ended up with consensus at the end. We summarize our qualitative analysis findings
in Table 3. The complete analysis results are available in our companion repository (Section 8),
including all prompts, LLMs’ responses, verification results, and Dafny method snippets with our
manual tagging.

4.2.1 Postconditions: The goal of a postcondition is to make sure that the implementation is
correct based on the proofs. Here the term "correct" implies that the postcondition is strong enough
to precisely capture all possible output values. A postcondition can be weak or less restrictive that
allows a boarder range of possible outcomes. In some cases, a postcondition might be incorrect to
accurately capture the intended outcomes and making it difficult or impossible to prove.

We tagged the quality of postconditions into three groups, Strong, Weak and Wrong. In Signature
prompting, PaLM-2 had only one verified method and that has Strong postconditions. With
regard to, Dynamic Few-Shot prompt, we found that in 14 cases, PaLM-2 misunderstood problems’
description and generated wrong method implementation for those problems. However, it generated
Strong postconditions in 35 methods and Weak postconditions in 3 methods only. Although
GPT-4 got 56 verified programs in Contextless prompting, we encountered 15 of them have Weak
postconditions. Table 4 exhibits such an example of Weak postconditions. On the other hand in
Signature prompting 9 of verified methods contain Weak postconditions which are very trivial
specifications to verify correct implementation.
In Dynamic Few-Shot, GPT-4 ’s specification synthesis result is impressive. Only 3 of verified

methods had Weak postconditions and in 8 cases it misunderstood the problems’ description, gen-
erating wrong methods. One interesting example of such cases is illustrated in Table 4. Specifically
in Dynamic Few-Shot RAG prompt, 90.35% (103/114) of verified methods synthesized from GPT-
4 contain Strong postconditions. Considering the overall dataset, 58% of methods (103/178) had
strong (i.e. correct) specifications that successfully verified.

4.2.2 Preconditions: A precondition is an annotation that must be true before a Dafny method
is invoked. When a method is called, it is caller’s responsibility to make sure that the preconditions
are satisfied. The caller of the method then gets to assume that the postconditions hold after the
method returns [Dafny 2023]. To keep in mind that, in our analysis, we did not call LLMs synthesis
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Table 4: Examples of LLMs synthesis Strong, Weak and Wrong postconditions; Required and Optional
preconditions; invariants subsuming postconditions, and auxiliary definitions.

Specifications LLM Synthesis Specifications in Dafny

Post-
conditions

Strong

//Write a method in Dafny to check if the given array represents min heap or not.

method IsMinHeap(a: array<int>) returns (result: bool)

ensures result ==> forall i :: 0 <= i < a.Length / 2 ==> a[i] <= a[2*i + 1]

&& (2*i + 2 == a.Length || a[i] <= a[2*i + 2])

ensures !result ==> exists i :: 0 <= i < a.Length / 2 && (a[i] > a[2*i + 1]

|| (2*i + 2 != a.Length && a[i] > a[2*i + 2]))

Weak

/*Write a method in Dafny to interleave 3 sequence of the same length into

a single flat sequence.*/

method InterleaveThreeSequences(seq1: seq<int>, seq2: seq<int>, seq3: seq<int>)

returns (interleavedSeq: seq<int>)

requires |seq1| == |seq2| == |seq3|

ensures |interleavedSeq| == 3 * |seq1|

//strong postcondition will also check the relative order of the sequence values.

Wrong

//Write a method in Dafny to find the median of two sorted lists of same size.

method FindMedian(a: array<int>, b: array<int>) returns (median: int)

//...MISUNDERSTANDING

ensures median == if (a.Length % 2 == 0)

then (a[a.Length / 2 - 1] + b[0]) / 2 else a[a.Length / 2]

Pre-
conditions

Required

//Write a method in Dafny to compute the n-th power of each number in a list.

function Power(base: int, exponent: int): int //.. Auxiliary Definitions

requires exponent >= 0

{ if exponent == 0 then 1 else base * Power(base, exponent-1) }

method PowerOfListElements(l: seq<int>, n: int) returns (result: seq<int>)

requires n >= 0

ensures |result| == |l|

ensures forall i :: 0 <= i < |l| ==> result[i] == Power(l[i], n)

Optional

//Write a method in Dafny to append the given array to the given sequence.

method AppendArrayToSeq(s: seq<int>, a: array<int>) returns (r: seq<int>)

requires a != null

/*In Dafny arrays and sequences are never null,

unless the method declares them as array? and seq?*/

Invariants
Subsume
Post-
conditions

/* Write a method in Dafny to check whether a list of sequence contains

the given sequence or not.*/

method ContainsSequence(list: seq<seq<int>>, sub: seq<int>) returns (result: bool)

ensures result <==> (exists i :: 0 <= i < |list| && sub == list[i])

{

result := false;

for i := 0 to |list|

invariant 0 <= i <= |list|

invariant result <==> (exists k :: 0 <= k < i && sub == list[k])

methods. In our manual investigation, we only tagged preconditions into two groups, (i) Required,
which is necessary to prove the postconditions and implementation; (ii) Optional, its presence
is not required for verification. Table 3 demonstrates the summary of our preconditions analysis.
Examples of LLMs synthesis Required and Optional preconditions are illustrated in Table 4.

4.2.3 Invariants: We reviewed loop invariants in all verified methods that have postconditions. To
determine loop invariants in Dafny, a common trick is to work backwards from the postconditions
and identify the loop guard [Dafny 2023]. While examining responses, we recognized the same
patterns followed by the LLMs.We observed that GPT-4 and PaLM-2 both determined loop invariants
mostly based on the postconditions and in most of the problems loops invariants subsume some
or whole part of the method’s postconditions as shown in Table 4. We found that all synthesized
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Table 5: Summary of different types of errors found in unverified methods. The number in the denominators
represents the total number of unverified methods. For each prompt, LLMs responses were generated with
their tuned temperatures at verify@k (k=5).

Error
Types Error Name

GPT-4 PaLM-2
Prompts Prompts

Contextless Signature Dynamic
Few-Shot Contextless Signature Dynamic

Few-Shot
Compilation
Errors

parse errors 51/73 44/80 16/61 176/176 152/162 43/124
resolution/type errors 14/73 30/80 15/61 0/176 10/162 66/124

Verification
Errors

loop invariant violation 4/73 1/80 23/61 0/176 0/162 10/124
postcondition might not hold 3/73 1/80 13/61 0/176 0/162 7/124
bound errors 0/73 1/80 2/61 0/176 0/162 5/124
index out of range 2/73 2/80 5/61 0/176 0/162 2/124
possible division by zero 0/73 0/80 0/61 0/176 0/162 1/124
verification time out 1/73 0/80 0/61 0/176 0/162 0/124

verified methods in three different prompts containing Strong postconditions, also have correct
loop invariants. And when the postconditions were Weak or Wrong, loop invariants followed the
postconditions. In many cases we also noticed that GPT-4 guaranteed loop termination with the
explicit usages of decreases statement on loop guards.

4.2.4 Auxiliary Definitions: Dafny, supports predicate and function to write modularized
and readable code [Dafny 2023]. When we reviewed all verified synthesized methods, auxiliary
definitions were only generated in response to Dynamic Few-Shot prompts. We found that only
4 out of 52 PaLM-2 synthesized verified methods had auxiliary definitions whereas 20 out of 103
GPT-4 verified methods have the usages of predicate or function. Table 4 shows an example of
such auxiliary definitions with the usages of function.

4.3 Error Analysis
We manually analyzed the error logs for all unverified methods and identified two major types
of errors. We then examined the error types and classified them into several subgroups. Table 5
demonstrates the presence of different types of errors appeared in all unverified methods.

4.3.1 Compilation Errors: We found compilation errors when a Dafny method was not verified
because of incorrect Dafny syntax or unknown types. These errors appeared in two forms (i)
parse errors, having wrong Dafny syntax and (ii) resolution/type errors, when a method
implementation contains usages of any unknown types. In our manual inspection, we observed
that the majority of LLMs synthesis methods were not verified because of compilation errors. As
shown in Table 5, in Contextless and Signature prompting, 100% and 93.83% of PaLM-2 synthesis
methods were unverified because of parse errors. In Dynamic Few-Shot RAG prompting, parse
errors were minimized, nevertheless, resolution/type errors appeared in around 53.22% of
cases. We inspected the reasons for resolution/type errors and found that PaLM-2 generated
Dafny methods assuming the presence of basic library methods/functions without providing any
implementation. Consequently, the verifier raised a resolution/type errors because of the us-
ages of unknown method/function. Similarly, GPT-4 also struggled generating correct Dafny syntax
in Contextless and Signature prompting. In Contextless, 51 out of 73 unverified methods have parse
errors. It gradually overcome and improved its performance in Dynamic Few-Shot prompting
where only 16 out of 61 unverified methods had parse errors. Regarding, resolution/type
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errors, GPT-4 generated such errors most (30/80) in Signature prompting whereas in Dynamic
Few-Shot prompting, GPT-4 had only 15 of such errors out of 61 unverified methods.

4.3.2 Verification Errors: These types of errors occurred when a Dafny method has correct
syntax but the specifications or implementation were incorrect. We found six different types of
verification errors, shown in Table 5. Most of the syntactically correct unverified methods failed
to verify because of loop invariant violation and/or postcondition might not hold
errors. In Contextless and Signature prompting, there were very few verification errors since most
of the methods had compilation errors. However, in Dynamic Few-Shot prompting, GPT-4 had
loop invariant violation in 23 cases and postcondition might not hold in 13 out of 61
unverified methods. We observed that these errors appeared for two reasons: (i) the specifications
(postconditions or invariants) were correct but the implementation was incorrect to prove the
specifications; and (ii) the implementation was correct but the specifications were incorrect.

4.4 Summary of Findings

RQ1 [Contextless Prompting]: Our experiments show that, given a simple problem descrip-
tion, LLMs can generate plausible Dafny methods, although the resulting methods are not
necessarily syntactically correct. Specifically, GPT-4 is capable of generating Dafny methods,
but often cannot generate the formal specifications. Without proper formal specifications,
the internal verification annotations, when they exist, become moot.

RQ2 [Signature Prompting]: Additional context — method signature and test cases —
reduced the performance of both the LLMs that we evaluated. This contrasts with LLMs
undertaking more classical code synthesis tasks, where additional contextual information
generally improves their performance.

RQ3 [Dynamic Few-Shot Prompting]: Our results show that Chain of Thought (CoT)
prompts, separately prompting for specifications, and then chaining those generated specifi-
cations in a second prompt with retrieval augmentation generated (i.e. RAG) semantically
similar few-shot examples, significantly increased performance. Engineering these prompts
led both LLMs to generate explicit pre- and post-conditions for all the test problems. Specifi-
cally for GPT-4 , 100% of all generated methods contained formal specifications, and 58% of
them (103/178) had strong (i.e. correct) specifications that successfully verified.

5 RELATEDWORK
5.1 Program Synthesis and Verification with Dafny
In the last 20 years, formal methods for software synthesis [Gulwani et al. 2017] and verification
[Ringer et al. 2019] have moved from an esoteric research topic [Leino and Nelson 1998] to a set of
increasingly practical tools, and from doctoral study to undergraduate degrees [Jones and Misra
2021]. Tools such as Dafny, SAW, and SPIN are increasingly mature enough to support industrial
application [Greengard 2021; Wayne 2018]: indeed a main barrier to adoption remains a lack of
software engineers trained in their use [Garavel et al. 2020].
Dafny is used in production to develop verified implementations encryption algorithms [Yang

et al. 2023], Ethereum Virtual Machine (EVM) bytecodes [Cassez et al. 2023], and even quantum
circuitry [Li et al. 2022b]. Dafny is also the topic of ongoing research in verification and synthesis.
Irfan et al. [2022] introduced XDsmith, a fuzzing differential testing framework that generates
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random Dafny programs with known verification output. XDsmith conducts differential testing
on the Dafny compiler to evaluate Dafny’s soundness and precision. In the Amazon Automated
Reasoning group, Chakarov et al. [2022] developed an approach to generate counterexamples in
Dafny syntax when the Dafny verifier cannot establish a valid proof.
This work testifies to the ongoing relevance of Dafny-style program verification in research,

and increasingly in practice. Our results indicate that LLMs are likely to be a fruitful direction for
assisting with Dafny programming, in both research and practice.

5.2 LLMs for Formal Methods
Researchers have been actively working on developing automated proof synthesis and theorem
provers [Sanchez-Stern et al. 2020]. Several efficient proof synthesis tools have been developed based
on pre-computed facts reasoning, heuristic search and identifiers, such as CoqHammer [Czajka and
Kaliszyk 2018], TacTok [First et al. 2020], Passport [Sanchez-Stern et al. 2023]. Recently developed
LLMs based approaches, for instance, ASTactic [Yang and Deng 2019], Diva [First and Brun 2022]
Thor [Jiang et al. 2022a] and Baldur [First et al. 2023] outperform the previous approaches to
synthesize whole or partial proofs and automatically prove theorems employing the interactive
proof assistants Coq and Isabelle/HOL.
Apart from proof synthesis and theorem proving, LLMs have also been applied to translate

natural language into formal specifications, proofs, and theorems [Li et al. 2023; Meadows and
Freitas 2022; Qiao et al. 2023]. Wu et al. translated natural language problems into Isabelle/HOL
[Wu et al. 2022], while Cunningham et al. experimented generating proofs for code verification
[Cunningham et al. 2022]. To enhance reasoning, Madaan et al. generated event graphs [Madaan
et al. 2022] and found that LLMs trained on source code outperformed those trained only on text.
Most contemporary LLMs have limitations when it comes to algorithmic reasoning [Austin

et al. 2021] although this may be mitigated by careful prompting [Zhou et al. 2022]. While GPT-
4 can generate plausible texts about mathematical problems, it cannot currently deliver correct
mathematical proofs or solutions [Frieder et al. 2023]. The Minerva model, however, is pre-trained
on a mathematics corpus [First et al. 2023], and also aims to generate proofs in Isabelle/HOL.
Learning techniques are in vogue in software engineering research [Allamanis et al. 2018;

Watson et al. 2022; Yang et al. 2022]. LLMs have been evaluated across a range of tasks such as
code generation, code completion, code summarization [Nashid et al. 2023; Tufano et al. 2023],
code repair [Mashhadi and Hemmati 2021; Sintaha et al. 2023; Yasunaga and Liang 2020], program
transformation and synthesis [Austin et al. 2021], test generation [Mastropaolo et al. 2023; Tufano
et al. 2022a], bug fixing [Chakraborty and Ray 2021; Tufano et al. 2019], code review [Li et al. 2022a;
Tufano et al. 2022b] — for some tasks, performing as well as or better than the state of the art
[Allamanis et al. 2018; Watson et al. 2022; Yang et al. 2022], especially when prompts are carefully
constructed [Nashid et al. 2023]. Recent studies suggest that applying LLMs to code-related tasks
has the potential to improve developer productivity [Chakraborty and Ray 2021; Nashid et al. 2023;
Tufano et al. 2019].

All this work (both formal methods and programming tasks) focuses on careful training of LLMs
in mathematics — or otherwise extending their reasoning power. Our results explore an alternative
approach: letting LLMs do what they are good at — generating plausible solutions — and then
employing program verification techniques to do what they are good at — verifying whether or
not those solutions are correct.

6 THREATS TO VALIDITY
Following Siegmund et al. [2015] and Feldt and Magazinius [2010] we identified a number of threats
to the validity of this study. The closed nature of our experiments and the straightforward decision
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criteria (can Dafny compile a program? verify a program?) should ensure construct and internal
validity: we are interested in the mechanistic question of whether a contemporary language model
can generate code for a verifiable programming language, and we test that directly. Our subjective
judgments were engaged primarily to classify mistakes and assess the fitness of the postconditions
given the natural language prompts. Our qualitative evaluation used standard inspection methods
to reach consensus, and all our data, prompts, coding, and intermediate analyses are available.

External validity considers how well these results would generalize to other language models or
programming languages — or even to different versions of the tools we evaluated. In designing the
study, we were aware that both the language model (GPT-4) and the programming language (Dafny)
were evolving very rapidly: the version of GPT-4 we used had been available for only 14 days
and Dafny 4.0 was released on 3rd March 2023; furthermore, these versions embodied significant
improvements over previous versions of these tools. The only sure assertions we can make about
the detailed results of this study are that they are unlikely to generalize: we expect the results will
be different — most likely, better — if we repeated the study with later versions of the language
model or the programming language. Unfortunately, there is no way to avoid these problems while
studying contemporary software under continual, rapid, development: we consider the advantages
of using the latest contemporary versions outweighs any increase in reproducibility we could get
by e.g. using earlier stable versions that are several years old. We have, however, mitigated this
threat as well as possible. We have identified the precise versions of the software and hardware that
we used. The research artifacts of this study are publicly available at the companion repository.
7 CONCLUSION
We investigated the potential of large language models (GPT-4 and PaLM-2 ) to synthesize method
specifications and bodies in the Dafny verification-aware programming language. We found that,
given appropriate prompts, GPT-4 can generate Dafny methods, the pre- and postconditions needed
to specify those methods, and the internal annotations required for Dafny to verify the methods
against the specifications. Carefully engineered Chain of Thought (CoT) prompts with retrieval
augmentation generated semantically similar few-shot examples explaining problem decomposition
step by step yielded the best performance, generating the most post-conditions and minimizing
unnecessary preconditions. Of the 178 problems in our test dataset, GPT-4 synthesized 103 methods
with nontrivial specification that Dafny could verify: many of the remaining methods exhibited
only minor errors. These findings underscore the importance of careful prompt design, and suggest
that with further improvements in prompt design and more examples, GPT-4 can serve as the
core of a “Programmer’s Verification Apprentice” for writing formally verified methods in Dafny.
Although this work is exploratory, the results demonstrate great potential for more focused research
on program synthesis with LLMs. We hypothesize that incorporating the tools and techniques of
program verification may be an equally fruitful direction for research into generative models more
generally, whenever their output must not only be plausible but also correct.
8 DATA AVAILABILITY
The complete artifacts of this study, including the evaluation benchmark, collection of verified
Dafny code, prompts for each problem, LLMs’ response and our manual evaluation all are publicly
available in the GitHub repository: § dafny-synthesis release and this persistent DOI.
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