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Abstract—Compared to minutia-based fingerprint representa-
tions, fixed-length representations are attractive due to simple
and efficient matching. However, fixed-length fingerprint repre-
sentations are limited in accuracy when matching fingerprints
with different visible areas, which can occur due to different
finger poses or acquisition methods. To address this issue, we
propose a localized deep representation of fingerprint, named
LDRF. By focusing on the discriminative characteristics within
local regions, LDRF provides a more robust and accurate fixed-
length representation for fingerprints with variable visible areas.
LDRF can be adapted to retain information within any valid
area, making it highly flexible. The matching scores produced
by LDRF also exhibit intuitive statistical characteristics, which
led us to propose a matching score normalization technique to
mitigate the uncertainty in the cases of very small overlapping
area. With this new technique, we can maintain a high level of
accuracy and reliability in our fingerprint matching, even as the
size of the database grows rapidly. Our experimental results on 21
datasets containing over 140K fingerprints of various finger poses
and impression types show that LDRF outperforms other fixed-
length representations and is robust to sensing technologies and
impression types. Besides, the proposed matching score normal-
ization effectively reduces the false match rate (FMR) in large-
scale identification experiments comprising over 5.11 million
fingerprints. Specifically, this technique results in a reduction of
two orders of magnitude compared to matching without matching
score normalization and five orders of magnitude compared to
prior works.

Index Terms—Fingerprint Matching, Fixed-Length Represen-
tation, Hamming Distance, Binomial Distribution, Deep Learning.

I. INTRODUCTION

F INGERPRINT has been a popular biometric in various
applications, including access control, national ID card,

and law enforcement [1]. A fingerprint recognition system
consists of three main modules: image acquisition, feature ex-
traction, and matching. The feature extraction algorithm aims
to extract discriminative features from fingerprints captured
by fingerprint sensors. And the matching algorithm takes the
extracted features of two fingerprints as inputs to calculate
matching score. Typically, a fingerprint is represented as a
collection of minutiae, which is demonstrated to present many
advantages for fingerprint matching, including (1) the defini-
tion of minutia is clear and consistent with features utilized
by human experts, thus ensuring compatibility across different

* Corresponding authors contributed equally to this work.
Y. Duan, Z. Pan, J. Feng, and J. Zhou are with Department

of Automation, Beijing National Research Center for Information
Science and Technology, Tsinghua University, Beijing 100084, China
(e-mail: dyj17@mails.tsinghua.edu.cn; pzy20@mails.tsinghua.edu.cn;
jfeng@tsinghua.edu.cn; jzhou@tsinghua.edu.cn).

Fig. 1. Due to significant intra-class variations caused by different finger
poses, sensing techniques, and impression types, it is very challenging to
extract distinctive, consistent, and compact fixed-length representations of
fingerprints.

algorithms [2]; (2) the distribution of minutiae location is
highly random and contains sufficient discriminative informa-
tion for identification [3]; (3) automatic minutiae extraction is
robust to noise thanks to contextual filtering [4], [5], (4) good
recognition performance can be achieved even by traditional
point matching algorithms [6], [7]; (5) the template size is
small and thus adopted as the standard template in many
applications [8]. Thanks to the aforementioned benefits of
minutia-based fingerprint representation, fingerprint recogni-
tion technique was able to find real applications in the early
stages of artificial intelligence (around the 1970s) [9]. Up to
date, most fingerprint matchers still utilize minutiae, with the
exception of matchers in some smartphones, which use tiny
fingerprint sensors [10].

However, minutia-based fingerprint representation poses
several challenges: (1) High computational complexity. Com-
bining slow minutiae matching with efficient candidate filter-
ing approaches is usually required for large-scale fingerprint
identification systems [11], [12], making the entire system
very complex and possibly reducing the recognition accu-
racy; (2) Drastic performance degradation in fingerprints of
low quality. Additional fingerprint features are introduced to
improve the matching performance [13], [14], while further
increasing the computation and storage cost; (3) Difficult
template encryption. Currently available template encryption
technologies for minutia sets are far fewer than those for fixed-
length representations [15], and tend to result in significant
performance reduction [16]; (4) Hard to model the statistical
distributions of distance between genuine or impostor pairs
[17]–[19]. This makes it difficult to obtain reliable and ac-
curate random match probability prediction like DNA typing
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[20], which is very important for forensic applications [21];
(5) Difficult to implement minutiae matcher as end-to-end
deep networks. Although several intermediate steps can be
implemented by deep networks, such as extracting minutiae
[22], [23] and their local descriptors [24], it is hard to optimize
the whole fingerprint matcher if not implemented as end-to-
end deep networks.

Therefore, researchers have proposed several fixed-length
fingerprint representations, with the aim for fingerprint index-
ing [24]–[31], template security [27], [32]–[34], and match-
ing low quality fingerprints [35], [36]. Conventional fixed-
length fingerprint representations are usually defined by lo-
cal responses of multiple Gabor filters [35], parameters of
orientation field model [37], [38], local minutiae vicinities
[39], histograms of minutia triplets or pairs features [33],
[40], local ridge orientation and frequency [25], and local
discretized texture descriptors [34]. The accuracies of these
representations are typically much lower than those achieved
by state-of-the-art (SOTA) minutiae matchers. With the rapid
development of deep learning technology, more recently, fixed-
length representations were extracted utilizing deep networks
from aligned fingerprints [24], [27], [31]. Such methods
present excellent performance on fingerprints with complete
area such as rolled fingerprints. However, background area
is not negligible and may dominate in fingerprints with di-
verse visible areas and impression types, particularly when
fingerprint areas are small, resulting in a dramatic decrease
in the matching performance. Although minutia information
was introduced in several approaches explicitly [28], [30] and
implicitly [29], the accuracy of minutia extraction itself may be
compromised. Additionally, the matching is also not restricted
within the overlapping area since the global aggregation step in
such methods erases both the number and location information
of minutiae, which limits the applicability of such methods
for matching fingerprints with diverse visible areas. Extracting
pyramid features at different scales and concatenating them as
a feature vector was considered in [36]. However, matching
performance is still affected by the coarse local region division
and fusing weights for different fingerprints in such methods.
Besides, extraction these multi-scale features also consumes
higher computational resources and storage space.

Up to date, fixed-length fingerprint representations have
primarily demonstrated good performance on rolled finger-
prints and are mainly beneficial for expediting large-scale
identification systems utilizing rolled fingerprints. However,
it still cannot be considered as a universal fingerprint rep-
resentation like minutia set. A universal representation of
fingerprints needs to present satisfactory performance not just
on rolled fingerprints but also on more common fingerprints
with incomplete area and diverse finger poses (e.g., plain or
latent fingerprints).

Therefore, in this paper, we propose a localized deep
representation of fingerprint, named LDRF, to achieve efficient
and accurate fingerprint matching, particularly for images with
diverse visible areas and impression types. The first step in our
proposed method is to align the fingerprint using a fingerprint
pose estimation approach [41]. Next, we extract the localized
representation of the fingerprint and identify the valid area.

To incorporate global constraints, we utilize a 2D positional
embedding technique that introduces global position informa-
tion into the fixed-length representations. This module enables
the network to pay more attention to distinct characteristics
that present across different local regions, and thus helps to
improve performance. Furthermore, considering only feature
embeddings in overlapping area, any irrelevant or invalid data
that may interfere with the matching process can be eliminated
from the extracted representations. Consequently, our method
can achieve good performance even after simple representation
binarization. This is particularly useful for efficient searching
of large-scale databases and for template encryption.

Besides, the proposed localized deep representation exhibits
intuitive and theoretically consistent statistical characteristics.
Specifically, the distribution of the distance between impostor
pairs conforms well to the theoretical Binomial (for binary
vectors) and Beta (for real-value vectors) distributions. In-
spired by Daugman et al. [42], [43], we proposed a matching
score normalization method that can effectively unify the re-
liability of matching scores for fingerprint pairs with different
overlapping areas. Additionally, statistical modeling of the
impostor matching score distribution enables us to reliably
estimate matching performance for even larger population.
This capability is crucial in forensic applications [21], where
the accuracy and reliability of evidence can have a significant
impact on the outcome of a case.

To verify the generalization ability of the proposed repre-
sentation, it is necessary to evaluate it on datasets containing
various fingerprint types. Therefore, evaluation was performed
on 21 different datasets containing over 140K fingerprints with
varying visible areas and impression types, including rolled,
plain, latent, and contactless fingerprints, which is more com-
prehensive than previous fixed-length representation studies.
And several datasets utilized are quite challenging for fixed-
length representations, e.g., fingerprints with diverse finger
poses and small image size. The experimental results obtained
from these datasets consistently demonstrate the superiority
of LDRF compared to other fixed-length representations. A
large-scale database containing over 5.11 million fingerprints
was also utilized to demonstrate the effectiveness of the pro-
posed matching score normalization technique in improving
identification performance for large population.

The remainder of the paper is organized as follows: Sec-
tion II provides a review of prior works related to fixed-
length representation. In Section III, we described the pro-
posed localized deep representation. We introduce a matching
score normalization method based on the statistical analysis
of fingerprint matching scores in Section IV. Experimental
results and limitations are presented in Sections V and VI,
respectively. Lastly, in Section VII, we summarize our work.

II. RELATED WORKS

Fixed-length fingerprint representations can be classified
into two categories: alignment-based and alignment-free.

Fingerprint alignment is first performed in alignment-based
approaches, and then fixed-length fingerprint representations
are extracted from the aligned fingerprints. Intuitively, the ac-
curacy of fingerprint alignment is crucial for the performance
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of extracted features in such methods. Jain et al. [35] utilized
multiple Gabor filters with different orientations to extract
texture information, then the fixed-length representation was
obtained by calculating standard deviation in a number of
sectors defined with respect to the reference point, named
FingerCode. Traditional fingerprint features, e.g., local ridge
orientation, consistency, frequency, and minutia vicinities, can
also be composed as fixed-length representations [25], [39].
But much lower performance is obtained using such repre-
sentations compared to the SOTA minutia-based matcher due
to the inaccurate and inconsistent feature extraction, which is
mainly caused by low ridge quality and strong distortion. With
the rapid development of deep learning, several researchers
attempted to utilize deep networks to extract more discrimi-
native features. Cao et al. [24] first proposed to extract deep
features from aligned fingerprints. Engelsma et al. [27] then
integrated fingerprint alignment and feature extraction into a
single end-to-end network. Grosz et al. [31] combined the
complimentary representations of attention-based and CNN-
based embedding to further improve the fingerprint recognition
ability. Good performance is obtained using such methods
on fingerprints with large and complete fingerprint area such
as rolled fingerprints. While for fingerprints with incomplete
areas, background information is incorporated and even domi-
nates in the extracted global features, which inevitably affects
the matching performance. Song and Feng [26] then proposed
to integrate pyramid features extracted from different local
regions into a global fixed-length representation, although,
incomplete fingerprint area was still not considered. Gu et al.
[36] extracted pyramid features from various local regions, and
the matching process was adopted within each local region to
alleviate the issue of incomplete areas. However, the division
of local regions is coarse and may lead to disregarding match-
ing results in regions with small overlap, thereby inevitably
decreasing the overall matching performance. Besides, the
weights associated with fusing local regions need to be op-
timized across diverse datasets, affecting its generalization
ability. Such methods also require a higher consumption of
both memory and computational resources.

For alignment-free approaches, minutia information was
usually incorporated. Song et al. [28] extracted local features
around each minutia and aggregated them to a global fixed-
length representation via an aggregation network. Wu et al.
[30] followed the similar schematic and applied multi-task
learning to provide auxiliary constraints for extracting local
features around minutiae. Li et al. [29] introduced minutia
information implicitly by a fully convolutional network and
aggregated local descriptors via global average pooling. Grosz
et al. [44] utilized vision transformer (ViT) [45] to integrate
minutia map and original fingerprint. Such methods introduce
minutia information, although, minutia extraction itself can be
affected by various factors. Besides, the number and location
of minutiae are lost after aggregation, resulting in a decreased
discriminative ability of the extracted features.

The representation proposed in this paper is alignment-
based, and to alleviate the impacts of inaccurate fingerprint
alignment, a fingerprint pose estimation algorithm, which
achieves the SOTA performance on various fingerprint types

[41], was utilized before extracting representations.

III. LOCALIZED DEEP REPRESENTATION

We proposed to extract localized deep representations from
fingerprints with different visible areas and impression types,
including rolled, plain, latent, and contactless fingerprints.
Different from minutia-based matching, fingerprints were first
aligned by the estimated fingerprint poses [41], then the
localized representations were extracted and valid area, i.e.,
fingerprint mask, was determined simultaneously. Matching
score can be then calculated by removing information outside
the overlapping area from the extracted representations. Bene-
fiting from the intuitive and theoretically consistent statistical
characteristics of matching scores using LDRF, we further
proposed a matching score normalization method, which is
discussed in Section IV. The overall schematic illustration of
fingerprint matching using LDRF is shown in Fig. 2.

A. Representation Extraction

Considering the potential missing or noisy region of fin-
gerprints in real applications, instead of extracting global
deep representations investigated in prior works [24], [27], we
extract a localized deep representation of fingerprint, named
LDRF. Details of the proposed network architecture is shown
in Fig. 3. The proposed network consists of three main mod-
ules: fingerprint alignment, localized feature extraction, and
auxiliary minutia extraction. Note that the minutia extraction
is designed as an auxiliary task for network training and is
removed during inference to reduce computational cost.

1) Fingerprint Alignment: Fingerprint alignment has been
demonstrated to be crucial and effective in various fingerprint
recognition tasks, e.g., orientation field estimation [46]–[48],
distortion detection and rectification [49]–[52], singularities
detection [53], and fingerprint matching [24], [27], [35], [36].
Good alignment is conducive to both matching accuracy and
efficiency. Training a network to extract robust and discrimi-
native features can also be made less difficult after fingerprint
alignment by reducing the variations of fingerprint poses.
Therefore, for a better extraction of fixed-length representa-
tion, it is imperative to have a precise alignment of fingerprints.
This study utilizes a dense voting algorithm [41] to determine
fingerprint pose, which delivers SOTA performance for various
fingerprint types. Pose estimation can get the center and
vertical direction of a specific fingerprint. Then the fingerprint
image is rotated to make the fingerprint coordinate align with
the image coordinate. The center point is at the center of the
image and the direction is vertical in the aligned image. After
alignment, all fingerprints are in the same image coordinate,
and the image resolutions of these aligned fingerprints are
also as same as the original fingerprint resolution. Consid-
ering the compromise between computational efficiency and
performance, we cropped the aligned fingerprint to 512× 512
and subsequently scaled it down to 256× 256 as input for the
succeeding modules.

2) Localized Feature Extraction: ResNet-34 [54] was uti-
lized as the network backbone to extract discriminative fea-
tures. To retain more details of ridges, we removed the first
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Fig. 2. Overview of fingerprint matching using the proposed LDRF.
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Fig. 3. Network architecture of LDRF and supervision losses used for training. We denote “conv” as 2D convolution layer, and “residual” as residual block.
“|” is used to separate continuous representation or binary representation.

max pooling layer, resulting in an output size that is 1/16 of
the input size, specifically 16× 16 in this study.

Different from global representations, local information
was focused using such feature extraction strategy. In this
study, to incorporate global constraints, we employed a 2D
positional embedding module [55], [56]. The introduced global
positional information enables the network to focus on distinct
characteristics across different local regions, resulting in a
more refined and detailed feature representation. Denote the
channel number of the feature map as dmodel, then the 2D
positional embedding

PE(x, y, i) = sin(t(x, i)),

PE(x, y, i+ dmodel/4) = cos(t(x, i)),

PE(x, y, i+ 2 ∗ dmodel/4) = sin(t(y, i)),

PE(x, y, i+ 3 ∗ dmodel/4) = cos(t(y, i)),

(1)

where (x, y) refers to the two-dimensional coordinate indices
of the feature map, i is the index for channel dimension and
i ∈ [0, dmodel/4),

and the function t(x, i) or t(y, i) is computed by

t(pos, i) =
pos

100004i/dmodel
, (2)

was added to the output of the backbone, and followed by two
convolution layers to obtain the localized fingerprint features
(d× 16× 16, d = 6 in this study).

Apart from the localized features, a valid area was also
estimated to determine regions conveying essential and reliable

ridge information. The estimated valid area has the same 2D
resolution, which is 16 × 16, as the features extracted from
fingerprints. Given the valid area, the localized features can
be adapted by Hadamard production to eliminate extraneous
information. Only feature embeddings within the overlapping
area are utilized for representation comparison.

3) Auxiliary Minutia Extraction: The location and orien-
tation of minutiae contain sufficient information for identity
recognition, as demonstrated in various minutia-based match-
ing methods [3], [57]–[61]. Therefore, we also attempted to
introduce minutia information in the extracted representations
via multi-task learning.

As the number and location of minutiae vary across different
impressions, we converted all minutiae of a fingerprint to
a 6-channel heatmap using different ranges of orientations
inspired by the minutia domain knowledge [27]. The ground
truth of the minutia heatmap was generated by summarizing
the contributions of minutiae locations within each range of
orientation. Fig. 4 shows an example of a minutia heatmap by
regrouping the six channels minutia map into two RGB color
maps for better visualization.

Considering that minutia was classified as a type of local
feature, i.e., level-2 feature [53], the output of the penultimate
residual module of the backbone was utilized as the input for
minutia extraction. The minutia extraction module consists of
two up-sampling and convolution layers, which means the size
of the estimated minutia heatmap is 128× 128. Additionally,
skip connection was employed to integrate coarse and fine
information during up-sampling [62]. Since all elements in
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Fig. 4. An example of minutia map. The minutia locations and orientations
are represented by a 6-channel heatmap, which is shown by two 3-channel
RGB color maps for better visualization.

minutia heatmap are non-negative, a ReLU activation layer
was added after the final layer of minutia extraction module
to normalize the output values.

B. Fingerprint Matching

Given a pair of fingerprints (p, g), the extracted localized
deep representations are denoted as fq ∈ Rd×16×16 and fg ∈
Rd×16×16, and also the estimated valid area as hq ∈ R1×16×16

and hg ∈ R1×16×16. Dimension broadcasting was first adopted
to unify the dimensions and followed by a vector flattening,
i.e., fq ∈ R256d, fg ∈ R256d, hq ∈ R256d, and hg ∈ R256d.

The matching score is obtained by calculating the cosine
similarity between the flattened features. Only the feature
embeddings within the overlapping area are considered during
comparison. Specifically, the matching score of fingerprint pair
(p, g) is computed by

s(q, g) =
1

2
·

〈
f ′
q, f

′
g

〉
∥f ′

q∥ ∥f ′
g∥

+
1

2
, (3)

where f ′
q and f ′

g are the transformed localized representations

f ′
q = fq ⊙ hq∩g, f ′

g = fg ⊙ hq∩g. (4)

⊙ denotes the dot product, and hq∩g is the overlapping area

hq∩g = hq ⊙ hg. (5)

C. Binary Representation

Quantization is widely used in biometric recognition to re-
duce the consumption of storage and computational resources
[60], [63]. In this study, we also attempted to binarize the rep-
resentations while not decreasing the performance drastically.

Fig. 5b shows the distribution of representation elements
extracted by our method, which presents good symmetry
centered on zero. Thus, we implemented a simple binarization
method: elements larger than 0 are assigned Boolean “true”,
and “false” otherwise. Fig. 5a and Fig. 5c show an example
of the extracted 6-channel localized representation and its
binarization respectively. The predicted valid area h is also
binarized using different thresholds of extracting ridges in
fingerprints with different visible areas and ridge qualities, i.e.,
0.1 for rolled or plain fingerprints, and 0.5 for latent finger-
prints, to get s. Finally, the size of the binarized representation
is reduced to 224 bytes (1536 + 256 = 1792 bits).

Given two binarized representations, although similarity can
be calculated using Eq. (3), a more rational and intuitive
measure of dissimilarity is Hamming distance

HD(q, g) =
∥(bq ⊕ bg) ∩ sq ∩ sg∥

∥sq ∩ sg∥
, (6)

where ⊕ denotes xor operation, b and s are the binarized
vectors of f and h respectively. Then the matching score of
fingerprint pair (p, g) can be obtained by

s(q, g) = 1− HD(q, g). (7)

D. Objective Functions

The proposed network aims to extract robust and discrim-
inative representations, and the following provides detailed
descriptions of the objective functions used in this study.

1) Classification Loss: Inspired by face representation
learning [64]–[66], fingerprint representation extraction can
also be optimized by classifying the extracted features as
corresponding fingers. However, unlike face recognition, the
number of impressions per finger is much fewer in most
fingerprint databases. Therefore, CosFace [66], which has
been proven to be effective to enlarge classification margins
between different categories, was utilized for optimization in
this study. Specifically, the extracted fingerprint feature was
first flattened and followed by a FC layer with C classes. The
CosFace loss function is modified based on SoftMax

Lcls = − 1

N

N∑
n=1

log
eA(cos(θyn )−b)

eA(cos(θyn )−b) +
∑C

c=1,c̸=yn
eA cos(θc)

,

(8)
where cos(θc) is calculated by

cos(θc) = WT
c fn, Wc =

Wc

∥Wc∥
fn =

fn
∥fn∥

. (9)

The hyper-parameter A is utilized for magnitude normaliza-
tion, b denotes the margin, N is the number of samples within
a batch, and yn is the class label of sample fn. By introducing
the parameter b, the division margin between different classes
is enlarged while compressing the intra-distance within the
same category, thus improving the classification performance.

2) Segmentation Loss: For valid area prediction, the binary
cross-entropy loss function was utilized for optimization

Lseg = − 1

|Ω|
∑

(i,j)∈Ω
(gij log(hij)+

(1− gij) log(1− hij)),

(10)

where (i, j) ∈ Ω indicates coordinates across the output map,
h represents the predicted probability map of the valid area,
and g denotes the ground truth.

3) Minutia Extraction Loss: For minutia heatmap predic-
tion, we adopted mean square error loss for supervision

Lminu =
1

|Ω|
∑

(i,j,k)∈Ω
∥M(i, j, k)−M∗(i, j, k)∥2, (11)

where M is the estimated heatmap and M∗ is the ground truth.
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Fig. 5. An example of template binarization.

4) Local Similarity Loss: Given that Lcls considers all
elements of the extracted localized representations, the features
from incomplete fingerprints cannot be directly optimized.
Consequently, we proposed a “teaching-mimicking” tactic,
wherein features extracted from incomplete fingerprints mimic
those found in complete fingerprints to uphold consistency
in representations across fingerprints of various visible areas,
intensity distributions, and distortion patterns originating from
the same finger. Specifically, the loss function is defined by

Lsim =
1

|hq∩g|
∑

(i,j)∈hq∩g

∥f ij
q − f ij

g ∥2, (12)

where fq and fg denote the representations extracted from
incomplete and complete fingerprints respectively.

Note that only the features extracted from rolled fingerprints
were supervised by Lcls, and the features from incomplete
fingerprints were considered in Lsim.

5) Overall Loss: Consequently, the proposed network was
supervised by optimizing the overall objective function

L = Lcls + λsegLseg + λminuLminu + λsimLsim, (13)

where λseg, λminu, and λsim are trade-off parameters for Lseg,
Lminu, and Lsim respectively. In this paper, we set λseg = 1,
λminu = 0.01, and λsim = 0.00125 to achieve roughly the same
decreasing rate for those loss functions.

E. Implementation Details

Due to limitations on the number of impressions from the
same finger or the number of finger identities available in
public fingerprint databases, a complex data augmentation was
applied in this study to simulate multiple impressions from
the same finger, thus increasing the diversity of training data
to avoid over-fitting. Specifically, we utilized the distortion
model obtained by Si et al. [49] and randomly generated
different distortion fields, which were then applied on real
fingerprints to simulate impressions with different distortion
patterns. Histogram matching of intensity was then employed
to adjust the intensity distribution of synthetic fingerprints with
arbitrary plausible distributions in FVC2004 DB1A dataset,
which aims to increase the variations of intensity distribution
in synthetic fingerprints.

The proposed method was implemented using PyTorch on
NVIDIA GeForce 3090 and trained from scratch. In addition

to the above training fingerprints simulation, additional data
augmentation was also adopted, including random translation
in range of 10 pixels and random rotation to follow a uniform
distribution [−5◦, 5◦]. The normalization parameter A and
margin b in Eq. (8) are set to 30 and 0.4, respectively. AdamW
optimizer with initial learning rate of 0.00035 was utilized for
network training. Learning rate decays by 0.1 after 10 epochs
without performance improvement on validation dataset. And
early stopping was performed after three times learning rate
decays. Furthermore, L2 regularization on trainable parameters
was also utilized to avoid over-fitting.

IV. STATISTICAL ANALYSIS ON FINGERPRINT MATCHING

We conducted a statistical analysis of matching scores
between fingerprint pairs using LDRF and then proposed a
matching score normalization method based on the statistical
modeling.

A. Statistical Modeling for Fingerprint Matching

The binarized representations, described in Section III-C,
were first used to facilitate intuitive analysis and comprehen-
sion. Then the statistical analysis was extended to the original
representations in real values.

Given two binary vectors, their distance can be calculated
by the number of different bits (see Eq. (6)). Then 1-to-
1 fingerprint matching (whether two fingerprints arise from
the same finger) can be modeled as a test of statistical
independence. Specifically, when comparing two bits, only two
possible results can be obtained: either they are the “same” or
“different”. The vector length n indicates the number of such
bit comparisons. Fig. 6 shows examples of binary difference
of genuine pair and impostor pair.

Intuitively, this test of statistical independence is equivalent
to toss a coin n times, with “heads” indicating two bits are
different for example. Then the fairness of the coin can be
determined by counting the proportion of “heads”: two vectors
are independent (two fingerprints arisen from different fingers)
when the proportion is roughly 50-to-50; whereas a strong
evidence that two fingerprints come from the same finger if
there is a preponderance of bits agreement. Obviously, impos-
tor matching presents a good correspondence with tossing a
fair coin randomly.
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Ratio of different bits: 18.3%

Ratio of different bits: 48.2%

Genuine

Impostor

Binary feature difference for genuine fingerprint pair

Binary feature difference for impostor fingerprint pair

Fig. 6. Examples of differences between binary representations of genuine
pair and impostor pair. White pixels indicate different bits.

A single coin toss is known as a Bernoulli trial, whose result
follows a Bernoulli distribution with parameter p indicating
the probability of “heads”. And the result of n Bernoulli
trials follows a Binomial distribution. Denote x as the number
of “heads” in n Bernoulli trials, then the random variable
x′ = x/n also follows a Binomial distribution with proba-
bility mass function as:

P (x′) = P (
x

n
)

= Cx
np

x(1− p)n−x =
n!

x!(n− x)!
px(1− p)n−x.

(14)

The expectation and variance of x′ can be deduced as p
and p(1− p)/n , respectively. We found that x′ has the same
meaning as Hamming distance in Eq. (6), i.e., x pairs of bits
are different between two vectors of length n. Consequently,
the distribution of distance between impostor pairs using bi-
nary representations can be modeled as a Binomial distribution
with expectation of p and variance of p(1− p)/n .

In order to evaluate the confidence and reliability of the
aforementioned statistical analysis, a large dataset consisting
of more than 5.11 million rolled fingerprints (5,114,826 fin-
gerprints from different fingers1) was utilized. Specifically, we
selected the last 2,700 pairs rolled fingerprints of NIST SD14
and extended the gallery using this large dataset (denoted as
NIST SD14 extended dataset). We also extended N2N Plain
(denoted as N2N Plain extended dataset) which presents more
variations in area between fingerprints.

1This dataset is not utilized in the following algorithm training and testing
since there is only one impression per finger
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(b) N2N Plain extended dataset

Fig. 7. Distributions of Hamming distance of impostor pairs on extended
datasets and the corresponding theoretical Binomial distributions whose
parameters are determined by the observed distributions.

According to the experimental settings, NIST SD14 ex-
tended dataset has 2,700 genuine pairs and more than 13.8
billion impostor pairs (2700 × 5117525 = 13817317500 ≈
1.38 × 1010). For N2N Plain extended dataset, the number
of genuine pairs is 2,000 and impostor pairs more than 10.2
billion (2000× 5116825 = 10233650000 ≈ 1.02× 1010).

Fig. 7 shows the distributions of Hamming distance between
impostor pairs on two extended datasets. Theoretical Binomial
distributions, whose parameters n and p are calculated from
the observed distributions of impostor pairs, are also drawn
in black. It can be observed that the observed data fits well
to the theoretical Binomial distribution, which demonstrates
the validity of modeling the distance distribution between
impostor pairs as a Binomial distribution.

Then back to the original representations in real values, the
cosine similarity between two independent random Gaussian
vectors has been proven to follow a Beta distribution [67],
which means the distribution of impostor scores using repre-
sentations in real values can be modeled as a Beta distribution
Beta(n−1

2 , n−1
2 ) with probability density function as:

P (s) =
1

B(n−1
2 , n−1

2 )
(s− s2)

n−3
2 , (15)

which presents the same expectation and variation as the
binary-based Binomial distribution when p = 0.5 in Eq. (14),
i.e., expectation of 0.5 and variation of 1/4n .
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Fig. 8. Theoretical Binomial distributions for different n.

B. Matching Score Normalization

Note that there exists an implicit assumption in the above
analysis, i.e., all bits in the vector of length n are used
for comparison, which is fine for global representations like
DeepPrint [27] since there is no explicit meaning for each
element. However, for the proposed localized representation,
not all elements are considered during matching (see Eq. (3)
and (6)). In some cases, overlapping area may be so small
that few elements are used for comparison, which means the
actual number of comparisons n′ is limited, resulting in a very
large variance p(1− p)/n′ . Fig. 8 shows multiple theoretical
Binomial distributions for different n.

Intuitively, matching between fingerprints with small over-
lapping area are uncertain and unreliable due to the limited
number of feature elements being compared. It is a reasonable
assumption that the size of overlapping area is directly propor-
tional to the valid representation dimension in our localized
representations. Fig. 9 presents the observed distributions of
Hamming distance between impostor pairs on several typical
datasets, including rolled (NIST SD4), plain (plain fingerprints
in N2N Plain, i.e., C2

2000 =1,999,000 impostor pairs), and
latent (NIST SD27). It can be observed that for pairs with
different overlapping area sizes, the means of distributions
are approximately equal to 0.5, while the variances vary
significantly, which is consistent with Fig. 8.

Moreover, the Hamming distance in Fig. 9 is computed
by subtracting the similarity from 1. This implies that its
empirical cumulative probability is theoretically equivalent to
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Fig. 9. Distributions of Hamming distance between impostor pairs.

FMR. However, varying FMRs are observed under the same
Hamming distance for different n, i.e., the size of overlapping
area in our method.

As previously discussed, the uncertainty of the matching
score relies on the valid representation dimension, which is
proportional to the size of the overlapping area. Thus, it is
improper to use the matching score calculated with different
overlapping areas, as seen in Eq. (7), which is also found
in iris [42], [43]. These Binomial distributions differ only
in their variances, making it a natural choice to normalize
them. Therefore, we proposed to normalize the uncertainty of
matching scores based on the size of overlapping area

HDnorm = 0.5− (0.5− HDraw)

√
so
So

, (16)

where so denotes the size of overlapping area, and the nor-
malization parameter So = 1326 is the average of overlapping
area over a large rolled fingerprint dataset (the total number
of bits in the binarized LDRF is 6× 16× 16 = 1536).

Referring to Eq. (16), uncertainties in matching scores can
be alleviated to achieve approximately equal FMRs under the
same Hamming distance threshold. Matching scores between
fingerprints with small overlapping area are normalized to
be close to 0.5, whereas scores between fingerprints with
larger overlapping area remain relatively unchanged. Similarly,
for representations in real values, we also applied the same
normalization as Eq. (16) since the variances also follow the
similar form as Binomial distribution.

V. EXPERIMENTAL RESULTS

In this section, we first introduce the datasets utilized in
this paper, then the evaluation of matching performance on
these datasets. We also show the results of ablation studies,
qualitative analysis, and computational efficiency.

A. Datasets

Multiple datasets with various impression types, including
rolled, plain, latent, and contactless fingerprints, were utilized
for evaluation. Table I shows the details of all datasets and
fingerprint examples from these datasets are shown in Fig. 10.

We utilized the first 24,000 pairs rolled fingerprints in
NIST SD14 for training. Fingerprint simulation described in
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TABLE I
FINGERPRINT DATASETS USED IN EXPERIMENTS.

Type Dataset Sensor Description Usage

Rolled NIST SD4 Inking 2,000 pairs of rolled fingerprints test
NIST SD14 Inking 27,000 pairs of rolled fingerprints train & testa

N2N Rolledb Optical 2,000 pairs of rolled fingerprints test
Plain FVC2000c Optical/Capacitive 100 fingers × 8 impressions test

FVC2002c Optical/Capacitive 100 fingers × 8 impressions test
FVC2004c Optical/Thermal sweeping 100 fingers × 8 impressions test
FVC2006c Electric field/Optical/Thermal sweeping 140 fingers × 12 impressions test
N2N Plaind Optical 2,000 pairs (plain and rolled fingerprints) test

DPF† Optical 776 rolled and 40,112 plain fingerprints with diverse poses train & teste

Latent NIST SD27f - 258 pairs (latent fingerprints from crime scene) test
N2N Latentg - 2,000 rolled fingerprints and 3,383 latents from laboratory test

Hisign Latent† - 10,458 pairs (latent fingerprints from crime scene) testh

Contactless PolyU CL2CBi Optical/Camera 336 fingers × 6 contact-based and contactless fingerprints test
a The first 24,000 pairs of rolled fingerprints for training, and the last 2,700 pairs for testing
b Subset U and V in NIST SD302b.
c DB1A, DB2A, and DB3A.
d Subset R and S in NIST SD302b.
e 32,676 plain fingerprints from randomly selected 633 fingers for training, and the rest 143 rolled fingerprints and 8 randomly selected plain fingerprints

per finger for testing [41].
f 10,458 file fingerprints (plain or rolled) from Hisign latent dataset were added as background.
g Select 3,383 latent fingerprints from 10,000 latent fingerprints in NIST SD302e [36]
h The last 2,458 pairs for testing.
i Original contactless fingerprints are scaled to match the same mean ridge period of contact-based fingerprints [68], and no warping was performed.
† Corresponding datasets are private.

(a) (b) (c) (d) (e)

(f) (g) (h) (i)

(j) (k) (l) (m)

Fig. 10. Image examples from different fingerprint datasets (a) NIST SD4, (b) NIST SD14, (c) N2N Rolled, (d) N2N Plain, (e) DPF, (f) FVC2000, (g)
FVC2002, (h) NIST SD27, (i) N2N Latent, (j) FVC2004, (k) FVC2006, (l) Hisign Latent, and (m) PolyU CL2CB.

Section III-E was applied to increase the diversity of training
data. Note that no fine-tuning learning was applied on any
other dataset. Considering that fingerprints in Diverse Poses
Fingerprint dataset (DPF) [41] were collected with different
3D finger poses, i.e., diverse visible areas, therefore, we
randomly selected 32,676 plain fingerprints from 633 fingers
in DPF and employed their segmentation masks to simulate
fingerprints with incomplete area (an example of the simulated
partial fingerprint is shown in Fig. 3).

Apart from fingerprint datasets used in prior works, the

newly released fingerprint dataset N2N (NIST SD302) [69]
consisting of rolled, plain, and latent fingerprints from 200
subjects with a total of 2,000 fingers, was also used for
evaluation in this paper. Specifically, subset U was used as
gallery, and subset V as rolled probe dataset (N2N Rolled).
The combination of subset R and S contains 2,000 plain
fingerprints and was used as plain probe dataset (N2N Plain).

Besides, there are a total of 10,000 latent fingerprints in
NIST SD302e, but none of them is labeled with its correspond-
ing finger identity. We followed the same selection strategy
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proposed by Gu et al. [36], then 3,383 latent fingerprints
were selected and labeled with their corresponding finger
labels (N2N Latent). Additionally, we found that fingerprint
orientations in N2N latent range from 0 to 360◦, surpassing
the defined orientation range based on prior knowledge (e.g.,
±60◦ in [27]). Therefore, these latent fingerprints were first
rotated by 0◦ and 180◦, then the highest score was selected
as the final result for all matching algorithms.

B. Evaluation on Fingerprint Matching

Given the extracted fingerprint representations and valid
area, fingerprint matching can be performed, including match-
ing between fingerprints of same impression type (e.g., rolled
to rolled) and different impression types (e.g., plain to rolled).
Intuitively, compared to fingerprint matching between same
type, matching between different types requires more accurate
algorithms due to the large divergences on visible areas, ridge
quality, and image acquisition.

Note that our matching score normalization method only
achieves significant performance improvements when there
are a numerous of impostor pairs that have limited over-
lapping area (i.e., at very low FMRs), while the sizes of
datasets described in Section V-A are too small that such low
FMRs cannot be measured using these limited impostor pairs.
Therefore, the proposed matching score normalization was not
evaluated on these datasets.

We followed the same experimental settings for FVC
datasets in prior works [11], [60], i.e., the first impression of
each finger was utilized for impostor matching. Specifically,
for FVC2000, 2002, and 2004, the number of genuine pairs
is 100 × C2

8 = 2, 800, and impostor pairs C2
100 = 4, 950. For

FVC2006, the number of genuine pairs is 140×C2
12 = 9, 240,

and impostor pairs C2
140 = 9, 730. For PolyU CL2CB dataset

[70], the number of genuine pairs is 336 × 6 × 6 = 12, 096,
and impostor pairs 336× 335× 6× 6 = 4, 052, 160.

Comparisons with previous fixed-length fingerprint repre-
sentations were adopted, including DeepPrint [27], AFRNet
[31], and multi-scale representation [36]. Considering that
DeepPrint [27] and AFRNet [31] are not publicly available, we
reimplemented them using the same training data to evaluate
their performance on more datasets comprehensively. We do
not utilize the feature realignment strategy proposed in [31]
for fair comparison. The same fingerprint pose estimation [41]
was utilized for Gu’s method [36] and the proposed method.
Moreover, we adopt the fingerprint pose estimation method
[41] instead of the original STN module for DeepPrint and
AFRNet (denoted as V-DeepPrint and V-AFRNet) as well for
further proof. The main reason for the performance difference
between the values shown in the corresponding papers [27],
[31] and ours is that the original DeepPrint and AFRNet were
trained using a larger private dataset (more than 455,000 rolled
fingerprints from 38,291 fingers for DeepPrint and 1,291,465
fingerprints of different types from 98,556 fingers for AFR-
Net), while only 48,000 rolled fingerprints from 24,000 fingers
in NIST SD14 were utilized for training in this paper.

Furthermore, a minutia-based commercial matcher, VeriFin-
ger SDK 12.0 [61], was also compared due to its SOTA

performance on prestigious evaluations [71], [72]. There are
two types of matchers in VeriFinger SDK: ISO minutia-only
template and proprietary template consisting of minutia and
other features. In this paper, the proprietary template, which
presents higher performance, was utilized for comparison.

We also tried to fuse the proposed method with the minutia-
based matcher VeriFinger [61]. Considering that VeriFinger
score cannot be utilized directly since it has been mapped
to FMR and transformed by log function, i,e., −12 log(FMR),
therefore, we learned a fusing function on N2N Rolled dataset

s = Sigmoid (−6.0f(s1)− 7.5s2 + 15.2) , (17)

where f(s1) = 10 s1/100 is the remapped VeriFinger score s1,
and s2 denotes the matching score obtained by our method.

1) Matching between Fingerprints of the Same Impression
Type: Table II and III show the matching performance be-
tween fingerprints of the same impression type. As shown in
the tables, our method presents superior performance on all
fingerprint datasets (except for FVC2000 DB1A, where the
proposed method and Gu’s Multi-Scale method [36] present
similar performance), and achieves comparable accuracy with
the SOTA commercial minutia-based matcher, VeriFinger [61].

Compared with the reimplemented performance of Deep-
Print [27] and AFRNet [31], superior performance can be
observed using our method. Besides, extracting features from
local regions was also considered by Gu et al. [36], however,
non-fingerprint information will still be introduced in the
extracted features due to the coarse division of local areas.

Intuitively, the proposed method alleviates the impact of
background area during matching by removing the information
outside overlapping area. The matching performance only
drops slightly after template binarization thanks to the com-
plete fingerprint area and high ridge quality. Moreover, the
fusion of our method and VeriFinger [61] achieves higher or
equal accuracy on all datasets, which indicates the proposed
feature is complementary to the minutia-based representation.

2) Matching between Fingerprints of Different Impression
Types: Table IV shows the matching performance between
fingerprints of different impression types. Ridge enhancement
and segmentation by FingerNet [23] was first applied on latent
fingerprints to remove background noise, and followed by
fingerprint matching based on both minutia-based and fixed-
length representations.

As shown in the table, the proposed method also outper-
forms other fixed-length representation algorithms for finger-
prints of different impression types. Since DeepPrint [27]
and AFRNet [31] were trained on fingerprints with complete
area, unsatisfactory performance was obtained for incomplete
fingerprints such as non-frontal or latent fingerprints where
the background area may dominate in the extracted features.
For Gu’s multi-scale representation [36], in addition to the
inappropriate local region division on fingerprints with small
size (e.g., FVC2006 DB1A), its matching performance is
also affected by the overlapping area threshold used in de-
termining whether specific local regions are included in the
final matching score. In some cases, improper thresholds may
cause certain fingerprint features to be ignored or introduce
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TABLE II
VERIFICATION ACCURACY ON ROLLED FINGERPRINTS. TAR@FAR=0.01% IS REPORTED.

Method Type NIST SD4 NIST SD14 N2N Rolled1

TAR Rank-1 TAR Rank-1 TAR Rank-1

VeriFinger [61] Minutia-based 99.80 99.65 99.96 99.96 99.70 99.45
DeepPrint [27]2 Fixed-length 96.25 98.60 95.52 97.26 94.95 97.40
V-DeepPrint [27]3 Fixed-length 96.55 99.00 98.67 99.59 95.55 98.20
AFRNet [31]4 Fixed-length 94.75 97.40 97.00 97.78 96.25 96.85
V-AFRNet [31]5 Fixed-length 97.90 99.30 99.89 99.85 98.60 98.90
Multi-Scale [36] Fixed-length 97.80 98.85 99.07 99.85 97.75 98.40
Ours (binary) Fixed-length 99.35 99.40 99.85 99.85 98.55 98.50
Ours Fixed-length 99.40 99.55 99.89 99.89 99.00 98.85
Fusion - 99.80 99.75 99.96 100 - -
1 Used for learning the fusing function.
2 Performance of DeepPrint reimplemented with STN using the same training data as our method to evaluate on

more datasets.
3 Performance of DeepPrint reimplemented without STN using the same data and the dense voting pose estimation

results [41] as our method to evaluate on more datasets.
4 Performance of AFRNet reimplemented without feature alignment using the same training data as our method to

evaluate on more datasets.
5 Performance of AFRNet reimplemented without feature alignment and STN using the same training data and the

dense voting pose estimation results [41] as our method to evaluate on more datasets.

TABLE III
VERIFICATION ACCURACY ON PLAIN FINGERPRINTS. TAR@FAR=0.1% IS REPORTED.

Method Type FVC2000 FVC2002 FVC2004 FVC2006

DB1A DB2A DB3A DB1A DB2A DB3A DB1A DB2A DB3A DB1A DB2A DB3A

VeriFinger [61] Minutia-based 99.89 99.96 99.50 99.89 99.93 99.43 98.93 97.79 99.86 92.65 100 99.47
DeepPrint [27] Fixed-length 96.50 97.79 89.43 93.75 95.46 70.96 94.82 93.46 94.43 83.02 99.86 91.71
V-DeepPrint [27] Fixed-length 96.03 96.67 90.10 94.71 97.67 69.85 94.00 91.10 96.32 82.39 99.76 90.21
AFRNet [31] Fixed-length 99.18 98.82 97.14 98.04 99.46 80.25 98.14 96.04 96.46 93.31 99.99 94.57
V-AFRNet [31] Fixed-length 88.36 96.18 84.64 76.82 90.54 49.82 87.43 79.25 92.32 59.49 99.27 89.81
Multi-Scale [36] Fixed-length 99.00 99.68 91.57 98.89 99.61 83.36 97.36 94.75 94.46 47.37 99.92 92.48
Ours (binary) Fixed-length 98.92 99.29 96.11 98.61 99.61 90.75 98.57 97.39 97.54 83.89 99.97 95.15
Ours Fixed-length 98.79 99.46 97.29 99.18 99.68 94.93 98.64 98.29 97.50 88.92 100 96.09
Fusion - 99.93 100 99.50 99.93 99.93 99.46 99.32 98.07 99.86 93.41 100 99.57

TABLE IV
VERIFICATION ACCURACY ON FINGERPRINTS OF DIFFERENT IMPRESSION TYPES. TAR@FAR=0.1% IS REPORTED.

Method Type N2N Plain DPF PolyU CL2CB NIST SD27 N2N Latent Hisign Latent

TAR1 Rank-1 TAR TAR Rank-1 TAR Rank-1 TAR Rank-1

VeriFinger [61] Minutia-based 99.30 99.20 98.51 97.21 53.10 59.69 42.71 44.93 92.23 91.82
DeepPrint [27] Fixed-length 93.35 96.00 64.86 56.05 34.88 25.58 12.09 13.24 67.54 66.68
V-DeepPrint [27] Fixed-length 95.00 97.15 67.05 54.20 39.53 28.29 22.05 19.33 69.81 69.65
AFRNet [31] Fixed-length 96.90 97.40 77.36 52.61 45.35 35.66 13.04 15.37 74.00 72.25
V-AFRNet [31] Fixed-length 95.70 97.15 77.45 10.69 36.05 25.58 15.08 15.58 70.38 68.39
Multi-Scale [36] Fixed-length 97.80 98.10 87.68 64.13 44.57 43.80 17.20 26.54 78.76 83.81
Ours (binary) Fixed-length 97.47 97.95 88.72 77.15 36.43 36.05 21.84 26.23 83.32 79.94
Ours Fixed-length 98.15 98.20 91.52 87.71 53.88 42.64 29.17 27.82 89.75 87.43
Ours (two branch) Fixed-length 98.50 98.40 91.61 86.62 53.49 50.00 30.09 29.56 91.21 89.06
Fusion - 99.30 99.20 98.43 98.19 60.85 64.34 44.87 45.11 94.95 94.34
1 TAR@FAR=0.01%

background information, ultimately reducing the matching
performance.

In the cases of latent and contactless fingerprints, the
matching performance of our method decreases after template
binarization, due to the low ridge quality, background noise,
and strong distortion. However, despite these challenges, the
binarized LDRF still presents higher accuracy compared to
prior works. It is also observed that fusing our method with

VeriFinger [61] improves the matching performance, which
further demonstrates the complementarity of our deep local-
ized feature and minutia information.



12

10 10 10 8 10 6 10 4 10 2 100

FMR

0.00

0.05

0.10

0.15

0.20

0.25

0.30
FN

M
R

DeepPrint
Ours
Ours (binary)
Ours (normalized)
Ours (binary, normalized)

(a) NIST SD14 extended dataset

10 9 10 7 10 5 10 3 10 1

FMR

0.00

0.05

0.10

0.15

0.20

0.25

0.30

FN
M

R

DeepPrint
Ours
Ours (binary)
Ours (normalized)
Ours (binary, normalized)

(b) N2N Plain extended dataset

Fig. 11. Fingerprint verification performance on extended datasets.

C. Evaluation on Large-Scale Database

Fig. 11 shows the detection-error tradeoff (DET) curves of
different algorithms on two extended datasets2. The proposed
method and its three variations (matching based on real value
and binary features, and normalized matching based on real
value and binary features), are compared with DeepPrint
[27]. Benefiting from the proposed normalization method,
performance improvement is significant when FMR is small
(from 1 × 10−7 to 1 × 10−10). For NIST SD14 extended
dataset, FMR is reduced by almost two orders of magnitude
at FNMR = 0.05 compared to matching before normaliza-
tion, and reduced by five orders of magnitude compared to
DeepPrint. While for N2N Plain extended dataset, FMR is
reduced by an order of magnitude at FNMR = 0.1 compared
to matching normalization, and four orders of magnitude
compared to DeepPrint.

Fig. 12 shows several examples of impostor pairs, which
present higher but unreliable matching scores due to the small
overlapping area. Distributions of Hamming distance under
different sizes of overlapping areas are also shown in Fig. 13.
It can be observed that after matching score normalization,
performance is improved since impostor scores with high
uncertainty (small overlapping area) are penalized.

2VeriFinger [61] and Gu’s multi-scale [36] were not involved for compar-
ison due to much matching time consumption

Before normalization ddddddd
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Before normalization ddddddd
Score: 0.706
FMR: 3.7×10!$

After normalization
Score: 0.557
FMR: 2.7×10!%

Fig. 12. Examples of impostor matching between fingerprints with higher
but unreliable matching scores due to small overlapping area.
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Fig. 13. Distributions of Hamming distance of impostor pairs under different
sizes of overlapping areas (a) before and (b) after matching normalization.

D. Ablation Study

We performed ablation studies to investigate the influence of
several factors, including the dimension of representation, the
number of fingers for training, the integration of 2D positional
embedding, the effects of different combinations of losses, and
the effects of fingerprint alignment accuracy. Performance of
the proposed method was evaluated on five datasets, including
NIST SD4, FVC2004 DB1A, DPF, Hisign Latent, and PolyU
CL2CB.

1) Representation Dimension: Compared to global fixed-
length representations like DeepPrint [27], our method has a
higher feature dimension. Hence, we evaluated the matching
performance with different representation dimensions. Table
V shows the experimental results.
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TABLE V
VERIFICATION PERFORMANCE USING DIFFERENT DIMENSIONS OF REPRESENTATION.

Method Dimension NIST SD4 Hisign Latent FVC2004 DB1A DPF PolyU CL2CB

TAR@FAR=0.01% TAR@FAR=0.1%

DeepPrint [27] 192 96.25 67.53 94.82 64.51 59.23
512 93.45 65.83 94.46 63.46 58.89

Multi-Scale [36] 5120 97.80 78.76 97.36 87.68 64.13
Ours 512 99.20 86.21 97.00 90.03 83.32

1024 99.35 89.22 98.69 90.82 82.81
1792 99.40 89.75 98.64 91.52 87.71

TABLE VI
ABLATION STUDY OF THE NUMBER OF TRAINING FINGERS AND SAMPLES PER FINGER.

Method #Fingers #Samples / Finger NIST SD4 Hisign Latent FVC2004 DB1A DPF PolyU CL2CB

TAR@FAR=0.01% TAR@FAR=0.1%

DeepPrint [27] 24,000 2 96.25 67.53 94.82 64.51 59.23
P-DeepPrint [27] 38,291 ∼12 98.70 - 97.50 - -
Ours 3,600 2 97.90 75.31 91.75 87.67 47.02

7,200 2 98.85 83.69 95.29 88.90 70.97
14,400 2 99.10 87.96 98.00 90.47 73.46
24,000 2 99.40 89.75 98.64 91.52 87.71

As shown in the table, our method presents higher perfor-
mance with increasing representation dimensions. For finger-
prints with good ridge quality, e.g., rolled and plain finger-
prints, the reduction of matching performance using lower
feature dimension is limited since sufficient and reliable in-
formation can be extracted. While for fingerprints with partial
areas and poor ridge quality like latent fingerprints, significant
performance reduction is observed with lower representation
dimensions. Furthermore, it is observed that utilizing Deep-
Print [27] with higher dimensions does not always result in
performance improvement. The main reasons may be: (1)
the number of trainable parameters in the final classification
layer (FC layer) increases drastically, making it more difficult
for training; (2) over-fitting may occur with higher feature
dimensions, resulting in the extraction of outlier information
and consequently reducing the matching performance.

2) Number of Training Fingers: More details can be re-
tained in the extracted localized features compared to global
fingerprint representations. We believe that it can increase the
discriminating capability thus alleviating the requirement of
training samples. Therefore, we also attempted to explore the
effects of the number of training fingers. Table VI shows the
results using different numbers of training fingers. As shown
in the table, despite using only 1/3 of training fingers, the
proposed localized representation can still present superior
performance compared to DeepPrint [27], which was trained
using all fingers in training set.

3) 2D Positional Embedding Module: Global location in-
formation is incorporated in the last feature map through
2D positional embedding, which helps the network pay more
attention to distinct details across different local regions.
Table VII shows the performance results of not using the 2D
positional embedding (PE) module and using the PE module
at different positions. Significant performance improvements
can be observed thanks to the proper incorporation of 2D

TABLE VII
ABLATION STUDY RESULTS OF 2D POSITIONAL EMBEDDING.

PE NIST SD4 Hisign Latent FVC2004
DB1A DPF PolyU

CL2CB

TAR@FAR=0.1% (0.01% for NIST SD4)

-1 99.20 85.27 95.14 88.20 81.22
I2 95.00 69.45 88.82 82.34 33.02
L 3 99.40 89.75 98.64 91.52 87.71
1 - means no PE module;
2 I means setting the PE module at the beginning of the neural network

to incorporate the location information in the first feature map;
3 L means setting the PE module at the last of the neural network as

Fig. 3 to incorporate the location information in the last feature map.

TABLE VIII
ABLATION STUDY RESULTS OF LOSSES.

Losses NIST SD4 Hisign
Latent

FVC2004
DB1A DPF PolyU

CL2CB

Lminu
* Lsim TAR@FAR=0.1% (0.01% for NIST SD4)

✗ ✗ 98.25 73.27 89.04 79.11 24.77
✓ ✗ 99.55 89.38 98.36 89.25 79.20
✗ ✓ 99.55 89.06 98.43 89.69 64.62
✓ ✓ 99.40 89.75 98.64 91.52 87.71

* If there is no Lminu, there is no minutia branch as well.

positional embedding, especially for contactless and latent
fingerprints. If the 2D PE module is set at the beginning
of the neural network, the network may be more fragile to
the slightly imprecise prediction of fingerprint pose, which
severely degrades the performance of the network.

4) The Effects of Different Combinations of Losses: Clas-
sification loss and segmentation loss (Lcls and Lseg) are basic
for our method, so we study the other’s effect on the matching
performance. From Table VIII, it demonstrates the important
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Fig. 14. Distribution of genuine scores under different alignment accuracies.

role of Lminu which greatly improved the performance on
each type of fingerprint dataset although the training data
only includes the rolled one. Besides, Lsim makes the network
pay more attention to the similarity of each position on the
localized dense descriptor which can further improve the
matching accuracy.

5) The Effects of Alignment Accuracy: Then we explored
the relationship between matching performance and fingerprint
alignment accuracy. The average location deviation between
matched minutia pairs, which are obtained by VeriFinger [61],
was utilized to represent the fingerprint alignment accuracy
of genuine pairs. Fig. 14 shows the distributions of genuine
scores under different alignment accuracy. It is observed that
genuine scores decrease with poor alignment, demonstrating
the importance of fingerprint alignment in our method.

E. Qualitative Analysis

Given the proposed probability modeling of distance be-
tween impostor pairs in Section IV, the recognition perfor-
mance can be predicted solely based on genuine pairs. For
example, Fig. 15 illustrates the DET curves of our method,
depicting the predicted FMR range of [10−18, 1], on datasets
containing limited number of impostor pairs. The reliable
estimations of fingerprint matching performance at low FMR
is essential for analyzing the evidential value of fingerprints,
which is important for its application in forensic science [21].

Fig. 16 shows matching score distributions obtained by dif-
ferent representations. More concentrated and lower matching
scores for impostor pairs can be observed using our method.
The division margin between genuine and impostor scores is
also enlarged thanks to the incorporation of fingerprint pose
normalization and a better localized representation. For binary
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Fig. 15. Predicted DET curves using (a) real-value and (b) binary represen-
tations on different datasets with limited impostor pairs.

representations, it can be observed that genuine scores are
reduced due to information loss, while impostor scores remains
relatively unaffected. This phenomenon can be explained by
the statistical analysis in Section IV.

For a better visualization, t-SNE was used to generate
2D low-dimensional representations of fingerprints obtained
through various algorithms to evaluate their representation
ability. Fig. 17 shows the 2D t-SNE visualizations of different
fixed-length representations (800 impressions in FVC2004
DB1A) while maintaining the similarities calculated by dif-
ferent approaches. As depicted in the figure, our method
significantly diminishes the likelihood of overlap between fin-
gers by reducing the within-finger distance. And the available
representation space was the most fully utilized by our method.

Fig. 18 shows several typical matching results using differ-
ent representations. Note that comparing matching scores of
different algorithms directly is not appropriate since they may
have different similarity meanings. Therefore, FMR, which
indicates the relative position of current genuine matching
score in the overall impostor scores, is adopted for an intuitive
performance comparison. As shown in the figure, the proposed
method presents a lower FMR, which is consistent with
the distribution of impostor scores in Fig. 16. And better
performance can be observed using LDRF on fingerprints with
diverse visible areas and limited overlapping area (e.g., DPF
and latent fingerprints), whereas the global representation,
DeepPrint [27], yields poor performance on such fingerprints.
Besides, as previously mentioned, the small image size of
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Fig. 16. Distributions of genuine matching scores (solid line) and impostor matching scores (dotted line) obtained using different fingerprint representations.
VeriFinger [61] is not considered for comparison since its raw score has been mapped to FMR with mapping function unknown to us.
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Fig. 17. 2D t-SNE visualization of 800 impressions from 100 fingers (FVC2004 DB1A) using (a) DeepPrint [27], (b) multi-scale [36], and (c) our method.
Same color is used for impressions from the same finger. The black circle is used to highlight the threshold of TAR=98%.

fingerprints in FVC2006 DB1A, coupled with the limited
overlapping area after alignment, hinders the effectiveness
of coarse region division in multi-scale representation [36],
which, in turn, reduces the matching performance instead of
providing auxiliary assistance for fingerprint matching.

Fig. 19 shows several examples of the proposed localized
deep representations. Consistent representations can be ob-
served between genuine pairs, demonstrating the feasibility of
determining similarity by comparing features at their respec-
tive locations.

F. Computational Efficiency

Table IX compares the computational efficiency of different
algorithms, including DeepPrint [27], multi-scale [36], and our
method on NIST SD14 dataset. All fingerprint representations
were extracted using a 3.7GHz Intel Core i9-10900X CPU
and NVIDIA GeForce 3090 GPU, and the matching process
was conducted on the CPU. For multi-scale [36] and our
method, the same fingerprint pose estimation algorithm [41]
was utilized. Compared to minutia-based matching algorithms
like VeriFinger [61], our method consumed significantly lower
computational resources for matching descriptors, making
it more appropriate for large-scale fingerprint identification

TABLE IX
COMPUTATIONAL EFFICIENCY OF DIFFERENT APPROACHES (SECONDS).

Method Pose
Estimation

Representation
Extraction

Descriptor
Matching

VeriFinger [61] - 1.13 2.26× 10−4

DeepPrint [27] - 4.7× 10−2 1.45× 10−7

Multi-Scale [36] 3.2× 10−2 5.7× 10−2 3.44× 10−6

Ours 3.2× 10−2 1.1× 10−2 1.16× 10−6

Ours (binary) 3.2× 10−2 1.1× 10−2 1.27× 10−7

applications, where efficiency is crucial. The need for com-
putational resources using our method can be reduced by
the constrained matching within the overlapping area, while
the binarized representation also significantly reduces the
matching time consumption.

VI. LIMITATIONS AND FUTURE WORKS

Previous experimental results have demonstrated that our
method achieve good performance on a variety of fingerprints
with different visible areas and impression types. Nevertheless,
there are still several problems to be tackled.
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From: FVC2004 DB1A
Method Score FMR
VeriFinger 59 4.0×10!"

DeepPrint 0.651 4.4×10!#

Multi-Scale 0.676 6.3×10!$

Ours 0.736 2.0×10!"

From: FVC2006 DB1A
Method Score FMR
VeriFinger 48 4.1×10!"

DeepPrint 0.616 9.6×10!#

Multi-Scale 0 1.7×10!%

Ours 0.804 1.0×10!"

From: NIST SD14
Method Rank Score FMR
VeriFinger 1 54 2.3×10!&

DeepPrint 2 0.800 7.1×10!"

Multi-Scale 3 0.642 1.6×10!$

Ours 1 0.760 0

From: NIST SD4
Method Rank Score FMR
VeriFinger 1 56 2.7×10!&

DeepPrint 19 0.758 7.5×10!$

Multi-Scale 3 0.763 6.8×10!'
Ours 1 0.752 2.5×10!(

(a)

From: DPF
Method Rank Score FMR
VeriFinger 1 42 9.8×10!"
DeepPrint 70 0.533 5.2×10!#

Multi-Scale 2 0.603 1.0×10!#

Ours 1 0.717 4.9×10!"

From: PolyU
Method Score FMR
VeriFinger 108 0
DeepPrint 0.791 6.6×10!$

Multi-Scale 0.779 9.1×10!%

Ours 0.806 0

From: Hisign
Method Rank Score FMR
VeriFinger 1 41 6.3×10!"
DeepPrint 300 0.617 1.1×10!#

Multi-Scale 4 0.686 1.1×10!&

Ours 1 0.657 1.8×10!$

From: NIST SD27
Method Rank Score FMR
VeriFinger 1 94 0
DeepPrint 101 0.685 1.1×10!&

Multi-Scale 3 0.716 1.9×10!'

Ours 1 0.741 3.6×10!(

(b)

Fig. 18. Examples of matching results between fingerprints of (a) same and (b) different impression types.

From: DPF
Score: 0.868

From: NIST SD4
Score: 0.916

Fig. 19. Examples of the representations extracted from genuine pairs using
our method. The first row shows the original fingerprint images with estimated
fingerprint poses, and the second row shows the corresponding fingerprint
alignment, and followed by the extracted dense representations and valid area.

Despite incorporating minutia information through the aux-
iliary minutia extraction task, the proposed LDRF still shows

potential for improving the matching performance in compari-
son to the commercial minutia-based matcher, VeriFinger [61].
Inaccurate fingerprint alignment, as discussed in Section V-D5,
is possibly the main reason, due to the inaccurate estimation of
fingerprint pose or strong skin distortion in this study. Several
failure cases using our method are shown in Fig. 20.

However, matching algorithms based on minutia sets can be
more flexible in dealing with problems of fingerprint alignment
and skin distortion during matching. Therefore, rather than the
naı̈ve fusion proposed in Section V, a well-designed and in-
depth integration between our localized deep representation
and minutia-based representation will be explored in the future
to further improve the matching accuracy.

Besides, extracting LDRF requires more computational
resources compared to extracting minutiae, which can be
performed on lightweight computing platforms. In the future,
we also plan to reduce the complexity of our model to further
improve its efficiency [73], [74].

Ridge enhancement was not performed on any of the exper-
iments except on latent fingerprints. As traditional ridge en-
hancement algorithms were primarily designed for extracting
minutiae accurately, therefore, it may be essential to explore
a ridge enhancement technique that is more compatible with
the proposed LDRF in the future.

VII. CONCLUSION

Compared to minutiae-based fingerprint representations of
variable length, fixed-length representations can efficiently
match fingerprints in large-scale datasets. However, current
fixed-length representations are affected by non-fingerprint
areas when matching fingerprints of diverse visible areas and
impression types. Therefore, we propose LDRF, a localized
deep representation of the fingerprint extracted after finger-
print alignment. To introduce global constraints and help the
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From: NIST SD4
Method Rank Score FMR
VeriFinger 7 39 1.8×10!"

DeepPrint 354 0.601 1.5×10!#

Multi-Scale 2000 0.500 9.9×10!#

Ours 2000 0.485 7.4×10!#

From: FVC2004 DB1A
Method Score FMR
VeriFinger 31 6.5×10!$

DeepPrint 0.718 1.2×10!%

Multi-Scale 0.717 1.4×10!$

Ours 0.650 3.2×10!$

From: Hisign Latent
Method Rank Score FMR
VeriFinger 1 81 2.1×10!&
DeepPrint 143 0.557 3.3×10!#

Multi-Scale 1289 0.555 8.4×10!#

Ours 2458 0.463 9.1×10!#

From: NIST SD27
Method Rank Score FMR
VeriFinger 1 46 1.7×10!"

DeepPrint 2149 0.542 3.0×10!#

Multi-Scale 277 0.605 2.4×10!#

Ours 10716 0.493 6.0×10!#

Fig. 20. Examples of failure cases with incorrect pose estimations, very small
overlapping area, strong distortion, and complicated background noise.

network pay more attention to distinct characteristics across
different local regions, a 2D positional embedding module
was employed. The validity of the fingerprint area can aid
in removing irrelevant and invalid information that is not
useful or even harmful for fingerprint matching. Satisfactory
matching performance can still be achieved after simple bi-
narization to further enhance the efficiency of matching and
feasibility of template encryption. Furthermore, by statistically
modeling and analyzing matching scores using the proposed
representations, we propose a matching score normalization
technique that reduces uncertain matching scores between
fingerprint pairs with different overlapping areas in large-scale
datasets. Our fixed-length representation has been evaluated
on 21 different datasets containing over 140K fingerprints
of different impression types, including rolled, plain, latent,
and contactless fingerprints. Experimental results show that
LDRF outperforms other fixed-length representations and is
robust to sensing technologies and impression types. The
proposed normalization method reduces FMR significantly on
large-scale fingerprint datasets consisting of over 5.11 million
fingerprints, demonstrating its effectiveness and feasibility in
improving identification performance for large population.
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