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Abstract

In this paper, we extend the techniques used in our previous work to

show that there exists a probabilistic Turing machine running within time

O(nk) for all k ∈ N1 accepting a language Ld which is different from any

language in P, and then further to prove that Ld ∈ BPP, thus separating

the complexity class BPP from the class P (i.e., P ⊊ BPP).

Since the complexity class BQP of bounded error quantum polynomial-

time contains the complexity class BPP (i.e., BPP ⊆ BQP), we thus

confirm the widespread-belief conjecture that quantum computers are rig-

orously powerful than traditional computers (i.e., P ⊊ BQP).

We further show that (1). P ⊊ RP; (2). P ⊊ co-RP; (3). P ⊊ ZPP.

Previously, whether the above relations hold or not are long-standing open

questions in complexity theory.

Meanwhile, the result of P ⊊ BPP shows that randomness plays an

essential role in probabilistic algorithm design. In particular, we go further

to show that:

(1). The number of random bits used by any probabilistic algorithm

which accepts the language Ld can not be reduced to O(logn);

(2). There exits no efficient (complexity-theoretic) pseudorandom gen-

erator (PRG) G : {0, 1}O(logn) → {0, 1}n;
(3). There exists no quick HSG H : k(n) → n such that k(n) = O(logn).
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1. Introduction

Recently, a great deal of attention has been focused on quantum compu-

tation. For example, see [BV97, BBBV97, FG99, For03, Gro96, Sho97], etc.

A natural question raised: How powerful can quantum computers be? It is

a widespread belief that quantum computers are at least powerful than tra-

ditional computers, since the exciting discovers of polynomial-time quantum

algorithm for prime factorization by Shor [Sho97] (see the popular introduction

[A3]) and O(
√
N) quantum algorithm for database search by Grover [Gro96].

But, strictly speaking, there is still no formal proof today that quantum com-

puters are rigorously powerful than our traditional computers now in use, since

we are unable to prove that there is no polynomial-time algorithms for prime

factorization which means it is still possible that there are polynomial-time

algorithms for prime factorization but we did not find them till now. The

polynomial-time quantum algorithm for prime factorization only shows that

the problem of prime factorization is in the complexity class BQP (see the pop-

ular introduction [A4]), a complexity class defined in [BV97] that comprises

the problems which can be solved in polynomial-time by quantum computers

with an error probability of at most 1/3 for all instances. While the O(
√
N)



P ̸= BQP 3

quantum algorithm is based on oracle query [Gro96, BBBV97] and it is of

course not in BQP. In brief, existing evidence is poor to claim that quantum

computers are rigorously powerful than traditional computers. In other words,

whether the problem of prime factorization is in P or not is still unknown.

In similarity to the complexity class BQP, another important complexity

class is the class of BPP (see the popular introduction [A2]) — defined in

[Gil77] — that comprises the decision problems solvable by probabilistic Turing

machines in polynomial-time with an error probability bounded by 1/3 for all

instances. BPP is one of the largest practical classes of problems, meaning

most problems of interest in BPP have efficient probabilistic algorithms that

can be run quickly on probabilistic machines. BPP also contains P, the class

of problems solvable in polynomial time with a deterministic machine, since a

deterministic machine is a special case of a probabilistic machine (see [A1]).

However, many problems have been known to be in BPP but not known to be

in P.

Moreover, what about the true relationship between the complexity classes

BPP and BQP? It is proved in [BV97] that BPP ⊆ BQP meaning that

every language decidable in polynomial-time by a probabilistic Turing ma-

chine (with an error probability bounded by 1/3 for all instances) is decidable

in polynomial-time by a quantum Turing machine (with an error probability

bounded by 1/3 for all instances), but this only tells that BPP is a subset

of BQP and it tells nothing about whether BPP ≠ BQP or not. It is con-

jectured in [BBBV97] that it will not be possible to conclusively prove that

BQP ̸= BPP without resolving the major open problem P ?
= PSPACE . In

fact, if it were shown to be that P = PSPACE then it immediate follows

that BPP = BQP. However, we have shown in [Lin21a, Lin21b] that P ≠

PSPACE , which is still not possible to conclusively prove that BQP ̸= BPP,

since there is no similar technique to deal with probabilistic Turing machines

by universal quantum Turing machine.

Although the aforementioned story, we indeed can show that BQP ̸= P, or

move precisely, P ⊂ BQP via showing that P ⊂ BPP by further extending the

techniques applied and developed in [Lin21a, Lin21b], thus forcefully showing

that quantum computers are rigorously powerful than traditional computers.

Previously, the true relationship between P and BQP is unknown. Following

Shor’s result that prime factoring is solvable in quantum polynomial-time, it

is natural to ask that to what extension can quantum computers be powerful?

Whether all problems of NP can be efficiently solved in quantum polynomial-

time? Although, it was showed in [BBBV97] that relative to an oracle chosen

uniformly at random with probability 1 the class NP can not be solved on

a quantum Turing machine in time o(2
n
2 ), this does not necessarily imply

NP ̸⊂ BQP because the oracle result is not a necessary and sufficient condition
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for NP ̸⊂ BQP, which means that the exact relationship between BQP and

NP is unknown.

As we mentioned earlier, many problems have been known to be in BPP
but not known to be in P. But, it seems that the past several decades have seen

several interesting result since the area of derandomization, which have also

fascinated a great deal of attention (see, for example [NW94, IW97, IW01,

IKW02, MV99, STV01, ACR98]), giving strong evidence that we can often

eliminate randomness from probabilistic computation, and it is conjectured

that P = BPP (see [CRT98] for more recent advances towards proving P =

BPP). Loosely speaking, the field of derandomization is trying to remove the

randomness from the probabilistic algorithms (i.e., deterministic simulation of

probabilistic algorithms) and the main goal in this field is that the theorists try

to attack the larger question of whether all efficient probabilistic algorithms

can be derandomized, e.g. does BPP = P? One of the highlights of this line of

work is the construction of [IW97], which implies that P = BPP (see [Imp02]

for a survey).

One natural tool or main basic method used to derandomize algorithms is

to use a (complexity-theoretic) pseudorandom generators (PRGs) [NW94] that

expands a small, truly random input into a larger, random-looking output. The

(complexity-theoretic) pseudorandom generator is a twist on the definition of

a cryptographically secure pseudorandom generator, with the main difference

allowing the generator to run in exponential time [AB09]. The pseudorandom

sequences produced by PRGs are also important for cryptographic applications

such as stream ciphers [CDR04]. In additional, it showed in [ACR98] that the

quick hitting set generators (HSGs) can replace PRGs to derandomize any

probabilistic two-sided error algorithms.

Prior to this work, the main open question in the field of derandomization

is the old one: prove an unconditional derandomization result for BPP or for

the complexity class ZPP (defined later). In view of the recent results (see

survey [Kab02]), derandomizing BPP is quite hard. Maybe, it is easier to

derandomize ZPP, as there are no known circuit lower bounds implied by the

assumption that ZPP = P. For more details about these, see survey article

[Kab02], which focuses on recent developments in the area of derandomization.

1.1. Main Results. In this paper, the main results can be stated in the

following way. Although recent research gives strong indications that adding

randomness does not in fact change what is solvable in polynomial-time, i.e.,

the conjecture that P = BPP, we are in doubt that this maybe not be the true

case, because a proof of P = BPP does not exist. Moreover, in the light of

[Imp02], possibilities concerning the power of randomized algorithms include:
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1. Randomization always helps for intractable problems, i.e., EXP =

BPP.

2. The extent to which randomization helps is problem-specific. It can

reduce complexity by any amount from not at all to exponentially.

3. True randomness is never needed, and random choices can always be

simulated deterministically, i.e., P = BPP.

We state our first main result to disprove the aforementioned 3th possibility:

Theorem 1.1. There is a language Ld accepted by no polynomial-time

deterministic Turing machines, but accepted by a probabilistic Turing machine

M0 running within time O(nk) for any k ∈ N1 with probability at least 2
3 .

Further, it can be shown that Ld ∈ BPP . Namely, P ⊊ BPP ,

from which and together with the relationship BPP ⊆ BQP shown in [BV97],

it immediately follows that

Corollary 1.2. P ⊊ BQP .

The above Theorem 1.1 and Corollary 1.2 shows that quantum computers

and classical probabilistic computers are rigorously powerful than traditional

computers now in use.

Now let us turn to next question. Recall that the complexity class of

RP is defined to be that: A language L is in complexity class RP if there is

probabilistic polynomial-time Turing machine A running in polynomial-time

such that

x ∈ L⇒ Pr[A(x) accepts] ≥
1

2
and

x ̸∈ L⇒ Pr[A(x) accepts] = 0.

Our next main result by applying the similar techniques to show Theorem 1.1

is the following:

Theorem 1.3. There is a language L̃d accepted by no polynomial-time

deterministic Turing machines, but by a probabilistic Turing machine M0 run-

ning within time O(nk) for any k ∈ N1 with probability at least 1
2 + ϵ where

ϵ > 0. Further, it can be shown that L̃d ∈ RP ,

from which it immediately follows that

Corollary 1.4. P ⊊ RP .

Recall that the definition of the complement of the complexity class RP
(the definition of complement of a complexity class is given in subsection 2.5),

i.e., the complexity class co-RP is defined to be: A language L is in co-RP
if there exists a probabilistic polynomial-time Turing machine A running in
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polynomial-time such that

x ∈ L⇒ Pr[A(x) accepts] = 1

and

x ̸∈ L⇒ Pr[A(x) accepts] ≤
1

2
.

Interestingly, we find that a slightly modified arguments of the technique

applied to show Theorem 1.1 and Theorem 1.3 are also applicable to show

P ⊊ co-RP, i.e., the following:

Theorem 1.5. There is a language L̂d accepted by no polynomial-time

deterministic Turing machines, but by a probabilistic Turing machine M0 run-

ning within time O(nk) for any k ∈ N1 with probability at least 1 − ϵ where

ϵ > 0. Further, it can be shown that L̂d ∈ co-RP ,

from which it follows that

Corollary 1.6. P ⊊ co-RP .

Remark 1.1. As a matter of fact, the language L̂d is also in RP by defi-

nition, because

x ∈ L̂d ⇒ Pr[M0(x) accepts] = 1− ϵ ≥ 1

2
, as ϵ→ 0,

and

x ̸∈ L̂d ⇒ Pr[M0(x) accepts] = ϵ truly tends to 0,

as ϵ tends to 0, from which it follows that

L̂d ∈ RP ∩ co-RP.

Let us denote the complexity class RP ∩ co-RP by ZPP, then, in fact, this

gives a separation of the class ZPP from the class P.

Corollary 1.7. P ⊊ ZPP .

Generally, enumeration1 (see p. 51 in [Vad12]) is a derandomization tech-

nique that enables us to deterministically simulate any randomized algorithm

with an exponential slowdown (i.e., BPP ⊆ EXP def
=

⋃
c∈N1

DTIME[2n
c
]) and

it is general in that it applies to all BPP algorithms. However, if the algorithm

for a language L ∈ BPP uses only a small number of random bits, say O(log n),

1Not to be confused with enumeration discussed in Section 3 that enumeration of

polynomial-time deterministic Turing machines which means to establish (1, 1) correspon-

dence between N1 and the set {(M,k)} of polynomial-time deterministic Turing machines.

The “enumeration” here means something like the action of mentioning a number of things

one by one.
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then L ∈ P (see Proposition 3.3, p. 52 in [Vad12]). Take the language Ld in

Theorem 1.1 as an example, we prove the following result:

Theorem 1.8. The number of random bits used by any probabilistic al-

gorithm A which accepts the language Ld can not be reduced to O(log n).

In [IW97], it showed that if E
def
= DTIME[2O(n)] has a function of circuit

complexity 2Ω(n), then BPP = P. The Theorem 1.1 immediately implies the

following

Corollary 1.9. Any function in E does not have circuit complexity

2Ω(n).

As we mentioned earlier, a main basic method used to derandomize al-

gorithms is to use a (complexity-theoretic) pseudorandom generators (PRGs)

and if there exists some specific PRGs, then BPP = P. We show the following:

Theorem 1.10. There exists no (complexity-theoretic) pseudorandom gen-

erator G : {0, 1}l(t) → {0, 1}t with l(t) = O(log t).

In [ACR98], it showed that quick hitting set generators (HSGs) can replace

quick pseudorandom generators to derandomize any probabilistic two-sided er-

ror algorithms. An important result in [ACR98] is that if a logarithmic price

quick hitting set generator exists then BPP = P. By these, we can show such

a HSG does not exist.

Theorem 1.11. Let k(n) = O(log n). Then there exists no quick HSG

H : k(n) → n.

1.2. Overview. The rest of the paper is organized as follows: For the

convenience of the reader, in the next Section we will review some definitions

closely associated with our discussions and fix some notation we will use in the

following context. Also, some useful technical lemmas are presented in Section

2. In Section 3, we show a (1, 1) correspondence between N1 and the set of

all polynomial-time deterministic Turing machine by encoding a polynomial-

time deterministic Turing machine to an integer, thus showing that the set of

all polynomial-time deterministic Turing machines is enumerable. Section 4

contains the construction of our probabilistic Turing machine which accepts

a language Ld not in P. In Section 5 we show that Ld is in BPP. We show

Theorem 1.3 and Theorem 1.5 in Secton 6 and in Section 7, respectively. The

proofs of Theorem 1.8, Theorem 1.10 and Theorem 1.11 are given in Section

8. Finally, we draw some conclusions in the last Section.
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2. Definitions and Notation

In this Section, we describe the notation and notions needed in the fol-

lowing context.

Let N denote the natural numbers

{0, 1, 2, 3, · · · }

where +∞ ̸∈ N. Furthermore, N1 denotes the set of

N− {0}.

It is clear that there is a bijection between N and N1. To see this just let the

bijection to be

n 7→ n+ 1

where n ∈ N and n+ 1 ∈ N1.

The computation models we use here are the Turing machine as it defined

in standard textbooks such as [AHU74], the quantum Turing machines as it

defined in [BV97] and the probabilistic Turing machines as it defined in [San69,

San71, Gil77].

2.1. Polynomial-time Deterministic Turing Machines. To give a defini-

tion of polynomial-time deterministic Turing machine, let us first quote the

definition of deterministic Turing machine as follows:

Definition 2.1 (k-tape deterministic Turing machine, [AHU74]). A k-tape

deterministic Turing machine (shortly, DTM)M is a seven-tuple (Q,T, I, δ,b, q0, qf )

where :

(1) Q is the set of states.

(2) T is the set of tape symbols.

(3) I is the set of input symbols; I ⊆ T .

(4) b ∈ T − I, is the blank.

(5) q0 is the initial state.

(6) qf is the final (or accepting) state.

(7) δ is the next-move function, maps a subset of Q× T k to

Q× (T × {L,R, S})k.

That is, for some (k+1)-tuples consisting of a state and k tape symbols,

it gives a new state and k pairs, each pair consisting of a new tape

symbol and a direction for the tape head. Suppose

δ(q, a1, a2, · · · , ak) = (q′, (a′1, d1), (a
′
2, d2), · · · , (a′k, dk)),

and the deterministic Turing machine is in state q with the ith tape

head scanning tape symbol ai for 1 ≤ i ≤ k. Then in one move the
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deterministic Turing machine enters state q′, changes symbol ai to a
′
i,

and moves the ith tape head in the direction di for 1 ≤ i ≤ k.

The notion of a nondeterministic Turing machine is similar to that of

a deterministic Turing machine, except that the next-move function δ is a

mapping from Q× T k to subsets of Q× (T × {L,R, S})k, stated as follows:

Definition 2.2 (k-tape nondeterministic Turing machine, [AHU74]). A k-

tape nondeterministic Turing machine (shortly, NTM) M is a seven-tuple

(Q,T, I, δ,b, q0, qf ) where all components have the same meaning as for the

ordinary deterministic Turing machine, except that here the next-move func-

tion δ is a mapping from Q× T k to subsets of Q× (T × {L,R, S})k.

In the following, we will refer to the Turing machine as the deterministic

Turing machine. And we will sometimes use DTM to denote a deterministic

Turing machine.

Now, we give the definition of polynomial-time deterministic Turing ma-

chines in the following:

Definition 2.3 (Cf. [Coo00]). Formally, a polynomial-time deterministic

Turing machine is a deterministic Turing machine M such that there exists

k ∈ N1, for all input x of length n where n ∈ N is arbitrary, M(x) will halt

within nk + k steps.

We represent a polynomial-time deterministic Turing machine by a tuple

of (M,k) where M is the polynomial-time deterministic Turing machine itself,

and k is the unique minimal degree of some polynomial nk + k such that for

any input x of length n where n ∈ N is arbitrary, M(x) will halt within nk + k

steps. We call k the order of polynomial-time deterministic Turing machine

(M,k).

The family of languages of deterministic time complexity T (n) is denoted

by DTIME[T (n)].

2.2. Quantum Turing machines. Now, let us turn to the notion of a quan-

tum Turing machine. We present its definition as follows:

Definition 2.4 (Cf. Definition 3.2 in [BV97]). Let C̃ be the set consisting

of α ∈ C such that there is a deterministic algorithm that computes the real

and imaginary parts of α to witnin 2−n in time polynomial in n. A QTM M

is defined by a triplet (I,Γ, Q, δ), where I ⊂ Γ is the finite input alphabet and

b ̸∈ I, Γ is the finite tape alphabet and b ∈ Γ is the blank symbol, Q is a finite

set of states with an identified initial state q0 and finial state qf ̸= q0, and δ,
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the quantum transition function, is a function

δ : Q× Γ → C̃Γ×Q×{L,R,S}.

The QTM has a two-way infinite tape of cells indexed by Z and a single

read/write tape head that moves along the tape.

Let S be the inner-product space of finite complex linear combinations of

configurations of M with the Euclidean norm. We call each element ψ ∈ S

a superposition of M . Then QTM M defines a linear operator UM : S → S,

called the time evolution operator ofM , as follows: ifM starts in configuration

c with current state p and scanned symbol σ, then after one step M will

be in superposition of configurations ϕ =
∑

i αici, where each nonzero αi

corresponds to a transition δ(p, σ, τ, q, d), and ci is the new configuration that

results from applying this transition to c. Extending this map to the entire

space S through linearity gives the linear time evolution operator UM such

that UM is unitary.

The family of languages of bounded-error accepting probability for quan-

tum Turing machines (BQTIME) is defined as follows:

Definition 2.5. A language L is in BQTIME[T (n)] if and only if there

exists a quantum Turing machine M , such that

1. M runs for T (n) time on all inputs.

2. For all x ∈ L, M accepts x with probability ≥ 2
3 .

3. For all x ̸∈ L, M accepts x with probability ≤ 1
3 .

2.3. Probabilistic Turing machines. Generally, a probabilistic Turing ma-

chine is a non-deterministic Turing machine that chooses between the available

transitions at each point according to some probability distribution (see [A1]

for a popular introduction). There are many equivalent definitions of prob-

abilistic Turing machine. For example, the one presented in [San69, San71]

and the one given in [Gil77]. Note that the definition given in [San71] for a

probabilistic Turing machine is more general than that given in [Gil77]. For

our convenience, we follow the definition from [San71]. We should first present

the definition of Santos [San71]:

Definition 2.6 ([San71], Definition 3.1). A probabilistic Turing machine

(PTM) may be defined through the specification of three mutually disjoint

finite nonempty set A, B, and S; a function p from S × U × V × S into [0, 1]

where U = A ∪ B, V = U ∪ S ∪ {+,−, ·},+, −, · ̸∈ U ∪ S; and a function h

from S into [0, 1]. The functions p and h satisfy the following conditions:

1.
∑

v∈V
∑

s′∈S p(s, u, v, s
′) = 1 for every s ∈ S, u ∈ U , and

2.
∑

s∈S h(s) = 1.
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The sets A and B are, respectively, the printing and auxiliary alphabets. The

set S is the set of internal states. h(s) is the probability that the initial state

is s and p(s, u, v, s′) gives the probability of the “next act” of the PTM given

that its present state is s and input u is applied. The “next act” of a PTM

is determined by v and may be any one of the conventional Turing machine

operations.

1. v ∈ U : replace u by v on the scanned square and go to state s′.

2. v = +: move one square to the right and go to state s′.

3. v = −: move one square to the left and go to state s′.

4. v = ·: stop.
5. v ∈ S: go to either v or s′ depending on a given random set.

The function p and h will be referred to as the transition function and initial

distribution, respectively. If h is concentrated at a single state s0 ∈ S, i.e.,

h(s0) = 1 and h(s) = 0 for s ̸= s0, then we say that s0 is the initial state.

Definition 2.7 ([San71], Definition 3.2). Let Z = (A,B, S, p, h) be a PTM.

Then

1. Z is deterministic iff the range of both p and h consists of only two

numbers,0 and 1.

2. Z is simple iff p(s, u, v, s′) = 0 for every s, s′ ∈ S, u ∈ A∪B, and v ∈ S.

Remark 2.1. Observe that the conventional Turing machines are deter-

ministic PTM. In the case of a deterministic PTM, the transition function p

is uniquely determined by the set {(s, u, v, s′) : p(s, u, v, s′) = 1 and v ̸= ·}.

By Definition 2.6 and Definition 2.7, we can adapt the definition of prob-

abilistic Turing machine based on Definition 2.2, i.e., the definition of a non-

deterministic Turing machine:

Definition 2.8 (Probabilistic Turing machine, adaptation from Definition

2.6). A k-tape probabilistic Turing machine (shortly, PTM) M is a 8-tuple

(Q,T, I, δ,b, q0, qf ,Pr) where:

(1) Q is the set of states.

(2) T is the set of tape symbols.

(3) I is the set of input symbols; I ⊆ T .

(4) b ∈ T − I, is the blank.

(5) q0 is the initial state.

(6) qf is the final (or accepting) state.

(7) δ is the next-move function, maps a subset of Q× T k to subsets of

Q× (T × {L,R, S})k.
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That is, for some (k+1)-tuples consisting of a state and k tape symbols,

it gives a new state and k pairs, each pair consisting of a set of pairs

of new tape symbol and a direction for the tape head. Suppose

δ(q, a1, a2, · · · , ak) = {(q′i, (a′1,i, d1,i), (a′2,i, d2,i), · · · , (a′k,i, dk,i))}1≤i≤n

for some n ≥ 1.

(8) Pr is a function (probability distribution) fulfills the condition: if the

transition

δ(q, a1, a2, · · · , ak) = (q′i, (a
′
1,i, d1,i), (a

′
2,i, d2,i), · · · , (a′k,i, dk,i))

with probability pi for all 1 ≤ i ≤ n, i.e.,

Pr

(
δ(q, a1, a2, · · · , ak) = (q′i, (a

′
1,i, d1,i), (a

′
2,i, d2,i), · · · , (a′k,i, dk,i))

)
= pi

for all 1 ≤ i ≤ n, then ∑
1≤i≤n

pi = 1,

and pi ≥ 0 for every i.

The family of languages of bounded-error accepting probability for prob-

abilistic Turing machines (BPTIME) is defined as follows:

Definition 2.9. A language L is in BPTIME[T (n)] if and only if there

exists a probabilistic Turing machine M , such that

1. M runs for T (n) time on all inputs.

2. For all x ∈ L, M accepts x with probability ≥ 2
3 .

3. For all x ̸∈ L, M accepts x with probability ≤ 1
3 .

2.4. Complexity classes P , BPP and BQP . Let w be an input, we use

|w| to denote the length of w. If for every input w of length n all computations

of a deterministic (or, probabilistic/quantum) Turing machine M end in less

than or equal to T (n) steps, then M is said to be a deterministic (or, proba-

bilistic/quantum) T (n) time-bounded Turing machine, or is said to be of time

complexity T (n).

The complexity classes P and BPP (see [A2] for a popular introduction)

are respectively defined to be the class of languages:

P =
⋃

k∈N1

DTIME[nk],

and

BPP =
⋃

k∈N1

BPTIME[nk].
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The complexity class BQP is defined to be the class of languages:

BQP =
⋃

k∈N1

BQTIME[nk].

2.5. Complement of a Complexity Class. For a complexity class C, its

complement is denoted by coC (see [Pap94]), i.e.,

coC = {L : L ∈ C},

where L is a decision problem, and L is the complement of L. For example,

coP is the complement of P, and coNP is the complement of NP. Note that,

the complement of a decision problem L is defined as the decision problem

whose answer is “yes” whenever the input is a “no” input of L, and vice versa.

2.6. Complexity Classes RP , co-RP and ZPP . With the above defini-

tions at hands, the complexity classes of RP, co-RP and ZPP can be respec-

tively defined as follows:

Definition 2.10 (Cf. Definition 2.9 in [Vad12]). RP is the class of lan-

guages L for which there exists a polynomial-time probabilistic Turing machine

M such that

1. M runs in polynomial time in the input size on all inputs.

2. x ∈ L if M accepts x with probability ≥ 1
2 .

3. x ̸∈ L if M accepts x with probability 0.

Then class co-RP is the complement of RP. A more intuitive definition

is the following:

Definition 2.11 (Cf. Definition 2.11 in [Vad12]). co-RP is the class of lan-

guages L for which there exists a polynomial-time probabilistic Turing machine

M such that

1. M runs in polynomial time in the input size on all inputs.

2. x ∈ L if M accepts x with probability 1.

3. x ̸∈ L if M accepts x with probability ≤ 1
2 .

For simplicity, the class ZPP can equivalently be defined as RP∩co-RP:

Definition 2.12. ZPP def
= RP ∩ co-RP.

2.7. Useful Lemma and Corollary. In regard to the time complexity of

k-tape deterministic (or, nondeterministic) Turing machine and that of single-

tape deterministic (or, nondeterministic) Turing machine, we quote the follow-

ing useful Lemma, extracted from [AHU74] (see Lemma 10.1 and Corollary
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1 to Lemma 10.1 in [AHU74]), which play important roles in the following

context:

Lemma 2.1 (Lemma 10.1 in [AHU74]). If L is accepted by a k-tape nonde-

terministic T (n) time-bounded Turing machine, then L is accepted by a single-

tape nondeterministic O(T 2(n)) time-bounded Turing machine.

The deterministic version of the above lemma is as follows:

Corollary 2.2 (Corollary 1 in [AHU74] to Lemma 10.1; See also Theo-

rem 6 in [HS65] and Theorem 2.1 in [Pap94]). If L is accepted by a k-tape deter-

ministic T (n) time-bounded Turing machine, then L is accepted by a single-tape

deterministic O(T 2(n)) time-bounded Turing machine.

2.8. Efficient Simulation. The following theorem about efficient simula-

tion is needed a few times, and its proof is present in [HS66], see also [AB09].

Lemma 2.3 ([AB09], see also [HS66]). There exists a Turing machine U

such that for every x, α ∈ {0, 1}∗, U(x, α) = Mα(x), where Mα denotes the

Turing machine represented by α. Moreover, if Mα halts on input x within

T (|x|) steps, then U(x, α) halts within cT (|x|) log T (|x|) steps, where log n

means log2 n and c is a constant independent of |x| and depending only on

Mα’s alphabet size, number of tapes, and number of states.

Finally, more information and premise lemmas will be given along the way

to prove our main result.

3. Enumeration of Polynomial-Time Deterministic Turing Machines

In the following context, if a polynomial-time Turing machine (see Defi-

nition 2.3) runs at most |x|k steps for any input x, then we often say that it

runs within time O(nk−1) rather than O(nk).

We have represented a polynomial-time deterministic Turing machine by a

tuple of (M,k) in subsection 2.1, whereM is the polynomial-time deterministic

Turing machine itself, and k is the unique minimal degree of some polynomial

nk + k.

Remark 3.1. One of the conveniences of tuple-representation (M,k) of

a polynomial-time deterministic Turing machine in this way is, of course, to

conveniently control the running time of the probabilistic Turing machine M0

constructed in Theorem 4.1 in Section 4 below, so that it facilitates our analysis

of the time complexity of M0, i.e., to easily show the fact of Theorem 4.2.
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By Corollary 2.2, we can restrict ourselves to single-tape deterministic

Turing machines. So, in the following context, by polynomial-time determinis-

tic Turing machines we mean single-tape polynomial-time deterministic Turing

machines.

To obtain our main result, we need to enumerate all of the polynomial-time

deterministic Turing machines, so that for each nonnegative integer i there is

a unique tuple of (M,k) associated with i (i.e., to define a function from N1 to

the set of all polynomial-time deterministic Turing machines {(M,k)}), such
that we can refer to the j-th polynomial-time deterministic Turing machine.

For convenience of the reader, let us quote the notion of an enumeration of a

set as follows:

Definition 3.1 ([Rud76], p. 27, Definition 2.7). By an enumeration of set

T , we mean a function e defined on the set N1 of all positive integers. If

e(n) = xn ∈ T , for n ∈ N1, it is customary to denote the enumeration e by

the symbol {xn}, or sometimes by x1, x2, x3, · · · . The values of e, that is, the

elements xn ∈ T , are called the terms of the enumeration.

To achieve our goals, we first use the method presented in [AHU74], p.

407, to encode a single-tape deterministic Turing machine into an integer.

Without loss of generality, we can make the following assumptions about

the representation of a single-tape deterministic Turing machine with input

alphabet {0, 1} because that will be all we need:

(1) The states are named

q1, q2, · · · , qs

for some s, with q1 the initial state and qs the accepting state.

(2) The input alphabet is {0, 1}.
(3) The tape alphabet is

{X1, X2, · · · , Xt}

for some t, where X1 = b, X2 = 0, and X3 = 1.

(4) The next-move function δ is a list of quintuples of the form

(qi, Xj , qk, Xl, Dm),

meaning that

δ(qi, Xj) = (qk, Xl, Dm),

and Dm is the direction, L, R, or S, if m = 1, 2, or 3, respectively. We

assume this quintuple is encoded by the string

10i10j10k10l10m1.
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(5) The deterministic Turing machine itself is encoded by concatenating in

any order the codes for each of the quintuples in its next-move function.

Additional 1’s may be prefixed to the string if desired. The result will

be some string of 0’s and 1’s, beginning with 1, which we can interpret

as an integer.

Next, we encode the order of (M,k) to be 10k1 so that the tuple (M,k)

can be encoded by concatenating the binary strings representing M itself and

10k1 together. Now the tuple (M,k) is encoded as a binary string, which can

be explained as an integer.

Any integer that cannot be decoded is deemed to represent the trivial

polynomial-time deterministic Turing machine with an empty next-move func-

tion by this encoding. Every polynomial-time deterministic Turing machine

will appear infinitely often in the enumeration since, given a polynomial-time

deterministic Turing machine, we can prefix 1’s at will to find larger and larger

integers representing the same set of the polynomial-time deterministic Turing

machine of (M,k). We denote such a set of the polynomial-time determinis-

tic Turing machine by M̂j , where j is the integer representing (M,k). The

reader will easily get that we have defined a surjective function e from N1 to

the set {(M,k)} of all polynomial-time deterministic Turing machines, which

is consistent with the Definition 3.1.

Furthermore, we in fact have defined a (1, 1) correspondence between the

set {(M,k)} of all polynomial-time deterministic Turing machines and N1 if any

integer that cannot be decoded is deemed to represent the trivial polynomial-

time deterministic Turing machine, from which we have reached the similar case

to p. 241 of [Tur37], i.e., the set {(M,k)} of all polynomial-time deterministic

Turing machines are therefore enumerable.

Remark 3.2. There is another way to enumerate all of the polynomial-time

deterministic Turing machines without encoding the order of polynomial-time

deterministic Turing machines into their representation. To do so, we need the

Cantor pairing function :

π : N× N → N

defined by

π(k1, k2) :=
1

2
(k1 + k2)(k1 + k2 + 1) + k2

where k1, k2 ∈ N. Since the Cantor pairing function (see Figure 1 below which

is from [A5]) is invertible (see [A5]), it is a bijection between N×N and N. As
we have shown that any polynomial-time deterministic Turing machine itself

is an integer, we can place any polynomial-time deterministic Turing machine

M and its order k to the tuple (M,k) and use the Cantor pairing function

to map the tuple (M,k) to an integer in N1. Recall that there is a bijection
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between N and N1. Obviously, the inverse of such Cantor pairing function is

an enumeration of the set {(M,k)}. For more complete details, see [Lin21a].

Figure 1. Cantor pairing function

4. Diagonalization against Polynomial-Time Deterministic Turing

Machines by A Probabilistic Turing Machine

The diagonalization technique is a powerful technique to give space and

time hierarchies for classical Turing machines, e.g., see [Coo73, HS65, SHL65].

For more details about this technique, we refer the reader to the Turing’s

original article [Tur37] or the survey article [For00].

Now, our task is to design a four-tape probabilistic Turing machine M0

which treats its input string x both as an encoding of a tuple (M,k) of de-

terministic nk + k time-bounded Turing machine M and also as the input to

M . One of the capabilities possessed by M0 is the ability to simulate any a
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deterministic Turing machine, given its specification. Before to the beginning,

suppose that M0 has two specially designated states: the pretended accept

state qpa and the pretended reject state qpr, which play important role in what

follows. We shall have M0 determine whether the deterministic T (n) = nk + k

time-bounded Turing machine (M,k) accepts the input x without using more

than O(T (n) log T (n)) steps (by Lemma 2.3). If M accepts x within in time

T (n), thenM0 transfers its next-state to the state qpa. Otherwise,M0 transfers

its next-state to the state qpr. Note that the states qacc and qrej are respec-

tively the actual accept state and the actual reject state of M0, which will be

added to M0 lastly.

Let λ ∈ (0, 1) be a rational and ϵ > 0 be any a rational. The final step of

M0 is that, if M0 is in the state of qpr, then M0 transfers its next-state from

the state qpr to the state qacc with probability λ+ ϵ and to the state qrej with

probability 1− (λ+ ϵ) then halts. Otherwise, M0 transfers its next-state from

the state qpa to the state qacc with probability 1− (λ+ ϵ) and to the state qrej
with probability λ+ ϵ then halts, which is illustrated by Figure 2 below.

Figure 2. The probabilistic transitions of M0 and the corre-

sponding probabilities.

Concretely, we are going to show the following:

Theorem 4.1. There exists a language Ld accepted by a probabilistic Tur-

ing machine M0 but by no polynomial-time deterministic Turing machines.

Proof. LetM0 be a four-tape probabilistic Turing machine which operates

as follows on an input string x of length of n.
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(1) M0 decodes the tuple encoded by x. If x is not the encoding of some

single-tape polynomial-time deterministic Turing machine M̂j for some

j then reject the input, else determines t, the number of tape symbols

used by M̂j ; s, its number of states; and k, its order of polynomial.

The third tape of M0 can be used as “scratch” memory to calculate t.

(2) Then M0 lays off on its second tape n blocks of

⌈log t⌉

cells each, the blocks being separated by single cell holding a marker

#, i.e., there are

(1 + ⌈log t⌉)n

cells in all. Each tape symbol occurring in a cell of M̂j ’s tape will be

encoded as a binary number in the corresponding block of the second

tape of M0. Initially, M0 places M̂j ’s input, in binary coded form, in

the blocks of tape 2, filling the unused blocks with the code for the

blank.

(3) On tape 3, M0 sets up a block of

⌈log(nk+1 − 2)⌉

cells, initialized to all 0’s. Tape 3 is used as a counter to count up to

nk+1 − 2.2

(4) M0 simulates M̂j , using tape 1, its input tape, to determine the moves

of M̂j and using tape 2 to simulate the tape of M̂j . The moves of M̂j

are counted in binary in the block of tape 3, and tape 4 is used to

hold the state of M̂j . If M̂j accepts, thenM0 transfers its next-state to

the state qpa, or if the counter on tape 3 overflows (because we should

finally reject the inputs which lead to overflows of the counter on tape

3). M0 transfers its next-state to the state qpr if M̂j halts without

accepting.

Remark 4.1. So far, the above design of M0, in fact, is a universal deter-

ministic Turing machine, but it is also a probabilistic Turing machine. It just

2Suppose that M̂j is a deterministic T (n) time-bounded Turing machine where

T (n) = nk + k,

then by Lemma 2.3, the simulation can be done within time T (n) log T (n) which is less than

nk+1 − 2. Further, there are 2 additional steps (described by the transition rules (1) and

(2) below) to run after completion of the simulation, so we set the counter to count up to

nk+1 − 2 such that the total steps of M0 running are at most nk+1.
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simulates any a polynomial-time deterministic Turing machine, but does no

diagonalization operations at all.

To finish our design, we add some additional probabilistic transition rules

into M0: For any 4-tuple X = (a1, a2, a3, a4) ∈ {0, 1}4, where a1, a2, a3, a4 are

tape-symbol of M0 but the blank b and the delimiter # (appearing on tape

2):

δ(qpa, X) = (qpa, (a1, S), (b, S), (b, S), (a4, S)) with probability 1

δ(qpr, X) = (qpr, (a1, S), (b, S), (b, S), (a4, S)) with probability 1.
(1)

Note that M0’s tape-alphabet is {0, 1,b,#} where # appears on tape 2.

Thus, the probabilistic transition rules (1) means that for any

X = (a1, a2, a3, a4) ∈ {0, 1}4,

when M0 in state qpa or qpr, it will keep its state in qpa or qpr unchanged,

and the tuple of tape-symbol X = (a1, a2, a3, a4) will be rewritten, i.e., the

tuple of tape-symbols X = (a1, a2, a3, a4) will be replaced by (a1,b,b, a4)

with probability 1 and it will keep its read/write heads stationary. Of course,

we should suppose that when entering into the state qpa or qpr, M0’s tape-

heads scan the tape symbols 0 or 1 but the symbol b or #, which is not hard

to implement.

Remark 4.2. In the above, M0 does not rewrite the contents of tape 1

and tape 4, because tape 1 is the input to M0, which are constants during the

simulation for a fixed input to M0; and tape 4 denotes the states of M̂j , so the

contents of tape 4 are also constants during the simulation of a fixed input to

M0. Thus, we decide not to rewrite them, i.e., not to replace them by bs to

make M0 look more well-behaved.

Let λ = 2
3 and ϵ be an arbitrary small rational. Then, we add two actual

halting states (when M0 enters into these states, it will halt with no more

transitions), i.e., qacc and qrej , into M0 which denote the actual accept state

and the actual reject state of M0, respectively. Now, since the simulation

of a fixed input has already completed, we are at the point to let M0 do the

diagonalization operations by adding the following probabilistic transition rules
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into M0. For any X = (a1,b,b, a4) where a1, a4 ∈ {0, 1}:

δ(qpa, a1,b,b, a4) =(qrej , (a1, S), (b, S), (b, S), (a4, S))

with probability
2

3
+ ϵ

δ(qpa, a1,b,b, a4) =(qacc, (a1, S), (b, S), (b, S), (a4, S))

with probability
1

3
− ϵ

δ(qpr, a1,b,b, a4) =(qacc, (a1, S), (b, S), (b, S), (a4, S))

with probability
2

3
+ ϵ

δ(qpr, a1,b,b, a4) =(qrej , (a1, S), (b, S), (b, S), (a4, S))

with probability
1

3
− ϵ.

(2)

Remark 4.3. After doing so, M0 is not a universal deterministic Turing

machine again, it becomes a probabilistic Turing machine which can simulate

any polynomial-time deterministic Turing machines and can flip the answers

probabilistically (i.e., do the diagonalization operations). Most importantly,

M0 does not appear in the enumeration e, since the probabilistic transitions

with probability less than 1 and greater than 0 are not encoded in a similar way

presented in Section 3 like the polynomial-time deterministic Turing machines.

The probabilistic Turing machine M0 described above is of time complex-

ity, say S, which is currently unknown. According to Lemma 2.1 (regarding a

probabilistic Turing machine as a nondeterministic Turing machine with prob-

ability distribution on the set of possible next-moves), M0 is equivalent to a

single-tape probabilistic O(S2) time-bounded Turing machine, and it of course

accepts some language Ld.

Then for any x ∈ Ld, M0 accepts x with probability 2
3 + ϵ ≥ 2

3 and for

any x ̸∈ Ld, M0 accepts x with probability 1
3 − ϵ ≤ 1

3 . See Figure 3 below for

more clear about the accepting conditions.

Suppose now Ld were accepted by some, say, the i-th deterministic Turing

machine in the enumeration e which is a deterministic T (n) = nk + k time-

bounded Turing machine M̂i. Then by Lemma 2.1 we may assume that M̂i is

a single-tape deterministic Turing machine. Let M̂i have s states and t tape
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Figure 3. The transitions of states of M0 and corresponding

probabilities by setting λ = 2
3 .

symbols. Since”Mi
3 appears infinitely often in the enumeration, and

lim
n→∞

T (n) log T (n)

nk+1 − 2

= lim
n→∞

(nk + k) log(nk + k)

nk+1 − 2

= lim
n→∞

(nk log(nk + k)

nk+1 − 2
+
k log(nk + k)

nk+1 − 2

)
=0

<1.

So, there exists a N0 > 0 such that for any N ≥ N0,

T (N) log T (N) < Nk+1 − 2

which implies that for a sufficiently long w, say |w| ≥ N0, and Mw denoted by

such w is M̂i, we have that

T (|w|) log T (|w|) < |w|k+1 − 2.

Thus, on input w, M0 has sufficient time to simulate Mw and reaches the

state qpr or qpa. After running the additional 2 steps (i.e., the probabilistic

transition rules (1) and (2)) to finish the diagonalization operation,M0 accepts

with probability ≥ 2
3 if and only if Mw rejects and accepts with probability

≤ 1
3 if and only if Mw accepts, which further means that w ∈ Ld if and only if

3We know that we may prefix 1’s at will to find larger and larger integers representing the

same set of quintuples of the same deterministic Turing machine Mi, thus there are infinitely

binary strings of sufficiently long which represents deterministic Turing machine Mi.
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Mw rejects w and w ̸∈ Ld if and only if Mw accepts w. But we assumed that

M̂i accepted Ld, i.e., M̂i agreed with M0 on all inputs. We thus conclude that

M̂i does not exist, we obtain

Ld ̸∈ P.

Next, we are going to show that the probabilistic Turing machine M0

works in time O(nk) for all k ∈ N1:

Theorem 4.2. The probabilistic Turing machine M0 constructed in proof

of Theorem 4.1 runs in time O(nk) for any k ∈ N1.

Proof. The quickest way to show this theorem is to prove that for any

input w to M0, there is a corresponding positive integer iw ∈ N1 such that M0

runs at most |w|iw+1 steps.

On the one hand, if the input x encodes a deterministic T (n) time-bounded

Turing machine, say T (n) = O(nk), then M0 runs at most

|x|k+1

steps by the construction (the simulation can be completed in |x|k+1 − 2 and

to halts itself, there are 2 additional steps to run). This means that k is

the required positive integer (i.e., iw = k) in this case. This holds true for

all polynomial-time deterministic Turing machines as input to M0 with k the

order of the corresponding polynomial-time deterministic Turing machine.

But on the other hand, if the input x does not encode some polynomial-

time deterministic Turing machine, then it rejects and the running time of M0

is within O(|x|) (i.e.,M0 runs at most |x|2 steps) which means 1 is the required

positive integer. So M0 is a probabilistic

S(n) = max{nk+1, n2}

time-bounded Turing machine for any k ∈ N1. That is, M0 is a probabilistic

O(nk)

time-bounded Turing machine for all k ∈ N1.

5. Ld is in BPP

Next, we are going to show the language Ld is in the class BPP. Of

course, the proof of Ld ∈ BPP is basically the same as to prove that the

diagonalization language in [Lin21a] is in NP (see Section 5 in [Lin21a]). For

completeness of the paper and for simplicity, we only present the simpler proof

as follows:
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Theorem 5.1. The language Ld accepted by the probabilistic Turing ma-

chine M0 is in BPP .

Proof. We first define the family of languages

{Li
d}i∈N1

by adding a new tape to M0 as a counter to count up to

ni+1,

which means that M0 turns off when M0 continues to run 2 steps after the

counter of tape 3 exceeding nk+1 − 2 or when the counter of the newly added

tape exceeds ni+1:

Li
d
def
= language accepted by M0 running within time O(ni) for fixed i ∈ N1.

That is, M0 turns off mandatorily when its moves made by M0 during

the computation exceeds ni+1 steps.

Then by construction, M0 runs at most |w|iw+1 steps for any input w

where iw ∈ N1 (i.e., M0 runs within time O(ni) for any i ∈ N1, see Theorem

4.2), we thus have

Ld =
⋃
i∈N1

Li
d.(3)

Furthermore,

Li
d ⊆ Li+1

d , for each fixed i ∈ N1

since for any word w ∈ Li
d accepted by M0 within O(ni) steps, it surely can

be accepted by M0 within O(ni+1) steps, i.e.,

w ∈ Li+1
d .

This gives that for any fixed i ∈ N1,

L1
d ⊆ L2

d ⊆ · · · ⊆ Li
d ⊆ Li+1

d ⊆ · · ·(4)

Now, we assume that

Ld ̸∈ BPP,
then there must exists at least a fixed i ∈ N1 such that

Li
d ̸∈ BPP.

But by definition, Li
d is the language accepted by the probabilistic Turing

machine M0 running within time ni+1 + (i+ 1), i.e.,

Li
d ∈ BPTIME[ni],
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which is clear a contradiction. We thus can claim that such an i can not be

found. Equivalently,

Li
d ∈ BPP for all i ∈ N1,(5)

which further implies

Ld ∈ BPP,
as required.

Now we are naturally at the point to present the proof of Theorem 1.1:

Proof of Theorem 1.1. It is obvious that Theorem 1.1 is an immediate

consequence of Theorem 4.1 and Theorem 5.1.

6. Proof of P ⊊ RP

The proof of Theorem 1.3 is basically the same as that of Theorem 1.1,

except that we should replace Ld with L̃d in the proof of Theorem 4.1 and

replace the probabilistic transition rules given by (2) with the following:

δ(qpa, a1,b,b, a4) =(qrej , (a1, S), (b, S), (b, S), (a4, S))

with probability 1− ϵ

δ(qpa, a1,b,b, a4) =(qacc, (a1, S), (b, S), (b, S), (a4, S))

with probability ϵ

δ(qpr, a1,b,b, a4) =(qacc, (a1, S), (b, S), (b, S), (a4, S))

with probability
1

2
+ ϵ

δ(qpr, a1,b,b, a4) =(qrej , (a1, S), (b, S), (b, S), (a4, S))

with probability
1

2
− ϵ

(6)

for any X = (a1,b,b, a4) where a1, a4 ∈ {0, 1}.
For clarity, the modified probabilistic transition rules (6) are shown in

Figure 4 below, and the reminder is the same as proof of Theorem 4.1 and

Theorem 4.2. Next, the required language L̃d can be obtained as ϵ tends to 0.

Now, we are able to see that for x ∈ L̃d,

Pr[M0(x) accepts] ≥
1

2
,

and for x ̸∈ L̃d,

Pr[M0(x) accepts] = 0.
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Figure 4. The transitions of states and corresponding probabil-

ities for L̃d ∈ RP.

Moreover, by the similar arguments appearing in the proof of Theorem 4.1, it

is clear that L̃d ̸∈ P. The rest to show L̃d ∈ RP is similar to the proof of

Theorem 5.1.

7. Proof of P ⊊ co-RP

The proof of Theorem 1.5 is also basically the same as that of Theorem

1.1, except that we should add an additional state quk of “unknown” into M0

(when M0 is in state qunk, it should print a symbol representing the meaning

of “unknown” for a fixed input and then halts) and replace Ld with L̂d in

the proof of Theorem 4.1, and further replace the probabilistic transition rules

given by (2) with the following:
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δ(qpa, a1,b,b, a4) =(qrej , (a1, S), (b, S), (b, S), (a4, S))

with probability
1

2
− ϵ

δ(qpa, a1,b,b, a4) =(quk, (a1, S), (b, S), (b, S), (a4, S))

with probability
1

2
δ(qpa, a1,b,b, a4) =(qacc, (a1, S), (b, S), (b, S), (a4, S))

with probability ϵ

δ(qpr, a1,b,b, a4) =(qacc, (a1, S), (b, S), (b, S), (a4, S))

with probability 1− ϵ

δ(qpr, a1,b,b, a4) =(qrej , (a1, S), (b, S), (b, S), (a4, S))

with probability ϵ

(7)

for any X = (a1,b,b, a4) where a1, a4 ∈ {0, 1}.
For clarity, the modified probabilistic transition rules (7) are shown in

Figure 5 below, and the reminder is the same as proofs of Theorem 4.1 and

Theorem 4.2. Next, the required language L̂d can be obtained as ϵ tends to 0.

At this point, it is clear that for x ∈ L̂d,

Pr[M0(x) accepts] = 1,

and for x ̸∈ L̂d,

Pr[M0(x) accepts] = 0

<
1

2
.

Moreover, by the similar arguments appearing in the proof of Theorem

4.1, it is clear that L̂d ̸∈ P. The rest to show L̂d ∈ co-RP is similar to the

proof of Theorem 5.1.

Remark 7.1. As a matter of fact, L̂d is also in RP since for x ∈ L̂d,

Pr[M0 accepts x] = 1 ≥ 1

2
,

as ϵ tends to 0. For x ̸∈ L̂d,

Pr[M0 accepts x] = 0,

as ϵ tends to 0. Thus, we can conclude that

L̂d ∈ RP ∩ co-RP,

which finishes the proof of Corollary 1.7.
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Figure 5. The transitions of states of M0 and corresponding

probabilities for L̂d ∈ co-RP.

8. Randomness Does Help

Since the 1970s, scientists in theoretical computer science community have

been wondering how necessary is the use of randomness in algorithm applica-

tions. Currently, as we all know, the use of randomness has become a very

important tool in the design of efficient algorithm for several important prob-

lems. Furthermore, probabilistic algorithms are often the simpler ones to solve

a given problem, or the most efficient [ACR98].

In this Section, we prove our main results that randomness can not be

eliminated, i.e., it plays an important and indispensable role in probabilistic

algorithm design.

8.1. Eliminating Randomness by Enumeration Method. A direction stud-

ied for to prove P = BPP relies on the theory of derandomization, i.e., the

design of general methods that allow an efficient deterministic simulation of

probabilistic algorithms. One can always remove randomization with at most

an exponential slowdown (see [Vad12]), which means that BPP ⊆ EXP. As we

mentioned earlier, the proof of BPP ⊆ EXP is via enumeration method, but

the enumeration method is infeasible, since it takes exponential time. How-

ever, if the algorithm uses only a small number of random bits, it is feasible,

as shown by the following:
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Proposition 8.1 (Proposition 3.3 in [Vad12]). If L has a probabilistic

polynomial-time algorithm that runs in time t(n) and uses m(n) random bits,

then L ∈ DTIME[t(n) × 2m(n)]. In particular, if t(n) is a polynomial and

m(n) = O(log n), then L ∈ P .

Proof. See p. 51–52 in [Vad12].

As can be seen from Proposition 8.1, one way to resolve the conjecture of

P = BPP is the following: First show that the number of random bits for any

BPP algorithm can be reduced from poly(n) to O(log n), and then eliminate

the randomness entirely by enumeration.

We are at a point to give a proof of Theorem 1.8 naturally.

Proof of Theorem 1.8. We show Theorem 1.8 by contradiction. Suppose

now that a probabilistic algorithm for the language Ld uses only O(log n)

random bits, then by Proposition 8.1, we can deduce that

Ld ∈ P,

which contradicts Theorem 1.1, and thus the proof is completed.

8.2. Derandomize Probabilistic Algorithms by PRGs. One among the two

basic methods in the theory of derandomization is pseudorandom generators, as

shown by the following Theorem 8.2, which exhibits how a complexity-theoretic

PRGs can be used to derandomize probabilistic algorithms.

Let us first give the definition of pseudorandom generator:

Definition 8.1 ([NW94]). G = {Gn : {0, 1}l(n) → {0, 1}n}, denoted by

G : l → n, is called a pseudorandom generator if for any circuit C of size n:

|Pr[C(y)] = 1]− Pr[C(G(x)) = 1]| < 1/n,

where y is chosen uniformly in {0, 1}n, and x in {0, 1}l.

Theorem 8.2 ([NW94]). If there is a (complexity-theoretic) pseudoran-

dom generator

G : {0, 1}l(t) → {0, 1}t,

then

BPTIME[t(n)] ⊆ DTIME[2O(l(t2(n)))].

Proof. See [NW94].

A corollary of the above theorem is the following:
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Corollary 8.3. If there is a (complexity-theoretic) pseudorandom gen-

erator

G : {0, 1}l(t) → {0, 1}t

with l(t) = O(log t), then P = BPP .

Proof. Let L ∈ BPP. Then L ∈ BPTIME[nk] for some fixed k ∈ N1. By

Theorem 8.2, we have

L ∈ DTIME[2O(l(n2k))]

= DTIME[nO(1)], (by l(n2k) = O(2k log n))

⊂ P.

Now, we are at the point to give the proof of Theorem 1.10:

Proof of Theorem 1.10. Suppose to the contrary that there exits a (complexity-

theoretic) pseudorandom generator G : {0, 1}l(t) → {0, 1}t with l(t) = O(log t).

Then by Corollary 8.3, we can deduce that

Ld ∈ P,

which is impossible by Theorem 1.1, and thus completes the proof of Theorem

1.10.

8.3. Derandomize Probabilistic Algorithms by HSGs. Besides the method

of pseudorandom generators, hitting set generators(HSGs) is another method

studied in the theory of derandomization [ACR98].

We first give the definition of hitting set generators:

Definition 8.2 ([ACR98]). A hitting set generator (HSG) is a function

H = {Hn : {0, 1}k(n) → {0, 1}n, n > 0} (denoted by H : k(n) → n) that, for

any sufficiently large n and for any n-input boolean circuit C with size at most

n such that

Pr(C(y⃗) = 1) ≥ 1

n
,

is required to provide just one “example” y⃗ for which C(y⃗) = 1, that is, there

exists x⃗ ∈ {0, 1}k(n) such that C(Hn(x⃗)) = 1.

An important result was shown in [ACR98], saying that:

Corollary 8.4 (Corollary 3.2 in [ACR98]). Let k(n) = O(log n). If there

exists a quick HSG H : k(n) → n, then BPP = P .

With the above at hands, we are naturally at a point to finish the proof

of Theorem 1.11:



P ̸= BQP 31

Proof of Theorem 1.11. Let k(n) = O(log n). Suppose to the contrary

that there exists a quick HSG H : k(n) → n, then by Corollary 8.4, we have

P = BPP, which contradicts Theorem 1.1 and hence completes the proof of

Theorem 1.11.

9. Conclusions

In conclusion, we have shown that there exists a language Ld accepted

by some probabilistic Turing machine with bounded error probability 1/3 but

not by any polynomial-time deterministic Turing machines. To achieve this, we

first encode any single-tape polynomial-time deterministic Turing machine into

an integer by using the method presented in [AHU74], and then also encode

the order of the polynomial-time deterministic Turing machine into a binary

string. By concatenating the binary strings representing the polynomial-time

deterministic Turing machine itself and its order together, we thus establish a

(1, 1) correspondence e between N1 and the set {(M,k)} of all polynomial-time

deterministic Turing machines if any integer that cannot be decoded is deemed

to represent the trivial polynomial-time deterministic Turing machine. These

steps are the same as [Lin21a].

Next, we design a four-tape probabilistic Turing machine M0 which can

diagonalize against all polynomial-time deterministic Turing machines. The

Theorem 4.1 illustrates in detail the operation of the probabilistic Turing ma-

chine M0, showing that there exists a language Ld accepted by M0 but by

no polynomial-time deterministic Turing machines. We carefully analysis the

running time of M0 in Theorem 4.2, proving that M0 runs within time

O(nk)

for all k ∈ N1. We further show in Theorem 5.1 that

Ld ∈ BPP.

It thus follows the Theorem 1.1.

By slightly modifying the proof of Theorem 1.1, we present the proofs of

Theorem 1.3 in Section 6 and Theorem 1.5 in Section 7, showing that P ⊊ RP
and P ⊊ co-RP. The similar arguments also show the result P ⊊ ZPP.

Our result of Theorem 1.1 disproves the conjecture that P = BPP. Fur-

thermore, we prove in Section 8 that randomness is essential and useful in

probabilistic algorithm design, which can be summarized by the Theorem 1.8.

Specifically, we show in Section 8 that he number of random bits used by any

probabilistic algorithm which accepts the language Ld can not be reduced to

O(log n).

We also show negative answers about the existence of some efficient pseu-

dorandom generator (PRGs) and the existence of some efficient quick hitting
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set generators (HSGs). The detailed results are summarized by Theorem 1.10

and Theorem 1.11 in Section 8.

Lastly, the question of whether quantum computers are rigorously powerful

than probabilistic computers is unknown, and showing such result that

BPP ⊊ BQP

would represent a major breakthrough in complexity theory (see [NC00]), be-

cause in particular we do not know how to simulate any probabilistic Turing

machine by a specific quantum Turing machine and finally flip answer. Fur-

thermore, we know that the complexity class NP having complete problems

(see [Coo71]) and although we have shown that Ld ̸∈ P but Ld ∈ BPP, we

in fact do not know whether the complexity class BPP has a rich structure

resembling the complexity class NP shown in [Lad75], which says there exists

NP-intermediate languages if P and NP differ. Specifically and in brief, we

do not known whether the language Ld is a BPP-intermediate language or

not.

Meanwhile, of importance is to build the physical probabilistic computers

(being undertaken, see [FKI+22]) based on the result presented in this paper

(i.e., traditional computers are unable to rum some probabilistic algorithms)

if it is more harder to build the physical quantum computers than to build the

physical probabilistic computers.
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