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Abstract. Today, financial institutions (FIs) store and share consumers’ financial data for
various reasons such as offering loans, processing payments, and protecting against fraud and
financial crime. Such sharing of sensitive data have been subject to data breaches in the past
decade.
While some regulations (e.g., GDPR, FCRA, and CCPA) help to prevent institutions from
freely sharing clients’ sensitive information, some regulations (e.g., BSA 1970) require FIs to
share certain financial data with government agencies to combat financial crime. This creates
an inherent tension between the privacy and the integrity of financial transactions. In the past
decade, significant progress has been made in building efficient privacy-enhancing technologies
that allow computer systems and networks to validate encrypted data automatically.
In this paper, we investigate some of these technologies to identify the benefits and limitations
of each, in particular, for use in data sharing among FIs. As a case study, we look into
the emerging area of Central Bank Digital Currencies (CBDCs) and how privacy-enhancing
technologies can be integrated into the CBDC architecture. Our study, however, is not limited
to CBDCs and can be applied to other financial scenarios with tokenized bank deposits such
as cross-border payments, real-time settlements, and card payments.

1 Introduction

In the modern economy, services for all types of financial monetary transactions are provided by
a number of FIs. Naturally, those FIs need to handle a huge amount of data, especially as the
economy gradually shifts from cash towards transactions in electronic format. At the same time,
FIs typically operate in a heavily-regulated environment in order to incorporate laws related to
consumer protection, data privacy, and financial crime.

With the sheer amount of data available to FIs, which includes personally-identifiable infor-
mation, there is a need to utilize this data towards providing better financial services, enforcing
regulations and laws, and identifying financial transactions associated with illicit activities, e.g.,
money laundering, tax evasion, and terrorism financing [6]. This requires a collective effort on be-
half of FIs in order to better achieve those goals. However, FIs cannot simply share the data with
each other, as this would be against regulations on privacy protection in many jurisdictions [1,10].
In addition, such laws that have a much broader reach [13] make nearly all forms of private data
sharing even more restrictive.

While there are many ways of sharing data in a privacy-preserving way (e.g., utilizing techniques
such as encryption or differential privacy), it is challenging to design algorithms that perform
computation over those data and still be reliable and efficient enough to preserve data utility. In
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other words, the algorithms that work on data processed to preserve privacy should closely mimic
the properties of algorithms that would work on unprocessed data. For example, suppose FIs were
sharing private data among themselves with no restrictions, and one of them computed a customer’s
credit score. When enforcing privacy-preserving financial data sharing, the algorithm collectively
employed by FIs should ideally output the same credit score within the same time period.

In this paper, we focus on the problem of privacy-preserving data sharing between FIs, and not
between FIs and individual clients (where for example, a client would be required to prove to an FI
the source of his or her fund). While these cases are commonly encountered on a client level for a
bank, these could be eventually replaced by data sharing between FIs in a recursive fashion, similar
to established standards designed to prevent tax evasion [3].

We identify two main classes of such algorithms that can perform these functionalities: multi-
party computation (MPC) and federated learning (FL). To showcase their capabilities and limita-
tions, we consider central bank digital currencies (CBDCs) as a payment system model. However,
this consideration does not imply a loss of generality and our discussion applies to mainstream
financial systems as well, such as international bank transfers, ACH transactions, and credit cards.
In addition, we briefly discuss applications of zero-knowledge proofs (ZKPs) and homomorphic en-
cryption (HE) in the general paradigm of privacy-preserving data sharing that improve the security
and efficiency of MPC and FL in certain use cases.

Related Work. Two whitepapers published by the World Economic Forum and Deloitte in
2019 [14,21] provide a high-level overview of privacy-enhancing technologies (PETs) and their po-
tential value in a financial institution setting. In our work we provide a more rigorous and in-depth
analysis of how those PETs can be utilized specifically for cross-FI data sharing, while differentiat-
ing between use-case goals where one technology might be more suitable over another, considering
the recent advances in the fields of cryptography and machine learning. Finally, we also propose a
new paradigm, which we refer to as PET-as-a-service (PETaaS) paradigm, to address the challenges
for businesses and FIs to perform data sharing with currently available PETs.

1.1 How Much Privacy Is Needed?

In a financial system, a client traditionally establishes a “custodial” relationship with an FI (e.g.,
a bank or a broker) which creates an account associated with some credentials for the client to
manage their assets, initiate payments or transfers from and to their accounts, etc. A digital form
of credentials allows the client to prove their identity when accessing the system and usually comes
in the form of username-password pairs, biometrics, credit or debit cards, or digital tokens stored
on smartphones.

While credentials serve as the client’s primary means to access their account, the custodian can
generally access the data directly without using the credentials. Also, the custodian often shares
certain account data with third parties to use their services, e.g., to process payments and loans,
obtain credit reports, or audit transactions. However, the custodians generally do not share the
credentials or the ability to access the accounts with third parties in an unrestricted way.1

Depending on the level of trust in custodians, a client may be offered two levels of privacy. In some
cases, an end-to-end privacy2 could be offered, where no intermediary (including the custodian) is

1 Third-party access to user account data is usually provided in a limited form with restrictions set by
client-approved policies.

2 Sometimes referred to as full or user-level privacy.
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allowed to access the transaction data, except the transacting parties. This is the strongest level
of privacy and is increasingly becoming desirable. Notably, several payment systems in the context
of cryptocurrencies already offer such strong level of privacy [20,24,52] while there is significant
research effort towards achieving regulatory compliance of such systems [25,27].

Offering privacy at the user level, however, often dramatically impacts the performance of the
financial system which could jeopardize its usability and cost-effectiveness altogether. This is pri-
marily because financial custodians are often heavily involved in every transaction from authenti-
cation to authorization and settlement, and performing such functionalities over hidden data on a
frequent basis entails extensive use of advanced cryptographic tools that make computation over
hidden data possible. While occasional usage of such methods might be viable from a practical
standpoint, extensive use of them typically imposes severely higher communication bandwidth,
latency, and computational costs.3

In this paper, we focus on a weaker level of privacy, which we refer to as the cross-institutional
privacy. In this approach, the custodian may store its client’s data in an unencrypted, but access-
controlled data store, while occasionally sharing account data with third parties in an encrypted
format. To achieve this, the custodian uses advanced cryptographic methods to share sensitive data
in a manner that prevents any leakage of information to the other institution.

While this still does not account for real-time sharing of data across institutions in a privacy-
preserving fashion due to the large overhead of such cryptographic methods, we observe that most
data-sharing use cases in the financial world, as we explore in the next section, require only occa-
sional sharing of sensitive data with other institutions.

Finally, privacy can be distilled into identity privacy (or anonymity) and transaction privacy (or
confidentiality) [27,15]. The former is about hiding any direct information related to the identity
of transacting users, e.g., name and address. In addition, data that can be used or intersected with
other data and infer a user’s identity, e.g., an account number or credit card number, are usually
referred to as personally-identifiable information (PII), and under identity, privacy should be hidden
as well. The latter is about hiding details on the financial transaction, e.g., amounts, currency, and
location. Depending on the use case, there could be different levels of sensitivity for different data
attributes leading to a choice to guarantee either identity and transaction privacy or both of them.

1.2 Data Sharing Use Cases in the Financial World

We now discuss a few use cases, where FIs and governments could benefit significantly from sharing
data across institutions to obtain useful insights into financial transactions. Such sharing practices
have traditionally been either avoided due to restrictions enforced by privacy regulations, competi-
tive disadvantages, or major data breaches due to improper handling of data and privacy measures.
The common goal across the use cases reviewed in this section is to incentivize FIs to improve their
risk management mechanisms, and therefore to reduce costs, by participating in safe data sharing
practices with other institutions without compromising regulatory and competitive measures and
with minimal operational overhead.

Fraud Detection. Financial fraud happens when an individual, usually other than the legitimate
owner of an account, initiates a transaction from the account to purchase goods/services without

3 While advanced cryptographic methods have become significantly more efficient, especially in the past
decade, they are still, unfortunately, far from being used in real-time to guarantee end-to-end privacy.
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the owner’s permission, or to steal assets from the owner or the financial intermediaries.4 FIs usually
detect fraud based on anomalies observed in contextual information collected from the owner and
past transactions, e.g., the location, time, frequency, vendors involved, etc. Typical techniques to
detect fraud include building decision trees and machine learning models that are trained based
on past cases of fraud. While abnormality testing usually happens in real-time at the time of the
transaction, aiming to detect misuse of the financial system such as credentials abuse, abnormal
access patterns, etc., training of fraud models happens mostly offline.5 Most FIs today rely on their
own data collected from past transactions. However, complex fraud models could be created by
sharing data and/or models across institutions to improve accuracy.

Financial Crime Detection. Usually passive checks are done over many transactions to detect
systematic abuse of the financial systems such as money laundering and terrorism financing. As
a reference, [43] suggested some measures and challenges for implementing anti-money laundering
mechanisms in the context of cryptocurrencies.

Credit and Activity Monitoring. Some FIs offer credit reports to other FIs for purposes such as
loans and mortgages [40]. Such reports are often created based on the information shared by banks
about the consumer’s financial diligence in paying bills, etc. Also, some FI may provide consumer
activity information such as payment time and location to other institutions for advertisement or
recommendation services.

Macroeconomic Statistics. Economic indicators such as the consumer price index (CPI) and
gross domestic product (GDP) are used to inform policymakers in setting policy rates and macroeco-
nomic agendas. These indicators are imperfect since the data collection process is largely manual [4]
and may involve collecting sensitive information from consumers and businesses.6 Aggregating data
collected from multiple institutions on a frequent, automatic basis would result in significantly
richer macroeconomic indicators. However, such frequent sampling of data from various sources
could create consumer and cross-institutional privacy challenges. Nevertheless, private sampling of
data is susceptible to malicious bias in input data that could affect the accuracy of aggregation.
Detecting and eradicating such biases is challenging.

1.3 CBDC Model and Features

CBDCs are digital forms of central bank money (i.e., money that is a liability of the central bank)
[5]. The motivations driving central banks to explore CBDC are varied. For CBDC to be adopted
as a medium of exchange in various economic activities, one use case with substantial potential is
to have CBDC as a macroeconomic tool in monitoring and aggregating macroeconomic activities
in close to real-time, given the entirely digital nature of CBDC. Economic indicators today that are
used to inform policymakers in setting policy rates and macroeconomic agenda are imperfect since

4 Examples of financial fraud include credit/debit card fraud, account takeover, violation of chargeback or
refund policies, etc.

5 The frequency of incorporating a transaction into the fraud model can range from days to months after
the transaction.

6 For instance today, there is typically a two-week lag to publish the monthly CPI to measure the rate of
inflation, and there is a one-month lag to publish the first estimate of the quarterly GDP.
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the data collection process at initiation tends to be largely manual [4] and raw data that is being
collected is not private and may contain sensitive information.

Fundamentally, a CBDC system needs to satisfy basic security properties to ensure authenticity,
uniqueness, and theft prevention of the tokens it circulates. In addition, the system might consider
some level of privacy for its users to protect against individual citizen tracking and human rights
violations. However, the CBDC system must also be able to facilitate compliance checks, which
will prevent malicious or illicit activities such as fraud or money laundering. These checks can be
proactive and executed at the time of the transaction (e.g., checking against blacklists or deciding
on transaction characteristics that might indicate fraud), or reactive and executed in a deferred
approach, because of a more computationally intensive process (e.g., detecting patterns at a trans-
action level that might indicate money laundering), as shown in Figure 1. Naturally, this creates
a tension between user privacy and lawful auditability, which has been thoroughly discussed and
analyzed both in a decentralized cryptocurrency [27] and a CBDC setting [15]. Another desirable
feature of a CBDC system that often creates tension with privacy is to employ account meta-
data tracking functionalities for providing auxiliary services to customers (e.g., creditworthiness or
personalized ads).

Fig. 1: Payment Verification Flow

The above goals and features, such as Banks learning which of their customers are fraudsters,
which transactions indicate money laundering activities, or what is the credit score of each client,
require the commercial Banks participating in the CBDC system to collectively work and share
their data in a privacy-preserving way, i.e., without a commercial Bank exposing its data to other
commercial Banks. Also note that the scope of financial data sharing is not limited to a single
CBDC system, but can extend also to cross-border payments. However, this scope excludes the
central Banks themselves, as they are oblivious to client account or transaction information, and
are solely responsible for CBDC issuance and other high-level monetary policies.
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2 PETs for Financial Data Sharing

We now briefly describe a set of advanced cryptographic methods that can be used to construct
privacy-enhancing technologies for financial data sharing. Such technologies often rely on one or
more computer nodes working together using a protocol to hide data and execute a functionality
over the hidden data. We will later discuss how one may combine some of these methods to create
a hybrid solution.

Adversarial Model. Protocols are often characterized by their ability to resist cyberattacks
against the protocol’s participating nodes. If we consider a participant (aka, an adversary) who
might attempt to breach the privacy of the system but without deviating from the protocol steps,
then we refer to it as an honest-but-curious (aka, semi-honest) adversary. However, if we consider
an adversary (participant or third-party) who might actively attempt to corrupt the protocol, for
example, by sending specially crafted messages in order to prevent the protocol from reaching its
goals, then we refer to it as a malicious (aka, Byzantine) adversary.

2.1 Secure Multi-Party Computation

Background. Secure multi-party computation (MPC) [26,54] is a family of cryptographic methods
which enables parties to jointly compute a function, where each party provides a private input. The
requirement is that, among others, the input is not revealed to anyone, but also no information
related to that input is leaked due to the protocol execution, apart from what can be inferred from
the desired output. As an example, consider a set of n employees who want to compute the average
salary, but without revealing their individual salaries to other parties. In this case, the private
inputs to the MPC will be the n individual salaries, and the output is the average salary of all
employees.

Typically, MPC uses a secret sharing method, which privately distributes a secret input among
a group of computing nodes. In a secret sharing scheme such as that of Shamir [32], the secret is
mathematically split into pieces each of which does not reveal any information about the input but
an authorized subset of shares could be used to reconstruct the input. In the employee example
above, each employee would split the private individual salary number into n pieces, with all pieces
adding up to the salary, and distribute n− 1 pieces to the other parties. The average can then be
computing using all of the pieces.

MPC in Financial Data Sharing. The first general approach to enable financial data sharing in
a privacy-preserving way is to have banks engage in an MPC protocol. The private inputs into the
protocol will be each bank’s private ledger, and the outputs will depend on the initial goal (e.g., if
a pattern was detected that is an indication of a fraudulent transaction and/or a malicious client
or a number that indicates the client’s creditworthiness). As an alternative approach, the banks
can outsource the MPC computation to the CBDC DLT validator committee. In this outsourcing
mechanism, the banks can secret-share their private data with the validator set, and the privacy of
the data will be preserved as long as at least one validator behaves honestly. Note that the second
approach is preferable when the number of participating banks is much larger than the number of
validators, as the efficiency of the MPC decreases as the number of MPC parties increases. On the
other hand, it would be preferable to have the banks directly participate in the MPC protocol if the
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individual bank’s data is very large, which would make the secret-sharing process expensive, unless
the banks can pre-process their data into a smaller aggregate (a survey of MPC techniques when
the number of input providers is large can be found in [49]). Other examples include the recent
developments include highly flexible frameworks for performing database joins and aggregations on
encrypted data [18], capable of joining/processing fully encrypted datasets with millions of records
in a few seconds. Related techniques such as private set intersection are even faster, computing the
common identifiers between datasets with two million records in less than a second [47], without
revealing the datasets themselves.

As an example, an MPC protocol that could be used towards sharing financial data in a privacy-
preserving way is GraphSC [45], a secure parallel programming paradigm that enables secure com-
putation on large datasets, and particularly lends itself to efficiently implement oblivious versions
of graph-based algorithms. GraphSC supports algorithms similar to “gossiping” algorithms in the
distributed graph algorithms literature, which proceed in several phases. In each phase, each node
of a graph “gossips”, i.e., sends a message to all of its neighbors. At the end of this phase, nodes
aggregate the information they have received and compute the message they will send in the next
round. GraphSC enables one to generically compile a non-private algorithm comprised of the above
phases into a privacy-preserving protocol that implements the same algorithm. For instance, graph-
based traversal algorithms such as breadth-first search and depth-first search can be implemented
in this framework.

We can now represent financial transactions as a graph structure, where the vertices represent
the customers and the edges represent the transactions between them. At a high level, frameworks
such as GraphSC can implement secure payment auditability tools which would allow multiple
financial institutions to bring their transaction data (modeled as transaction graphs) and perform
audits or regulatory checks on their combined transaction data (which can be modeled as a larger
transaction graph, which is the union of the graphs held by each of the institutions), after using all
information pertaining to the transactions, i.e., the edges in the graph, in a privacy-preserving way.
Note that the combined graph is not learned by any participating party in the protocol, which is
key for preserving privacy when sharing such financial data, which in this case is customer identity
information and their transactions.

One step in this direction is to enable the detection of patterns of certain kinds, for example,
cycles and cliques (or densely connected sub-graphs). As additional examples, detecting a graph
pattern where a series of transactions eventually merge back to a single account might indicate
a Ponzi scheme [41,36,2], while a transaction graph with a “pyramidoid” layered structure might
indicate a pyramid scheme [9]. Such patterns are illustrated in Figure 2. These and other patterns
are known to be of great interest as litmus tests of fraudulent activity.

In the case of cross-border CBDC payments, payment intermediaries may also participate in the
MPC protocol since they can keep a record of the sender and the receiver bank and the respective
amounts for each transaction unless there is a privacy-preserving implementation where the inter-
mediary does not learn any such information and only executes CBDC conversions/transfers. Also,
when following the outsourcing approach discussed previously, the validator committees across mul-
tiple CBDC networks can work together in a hierarchical fashion to aggregate data in a scalable
fashion, akin to sharded MPC protocols in [31].

2.2 Homomorphic Encryption

Background. Homomorphic encryption is a special method of encryption that enables computa-
tion over encrypted data [16,50]. HE can be partially homomorphic (i.e., additive or multiplicative,
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(a) Money laundering (b) Ponzi scheme

(c) Pyramid scheme

Fig. 2: Examples of transaction graph patterns related to potential fraud activity

which only enable addition or multiplication of ciphertexts respectively), or fully homomorphic
(which enables both mathematical operations). In both cases, these resulting computations over
encrypted data, when decrypted, should result in the same output as if the same mathematical
operations have been performed over the respective plaintext data.

HE in Financial Data Sharing. Homomorphic encryption can be utilized when multiple en-
crypted inputs from banks are outsourced to a single server in order to jointly perform some com-
putation over the joint data. In this setting, threshold fully homomorphic encryption (TFHE) [17],
a special type of fully homomorphic encryption, can be particularly useful, as it enables the banks
to jointly create a common public key with the respective secret key shared among them, and then
decrypt the computed homomorphic ciphertext without learning anything but the resulting plain-
text. This method can serve use cases such as computing macroeconomic statistics; for example,
the banks can encrypt the value of their transaction totals using TFHE, outsource the computation
of the encrypted average value to a server, and then decrypt the average value as the final result.

2.3 Zero Knowledge Proofs

Background. Zero-knowledge proofs are cryptographic methods that enable a party, having the
role of the prover, to prove to another party, which has the role of the verifier, that a given statement
is true, without revealing any additional information other than the statement is indeed true [22].
For example, a proving party can compute H(x) = y where H is a hash function, and given
y as a publicly known value, would prove knowledge of the preimage x but without revealing
any information about x. Note that research over the last years has significantly advanced the
practicality of ZKPs, for example, zk-SNARKs7 [46,38,37] which have a complex mathematical
basis, are proofs that are short in size and easy to verify.

ZKPs in Financial Data Sharing. ZKPs are typically used in payment systems that provide
end-to-end privacy (e.g., Zcash or Zether [20,24]). However, for the purposes of financial data sharing

7 Stands for zero-knowledge succinct non-interactive argument of knowledge
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with cross-institutional privacy, such proofs can be utilized mostly for protection against malicious
adversaries. In particular, such proofs can be helpful towards addressing one of the major challenges
for the computation of financial data using MPC, where malicious clients can bias their input,
and thus the output, by submitting maliciously outlier input, i.e., data points that are created on
purpose to deviate from the general trend of the overall data. If the data was in plaintext, such data
points could be detected and excluded using outlier detection algorithms common in data analytics.
However, encrypted data makes it challenging to detect such behavior. For instance, ZKPs are used
in Verifiable Secret Sharing [29]), while Prio [30] offers a mechanism for data providers to prove to
an aggregator that their data points are free from statistical biases without revealing their data in
plaintext, proposes an efficient proof mechanism called secret-shared non-interactive proofs (SNIPs),
and shows the feasibility of doing computation over private data with a throughput of thousands
of submissions per second. Note that similar approaches could potentially be employed in Machine
Learning or Federated Learning solutions to ensure the integrity of shared financial data.

Finally, zk-SNARKs can also be utilized towards compressing large amounts of data containing
financial transactions. For instance, again in the cryptocurrency space, Mina [23] uses zk-SNARKs
in a recursive fashion in order to compress the entire blockchain state in a few kBytes, while zk-
rollups [8] also use them as a layer-2 scalability solution to move data and computation off-chain.

2.4 Federated Learning

Background. Federated learning is an approach for scaling and enhancing the data privacy of
machine learning algorithms [42]. FL enables the decentralized execution of the training phase
in machine learning to happen across several clients holding local data samples. This process is
facilitated by a server, which however does not learn anything about the client’s private data.
For example, Gboard [39] learns new words and phrases for each individual device depending on
the typed text with the help of servers, but without sending plaintext information to the servers.
Furthermore, FL settings are typically categorized into cross-device and cross-silo FL [42], where
cross-device considers a very large number of devices (e.g., the Gboard example above) where those
devices can be periodically offline, while in the cross-silo setting, clients in a smaller scale (e.g.,
FI’s) need to train a model based on their siloed data. The latter category is more applicable to
privacy-preserving financial data sharing.

FL for Financial Data Sharing. While solutions have been proposed to differentiate between
benign and malicious actors using general-purpose machine-learning techniques (e.g. in cryptocur-
rencies [53,44,33,19,34]), these solutions do not come with privacy in mind, and the commercial
banks of our example might not be willing to adopt them for this reason. Therefore, FL is a
potential solution as a privacy-preserving machine-learning technique. In the context of payment
systems, [51] which combined graph-based machine learning with federated learning across multiple
financial institutions, is among the handful of proposals. This work, however, still seems to be far
from practical, as it does not consider sharing heterogeneous data (which is the typical scenario
for commercial banks, especially for cross-border settings) and does not consider the risk of infer-
ence attacks (i.e., reverse engineering the learning model), which would expose private data. More
recently, FL was considered in a competition hosted by the US and UK governments [12] as the
core PETs to facilitate financial data sharing towards preventing financial crime. The competition
setting considered the Society for Worldwide Interbank Financial Telecommunication (SWIFT)
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which provides the network for handling messages to execute international payments across differ-
ent banks, as a natural centralized information hub, which can utilize account information from
banks in a privacy-preserving way to detect “anomalous” transactions.

In general, FL is a promising solution for the problem of privacy-preserving financial data
sharing, even when assuming homogeneous data sets as a starting point (while still heterogeneous
data sets can be considered [28]). Towards addressing inference attacks, the CBDC DLT validator
committee members can potentially act as servers in the Federated learning setting, possibly by
introducing an amount of noise as it aggregates the received models from the banks to defend
against inference attacks at the cost of accuracy.

3 The PET-as-a-Service Paradigm

While PETs allow enterprises to improve their existing services by sharing data with each other,
and offer new flows that are not traditionally possible due to the sensitivity of underlying data,
deploying a PET protocol in practice often brings significant operational overhead to an enterprise.
This mainly stems from the complexity of the new technology that requires hiring scientists and
engineers familiar with the new technology as well as implementing, customizing, and auditing new
software components according to business needs.

Meanwhile, as the industry and government bodies are experimenting with the technol-
ogy [35,7,48,11], common PETs design patterns are emerging that can significantly reduce the
cost of using the technology by making it available as “off-the-shelf” software and further as a
service commercialized by technology providers. We refer to such a model as the PET-as-a-service
(PETaaS) paradigm. In this paradigm, a client can initiate the execution of a private data-sharing
protocol via a simple API without getting exposed to the complexities of the underlying PET. In
the financial scenario for example, an FI uses a PETaaS SDK to locally mask its input data, chooses
the function to be computed, and submits the request to the PETasS provider along with standard
parameters to control the execution such as its duration, the list of input providers and output
receivers, etc.

In turn, the PETaaS provider, after choosing the appropriate PET protocol based on the pa-
rameters chosen, selects a committee of decentralized nodes from a pool of node/input providers,
initiates the setup needed for the respective PET (e.g., generating keys), and assigns a node to
each FI by facilitating the transfer of the masked data from each FI to its assigned node. Then,
the PETaaS provider orchestrates the needed computation within the node committee. After the
computation is complete, the output is handled according to the specified policies. For example,
the output might only be learned by the FI which initiated the computation, or it might be shared
among a set of authorities.

A PETaaS provider may either offer general computational resources to the underlying PET
protocol execution (e.g., solely as a cloud node provider charging fees for the cycles/bandwidth
offered) and/or provide business-specific input data with the network privately to earn sharing fees
and/or access to the computation output.
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17. Asharov, G., Jain, A., López-Alt, A., Tromer, E., Vaikuntanathan, V., Wichs, D.: Multiparty compu-
tation with low communication, computation and interaction via threshold FHE. In: Pointcheval, D.,
Johansson, T. (eds.) EUROCRYPT 2012. LNCS, vol. 7237, pp. 483–501. Springer, Heidelberg (Apr
2012). https://doi.org/10.1007/978-3-642-29011-4 29

18. Badrinarayanan, S., Das, S., Garimella, G., Raghuraman, S., Rindal, P.: Secret-shared joins with mul-
tiplicity from aggregation trees. In: Yin, H., Stavrou, A., Cremers, C., Shi, E. (eds.) Proceedings of the
2022 ACM SIGSAC Conference on Computer and Communications Security, CCS 2022, Los Angeles,
CA, USA, November 7-11, 2022. pp. 209–222. ACM (2022). https://doi.org/10.1145/3548606.3560670,
https://doi.org/10.1145/3548606.3560670

19. Baek, H., Oh, J., Kim, C.Y., Lee, K.: A model for detecting cryptocurrency transactions with discernible
purpose. In: Eleventh International Conference on Ubiquitous and Future Networks, ICUFN 2019, Za-
greb, Croatia, July 2-5, 2019. pp. 713–717. IEEE (2019). https://doi.org/10.1109/ICUFN.2019.8806126,
https://doi.org/10.1109/ICUFN.2019.8806126

20. Ben-Sasson, E., Chiesa, A., Garman, C., Green, M., Miers, I., Tromer, E., Virza, M.: Zerocash: Decen-
tralized anonymous payments from bitcoin. In: 2014 IEEE Symposium on Security and Privacy. pp.
459–474. IEEE Computer Society Press (May 2014). https://doi.org/10.1109/SP.2014.36

https://www.nyujlb.org/single-post/2018/03/05/the-challenges-of-identifying-and-preventing-ponzi-schemes
https://www.nyujlb.org/single-post/2018/03/05/the-challenges-of-identifying-and-preventing-ponzi-schemes
https://www.oecd.org/tax/automatic-exchange/common-reporting-standard/
https://www.oecd.org/tax/automatic-exchange/common-reporting-standard/
https://www.bls.gov/cpi/questions-and-answers.htm
https://www.bls.gov/cpi/questions-and-answers.htm
https://www.federalreserve.gov/faqs/what-is-a-central-bank-digital-currency.htm
https://www.federalreserve.gov/faqs/what-is-a-central-bank-digital-currency.htm
https://www.mckinsey.com/industries/financial-services/our-insights/financial-data-unbound-the-value-of-open-data-for-individuals-and-institutions
https://www.mckinsey.com/industries/financial-services/our-insights/financial-data-unbound-the-value-of-open-data-for-individuals-and-institutions
https://github.com/facebookresearch/fbpcs
https://github.com/facebookresearch/fbpcs
https://vitalik.ca/general/2021/01/05/rollup.html
https://www.investor.gov/protect-your-investments/fraud/types-fraud/pyramid-schemes
https://www.investor.gov/protect-your-investments/fraud/types-fraud/pyramid-schemes
https://lis.virginia.gov/cgi-bin/legp604.exe?211+sum+SB1392
https://lis.virginia.gov/cgi-bin/legp604.exe?211+sum+SB1392
https://petsprizechallenges.com/
https://beta.nsf.gov/news/us-uk-launch-innovation-prize-challenges-privacy
https://beta.nsf.gov/news/us-uk-launch-innovation-prize-challenges-privacy
https://www.deloitte.com/content/dam/assets-shared/legacy/docs/research/2022/gx-fsi-executive-summary-data-sharing-2019.pdf
https://www.deloitte.com/content/dam/assets-shared/legacy/docs/research/2022/gx-fsi-executive-summary-data-sharing-2019.pdf
https://eprint.iacr.org/2015/1192
https://eprint.iacr.org/2015/1192
https://doi.org/10.1007/978-3-642-29011-4_29
https://doi.org/10.1145/3548606.3560670
https://doi.org/10.1145/3548606.3560670
https://doi.org/10.1109/ICUFN.2019.8806126
https://doi.org/10.1109/ICUFN.2019.8806126
https://doi.org/10.1109/SP.2014.36


12 Authors Suppressed Due to Excessive Length

21. Blake, M., McWaters, J., Galaski, R.: The next generation of data-sharing in financial services:
Using privacy enhancing techniques to unlock new value (Sep 2019), https://www.weforum.org/

whitepapers/the-next-generation-of-data-sharing-in-financial-services-using-privacy-

enhancing-techniques-to-unlock-new-value

22. Blum, M., Feldman, P., Micali, S.: Non-interactive zero-knowledge and its applica-
tions (extended abstract). In: 20th ACM STOC. pp. 103–112. ACM Press (May 1988).
https://doi.org/10.1145/62212.62222

23. Bonneau, J., Meckler, I., Rao, V., Shapiro, E.: Coda: Decentralized cryptocurrency at scale. Cryptology
ePrint Archive, Report 2020/352 (2020), https://eprint.iacr.org/2020/352

24. Bünz, B., Agrawal, S., Zamani, M., Boneh, D.: Zether: Towards privacy in a smart contract world. In:
Bonneau, J., Heninger, N. (eds.) FC 2020. LNCS, vol. 12059, pp. 423–443. Springer, Heidelberg (Feb
2020). https://doi.org/10.1007/978-3-030-51280-4 23

25. Burleson, J., Korver, M., Boneh, D.: Privacy-protecting regulatory solutions using zero-
knowledge proofs, https://a16zcrypto.com/wp-content/uploads/2022/05/state-of-crypto-2022_
a16z-crypto.pdf

26. Canetti, R., Feige, U., Goldreich, O., Naor, M.: Adaptively secure multi-party computation. In: 28th
ACM STOC. pp. 639–648. ACM Press (May 1996). https://doi.org/10.1145/237814.238015

27. Chatzigiannis, P., Baldimtsi, F., Chalkias, K.: SoK: Auditability and accountability in distributed
payment systems. In: Sako, K., Tippenhauer, N.O. (eds.) ACNS 21, Part II. LNCS, vol. 12727, pp.
311–337. Springer, Heidelberg (Jun 2021). https://doi.org/10.1007/978-3-030-78375-4 13

28. Chen, W., Ma, G., Fan, T., Kang, Y., Xu, Q., Yang, Q.: Secureboost+ : A high per-
formance gradient boosting tree framework for large scale vertical federated learning (2021).
https://doi.org/10.48550/ARXIV.2110.10927, https://arxiv.org/abs/2110.10927

29. Chor, B., Goldwasser, S., Micali, S., Awerbuch, B.: Verifiable secret sharing and achieving simultaneity
in the presence of faults (extended abstract). In: 26th FOCS. pp. 383–395. IEEE Computer Society
Press (Oct 1985). https://doi.org/10.1109/SFCS.1985.64

30. Corrigan-Gibbs, H., Boneh, D.: Prio: Private, robust, and scalable computation of aggregate statistics.
In: Akella, A., Howell, J. (eds.) 14th USENIX Symposium on Networked Systems Design and Implemen-
tation, NSDI 2017, Boston, MA, USA, March 27-29, 2017. pp. 259–282. USENIX Association (2017),
https://www.usenix.org/conference/nsdi17/technical-sessions/presentation/corrigan-gibbs

31. Dani, V., King, V., Movahedi, M., Saia, J., Zamani, M.: Secure multi-party computation in large
networks. Cryptology ePrint Archive, Report 2017/1003 (2017), https://eprint.iacr.org/2017/1003

32. Dawson, E., Donovan, D.M.: The breadth of shamir’s secret-sharing scheme. Comput. Secur. 13(1), 69–
78 (1994). https://doi.org/10.1016/0167-4048(94)90097-3, https://doi.org/10.1016/0167-4048(94)
90097-3

33. Fan, S., Fu, S., Xu, H., Cheng, X.: Al-spsd: Anti-leakage smart ponzi schemes detection in blockchain.
Inf. Process. Manag. 58(4), 102587 (2021). https://doi.org/10.1016/j.ipm.2021.102587, https://doi.
org/10.1016/j.ipm.2021.102587

34. Farrugia, S., Ellul, J., Azzopardi, G.: Detection of illicit accounts over the ethereum blockchain. Ex-
pert Syst. Appl. 150, 113318 (2020). https://doi.org/10.1016/j.eswa.2020.113318, https://doi.org/
10.1016/j.eswa.2020.113318

35. Feigenbaum, J.: Cryptographic computing can accelerate the adoption of cloud computing - ama-
zon science. https://www.amazon.science/academic-engagements/cryptographic-computing-can-
accelerate-the-adoption-of-cloud-computing (February 2020), (Accessed on 02/22/2023)

36. Fratric, P., Sileno, G., van Engers, T.M., Klous, S.: Computational discovery of transaction-based fi-
nancial crime via grammatical evolution: The case of ponzi schemes. In: Ajmeri, N., Morris-Martin, A.,
Savarimuthu, B.T.R. (eds.) Coordination, Organizations, Institutions, Norms, and Ethics for Gover-
nance of Multi-Agent Systems XV - International Workshop, COINE 2022, Virtual Event, May 9, 2022,
Revised Selected Papers. Lecture Notes in Computer Science, vol. 13549, pp. 109–120. Springer (2022).
https://doi.org/10.1007/978-3-031-20845-4 7, https://doi.org/10.1007/978-3-031-20845-4_7

https://www.weforum.org/whitepapers/the-next-generation-of-data-sharing-in-financial-services-using-privacy-enhancing-techniques-to-unlock-new-value
https://www.weforum.org/whitepapers/the-next-generation-of-data-sharing-in-financial-services-using-privacy-enhancing-techniques-to-unlock-new-value
https://www.weforum.org/whitepapers/the-next-generation-of-data-sharing-in-financial-services-using-privacy-enhancing-techniques-to-unlock-new-value
https://doi.org/10.1145/62212.62222
https://eprint.iacr.org/2020/352
https://doi.org/10.1007/978-3-030-51280-4_23
https://a16zcrypto.com/wp-content/uploads/2022/05/state-of-crypto-2022_a16z-crypto.pdf
https://a16zcrypto.com/wp-content/uploads/2022/05/state-of-crypto-2022_a16z-crypto.pdf
https://doi.org/10.1145/237814.238015
https://doi.org/10.1007/978-3-030-78375-4_13
https://doi.org/10.48550/ARXIV.2110.10927
https://arxiv.org/abs/2110.10927
https://doi.org/10.1109/SFCS.1985.64
https://www.usenix.org/conference/nsdi17/technical-sessions/presentation/corrigan-gibbs
https://eprint.iacr.org/2017/1003
https://doi.org/10.1016/0167-4048(94)90097-3
https://doi.org/10.1016/0167-4048(94)90097-3
https://doi.org/10.1016/0167-4048(94)90097-3
https://doi.org/10.1016/j.ipm.2021.102587
https://doi.org/10.1016/j.ipm.2021.102587
https://doi.org/10.1016/j.ipm.2021.102587
https://doi.org/10.1016/j.eswa.2020.113318
https://doi.org/10.1016/j.eswa.2020.113318
https://doi.org/10.1016/j.eswa.2020.113318
https://www.amazon.science/academic-engagements/cryptographic-computing-can-accelerate-the-adoption-of-cloud-computing
https://www.amazon.science/academic-engagements/cryptographic-computing-can-accelerate-the-adoption-of-cloud-computing
https://doi.org/10.1007/978-3-031-20845-4_7
https://doi.org/10.1007/978-3-031-20845-4_7


Privacy-Enhancing Technologies for Financial Data Sharing 13

37. Gabizon, A., Williamson, Z.J., Ciobotaru, O.: PLONK: Permutations over lagrange-bases for oecu-
menical noninteractive arguments of knowledge. Cryptology ePrint Archive, Report 2019/953 (2019),
https://eprint.iacr.org/2019/953

38. Groth, J.: On the size of pairing-based non-interactive arguments. In: Fischlin, M., Coron, J.S.
(eds.) EUROCRYPT 2016, Part II. LNCS, vol. 9666, pp. 305–326. Springer, Heidelberg (May 2016).
https://doi.org/10.1007/978-3-662-49896-5 11

39. Hard, A., Rao, K., Mathews, R., Beaufays, F., Augenstein, S., Eichner, H., Kiddon, C., Ramage, D.:
Federated learning for mobile keyboard prediction. CoRR abs/1811.03604 (2018), http://arxiv.
org/abs/1811.03604

40. Hurley, M., Adebayo, J.: Credit scoring in the era of big data. Yale JL & Tech. 18, 148 (2016)

41. Jin, C., Jin, J., Zhou, J., Wu, J., Xuan, Q.: Heterogeneous feature augmentation for ponzi
detection in ethereum. IEEE Trans. Circuits Syst. II Express Briefs 69(9), 3919–3923 (2022).
https://doi.org/10.1109/TCSII.2022.3177898, https://doi.org/10.1109/TCSII.2022.3177898

42. Kairouz, P., McMahan, H.B., Avent, B., Bellet, A., Bennis, M., Bhagoji, A.N., Bonawitz, K.A., Charles,
Z., Cormode, G., Cummings, R., D’Oliveira, R.G.L., Rouayheb, S.E., Evans, D., Gardner, J., Garrett,
Z., Gascón, A., Ghazi, B., Gibbons, P.B., Gruteser, M., Harchaoui, Z., He, C., He, L., Huo, Z., Hutchin-
son, B., Hsu, J., Jaggi, M., Javidi, T., Joshi, G., Khodak, M., Konečný, J., Korolova, A., Koushanfar,
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