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Abstract—Out-of-distribution (OoD) detection techniques are
instrumental for safety-related neural networks. We are argu-
ing, however, that current performance-oriented OoD detection
techniques geared towards matching metrics such as expected
calibration error, are not sufficient for establishing safety claims.
What is missing is a rigorous design approach for developing, ver-
ifying, and validating OoD detectors. These design principles need
to be aligned with the intended functionality and the operational
domain. Here, we formulate some of the key technical challenges,
together with a possible way forward, for developing a rigorous
and safety-related design methodology for OoD detectors.

I. MOTIVATION AND REFLECTION ON THE SOTA

Deep neural networks (DNN) are widely used for vision,
control, and natural language processing tasks. For them to
be used in open and complex autonomous systems such as
automated driving, one fundamental challenge is to ensure that
the intended functionality of the DNN-enabled system does
not lead to unacceptable risks. Towards such a challenge, it is
widely perceived in the industry that techniques for detecting
out-of-distribution (OoD) are the cure, where OoD refers to
data points or examples that differ significantly from the
training data a model has been exposed to during its training
phase. When the model is presented with a data point that
significantly deviates from the training distribution, it may
struggle to make accurate and reliable predictions.

Although the research on improving OoD detection has
advanced significantly these years, one fundamental question
remains to be whether the modeling, design, and analysis
of OoD detectors are done in a rigorous manner to make
them suitable to be used in safety-critical applications. After
all, the ambiguous definition of “differ significantly from the
training data” generates concerns such as the appropriateness
of evaluation metrics, leaving ample space for software en-
gineering research to be explored. Many of the state-of-the-
art OoD detectors are also machine-learned components by
design. As they act as the “checker” in the classical doer-
checker safety engineering paradigm, even more engineering
rigor is required. In the following sections, we consider how to
characterize the requirements for OoD detectors to be used in
safety-critical applications and propose methods in empirical
software engineering to be introduced to increase the overall
rigor of assurance claims.

II. FROM HIGH-LEVEL SAFETY REQUIREMENTS TO
REQUIREMENTS ON OOD DETECTORS

Ensuring the safety of the intended functionality of systems
with learning-enabled DNN components commonly reduces
to demonstrating that certain error rates are sufficiently low,

say, below a predetermined threshold ϵerr, when operating
in a human-specified operational domain (HSOD). Consider
the diagram in Figure 1, where for the complete input space
(colored in gray), we may conceptually draw the boundary on
a subspace of the input space, where the decision boundary
matches the semantics of what human consider reasonable. An
example falling outside the boundary can be an image with
random noise patterns; in autonomous driving, such an image
is not possible to be taken from a camera that is free from
hardware and software faults. Within that decision boundary,
there is a sub-space as the HSOD, which characterizes the
input space that the DNN-enabled system is expected to
function. For example, suppose the system is not expected to
be operated in snowy weather. In that case, the space formed
by the decision boundary on the HSOD shall not include
images of snowy weather. This leads to the following safety
requirement on the OoD detector to ensure that it can filter
out situations outside HSOD.

Safety Req. 1: The set of states where the OoD detector
considers “in-distribution” should be a subset of the set of
states characterized by the HSOD. In other words, the decision
boundary of an OoD detector should be at most as large as the
decision boundary as characterized by the HSOD, as illustrated
in the left side of Figure 1.

Subsequently, let us consider the following (more realistic)
safety goals reflected as requirements.

Safety Req. 2: If the DNN-based system is uncertain about
its prediction, and it reports “uncertain”, then the output of the
system is considered to be correct.

Safety Req. 3: If the DNN-based system is certain about its
prediction, then it should generate correct predictions with an
error rate less than the pre-defined threshold ϵerr.

With Requirement 2 and 3, one can infer that the safety
requirement on the error rate less than the threshold is satisfied
(due to case split), but again this is not a requirement on the
OoD detector; the DNN can be uncertain in its prediction,
but the input data is “close” to the sampled distribution from
the view of the OoD detector. Thus we are suggesting the
following requirement on restricting the decision boundary of
OoD (i.e., the definition of being “close”) to be inside the
decision boundary of “DNN being certain”.

Safety Req. 4: If the DNN is uncertain about its prediction,
then the OoD detector shall report that the input is “not-in-
distribution”. That is, the set of states where the OoD detector
considers “in-distribution” should be a subset of the set of
states where the DNN is certain, as illustrated in Figure 2.
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Fig. 1. Decision boundary on the OoD detector against the HSOD being appropriate (left) and inappropriate (right)

Fig. 2. Decision boundary on the OoD detector against the conceptual decision boundary where the DNN is certain

As one can observe from Figure 2, the introduced Require-
ment 1 and 4 do not enforce a relation between the decision
boundary between the HSOD and the conceptual decision
boundary where the DNN is certain about the prediction.
This altogether implies that for the OoD detector to be
used in safety-critical applications, these two requirements,
characterized by set containment relations, can be checked
independently. This also means that OoD methods do not
necessarily need to produce uncertainty quantification.

Consider the case where we set the decision threshold of
the OoD detector for reporting “out-of-distribution” to be κ.
It may suffice to provide evidence that within the decision
boundary of κ (i.e., “in-distribution”), the DNN has an error
rate that is less than ϵerr. Contrarily, satisfaction on the ex-
pected uncertainty error (ECE) metric can not provide a direct
safety assurance claim and can easily lead to unnecessary over-
engineering1.

III. PRACTICAL CONSIDERATIONS

Formally proving such a requirement can be difficult in the
field of machine learning. Using statistical methods such as
hypothesis testing (as successfully demonstrated in the field of
empirical software engineering and the medical domain) can
serve as a method to derive confidence measures by associating
with the number of populations being used in testing. By
combining the confidence generated in each piece of evidence
with the logical assurance claim, altogether it enables a solid
understanding regarding the effectiveness of OoD detectors,
following the rigorous confidence propagation methods uti-
lizing Dempster-Shafer theory [1], [2], [3]. We conclude by
enumerating three challenges to realize the concept.

(C1) To perform hypothesis testing, the first challenge is
establishing the sample from which a statistical analysis is
created for a study. For image-based object detection, under
the premise that the image formation is free from errors, one

1For example, for DNN predicting the results with α% confidence, then
the satisfaction of the ECE metrics aims to show that, on average, 100 − α
out of 100 prediction mistakes are expected or observed in the experiments.
In practice one separates the into histograms with each bin characterizing the
result for predictions with 0− 10%, 10− 20% . . . , 90− 100% confidence.

may use all data being collected in an extended duration with
the same configuration (e.g., fleet operated for a year) as the
population. The data collection process should ensure that
natural data outside the HSOD is also captured to perform bug
finding. As demonstrated in Figure 1, an OoD detector makes
a mistake, if it considers a data point outside HSOD to be in-
distribution. For autonomous driving, such a process-related
requirement is actionable when the sensory system is first
deployed on vehicles as a driver assistance feature (where the
vehicle owner may use the vehicle in all reasonable situations),
followed by “feature upgrading” to autonomous driving, where
the HSOD is made explicitly restricted.

(C2) Another fundamental challenge is the decision bound-
ary regarding “DNN generating a prediction being certain”.
Practically, one does not need to know the exact boundary, as
one only uses sampled data points to test the hypothesis of
the set inclusion relation being satisfied. The question arises:
How can one objectively2 know the (un)certainty of a DNN
predicting an input data point p⃗? To mediate this issue, apart
from correctness on the particular input data point p⃗, one may
define the point-wise certainty by using the DNN to predict
a set of nearby data points {p⃗ + δ⃗ | ∥δ⃗∥ ≤ ∆}, with δ⃗
referring to a small perturbation (generated randomly with
quantity less than ∆) on p⃗. This idea of objectively quantifying
the certainty connects to the randomized smoothing technique
used in defending adversarial examples [4].

(C3) Finally, with Requirement 1 and 4 as guiding princi-
ples, one should also consider how DNNs, OoD detectors and
the HSOD should be specified and designed to increase the
likelihood of fulfilling the requirements. As an example, if the
HSOD is bound to a geographical location such as Munich,
standard ML-based OoD detectors are unlikely to differentiate
if an image is taken in Munich or other cities in Germany. The
specification of the HSOD should thus focus on characterizing
the semantic attributes (e.g., features of pedestrians or weather
conditions) that enable analyzability.

2By “Objective”, what we mean is that the decision is not based on the
(un)certainty information provided by the model, as the model can sometimes
be overly confident.
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