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Abstract

Anomaly detection under open-set scenario is a chal-
lenging task that requires learning discriminative fine-
grained features to detect anomalies that were even un-
seen during training. As a cheap yet effective approach,
data augmentation has been widely used to create pseudo
anomalies for better training of such models. Recent wis-
dom of augmentation methods focuses on generating ran-
dom pseudo instances that may lead to a mixture of aug-
mented instances with seen anomalies, or out of the typ-
ical range of anomalies. To address this issue, we pro-
pose a novel saliency-guided data augmentation method,
SaliencyCut, to produce pseudo but more common anoma-
lies which tend to stay in the plausible range of anomalies.
Furthermore, we deploy a two-head learning strategy con-
sisting of normal and anomaly learning heads, to learn the
anomaly score of each sample. Theoretical analyses show
that this mechanism offers a more tractable and tighter
lower bound of the data log-likelihood. We then design a
novel patch-wise residual module in the anomaly learning
head to extract and assess the fine-grained anomaly fea-
tures from each sample, facilitating the learning of discrim-
inative representations of anomaly instances. Extensive ex-
periments conducted on six real-world anomaly detection
datasets demonstrate the superiority of our method to com-
peting methods under various settings.

1. Introduction
Anomaly detection is designed to detect defective sam-

ples that exhibit minor deviations from expected data pat-
terns yet share similarities with the primary patterns of nor-
mal samples [19, 7, 27, 26]. Unlike conventional open-set
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Figure 1. t-SNE visualizations of data distribution in the feature
space during training on two datasets. Pseudo anomaly samples
are created by CutMix [48] in a random way which tend to be
mixed with both seen anomalous and normal samples, or overly
expand the training anomaly samples (red triangles in left-bottom).
Our method migrates these issues.

or out-of-distribution methods [21, 44, 1, 49, 39], open-set
fine-grained anomaly detection targets both seen (e.g., color
spots on leather surfaces) and unseen types of anomalies
(e.g., folds or glues on leather surfaces) within a single ob-
ject class during training. To deal with this open-set prob-
lem, it is crucial for the detection model to have the ability
to identify both seen and unseen types of anomalies. Re-
training the model every time new anomaly data appears
is a straightforward solution, but it can be inefficient and
costly. Additionally, even for seen anomalies, there may be
a scarcity of available samples, which makes this problem
even more challenging.

Given that anomalies are akin to normal samples, adding
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SaliencyCut

(b) Saliency map (c) Binary mask(a) Input normal

(d) Cut region (f) Pseudo anomaly(e) Random normal

Real unseen anomalies
Figure 2. Illustration of SaliencyCut for generating pseudo anoma-
lies. Real unseen anomalies are shown in the last low, anomaly
regions are marked with orange boxes. The resulting pseudo
anomaly looks very similar to real unseen anomalies.

perturbation is one cheapest way to expand anomalies dis-
tribution for tackling open-set fine-grained anomaly detec-
tion. Current efforts [7, 19] focus on creating pseudo in-
stances by data augmentation methods like CutMix [48] or
CutPaste [19]. By simulating the possible types of unseen
instances, more diverse pseudo anomalies are involved dur-
ing training to learn rich discriminative anomaly features.
However, lacking the guidance of real anomaly informa-
tion, such methods usually synthesize pseudo instances in
a random way. As a result, the pseudo anomalies could ei-
ther overlap with the distribution of the seen training in-
stances or unduly expand the distribution of the anomalies.
Figure 1 illustrates one simple example. In the left part,
Cutmix, one typical data augmentation method generates
pseudo anomaly instances that are mixed with both seen
normal and anomaly instances in Grid data (left-top of Fig-
ure 1). For the Wood data (left-bottom of Figure 1), it is
evident that the pseudo instances unduly expand the distri-
bution of the anomalies. Obviously, pseudo anomalies ei-
ther mixed with the existing samples or staying too farther
away from anomalies may confuse the detection model and
thus limit the performance.

In this paper, we argue that one ideal anomaly-data aug-
mentation method should generate samples that are neither
far away nor mixed with seen anomalies. Moreover, it is ob-
served that salient regions of normal instances representing
the typical normal regions would be essentially more likely

to be recognized as normal instances instead of anomalies,
while non-salient regions could have a higher chance to
contain anomaly information. Motivated by these observa-
tions, we present a novel saliency-guided data augmentation
method called SaliencyCut to mitigate the defects of ran-
dom pseudo-anomalies generation methods (e.g., CutMix
or CutPaste), i.e., we aim to generate pseudo anomaly data
guided by saliency so that they would not be mixed with
normal instances but tend to stay in the plausible range of
anomalies. To do so, 1) we first obtain the saliency map
of a normal instance by calculating the backward propa-
gated gradients, thus the saliency part would stand for more
typical or reliable normal instance regions; 2) we then cut
the non-salient regions from the normal instance, and paste
them to any other random normal instance to obtain a fi-
nal pseudo anomaly. See Figure 2 for the detailed flowchart
of our Saliencycut. While the saliency region generally in-
dicates the more reliable or confident part as a normal in-
stance, the non-salient parts would tend to stay farther from
a normal instance. Namely, they have a higher chance to
distribute closer to anomalies. By mixing such non-salient
regions, the resulting pseudo instances tend to stay closer to
the anomalies and would be less likely to overlap with nor-
mal instances. As clearly illustrated in Figure 1, in the right
part, pseudo instances generated by our SaliencyCut are in-
deed rarely mixed with normal instances and also expand
the plausible region of anomalies. As also observed in the
last two rows of Figure 2, the resulting augmented sample
(f) looks much similar to the real anomalies (last row).

On the implementation front, in order to enable the
model to further discriminate against all types of anoma-
lies with SaliencyCut, we design a novel two-head learn-
ing mechanism to learn the score distribution of normal and
anomalous samples. One head focuses on learning the fea-
tures of normal samples, while the other focuses on learn-
ing fine-grained anomaly features through anomalous resid-
uals within extracted features, thus promoting the model
to discriminate against anomalous samples. To efficiently
learn such anomalous residuals, we propose one patch-wise
residual module, where residual features within each sam-
ple are calculated for enlarging the gap between normal and
anomaly samples. As a result, our model learns abnormality
representations, which can discriminate both seen and un-
seen anomalies from the normal data, as shown in Figure 6.
As an important contribution, we have provided theoretical
analysis showing that our two-head learning mechanism of-
fers on the data log-likelihood a tighter lower bound than
the four-head approach [7] that is more tractable to opti-
mize, thus justifying our novel framework.

We summarize our contributions as follows: 1) We pro-
pose a saliency-guided data augmentation, namely Salien-
cyCut, creating pseudo anomalies to expand the range of
anomaly samples, improving the model’s detection abil-
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ity on unseen anomalies. 2) We deploy a two-head learn-
ing mechanism based on the theoretical lower bound in
the anomaly score learning process. 3) We further design
a novel patch-wise residual module to gather fine-grained
anomaly knowledge. 4) We conduct comprehensive exper-
iments on six real application datasets. The results show
that our model substantially outperforms competing meth-
ods under various settings.

2. Related Work
Open-set/Out-of-Distribution Detection. Open-set de-

tection and out-of-distribution detection are recognized as
coarser-grained detection methods. Open-set detection [21,
44, 1, 54, 47] seeks to identify novel object classes that were
not accounted for during training, and out-of-distribution
detection [16, 20, 49, 39] seeks to detect data that is sig-
nificantly dissimilar from the training data. Our task, on
the other hand, is oriented towards fine-grained detection,
with the aim of identifying subtle anomaly characteristics
in samples of a single object within an open-set scenario.

Supervised Anomaly Detection Methods. In recent
years, supervised anomaly detection attracts increasing at-
tention, which aims to enhance the ability of deep learning
models to identify anomaly samples by learning anomaly
features from a small number of seen anomalies. One-class
metric learning framework [11, 22, 25, 33] with anoma-
lies as negative samples or models learning with deviation
loss [27, 52, 26] are proposed to tackle this issue. As these
methods introduce anomaly samples into the training pro-
cess, a consequent problem is that the models overfit the
seen types of anomalies.

Anomaly-Free Detection Methods. By assuming that
anomaly samples are not available during the training stage,
considerable progress has been made in anomaly-free de-
tection studies under the one-classification framework [4, 5,
30, 32], self-supervised framework [2, 8, 9, 19, 38, 42, 45],
GAN-based framework [29, 34, 36, 50], and autoencoder-
based framework [10, 14, 28, 53, 55]. Despite the fact
that they do not suffer the danger of favoring the observed
anomalies, it is challenging to distinguish anomaly samples
from normal samples due to a lack of real anomalies.

Augmentations. Mixup [51] and CutMix [48] are two
early augmentation methods that mix samples and labels,
where the mixed samples are fed into networks as new data,
and their corresponding labels are the mixed labels. Similar
to CutMix, CutPaste [19] extracts a rectangular image patch
of variable sizes from a normal image, rotates or jitters pix-
els in the path, and pastes it back to an image at a random
location. In the same way as CutPaste, DRA [7] employs
CutMix to generate pseudo anomaly samples from normal
samples to be trained as a third class of samples in addition
to normal and anomaly. Saliency-based data augmentation
techniques such as Saliencymix [43] and SAGE [24] use
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Figure 3. Overview of our proposed framework.

saliency regions to improve generalization for classification
tasks by using saliency regions for CutMix [48] or overall
saliency maximization mixup, but also involve label mix-
ing. Our method, SaliencyCut, expands the anomaly dis-
tribution by using non-saliency regions of normal samples
without label mixing, where augmented samples are treated
as pseudo anomalies for expanding anomaly distribution.

3. Methodology
3.1. Problem Statement

We denote the training anomaly dataset as
D = {xi}n+m

i=1 which consists of n labeled nor-
mal samples {x1, x2...xn} and m labeled anomaly
samples{xn+1, xn+2...xn+m}(n ≫ m). Here, m
anomalies are from seen anomaly types S ⊂ U , where
U = {ci}|U|

i=1 denotes all types of anomalies. The goal is
to learn an anomaly scoring network, ϕ(D) → R, which
assigns larger anomaly scores to both sorts of anomalies
(seen and unseen). We predict ϕ(x; Θh), h ∈ {1, 2}, of two
heads in the training phase, respectively, while performing
ϕ(x; Θ2)−ϕ(x; Θ1) to obtain anomaly scores in inference.

3.2. Overview of Our Method

Our proposed method is composed of two major strate-
gies: 1) we develop a data augmentation method that allows
for the generation of pseudo but more plausible anomalies
that tend to stay within a reasonable range of anomaly data;
2) we design a novel patch-wise residual module to gather
anomaly knowledge and deploy a two-head learning strat-
egy to learn the anomaly score of each sample, which effec-
tively detects both seen and unseen anomalies.

The overall architecture is shown in Figure 3. We gen-
erate pseudo anomalies with SaliencyCut once before the
beginning of each epoch in training, during which parame-
ters of the network are not updated. In this phase, only nor-
mal and anomaly samples are fed into the network for for-
ward propagation. The network’s gradients are then back-
propagated according to the loss function. Saliency regions
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Algorithm 1: SaliencyCut Algorithm
Input: Normal sample xa, detection network fθ,

loss function L.
Output: Pseudo Samples x̃.

1 Calculate gradients of Grad = ∇xaL (fθ (xa));
2 Saliency map Ga ← normalize (smooth(|Grad|));
3 Saliency mask Sa = threshold(Ga);
4 Randomly sample another normal instance xb;
5 Pseudo sample x̃ = (1− Sa)⊙ xa + Sa ⊙ xb;
6 Return x̃

are calculated by the gradients of each pixel in normal sam-
ples, which are deployed by SaliencyCut to generate pseudo
anomalies. Subsequently, training samples of normal, seen
anomalies and pseudo anomalies are fed into the backbone
network for feature extraction. Two scoring heads finally
determine the anomaly score of each sample based on the
extracted features. Normal Learning Head is constructed by
2-layers MLP. Anomaly Learning Head consists of a patch-
wise residual module (in Section 3.5) and a top-K anomaly
scoring module [27, 26].

The network is optimized using the deviation loss [27,
26] in an end-to-end manner, which defines the deviation as
a Z-score with Gaussian prior score:

dev (xi; Θh) =
ϕ(x; Θh)− µR

σR
, h ∈ {1, 2} , (1)

where µR and σR represent the mean and standard devia-
tion of prior-based anomaly score set drown for Gaussian
distribution. Then the deviation loss is specified by:

L =
∑
h=1,2

[ (1− yi) |dev (xi; Θh)|

+ yi max (0, a− dev (xi; Θh))],

(2)

where y = 1 if xi is an anomaly, and y = 0 if xi is normal.
a denotes a Z-score confidence interval parameter, which is
set to 5 in our implementation. We then provide a compre-
hensive introduction to each component.

3.3. SaliencyCut

Ideally, the generated pseudo-anomalies are supposed
to expand the distribution of known anomalies (e.g., Fig-
ure 4a) rather than be out of the distributed or mixed with
real anomaly samples (e.g., Figure 4b,c).

To generate such desired pseudo-anomalies, the pro-
posed SaliencyCut is directed by the saliency information.
Since the saliency region of one sample reflects the model’s
conclusive indication of its type, the non-saliency region of
the normal sample can be regarded as the region where the
network believes abnormal information may exist. To lever-
age this attribute of non-saliency regions to generate pseudo

(a) (b) (c)

Seen anomalies Pseudo anomalies

Figure 4. Illustration of distributions of seen anomalies and pseudo
anomalies. (a) shows one ideal distribution of seen and pseudo
anomalies, (b) and (c) are two less effective situations.

anomalies, the non-saliency region is pasted into another
randomly selected normal sample in the corresponding lo-
cation. Figure 5 provides an example of SaliencyCut.

Algorithm 1 presents the augmentation process of
SaliencyCut, ⊙ represents element-wise multiplication in
Line 5. To obtain saliency maps, we first input normal train-
ing samples and take the l2 norm of gradient values across
input channels. The saliency maps are then downsampled
to a grid size of g × g and smoothed to the size of the in-
put image using a B-spline 2D kernel matrix [18]. Elements
of smoothed saliency map distribute continuously from 0 to
1. Setting a threshold value in the saliency maps yields a
binary mask for isolating non-saliency regions. The thresh-
old is a hyper-parameter that affects the size of non-saliency
regions. Threshold selection is described in Section 4.8.

3.4. Two-Head Learning Mechanism

Since the generated pseudo-anomalies are well-expand
but stay not too further from the distribution of seen anoma-
lies, inspired by [7], we design a succinct two-head learning
mechanism. Compared with the four-head learning mecha-
nism [7], our learning mechanism is more concise yet more
effective, as later verified both theoretically and empirically.
Generally, normal knowledge can be seen as global features,
hence we leverage one normal learning head consisting of
a simple MLP structure to learn normal features. As the
anomaly information often seems to be fine-grained fea-
tures, we propose an anomaly learning head consisting of
one patch-wise residual head (in Section 3.5) and one top-
K scoring module [27, 26] to extract anomaly knowledge
in the high dimensional semantic space. Additionally, we
present a theoretical interpretation of our two-head learning
mechanism.

Theoretical Support. We aim to prove that our two-
head learning mechanism offers a lower bound of data
log-likelihood which is tighter compared to the multi-head
learning approach [7]. Suggesting larger evidence, our two-
head approach is thus in theory superior to multi-head in the
sense of maximum likelihood. Given a feature extraction
network with parameters f(·, θ), under the two-head learn-
ing paradigm, features of the normal instances xi, anomaly
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(a) Normal (b) Anomalies (c) Pseudo anomalies
Figure 5. Visualization of normal samples, real anomaly samples and pseudo anomaly samples generated by SaliencyCut from Hazelnut
and Transistor of MVTec AD dataset [3]. (a) and (b) show normal and anomaly samples, respectively. Pseudo anomalies generated by
SaliencyCut are presented in (c).

instances xj (including seen and pseudo) can be denoted as:

Zi = f (xi; θ) , i ∈ [1, n], (3)
Qj = f (xj ; θ) , j ∈ [n+ 1, n+m], (4)

where Zi and Qj are the extracted features of each normal
and anomaly instance, respectively.
Lemma 1: Under the two-head learning paradigm, we aim
to learn the scoring distribution of p(ϕ|Z,Q), the lower
bound of the scoring distribution can be written as:

Ep(z|ϕ)[log p(ϕ|Z,Q)] ≥ Ep(Z|ϕ)[log p(Q|ϕ)
− log p(Z|ϕ)].

(5)

Lemma 2: If the anomalies Q are divided into seen anoma-
lies Qs and pseudo anomalies A, and the scoring distribu-
tion is learned in a multi-head manner, the lower bound can
be written as:

Ep(z|ϕ)[log p(ϕ|Z,Qs, A)] ≥ Ep(Z|ϕ)[log p(A|ϕ)
+ log p(Qs|ϕ)− log p(Z|ϕ)].

(6)

In the multi-head manner, since the pseudo anomaly in-
stance is derived from normal samples, A can be considered
independent of Qs, then we have:

log p(A|ϕ) + log p(Qs|ϕ)
= log p(Qs, A|ϕ) ≤ log p(Q|ϕ).

(7)

Accordingly, our two-head learning mechanism has a
tighter lower bound and is easier for optimization than the
multi-head approach DRA [7], which offers theoretical jus-
tification for our method. Besides, our approach exhibits
superior discriminative ability compared to DRA, as clearly
shown in Figure 6. Later experiments confirm the advan-
tages of our approach over multi-head approaches.
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Figure 6. t-SNE visualization of features learned by DRA [7] and
our approach during testing on two data subsets of MVTec AD [3]
(Leather and Carpet) under the hard setting. Thread and color are
two seen anomaly types during training, respectively.

3.5. Patch-Wise Residual Module

We propose a patch-wise residual module for reliable
learning of fine-grained anomalous knowledge by making
residuals within the samples, which is motivated by two ob-
servations: 1) anomaly samples naturally contain both nor-
mal and abnormal features; 2) the residual features within
one sample are more semantically uniform compared to that
between anomalous and normal samples.

The patch-wise residual module consists of patch split-
ting and patch-wise subtraction. After obtaining feature
maps from the backbone, we randomly split each feature
map into several patches with the same size for residual
learning, as shown in the Patch Residual Learning block of
Figure 3. Since the location and size of the anomaly area
are unknown, the size of each patch is supposed to be large
enough to allow anomaly regions to be partitioned in the
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spitted patches. Empirically, we set the patches’ size to half
the size of the feature map, and one feature map is split into
four different patches. Impact of patch number is described
in Section 4.8. Patch-wise subtraction is performed within
four split patches for residual learning as follows:

R = w4 − (w3 − (w2 − w1)), (8)

where R denotes residual result and w1, w2, w3 and w4 are
split patches. Patch-wise subtraction allows anomalous in-
formation to be highlighted in residual results, enabling the
network to learn internal anomaly features within samples.

4. Experiments
4.1. Datasets

In experiments, we evaluate our method on six datasets
with real anomalies: five industrial defect detection datasets
include MVTec AD [3], SDD [40], AITEX [37], ELPV [6],
and Optical [46], while one dataset Mastcam describes ge-
ological phenomena on Mars which regards particular geo-
logical features as anomalies [17].

4.2. Implementation Details

ResNet-18 [12] serves as the backbone network for fea-
ture learning. During training, the model is trained for 30
epochs, with 20 iterations per epoch and a batch size of 48,
in which parameters are optimized by Adam. We empiri-
cally set the grid size g to 18 and the threshold for obtain-
ing saliency masks to 0.4. The top-K anomaly scoring ap-
proach is identical to that of DevNet [27, 26] and DRA [7]
with K set to 10%. Area Under Receiver Operating Char-
acteristic Curve (AUC-ROC) is utilized as the performance
evaluation metric. All reported results are averaged over
three independent trials.

Our model is compared to the four most related state-
of-the-art supervised anomaly detection methods that use
limited anomalies during training, including MLEP [22],
DevNet [27, 26], DRA [7] and one ensemble method
SAOE [7] (combining data augmentation-based Synthetic
Anomalies [19, 23, 41] with Outlier Exposure [13, 31]). De-
vNet, MLEP and DRA also attempt to tackle the open-set
fine-grained anomaly detection issue. SAOE performs data
augmentation for pseudo anomalies generation and outlier
exposure methods for anomaly detection, which is superior
to utilizing one of these pseudo anomalies generation meth-
ods. The results of DevNet, MLEP, DRA and SAOE are ob-
tained from DRA [7]. The results of three anomaly-free de-
tection methods, KDAD [35], SSM [15] and CutPaste [19],
are also from their papers.

4.3. Experimental Settings

General Setting. In the general setting of open-set fine-
grained anomaly detection, a few anomalies randomly se-

lected from the test set are accessible during training, and
the test set contains both seen anomalies and unseen anoma-
lies or only seen anomalies. To measure the performance
of the model with a few anomaly samples and very few
anomaly samples, respectively, we set the general setting
experiment with one training anomaly sample and ten train-
ing anomaly samples.

Hard Setting. In the hard setting, only one type of
anomaly drawn from the test set is accessible during train-
ing, while the test set only contains unseen types of anoma-
lies. Hard setting experiment is also set with one and ten
anomaly training samples, respectively.

Anomaly-Free Setting. In the anomaly-free setting,
there are no anomaly samples during training, the test set
contains all types of anomalies.

4.4. Results under General Setting

The comparison results of different methods under the
general setting are shown in Table 1.

Ten Training Anomaly Samples. Although the six
datasets are derived from different scenarios, our approach
achieves the best average AUC performance on five of them
and the second-best results on MastCam. The upper block
in Table 1 shows the performance at the level of data sub-
sets, where our method outperforms other competitors in
most cases. Our method achieves a boost of up to 4.4%
compared to the second-best detector on Toothbrush.

One Training Anomaly Sample. By reducing the num-
ber of training anomaly samples from ten to one, the per-
formance degradation of our method is significantly less
than that of the other competitors. Our method obtains
the best AUC results on all six datasets, with a maxi-
mum improvement of 21.9% compared to the second-best
method on Capsule of MVTec AD. Meanwhile, our method
achieves the smallest average AUC performance drop, with
11.4%, which is much better than DevNet (22.2%), MLEP
(20.8%), SAOE (14.9%) and DRA (13.5%). On MVTec
AD and Optical datasets, our average results trained with
one anomaly sample significantly surpass some competi-
tive methods trained with ten anomaly samples. In the
more detailed results for data subsets of MVTec AD, our
results trained with one anomaly outperforms all competi-
tors trained with ten anomalies on Carpet, Grid, and Pill1.
As the number of training anomaly samples decreases, our
method suffers the least average AUC results reduction
compared to the competing methods, evidencing the better
generalization ability of our method.

4.5. Results under Hard Setting

Table 2 presents the comparison results on the five
datasets under the hard setting.

Ten Training Anomaly Samples. Our method performs
the best on all five datasets, improving mean AUC results

6



Table 1. AUC results (mean±std) on six real-world datasets under the general setting, with the best results highlighted and the second-best
results underlined. The first fifteen datasets are data subsets of MVTec AD [3] whose results are averaged over these subsets.

One Training Anomaly Sample Ten Training Anomaly Samples
Dataset DevNet MLEP DRA SAOE (ensemble) Ours DevNet MLEP DRA SAOE (ensemble) Ours

Carpet 0.746±0.076 0.701±0.091 0.859±0.023 0.766±0.098 0.957±0.014 0.867±0.040 0.781±0.049 0.940±0.027 0.755±0.136 0.971±0.007
Grid 0.891±0.040 0.839±0.028 0.972±0.011 0.921±0.032 0.990±0.004 0.967±0.021 0.980±0.009 0.987±0.009 0.952±0.011 1.000±0.000

Leather 0.873±0.026 0.781±0.020 0.989±0.005 0.996±0.007 0.997±0.002 0.999±0.001 0.813±0.158 1.000±0.000 1.000±0.000 1.000±0.000
Tile 0.752±0.038 0.927±0.036 0.965±0.015 0.935±0.034 0.988±0.008 0.987±0.005 0.988±0.009 0.994±0.006 0.944±0.013 1.000±0.000

Wood 0.900±0.068 0.660±0.142 0.985±0.011 0.948±0.009 0.993±0.003 0.999±0.001 0.999±0.002 0.998±0.001 0.976±0.031 0.998±0.001
Bottle 0.976±0.006 0.927±0.090 1.000±0.000 0.989±0.019 1.000±0.000 0.993±0.008 0.981±0.004 1.000±0.000 0.998±0.003 1.000±0.000

Capsule 0.564±0.032 0.558±0.075 0.631±0.056 0.611±0.109 0.850±0.019 0.865±0.057 0.818±0.063 0.935±0.022 0.850±0.054 0.969±0.002
Pill 0.769±0.017 0.656±0.061 0.832±0.034 0.652±0.078 0.906±0.007 0.866±0.038 0.845±0.048 0.904±0.024 0.872±0.049 0.944±0.010

Transistor 0.722±0.032 0.695±0.124 0.668±0.068 0.680±0.182 0.754±0.015 0.924±0.027 0.927±0.043 0.915±0.025 0.860±0.053 0.917±0.029
Zipper 0.922±0.018 0.856±0.086 0.984±0.016 0.970±0.033 0.998±0.001 0.990±0.009 0.965±0.002 1.000±0.000 0.995±0.004 1.000±0.000
Cable 0.783±0.058 0.688±0.017 0.876±0.012 0.819±0.060 0.876±0.013 0.892±0.020 0.857±0.062 0.909±0.011 0.862±0.022 0.940±0.006

Hazelnut 0.979±0.010 0.704±0.090 0.977±0.030 0.961±0.042 0.987±0.005 1.000±0.000 1.000±0.000 1.000±0.000 1.000±0.000 1.000±0.000
Metal nut 0.876±0.007 0.878±0.038 0.948±0.046 0.922±0.033 0.966±0.000 0.991±0.006 0.974±0.009 0.997±0.002 0.976±0.013 0.999±0.000

Screw 0.399±0.187 0.675±0.294 0.903±0.064 0.653±0.074 0.961±0.011 0.970±0.015 0.899±0.039 0.977±0.009 0.975±0.023 0.990±0.005
Toothbrush 0.753±0.027 0.617±0.058 0.650±0.029 0.686±0.110 0.752±0.009 0.860±0.066 0.783±0.048 0.826±0.021 0.865±0.062 0.909±0.005

MVTec AD 0.794±0.014 0.744±0.019 0.883±0.008 0.834±0.007 0.932±0.083 0.945±0.004 0.907±0.005 0.959±0.003 0.926±0.010 0.976±0.032
Mastcam 0.595±0.016 0.625±0.045 0.692±0.058 0.662±0.018 0.694±0.011 0.790±0.021 0.798±0.026 0.848±0.008 0.810±0.029 0.827±0.035

SDD 0.881±0.009 0.811±0.045 0.859±0.014 0.781±0.009 0.897±0.003 0.988±0.006 0.983±0.013 0.991±0.005 0.955±0.020 0.991±0.001
ELPV 0.514±0.076 0.578±0.062 0.675±0.024 0.635±0.092 0.699±0.051 0.846±0.022 0.794±0.047 0.845±0.013 0.793±0.047 0.852±0.005
Optical 0.523±0.003 0.516±0.009 0.888±0.012 0.815±0.014 0.895±0.009 0.782±0.065 0.740±0.039 0.965±0.006 0.941±0.013 0.965±0.001
AITEX 0.598±0.070 0.564±0.055 0.692±0.124 0.675±0.094 0.719±0.035 0.887±0.013 0.867±0.037 0.893±0.017 0.874±0.024 0.911±0.008

Table 2. AUC results under the hard setting, where models are trained with one known anomaly type and tested to detect the rest of all
other anomaly types. Each data subset is named by the known anomaly type.

One Training Anomaly Sample Ten Training Anomlay Samples
Dataset Data Subset DevNet MLEP DRA SAOE (ensemble) Ours DevNet MLEP DRA SAOE (ensemble) Ours

Color 0.716±0.085 0.547±0.056 0.879±0.021 0.763±0.100 0.932±0.019 0.767±0.015 0.698±0.025 0.886±0.042 0.467±0.067 0.951±0.005
Cut 0.666±0.035 0.658±0.056 0.902±0.033 0.664±0.165 0.968±0.005 0.819±0.037 0.653±0.120 0.922±0.038 0.793±0.175 0.964±0.008
Hole 0.721±0.067 0.653±0.065 0.901±0.033 0.772±0.071 0.967±0.005 0.814±0.038 0.674±0.076 0.947±0.016 0.831±0.125 0.961±0.004
Metal 0.819±0.032 0.706±0.047 0.871±0.037 0.780±0.172 0.939±0.009 0.863±0.022 0.764±0.061 0.933±0.022 0.883±0.043 0.951±0.002
Thread 0.912±0.044 0.831±0.117 0.950±0.029 0.787±0.204 0.994±0.001 0.972±0.009 0.967±0.006 0.989±0.004 0.834±0.297 0.998±0.000

Carpet

Mean 0.767±0.018 0.679±0.029 0.901±0.006 0.753±0.055 0.960±0.024 0.847±0.017 0.751±0.023 0.935±0.013 0.762±0.073 0.965±0.018

Bent 0.797±0.048 0.743±0.013 0.952±0.020 0.864±0.032 0.976±0.012 0.904±0.022 0.956±0.013 0.990±0.003 0.901±0.023 0.996±0.003
Color 0.909±0.023 0.835±0.075 0.946±0.023 0.857±0.037 0.967±0.019 0.978±0.016 0.945±0.039 0.967±0.011 0.879±0.018 0.979±0.004
Flip 0.764±0.014 0.813±0.031 0.921±0.029 0.751±0.090 0.953±0.014 0.987±0.004 0.805±0.057 0.913±0.021 0.795±0.062 0.950±0.013

Scratch 0.952±0.052 0.907±0.085 0.909±0.023 0.792±0.075 0.948±0.006 0.991±0.017 0.805±0.153 0.911±0.034 0.845±0.041 0.983±0.002
Metal nut

Mean 0.855±0.016 0.825±0.023 0.932±0.017 0.816±0.029 0.961±0.017 0.965±0.011 0.878±0.058 0.945±0.017 0.855±0.016 0.977±0.018

Bedrock 0.495±0.028 0.532±0.036 0.668±0.012 0.636±0.072 0.626±0.037 0.550±0.053 0.512±0.062 0.658±0.021 0.636±0.068 0.581±0.054
Broken-rock 0.533±0.020 0.544±0.088 0.645±0.053 0.699±0.058 0.674±0.058 0.547±0.018 0.651±0.063 0.649±0.047 0.712±0.052 0.684±0.013

Drill-hole 0.555±0.037 0.636±0.066 0.657±0.070 0.697±0.074 0.665±0.022 0.583±0.022 0.660±0.002 0.725±0.005 0.682±0.042 0.773±0.017
Drt 0.529±0.046 0.624±0.042 0.713±0.053 0.735±0.020 0.698±0.044 0.621±0.043 0.616±0.048 0.760±0.033 0.761±0.062 0.796±0.028

Dump-pile 0.521±0.020 0.545±0.127 0.767±0.043 0.682±0.022 0.775±0.020 0.705±0.011 0.696±0.047 0.748±0.066 0.750±0.037 0.773±0.053
Float 0.502±0.020 0.530±0.075 0.670±0.065 0.711±0.041 0.631±0.048 0.615±0.052 0.671±0.032 0.744±0.073 0.718±0.064 0.735±0.007

Meteorite 0.467±0.049 0.476±0.014 0.637±0.015 0.669±0.037 0.712±0.026 0.554±0.021 0.473±0.047 0.716±0.004 0.647±0.030 0.721±0.066
Scuff 0.472±0.031 0.492±0.037 0.549±0.027 0.679±0.048 0.588±0.040 0.528±0.034 0.504±0.052 0.636±0.086 0.676±0.019 0.607±0.021
Veins 0.527±0.023 0.489±0.028 0.699±0.045 0.688±0.069 0.661±0.043 0.589±0.072 0.510±0.090 0.620±0.036 0.686±0.053 0.660±0.007

MastCam

Mean 0.511±0.013 0.541±0.007 0.667±0.012 0.689±0.037 0.670±0.066 0.588±0.011 0.588±0.016 0.695±0.004 0.697±0.014 0.703±0.080

Mono 0.634±0.087 0.649±0.027 0.735±0.031 0.563±0.102 0.720±0.054 0.599±0.040 0.756±0.045 0.731±0.021 0.569±0.035 0.735±0.020
Poly 0.662±0.050 0.483±0.247 0.671±0.051 0.665±0.173 0.734±0.074 0.804±0.022 0.734±0.078 0.800±0.064 0.796±0.084 0.827±0.052ELPV

Mean 0.648±0.057 0.566±0.111 0.703±0.022 0.614±0.048 0.727±0.065 0.702±0.023 0.745±0.020 0.766±0.029 0.683±0.047 0.781±0.060

Broken end 0.712±0.069 0.441±0.111 0.708±0.094 0.778±0.068 0.724±0.052 0.658±0.111 0.732±0.065 0.693±0.099 0.712±0.068 0.825±0.020
Broken pick 0.552±0.003 0.476±0.070 0.731±0.072 0.644±0.039 0.659±0.047 0.585±0.028 0.555±0.027 0.760±0.037 0.629±0.012 0.675±0.020
Cut selvage 0.689±0.016 0.434±0.149 0.739±0.101 0.681±0.077 0.790±0.038 0.709±0.039 0.682±0.025 0.777±0.036 0.770±0.014 0.856±0.009
Fuzzyball 0.617±0.075 0.525±0.157 0.538±0.092 0.650±0.064 0.771±0.021 0.734±0.039 0.677±0.223 0.701±0.093 0.842±0.026 0.875±0.017

Nep 0.722±0.023 0.517±0.059 0.717±0.052 0.710±0.044 0.731±0.019 0.810±0.042 0.740±0.052 0.750±0.038 0.771±0.032 0.908±0.008
Weft crack 0.586±0.134 0.400±0.029 0.669±0.045 0.582±0.108 0.686±0.013 0.599±0.137 0.370±0.037 0.717±0.072 0.618±0.172 0.697±0.014

AITEX

Mean 0.646±0.034 0.466±0.030 0.684±0.033 0.674±0.034 0.727±0.057 0.683±0.032 0.626±0.041 0.733±0.009 0.724±0.032 0.806±0.090

by at least 0.6% compared to the best contestant. The maxi-
mum performance gain of 7.3% is achieved on AITEX, ver-
ifying the effectiveness of our method. Analysis at the data
subsets level shows that our approach also achieves the best
or the second-best detection performance in most cases.

One Training Anomaly Sample. Under the condition

of one training anomaly sample, our approach achieves the
best performance on Carpet, Metal nut, AITEX, and ELPV,
with the second-best results on MastCam. In regard to the
mean performance on MastCam, the results of our methods
are comparable to the ensemble method SAOE. Compared
to the best contender, mean AUC performance increases by
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Table 3. AUC results under the anomaly-free setting, all models
are trained without anomaly samples.

Dataset KDAD SSM CutPaste Ours

Carpet 0.792±0.008 0.763 0.939 0.984±0.011
Grid 0.780±0.006 1.000 1.000 0.974±0.012

Leather 0.950±0.002 0.999 1.000 0.989±0.002
Tile 0.915±0.006 0.944 0.946 0.981±0.008

Wood 0.942±0.002 0.959 0.991 0.997±0.002

Mean 0.875±0.074 0.933±0.087 0.975±0.026 0.985±0.011

Table 4. Ablation study of our method and its variants.
Four-head learning ✓ - - - -
Two-head learning - ✓ ✓ ✓ ✓

Latent residual ✓ ✓ ✓ - -
Patch-wise residual - - - ✓ ✓

CutMix ✓ ✓ - ✓ -
SaliencyCut - - ✓ - ✓

Color 0.886±0.042 0.939±0.003 0.944±0.007 0.931±0.010 0.951±0.005
Cut 0.922±0.038 0.940±0.005 0.955±0.002 0.961±0.006 0.964±0.008
Hole 0.947±0.016 0.937±0.014 0.958±0.010 0.949±0.009 0.961±0.004
Metal 0.933±0.022 0.938±0.008 0.948±0.006 0.948±0.016 0.951±0.002
Thread 0.989±0.004 0.989±0.004 0.996±0.002 0.990±0.001 0.998±0.000

Carpet

Mean 0.935±0.013 0.949±0.022 0.960±0.020 0.956±0.022 0.965±0.018

Bent 0.990±0.003 0.994±0.005 0.994±0.002 0.995±0.005 0.996±0.003
Color 0.967±0.011 0.948±0.031 0.957±0.006 0.950±0.005 0.979±0.004
Flip 0.913±0.021 0.944±0.005 0.901±0.018 0.951±0.009 0.950±0.013

Scratch 0.911±0.034 0.967±0.012 0.974±0.004 0.975±0.009 0.983±0.002
Metal nut

Mean 0.945±0.017 0.963±0.026 0.957±0.036 0.968±0.020 0.977±0.018

2.4%-5.9%. Compared to the scenarios with ten training
anomaly samples, our method reduces AUC performance
by an average of 3.68% on the five datasets, which is better
than DRA (3.74%), MLEP (9.80%) and DevNet (7.16%),
and close to SAOE (3.50%). Moreover, our model trained
with one anomaly significantly exceeds competitive meth-
ods with ten anomalies on many of the data subsets as well
as the datasets, such as DevNet, MLEP, DRA and SAOE on
Carpet, its data subsets and Cur selvage of AITEX.

4.6. Results under Anomaly-Free Setting

Table 3 presents the comparison results on the five tex-
ture datasets of MVTec AD under the anomaly-free sce-
nario. Although there are no training anomaly samples, our
approach can still work and shows better detection perfor-
mance compared to the best recent anomaly-free detection
methods, with an average AUC results improvement of 1%
compared to the second best. This experiment demonstrates
the effectiveness of SaliencyCut, which generates pseudo
anomalies to promote the learning of unseen anomalies.
At the dataset level, our method significantly outperforms
other detectors on Carpet, Tile, and Wood, with the follow-
ing best performance on Grid.

Compared to the competing methods under the gen-
eral setting shown in Table 1, our model trained without
anomaly samples is even better than other detectors training
with ten anomaly samples, such as DevNet, MLEP, SAOE
and DRA on Carpet, and DevNet and SAOE on Grid. This
justifies the significantly better generalization ability of our
method in detecting unseen anomaly samples.

(a) (b)

Figure 7. Sensitivity analysis of threshold (left) and patch number
(right) on Carpet and Metal nut under the hard setting.

4.7. Ablation Studies

Table 4 shows ablation study results under the hard set-
ting on Carpet and Metal nut with ten training anomaly
samples. We select DRA [7] as the baseline built with one
four-head learning mechanism, one latent residual module,
and CutMix augmentation. Compared to utilizing CutMix
augmentation, SaliencyCut improves performance on two
datasets by 0.9% on average under two-head learning and
patch-wise residual paradigm, indicating its efficiency in
detecting unseen anomaly samples.

Our two-head learning mechanism outperforms the four-
head learning mechanism on various data subsets, particu-
larly on Color of Carpet and Scratch of Metal nut, which
demonstrates the effectiveness of the former approach and
validates our theory. Replacing the latent residual module
with the patch-wise residual module leads to further perfor-
mance improvement on almost all data subsets and datasets.
It verifies that the patch-wise residual allows the network to
learn the discriminative features of anomalies.

4.8. Sensitivity Analysis

Threshold for Obtaining Saliency Masks. Figure 7a
shows AUC results with varying thresholds on Carpet and
Metal nut under the hard setting. We successively set the
threshold from 0.2 to 0.8 with a step size of 0.1 to anal-
yse the sensitivity. When the threshold is set to 0.2, our
method is able to generate effective pseudo-anomaly sam-
ples. As the threshold increases from 0.2 to 0.4, and the
size of pasted non-saliency regions becomes smaller, our
model obtains the best detection performance. With the
increase of threshold, the size of non-saliency regions de-
creases, and the effectiveness of generated pseudo anomaly
samples drops. Thus, the threshold is recommended to be
set to 0.4 for producing suitable pseudo anomaly samples.

Patch Number. Figure 7b shows AUC results with vary-
ing patch number on Carpet and Metal nut under the hard
setting. Our model shows less sensitivity to patch numbers,
as all sizes deliver good performance.

5. Conclusion
We design a two-head learning mechanism with a patch-

wise residual learning block, and a novel augmentation
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method SaliencyCut guided by gradients to detect fine-
grained anomalies in open-set scenarios. Extensive exper-
iments under both general and hard settings evidence that
our method overall outperforms the competing methods.
Additionally, our method can work under the anomaly-free
setting and beat three anomaly-free detection models.
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