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Abstract. Homomorphic Encryption (HE) is a cryptographic tool that
allows performing computation under encryption, which is used by many
privacy-preserving machine learning solutions, for example, to perform
secure classification. Modern deep learning applications yield good per-
formance for example in image processing tasks benchmarks by includ-
ing many skip connections. The latter appears to be very costly when
attempting to execute model inference under HE. In this paper, we
show that by replacing (mid-term) skip connections with (short-term)
Dirac parameterization and (long-term) shared-source skip connection
we were able to reduce the skip connections burden for HE-based solu-
tions, achieving ×1.3 computing power improvement for the same accu-
racy.

Keywords: shared-source skip connections, Dirac networks, Dirac parameter-
ization, homomorphic encryption, privacy preserving machine learning, PPML,
encrypted neural networks, deep neural networks

1 Introduction

The use of Homomorphic Encryption (HE) to construct Privacy-Preserving Ma-
chine Learning (PPML) solutions, e.g., secure Deep Neural Network (DNN) in-
ference on the cloud, becomes more and more realistic. For example, Gartner [11]
predicted that in 2025, 50% of large enterprises will adopt HE-based solutions. In
addition, we see many companies and academic institutes collaborate in global
activities such as HEBench [22] and the HE standardization efforts [2]. The main
reason is, of course, that HE allows finance and health organizations to comply
with regulations such as GDPR [10] and HIPAA [5] when uploading sensitive
data to the cloud.

One principle scenario of HE-based PPML solutions involves two entities:
a user and a semi-honest cloud server that performs Machine Learning (ML)
computation on HE-encrypted data. Specifically, the cloud offers an ML as a
Service (MLaaS) solution, where it first trains a model in the clear, e.g., a DNN,
and then, uses it for inference operations on the clients’ data. On the other side,
the client first generates its own HE keys, stores the secret key, and uploads the
public and evaluation keys to the cloud. Subsequently, upon demand, it encrypts
secret samples and submits them to the cloud that uses the client’s public and
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evaluation keys to perform the model inference operation. The final encrypted
results are sent back to the client who decrypts them using its private key.

The clients’ data is kept confidential from the server during the entire pro-
tocol due to HE, while the cloud model is never sent to the client, which allows
the cloud to monetize its MLaaS service. In this paper, we focus on this scenario
but stress that our study can be used almost without changes in many other
threat models.

One downside of HE-based solutions is their latency. While there are many
software and hardware improvement that make HE-based solutions practical
such as [1, 15], there is still a gap between computing on encrypted data and
computing on cleartexts, where our goal is to reduce that gap. Our starting
point is a recent study [4] that pointed out on skip connections as a major
contributor to the overall latency of secure inference solutions that use DNNs.
The authors of [4] suggested removing the skip connection at the cost of some
accuracy degradation or replacing the skip connections using several heuristics.
We continue this line of work by suggesting using modern techniques that allow
training DNNs while maintaining good accuracy. Specifically, we replace mid-
term skip connections in DNNs with short-term (Dirac parameterization) [24]
and long-term (Shared source skip connection) [21].

Our contribution We used ResNet50, a state-of-the-art network in terms of
size that can run efficiently under HE [4,15], as our baseline. We modified it to be
HE-friendly, a term that we explain later, and apply the above techniques. Our
experiments show that using this approach we were able to reduce the number
of HE bootstrap operations by ×1.36− 1.75 and thus the overall CPU time by
x1.3.

Organization. The document is organized as follows. In section 2 we provide
some background about HE. We describe skip connections and their variants
in Section 3. Our experiments and results are presented in Section 4 and we
conclude in Section 5.

2 Homomorphic Encryption (HE)

HE is an encryption scheme that encrypts input plaintext from a ring R1(+, ∗)
into ciphertexts in another ringR2(⊕,⊙), i.e., it contains the encryption function
Enc : R1 → R2 and decryption function Dec : R2 → R1, where a scheme
is correct if Dec(Enc(x)) = x. In addition, HE schemes include homomorphic
addition and multiplication operations such that Dec(Enc(x)⊕Enc(y)) = x+ y
and Dec(Enc(x)⊙ Enc(y)) = x ∗ y see survey in [13]. In our experiment, we use
CKKS [6, 7] an approximately correct scheme, i.e., for some small ϵ > 0 that
is determined by the key, it follows that |x − Dec(Enc(x))| ≤ ϵ and the same
modification applies to the other equations.

Chain Index and Bootstrapping. HE ciphertexts and particularly CKKS
ciphertexts have a limit on the number of multiplications they can be involved
with before a costly bootstrap operation is required. To this end, every ciphertext
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includes an extra metadata parameter called the ”multiplication chain index”
(a.k.a. modulus chain index) or CIdx. Ciphertexts start with a CIdx of 0 and
after every multiplication of two ciphertexts with CIdx of x and y, the result
has a CIdx of max(x, y)+1, where at least a ReScale operation is required. This
process continues until the ciphertext reaches the predefined limit, which was
originally set by the client to achieve the desired level of security and perfor-
mance. To enable further computation on a ciphertext, a Bootstrap operation is
performed to reduce its CIdx, or even reset it back to 0. In general, many HE-
based applications attempt to minimize the number of Bootstrap invocations
and this is also our goal in this paper.

There are two options for adding or multiplying two ciphertexts c1, c2 with
CIdx = x, y, respectively, where w.l.o.g x > y: a) adjust c1 to have a CIdx = y
by invoking ReScale(Bootstrap(c1), y); or b) invoke ReScale(c2, x). This first
option is costlier because it invokes both ReScale and Bootstrap in advance
while the other approach leaves the bootstrap handling to future operations.
However, this approach is preferred when c1 is expected to be added to multiple
ciphertexts with lower chain indices. In that case, we perform only one Bootstrap
operation on c1 instead of many on the other operations’ results. An automatic
bootstrapping placement mechanism is expected to consider the above.

HE Packing. Some HE schemes, such as CKKS [6], operate on ciphertexts in
a homomorphic Single Instruction Multiple Data (SIMD) fashion. This means
that a single ciphertext encrypts a fixed-size vector, and the homomorphic oper-
ations on the ciphertext are performed slot-wise on the elements of the plaintext
vector. To utilize the SIMD feature, we need to pack and encrypt more than one
input element in every ciphertext. The packing method can significantly impact
both bandwidth, latency, and memory requirements. In this paper we decided
to rely on IBM HElayers, which provides efficient packing capabilities for DNNs
through the use of a new data structure called tile tensors [1]. We stress that
adding or multiplying two ciphertexts that represent different tile tensor shape is
problematic and an extra transformation is needed. While automatically handled
by HElayers, one of goals is to also save these transformations.

3 Skip connections

Skip connections, a.k.a, residual connections [14], are crucial components in mod-
ern network architectures. Given several layers f(x), applying skip-connection to
the layer means wrapping f(x) with a function Sf (x) = f(x) + x. For real-world
applications, networks without skip connections are hard to train, especially
very deep networks. Skip connection solves optimization issues such as (i) van-
ishing gradients (ii) exploding gradients [19], or (iii) shattering gradients [3].
In practice, modern architectures heavily rely on skip connections e.g., Trans-
forms [23] ViT [9], LLMs, CNNs [16], WaveNet [17], GPT [20], and Residual Net
(ResNet) who has became one of the most cited DNN of the 21st century. When
considering cleartext networks, skip-connections require only a simple addition,
and thus provide an efficient solution that enables easier optimization of DNNs.
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Moreover, they also play a fundamental role in modern Deep Learning (DL)
solutions. While skip-less networks exist, and new variants appear from time to
time e.g., [18, 25], they are rarely used in real-world applications, as they tend
to perform poorly in complex scenarios and noisy data.

3.1 Handling skip connections in HE

Observation 3.1 of [4] explains the relation between skip connections and boot-
strapping operations.

Observation 1 (observation 3.1 [4]) Given a skip connection layer Sf (x) =
x+ f(x), where f is a combination of some layers. When running under HE,

1. CIdx
(
Sf (x)

)
∈ {CIdx(x),CIdx(f(x))}.

2. When CIdx(x) ̸= CIdx(f(x)) the skip connection implementation invokes
either a ReScale or a Bootstrap operation and may increase the overall mul-
tiplication depth of the network by |CIdx(x)− CIdx(f(x))|.

In addition, the authors of [4] explained that the cost of Sf (x) can be even
higher because the input x or f(x) may need to go through some transforma-
tions before adding them together, which is the case with the HElayers SDK.
Given the latency costs associated with implementing skip connections under
HE, [4] proposed either removing skip connections by first training a network
and then gradually removing the connections, which resulted in some accuracy
degradation, or that they suggested some heuristics to reroute these connections,
which offers a tradeoff between latency and accuracy. Here, we suggest another
heuristic that brings knowledge from the AI domain into the HE domain. Par-
ticularly, we replace DNNs skip connections with Dirac parameterization [24]
and shared-source skip connection [21]. Informally speaking, shared-source skip
connections connect the output of the initial layer or input with the output of
different locations in the network. The reason this reduces the number of boot-
straps is that after the initial layer, the chain index is very low. In addition,
we can aim to add these connections only to layer outputs that share the same
tile tensor shape and thus save reshape operations. Dirac parameterization is
explained as follows: let σ(x) be a function that combines non-linearity and
batch normalization, then a standard convolutional layer in ResNet is of an ex-
plicit form y = x + σ(W ⊙ x), where a Dirac parameterization is of the form
y = σ(diag(a)I +W )⊙ x = σ(diag(a)x+W ⊙ x). This addition, helps training
and does not affect the latency of the secure inference.

Figure 1 shows a standard ResNet network with skip connection in their orig-
inal places. In contrast, Figure 2 shows our modification. Because HE only sup-
ports polynomial operations, we first replace non-polynomial layers with poly-
nomial layers (red font layers) to achieve a HE-friendly network. Specifically,
we replace MaxPool with AVGPooling and ReLU activations with polynomial
activations similar to [12]. Subsequently, we removed all mid-term skip connec-
tions and added long-term shared-source connections (green arrows) from the
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Fig. 1: An illustration of ResNet50 every layer contains several blocks and there
is a skip connection between every block.

Fig. 2: An illustration of our modified HE-friendly ResNet50. Every layer con-
tains several blocks and there is a shared-source skip connection from the first
layer output to the output of the four other layers. Red layers were modified to
make the network HE-friendly as in [12].

output of the first convolution layer to every one of the four layers’ outputs.
To ensure that the dimensions match we added 1× 1 convolutional and average
pooling layers to these connections. Note that these layers can be performed on
the server side but also by the client if we consider a split network, where the
first layer is performed on the client side. This offers a tradeoff between latency
and bandwidth. Finally, we added low-term Dirac parameterization to the first
two convolution layers of every block, where the stride is 1 (orange blocks).

4 Experiments

In our experiments, we used a single NVIDIA A100-SXM4-40GB GPU with
40GB of memory for training and for secure inference an Intel®Xeon®CPU
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E5-2699 v4 @ 2.20GHz machine with 44 cores (88 threads) and 750GB memory.
In addition, for inference we used HElayers [1] version 1.5.2, where we set the
underlying HE library to HEaaN [8] targeting 128 bits security. Specifically, we
used HElayers simulator, which considers the underlying platform capabilities
and provides us with the CPU-time of every run, i.e., the needed compute re-
sources for the run. Note that this measurement accumulates the run time of all
used CPUs.

Table 1 summarizes the test accuracy results of four HE-friendly ResNet50
variants: a) a reference HE-friendly ResNet50 network; b) our modified network
with shared-source skip connection and Dirac parameterization; c) The reference
network without skip connections but with Dirac parameterization; d) The refer-
ence network without skip connections. All networks used activation polynomials
of degree 8 and were trained over CIFAR-10. For training, we used PyTorch as
our library, AdamW as the optimizer (with all default hyperparameters, and
learning rate of 1e−3), a batch size of 50, and the standard cross-entropy loss
in all our experiments. For simplicity, we did not use dropout or learning rate
scheduling. We trained all the networks for 120 epochs and we see that our
proposed design provides an interesting tradeoff between CPU-runtime and ac-
curacy. It has almost the same accuracy as the reference implementation but
almost the latency of a network without skip connections and an overall CPU-
time improvement of around ×1.3. Furthermore, in vanilla networks, the latency
and amount of bootstraps operations are proportional to the number of skip-
connections. In contrast, in our architecture, these properties are independent
of the number of skip-connections, which is crucial for larger networks.

Table 1: Comparison of accumulated CPU-time and accuracy for different HE-
friendly ResNet50 DNNs over CIFAR-10.

Network architecture CPU-time (h) # bootstraps Test accuracy Test accuracy

Non HE-friendly HE-friendly

Reference 18.06 2,568 91.67 91.46

W/o skip connections 12.9 1,888 88.74 88.68

W/ Dirac params 12.9 1,888 90.87 90.74

Our variant 13.4 1,888 91.25 91.08

Figure 3 compares the training status of the three HE-friendly ResNet50
variants. For these, it reports the test accuracy (x-axis) per training epoch (y-
axis). The reference HE-friendly network is represented by the blue line, our
modified network by the red line, and a network where the skip-connections
were completely removed by a green line.

Table 2 extends Table 1 and shows the accumulated CPU-time improvement
when using our modified HE-friendly ResNet50 as reported by HElayers simula-
tor [1] with activation functions of different polynomial degrees. We observe that
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Fig. 3: Test accuracy per training epoch of 3 HE-friendly ResNet50 network vari-
ants: Reference (blue line), Our modified network (red line), No skip-connection
network (green line).

Table 2: Performance comparison and number of bootstraps used by HElayers
to run different HE-friendly ResNet50 DNNs over CIFAR-10 with activations
approximation of different polynomial degrees.

Activation Network architecture CPU-time (h) # bootstraps

poly. deg.

2

Reference 12.33 1,664

W/o skip connections 9.13 1,304

Our variant 10.40 1,480

4

Reference 11.36 1,376

W/o skip connections 7.68 784

Our variant 8.69 784

8

Reference 18.06 2,568

W/o skip connections 12.92 1,888

Our variant 13.38 1,888

compared to the reference network we got an improvement of ×1.18, ×1.3, and
×1.34 in the consumed compute resources when using polynomial activations
of degrees 2, 4, and 8, respectively. On the other hand, our network consumed
slightly more compute resources compared to a network completely without skip
connections, specifically, ×0.88, ×0.87, and 0.97, for networks with polynomial



8 Nir Drucker, Itamar Zimerman

activations of degrees 2,4, and 8, respectively. Nevertheless, as shown in Figure 3
it achieved the accuracy of the reference implementation. We note that some of
the compute resources reduction was due to the reduction in the number of per-
formed bootstraps. However, another reduction comes from the more effective
utilization of tile tensors by avoiding several reshaping operations when using
shared-source connections.

5 Conclusions

Reducing the latency gap between evaluating DNNs under HE and in cleartext
is of great interest because it allows many organizations to scale their computa-
tion and use the cloud when dealing with sensitive data. Our experiments show
that it is possible to combine research that originally targeted the AI domain
to achieve speedups in a second research domain, namely the security domain.
Specifically, we showed that by using techniques such as shared-source skip con-
nections and Dirac parameterization we can reduce the latency of performing
inference operations over ResNet50 and CIFAR-10 by ×1.3 while maintaining
state-of-the-art accuracy. We believe that this research may open the door to
further optimizations that eventually make HE more than practical.
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