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Abstract

This work formalizes efficient Fast Fourier-based multiplication algo-
rithms for polynomials in quotient rings such as Zm[x]/ 〈xn − a〉, with n
a power of 2 and m a non necessarily prime integer. We also present a
meticulous study on the necessary and/or sufficient conditions required for
the applicability of these multiplication algorithms. This paper allows us
to unify the different approaches to the problem of efficiently computing
the product of two polynomials in these quotient rings.

Keywords: Fast Fourier Transform, polynomial quotient ring, multiplication
algorithm, ideal lattice

1 Introduction

Constructing efficient multiplication algorithms for polynomials with coefficients
in a ring R has been an extensive research area. Given two polynomials g(x),

h(x) ∈ R[x] of degree bounded by n, g(x) =
∑n−1

i=0 gix
i and h(x) =

∑n−1
i=0 hix

i,
computing its product in a näıve way (known as the schoolbook multiplication
algorithm),

(g · h)(x) =
n−1∑

i=0

n−1∑

j=0

(gi · hj)x
i+j ,

requires a quadratic number, n2, of multiplications of elements from the ring R.
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x6 x5 x4 g3x
3 + g2x

2 + g1x+ g0

x6 x5 x4 × h3x
3 + h2x

2 + h1x+ h0

x6 x5 x4 g3 · h0x
3 + g2 · h0x

2 + g1 · h0x+ g0 · h0

x6 x5 g3 · h1x
4 + g2 · h1x

3 + g1 · h1x
2 + g0 · h1x

x6 g3 · h2x
5 + g2 · h2x

4 + g1 · h2x
3 + g0 · h2x

2 x

g3 · h3x
6 + g2 · h3x

5 + g1 · h3x
4 + g0 · h3x

3 x2 x∑
i+j=6

gihjx
6 +

∑
i+j=5

gihjx
5 +

∑
i+j=4

gihjx
4 +

∑
i+j=3

gihjx
3 +

∑
i+j=2

gihjx
2 +

∑
i+j=1

gihjx+ g0h0

If we now want to work in a ring R[x]/ 〈f(x)〉 the schoolbook multiplication
algorithm would perform the same amount of operations taking into account
that at the end we should perform a reduction.

For the particular cases f(x) = xn ± 1 it is clear that the algorithm per-
forms the same number of operations, as we just need to multiply by ∓1 all
i-coefficients from n to 2n − 2 and add them to their corresponding i − n col-
umn.

The goal of this work is to formalize and unify some concepts used to build
more efficient multiplication algorithms focusing on the ring R[x] = Zm[x] and
then on its quotient Zm[x]/ 〈xn + 1〉, with n a power of 2 and m non necessarily
prime (although sometimes we would also consider xn− 1 or in general xn− a).

We choose to study optimizations for this particular ring as it is widely used
by cryptographic constructions that base their security on ideal lattices [10],
that can be identified with ideals in Zm[x]/ 〈xn + 1〉.

Most of the literature usually deals with this matter by providing a set
of recipes that can be applied for some specific particular rings (considering
whether m is prime or not or how does xn − a split), without specifying if the
imposed conditions in these recipes are necessary or only sufficient. This lack
of detail might make more difficult the applicability of such recipes. Through
this article we instead analyze what are the fundamental properties that allow
us to obtain a computational speedup from a comprehensive and mathematical
point of view, so that the reader can apprehend these techniques and distinguish
intrinsic properties from superfluous conventions.

Therefore, the analysis presented in this paper will help the reader to avoid
confusions when using multiplication algorithms for polynomials in quotient
rings Zm[x]/ 〈xn + 1〉.

Many of the ideas developed in this article are folklore when working on other
rings such as C[x] or Zq[x] with q a prime satisfying certain conditions, but an
exhaustive analysis might be very helpful to analyze when these ideas can be,
completely or partially, generalized to our ring of interest and why the required
conditions for the underlying ring are indeed necessary or just sufficient.
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1.1 Related works

1.1.1 Karatsuba multiplication algorithm

The first subquadratic multiplication algorithm was designed by Karatsuba
in [8], with a cost of O

(
nlog 3

)
derived from a clever divide an conquer strategy.

We include it here as our approach uses Karatsuba’s algorithm as a subroutine.
Let g(x) and h(x) be two polynomials of degree strictly smaller than n (a

power of two). We can split these polynomials into upper and lower degree
polynomials as g(x) = gU (x)x

n/2 + gL(x) and h(x) = hU (x)x
n/2 + hL(x) where

gL, gU , hL, hU have all degree smaller than n/2.
A näıve computation would be

g(x) · h(x) = (gU (x)x
n/2 + gL(x))(hU (x)x

n/2 + hL(x))

= (gU (x) · hU (x)) x
n

+ (gU (x) · hL(x) + gL(x) · hU (x)) x
n/2

+ gL(x) · hL(x).

That way we divide the full multiplication into four multiplications of poly-
nomials of size n/2. One can see however that this does not improve the effi-
ciency of the computation. Let T (n) be the number of operations required for
computing the product using this method. The recurrence obtained, T (n) =
4T (n/2) + O (n), implies (via the Master Theorem for divide-and-conquer re-
currences [3]) that T (n) = O

(
n2

)
.

Karatsuba’s gifted idea was to notice that the crossed terms can be obtained
from the other terms and a single multiplication of n/2-polynomials. That is,
we can write the term (gU (x) · hL(x) + gL(x) · hU (x)) as

(gL(x) + gU (x))(hL(x) + hU (x)) − (gU (x) · hU (x)) − (gL(x) · hL(x)) .

Algorithm 1: Karatsuba

Input: Two polynomials g(x) and h(x) of degree bounded by n

Result: Product of g(x) · h(x)
1 if n = 1 then return g · h;
Split g(x) and h(x) into gL(x), gU (x), hL(x), hU (x).

2 a(x) := Karatsuba(gU (x), hU (x))

3 b(x) := Karatsuba(gL(x), hL(x))

4 c(x) := Karatsuba(gL(x) + gU (x), hL(x) + hU (x))

5 return a(x)xn + (c(x) − a(x)− b(x))xn/2 + b(x)

Notice how the recurrence now computes only 3 products of half size and
a linear amount of operations (T (n) = 3T (n/2) + O (n)) providing the desired
sublinear running time of T (n) = O

(
nlog 3

)
(solving the recurrence with the

Master Theorem for divide-and-conquer recurrences [3]).
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1.1.2 Karatsuba multiplication algorithm mod f(x)

However notice this is not the most natural way of writing this recursion when
working mod xn ± 1 as all recursive calls work the same way but the last one,
where a reduction has to be performed.

Alternatively we can split g(x) = g1(x
2)x + g0(x

2), with g0 containing the
even coefficients and g1 containing the odd ones. This allows us to think of
g(x) ∈ R[x] of degree smaller than n as g(x, y) = g0(y) + g1(y)x ∈ R[x, y] of
x-degree 1 and y-degree smaller than n/2. It is called Dual Karatsuba and the
idea remains the same:

g(x) · h(x) = (g1(x
2)x+ g0(x

2))(h1(x
2)x+ h0(x

2))

=
(
g1(x

2) · h1(x
2)
)
x2

+
(
g1(x

2) · h0(x
2) + g0(x

2) · h1(x
2)
)
x

+ g0(x
2) · h0(x

2)

And analogously as we did before we can write the second term with only
one additional multiplication.

(
g1(x

2) · h0(x
2) + g0(x

2) · h1(x
2)
)
is:

((
g1(x

2) + g0(x
2)
)
·
(
h1(x

2) + h0(x
2)
)
− g1(x

2) · h1(x
2)− g0(x

2) · h0(x
2)
)
.

Algorithm 2: Karatsuba (mod xn ± 1)

Input: Two polynomials g(x) and h(x) of degree bounded by n

Result: Product of g(x) · h(x)
if n = 1 then return g · h;
Split g(x) and h(x) into g0(x), g1(x), h0(x), h1(x).

a(y) := Karatsuba(g1(y), h1(y))

b(y) := Karatsuba(g0(y), h0(y))

c(y) := Karatsuba(g0(y) + g1(y), h0(y) + h1(y))

return a(x2)x2 + (c(x2)− a(x2)− b(x2))x + b(x2) (mod xn ± 1)

Now the reduction modulo xn ± 1 works at each level of the recursive algo-
rithm, as ĝ(y) · ĥ(y) (mod yn/2 ± 1) is equivalent to ĝ(x2) · ĥ(x2) (mod xn ± 1)
once we change variables again. We obtain no computational advantage, but it
allows us to understand it from a different perspective.

Notice g0(y)+g1(y) ≡ g(x, y) mod x−1 and g0(y) ≡ g(x, y) mod x. These
ideas are considered in [4] in order to see all these tools as part of the same
framework.

1.1.3 Faster multiplication algorithms

Even faster algorithms can be obtained from more clever recurrences, mapping
the polynomials into a different domain in a recursive way (recursively comput-
ing two transforms of half the size T (n) = 2T (n/2)+O (n)) where they can be
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efficiently multiplied in linear time, so that the final computational complexity
is O (n logn). Through this work we are going to focus and systematically ex-
plore the ones derived from the Fast Fourier Transform (FFT) paradigm, that
is going to be extensively described in the following sections. This approach
is usually referred as Number Theoretic Transformation (NTT) when working
with finite fields.

The main idea of the FFT recurrence is attributed to Gauss and was fully
developed by Cooley and Tukey in its seminal work [6] considering the ring of
complex numbers.

Many variants have been developed since then, generalizing [6] to non-power
of two bounded degree polynomials or providing additional tricks and interpre-
tations from which we benefit, such as [7]. An extensive and magnificently well
documented survey can be found in [4].

Most of the work has focused on the particular case of multiplications in
Zq[x]/ 〈xn + 1〉 when q is prime and xn + 1 fully splits in linear factors. That
has been studied for a while, both from a software [9] and hardware [14] point
of view.

We are particularly interested in the ideas presented in [12], as they specifi-
cally discuss multiplications of polynomials in Zq[x]/ 〈xn + 1〉 when xn +1 does
not fully split in linear factors (a situation that happens in some lattice-based
cryptographic schemes such as some commitment schemes [2]) and the standard
FFT can only be partially applied. However [12] only considers the case with a
prime q and briefly describes the procedure.

This technique of partially applying an FFT is sometimes called incomplete
NTT [5] and usually interpreted like a Chinese Remainder Transform (CRT),
as in [11] doing Fast Chinese remaindering [17].

However, most of the literature only provides some sufficient conditions that
allow some particular implementation or specific abstraction of a fast multipli-
cation algorithm that are not directly generalizable. In spite of that we present a
more general framework for multiplications in Zm[x]/ 〈xn + 1〉 that would allow
the reader to comprehend why some folklore assumptions are indeed necessary
and why some others are not, from a mathematically rigorous, yet accessible for
readers not familiarized with algebraic constructions, point of view.

1.2 Notation and conventions

Since our goal is to work in R[x]/ 〈f(x)〉, with f a monic polynomial, we choose
as a representative for g(x) ∈ R[x]/ 〈f(x)〉 its remainder when divided by f(x),
denoted by g(x) rem f(x).

We denote vectors by lower-case bold-faced roman letters and use log for the
binary logarithm.

We borrow most of our notation from [4], and present some new definitions
through sections 3 and 4, that we believe are of independent interest.
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2 Pointwise product

The main idea behind any Fast Fourier Transform multiplication technique is
to compute the product of two polynomials via the pointwise product of their
evaluations on certain points of the ring R.

It is straightforward by the definition of the product of polynomials that
given a point x0 ∈ R the evaluation of the product is equal to the product of
the evaluations (g · h)(x0) = g(x0) · h(x0).

This way if we compute enough evaluations (we denote this transform as T )
then we could perform a pointwise product (denoted by ⊙) of the evaluations
and then interpolate back (T−1) the polynomial.

(R[x])
2 ⊙◦T−−−→ Rk T−1

−−−→ R[x]

(g(x), h(x)) 7→




g(x0)

g(x1)
...

g(xk−1)



⊙




h(x0)

h(x1)
...

h(xk−1)




7→ (g · h)(x)

In the following sections we will explore what possibilities do we have for
R, k and x0, x1, . . . , xk−1 so that T−1 is well defined and both T and T−1 are
efficiently computable. We are going to characterize the necessary and sufficient
conditions the evaluation points have to satisfy to be able to perform these
operations.

2.1 General invertibility of T

To deal with the invertibility of transform T when applied to polynomials of
degree bounded by n we notice it is a linear mapping and characterize it by its
associated matrix

V =




1 x0 x0
2 · · · x0

n−1

1 x1 x1
2 · · · x1

n−1

...
...

...
. . .

...

1 xk−1 xk−1
2 · · · xk−1

n−1




.

This special matrix is known as a Vandermonde matrix. If we choose k = n
we have a square Vandermonde matrix and we can discuss its invertibility.

Since we are working with a general commutative ring with unity R, a matrix
is invertible if and only if its determinant is invertible [16]. The determinant of
a Vandermonde matrix is easy to compute and has the form

det(V ) =
∏

0≤i<j<n

(xj − xi).
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Now if R is a field it is just sufficient to choose n different evaluation points
x0, . . . , xn−1.

If R is just a commutative ring it is a necessary and sufficient condition to
choose points such that their differences are invertible in R.

Condition 1 (Points with invertible differences). We say a set of points satisfies
Condition 1 if the difference of every pair is invertible in R.

Remark 1. Choosing n evaluation points with invertible differences in R is a
necessary and sufficient condition for the transform T to be invertible.

Notice how we are talking about transforming and anti-transforming poly-
nomials of a certain degree. Given two polynomials g(x) and h(x) of degrees
n and n′, since we want to recover the polynomial g(x) · h(x), we would have
to think them as polynomials of degree smaller or equal than n + n′ and use
(n+ n′ + 1)× (n+ n′ + 1) Vandermonde matrices.

2.2 Pointwise product of evaluations modulo f(x)

Given a ∈ R1 we can always consider polynomials in R[x]/ 〈xn − a〉 as polynomi-
als in R[x] with degree strictly bounded by n (using the canonical representative
rem), compute, as we said before, their product as a polynomial in R[x] with
degree strictly bounded by 2n via a 2n-transform and then applying rem xn−a
again to obtain the representative with degree smaller than n.

The main issue we face when trying to use the pointwise product of evalua-
tions technique to compute the product of two polynomials modulo f(x) is that
evaluation is not well defined in general as it depends on the representative we
choose from the class of equivalence modulo f(x).

In general, for an arbitrary x0, it is not the same to compute (g(x) rem
f(x))(x0) · (h(x) rem f(x))(x0) than (g(x) · h(x) rem f(x))(x0).

For this reason we have to choose specific points where evaluation is com-
patible with congruence classes. If α is such that for any two equivalent polyno-

1One can see that in the special cases a = ±1 we have that the product in R[x]/ 〈xn − 1〉
and R[x]/ 〈xn + 1〉 is usually described in the literature as a cyclic/anti-cyclic convolution
(denoted by ∗).

(g · h)(x) (rem xn − 1) = g(x) · h(x) (rem xn − 1)

=

(

n−1
∑

i=0

gix
i

)





n−1
∑

j=0

hjx
j



 (rem xn − 1)

=

n−1
∑

k=0













∑

i,j
i+j≡k
mod n

gi · hj













xk

= (g ∗ h)(x)

This intuition might be of independent interest as a convolution product in the regular
domain is a pointwise product in the transformed domain.
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mials g(x) ≡ ĝ(x) (mod f(x)) we obtain g(α) = ĝ(α) then we necessarily have
f(α) = 0 and α has to be a root of f(x).

Let α be a root of f(x). Then g(x) ≡ ĝ(x) (mod f(x)) implies g(α) = ĝ(α)
and therefore

(g(x) rem f(x))(α) · (h(x) rem f(x))(α) = (g(x) · h(x) rem f(x))(α).

In conclusion, for the particular case with f(x) = xn−a, where a ∈ R, α has
to be an n-th root of a. By choosing α0, . . . , αn−1 different n-th roots of a with
invertible differences we would be able to directly recover g(x) ·h(x) rem xn − a
from the pointwise product of their evaluations in α0, . . . , αn−1.

This reduces the number of computations needed, since only n evaluation
points are required and no further reduction is needed to obtain the canonical
representative.

Condition 2 (Roots of f(x) as points). We say a set of points in R for a
polynomial in R[x]/ 〈f(x)〉 satisfies Condition 2 if they are roots of f(x).

Remark 2. Choosing n-th roots of a as evaluation points is a necessary and
sufficient condition for the evaluations of polynomials in R[x]/ 〈xn − a〉 to be
well defined.

So far conditions 1 and 2 are necessary and sufficient conditions to use point-
wise product of evaluations as a technique to compute the product of two poly-
nomials in R[x]/ 〈xn − a〉. The next step is to study when can this be computed
efficiently.

3 Efficient transforms

In this section we are going to define efficient transform and anti-transform
protocols from a theoretical and asymptotical point of view. Additional im-
plementation tricks or approaches (for example, whether the recurrences are
solved in an iterative or recursive way) could have an important impact to save
up space or computations but are out of the scope of this article.

3.1 Efficient evaluation of T

Once we have seen the requirements for the pointwise product of evaluations
to work under each possible concerned circumstances we have to discus how to
efficiently apply them.

Computing each of the n evaluations individually would require O (n) op-
erations, for a total of O

(
n2

)
. The Fast Fourier approach outperforms that

computing the n evaluations at the same time by means of a divide-and-conquer
recursive strategy.

If we call xi to one of the evaluation points and we decompose the polynomial
g(x) into two polynomials g0(x) and g1(x) of half the size with even and odd
coefficients respectively, as in Dual Karatsuba, we can write

g(xi) = g0(x
2
i ) + xi · g1(x2

i ).

8



With this recursion we reduce a single polynomial evaluation of degree
bounded by n to two polynomial evaluations of degree bounded by n/2, a prod-
uct in R and an addition in R. Directly doing this would not save us any cost,
as it would still take O (n) per evaluation.

The main idea is to choose the evaluation points {x0, x1, . . . , xn−1} so that
the set containing their squares {y | y = xi

2} contains only n/2 elements (there-
fore we could reuse the evaluations of g0 and g1 on the squares). We would like
that to be true recursively so we introduce the following definition, already
satisfying Condition 2.

Definition 1 (Twofold set of n-th roots). An indexed set α0, . . . , αn−1 ∈ R
(properly reindexed if required) of n-th roots of an element a ∈ R, with n a
power of 2, is said to be a twofold set of n-th roots if i ≡ j (mod 2log(n)−k)

implies αi
2k = αj

2k for k from 0 to log(n).

We can visually represent it as a full binary tree like in Figure 1. Observe
the evaluation points, leafs in the tree, appear in bit-reversed order.

a

α 0

α 00

α 000 α 100

α 10

α 010 α 110

α 1

α 01

α 001 α 101

α 11

α 011 α 111

Figure 1: Twofold set of 8-th roots

Remark 3. Given α0, . . . , αn−1 a twofold set of n-th roots of a ∈ R then the set
{α0

2, . . . , αn/2−1
2} is a twofold set of n/2-th roots of a.

Choosing as evaluation points a twofold set of roots α0, . . . , αn−1 we have
that for every 0 ≤ i < n/2 the equality αi

2 = αi+n/2
2 holds and we can write

g(αi) = g0(αi
2) + αi · g1(αi

2)

g(αi+n/2) = g0(αi
2) + αi+n/2 · g1(αi

2).

We can use it to present our first general description of a Fast Fourier Trans-

9



form (FFT) Algorithm 3.

Algorithm 3: FFT

Input: A polynomial g(x) of degree bounded by n and a twofold set

α0, . . . , αn−1 of n-th roots of a

Result: Evaluations of g(x) at α0, . . . , αn−1

1 if n = 1 then return g;

Split g(x) into g0(x) and g1(x).

2 y0 := FFT(g0(x), α0
2, . . . , αn/2−1

2)

3 y1 := FFT(g1(x), α0
2, . . . , αn/2−1

2)

4 return y0 + y1 ⊙ (α0, . . . , αn/2−1)||y0 + y1 ⊙ (αn/2, . . . , αn−1)

Analyzing its computational cost now we find that computing the n-FFT
takes as much time as computing two n/2-FFT plus a linear amount of products
and additions in R (T (n) = 2T (n/2) +O (n)). Using again [3] we end up with
a total cost O (n logn). Observe that now this is the total cost of the transform
and not per evaluation as it was the case before.

Condition 3 (Twofold set of roots). We say a set of points satisfies Condition 3
if it is a twofold set.

Remark 4. Choosing the evaluation points as a twofold set of n-th roots of
a ∈ R is a sufficient condition for the existence of an efficient FFT.

Observe that, by definition, Condition 3 implies Condition 2. However we
prefer to treat it separately as it is sufficient for an efficient implementation but
unnecessary for a general pointwise product method.

We are going to use the following notation. For any i ∈ {0, 1, . . . , n− 1} let
ı = i+ n/2 rem n. Analogously with j and .

3.2 Efficient evaluation of T−1

In order to obtain an efficient multiplication algorithm we need not only an
efficient transform algorithm but also an efficient anti-transform algorithm.

Notice beforehand that, the same way we saw in Remark 3 that Condition 3
is preserved when squaring the evaluation points we should check if the same
holds with Condition 1. To do so we first require the following Lemma 1.

Lemma 1. Let α0, . . . , αn−1 be a twofold set of n-th roots of a with invertible
differences.

Then αı = −αi.

Proof. Since the set satisfies Condition 3 we know αi
2 = αı

2. That is

0 = αi
2 − αı

2 = (αi − αı)(αi + αı).

Using that the elements have invertible differences we obtain αi + αı = 0.

10



Proposition 2 (Squares of a set satisfying Conditions 1 to 3 also satisfy Condi-
tions 1 to 3). Let α0, . . . , αn−1 be a twofold set of n-th roots of a with invertible
differences.

Then the set α0
2, . . . , αn/2−1

2 is a twofold set of n/2-th roots of a with
invertible differences.

Proof. From the definition of a twofold set it directly follows that the set of
squares α0

2, . . . , αn/2−1
2 is a twofold set of n/2-th roots of a.

We only need to check if the differences among the squares are still invertible.

αi
2 − αj

2 = (αi − αj)(αi + αj) = (αi − αj)(αi − α).

Using Lemma 1 we have seen the differences among the squares are products
of differences among original elements, invertible by hypothesis, implying the
squares also satisfy the conditions.

After these preliminaries one can define the anti-transform from a construc-
tive point of view by reversing the transform algorithm or explicitating the
inverse of the transform matrix. However, to get a deeper insight we are going
to describe it using the language of Lagrange interpolation.

Given an indexed set of points {αi}n−1
i=0 with invertible differences and the

evaluations of a polynomial in such points {g(αi)}n−1
i=0 we can recover the original

polynomial g(x) using Lagrange polynomials l
{αj}

n−1
j=0

i (x) as

g(x) =

n−1∑

i=0

g(αi)l
{αj}

n−1
j=0

i (x), l
{αj}

n−1
j=0

i (x) =

n−1∏

j=0
j 6=i

x− αj

αi − αj
.

The key point is to observe that, due to the particular requirements of our
set of evaluation points, that is Conditions 1 to 3, our Lagrange polynomials
factorize in a special way.

Using Lemma 1 we can see how the Lagrange polynomial splits.

l
{αj}

n−1
j=0

i (x) =
n−1∏

j=0
j 6=i

x− αj

αi − αj

=
x− αı

αi − αı

n/2−1∏

j=0
j 6≡i

(mod n/2)

(
x− αj

αi − αj

)(
x− α

αi − α

)

=
x− αı

αi − αı

n/2−1∏

j=0
j 6≡i

(mod n/2)

x2 − αj
2

αi
2 − αj

2

= l
{αi,αı}
i (x)l

{αj
2}

n/2−1

j=0

i rem n/2 (x
2).

11



It is crucial to note that with a twofold set l
{αj

2}
n/2−1

j=0

ı rem n/2 (x) = l
{αj

2}
n/2−1

j=0

i rem n/2 (x).

Then we can write

g(x) =

n−1∑

i=0

g(αi)l
{αj}

n−1
j=0

i (x)

=

n−1∑

i=0

g(αi)l
{αi,αı}
i (x)l

{αj
2}

n/2−1

j=0

i rem n/2 (x)

=

n/2−1∑

i=0

(
g(αi)l

{αi,αı}
i (x) + g(αı)l

{αi,αı}
ı (x)

)
l
{αj

2}
n/2−1

j=0

i (x2).

Once we have this decomposition the advantage of this language is that it
allows us to interpret it. We were considering g(x) as g0(x

2) + xg1(x
2). Poly-

nomials l
{αj

2}
n/2−1
j=0

i (x) would help us interpolate g0(x) and g1(x) if we had their
images {g0(αi

2)} and {g1(αi
2)}. However the images we have are {g(αi)}. But

then l
{αi,αı}
i (x) and l

{αi,αı}
ı (x) are precisely the polynomials that interpolate

g0(αi
2)+xg1(αi

2) (a polynomial of degree 1 that has the desired evaluations as
coefficients) from g(αi) and g(αı).

As we are going to use it later lets explicitate

g(αi)l
{αi,αı}
i (x) + g(αı)l

{αi,αı}
ı (x) = αi

(
g(αi) + g(αı)

αi − αı

)
+ x

(
g(αi)− g(αı)

αi − αı

)
.

This can be used to build an efficient interpolation algorithm. From the n
evaluations of a polynomial g of degree bounded by n at points {αi}n−1

i=0 we can

recover the evaluations of polynomials g0 and g1 at points {αi
2}n/2−1

i=0 (this is
done with interpolations of polynomials of degree bounded by 2, so each requires
a constant time and we need a total of O(n) operations). Then we use them
to interpolate g0 and g1, each of them polynomials of degree bounded by n/2
belonging to R[x]/

〈
xn/2 − a

〉
. That is T (n) = 2T (n/2)+O(n), and we end up

12



again achieving T (n) = O (n logn).

Algorithm 4: IFFT

Input: A vector of evaluations y of size n and a twofold set

α0, . . . , αn−1 of n-th roots of a with invertible differences

Result: Coefficients of a polynomial g(x) interpolating y at

α0, . . . , αn−1

1 if n = 1 then return y;

2 for i← 0 to n/2− 1 do

y0[i] := αi

(
y[i]+y[i+n/2]
αi−αi+n/2

)

y1[i] :=
(

y[i]−y[i+n/2]
αi−αi+n/2

)

end

3 g0(x) := IFFT(y0, α0
2, . . . , αn/2−1

2)

4 g1(x) := IFFT(y1, α0
2, . . . , αn/2−1

2)

5 return g0(x
2) + xg1(x

2)

3.3 Efficient multiplication algorithm in R[x]/ 〈xn − a〉
Combining both Algorithms 3 and 4 we describe in Algorithm 5 an efficient
multiplication algorithm in R[x]/ 〈xn − a〉.
Algorithm 5: Efficient FFT Multiplication

Input: Two polynomials g(x), h(x) of degree bounded by n

Auxiliary: A twofold set α0, . . . , αn−1 of n-th roots of a with

invertible differences

Result: The product (g · h)(x) of g(x) and h(x) in R[x]/ 〈xn − a〉
1 g := FFT(g(x), α0, . . . , αn−1)

2 h := FFT(h(x), α0, . . . , αn−1)

3 f := g ⊙ h

4 f(x) := IFFT(f , α0, . . . , αn−1)

return f(x)

Thereby our work is to study the existence of sets of evaluation points sat-
isfying Conditions 1 to 3 and how to find them in our desired R.

13



4 Characterization of suitable sets of evaluation

points in the ring Zm[x]/ 〈xn − a〉
In this section we focus on Zm and study the relations among the given condi-
tions to see that these are precisely the required notions and provide necessary
and sufficient conditions for the existence of proper evaluation sets.

We can start certifying that Conditions 1 to 3 are indeed independent in
general.

Proposition 3 (Condition 3 does not imply Condition 1 in Zm if m is not a
power of a prime). Let α0, . . . , αn−1 be a twofold set of n-th roots of a in Zm,
where m is not a power of a prime. There is a twofold set of n-th roots of a in
Zm without invertible differences.

Proof. Decomposing m = pq with p and q coprime proper factors we can always
construct another twofold set defining α′

i ≡ αi (mod p) but α′
i ≡ α0 (mod q).

It would be a twofold set but none of their differences would be invertible.

When the modulus is a power of a prime pe invertibility comes from being
different modulo p, which is not implied in general by being different modulo
pe. We have first to further characterize n-th roots in Zpe when p is prime to
address this particular case.

Theorem 4 (Hensel’s lemma as in Theorem 2.23 from [13]). Suppose that f(x)
is a polynomial with integral coefficients. If f(x0) ≡ 0 (mod pe) and f ′(x0) 6≡ 0
(mod p), then there is a unique t (mod p) such that f(x0+tpe) ≡ 0 (mod pe+1).

In our case we are particularly interested in f(x) = xn − a, with n a power
of 2, so f ′(x) = nxn−1. Since our solutions are n-th roots of a (when considered
modulo pe and therefore also modulo p) nx0

n−1 6≡ 0 (mod p) as long as p 6= 2
and a 6= 0.

Corollary 5. There is a one to one correspondence of n-th roots in Zpe and in
Zp, where p is an odd prime.

Proof. On the one hand we can see each root in Zpe as a root in Zp by applying
(rem p).

On the other hand one just needs to apply Theorem 4 iteratively e− 1 times
from Zp to Zpe .

In particular this implies the order, as elements of the group, is preserved
given that powers of a root are uniquely lifted to powers of the lifted root.

Remark 5. We omit here the case p = 2 as in the following sections we are going
to see that other conditions forbid this particular case.

Proposition 6 (Condition 2 implies Condition 1 in Zm ifm is a power of an odd
prime). Let m = pe, with p an odd prime, and let α0, . . . , αn−1 be n different
n-th roots of a in Zpe . Then αi − αj is invertible in Zpe for all i 6= j.

14



Proof. Every αi is a root of f(x) = xn − a when considered modulo p. By
the previous corollary we have αi 6≡ αj (mod pe) implies αi 6≡ αj (mod p).
Therefore gcd(αi − αj , p) = 1 as we wanted.

Proposition 7 (Condition 3 implies Condition 1 in Zm if m is a power of an
odd prime). Let m = pe, with p an odd prime, and let α0, . . . , αn−1 be a twofold
set of n-th roots of a in Zpe . Then αi − αj is invertible in Zpe for all i 6= j.

Proof. Condition 3 implies Condition 2 and Condition 2 implies Condition 1.

Working with an arbitrary modulus m, that has m = p1
e1 . . . pk

ek as its
prime decomposition, we can completely determine any d ∈ Zm, via the Chinese
Remainder Theorem (CRT), from d(i) such that

d(1) ≡ d (mod p1
e1)

d(2) ≡ d (mod p2
e2)

...

d(k) ≡ d (mod pk
ek).

Using this representation we can prove the following theorem.

Theorem 8 (Conditions 1 and 2 hold if and only if Condition 2 holds modulo
every pj

ej ). Let α0, . . . , αn−1 ∈ Zm be a set of different n-th roots of a ∈ Zm,
and let m = p1

e1 . . . pk
ek be the prime decomposition of an odd module m.

The differences among these elements are invertible modulo m if and only if
all the elements are still different when considered modulo any of the pj

ej .

Proof. Follows the same ideas as the previous propositions, since an element
is invertible if and only if it is invertible modulo all the coprime factors of a
factorization of its modulus and we have seen (Corollary 5) that such roots are
different modulo pj

ej if and only if they are different modulo pj , and therefore
have invertible differences.

The same way we can see how other implications are not true in general
either.

Proposition 9 (Conditions 1 and 2 do not imply Condition 3 in Zm if m is
not a power of a prime). Not every n-set of n-th roots of a ∈ Zm with invertible
differences is a twofold set of n-th roots. It is not the case in general, not even
for roots of unity.

Proof. Consider the following set of 4-th roots of unity in Z65:

124 ≡ 1 (mod 65) 122 ≡ 14 (mod 65)

144 ≡ 1 (mod 65) 142 ≡ 1 (mod 65)

184 ≡ 1 (mod 65) 182 ≡ 64 (mod 65)

214 ≡ 1 (mod 65) 212 ≡ 51 (mod 65)
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And their set of differences is {2, 3, 4, 6, 7, 9}, all of them invertible elements
modulo 65.

Observe that the evaluation points from the example are indeed, after some
reorderings, a twofold set of n-th roots of unity in Z5 and in Z13, but the
reorderings are different.

122 ≡ 182 (mod 5) 122 ≡ 142 (mod 13)

142 ≡ 212 (mod 5) 182 ≡ 212 (mod 13)

Once again the proposition does hold if we work modulo a power of an odd
prime. To prove it we require a couple of lemmas that show the important
role of roots of unity and allow us to focus on them with the goal of better
understanding these orderings.

Lemma 10 (Conditions 1 and 2 imply the evaluation points are invertible). Let
α0, . . . , αn−1 be different n-th roots of a in Zm such that αi−αj is invertible in
Zm for all i 6= j. Then αi is invertible in Zm for all i.

Proof. Choose two indices i and j and let d be a square-free common divisor
of αi and m. Since αi

n ≡ a (mod m) and αj
n ≡ a (mod m) we have that

m|αi
n − αj

n, implying that d|αj (here we have to use that d is square free).
We would finally get d|αi − αj but we know gcd(αi − αj ,m) = 1 and therefore
d = 1, proving gcd(αi,m) = 1 for all i.

Remark 6. If roots of a are invertible it directly follows that a itself has to be
invertible. We will impose it when required since this argument implies it is a
necessary condition for the existence of the inverse transform T−1.

Lemma 11 (Roots of a and roots of 1). Let a ∈ Zm. The following two
statements are equivalent:

(i) The set α0, . . . , αn−1 ∈ Zm satisfies Conditions 1 and 2.

(ii) The set α0, . . . , αn−1 ∈ Zm can be constructed from an invertible n-th root
of a, lets denote it α, and n different n-th roots of unity ω0, . . . , ωn−1 with
invertible differences in Zm such that αi = αωi.

Proof. Lets prove both implications:

• (i) =⇒ (ii)

Let α0, . . . , αn−1 be the roots satisfying the conditions.

We can define α = α0 (invertible by Lemma 10) and ωi = αi · α0
−1. We

can check ωi are roots of unity and their differences are invertible

(ωi − ωj)
−1 =

(
αi

α0
− αj

α0

)−1

= α0 · (αi − αj)
−1.
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• (ii) =⇒ (i)

Let α, ω0, . . . , ωn−1 be a set of roots satisfying the conditions.

Define now αi = α · ωi. Again by construction all αi are n-th roots of a
and their differences are invertible since

(αi − αj)
−1

= (α · ωi − α · ωj)
−1

= α−1(ωi − ωj)
−1

.

This motivates the definition of a sufficient condition that, as we are going
to see, will be necessary when m is a power of an odd prime.

Definition 2 ((α, ω)-set). Let α be any n-th root of an invertible a ∈ R and ω
an n-th root of unity in R of order n whose powers have invertible differences.
Then the set defined as αi = αωi is said to be an (α, ω)-set.

Condition 4 ((α, ω)-set). We say a set of evaluation points satisfies Condition 4
if (after some reordering) it is an (α, ω)-set for some α, ω ∈ R.

Remark 7. Let m = p1
e1 . . . pk

ek be the prime decomposition of the module m.
An n-th root of unity ω ∈ Zm can be determined from ω(i) ≡ ω (mod peii ) and
the order of ω is just the least common multiple of the orders of ω(i) in Zp

ei
i
.

Since we choose n to be a power of 2 and all the orders of each ω(i) divide n the
least common multiple is just going to be the maximum of the orders. Then,
for ω to be an n-th root of unity of order n it is only necessary that one of
these ω(j) has order n. However as we also need to impose invertibility of the
differences of its powers then every ω(i) has to have order n.

Proposition 12 (Condition 4 implies Conditions 1 to 3). An (α, ω)-set in Zm

is a twofold set of n-th roots of a with invertible differences.

Proof. Let αi = αωi and let m = p1
e1p2

e2 . . . pk
ek be the prime decomposition

of m.
We can start checking Condition 1. From the proof of Lemma 11 we know

an (α, ω)-set of n-th roots satisfies Condition 1 if α is invertible and ωi−ωj are
invertible too.

Since a is invertible in Zm then α as an n-th root of a has to be invertible
too. Otherwise if α ≡ 0 (mod pj) for some j then a ≡ 0 (mod pj) for the same
j and it would not be invertible either, contradicting the statement.

The second condition is ensured from the definition. Then every difference
is invertible modulo m.

Condition 2 follows from the construction of an (α, ω)-set.
Then for Condition 3 let i ≡ j (mod 2log(n)−k) and, without loss of general-

ity, assume i ≥ j and therefore i = j+ c ·2log(n)−k for some non-negative integer
c. Then

α2k

i = (α0ω
i)

2k

= α2k

0 ω(j+c·2log(n)−k)·2k = α2k

0 ωj·2k+c·n = (α0ω
j)

2k

= α2k

j .
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This condition is quite convenient, for example it allows us to explicitly
describe the transform from its Vandermonde matrix, as we mentioned before,

in a compact way as (V )i j = (αωi)
j
and (V −1)i j = 1

n (α
−1ω−j)

i
. Notice that

the inverse matrix looks like 1/n times the transpose of the evaluation matrix
of an (α−1, ω−1)-set. If we were working in Zm[x]/ 〈xn − 1〉 with α = 1 the
transpose would be irrelevant as the matrix would be symmetric and the same
efficient recursive evaluation techniques from the direct transform would work
directly for its inverse.

However even if Condition 4 implies Conditions 1 to 3 the converse is not
true in general. Besides that we can see it holds for some particular cases, when
m is a power of a prime.

Proposition 13 (Conditions 1 and 2 do imply Condition 4 in Zm ifm is a power
of an odd prime). Let α0, . . . , αn−1 be a set of n-th roots of a with invertible
differences in Zpe , with p an odd prime. This is (except reordering) an (α, ω)-set
of n-th roots of a in Zpe .

Proof. From Lemma 11 we deduce the existence of an invertible α and ω0, . . . ,
ωn−1 with invertible differences such that αi = α · ωi.

As Zp is a field its multiplicative group is a cyclic group of order p−1. Then
the set of n-th roots of unity in Zp is also a group, and as a subgroup of a cyclic
group it is also cyclic.

It is also known that xn− 1 has at most n solutions modulo p (Theorem 2.6
from [13]), therefore the n roots ωi (rem p) (all different since αωi (rem p) are
lifted to different points in Zpe) form the whole cyclic group of roots of unity
and in consequence are generated by one of them.

As there is a one to one correspondence among n-th roots in Zp and in Zpe

the original ωi ∈ Zpe are generated too by one ω of order n. That is, there
exists a permutation π such that ωπ(i) = ωi.

After this reordering defined by π the set απ(0), απ(1), . . . , απ(n−1) is an
(α, ω)-set.

Proposition 14 (Conditions 1 and 2 do imply Condition 3 in Zm ifm is a power
of an odd prime). Let α0, . . . , αn−1 be a set of n-th roots of a with invertible
differences in Zpe , with p an odd prime. This is (except reordering) a twofold-set
of n-th roots of a in Zpe .

Proof. Direct as we know by Proposition 13 that Conditions 1 and 2 imply
Condition 4 in Zm if m is a power of an odd prime and Condition 4 always
implies Condition 3, as seen in Proposition 12.

This new condition seems the right choice, and the FFT is usually introduced
from constructions equivalent to this definition, but we should study first if
restricting to this particular set of evaluation points reduces the options for
computing an FFT multiplication when m is not a power of an odd prime.

Once again Conditions 1 and 2 being true modulo every pj
ej should im-

ply that Condition 4 holds modulo every pj
ej , but the permutations might be

different.
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There are cases where these permutations allow Condition 3 to be true while
Condition 4 is not.

Theorem 15 (Conditions 1 to 3 do not imply Condition 4 in general, but imply
the existence of a set satisfying Condition 4). Let α0, . . . , αn−1 be a twofold set
of n-th roots of a with invertible differences in Zm, where m is odd and not a
power of a prime and n is a power of two greater than 22. Then a has an inverse
in Zm, there is both a twofold set α′

0, . . . , α
′
n−1 of n-th roots of a in Zm with

invertible differences not satisfying Condition 4 and a set α′′
i = αωi where α is

an n-th root of a and ω is a root of unity of order n with all its powers having
invertible differences, that is, an (α, ω)-set.

Proof. Following Lemma 10 we get a is invertible.
Let m = p1

e1p2
e2 . . . pk

ek be the prime decomposition of m.
There is a unique (except reordering) twofold set of n-th roots of a with

invertible differences in Zpj
ej . This is the case since the values of each of the

roots of a modulo pj
ej are completely determined, being the unique elements

lifted to Zpj
ej from the unique n roots of a in Zpj . By Proposition 13 it satisfies

Condition 4. The only thing we could choose is the respective order they have.
This order is irrelevant in Zpj

ej but becomes important when considering
Zm as once we fix an order modulo p1

e1 the different respective orders for the
remaining pj

ej would produce different elements in Zm.
From the twofold set definition we got a tree structure in Figure 1 and

a specific notation for the points (a bit decomposition of the index). The
twofold structure is only preserved by the tree structure, so the only possible
reorderings are those that come from swapping left and right children of a node.
That is, choosing bi−1 . . . b0 (an internal node), and mapping αblog(n)−1...bi...b0 to
αblog(n)−1...bi...b0

for all blog(n)−1, . . . , bi+1 still preserves this structure.

For example, choosing nodes α1 and α10 we obtain a different ordering like
in Figure 2.

This means that given a twofold set there are exactly 2n−1 possible reorder-
ings (since the tree has exactly n− 1 inner nodes and we can swap or not each
of them).

When odd m is not a power of a prime once we fix the order of the roots
modulo p1

e1 each possible reordering of the roots modulo pj
ej for the remaining

j produces a new twofold set with invertible differences, for a total of 2(k−1)(n−1)

possibilities.
On the other hand we can count the number of (α, ω)-sets. To do so it

is important to notice that (α, ω) and a different pair (β, ξ) can generate the
same set (just in a different order). If that is the case let π ∈ Sn be the
permutation such that βi = απ(i). Let c = π(0), then β = β0 = απ(0) = αωc.

Let d = π(1) − π(0), then ξ = β1/β0 = απ(1)/απ(0) = (αωπ(1))/(αωπ(0)) =

ωπ(1)−π(0) = ωd.
This allows us to completely characterize permutation π as

βi = βξi = αωc(ωd)
i
= αωc+di = αc+di.
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Figure 2: Twofold set of 8-th roots swapping left and right descendants of α1

and α10

For π to be a permutation d has to be invertible modulo n so it has to be odd.
That is everything required as any pair of c ∈ Zn and odd d ∈ Zn would

produce a new set of generators (αωc, ωd) for the same set. That is, each
(α, ω)-set with invertible differences can be constructed from n2/2 different pairs
of roots of a and 1 (we have n options for c and n/2 options for d).

Then, from the existence of a twofold set with invertible differences and
previous propositions we know there are n possible α(j) roots of a in Zpj

ej and
n/2 possible ω(j) roots of unity in Zpj

ej of order n that when combined via the
CRT would define an (α′′, ω′′)-set with invertible differences. That is a total
of n2k/2k pairs of generators, and since every set is defined by n2/2 pairs we
would have n2(k−1)/2(k−1) unique sets.

However, if n > 22 then 2(k−1)(n−1) > n2(k−1)/2(k−1) and therefore some of
the 2(k−1)(n−1) sets {α′

i}i satisfying Conditions 1 to 3 would not satisfy Condi-
tion 4.

This important theorem ensures that, even if Condition 4 is not necessary to
design an efficient FFT multiplication algorithm, as it is sometimes indirectly
taken for granted in the literature, we can safely assume it when working in
Zm[x] as it adds no additional restrictions on m to the necessary Conditions 1
to 3. Only having done this analysis we can safely use (α, ω)-sets when conve-
nient without loosing any generality.

4.1 Existence and construction of suitable roots in Zm

Once we have established the necessary conditions for the transform to be useful
to efficiently compute the product of two polynomials modulo xn−a we are left
with the task of studying whether such points exist in our desired ring and how
to find them.
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As we have seen in Theorem 15 the existence of suitable points satisfying
Conditions 1 to 3 implies the existence of an (α, ω)-set satisfying Condition 4.
For convenience we are going to characterize when such set of points exists and
how to find it.

Remark 8. When R = C we just have to choose ω = e
i2π
n and α = n

√
a (for

example α = 1 if a = 1 or α = e
iπ
n if a = −1). This choice is the standard

Fourier Transform and it is usually introduced directly in the literature.

Now we can consider the case R = Zm.
On the one hand finding a primitive n-th root of unity ω in Zm, that is,

an n-th root of unity of order n, such that all its powers have invertible differ-
ences implies finding a primitive n-th root of unity ω(i) in every Zpi

ei and then
reconstruct ω using the CRT.

That way we have reduced the problem of finding a primitive n-th root of
unity in Zm for an arbitrary m to finding a primitive n-th root of unity in Zpe .

The proof of Theorem 4 in [13] explicitly tells us how to lift a solution xe

modulo pe to a solution xe+1 modulo pe+1. It can be computed recursively using
xe+1 ≡ xe − f(xe)f ′(x1) (mod pe+1) where f ′(x1) is the inverse of f ′(x1) when
considering it in Zp. Recall f(x) was x

n − a and therefore f ′(x) = nxn−1.

The only step of this computation that is not immediate is to compute f ′(x1).
Since we are sure f ′(x1) is not 0 modulo p we can use the Extended Euclidean
algorithm to compute integers r and s so that f ′(x1)r+ ps = gcd(f ′(x1), p) = 1
and r would be the desired f ′(x1).

We finally want to analyze under which conditions on p and n do primitive
n-th roots of unity exist in Zp and how to find them. We obtain necessary
conditions from Fermat’s Little Theorem 16.

Theorem 16 (Fermat’s Little Theorem as in Theorem 2.7 from [13]). Let p be
a prime. If p 6 |x0 then

x0
p−1 ≡ 1 (mod p).

Corollary 17. If Zp contains an n-th root of unity of order n then n|p− 1.

Proof. Let x0 be an n-th root of unity of order n in Zp. By Theorem 16 we
have x0

p−1 ≡ 1 (mod p) and therefore its order divides p − 1, that is, n|p − 1
or p = kn+ 1 for an integer k.

Remark 9. Taking advantage of this condition, in the particular case f(x) =
xn ± 1, the calculation of f ′(x1), with x1 an n-th root of ∓1 modulo p, can
now be computed explicitly as f ′(x1) = ±x1(p− 1)/n, as can be easily checked
computing f ′(x1) · f ′(x1) and getting (±x1(p− 1)/n)(nx1

n−1) ≡ 1 (mod p).

Remark 10. This necessary condition rules out all the additional considerations
we were having about n 6≡ 0 (mod pi), for example ensuring m has to be odd.
Observe that in Algorithm 4 we have to compute a quotient with αi − αı, that
is, 2αi in the denominator. Requesting Conditions 1 to 3 always implies that
twice the unity of the ring has to be invertible (via Lemmas 1 and 10).

Corollary 18. Zp contains n-th roots of unity of order n if and only if n|p− 1.
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Proof. We have already seen one implication, lets consider now Zp with n|p−1.
We know the multiplicative group Z∗

p is cyclic. Take a generator g, it has order

p−1 and since n|p−1 we can choose ω = g(p−1)/n and by construction it would
be an n-th root of unity of order n.

Remark 11. Notice that, by Dirichlet’s theorem on arithmetic progressions,
there are infinitely many primes of this form.

Now we can start computing α (mod pj) and ω (mod pj). Choosing uj a

quadratic nonresidue in Zpj we can let ω(j) ≡ u
(pj−1)/n
j ∈ Zpj and then lift it

to Zpj
ej using again the constructive proof of Theorem 4.

Notice first that there is no known deterministic polynomial-time algorithm
able to find a quadratic nonresidue (see [1]) however checking if a uniformly
random element from Z∗

pj
is a quadratic nonresidue can be done computing the

Legendre symbol
(

uj

pj

)
≡ uj

(pj−1)/2, as it is −1 if and only if it is a quadratic

nonresidue modulo p (see Theorem 3.1 from [13]), and has a success probability
of almost one half.

On the one hand we know n|pj − 1 is a condition for the existence of
appropriate roots, so ω(j) = uj

(pj−1)/n is well defined. Its n-th power is
ω(j)

n = uj
pj−1 = 1 (once again by Theorem 16).

The only thing we have left is to check all its powers have invertible differ-
ences. If it was not the case then ω(j) would have order k with k < n. This
cannot be possible because since we already know ω(j)

n = 1 then it would imply
k|n, and if k was a power of 2 strictly smaller than n we would get a contradiction

as, by construction, −1 = u
(pj−1)/2
j = ω(j)

n/2 =
(
ω(j)

k
)n/(2k)

= 1n/(2k) = 1.
This ensures our final ω meets the required conditions.
For computing α we might have different approaches. If a = 1 the trivial

solution α = 1 works perfectly fine for our purposes. If a = −1 we can follow
an analogous procedure, noticing that as n-th roots of −1 are 2n-th roots of 1
the condition is now that 2n|pj − 1, and let α(j) ≡ uj

(pj−1)/2n (mod pj), once
again lifting them and computing the final α from its CRT representation.

If a 6= ±1 then our alternative would be to make use of the Tonelli–Shanks
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Algorithm [15].

Algorithm 6: Tonelli–Shanks ([15])

Input: An odd prime p, a quadratic residue a ∈ Zp and a nonresidue

u ∈ Zp

Result: An element α ∈ Zp square root of a

1 Let v and s be such that p− 1 = v2s and v is odd.

2 Let

k ← s

c← uv

t← av

r ← a
v+1
2

3 while t 6= 0 ∧ t 6= 1 do

Find least i, 0 < i < k, such that t2
i

= 1

Let d← c2
k−i−1

and set
k ← i

c← d2

t← td2

r ← rd

end

4 if t = 0 then

return α = 0

end

5 if t = 1 then
return α = r

end

This algorithm allows us to compute a square root of a quadratic residue
in Zp. Note this algorithm uses again as an auxiliary element a quadratic

nonresidue. Iteratively applying it we can use α(j)
n/2i (mod pj) the 2i-th root

of a to compute its square root α(j)
n/2i+1

, until we finally reach α(j), from which
we can recover α.

Coming back again to the case xn + 1, we describe every step to compute
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(α, ω) in Algorithm 7.

Algorithm 7: Computation of α and ω

Input: A power of two n and a modulus m (with known factorization)

Result: Suitable (α, ω) roots of −1 and 1

Let m = p1
e1 . . . pk

ek be the prime decomposition of m.

1 Ensure 2n|pj − 1 for every prime and abort otherwise.

for j ← 1 to k do

2 /* obtain a quadratic nonresidue in Zpj */

tests = False; // whether a candidate is a nonresidue

while not tests do

uj
R←− Zpj ; // choose a nonresidue candidate

if u
(pj−1)/2
j ≡ −1 (mod pj) then

tests = True; // it is a nonresidue

end

end

3 /* compute α and ω (mod pj
ej ) */

α(j) = u
(p−1)/2n
j ; // compute α (mod pj)

ω(j) = u
(p−1)/n
j ; // compute ω (mod pj)

c, aux = ExtEuclides(nα2n−1
(j) , pj); // compute f ′(α(j))

d, aux = ExtEuclides(nωn−1
(j) , pj); // compute f ′(ω(j))

for e← 2 to ej do // apply Hensel Lemma

α(j) ← α(j) − (αn
(j) + 1)c rem pj

e; // lift from pj
e−1 to pj

e

ω(j) ← ω(j) − (ωn
(j) − 1)d rem pj

e; // lift from pj
e−1 to pj

e

end

end

4 Reconstruct α from (α(1), . . . , α(k)); // via the CRT

5 Reconstruct ω from (ω(1), . . . , ω(k)); // via the CRT

return (α, ω)

5 FFT Generalizations

As we have seen in Section 4 we only have suitable evaluation points in the ring
Zm[x]/ 〈xn + 1〉 if m = p1

e1 . . . pk
ek is such that every pi ≡ 1 (mod 2n).

These congruences are deeply related to the factorization of xn + 1 (irre-
ducible in Z[x]) when considered modulo m. It has been described in [12]
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where Theorem 19 is presented.

Theorem 19 (Corollary 1.2 in [12]). Let n ≥ d > 1 be powers of 2 and p ≡ 2d+1
(mod 4d) be a prime. Then the polynomial xn + 1 factors as

xn + 1 ≡
d−1∏

j=0

(
xn/d − αj

)
(mod p)

for distinct αj ∈ Z∗
p, where xn/d − αj are irreducible in Zp[x].

Theorem 19 can also be generalized to a not necessarily prime modulus m
taking advantage of the results discussed in the previous sections.

Theorem 20 (Generalization of Theorem 19 to a not necessarily prime modulus
m). Let n ≥ d > 1 be powers of 2, m = p1

e1 . . . pk
ek the prime decomposition of

m such that pi ≡ 2d+ 1 (mod 4d). Then the polynomial xn + 1 factors as

xn + 1 ≡
d−1∏

j=0

(
xn/d − αj

)
(mod m)

for distinct αj ∈ Z∗
m.

Proof. Notice first pi ≡ 2d+ 1 (mod 4d) implies pi ≡ 1 (mod 2d), therefore by
the results discussed in Section 4.1 we know there exists a twofold set of d-th
roots of −1 with invertible differences α0, . . . , αd−1. From Lemma 10 we know
each αi ∈ Z∗

m. We also know from Lemma 1 that

d−1∏

j=0

(
xn/d − αj

)
≡

d/2−1∏

j=0

(
xn/d − αj

)(
xn/d − α

)
≡

d/2−1∏

j=0

(
x2n/d − αj

2
)
.

Given that squares preserve the initial properties (as seen in Proposition 2)

iteratively applying the same idea we finally get

d−1∏

j=0

(
xn/d − αj

)
≡ xn + 1

(mod m) as desired.

This implies that, under the necessary conditions for an FFT multiplication
algorithm, xn+1 fully splits in linear factors when considered modulo m. How-
ever sometimes this is not the case and we are enforced to use modulus that
specifically require xn + 1 to split in a smaller number of factors.

That is the case of some cryptographic constructions that use Theorem 19
from [12] (or similar versions) to guarantee the invertibility of particular subsets
of elements in Zm[x]/ 〈xn + 1〉.

The condition pi ≡ 2d+ 1 (mod 4d) implies that there are d-th roots of −1
in Zm, but no 2d-th roots of −1. Therefore if d < n no suitable evaluation
points exist.
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However having only d-th roots of −1 does not prevent us from finding a
reasonably efficient multiplication algorithm. We cannot complete the recursion
strategy but we still can partially use it.

To do so we just need to apply a technique called n/d-degree striding (as
described in [4]), mapping our polynomials to a more convenient ring, defining
an auxiliary new variable y = xn/d. We can always consider R[x]/ 〈xn + 1〉 as
a subring of R[x, y]/

〈
xn/d − y, xn + 1

〉
, and observe we can also describe this

second ring as R[x][y]/
〈
xn/d − y, yd + 1

〉
.

With this simple change of variables we can now represent our original poly-
nomial as a polynomial in y with y-degree bounded by d that has as coefficients
polynomials in R[x] of x-degree bounded by n/d. As a polynomial in y it sat-
isfies all required conditions as we are only considering modulus yd + 1 and the
new ring R′ = R[x] does contain d evaluation points α0, . . . , αd−1 satisfying
Conditions 1 to 3.

With these d-th roots of −1 we can efficiently use g(x, y) and h(x, y) to
compute evaluations {g(x, αi)} and {h(x, αi)}, do a pointwise product in R[x]
(using an auxiliary multiplication algorithm, such as (Dual) Karatsuba) and
invert the transform to recover the product (g · h)(x, y) that directly gives us
the desired solution substituting again y with xn/d.

Observe that, the same way we have to choose an α that is a d-th root
of −1 to make the evaluation compatible with the quotient

〈
yd + 1

〉
the other

quotient
〈
xn/d − y

〉
implies that when computing the evaluation of the variable

y at α we obtain as a result a polynomial in R[x]/
〈
xn/d − α

〉
and therefore is

only defined modulo xn/d − α. This is an artifact of the technique due to the
additional variable introduced that has no impact in the process but helps us
keep these x-polynomials bounded when computing their products.

The running time for both the transform and the anti-transform is now
O (n log d) and the d products of polynomials of degree n/d that require each

O
(
(n/d)log 3

)
for a total of O

(
n log d+ d(n/d)log 3

)
.

From an abstract point of view we could directly apply Algorithm 5, as it
was described for a general ring R and therefore we could use it just taking into
account to which ring each element belongs. However, for the sake of readability,
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we explicitate this generalization in Algorithm 8.

Algorithm 8: Generalized Efficient FFT Multiplication

Input: Two polynomials g(x), h(x) of degree bounded by n

Auxiliary: A twofold set α0, . . . , αd−1 of d-th roots of −1 with

invertible differences

Result: The product (g · h)(x) of g(x) and h(x) in Zm[x]/ 〈xn + 1〉
1 ĝ(y) := g(x) rem xn/d − y ; // polynomial in (Zm[x]) [y]

2 ĥ(y) := h(x) rem xn/d − y ; // polynomial in (Zm[x]) [y]

3 g := FFT(ĝ(y), α0, . . . , αd−1) ; // vector of polynomials in Zm[x]

4 h := FFT(ĥ(y), α0, . . . , αd−1) ; // vector of polynomials in Zm[x]

Define f a vector of polynomials in Zm[x] of size d.

5 for i← 0 to d− 1 do

f [i] := Karatsuba(g[i],h[i]) rem xn/d − αi

end

6 f̂(y) := IFFT(f , α0, . . . , αd−1)

7 f(x) := f̂(y) rem y − xn/d

return f(x)

5.1 Fast Chinese Remaindering

As we mentioned in the introduction, this particular issue of partially split-
ting rings, where we cannot directly apply the original full FFT to the initial
polynomials, has been studied in [12] for rings with prime modulus from a dif-
ferent point of view, considering FFT-like algorithms for efficiently applying the
Chinese Reminder Theorem [11, 17].

The main idea of these CRT approaches is to consider evaluations at αi as
representatives for g(x) (mod x − αi), sufficient for determining g(x) via the

CRT since xn + 1 ≡ ∏n−1
j=0 (x− αj) (mod m) (as we know from Theorems 19

and 20). The same kind of recursions apply, as both g(x) (mod x − αi) and
g(x) (mod x−αı) can be computed from g(x) (mod x2−αi

2) (in an equivalent
manner to what we saw in Section 3).

Given an twofold set α0, . . . , αd−1 of d-th roots of −1 what we do in Algo-
rithm 8 is precisely computing the reminders (rem xn/d − αi) that determine
the original polynomials via the CRT.

However we believe our presentation is still more direct and informative,
since the generalization to a not necessarily prime modulus in a partially split-
ting ring, not explored in [12], comes completely for free, while an interpretation
using the Chinese Reminder Theorem would technically require a much more
involved analysis when the ring is not a Principal Ideal Domain, or not even a
Unique Factorization Domain, as in order to verify the hypothesis of the theorem
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one should check whether some ideals are comaximal in order to ensure that ev-
ery mapping is indeed an isomorphism, and some conditions (as the requirement
for m to be odd) would only appear as artifacts of the construction.

Recall the evaluation g(α) of any polynomial in α is equivalent to computing
its remainder after dividing by x−α (this is known as the Polynomial Remainder
Theorem).

All the evaluations at each of the αi are just g(αi) = g(x) (rem x − αi).
We can see the vector whose components are these evaluations as the CRT
representation of the polynomial. Pointwise multiplication of these vectors of
evaluations for two polynomials g(x) and h(x) is just a multiplication in the CRT
domain and the interpolation consists of recovering the polynomial coefficients
from the CRT representations.

It seems just like a different interpretation of the same idea. It allows the
same analysis as the CRT representation over a set of factors can be computed
even if xn − a does not fully split.

The important point is that this argument works even if d 6= n, and we could
use it to represent any polynomial with d remainders (rem xn/d−αi), compute
the pointwise products among polynomials of degree bounded by n/d and then
recover back the product polynomial modulo xn − a.

Theorem 21 (CRT for Zm[x]/ 〈xn − a〉). Let xn− a =
∏d−1

i=0 (x
n/d −αi) where

{αi}i are a twofold set of d-th roots of a with differences invertible in Zm, then
Zm[x]/ 〈xn − a〉 ∼= Zm[x]/

〈
xn/d − α0

〉
× · · · × Zm[x]/

〈
xn/d − αd−1

〉
.

Proof. For convenience we are going to label the d roots as αblog(d)−1...b0 as we
did in Figure 1.

From an argument analogous to Theorem 20 we know that we can write

xn/2k − αbk−1...b0 = (xn/2k+1 − α0bk−1...b0)(x
n/2k+1 − α1bk−1...b0).

We have to prove that Zm[x]
/〈

xn/2k − αbk−1...b0

〉
is isomorphic to

Zm[x]
/〈

xn/2k+1 − α0bk−1...b0

〉
× Zm[x]

/〈
xn/2k+1 − α1bk−1...b0

〉
.

We can define a map from Zm[x] to

Zm[x]
/〈

xn/2k+1 − α0bk−1...b0

〉
× Zm[x]

/〈
xn/2k+1 − α1bk−1...b0

〉

by computing rem, and the kernel would be
〈
xn/2k+1 − α0bk−1...b0

〉⋂〈
xn/2k+1 − α1bk−1...b0

〉
.

That is, the map is also well defined from

Zm[x]
/〈

xn/2k+1 − α0bk−1...b0

〉⋂〈
xn/2k+1 − α1bk−1...b0

〉
.

So far this discussion has been completely general. However for this partic-
ular polynomials we have

〈
xn/2k+1 − α0bk−1...b0

〉
+
〈
xn/2k+1 − α1bk−1...b0

〉
∼= Zm[x].
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This is the case since

(xn/2k+1 − α0bk−1...b0)− (xn/2k+1 − α1bk−1...b0) = α1bk−1...b0 − α0bk−1...b0

which is invertible in Zm (as every difference of roots is invertible), implying

1 ∈
〈
xn/2k+1 − α0bk−1...b0

〉
+
〈
xn/2k+1 − α1bk−1...b0

〉
.

We can explicitly write this saying there are two polynomials g(x) and h(x)
such that

(xn/2k+1 − α0bk−1...b0)g(x) + (xn/2k+1 − α1bk−1...b0)h(x) = 1.

On the one hand this implies that the map is surjective. From the pre-
vious identity we know any pair of polynomials (a(x), b(x)) has a preimage

b(x)g(x)(xn/2k+1 − α0bk−1...b0) + a(x)h(x)(xn/2k+1 − α1bk−1...b0).
On the other hand this implies

〈
xn/2k+1 − α0bk−1...b0

〉⋂〈
xn/2k+1 − α1bk−1...b0

〉
=

〈
xn/2k − αbk−1...b0

〉
.

The right-hand side is directly a subset of the left-hand side. To see the
other inclusion we can check that for any

a(x) ∈
〈
xn/2k+1 − α0bk−1...b0

〉⋂〈
xn/2k+1 − α1bk−1...b0

〉
,

that is, there are polynomials b(x) and c(x) such that

a(x) = b(x)(xn/2k+1 − α0bk−1...b0) = c(x)(xn/2k+1 − α1bk−1...b0),

it is also true that

a(x) = a(x) · 1
= a(x)(xn/2k+1 − α0bk−1...b0)g(x) + a(x)(xn/2k+1 − α1bk−1...b0)h(x)

= c(x)(xn/2k+1 − α1bk−1...b0)(x
n/2k+1 − α0bk−1...b0)g(x)

+b(x)(xn/2k+1 − α0bk−1...b0)(x
n/2k+1 − α1bk−1...b0)h(x)

= (c(x)g(x) + b(x)h(x))(xn/2k − αbk−1...b0)

and therefore a(x) ∈
〈
xn/2k − αbk−1...b0

〉
.

Summing up the desired mapping is an isomorphism.
The main issue here is that CRT is usually defined for principal ideal domains

or at least unique factorization domains. If it is not the case, such as with our
construction, we have to specifically check these additional properties, such as〈
xn/2k+1 − α0bk−1...b0

〉
and

〈
xn/2k+1 − α1bk−1...b0

〉
being comaximal.
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The task we have is defined as follows. We have a polynomial g(x) ∈
Zm[x]/ 〈xn − a〉 and a twofold set {αblog(d)−1blog(d)−2...b0} of d-th roots of a with
invertible differences.

Our goal is to compute all gblog(d)−1...b0(x) = g(x) (rem xn/d−αblog(d)−1...b0).

To do so we start computing g0(x) = g(x) (rem xn/2−α0) and g1(x) = g(x)
(rem xn/2 − α1). This requires O (n) operations.

Then we notice g0b0(x) = g(x) (rem xn/4−α0b0) = gb0(x) (rem xn/4−α0b0)
and g1b0(x) = g(x) (rem xn/4 − α1b0) = gb0(x) (rem xn/4 − α1b0).

In general we can recursively compute gbibi−1...b0(x) = g(x) (rem xn/2i+1 −
αbibi−1...b0) = gbi−1...b0(x) (rem xn/2i+1−αbibi−1...b0). Therefore at this i-th level
computing each remainder takes O

(
n/2i

)
operations and has to be done O

(
2i
)

times, for a total cost of O (n).

Observe computing gbi−1...b0(x) (rem xn/2i+1−α0bi−1...b0) is done taking the
lower coefficients of gbi−1...b0(x) and adding the higher coefficients multiplied by
α0bi−1...b0 .

The same way, since α1bi−1...b0 = −α0bi−1...b0 we have that gbi−1...b0(x)

(rem xn/2i+1−α1bi−1...b0) is computed taking the lower coefficients of gbi−1...b0(x)
and subtracting the higher coefficients multiplied by α0bi−1...b0 .

Notice the multiplications are the same (and could be reused) and the only
difference is that we add or subtract depending on the case.

The number of levels is log(d) and we end up with O (n log(d)) operations
to compute the CRT representation of g(x) taking modulus over the d different
polynomials of degree n/d.

Algorithm 9: FFT (CRT)

Input: A polynomial g(x) of degree bounded by n and a twofold set

α0, . . . , αd−1 of d-th roots of a with invertible differences

Result: Remainders of g(x) when divided by

xn/d − α0, . . . , x
n/d − αd−1

if r = 1 then return g;

r {gblog(d)−2...b0} := FFT(g, α0
2, . . . , αd/2−1

2)

for blog(d)−2 . . . b0 ← {0, 1}log(d)−1
do

Split gblog(d)−2...b0 into gLblog(d)−2...b0
and gHblog(d)−2...b0

g0blog(d)−2...b0 := gLblog(d)−2...b0
+ gHblog(d)−2...b0

· α0blog(d)−2...b0

g1blog(d)−2...b0 := gLblog(d)−2...b0
− gHblog(d)−2...b0

· α0blog(d)−2...b0

end

return {gblog(d)−1blog(d)−2...b0}
At this point we could use Karatsuba’s algorithm to multiply them, that is,

a cost of O
(
d(n/d)

log2(3)
)
.

Then we have to invert this operations. To do so we could follow the
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same ideas inverting the operations at each level. To recover the lower part
of gbi−1...b0(x) we add g0bi−1...b0(x) + g1bi−1...b0(x) and divide by two (that is,
multiply each coefficient by 2−1). To recover the upper part we now subtract
them computing g0bi−1...b0(x) − g1bi−1...b0(x) and multiply each coefficient by

2−1(α0bi−1...b0)
−1

. The cost of this operations is again O (n log(d)).
As we have to divide by 2 at each level one could just skip this step and

divide by d at the end.

Algorithm 10: IFFT (CRT)

Input: A CRT representation g0 . . . gd−1 of a polynomial g(x) of degree

bounded by n, and a twofold set α0, . . . , αd−1 of d-th roots of a

with invertible differences

Result: The polynomial g(x)

if r = 2 then return 2−1
(
(g0 + g1) + xn/2(g0 + g1) · α0

−1
)
;

for blog(d)−2 . . . b0 ← {0, 1}log(d)−1
do

gblog(d)−2...b0 := 2−1(g0blog(d)−2...b0 + g1blog(d)−2...b0)+

xn/22−1(g0blog(d)−2...b0 − g1blog(d)−2...b0) · α0blog(d)−2...b0
−1

end

return IFFT({gblog(d)−2...b0}, α0
2, . . . , αd/2−1

2)

This alternative interpretation has then same properties and can also be
used to design the same efficient multiplication algorithms. We however believe
the previous presentation was more insightful.

6 Results and Discussion

The main result can be summarized in the following way, in order to design an
efficient multiplication algorithm in Zm[x]/ 〈xn − a〉 via an FFT the necessary
and sufficient condition is to have a set of n different n-th roots of a (Condition 2,
so that multiplication is compatible with congruence classes) with invertible
differences (Condition 1, so that the inverse transform is defined) such that its
recursive squares are equal two by two (Condition 3, so that the computation
can be efficiently done recursively).

This characterization is similar but not equivalent to the usual characteriza-
tion with roots of unity (Condition 4), which is sufficient but not necessary. We
have proven however that, as Theorem 15 states, restricting to sets satisfying
Condition 4 does not decrease the applicability of these efficient multiplication
algorithms as these (α, ω)-sets exist if and only if the necessary and sufficient
sets satisfying Conditions 1 to 3 exist.

As intermediate result we have also proven that these properties are indeed
independent in the general case, and we do believe that this analysis might
help to clarify whether some considerations and conditions usually stated in the
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folklore are fundamental considerations about the algebraic structure or just
conventions for a particular instantiation on a particular setting (as it is the
case with roots of unity).

This framework is also a general introduction to FFT-multiplication from
a rigorous mathematical point of view while still keeping it readable for an
audience not familiarized with more advanced algebraic considerations.

For example our analysis directly generalizes, as we have seen in Section 5,
to a ring where xn−a does not fully split and Zm is not a field, while alternative
interpretations are much more delicate to work with.
Acknowledgments. This work is partially supported by the European Union
PROMETHEUS project (Horizon 2020 Research and Innovation Program, grant
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