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Abstract

Much of the strength of quantum cryptography may be attributed to the no-cloning property

of quantum information. We construct three new cryptographic primitives whose security is

based on uncloneability, and that have in common that their security can be established via a

novel monogamy-of-entanglement (MoE) property:

• We define interactive uncloneable encryption, a version of the uncloneable encryption

defined by Broadbent and Lord [TQC 2020] where the receiver must partake in an in-

teraction with the sender in order to decrypt the ciphertext. We provide a one-round

construction that is secure in the information-theoretic setting, in the sense that no other

receiver may learn the message even if she eavesdrops on all the interactions.

• We provide a way to make a bit string commitment scheme uncloneable. The scheme

is augmented with a check step chronologically in between the commit and open steps,

where an honest sender verifies that the commitment may not be opened by an eaves-

dropper, even if the receiver is malicious. Our construction preserves the assumptions of

the original commitment while requiring only a polynomial decrease in the length of the

committed string.

• We construct a receiver-independent quantum key distribution (QKD) scheme, which

strengthens the notion of one-sided device independent QKD of Tomamichel, Fehr, Kan-

iewski, and Wehner (TFKW) [NJP 2013] by also permitting the receiver’s classical de-

vice to be untrusted. Explicitly, the sender remains fully trusted while only the receiver’s

communication is trusted. We provide a construction that achieves the same asymptotic

error tolerance as the scheme of TFKW.

To show security, we prove an extension of the MoE property of coset states introduced by

Coladangelo, Liu, Liu, and Zhandry [Crypto 2021]. In our stronger version, the player Charlie

also receives Bob’s answer prior to making his guess, thus simulating a party who eavesdrops

on an interaction. To make use of this property, we express it as a new type of entropic uncer-

tainty relation which arises naturally from the structure of the underlying MoE game.
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1 Introduction

An important feature of quantum information is the no-cloning principle — the property that an

arbitrary quantum state cannot be perfectly copied, unlike a classical string [Par70, WZ82, Die82].

This idea underpins many of the unique constructions in quantum cryptography [BS16], beginning

with quantum money [Wie83] and quantum key distribution (QKD) [BB84]. In this work, we

give three new constructions of cryptographic primitives that, at the intuitive level, make use of

uncloneability: uncloneable encryption with interactive decryption, uncloneable bit commitment,

and receiver-independent QKD. An important consequence of the uncloneability is that none of

these primitives can be secure classically — in fact, as classical information can always be copied,

the security is clearly unachievable.

In order to prove security of these primitives and formally reason about their “uncloneabil-

ity,” we show a strengthened form of the subspace coset state monogamy-of-entanglement (MoE)

property [CLLZ21, CV22], which is a bound on the winning probability of an MoE game built

using subspace coset states. MoE games are used to quantify the strength of quantum tripartite

correlations. They belong to the family of extended nonlocal games [JMRW16], which gener-

alise nonlocal games, but are highly distinct from them. The MoE game paradigm, introduced in

[TFKW13], has recently been used in various uncloneability-related cryptographic constructions

[BL20, BC23, CLLZ21]. An MoE game is played between two cooperating players, Bob and

Charlie, and an honest referee, Alice, all of whom may hold a quantum system. The subspace

coset MoE game (called the strong monogamy game in [CLLZ21]), proceeds as follows. First,

Alice samples a subspace a of dimension n/2 of the space of n-bit strings Zn
2 , and strings t, t′

uniformly at random, and prepares the coset state1

|at,t′〉 =
1

√

|a|
∑

u∈a

(−1)u·t
′|t+ u〉. (1)

She sends this state to Bob and Charlie, who may do arbitrary actions to split2 the state between

their two systems, after which they are isolated. Next, Alice provides them with a description of a.

In order to win, Bob must provide a vector from the coset t+a and Charlie must provide one from

t′ + a⊥, where a⊥ is the orthogonal complement of a. This game was shown in [CV22] to have an

exponentially small winning probability in n. We strengthen the relation by showing that the same

bound holds on a version of the game that is easier to win — Bob’s answer, whether or not it is

correct, leaks to Charlie before he makes his guess. In this way, we are able to see the information

that Charlie gets as messages sent during an interaction between Alice and Bob, on which he eaves-

drops. We refer to this bound on the winning probability as the leaky monogamy-of-entanglement

property.

1.1 Uncloneable encryption with interactive decryption

We introduce, study, and construct a variant of uncloneable encryption that allows for an interaction

during the decryption process. Uncloneable encryption as is currently understood was introduced

1We use lowercase rather than uppercase letters for subspaces as we aim to reserve the uppercase letters for registers

and random variables.
2Note that the splitting operation is represented by an arbitrary quantum channel, chosen by Bob and Charlie. It is

not necessarily something simple like a bipartition of the qubits.
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in [BL20], building on earlier concepts such as the tamper-evident encryption of [Got03] and the

MoE games of [TFKW13]. In its most general form, an uncloneable encryption scheme provides a

way to encrypt messages in such a way that they cannot be simultaneously read by two malicious

parties, Bob and Charlie, under the assumption that they are isolated once the encryption key is

released. To the best of our knowledge, it is unknown whether this is achievable in the plain model,

even if we allow computational assumptions. Uncloneable encryption schemes in the quantum ran-

dom oracle model (QROM) have been studied [BL20] and provide nearly optimal security. Other

computational assumptions have been considered: under the assumption of post-quantum one-way

functions, [AK21] show that it is possible to turn an uncloneable encryption scheme into one with

semantic security; and under the assumption of a post-quantum public key encryption scheme, they

show how to turn the scheme into a public-key uncloneable encryption scheme. Since all these rely

on the existence of uncloneable encryption, a key open question remains concerning the existence

of an “uncloneable bit” — an optimal uncloneable encryption scheme in the plain model that en-

crypts one-bit message. This is a fundamental object as any uncloneable encryption scheme implies

an uncloneable bit [BL20, Theorem 9]. We work with a simple communication assumption rather

than a computational assumption in order to instantiate a new form of uncloneable encryption.

Originally, the encryption was represented by a quantum encryption of classical messages

(QECM), a protocol that encrypts classical messages as quantum ciphertexts, which can be de-

crypted using only the classical encryption key [BL20]. A QECM scheme is uncloneable if two

receivers receive a ciphertext, split it arbitrarily, and only get the key once they are isolated, then

they can simultaneously learn the message with at best near-trivial probability. We extend the

original non-interactive setting of [BL20] by allowing interaction in the decryption phase. We call

this model quantum encryption of classical messages with interactive decryption (QECM-ID). To

adapt uncloneability to a QECM-ID scheme, we again have two receivers, whom we call Bob and

Eve, who split a ciphertext. To decrypt, Bob initiates an interaction with Alice. Only after this

point does Bob need to be seen as the intended recipient of the message. To avoid the trivial attack

where Bob simply gives the decrypted message to Eve, they may not communicate directly during

the interaction step — nevertheless, Eve may eavesdrop on the communication between Alice and

Bob. We therefore say that the encryption is uncloneable if, for any actions Bob and Eve take, the

probability that Eve guesses the message correctly once the interaction finishes and the decryption

protocol does not abort is near-trivial.

We also adapt uncloneable-indistinguishable security, which is meant to represent an unclone-

ability version of chosen-plaintext attack (CPA) security. For a QECM, this is the property that Bob

and Eve cannot simultaneously distinguish the encryption of a chosen message distribution from a

fixed message [BL20]. To adapt this to a QECM-ID, we say that it is uncloneable-indistinguish-

able secure if, after the decryption interaction, the probability that, simultaneously, Alice accepts

the decryption and Eve distinguishes a chosen message distribution from a fixed message is near

trivial, i.e. half the probability of accepting. Intuitively, the condition that Bob guesses correctly is

replaced with the condition that Alice accepts the decryption in order to adapt the definition to a

QECM-ID.

Finally, we show that there is an equivalence between uncloneable and uncloneable-indistin-

guishable security for QECM-IDs. This extends the result, shown in [BL20], that uncloneable

security implies uncloneable-indistinguishable security for QECMs. Further, the equivalence gen-

eralises an important property of classical encryption. To the best of our knowledge, it is unknown

whether both implications hold for QECMs.
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Proof technique. To instantiate an uncloneable QECM-ID, we make use of the leaky MoE prop-

erty. Alice, to encrypt her message m, uses as a key a subspace a, strings h and t, t′, and a key r for

a quantum-proof strong extractor e . She sends the pair (m+ e(t′, r) + h, |at,t′〉) as the ciphertext.

The MoE property implies that, if Bob is able to provide t to Alice, then with high probability

Eve is unable to guess t′ correctly, even if she learns t. Hence, Alice can use the interaction to

check whether Bob knows t. If this succeeds, then t′ is secure against Eve with high probability,

so Alice sends remainder of the key (r, h) to Bob. With this, our construction satisfies both forms

of uncloneable security, with tighter bounds that the equivalence between the properties implies.

1.2 Uncloneable bit commitment

In bit string commitment, a sender Alice commits to a string that a receiver Bob can only access

when she chooses. Ideally, the commitment should be hiding, in the sense that Bob cannot learn the

string Alice has committed until she chooses to reveal, and binding, in the sense that Alice must re-

veal the same string to which she had committed. Without additional assumptions, bit commitment

is impossible [May96, LC97, BS16], but there are a variety of models in which it was shown to

exist. For example, under classical computational assumptions [Cha87, Nao91] (see also [Cré11])

or in the noisy quantum storage model [KWW12]. However, a problem underlying many classi-

cally-defined cryptographic primitives is that they are inherently cloneable; if an eavesdropper Eve

is able to eavesdrop on the communications between Alice and Bob, she may be able to produce a

transcript of their interactions and hence learn the final string whenever it is revealed. This is the

case for bit commitment: in fact, the reveal step is usually represented as a public broadcast with

no indication of security against an eavesdropper. We remedy this with a method to make a bit

string commitment scheme uncloneable.

We define an uncloneable bit string commitment scheme as a commitment scheme with an

additional check step in between the commit and reveal steps, where Alice verifies whether an

eavesdropper has attempted to clone the commitment. If the commitment passes this check, then

an honest Alice can be sure that only Bob will be able to open it during the reveal phase, despite a

lack of prior agreement between them. Bob may even be malicious: the only restriction needed on

him is that he does not communicate directly to Eve after the check. With this in mind, the point

in time when Alice chooses to undertake the check allows it to be run under varying assumptions.

In particular, Alice may check immediately after committing, which means that no honest party

needs to store any quantum information, but Alice needs to be sure that Bob does not communicate

privately with Eve at any point after committing. This is more feasible for near-term quantum

devices, but requires that Bob not communicate information to Eve for a period of time between

steps. On the other hand, if Alice waits until immediately before revealing to do the check, she

may assume that Bob and Eve have arbitrary communication after committing. The drawback is

that Bob must store a quantum state even if he is honest.

Proof technique. We use the leaky MoE property to provide a way to turn a commitment scheme

into an uncloneable commitment of the above form, which works under the same assumptions as

the original commitment. We assume that this is a randomised commitment scheme, where Alice

commits to a uniformly random string; this form of commitment is equivalent to the standard

one where Alice chooses the string to commit [KWW12]. In order to commit to the random
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string e(t′, r) + h, where e is a quantum-proof strong extractor, Alice commits to (r, h) using the

original commitment and sends a coset state |at,t′〉 to Bob. Because Bob does not know a, he has

no information about t′ and (r, h) has not been revealed, so the commitment is hiding. Next, to

check for cloning, Alice sends a to Bob and verifies that he can measure t. Due to the leaky MoE

property, this implies that Eve is only able to guess t′ with low probability. Finally, to reveal, Alice

reveals (r, h) and Bob queries Alice for some information about t′ to make sure that their values

are consistent, making the scheme binding. With a good choice of strong extractor, this causes only

a polynomial decrease in the length of the committed string and an exponentially small change in

the binding parameter.

1.3 Receiver-independent QKD

Quantum key distribution (QKD), introduced by Bennett and Brassard [BB84], is a foundationally

important quantum cryptographic primitive. In its most basic form, it allows an honest sender,

Alice, to share a secret key with an honest receiver, Bob, over a public channel without an eaves-

dropper Eve learning the key. Many variants of QKD that require only weaker assumptions on the

honest parties have been proposed. In particular, device-independent protocols, initiated by Ek-

ert [Eke91], seek to allow QKD with few, if any, assumptions on the behaviour of Alice and Bob’s

devices. One-sided device-independent QKD, shown to be secure against any eavesdropper in

[TFKW13], allows Bob’s quantum device to be fully untrusted, relying on a monogamy-of-entan-

glement game winning probability bound for security; and fully device-independent QKD, shown

by Vazirani and Vidick [VV14], allows both Alice and Bob’s quantum devices to be untrusted,

with security coming from the rigidity of a nonlocal game. These varying assumptions allow im-

plementations of QKD to balance practicality and security, depending on available resources.

We show security of QKD in a model extending the one-sided device-independent model,

which we call receiver-independent QKD. In this model, Alice’s quantum device remains fully

trusted, but neither Bob’s quantum nor his classical device is trusted. However, we require that

Bob’s communication be trusted: if Bob’s communication were not trusted, any QKD scheme

would be susceptible to the trivial attack where Bob sends his final key to Eve. In this way,

this model can be seen as the minimal assumption on the receiver, hence warranting the name

“receiver-independent”.

Receiver-independent QKD schemes are distinct in a number of ways. First, since any compu-

tation Bob might want to make is inherently untrusted, he cannot be trusted to check any property

of the shared state. As such, only Alice may be given the power to abort the protocol. In this way,

the interactions between Alice and Bob take the form of a sequence of challenges and responses.

Also, the idea of correctness must be altered to account for the fact that Bob’s classical computa-

tions are untrusted. This is because it is not possible to be certain that Bob has access to the final

key, but it is possible to be sure that his device can compute it.

Proof technique. We construct a receiver-independent QKD scheme using coset states, and show

its security using an error-robust generalisation of the leaky MoE property. Alice sends a coset

state |at,t′〉 to Bob. To verify that Eve does not have t′, Alice asks Bob to provide t, acting as the

parameter estimation step. If he is able to, with only small error, then Alice issues challenges to

Bob that allow her to correct her t′ to match the guess t̂′ Bob’s device claims to have, and then verify
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this match, which act as the error correction and information reconciliation steps, respectively.

Finally, for privacy amplification, Alice acts on her corrected raw key with a quantum-proof strong

extractor and instructs Bob to do the same. It is worth noting that our use of an entropic uncertainty

relation, as introduced in Section 1.4 below, brings the security proof intuitively closer to earlier

proofs of QKD security, as in [Ren05], than the proof of [TFKW13], which works more directly

with an MoE game.

1.4 Main technique: MoE entropic uncertainty relations

Entropic uncertainty relations, and earlier uncertainty relations beginning with [Hei27], have played

a foundational role in quantum information [WW10]. Tomamichel, Fehr, Kaniewski, and Wehner

show an entropic uncertainty relation in the same scenario as their MoE game [TFKW13]. We pro-

vide an entropic uncertainty relation that arises naturally from the scenario of the leaky subspace

coset MoE game, allowing us to work with the full strength of the MoE property in an entropy

setting.

To show our relation, we generalise the min-entropy of guessing Hmin(X|A)ρ to a novel prop-

erty that we refer to as the sequential min-entropy, Hmin(X|A; Y |B)ρ, which represents the uncer-

tainty of guessing X knowing A, followed by guessing Y knowing B, on the same state. For any

measurement M on A used to guess X , this decomposes as the entropic uncertainty relation

Hmin(X|M(A))ρ +Hmin(Y |B)ρ|(M(A)=X)
≥ Hmin(X|A; Y |B)ρ, (2)

where ρ|(M(A)=X) is the state conditioned on the guess of X being correct. A notable distinction

between such an entropic uncertainty and a more standard relation is that the states on the two

terms are different, although closely related. The winning probability of the leaky MoE game

can directly be expressed using a sequential entropy as exp(−Hmin(T |AB, T ′|A′TC)ρ), where

ρAA′TT ′BC is the state such that A and A′ hold two copies of the subspace a, T and T ′ hold the

coset representatives t, t′, and B and C hold Bob and Charlie’s quantum systems once they are

isolated. Hence, the leaky MoE property provides the entropic uncertainty relation

Hmin(T |M(AB))ρ +Hmin(T
′|A′TC)ρ|(M(AB)=T )

∈ Ω(n). (3)

This may be compared to the MoE game-based entropic uncertainty relation that was studied

in [TFKW13], Hmin(X|ΘB)ρ + Hmin(X|ΘC)ρ ≥ −2 lg
[

(1 + 2−n/2)/2
]

∈ O(1), where ρABC

is any quantum state with A = Zn
2 , X is the result of measuring A in a uniformly random Wiesner

basis of states |xθ〉 = Hθ1|x1〉 ⊗ · · ·Hθn|xn〉, and Θ is the description of the basis. The relation

is found in the same way as their bound on the winning probability of their MoE game, but is

strictly weaker than that bound, since it only considers entropies with respect to the same state.

This makes it too weak to provide security of cryptographic primitives such as QKD. In fact, even

in the case of the subspace coset MoE game, we similarly have

Hmin(T |M(AB))ρ +Hmin(T
′|A′TC)ρ ∈ O(1), (4)

using the same simple attack: half the time, Bob takes the whole state, and the other half of the

time, Charlie takes the whole state.

In order to extend the use of the leaky MoE property and associated entropic uncertainty rela-

tion to scenarios where errors should be accounted for, such as QKD, we adapt the MoE game to
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allow for errors. That is, we show a bound on the winning probability of a robust generalisation of

the leaky MoE game where Bob and Charlie’s answers are considered to be correct even if some

small number of bits are wrong. The important case for QKD is where Bob is allowed to guess t
incorrectly up to relative error γ but Charlie, who represents the eavesdropper, must still answer

perfectly. For small enough error, the winning probability remains exponentially small in n. We

can also handle this probability of approximate guessing as an entropic uncertainty relation, by

representing the “entropy of approximate guessing” as an entropy of exact guessing on a modified

state. Explicitly, the relation takes the now-familiar form

Hmin(T |M(AB))σ +Hmin(T
′|A′TC)σ|(M(AB)=T )

∈ Ω(n), (5)

where σ is the state modified to account for the error bit flips σ = E|u|≤γn/2X
u
TρX

u
T .

1.5 Further related work

The no-cloning property is found in a wide and growing range of cryptographic applications, such

as tamper-detection [Got03], copy-protection [Aar09, CMP20], certified deletion [BI20], secure

software leasing [ALP21, BJL+21], and uncloneable decryption [CLLZ21].

The coset states we study act as a generalisation of subspace states — uniform superpositions

of the elements of a subspace — introduced in the context of quantum money by Aaronson and

Christiano [AC12]. Rather than using the properties of subspaces, it is possible to see the generali-

sation to coset states as subspace states encrypted with a quantum one time pad |at,t′〉 = X tZt′|a〉.
Coset states under this definition have been studied in the context of proofs of knowledge by Vidick

and Zhang [VZ21].

Though inspired by uncloneable encryption of [BL20], uncloneable encryption using a QECM-ID

also bears comparison to tamper-evident encryption, introduced by Gottesman [Got03] (under the

name uncloneable encryption). This is a scheme where an honest receiver can verify, during de-

cryption, whether an eavesdropper had attempted to clone an encrypted message. We emphasize

that [Got03] requires both an honest sender and receiver and that our techniques are fundamentally

different since they are resilient to a dishonest receiver.

Finally, the recent work of Kundu and Tan [KT22] provides an alternate extension of the un-

cloneable encryption paradigm. They consider the case where, for each encryption key, there are

multiple decryption keys. They give a construction of an encryption scheme that is uncloneable

as long as the attackers receive independently generated keys. Similarly to the interaction in our

model, an assumption on the communication during the decryption is used to guarantee unclone-

ability. Also, their results consider noise on the devices, similarly to what we are concerned with

in the robust version of the game used for receiver-independent QKD; arbitrary small leakage of

information between Bob and Charlie’s devices, contrasting with our fixed but large leakage of

Bob’s measurement result; and full device-independence, which requires an interactive encryption
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1.7 Outline

In Section 2, we introduce our notation and the relevant basic technical facts. In Section 3, we

introduce and analyse the monogamy-of-entanglement game we study, as well as the related en-

tropic uncertainty relation. In Sections 4, 5 and 6 we define and study the primitives of interac-

tive uncloneable encryption, uncloneable bit commitment, and receiver-independent QKD, respec-

tively. In Section 6, we also study the robust version of the MoE game. The MoE properties are

given as Theorem 3.2 and Theorem 6.2, and their expressions as entropic uncertainty relations as

Corollary 3.7 and Corollary 6.5.

2 Preliminaries

In this section, we introduce the notation and recall the technical facts we use in this paper.

In Section 2.1, we go over the basics of quantum information and probability that we need; in

Section 2.2, we discuss subspaces of vector spaces of bit strings and recall the definition of sub-

space coset states; and in Section 2.3, we note the definitions of conditional min-entropy and strong

extractors.

2.1 Registers and states

A register is a set X that represents the classical states of a physical system. Note that we may

have distinct registers with the same underlying set of states. We represent registers by uppercase

Latin letters and classical states from the register by the corresponding lowercase letter. For reg-

isters X1 and X2, write the compound register X1X2 = X1 × X2, representing the states of both

systems. A register Y is a subregister of X if X is a compound register with Y as a factor. For a

register X , define the Hilbert space HX as the |X|-dimensional space spanned by the orthonormal

basis {|x〉 | x ∈ X} called the register basis. The pure quantum states on X are given by the unit

vectors of HX , up to phase. We implicitly make use of the isomorphism HXY
∼= HX ⊗HY .

We write the set of linear operators HX → HY as L(X, Y ), and if X = Y as L(X); the

set of positive semidefinite operators on HX as P(X), and when X is evident, write P ≥ 0 for

P ∈ P(X); and the set of density operators D(X) = {ρ ∈ P(X) | Tr(ρ) = 1}, representing

the mixed quantum states. An operator ρ ∈ P(X) is a subnormalised state if Tr(ρ) ≤ 1. The

definitions below for mixed states extend directly to subnormalised states. Write IX ∈ L(X) for

the identity operator, and idX : L(X) → L(X) for the identity channel. For ρ = ρXY ∈ D(XY ),
write ρX = TrY (ρXY ). A state ρ ∈ D(X) is classical if it is diagonal in the register basis: it

corresponds to a probability distribution on X . As a shorthand, write [x] := |x〉〈x| ∈ D(X) to

represent the density operator of a deterministic classical state. A state ρ ∈ D(XY ) is called

classical-quantum (cq) or classical on X if it can be written ρ =
∑

x∈X px[x] ⊗ ρxY for some

ρxY ∈ D(Y ) and px ∈ [0, 1]. By extension, we say a state ρ ∈ D(X1 · · ·XmY1 · · ·Yn) is cmqn if it

is classical on each Xi. We say a register X is classical to assume that every state we work with is

classical on it. We say that a state ρX is supported on Y if Y is a subregister of X .

We represent a probability distribution on a register X by a function π : X → [0, 1] such that
∑

x∈X π(x) = 1. When the probability distribution is implicit, we write the probability of an event

Ω ⊆ X as Pr[Ω] =
∑

x∈Ω π(x). For any C-vector space V , we write the expectation value with

9



respect to the distribution as Ex←π f(x) :=
∑

x∈X π(x)f(x). The classical state corresponding

to π is written µπ = Ex←π[x] ∈ D(x). For the uniform distribution, we write the expectation

simply Ex∈X and the state µX . Abusing notation a bit, when we consider a random variable with

values in a register X , we often refer to the variable as X as well.

A linear map Φ : L(X) → L(Y ) is called completely positive if for any register Z and P ∈
P(ZX), (idZ ⊗Φ)(P ) ≥ 0. It is trace-preserving if for any P ∈ P(X), Tr(Φ(P )) = Tr(P ); and

trace non-increasing if Tr(Φ(P )) ≤ Tr(P ). The quantum channels X → Y are the completely

positive trace-preserving (CPTP) maps L(X) → L(Y ) — they represent the most general quantum

operations. A positive operator-valued measurement (POVM) is a map P : S → P(X), where

S and X are registers, such that
∑

s∈S P (s) = IX ; we write Ps := P (s). A POVM P is a

projector-valued measurement (PVM) if PsPs′ = δs,s′Ps for all s, s′ ∈ S. We can associate various

channels to a measurement. For a POVM P : S → P(X), the destructive measurement channel is

ΨP : L(X) → L(S) defined as

ΨP (ρ) =
∑

s∈S

Tr(Psρ)[s], (6)

representing the classical outcome of a measurement; and the nondestructive measurement channel

ΦP : L(X) → L(SX) defined as

ΦP (ρ) =
∑

s∈S

[s]⊗
√

Psρ
√

Ps, (7)

which represents both the classical outcome and the perturbed quantum state after the measure-

ment. Evidently, TrX(ΦP (ρ)) = ΨP (ρ). For a state ρXY ∈ D(XY ), write ρP (X)XY = (ΦP ⊗
idY )(ρXY ). Similarly, if ρXY is classical on X , for any function f : X → S, we write ρf(X)XY =
∑

x∈X px[f(x)x] ⊗ ρxY . For any cq state ρXY and any event Ω ⊆ X — which may be phrased as

either a subset or as a relation — write the partial state

ρ∧Ω = ρXY ∧Ω =
∑

x∈Ω

px[x]⊗ ρxY , (8)

and the conditional state ρ|Ω = ρ∧Ω

Tr ρ∧Ω
. If the event makes reference to a measurement, e.g. Ω =

(P (Y ) = s), or a function evaluation, we assume that the measurement or evaluation is undertaken

by the nondestructive channel, used to come up with the partial or conditional state, and then the

result is forgotten by tracing out. This may perturb registers on which the state is non-classical,

so we have to in particular assure ourselves that any two measurements in the same event are

compatible.

2.2 Finite vector spaces and subspace coset states

Consider the vector space of bit strings V = Zn
2 over the finite field Z2. The canonical basis of V

is the set E = {e1, . . . , en}, where ei is the string that is 1 at position i and 0 elsewhere. For any

u ∈ V , we expand in the basis as u =
∑

i uiei. The inner product on V × V → Z2 is defined as

u · v =
∑

i uivi. For any subspace a ⊆ V , the orthogonal subspace

a⊥ = {v ∈ V | u · v = 0 ∀ u ∈ a} . (9)
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This satisfies (a⊥)⊥ = a and dim a + dim a⊥ = dimV = n, but in general spanZ2
(a ∪ a⊥) =

a+ a⊥ 6= V , for example {00, 11}⊥ = {00, 11}.

A subspace a ⊆ V is called a register subspace if it may be expressed as a = spanZ2
S for

some S ⊆ E [JNV+21]. For a register subspace, we have that a⊥ = spanZ2
Sc, and therefore that

a + a⊥ = V . In this case, we get the canonical isomorphisms V/a ∼= a⊥ and V/a⊥ ∼= a. We can

easily express any register subspace by an indicator vector ι(a) ∈ V defined by ι(a)i = 1 if and

only if ei ∈ a.

The space V can be be seen as a register, giving the Hilbert space HV
∼= (C2)⊗n.

Definition 2.1 ([CLLZ21, VZ21]). Let a ⊆ V be a subspace. Given t, t′ ∈ V , the subspace coset

state

|at,t′〉 =
1

√

|a|
∑

u∈a

(−1)u·t
′|u+ t〉. (10)

If u ∈ t+ a and u′ ∈ t′+ a⊥, we have that |au,u′〉 is equal to |at,t′〉 up to global phase. To make

use of this, for any subspace a, we fix a linear map Z
n−dima
2 → Zn

2 , t 7→ ta such that t 7→ ta+a is an

isomorphism Z
n−dim a
2

∼= Z
n
2/a, and then take, for t ∈ Z

n−dim a
2 and t′ ∈ Z

dim a
2 , |at,t′〉 := |ata,t′a⊥〉.

Then, the coset states
{

|at,t′〉 | t ∈ Z
n−dim a
2 , t′ ∈ Zdim a

2

}

are all distinct and form an orthonormal

basis of HV .

If a is a register subspace, there is a particularly good choice of map. For a⊥ = spanZ2
{ei1 , . . . , eim}

with i1 < i2 < . . . < im, we take ta =
∑m

j=1 tjeij . This allows us to write the subspace coset state

in this case as a Wiesner state |at,t′〉 = |xθ〉, where x = ta + t′a⊥ and θ = ι(a).

2.3 Entropy and extractors

Given a state ρXY ∈ D(XY ), the conditional min-entropy of X given Y is defined as

Hmin(X|Y )ρ = − lg inf {Tr(σY ) | ρXY ≤ IX ⊗ σY ; σY ∈ P(Y )} , (11)

where lg is the base-two logarithm [Ren05, Tom16]. Qualitatively, this represents the uncertainty

on X , knowing Y . If ρ is classical on X , this takes on a quantitative meaning: 2−Hmin(X|Y ) is the

maximal probability of guessing X when given the register Y . In the absence of side information,

the conditional min-entropy becomes the min-entropy Hmin(X)ρ = − lg‖ρX‖, where the norm

here is the operator norm.

We will use strong extractors to go from a condition on the entropy to a near-independence of

registers.

Definition 2.2 ([KT08]). Let X, Y, Z be classical registers. A quantum-proof (k, ε)-strong extrac-

tor is a function e : X × Y → Z that satisfies the following property. Let ρXQ be a subnormalised

state, where Q is a quantum register. If Hmin(X|Q) ≥ k, then

∥

∥ρe(X,Y )Y Q − µZ ⊗ µY ⊗ ρQ
∥

∥

Tr
≤ ε, (12)

where ρY XQ = µY ⊗ ρXQ.
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Here, the norm is the trace norm ‖A‖Tr = 1
2
Tr

√
A†A. Due to [DPVR12], many constructions

of extractors exist. Though we will tend to stay general, we give an example of their construction

that is useful to keep in mind. For any m,n ∈ N and ε > 0, there exists a quantum-proof

(8 lg(3m/2ε) + m, ε)-strong extractor e : Zn
2 × Zd

2 → Zm
2 , where d ∈ O(lg(m

√
n/ε)2 lgm).

For course, for this to be useful, we need that k = 8 lg(3m/2ε) + m < n. Nevertheless, it

is possible to achieve an exponentially small error ε = ηm for any output length m by taking

n > 8 lg(3m/2)+(1+8 lg 1/η)m ∈ O(m), though this requires the key length d to be polynomial

in m. This example absolutely defeats the original purpose of strong extractors, to extract a large

amount of near-uniform randomness using a small seed, but is of great use in our cryptographic

applications.

3 Novel Coset State Monogamy-of-Entanglement Property

In this section, we introduce and prove the MoE property that we make use of throughout the

paper. In Section 3.1, we recall the MoE properties of coset states that are already known. In

Section 3.2, we show our new leaky MoE property: the result is given in Theorem 3.2. Finally, in

Section 3.3, we show that this MoE property is equivalent to an entropic uncertainty relation, given

as Corollary 3.7.

3.1 Weak and strong MoE properties

Let the register V = Zn
2 and A be a set of subspaces of Zn

2 of dimension n/2: we take A to either be

the set of all register subspaces of dimension n/2 or all subspaces of dimension n/2. We consider

the following monogamy-of-entanglement game, played between a referee Alice, who holds V ,

and two cooperating players, Bob and Charlie.

1. Alice samples a uniformly random a ∈ A and t, t′ ∈ Z
n/2
2 . She prepares the state |at,t′〉 ∈ HV

and sends it to Bob and Charlie.

2. They act by an arbitrary channel Φ : L(V ) → L(BC) and then are isolated, so that Bob holds B
and Charlie holds C.

3. Alice shares a with Bob and Charlie, and they each make guesses of the pair (t, t′).

4. Bob and Charlie win if their guesses are both correct.

It was shown in [CLLZ21] that the winning probability of this game is sub-exponentially small

in n. This is called the weak monogamy-of-entanglement property of subspace coset states.

There is also a strong monogamy-of-entanglement property, conjectured in the same work,

which constrains the winning probability of a related game. The difference here is that the winning

condition is slackened: Bob needs only guess t and Charlie needs only guess t′ correctly to win. It

was shown in [CV22] that the winning probability of this game is upper-bounded by
√
e(cos π

8
)n.
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3.2 The leaky MoE property

We exhibit an even stronger version of the MoE properties by showing that the same bound holds

on a family of games that can only be easier to win. In the same setting as above, the game proceeds

as follows:

1. Alice samples a uniformly random a ∈ A and t, t′ ∈ Z
n/2
2 . She prepares the state |at,t′〉 ∈ HV

and sends it to Bob and Charlie.

2. They act by an arbitrary channel Φ : L(V ) → L(BC) and then are isolated, so that Bob holds B
and Charlie holds C.

3. Alice shares a with Bob and Charlie.

4. Bob makes a guess tB of t, which is then given to Charlie; Charlie makes a guess t′C of t′.

5. Bob and Charlie win if their guesses are both correct.

Alice
|at,t′〉

Φ

Bob

Charlie

a

tB

a, tB

tB, t
′
B

tC ,t
′
C

Figure 1: The subspace coset MoE games. The additional guesses Bob and Charlie need to make

in the weak MoE game are given in light gray, and the additional interaction step in the leaky MoE

game is given in dark gray.

We call this the (n,A)-leaky monogamy-of-entanglement game. The scenario is illustrated in

Fig. 1. An alternate but equivalent way to play the game, in order to bring it closer to the original

form of an MoE game, is to have Alice provide Charlie with the correct value of t rather than Bob’s

guess. The equivalence can be seen by noting that, in the original interpretation, only the cases

when Bob’s guess is correct are relevant to the computation of the winning probability. Next, we

formalise the strategies and winning probability of this game.

Definition 3.1. A quantum strategy for the (n,A)-leaky MoE game is a tuple of the form S =
(B,C, {Ba}a∈A , {Ca,t}

a∈A,t∈Z
n/2
2

,Φ), where

• B and C are the registers representing Bob and Charlie’s systems, respectively;
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• Ba : Z
n/2
2 → P(B) and Ca,t : Z

n/2
2 → P(C) are POVMs, representing Bob and Charlie’s

measurements;

• Φ : L(V ) → L(BC) is a quantum channel, representing the splitting operation.

The winning probability of a strategy S is

wn,A(S) = E
a∈A

t,t′∈Z
n/2
2

Tr
[

(Ba
t ⊗ Ca,t

t′ )Φ( |at,t′〉〈at,t′ |)
]

. (13)

The optimal winning probability of the (n,A)-leaky MoE game is the supremum over all quantum

strategies w∗(n,A) = sup
S
wn,A(S).

Now, we can formally express the leaky MoE property.

Theorem 3.2. Let n ∈ N and A be either the collection of register subspaces or the collection of

all subspaces of dimension n/2 of Zn
2 . Then,

w
∗(n,A) ≤

√
e(cos π

8
)n. (14)

First, we note that, as in [TFKW13], we need only consider strategies for the (n,A)-strong

MoE game where the measurements Ba and Ca,t are projective, as any measurement may be made

projective by dilating using Naimark’s theorem. Next, we need an important lemma.

Lemma 3.3 (Lemma 2 in [TFKW13]). Let P s ∈ P(H) for s ∈ S be a collection of positive

operators. For any set of mutually orthogonal permutations πs : S → S (permutations such that

πs ◦ π−1t has a fixed point iff s = t) then

∥

∥

∥

∑

s∈S

P s
∥

∥

∥
≤
∑

s∈S

max
t∈S

∥

∥

∥

√
P t

√
P πs(t)

∥

∥

∥
.

The following technical lemma is the final step of the proof of the theorem.

Lemma 3.4. For any a, b ∈ A, ‖P aP b‖ ≤
√

|a∩b|

2n/2 , where P a =
∑

t,t′∈Z
n/2
2

|at,t′〉〈at,t′ |⊗Ba
t ⊗Ca,t

t′ .

Proof. First, note that P a ≤
∑

t,t′ |at,t′〉〈at,t′ | ⊗ IB ⊗ Ca,t
t′ and

P b ≤
∑

u,u′

|bu,u′〉〈bu,u′| ⊗Bb
u ⊗ IC =

∑

u

Πb+ub
⊗Bb

u ⊗ IC , (15)

where Πb+ub
=
∑

v∈b+ub
|v〉〈v| is the projector onto b+ ub. Then,

∥

∥P aP b
∥

∥ ≤
∥

∥

∥

∑

t,t′,u

|at,t′〉〈at,t′ |Πb+ub
⊗ Bb

u ⊗ Ca,t
t′

∥

∥

∥

= max
u∈Z

n/2
2

∥

∥

∥

∑

t,t′

|at,t′〉〈at,t′ |Πb+ub
⊗ Ca,t

t′

∥

∥

∥
,

(16)
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since the Bb
u are orthogonal projectors. Next, by the C∗ identity,

∥

∥

∥

∑

t,t′

|at,t′〉〈at,t′ |Πb+ub
⊗ Ca,t

t′

∥

∥

∥
=
∥

∥

∥

∑

t,t′

Πb+ub
|at,t′〉〈at,t′ |Πb+ub

⊗ Ca,t
t′

∥

∥

∥

1/2

. (17)

Now, the terms in this sum are Hermitian with orthogonal supports, because Πb+ub
|at,t′〉〈at,t′ |Πb+ub

provides the orthogonality for different values of t, and equal values of t, Ca,t
t′ provides it for

different values of t′. Therefore, we can again decompose this norm as the maximum of the norms

of each term. Putting this together, we get

∥

∥P aP b
∥

∥ ≤ max
t,t′,u∈Z

n/2
2

‖Πb+ub
|at,t′〉〈at,t′ |Πb+ub

‖1/2 = max
t,t′,u∈Z

n/2
2

√

〈at,t′ |Πb+ub
|at,t′〉, (18)

and we complete the proof by noting that

〈at,t′ |Πb+ub
|at,t′〉 =

1

2n/2

∑

v∈(a+ta)∩(b+ub)

|(−1)t
′
a⊥·v|2 ≤ |a ∩ b|

2n/2
. (19)

�

Now, we can proceed to the proof of Theorem 3.2, which follows the method of the analogous

proof in [CV22].

Proof of Theorem 3.2. First, for any strategy, we upper bound the winning probability by the norm

of a related operator. Using the Choi-Jamiołkowski representation J(Φ) = 1
2n

∑

u,v∈Zn
2
|u〉〈v| ⊗

Φ( |u〉〈v|) ∈ D(V BC) of Φ, we see that

wn,A(S) =E
a∈A

∑

t,t′∈Z
n/2
2

Tr
[

( |at,t′〉〈at,t′ | ⊗ Ba
t ⊗ Ca,t

t′ )J(Φ)
]

≤
∥

∥

∥E
a∈A

∑

t,t′∈Z
n/2
2

|at,t′〉〈at,t′ | ⊗ Ba
t ⊗ Ca,t

t′

∥

∥

∥
.

(20)

Using the notation of the previous lemma, this is wn,A(S) ≤ ‖Ea P
a‖. In the case that A is the set

of all subspaces of dimension n/2, we split the expectation into two: first we take the average over

the bases β of Zn
2 , and then over the subspaces than can be spanned by that basis, that is

wn,A(S) ≤
∥

∥

∥ E
β⊆Zn

2 basis
E

γ⊆β,|γ|=n/2

P span γ
∥

∥

∥
≤ E

β⊆Zn
2 basis

∥

∥

∥ E
γ⊆β,|γ|=n/2

P span γ
∥

∥

∥
. (21)

If A is the set of register subspaces, we don’t need to take this step as we have wn,A(S) ≤
‖Eγ⊆E,|γ|=n/2P

span γ‖. In either case, we will complete the proof by fixing β and showing that

‖Eγ⊆β,|γ|=n/2 P
span γ‖ ≤ √

e(cos π
8
)n. Let S be the set of subsets of β of cardinality n/2. There

exists a family of orthogonal permutations πs : S → S such that for each k = 0, · · · , n
2
, the
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number of permutations such that |γ ∩ πs(γ)| = dim(span γ ∩ span πs(γ)) =
n
2
− k for each γ is

(

n/2
k

)2
. Using Lemma 3.3 and then Lemma 3.4, we have, since P a is a projector,

∥

∥

∥E
γ∈S

P span γ
∥

∥

∥
≤E

s∈S

max
γ∈S

‖P span γP spanπs(γ)‖

≤E
s∈S

max
γ∈S

√

|span γ ∩ span πs(γ)|
2n/2

=
1
(

n
n/2

)

n/2
∑

k=0

(

n/2

k

)2
√

2n/2−k

2n/2
=

1
(

n
n/2

)

n/2
∑

k=0

(

n/2

k

)2

2−k/2.

(22)

Using a result of [CV22], this is upper-bounded by
√
e(cos π

8
)n, finishing the proof. �

3.3 A new type of entropic uncertainty relation

We define a generalisation of the min-entropy that can be used to express MoE properties.

Definition 3.5. Let ρ be a state supported on not necessarily distinct classical registers X1, . . . , Xn

and quantum registers A1, . . . , An. For POVMs M i : Xi → P(Ai), write

Hmin(X1|M1(A1); . . . ;Xn|Mn(An))ρ = − lg Tr
[

(· · · (ρ∧(M1(A1)=X1)) · · · )∧(Mn(An)=Xn)

]

. (23)

Then, we define the sequential min-entropy of X1, . . . , Xn knowing A1, . . . , An as

Hmin(X1|A1; . . . ;Xn|An)ρ = inf
M1,...,Mn POVMs

Hmin(X1|M1(A1); . . . ;Xn|Mn(An)). (24)

Note that the sequential min-entropy is a generalisation of the conditional min-entropy in the

sense that they are the same for n = 1.

The winning probability of the (n,A)-leaky MoE game may be phrased using this entropy.

First, for registers T = T ′ = Z
n/2
2 and A representing either the register subspaces or all subspaces

of Zn
2 of dimension n/2, Alice prepares ρATT ′ = µA ⊗ µT ⊗ µT ′ , and then copies A and prepares

coset states on V = Z
n
2 accordingly to get

ρAA′TT ′V =E
a,t,t′

[aatt′]⊗ |at,t′〉〈at,t′ | . (25)

Bob and Charlie act with a channel Φ, giving ρAA′TT ′BC = (idAA′TT ′ ⊗Φ)(ρAA′TT ′V ). In terms of

the sequential min-entropy, the leaky MoE property is the statement that

Hmin(T |AB;T ′|A′TC)ρ ≥ − lgw∗(n,A) ≥ (− lg cos π
8
)n− 1

2 ln 2
. (26)

This expression follows directly from the definition. The only snarl is that, in general in the defini-

tion of the sequential min-entropy, Bob’s measurement may not preserve A; and similarly Charlie’s

measurement may not preserve A′T . However, since these classical registers are not reused, only

the diagonal blocks have any effect, and therefore, we may assume that the measurements are

diagonal on the classical registers. As such, the infimum over the measurements is attained by
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those measurements that correspond to strategies. Note that any MoE game admits an entropic

expression of this form.

To close off this section, we present a way to expand the sequential min-entropy as an entropic

uncertainty relation.

Proposition 3.6. Let ρ be a state supported on classical registers X, Y and quantum registers A,B.

Then,

Hmin(X|A; Y |B)ρ = inf
M :X→P(A) POVM

(

Hmin(X|M(A))ρ +Hmin(Y |B)ρ|(M(A)=X)

)

. (27)

Note the contrast between this entropic uncertainty relation and that found in [TFKW13]. Most

importantly, their relation considers the min-entropy of the same state on both terms, whereas

ours uses different, albeit closely related, states. This avoids the shortcoming of their entropic

uncertainty relation — that the entropy can remain bounded for any dimension of Alice’s space —

and thus allows us to make use of the full power of the MoE property in terms of an entropy.

Proof. This follows immediately from the definition. We have

Hmin(X|A; Y |B) = inf
M,N

− lg Tr
[

(ρ∧(M(A)=X))∧(N(B)=Y )

]

= inf
M,N

− lg Tr
[

ρ∧(M(A)=X)

]

Tr
[

(ρ|(M(A)=X))∧(N(B)=Y )

]

= inf
M

(

− lg Tr
[

ρ∧(M(A)=X)

]

+ inf
N

− lg Tr
[

(ρ|(M(A)=X))∧(N(B)=Y )

]

)

= inf
M

(

Hmin(X|M(A))ρ +Hmin(Y |B)ρ|(M(A)=X)

)

�

Using the above proposition, we may express the leaky MoE property as an entropic uncertainty

relation.

Corollary 3.7 (Leaky MoE entropic uncertainty relation). For any measurement M : T → P(AB)
Bob makes in the leaky MoE game, we have

Hmin(T |M(AB))ρ +Hmin(T
′|A′TC)ρ|(M(AB)=T )

≥ (− lg cos π
8
)n− 1

2 ln 2
. (28)

This follows immediately by combining Theorem 3.2 with Proposition 3.6 via Eq. (26). This

is the form of the bound that we make use of throughout the remainder of the paper.

4 Interactive Uncloneable Encryption

In this section, we discuss our first application, introduced in Section 1.1. In Section 4.1, we

introduce the formalism used for interactive uncloneable encryption and discuss its security. In

Section 4.3, we give a construction, given as Protocol 4.5, and prove its security using the leaky

MoE property of the previous section.
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4.1 QECMs with interactive decryption and their security

We construct an uncloneable encryption scheme which requires only a communication assumption.

That is, in order to decrypt a message, the sender Alice is required to have a short interaction with

the receiver Bob. Note that, like uncloneable encryption, interactive uncloneable encryption does

not assume an intended recipient, but once the interaction is started, only the party that initiated the

interaction will be able to decrypt the message with high probability. First, in order to make sense

of this interactive decryption, we extend the idea of a quantum encryption of classical messages

of [BL20], by allowing the decryption to contain an interaction between the sender Alice and the

receiver Bob. This allows for uncloneability via the leaky MoE property, as it will permit Alice to

check whether an eavesdropper has the ciphertext by checking whether Bob holds an uncorrelated

piece of information. We present this formally.

Definition 4.1. A quantum encryption of classical messages with interactive decryption (QECM-ID)

is a tuple Q = (Key, Enc, Dec).

• Key : D({0}) → D(K) is the quantum channel representing the key-generation algorithm,

where K is the classical key register.

• Enc : D(KM) → D(KMC) is the quantum channel representing the encryption algorithm,

where M is the classical message register and C is the quantum ciphertext register. Enc

preserves KM , i.e. Enc([km]) = [km]⊗ σkm
C , where σkm

C is the quantum ciphertext.

• The decryption algorithm Dec is an interaction between Alice and Bob that takes a state

ρKMB to ρKMFM̂B′ , where Alice holds K, M , and F = Z2 (a classical register that indicates

whether Alice aborts (0) or accepts the decryption (1)); and Bob holds M̂ (a classical register

holding Bob’s decryption of the message), and B and B′ (additional quantum registers).

The scheme is ε-correct if, for any classical state ρM , when Alice and Bob run Dec as intended

on ρKMC = Enc(Key([0])⊗ ρM ) for B = C, they get ρKMFM̂ such that3

‖ρMM̂∧(F=1) − ρMM‖Tr ≤ ε. (29)

Note that this reduces to the original definition of a QECM if the decryption is a simple

one-round interaction: Alice sends the key k to Bob, who uses it to decrypt the ciphertext, and

Alice always accepts the decryption. We extend the security properties of indistinguishable, un-

cloneable, and uncloneable-indistinguishable security of a QECM to this setting as well. Intu-

itively, the definitions are meant to replace the condition of Bob guessing correctly with Alice

accepting the decryption.

First, we can describe the security properties by means of security games. The indistinguish-

able security game is played by an adversary Bob against a challenger Alice.

1. Bob prepares a cq state ρMS and sends register M to Alice, keeping hold of the side-infor-

mation.

3We use this definition as it presents an operational way to simultaneously lower bound the probabilities of aborting

and decrypting the correct message.

18



2. Alice samples a bit y uniformly at random. If y = 0 she replaces M with a fixed message m0;

else she preserves M .

3. Alice samples a key using Key and encrypts the message. She then sends the ciphertext to

Bob.

4. Bob attempts to guess y. He wins if he guesses correctly.

Indistinguishable security is achieved if the winning probability of this game is only slightly

above 1
2
. This is a standard property of encryption schemes.

Uncloneable security guarantees that, even if a colluding party decrypts, an eavesdropper can

only guess the message as well as her side information allows. The uncloneable security game is

played by two cooperating adversaries Bob and Eve against a challenger Alice.

1. Alice samples a message uniformly at random. She samples a key and encrypts the message.

She sends the ciphertext to the adversaries.

2. The adversaries split the state between them using a quantum channel, and then may no

longer communicate.

3. Alice and Bob decrypt with the interaction Dec, and Eve eavesdrops on their interactions.

4. Eve attempts to guess the message. The adversaries win if Alice accepts the decryption

(f = 1) and Eve guesses correctly.

Uncloneable security is achieved if the winning probability is only slightly above the probability

of Alice accepting and Eve guessing the message given no information
Pr[F=1]
|M |

.

Finally, uncloneable-indistinguishable security combines uncloneable and indistinguishable se-

curity: it guarantees that, even if a colluding party decrypts, an eavesdropper cannot distinguish

between the encryptions of an intended message and a fixed message. The uncloneable-indistin-

guishable security game is also played by two cooperating adversaries against a challenger.

1. The adversaries prepare a cq state ρMS and send register M to Alice.

2. Alice samples a bit y uniformly at random. If y = 0 she replaces M with a fixed message m0;

else she preserves M .

3. Alice samples a key and encrypts the message. She sends the ciphertext to the adversaries.

4. The adversaries split the state between them using a quantum channel, and then may no

longer communicate.

5. Alice and Bob decrypt with the interaction Dec, and Eve eavesdrops on their interactions.

6. Eve tries to guess y. The adversaries win if Alice accepts the decryption and Eve guesses

correctly.

Uncloneable-indistinguishable security is achieved if the winning probability is only slightly above
1
2
Pr[F = 1], half the probability of accepting.

We now formalise the intuition of these security games in a way that is amenable to security

proofs in the information-theoretic setting.
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Definition 4.2. Let Q = (Key, Enc, Dec) be a QECM-ID. We say the scheme satisfies

ε1-indistinguishable security if

‖ρCS|(Y=0) − ρCS|(Y=1)‖Tr ≤ ε1, (30)

for ρ prepared as follows. Fix m0 ∈ M , and let Y = Z2 and ρMS be any cq state. Alice

prepares the state ρMSY = 1
2
([m0]⊗ ρS ⊗ [0] + ρMS ⊗ [1]), then encrypts to get ρKMCSY =

(Enc⊗ idSY )(Key([0])⊗ ρMSY ).

ε2-uncloneable security if

Pr
[

M = M̌ ∧ F = 1
]

ρ
≤ 1

|M | Pr[F = 1]ρ + ε2, (31)

for ρ prepared as follows. Let ρM = µM be the maximally mixed state. Alice then en-

crypts ρKMC = Enc(Key([0])⊗ ρM) and an eavesdropper Eve acts with a quantum chan-

nel Φ : L(C) → L(BE) to get ρKMBE = (idKM ⊗Φ)(ρKMC). Then, after eavesdropping

on all the interactions during Dec, Eve produces a guess M̌ of M .

ε3-uncloneable-indistinguishable security if

‖ρE′|(Y=0)∧(F=1) − ρE′|(Y=1)∧(F=1)‖Tr ≤ ε3, (32)

for ρ prepared as follows. Fix m0 ∈ M , and let Y = Z2 and ρMS be any cq state. Alice

prepares the state ρMSY = 1
2
([m0]⊗ ρS ⊗ [0] + ρMS ⊗ [1]), then encrypts to get ρKMCSY =

(Enc⊗ idSY )(Key([0])⊗ρMSY ). Next, an eavesdropper Eve acts with a quantum channel Φ :
L(CS) → L(BE) to get ρKMBEY = (idKM ⊗Φ ⊗ idY )(ρKMCSY ) and after eavesdropping

on all the interactions during Dec, Eve holds a register E ′.

The security definitions are illustrated in Fig. 2.

4.2 General properties

In this section, we show some relations on the uncloneable security properties for QECM-IDs,

with the idea to generalise properties of classical encryption schemes. These extend and strengthen

results known for QECMs.

First, we see that uncloneable security holds for non-uniform message distributions, generalis-

ing a property shown in [BL20].

Lemma 4.3. Let Q be an ε-uncloneable QECM-ID. Then, if the uncloneable security game is

played with a classical state ρM not necessarily uniform, the winning probability

Pr
[

M = M̌ ∧ F = 1
]

ρ
≤ 2−Hmin(M)ρ Pr[F = 1] + |M |2−Hmin(M)ρε. (33)
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Figure 2: Schematics of the state constructions in the QECM-ID security definitions. Blocks

represent operations, with interactions if they are split by a dotted line. Horizontal lines represent

registers; they take part in the operations they touch. Vertical arrows represent eavesdropping.

Proof. We relate this to the winning probability with ρM = µM . In fact,

Pr[M = M̌ ∧ F = 1]ρ =
∑

m∈M

Pr[M = m] Pr[M̌ = m ∧ F = 1|M = m]

≤ max
m

Pr[M = m]
∑

m

Pr[M̌ = m ∧ F = 1|M = m]

= |M |2−Hmin(M)ρ Pr[M = M̌ ∧ F = 1]µ

≤ 2−Hmin(M)ρ Pr[F = 1] + |M |2−Hmin(M)ρε

(34)

�

Next, we find an equivalence, up to scalar multiple of the parameters, between the unclone-

able and uncloneable-indistinguishable security properties. One direction, uncloneable security

implying uncloneable-indistinguishable security, generalises a similar property shown for QECMs

in [BL20], while the other direction is new, and remains an open question for QECMs in the infor-

mation-theoretic setting. The equivalence of these security properties is similar to the equivalence

of semantic security and indistinguishability in classical encryption.

Theorem 4.4. Let Q be a perfectly indistinguishable QECM-ID.

• If Q is ε-uncloneable secure then it is |M |ε-uncloneable-indistinguishable secure.

• If Q is ε-uncloneable-indistinguishable secure then it is ε-uncloneable secure.
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Note that this theorem means that, outside of some pathological cases, it is only necessary

to show either uncloneable and uncloneable-indistinguishable security for QECM-IDs, not both.

However, we nevertheless show both in the following section, as it allows us to work out better

parameters.

Proof.

• We proceed by contrapositive. Suppose there exists an attack for the uncloneable-indistin-

guishable security game that wins with advantage greater than |M |ε. An important observa-

tion we make to help simplify the proof is that we may always assume that ρMS = [m1] for

some message m1 ∈ M [KT22]. This is because the trace norm is convex, so
∥

∥ρE′|(Y=0)∧(F=1) − ρE′|(Y=1)∧(F=1)

∥

∥

Tr
≤
∑

m∈M

pm
∥

∥ρmE′|(Y=0)∧(F=1) − ρmE′|(Y=1)∧(F=1)

∥

∥

Tr
,

(35)

and thus we can take m1 to be the value whose term in this convex combination is maximal.

Finally, we can remove the side information by redefining the splitting channel Φ′(σ) =
Φ(σ ⊗ ρm1

S ).

With such an attack, we construct an attack against the uncloneable security game. The

splitting operation and Bob act in the same way. To attempt to guess the message, Charlie

makes the measurement that optimally distinguishes the cases y = 0 and y = 1, and guess

m0 or m1, respectively. Then, the guessing probability

Pr
[

M = M̌ ∧ F = 1
]

= Pr
[

M = M̌ ∧ F = 1 ∧M /∈ {m0, m1}
]

+ Pr[M ∈ {m0, m1}] Pr
[

M = M̌ ∧ F = 1|M ∈ {m0, m1}
]

=
2

|M | Pr
[

M = M̌ ∧ F = 1|M ∈ {m0, m1}
]

(36)

Since Pr
[

M = M̌ ∧ F = 1|M ∈ {m0, m1}
]

is the probability of distinguishing messages

m0 and m1, we have by hypothesis that this is greater than
Pr[F=1|M∈{m0,m1}]+|M |ε

2
. Finally,

as Q is perfectly indistinguishable, Pr[F = 1|M ∈ {m0, m1}] = Pr[F = 1] — otherwise

Bob could distinguish the messages without access to the key. Putting this together,

Pr
[

M = M̌ ∧ F = 1
]

>
Pr[F = 1]

|M | + ε. (37)

• Let ρME′∧(F=1) = Em∈M [m]⊗ρmE′∧(F=1) be the final state in the uncloneable security game.

Since we have by hypothesis that Q is uncloneable-indistinguishable secure, ‖ρm0

E′∧(F=1) −
ρmE′∧(F=1)‖Tr ≤ ε for all m ∈ M . Setting the state τME′∧(F=1) = µM ⊗ ρm0

E′∧(F=1), we have

that

‖τME′∧(F=1) − ρME′∧(F=1)‖Tr = E
m∈M

‖ρm0

E′∧(F=1) − ρmE′∧(F=1)‖Tr ≤ ε. (38)

Because the registers M and E ′ are independent on τ , the guessing probability Pr[M =

M̌ ∧ F = 1]τ ≤ Pr[F=1]τ
|M |

. Finally, because τ is only ε away from ρ in trace norm and

Pr[F = 1]τ = Pr[F = 1|M = m0]ρ = Pr[F = 1]ρ by perfect indistinguishability, we get

that Pr[M = M̌ ∧ F = 1]ρ ≤ Pr[F=1]ρ
|M |

+ ε. �
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4.3 Instantiation and security proofs

Now, we give a construction of a QECM-ID. Let e : Z
n/2
2 × R → Zℓ

2 be a quantum-proof

(κ, ε)-strong extractor and let A be the set of all subspaces of V = Z
n
2 of dimension n/2.

Protocol 4.5 (Coset state QECM-ID).

Key generation Let T = T ′ = Z
n/2
2 and H = Zℓ

2 and take K = ATT ′RH . The channel

Key([0]) = E
a,t,t′,r,h

[att′rh]. (39)

Encryption Let M = M̄ = Zℓ
2 and C = M̄V . Take

Enc([att′rh]⊗ [m]) = [att′rh]⊗ [m]⊗ [m+ e(t′, r) + h]⊗ |at,t′〉〈at,t′ | . (40)

Decryption Dec proceeds as follows. First, Alice sends a to Bob. Then, Bob measures V in

the coset state basis to get measurements t̂, t̂′ of t, t′. Bob sends t̂ to Alice: if t̂ = t, Alice

sets f = 1, else she sets f = 0 and aborts. Alice sends r and h to Bob. Bob computes

m̂ = m̄+ e(t̂′, r) + h.

Proposition 4.6. Protocol 4.5 is perfectly correct, i.e. 0-correct.

Proof. First, writing ρM =
∑

m pm[m],

ρKMC = ρATT ′RHMM̄V = E
a,t,t′,r,h

∑

m

pm[att
′rh]⊗ [m]⊗ [m+ e(t′, r) + h]⊗ |at,t′〉〈at,t′ | . (41)

To begin the decryption, Bob measures in the coset state basis and gets

ρATT ′RHMM̄T̂ T̂ ′ = E
a,t,t′,r,h

∑

m

pm[att
′rh]⊗ [m]⊗ [m+ e(t′, r) + h]⊗ [tt′]. (42)

Sending t̂ = t to Alice, she always sets F = 1, and then gives r and h to Bob. Then, the state

become

ρATT ′RHMFM̄T̂ ′ = E
a,t,t′,r,h

∑

m

pm[att
′rh]⊗ [m]⊗ [1]⊗ [m+ e(t′, r) + h]⊗ [t′]. (43)

Finally, Bob computes m̂ = m̄+ e(t̂′, r) + h = m, getting

ρKMFM̂ = E
a,t,t′,r,h

∑

m

pm[att
′rh]⊗ [m]⊗ [1]⊗ [m]. (44)

Thus, ρMM̂∧(F=1) =
∑

m pm[m]⊗ [m] = ρMM . �
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Proposition 4.7. Protocol 4.5 is perfectly indistinguishable.

Proof. Writing ρMS =
∑

m pm[m]⊗ ρmS , we see that

ρKMCSY =
1

2
(Enc(Key(0)⊗ [m0])⊗ ρS ⊗ [0] + (Enc⊗ idS)(Key(0)⊗ ρMS)⊗ [1])

=
1

2

∑

m

Enc(Key(0)⊗ [m])⊗ (δm,m0ρS ⊗ [0] + pmρ
m
S ⊗ [1])

=
1

2

∑

m
E

a,t,t′,r,h

[att′rhm]⊗ [m+ e(t′, r) + h]⊗ |at,t′〉〈at,t′ | ⊗ (δm,m0ρS ⊗ [0] + pmρ
m
S ⊗ [1]).

(45)

Hence,

ρCSY =
1

2

∑

m
E

a,t,t′,r,h

[m+ e(t′, r) + h]⊗ |at,t′〉〈at,t′ | ⊗ (δm,m0ρS ⊗ [0] + pmρ
m
S ⊗ [1])

=
1

2E
a,t,t′

µM̄ ⊗ |at,t′〉〈at,t′ | ⊗
∑

m

(δm,m0ρS ⊗ [0] + pmρ
m
S ⊗ [1])

=
1

2
µC ⊗ (ρS ⊗ [0] + ρS ⊗ [1]) = µC ⊗ ρS ⊗ µY .

(46)

Thus, ρCS|(Y=0) = ρCS|(Y=1). �

Theorem 4.8. Suppose κ ≥ − lg cos π
8

2
n− 1

4 ln 2
. Then, Protocol 4.5 is max{ε, e1/4(cos π

8
)n/2}-uncloneable.

Proof. We have the state before decryption

ρATT ′RHMBE = E
a,t,t′,r,h,m

[att′rh]⊗ [m]⊗ Φ([m+ e(t′, r) + h]⊗ |at,t′〉〈at,t′ |). (47)

To begin the decryption, Alice shares a, and Bob makes a measurement N on B to determine a

guess t̂ of t. Fix m̄ ∈ M̄ . Then, taking σ 7→ Φ([m̄]⊗σ) to be the cloning channel in the leaky MoE

game, we get by the leaky MoE property that Hmin(T |AB;T ′|A′TE)ρ|(M̄=m̄)
≥ (− lg cos π

8
)n −

1
2 ln 2

, where A′ is a copy of A. Thus, we must have either Hmin(T |N(AB))ρ|(M̄=m̄)
≥ − lg cos π

8

2
n −

1
4 ln 2

or Hmin(T
′|A′TE)ρ|(N(AB)=T∧M̄=m̄)

≥ − lg cos π
8

2
n − 1

4 ln 2
. In the former case, as AB is the

register Bob has access to by that point, we have

Pr[F = 1] = Pr[T̂ = T ] = Pr[N(AB) = T ] ≤ e1/4(cos π
8
)n/2. (48)

In the latter case, we have by hypothesis and the strong extractor property,

‖ρe(T ′,R)RA′TE|(F=1∧M̄=m̄) − µM̃ ⊗ µR ⊗ ρA′TE|(F=1∧M=m)‖Tr
= ‖ρe(T ′,R)RA′TE|(N(AB)=T∧M̄=m̄) − µM̃ ⊗ µR ⊗ ρA′TE|(N(AB)=T∧M̄=m̄)‖Tr ≤ ε,

(49)

where M̃ = Z
ℓ
2 is the register containing e(T ′, R). Combining the two cases,

‖ρe(T ′,R)RA′TE∧(F=1)|(M̄=m̄) − µM̃ ⊗ µR ⊗ ρA′TE∧(F=1)|(M̄=m̄)‖Tr
= Pr[F = 1]ρ‖ρe(T ′,R)RA′TE|(F=1∧M̄=m̄) − µM̃ ⊗ µR ⊗ ρA′TE|(F=1∧M̄=m̄)‖Tr
≤ ε∗,

(50)
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where we set ε∗ = max{ε, e1/4(cos π
8
)n/2}. This implies that, as m and m̄ = m + e(t′, r) + h are

uniformly distributed and independent,

ρMM̄e(T ′,R)RA′TE∧(F=1) =E
m,m̄

[mm̄]⊗ ρe(T ′,R)RA′TE∧(F=1)|(M̄=m̄)

≈ε∗ E
m,m̄

[mm̄]⊗ µM̃ ⊗ µR ⊗ ρA′TE∧(F=1)|(M̄=m̄),
(51)

hence ‖ρM̃RMM̄A′TE∧(F=1) − µM̃RM ⊗ ρM̄A′TE∧(F=1)‖Tr ≤ ε∗. Supposing f = 1, the decryption

continues and Eve also gets h = m+ m̄ + m̃ and tries to guess m. As classical computations are

CPTP maps, we see that

‖ρRM̃MM̄A′TE∧(F=1) − µRM̃M ⊗ ρM̄A′TE∧(F=1)‖Tr
≥ ‖ρRM̃M(M+M̄+M̃)M̄A′TE∧(F=1) − µR ⊗ σM̃M(M+M̄+M̃)M̄A′TE∧(F=1)‖Tr
≥ ‖ρRM(M+M̄+M̃)A′TE∧(F=1) − µR ⊗ σM(M+M̄+M̃)A′TE∧(F=1)‖Tr,

(52)

where σM̃MM̄A′TE∧(F=1) = µM̃M ⊗ ρMA′TE∧(F=1), so

σM(M+M̄+M̃)A′TE∧(F=1) = E
m,m̄,m̃

[m(m+ m̄+ m̃)]⊗ ρA′TE∧(F=1)|(M̄=m̄)

= µMH ⊗ ρA′TE∧(F=1).

(53)

During the decryption, all the information Eve receives is contained in E ′ = RHA′TE. Let

the subnormalised state τME′ = µMRH ⊗ ρA′TE∧(F=1). By the above, we have that ‖ρME′∧(F=1) −
τME′‖Tr ≤ ε∗. As such, if the shared state were τ , M is independent from E ′, and therefore

Pr
[

M = M̌ ∧ F = 1
]

τ
≤ Tr τ
|M |

= Pr[F=1]ρ
|M |

. This implies that the probability of guessing M given

E ′ of ρME′∧(F=1) is at most

Pr[M = M̌ ∧ F = 1]ρ ≤ Pr
[

M = M̌ ∧ F = 1
]

τ
+ ε∗ ≤ Pr[F = 1]ρ

|M | + ε∗, (54)

as wanted. �

Theorem 4.9. Suppose κ ≥ − lg cos π
8

2
n − 1

4 ln 2
. Then, Protocol 4.5 is max{2ε, 2e1/4(cos π

8
)n/2}

-indistinguishable-uncloneable.

Proof. With ρMS =
∑

m pm[m]⊗ ρmS , we have again

ρKMCSY = ρATT ′RHMM̄V SY (55)

=
1

2

∑

m
E

a,t,t′,r,h

[att′rhm]⊗ [m+ e(t′, r) + h]⊗ |at,t′〉〈at,t′ | ⊗ (δm,m0ρS ⊗ [0] + pmρ
m
S ⊗ [1]),

so given the cloning attack Φ : L(M̄V S) → L(BE), the state before decryption is

ρKMBEY =
1

2

∑

m
E

a,t,t′,r,h

[att′rhm]⊗
(

δm,m0Φ([m+ e(t′, r) + h]⊗ |at,t′〉〈at,t′ | ⊗ ρS)⊗ [0] (56)

+ pmΦ([m+ e(t′, r) + h]⊗ |at,t′〉〈at,t′ | ⊗ ρmS )⊗ [1]
)

.
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On ρ|(Y=0∧M̄=m̄), the cloning attack is σ 7→ Φ([m̄]⊗ σ ⊗ ρS), so we have

Hmin(T |AB;T ′|A′TE)ρ|(Y =0∧M̄=m̄)
≥ (− lg cos π

8
)n− 1

2 ln 2
, (57)

where A′ is a copy of A, and hence as above

‖ρe(T ′,R)RA′TE|(Y=0∧M̄=m̄)∧(F=1) − µM̃ ⊗ µR ⊗ ρA′TE|(Y=0∧M̄=m̄)∧(F=1)‖Tr ≤ ε∗, (58)

and then, in order to include M and M̄ ,

ρMe(T ′,R)RA′TEM̄ |(Y=0)∧(F=1) = Ē
m

[m0]⊗ ρe(T ′,R)RA′TE|(Y=0∧M̄=m̄)∧(F=1) ⊗ [m̄]

≈ε∗ Ē
m

[m0]⊗ µM̃R ⊗ ρA′TE|(Y=0∧M̄=m̄)∧(F=1) ⊗ [m̄]

= [m0]⊗ µM̃R ⊗ ρA′TEM̄ |(Y=0)∧(F=1).

(59)

As H = M̃ +M + M̄ , this gives that

‖ρMRHA′TE|(Y=0)∧(F=1) − [m0]⊗ µRH ⊗ ρA′TE|(Y=0)∧(F=1)‖Tr ≤ ε∗

In the same way, we get that on ρ|(Y=1∧M=m∧M̄=m̄), the cloning attack is σ 7→ Φ([m̄]⊗σ⊗ρmS ), so

the entropy Hmin(T |AB;T ′|A′TE)ρ|(Y =1∧M=m∧M̄=m̄)
≥ (− lg cos π

8
)n− 1

2 ln 2
, and hence as above

‖ρe(T ′,R)RATE|(Y=1∧M=m)∧(F=1) − µM̃ ⊗ µR ⊗ ρATE|(Y=1∧M=m)∧(F=1)‖Tr ≤ ε∗. (60)

To include M and M̄ ,

ρe(T ′,R)RA′TEMM̄ |(Y=1)∧(F=1) =
∑

m
Ē
m

pmρe(T ′,R)RA′TE|(Y=1∧M=m∧M̄=m̄)∧(F=1) ⊗ [mm̄]

≈ε∗

∑

m
Ē
m

pmµM̃R ⊗ ρA′TE|(Y=1∧M=m)∧(F=1) ⊗ [mm̄]

= µM̃R ⊗ ρA′TEMM̄ |(Y=1)∧(F=1).

(61)

This gives that, again using H = M̃ +M + M̄ ,

‖ρRHMA′TE|(Y=1)∧(F=1) − µRH ⊗ ρMA′TE|(Y=1)∧(F=1)‖Tr ≤ ε∗. (62)

As E ′ = RHA′TE, this implies that

‖ρE′|(Y=0)∧(F=1) − ρE′|(Y=1)∧(F=1)‖Tr
≤ ‖µRH ⊗ ρA′TE|(Y=0)∧(F=1) − µRH ⊗ ρA′TE|(Y=1)∧(F=1)‖Tr + 2ε∗

= ‖ρA′TE|(Y=0)∧(F=1) − ρA′TE|(Y=1)∧(F=1)‖Tr + 2ε∗.

(63)

To finish the proof, we study the state ρA′TEY ∧(F=1). The cloning attack and the first decryption

step takes ρA′TM̄V SY to ρA′TEY ∧(F=1) via a trace non-increasing channel. Therefore, if we have

ρA′TM̄V S|(Y=0) = ρA′TM̄V S|(Y=1), then ρA′TE|(Y=0)∧(F=1) = ρA′TE|(Y=1)∧(F=1). To that end,

ρA′TM̄V SY =
1

2

∑

m
E

a,t,t′,r,h

[at]⊗ [m+ e(t′, r) + h]⊗ |at,t′〉〈at,t′ | ⊗ (δm,m0ρS ⊗ [0] + pmρ
m
S ⊗ [1])

=
1

2E
a,t,t′

[at]⊗ µM̄ ⊗ |at,t′〉〈at,t′ | ⊗ (ρS ⊗ [0] + ρS ⊗ [1]) (64)

= ρA′TM̄V ⊗ ρS ⊗ µY ,

so ρA′TM̄V S|(Y=0) = ρA′TM̄V S|(Y=1), giving the result. �
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5 Uncloneable Bit Commitment

In this section, we discuss our second application, introduced in Section 1.2. In Section 5.1, we

define uncloneable commitments and provide a construction, given as Protocol 5.3. Finally, in

Section 5.2, we prove security of our construction.

5.1 Motivation and definitions

We want to extend bit commitment protocols to make them uncloneable — that is that only the

intended recipient can successfully reveal a commitment. First, we recall a usual definition of bit

commitment, as in [KWW12]. The form of commitment we use allows for strings, not just single

bits, to be committed. Also, it supposes that, in the honest case, a uniformly random string is

chosen to be committed; this however is not a restriction on the general case.

Definition 5.1. A (ℓ, ε1, ε2, ε3)-randomised bit string commitment (RBC) scheme is a pair of inter-

active protocols between two parties Alice and Bob: a protocol commit that creates a state ρY AB,

and a protocol reveal that creates a state ρY A′Ŷ FB′ . Here Y = Zℓ
2 is a classical register holding

the committed string; Ŷ = Zℓ
2 is a classical register holding the revealed string; F = Z2 is a clas-

sical register that indicates whether Bob accepts (1) or rejects (0) the reveal; and A,A′ and B,B′

are additional quantum registers that Alice and Bob hold, respectively. The scheme additionally

satisfies

ε1-correctness If Alice and Bob are honest, then ‖ρY Ŷ F − σY Y F‖Tr ≤ ε1, for σY F = µY ⊗ [1].

ε2-hiding If Alice is honest, then after commit, ‖ρY B − µY ⊗ ρB‖Tr ≤ ε2.

ε3-binding If Bob is honest, there exists a state σY AB such that ‖ρY AB − σY AB‖Tr ≤ ε3, and if

reveal is run to get σY A′Ŷ FB′ , Pr[Y 6= Ŷ ∧ F = 1]σ ≤ ε3.

Bit commitment is not possible with no additional assumptions [BS16], so we need a model

with, e.g., computational or storage assumptions in order for this definition to not be vacuous.

Notwithstanding, we can extend the definition to handle uncloneability as well. We do so by

adding an eavesdropper Eve, from whom Alice wishes to hide her commitment. In order to check

for cloning, the protocol will have an additional check step which is used to verify whether it

is in fact Bob who received the commitment. The separation of the check step also allows us to

consider various models: Eve can be allowed to freely communicate with Bob prior to that step,

but not afterwards, as Bob could in that case simply give his register that passed the check to her.

Definition 5.2. A (ℓ, ε1, ε2, ε3, δ)-uncloneable randomised bit string commitment (URBC) scheme

is a triple of protocols between two parties Alice and Bob, eavesdropped by an eavesdropper Eve:

a protocol commit that creates a state ρY ABE , a protocol check that creates a state ρY GA′B′E′ , and a

protocol reveal that creates a state ρY GA′′Ŷ FB′′E′′ . Here, Y = Zℓ
2 is a classical register holding the

committed string; Ŷ = Zℓ
2 is a classical register holding the revealed string; G = Z2 is a classical

register that indicates whether Alice accepts (1) or rejects (0) the check; F = Z2 is a classical

register that indicates whether Bob accepts (1) or rejects (0) the reveal; and A,A′, A′′, B,B′, B′′,
and E,E ′, E ′′ are additional quantum registers that Alice, Bob, and Eve hold, respectively. The

scheme additionally satisfies
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ε1-correctness If Alice and Bob are honest, and Eve does not act, then ‖ρY GŶ F −σY GY F‖Tr ≤ ε1,
where σY GF = µY ⊗ [1]⊗ [1].

ε2-hiding If Alice is honest, then after commit, ‖ρY BE − µY ⊗ ρBE‖Tr ≤ ε2, and after check,

‖ρY B′E′ − µY ⊗ ρB′E′‖Tr ≤ ε2.

ε3-binding If Bob is honest, there exists a state σY ABE such that ‖ρY ABE − σY ABE‖Tr ≤ ε3 and

Pr[Y 6= Ŷ ∧ F = 1]σ ≤ ε3.

δ-uncloneability If Alice is honest,
∥

∥ρY E′′∧(G=1) − µY ⊗ ρE′′∧(G=1)

∥

∥

Tr
≤ δ.

From this definition, we see that uncloneability holds for any malicious Bob, even one who

colludes with Eve, as long as they do not communicate after the check. Similarly to interactive

uncloneable encryption, the commitment can be seen as not having an intended recipient prior to

the check step — in particular, Bob and Eve may have arbitrary communication before then. This

illustrates an important aspect of the uncloneability, as only Bob will be able to open despite a lack

of an agreement between him an Alice, such as a pre-shared secret key.

Remark. Note that the above definitions do not hold as given in the computational setting. How-

ever, it is straightforward to adapt them by replacing the supremum in the trace norm ‖A‖Tr =
sup0≤P≤ITr(PA) with the distinguishing advantage corresponding to a computationally-bounded

guessing strategy. This allows adaptation to a wide range of computational settings where different

computational assumptions that give rise to commitments can be considered. For simplicity, we

use the trace norm definition to prove security of our URBC construction, but the proofs work as

well in such computational settings simply because the trace norm upper bounds any seminorm

given as a supremum over fewer operators. Nevertheless, in our instantiation, the information-the-

oretic nature of the uncloneability property may be preserved as this does not depend on the choice

of commitment assumption.

Now, we can define a candidate URBC scheme. We do so by taking an RBC scheme and

turning it into an uncloneable one on polynomially shorter bit strings using the leaky MoE property,

implicitly working under the assumptions that are required for the commitment.

Let c = (commit0, reveal0) be a (k + ℓ, ε1, ε2, ε3)-RBC scheme, let A be the set of all sub-

spaces of V = Zn
2 of dimension n/2, let e : Z

n/2
2 × Zk

2 → Zℓ
2 be a quantum-proof (κ, ε′)-strong

extractor, and let C ⊆ Z
n/2
2 be an (n/2, n/2 − s, d)-linear error-correcting code with syndrome

syn : Z
n/2
2 → Zs

2.

Protocol 5.3 (Uncloneable bit string commitment).

Commit Let R = Zk
2 , H = Zℓ

2, and T = T ′ = Z
n/2
2 . Alice and Bob commit to (r, h) ∈ R×H

using c. Then, Alice samples a ∈ A, t ∈ T , and t′ ∈ T ′ uniformly at random, after which

she prepares the state |at,t′〉 and sends it to Bob. Alice stores t, t′, a and Bob stores |at,t′〉,
and they both store what is needed to reveal the commitment of (r, h).

Check Alice sends Bob a and he measures in the coset state basis to get measurements t̂, t̂′ of

t, t′, then sends t̂ to Alice. If t̂ = t, Alice sets g = 1, else she sets g = 0. Alice stores t′

and Bob stores t̂′, and they both store what is needed to reveal the commitment of (r, h).
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Reveal Bob selects a random subset j ⊆ {1, . . . , n/2} of cardinality ηn/2 and sends it to

Alice. She replies with syn(t′) and t′j . Then, they reveal the commitment c to get (r̂, ĥ).

If syn(t̂′) = syn(t′), t′j = t̂′j , and reveal0 accepts (f0 = 1), Bob sets f = 1; else he sets

f = 0. Alice’s output is e(t′, r) + h and Bob’s output is e(t̂′, r̂) + ĥ.

This protocol is illustrated in Fig. 3.

Alice Bob
|at,t′〉

r, h

(a) The protocol commit

Alice Bob

a

t̂

(b) The protocol check

Alice Bob

r, h

j

syn(t′), t′j

e(t′, r) + h e(t̂′, r̂) + ĥ

(c) The protocol reveal

Figure 3: Illustration of the commitment protocol Protocol 5.3. Solid arrows represent transmis-

sion of quantum states, double arrows represent transmission of classical information, dashed ar-

rows represent commitment and opening, and dotted lines represent other interactions involved in

the commitment without transmission of relevant information.

5.2 Security proofs

Proposition 5.4. Protocol 5.3 is ε1-correct.

Proof. We suppose Alice and Bob are honest, and Eve does not act. First, Alice and Bob run

commit0 to get ρRHA0B0 . Then, in the commit and check phases, Alice sends |at,t′〉 and a to Bob,

and he is able to measure t, t′ exactly, so t̂ = t and t̂′ = t′. Bob sends t̂ to Alice, and she sets

g = 1. At that point, the shared state has the form ρRHA0B0T ′T̂ ′G = ρRHA0B0 ⊗ σT ′T ′ ⊗ [1] for

σT ′ = µT ′ . Next, in the reveal phase, we have that syn(t̂′) = syn(t′) and t̂′j = t′j , so Bob’s

flag f = f0. When Alice and Bob run reveal0, the shared state becomes ρ
RHA′

0R̂ĤB′
0F0FT ′T̂ ′G

=

ρRHA′
0R̂ĤB′

0F0F0
⊗σT ′T ′⊗[1], where we know by correctness of c that ‖ρRHR̂ĤF0

−σRHRHF0‖Tr ≤ ε1
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for σRHF0 = µRH ⊗ [1]. Thus, for σT ′RHF0 = µT ′RH ⊗ [1], we see that

‖ρT ′T̂ ′RHR̂ĤF0F
− σT ′T ′RHRHF0F0‖Tr ≤ ‖σT ′T ′ ⊗ (ρRHR̂ĤF0

− σRHRHF0)‖Tr ≤ ε1. (65)

We see that σ(e(T ′,R)+H)F = σY F = µY ⊗ [1], as σH = µH is hashed. Then, as classical computa-

tions are quantum channels,

‖ρ(e(T ′,R)+H)G(e(T̂ ′,R̂)+Ĥ)F − σY GY F‖Tr ≤ ‖ρT ′T̂ ′RHR̂ĤF0F
− σT ′T ′RHRHF0F0‖Tr ≤ ε1. (66)

�

Proposition 5.5. Protocol 5.3 is ε2-hiding.

Proof. As Alice is honest, the commitment c is hiding in the sense that ‖ρRHB0 −µRH ⊗ρB0‖Tr ≤
ε2. Consider the state σRHATT ′V B0 = µRH ⊗ ρATT ′V B0 . As H is uniformly random, for each

t′ ∈ T ′ and r ∈ R, e(t′, r) +H is uniformly random. Hence,

σ(e(T ′,R)+H)AV B0 = E
a,t,t′,r,h

[(e(t′, r) + h)a]⊗ |at,t′〉〈at,t′ | ⊗ ρB0 = µY ⊗ ρAV B0. (67)

As Bob and Eve’s registers after commit and check are given by quantum channels acting on

AV B0, we get, noting that ρRHB0ATT ′V = ρRHB0 ⊗ ρATT ′V

‖ρY BE − µY ⊗ ρBE‖Tr ≤ ‖ρ(e(T ′,R)+H)AV B0
− µY ⊗ ρAV B0‖Tr

= ‖ρ(e(T ′,R)+H)AV B0 − σ(e(T ′,R)+H)AV B0‖Tr
≤ ‖ρRHATT ′V B0 − σRHATT ′V B0‖Tr
= ‖ρATT ′V ⊗ (ρRHB0 − µRH ⊗ ρB0)‖Tr ≤ ε2.

(68)

In the same way ‖ρY B′E′ − µY ⊗ ρB′E′‖Tr ≤ ε2. �

Proposition 5.6. Protocol 5.3 is ε3 +
(

1− 2d
n

)η n
2 -binding.

Proof. Since c is ε3-binding, we consider the state σRHA0B0 such that ‖σRHA0B0 − ρRHA0B0‖Tr ≤
ε3. As all the actions undertaken are quantum channels, we know that at the end of the commit

phase, ‖σY ABE − ρY ABE‖Tr ≤ ε3 ≤ ε3 +
(

1− 2d
n

)η n
2 . Now, we continue the argument, implicitly

assuming that the state is σ. In the reveal phase, Bob sets f = 1 if and only if syn(t′) = syn(t̂′),
t′j = t̂′j , and f0 = 1. Thus,

Pr
[

Y 6= Ŷ ∧ F = 1
]

= Pr
[

e(T ′, R) +H 6= e(T̂ ′, R̂) + Ĥ ∧ syn(T ′) = syn(T̂ ′) ∧ T ′J = T̂ ′J ∧ F0 = 1
]

≤ Pr
[

(T ′ 6= T̂ ′ ∨RH 6= R̂Ĥ) ∧ syn(T ′) = syn(T̂ ′) ∧ T ′J = T̂ ′J ∧ F0 = 1
]

≤ Pr
[

RH 6= R̂Ĥ ∧ F0 = 1
]

+ Pr
[

T ′ 6= T̂ ′ ∧ syn(T ′) = syn(T̂ ′) ∧ T ′J = T̂ ′J

]

.

(69)

First, as c is binding, Pr
[

RH 6= R̂Ĥ ∧ F0 = 1
]

≤ ε3. Next, suppose that syn(t′) = syn(t̂′) but

t′ 6= t̂′. Then as the code C has distance d, the Hamming distance d(t′, t̂′) ≥ d. But, as j is a subset
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of η n
2

indices chosen uniformly at random, the probability that t′j = t̂′j is no more than
(n/2−d

ηn/2 )
( n/2
ηn/2)

.

Simplifying,

Pr
[

T ′ 6= T̂ ′ ∧ syn(T ′) =syn(T̂ ′) ∧ T ′J = T̂ ′J
]

≤ Pr
[

T ′ 6= T̂ ′ ∧ d(T ′, T̂ ′) ≥ d ∧ T ′J = T̂ ′J

]

≤
(

n/2−d
ηn/2

)

(

n/2
ηn/2

) =
(n/2− d) · · · (n/2− d− ηn/2 + 1)

(n/2) · · · (n/2− ηn/2 + 1)

=

(

1− d

n/2

)(

1− d

n/2− 1

)

· · ·
(

1− d

n/2− ηn/2 + 1

)

≤
(

1− 2d

n

)η n
2

,

(70)

which gives the result. �

Theorem 5.7. Suppose κ ≤ − lg cos π
8

2
n− 1

4 ln 2
−s−η n

2
. Then, Protocol 5.3 ismax{ε′, e1/4(cos π

8
)n/2}

-uncloneable.

Proof. Due to the leaky MoE property, we must have Hmin(T |AB;T ′|A′TE) ≥ (− lg cos π
8
)n −

1
2 ln 2

when Bob guesses t during the check phase. This implies that, for any measurement M Bob

might have made to get t̂, either Hmin(T |M(AB))ρ ≥ − lg cos π
8

2
n− 1

4 ln 2
or Hmin(T

′|A′TE)ρ|(M(AB)=T )
≥

− lg cos π
8

2
n − 1

4 ln 2
. In the former case, the probability that t̂ = t, and hence that g = 1, is at most

e1/4(cos π
8
)n/2. In the latter case, the additional information that Eve gets about t′ during the reveal

phase is syn(t′) and t′j , so knowing that her final register E ′′ = A′TEsyn(T ′)T ′JJ ,

Hmin(T
′|E ′′)ρ|(M(AB)=T )

≥ Hmin(T
′|A′TE)ρ|(M(AB)=T )

− lg |syn(T ′)| − |J |
≥ − lg cos π

8

2
n− 1

4 ln 2
− s− η n

2
.

(71)

Then, by hypothesis on the extractor,
∥

∥ρY E′′|(M(AB)=T ) − µY ⊗ ρE′′|(M(AB)=T )

∥

∥

Tr
≤ ε′. Thus,

combining the two cases and noting that the events M(AB) = T and G = 1 are equivalent,

∥

∥ρY E′′∧(G=1) − µY ⊗ ρE′′∧(G=1)

∥

∥

Tr

= Pr[M(AB) = T ]
∥

∥ρY E′′|(M(AB)=T ) − µY ⊗ ρE′′|(M(AB)=T )

∥

∥

Tr

≤ max{ε′, e1/4(cos π
8
)n/2}.

(72)

�

6 Receiver-Independent Quantum Key Distribution

In this section, we discuss our final application, introduced in Section 1.3. In Section 6.1, we

prove a version of the leaky MoE property that is robust against errors, given as Theorem 6.2, and

discuss its expression as an entropic uncertainty relation, given as Corollary 6.5. In Section 6.2,

we present receiver-independent QKD and provide a construction, given as Protocol 6.7. Finally,

in Section 6.3, we recall the QKD security definitions and prove security for our construction.
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6.1 Robust leaky MoE property

We first need a robust version of the leaky MoE property, analogous to the game with imperfect

guessing in [TFKW13]. To do so, we fix U, U ′ ⊆ Z
n/2
2 to be neighbourhoods of 0, and modify the

leaky MoE game winning condition by saying that Alice accepts if Bob’s answer is in t + U and

Charlie’s is in t′+U ′. To warrant the name “leaky”, we suppose that Charlie gets Bob’s potentially

erroneous guess of t — but never the actual value of t chosen by Alice — before making his guess.

In the case of U = U ′ = {0}, this reduces to the original leaky MoE game. We formalise this.

Definition 6.1. Let A to be a set of subspaces of Zn
2 of dimension n/2, and U, U ′ ⊆ Z

n/2
2 be

neighbourhoods of 0. A strategy S for the (n,A, U, U ′)-robust leaky monogamy-of-entanglement

game is simply a strategy for the (n,A)-leaky MoE game. The winning probability of S is

wn,A,U,U ′(S) =E
a∈A

E
t,t′∈Z

n/2
2

∑

u∈U,u′∈U ′

Tr
[

(Ba
t+u ⊗ Ca,t+u

t′+u′ )Φ( |at,t′〉〈at,t′ |)
]

. (73)

The optimal winning probability of G is w∗(n,A, U, U ′) = sup
S
wn,A,U,U ′(S).

We show an upper bound in a context relevant to QKD, where the errors correspond to inde-

pendent bit flip errors. We define some standard objects: the Hamming norm of x ∈ Zn
2 is the

number of non-zero terms, written |x|, and the corresponding metric, the Hamming distance, is

written d(x, y) = |x + y|; the unit ball in of radius m in Zn
2 is B(n,m) := {x ∈ Zn

2 | |x| ≤ m};

and the binary entropy function is h : [0, 1] → R defined as h(x) = −x lg x − (1 − x) lg(1 − x).
We have the very useful bound on the volume of this ball: if m ≤ n/2, |B(n,m)| ≤ 2nh(m/n).

Theorem 6.2. Let A be the set of register subspaces of Zn
2 of dimension n/2. Then, for m,m′ ≤

n/4

w
∗(n,A,B(n/2, m), B(n/2, m′)) ≤

√
e2

n
2
h( 2m

n
)+n

4
h( 2m

′

n
)
(

cos π
8

)n
. (74)

Note that this bound is not particularly tight. We try to stick with the tightest possible expres-

sion throughout the proof before passing to this simple closed-form expression at the very end.

The proof proceeds similarly to Theorem 3.2. First, we need a robust generalisation of Lemma 3.4.

Lemma 6.3. Let a, b ⊆ Zn
2 be subspaces of dimension n/2, and U, U ′ ⊆ Z

n/2
2 be neighbourhoods

of 0. Then,

∥

∥

∥

√
P a

√
P b

∥

∥

∥
≤ max

t∈Zn
2

(

|(a+ b+ t) ∩ Ub||U ||U ′| |a ∩ b|
|a|

)1/2

, (75)

where P a =
∑

t,t′Z
n/2
2

∑

u∈U,u′∈U ′ |at,t′〉〈at,t′ | ⊗ Ba
t+u ⊗ Ca,t+u

t′+u′ and Ub = {xb | x ∈ U} ⊆ Z
n
2 for

xb as defined in Section 2.2.

Proof. Since
∑

v′∈U ′ C
b,s+v
s′+v′ ≤ I for any s, s′, v ∈ Z

n/2
2 , we get the bound

P b ≤
∑

s,s′∈Z
n/2
2 ;v∈U

|bs,s′〉〈bs,s′| ⊗ Bb
s+v ⊗ I =

∑

s∈Z
n/2
2 ;v∈U

Πb+sb ⊗Bb
s+v ⊗ I

=
∑

s∈Z
n/2
2

Π⋃
v∈U (b+(s+v)b) ⊗ Bb

s ⊗ I.
(76)
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Since the right hand side is a projector, we have by monotonicity of the square root that it is also a

bound on
√
P b. We also bound

P a ≤
∑

t,t′,u,u′

|at,t′〉〈at,t′ | ⊗ I⊗ Ca,t+u
t′+u′ =

∑

t,t′,u,u′

|at+u,t′+u′〉〈at+u,t′+u′| ⊗ I⊗ Ca,t
t′ . (77)

Using these,
∥

∥

∥

√
P a

√
P b

∥

∥

∥
= ‖

√
P bP a

√
P b‖1/2

≤
∥

∥

∥

∑

t,t′,s∈Z
n/2
2

u∈U,u′∈U ′

Π⋃
v∈U (b+(s+v)b) |at+u,t′+u′〉〈at+u,t′+u′|Π⋃

v∈U (b+(s+v)b) ⊗Bb
s ⊗ Ca,t

t′

∥

∥

∥

1/2

≤ max
s∈Z

n/2
2

∥

∥

∥

∑

t,t′,u,u′

Π⋃
v∈U (b+(s+v)b) |at+u,t′+u′〉〈at+u,t′+u′|Π⋃

v∈U (b+(s+v)b) ⊗ Ca,t
t′

∥

∥

∥

1/2

.

(78)

Next, using the triangle inequality,

∥

∥

∥

√
P a

√
P b

∥

∥

∥
≤ max

s

(

∑

u

∥

∥

∥

∑

t,t′,u′

Π⋃
v(b+(s+v)b) |at+u,t′+u′〉〈at+u,t′+u′|Π⋃

v(b+(s+v)b) ⊗ Ca,t
t′

∥

∥

∥

)1/2

.

(79)

Now, as the terms
∑

u′ Π⋃
v(b+(s+v)b) |at+u,t′+u′〉〈at+u,t′+u′|Π⋃

v(b+(s+v)b)⊗Ca,t
t′ of the sum are Her-

mitian operators with orthogonal supports, we can bound

∥

∥

∥

√
P a

√
P b

∥

∥

∥
≤ max

s

(

∑

u

max
t,t′

∥

∥

∥

∑

u′

Π⋃
v(b+(s+v)b) |at+u,t′+u′〉〈at+u,t′+u′|Π⋃

v(b+(s+v)b) ⊗ Ca,t
t′

∥

∥

∥

)1/2

≤ max
s

(

|U |max
t,t′

∥

∥

∥

∑

u′

Π⋃
v(b+(s+v)b) |at,t′+u′〉〈at,t′+u′ |Π⋃

v(b+(s+v)b)

∥

∥

∥

)1/2

.

(80)

For each of these terms,
∥

∥

∥

∑

u′

Π⋃
v(b+(s+v)b) |at,t′+u′〉〈at,t′+u′ |Π⋃

v(b+(s+v)b)

∥

∥

∥

≤
∑

u′

∥

∥

∥
Π⋃

v(b+(s+v)b) |at,t′+u′〉〈at,t′+u′|Π⋃
v(b+(s+v)b)

∥

∥

∥

=
∑

u′

〈at,t′+u′ |Π⋃
v(b+(s+v)b)|at,t′+u′〉 = |U ′| |(a+ ta) ∩

⋃

v(b+ (s+ v)b)|
|a| .

(81)

The cardinality of the intersection may be written as
∣

∣

∣
(a+ ta) ∩

⋃

v

(b+ (s+ v)b)
∣

∣

∣
= |a ∩ b|| {v ∈ U | (a+ ta) ∩ (b+ (s+ v)b) 6= ∅}|

= |a ∩ b|| {v ∈ U | ta + sb + vb ∈ a + b}|
= |a ∩ b||(a+ b+ ta + sb) ∩ Ub|.

(82)

33



This gives the wanted bound

∥

∥

∥

√
P a

√
P b

∥

∥

∥
≤ max

s

(

|U |max
t,t′

|U ′||a ∩ b||(a + b+ ta + sb) ∩ Ub|
|a ∩ b|
|a|

)1/2

≤ max
t∈Zn

2

(

|U ||U ′||(a+ b+ t) ∩ Ub|
|a ∩ b|
|a|

)1/2

.

(83)

�

Now, we proceed to the proof of the theorem.

Proof of Theorem 6.2. Write U = B(n/2, m) and U ′ = B(n/2, m′). First, we bound the winning

probability by an operator norm

wn,A,U,U ′(S) ≤
∥

∥

∥E
a∈A

P a
∥

∥

∥
, (84)

so that we can apply Lemma 3.3 using the same permutations πs : S → S as in Theorem 3.2,

giving

wn,A,U,U ′(S) ≤E
s∈S

max
γ∈S

∥

∥

∥

√
P span γ

√
P spanπs(γ)

∥

∥

∥
. (85)

We use Lemma 6.3 to write the overlap

∥

∥

∥

√
P a

√
P b

∥

∥

∥
in terms dim(a ∩ b). Suppose a = span γ

and b = span η. Then Ub = {u ∈ Zn
2 | uη = 0, |u| ≤ m}. Thus, as a + b = span(η ∪ γ), for any

t ∈ Zn
2 ,

(a+ b+ t) ∩ Ub = {u ∈ Z
n
2 | uηc∩γc = tηc∩γc , uη = 0, |u| ≤ m} . (86)

To maximise the cardinality of this set, we take tηc∩γc = 0, so

|(a+ b+ t) ∩ Ub| = | {u ∈ Z
n
2 | uη∪γc = 0, |u| ≤ m}|

= |B(|ηc ∩ γ|, m)| = |B(n/2− dim(a ∩ b), m)|. (87)

This gives

∥

∥

∥

√
P a

√
P b

∥

∥

∥
≤
√

|B(n/2, m)||B(n/2, m′)||B(n/2− dim(a ∩ b), m)|2dim(a∩b)/2−n/4.

Putting this into the bound on the winning probability,

wn,A,U,U ′(S) ≤ 1
(

n
n/2

)

n/2
∑

k=0

(

n/2

k

)2
√

|B(n/2, m)||B(n/2, m′)||B(k,m)|2−k. (88)

We can bound B(k,m) ≤ B(n/2, m) and therefore

wn,A,U,U ′(S) ≤ |B(n/2, m)|
√

|B(n/2, m′)|
(

n
n/2

)

n/2
∑

k=0

(

n/2

k

)2

2−k/2

≤
√
e|B(n/2, m)|

√

|B(n/2, m′)|(cos π
8
)n.

(89)

Using the bound on the volume of a ball B(n/2, m) ≤ 2
n
2
h( 2m

n
) gives the result. �
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It will prove useful to express the winning probability of this game as a sequential min-entropy

as well.

Corollary 6.4. Fix a strategy for the (n,A, U, U ′)-robust leaky monogamy game withU = B(n/2, m)
and U ′ = 0. Let the state

σAA′TT ′BC = E
a,t,t′,u,u′

[aatt′]⊗ Φ( |at+u,t′+u′〉〈at+u,t′+u′ |). (90)

Then, the sequential min-entropy

Hmin(T |AB;T ′|A′TC)σ ≥
(

− lg cos π
8
− 1

(2 ln 2)n

)

n. (91)

Note that we pack the approximate guessing into the state, so we can derive a result on the

sequential min-entropy of that state.

Proof. First, the winning probability may be rewritten as

wn,A,U,U ′(S) =E
a,t,t′

Tr
[

(Ba
t ⊗ Ca,t

t′ )Φ
(

∑

u,u′

|at+u,t′+u′〉〈at+u,t′+u′|
)]

= |U ||U ′|E
a,t,t′

Tr
[

(Ba
t ⊗ Ca,t

t′ )σa,t,t′

BC

]

,
(92)

Thus, using the bound wn,A,U,U ′(S) ≤ √
e|U |

√

|U ′|
(

cos π
8

)n
of Theorem 6.2 with |U ′| = 1,

Ea,t,t′ Tr
[

(Ba
t ⊗ Ca,t

t′ )σa,t,t′

BC

]

≤ √
e
(

cos π
8

)n
. Since this takes a similar form to the winning prob-

ability of the original leaky MoE game, we can apply the definition of sequential min-entropy to

get the wanted result

Hmin(T |AB;T ′|A′TC)σ ≥
(

− lg cos π
8
− 1

(2 ln 2)n

)

n. (93)

�

Finally, we get an entropic uncertainty relation.

Corollary 6.5 (Robust leaky MoE entropic uncertainty relation). For any measurement made by

Bob M : T → P(AB) in the robust leaky MoE game, we have

Hmin(T |M(AB))σ +Hmin(T
′|A′TC)σ|(M(AB)=T )

≥
(

− lg cos π
8
− 1

(2 ln 2)n

)

n. (94)

6.2 Motivation and construction

We consider QKD in a model where neither Bob’s classical nor his quantum devices are trusted,

and may even have been provided by the eavesdropper, but his communication is trusted. This is

a stronger model than the one-sided device independent model considered in [TFKW13]. To illus-

trate this, we give first an attack against that scheme in this model, which allows the eavesdropper

to gain the secret key.

First, we recall the one-sided device-independent QKD protocol given as Figure 1 of [TFKW13],

with one small difference: they considered an entanglement-based model whereas we will work

directly in the usual and more practical prepare-and-measure model, knowing that security in the

former model implies security in the latter.
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Protocol 6.6 (one-sided device independent QKD of [TFKW13]).

State preparation Alice samples x ∈ X = Zn
2 and θ ∈ Θ = Zn

2 uniformly at random and

sends the state |xθ〉 to Bob.

Measurement Bob confirms receipt of the state, then Alice sends θ to Bob. He measures to

get a string y.

Parameter estimation Alice samples a random subset T ⊆ {1, . . . , n} of size t and sends

T, xT to Bob. If the Hamming distance d(xT , yT ) > γn, Bob aborts.

Error correction Alice sends an error-correction syndrome syn(xT c) and a random hash

function F ∈ F to Bob. Bob corrects yT c using the syndrome to get x̂T c

Privacy amplification Alice computes the output k = F (xT c) and Bob computes k̂ = F (x̂T c).

In our model, the security of this QKD scheme can be broken, because we cannot trust Bob’s

classical device to honestly do parameter estimation. Bob would simply control the communication

to and from the device, and receive the message k̂ or an abort message once the protocol finishes.

Consider the following attack involving a malicious device provided by an eavesdropper Eve.

When Alice sends the state |xθ〉, Eve intercepts it and holds on to it, and sends Bob’s device |0n〉.
Then, Eve intercepts every message Alice sends and is able to compute Bob’s intended output k̂,

while Bob’s device simply outputs a uniformly random string to him. Neither Alice nor Bob have

learned that an attack has happened. In this way, Eve succeeds in completely breaking the security

of the one-sided device-independent QKD protocol in the receiver-independent model.

To avoid this sort of attack, we need a QKD protocol where only Bob’s communication is

trusted but none of his devices are. We present the protocol. Let e : Z
n/2
2 × R → Zℓ

2 be a

quantum-proof (κ, ε)-strong extractor and C ⊆ Z
n/2
2 be a (n/2, n/2− s, d)-linear error correcting

code with syndrome syn : Z
n/2
2 → Z

s
2.

Protocol 6.7 (receiver-independent QKD).

State preparation Alice chooses a ∈ A, and t, t′ ∈ Z
n/2
2 uniformly at random, then sends the

state |at,t′〉 to Bob.

Parameter estimation Alice sends a, and Bob replies with a measurement t̂ of t. If the

distance d(t̂, t) > γ n
2
, Alice aborts the protocol.

Error correction Bob makes a measurement t̂′ of t′, and sends syn(t̂′) to Alice. She uses it

to correct4 t′ and get t̄′

Information reconciliation Alice sends j ⊆ {1, . . . , n
2
} of cardinality η n

2
to Bob, and he

replies with t̂j . If t̂′j 6= t̄′j , Alice aborts.
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Privacy amplification Alice sends uniformly random r ∈ R to Bob. Alice outputs k = e(t̄′, r)
and Bob outputs k̂ = e(t̂′, r).

We note that, unlike usual QKD, Alice has full control over whether to abort the protocol. This

allows us to consider the case where the checks that Bob makes are untrusted.

Since Bob’s classical computations are untrusted, the idea of correctness must also be altered.

Neither Alice nor Bob can in general check that Bob’s final key matches Alice’s, since Bob’s

device can always, once all the checks have been passed, output a uniformly random string to

Bob. As such, all Alice can assure herself of is that Bob’s device has all the necessary information

allowing it to compute the key. So, we only require correctness to hold for the device’s computed

key, though Bob may not actually receive it.

6.3 QKD security

First, following [MR22, Ren05], we give the security definiton of QKD.

Definition 6.8. A receiver-independent QKD protocol is an interaction between Alice, who is

trusted, and Bob, who has trusted communication but untrusted quantum and classical devices,

and which is eavesdropped by an eavesdropper Eve. The interaction produces the state ρFKK̂E

where F = Z2 holds a flag set to 1 if the protocol accepts and 0 otherwise, K = Z
ℓ
2 holds Alice’s

outputted key, K̂ = Zℓ
2 holds Bob’s device’s key, and E is Eve’s side information. The protocol is

• ε1-correct if Pr
[

K 6= K̂ ∧ F = 1
]

≤ ε1.

• ε2-secret if ‖ρKE∧(F=1) − µK ⊗ ρE∧(F=1)‖Tr ≤ ε2.

• (Φ, ε3)-complete if, when Eve acts as the channel Φ and Bob’s device works as intended,

Pr[F = 0] ≤ ε3.

A subtle but important difference between this and the usual QKD definition is in Bob’s key k̂.

Here, the key is produced by Bob’s device, but as the device is untrusted, Alice cannot be sure that

the key is actually given to Bob at the end of the protocol.

We now show that Protocol 6.7 satisfies these security properties under some conditions on the

parameters.

Proposition 6.9. Protocol 6.7 is
(

1− 2d
n

)η n
2 -correct.

Note that, in our protocol, in order for Bob to actually receive the key, Bob’s classical device is

only required to do one computation honestly: the final privacy amplification step.

Proof. First, the event that F = 1 is equivalent to d(T, T̂ ) ≤ γ n
2
∧ T̄ ′J = T̂ ′J . Then,

Pr[K 6= K̂ ∧ F = 1] ≤ Pr[e(T̄ ′, R) 6= e(T̂ ′, R) ∧ T̄ ′J = T̂ ′J ] ≤ Pr[T̄ ′ 6= T̂ ′ ∧ T̄ ′J = T̂ ′J ] (95)

We claim that the event T̄ ′ 6= T̂ ′ implies the event d(T̄ ′, T̂ ′) ≥ d. To see this, (writing for x ∈
Z
n/2
2 , corr(x) ∈ C the correction from the error-correcting code, i.e. the nearest point in C to x)

4The correction here is not simply the natural one of the error-correcting code. Rather, Alice sets t̄′ to be the string

that corrects to the same point in C as t′ but has syndrome syn(t̂′).
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first note that if t̄′ 6= t̂′, then corr(t′) = corr(t̄′) 6= corr(t̂′). Then, as the code distance is d,

d(corr(t′), corr(t̂′)) ≥ d. Since t̄′ + corr(t′) = t̂′ + corr(t̂′), d(t̄′, t̂′) = d(corr(t′), corr(t̂′)) ≥ d.

Thus, as j is sampled uniformly at random among the substrings of length η n
2
,

Pr[d(T̄ ′, T̂ ′) ≥ d ∧ T̄ ′J = T̂ ′J ] ≤
(

n/2−d
ηn/2

)

(

n/2
ηn/2

) ≤
(

1− 2d

n

)η n
2

. (96)

�

Theorem 6.10. Suppose 0 ≤ δ ≤ γ, 2d
n

. Then, Protocol 6.7 is (Φ⊗n, (e−(γ−δ)
2
)n+(e−(2d/n−δ)

2
)n)-complete,

where Φ⊗n : L(V ) → L(V ) is any iid noise channel such that 〈0|Φ( |1〉〈1|)|0〉 ≤ δ, 〈1|Φ( |0〉〈0|)|1〉 ≤
δ, 〈+|Φ( |−〉〈−|)|+〉 ≤ δ, and 〈−|Φ( |+〉〈+|)|−〉 ≤ δ.

In particular, note that this gives an exponentially small abort rate if the error δ < γ, 2d
n

. We

make use of Hoeffding’s inequality in the proof: for independent random variables Γ1, . . . ,Γn with

support in [0, 1], their sum Γ =
∑

i Γi has the property that, for any x ≥ 0,

Pr[Γ ≥ EΓ + x] ≥ exp

(

−2x2

n

)

(97)

Proof. First, recall that Alice sends states of the form |at,t′〉 = |xθ〉, for x = ta + t′
a⊥

and θ = ι(a),
the indicator vector. Thus, the conditions on Φ are simply that there is an independent probability

at most δ of a bit flip on any of the bits of the measured strings. Next, since t̂′ = t̄′ implies that

t̂′j = t̄′j , we have that

Pr[F = 0] = Pr
[

d(T̂, T ) > n
2
γ ∨ T̄ ′J = T̂ ′J

]

≤ Pr
[

d(T̂, T ) > n
2
γ
]

+ Pr
[

T̂ ′ 6= T̄ ′
]

.
(98)

First, the probability of more than γ n
2

bit flips occurring on t̂ is

Pr
[

d(T̂, T ) > n
2
γ
]

≤
n/2
∑

k=nγ/2+1

(

n/2

k

)

δk(1− δ)n/2−k = Pr
[

Γ ≥ γ
n

2
+ 1
]

, (99)

where the binomial random variable Γ ∼ Bin(n/2, δ). Consider the independent identically

distributed Bernoulli random variables Γ1, . . . ,Γn/2 ∼ B(δ). Since we know Γ =
∑

i Γi and

EΓ = δ n
2
, Hoeffding’s inequality provides

Pr
[

d(T̂, T ) > n
2
γ
]

≤ exp

(

−4((γ − δ)n/2 + 1)2

n

)

≤
(

exp(−(γ − δ)2)
)n
. (100)

To proceed similarly for the second term, first note that, in the same way as in Proposition 6.9, t̄′ 6=
t̂′ implies d(t̂′, t′) ≥ d. Thus, as before Pr

[

T̂ ′ 6= T̄ ′
]

≤ Pr
[

d(T̂ ′, T ′) ≥ d
]

≤
(

exp(−(2d
n
− δ)2)

)n
.

�
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Lemma 6.11. Let X = Z
n
2 and A be registers, ρXA be a cq state, and U = B(n,m) ⊆ Z

n
2 be a

ball. For σ = Eu∈U Xu
XρXAX

u
X where X is the Pauli operator and any POVM M : X → P(A),

we have

ρM(A)A∧(d(M(A),X)≤m) = |U |σM(A)A∧(M(A)=X). (101)

Proof. First, writing ρXA =
∑

x∈X [x]⊗ ρxA, we see that

ρXM(A)A =
∑

x,y∈X

[xy]⊗
√

Myρ
x
A

√

My, (102)

and so

ρM(A)A∧(d(M(A),X)≤m) =
∑

x,y∈X
d(x,y)≤m

[y]⊗
√

Myρ
x
A

√

My =
∑

y∈X

[y]⊗
√

My

∑

u∈U

ρy+u
A

√

My. (103)

On the other hand, |U |σXA =
∑

x∈X,u∈U [x]⊗ ρx+u
A , so

|U |σM(A)A∧(M(A)=X) =
∑

x∈X,u∈U

[x]⊗
√

Mxρ
x+u
A

√

Mx, (104)

which completes the proof. �

Lemma 6.12. Let X, Y,A be registers and ρXY A be a ccq state. Then, for any y0 ∈ Y ,

Hmin(X|A)ρ∧(Y =y0)
≥ Hmin(X|AY )ρ. (105)

Proof. We interpret this in terms of the guessing probability. Writing ρXY A =
∑

x,y[xy] ⊗ ρx,yA ,

the probability of guessing X given AY is

2−Hmin(X|AY )ρ = sup
My:X→P(A) POVMs

∑

x,y

Tr[My
xρ

x,y
A ]

≥ sup
M :X→P(A) POVM

∑

x

Tr[Mxρ
x,y0
A ] = 2

−Hmin(X|A)ρ∧(Y =y0) ,
(106)

as ρXY A∧(Y=y0) =
∑

x[xy0]⊗ ρx,y0A . �

Theorem 6.13. Suppose that κ ≤
(

− lg cos π
8
− 2s

n
− 2η − 1

(2 ln 2)n

)

n
2
. Then, the QKD protocol

Protocol 6.7 is max{2
n
2
h(γ)ε, 2−(− lg cos

π
8
−h(γ)− 1

(2 ln 2)n
)n
2 }-secret.

Asymptotically, in order for the QKD protocol to produce a secure key, we require only
(

− lg cos π
8
− h(γ)− 1

(2 ln 2)n

)

n
2
> 0,

(

− lg cos π
8
− 2s

n
− 2η − 1

(2 ln 2)n

)

n
2
> 0, (107)

as we can make ε arbitrarily small by enlarging the key. These provide the asymptotic noise

tolerance. First 1
2 ln 2n

→ 0 and we can choose η small enough to have η → 0 while preserving

subexponential correctness (for example η = 1/
√
n), so we don’t need to worry about those terms.

Also, the Shannon limit provides the minimum value s = n
2
h(γ). Therefore, the inequalities

reduce to − lg cos π
8
> h(γ) asymptotically, so approximately γ < 0.0153; thus the asymptotic

noise tolerance is ≈ 1.5%. Note that this is the same tolerance as in [TFKW13].
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Proof. At the start of the protocol, Alice prepares the state ρATT ′V = Ea,t,t′ [att
′] ⊗ |at,t′〉〈at,t′ |,

where she holds onto ATT ′ and sends V . Eve acts with some channel Φ : L(V ) → L(BE) and

sends the register B to Bob. Bob sends T̂ to Alice, which Eve may intercept and copy. We work

first with the state σATT ′BE = Eu∈U Xu
TρX

u
T , and then exchange it for ρ later, using Lemma 6.11.

At the parameter estimation step, the robust leaky MoE property impliesHmin(T |AB;T ′|A′TE)σ ≥
(

− lg cos π
8
− 1

(2 ln 2)n

)

n, where A′ is a copy of A. Let M : T → P(AB) be the measurement

Bob’s device uses to get the guess of T . Then, by the entropic uncertainty relation, we must have

either

Hmin(T |M(AB))σ ≥
(

− lg cos π
8
− 1

(2 ln 2)n

)n

2
or

Hmin(T
′|A′TE)σ|(M(AB)=T )

≥
(

− lg cos π
8
− 1

(2 ln 2)n

)n

2
.

(108)

In the former case, we have

Tr
(

σ∧(T̂=T)
)

= Pr
[

M(AB) = T
]

σ
≤ 2

−
(

− lg cos
π
8
−

1
(2 ln 2)n

)

n
2 , (109)

as T̂ = M(AB). In the latter case, by the error correction step, Eve holds E0 = A′T̂ syn(T̂ ′)JT̂ ′JE
and thus, making use of Lemma 6.12

Hmin(T
′|A′T̂ syn(T̂ ′)JT̂ ′JE)σ|(T̂=T )∧(T̂ ′

J
=T̄ ′

J
)
≥ Hmin(T

′|A′T̂ syn(T̂ ′)JT̂ ′J T̄
′
JE)σ|(T̂=T )

≥ Hmin(T
′|A′TE)σ|(M(AB)=T )

− s− 2η n
2

≥
(

− lg cos π
8
− 2s

n
− 2η − 1

(2 ln 2)n

)

n
2
.

(110)

Next, as Eve has access to the syndrome syn(t̂′), her probability of guessing t′ is equal to that of

guessing t̄′, giving Hmin(T̄
′|AT̂ syn(T̂ ′)E)σ|(T̂=T )∧(T̂ ′

J
=T̄ ′

J
)
≥
(

− lg cos π
8
− 2s

n
− 2η − 1

(2 ln 2)n

)

n
2
.

By hypothesis on the strong extractor, we have that

‖σe(T̄ ′,R)RE0|(T̂=T )∧(T̂ ′
J=T̄ ′

J )
− µZ ⊗ µR ⊗ σE0|(T̂=T )∧(T̂ ′

J=T̄ ′
J )
‖Tr ≤ ε, (111)

where the register Z = Z
ℓ
2. Before passing to the information reconciliation step, we combine the

two cases. Writing ε∗ = max {ε, 2−
(

− lg cos
π
8
−

1
(2 ln 2)n

)

n
2 }, we get

‖σe(T̄ ′,R)RE0∧(T̂=T∧T̂ ′
J=T̄ ′

J )
− µZ ⊗ µR ⊗ σE0∧(T̂=T∧T̂ ′

J=T̄ ′
J)
‖Tr

= Tr(σ∧(T̂=T ))‖σe(T̄ ′,R)RE0|(T̂=T )∧(T̂ ′
J=T̄ ′

J)
− µZ ⊗ µR ⊗ σE0|(T̂=T )∧(T̂ ′

J=T̄ ′
J )
‖Tr ≤ ε∗.

(112)

Now, we can pass to the real state ρ. Using Lemma 6.11 with X = T ,

‖ρe(T̄ ′,R)RE0∧(d(T̂,T )≤γn/2∧T̂ ′
J=T̄ ′

J)
− µZ ⊗ µR ⊗ ρE0∧(d(T̂,T )≤γn/2∧T̂ ′

J=T̄ ′
J )
‖Tr

= |U |‖σe(T̄ ′,R)RE0∧(T̂=T∧T̂ ′
J=T̄ ′

J)
− µZ ⊗ µR ⊗ σE0∧(T̂=T∧T̂ ′

J=T̄ ′
J )
‖Tr ≤ 2

n
2
h(γ)ε∗.

(113)

As the event F = 1 is equivalent to d(T̂, T ) ≤ γn/2 ∧ T̂ ′J = T̄ ′J , this means

‖ρe(T̄ ′,R)RE0∧(F=1) − µK ⊗ ρRE0∧(F=1)‖Tr ≤ 2
n
2
h(γ)ε∗. (114)

Finally, as Eve’s register at the end of the privacy amplification step is E ′ = RE0 = RAT̂ syn(T̂ ′)JT̂JE,

we get the wanted result ‖ρKE′∧(F=1) − µK ⊗ ρE′∧(F=1)‖Tr ≤ 2
n
2
h(γ)ε∗. �

40



References

[Aar09] S. Aaronson. Quantum copy-protection and quantum money. In 24th Annual Confer-

ence on Computational Complexity—CCC 2009, pages 229–242, 2009.

DOI: 10.1109/CCC.2009.42.

[AC12] S. Aaronson and P. Christiano. Quantum money from hidden subspaces. In 44th

Annual ACM Symposium on Theory of Computing—STOC 2012, pages 41–60, 2012.

DOI: 10.1145/2213977.2213983.

[AK21] P. Ananth and F. Kaleoglu. Unclonable encryption, revisited. In 18th Theory of Cryp-

tography Conference—TCC 2021, pages 299–329, 2021.

DOI: 10.1007/978-3-030-90459-3_11.

[ALP21] P. Ananth and R. L. La Placa. Secure software leasing. In Advances in Cryptolo-

gy—EUROCRYPT 2021, pages 501–530, 2021.

DOI: 10.1007/978-3-030-77886-6_17.

[BB84] C. H. Bennett and G. Brassard. Quantum cryptography: Public key distribution and

coin tossing. In International Conference on Computers, Systems and Signal Process-

ing, pages 175–179, 1984.

[BC23] A. Broadbent and E. Culf. Rigidity for monogamy-of-entanglement games. In

14th Conference on Innovations in Theoretical Computer Science—ITCS 2023, pages

28:1–28:29, 2023.

DOI: 10.4230/LIPIcs.ITCS.2023.28.

[BI20] A. Broadbent and R. Islam. Quantum encryption with certified deletion. In 17th

Theory of Cryptography Conference—TCC 2020, pages 92–122, 2020.

DOI: 10.1007/978-3-030-64381-2_4.

[BJL+21] A. Broadbent, S. Jeffery, S. Lord, S. Podder, and A. Sundaram. Secure software leas-

ing without assumptions. In 18th Theory of Cryptography Conference—TCC 2021,

pages 90–120. 2021.

DOI: 10.1007/978-3-030-90459-3_4.

[BL20] A. Broadbent and S. Lord. Uncloneable quantum encryption via oracles. In 15th

Conference on the Theory of Quantum Computation, Communication and Cryptogra-

phy—TQC 2020, pages 4:1 – 4:22, 2020.

DOI: 10.4230/LIPIcs.TQC.2020.4 .

[BS16] A. Broadbent and C. Schaffner. Quantum cryptography beyond quantum key distri-

bution. Designs, Codes and Cryptography, 78(1): 351–382, 2016.

DOI: 10.1007/s10623-015-0157-4 .

[Cha87] D. Chaum. Demonstrating that a public predicate can be satisfied without reveal-

ing any information about how. In Advances in Cryptology—CRYPTO 1986, page

195–199, 1987.

41

http://dx.doi.org/10.1109/CCC.2009.42
http://dx.doi.org/10.1145/2213977.2213983
http://dx.doi.org/10.1007/978-3-030-90459-3_11
http://dx.doi.org/10.1007/978-3-030-77886-6_17
http://dx.doi.org/10.4230/LIPIcs.ITCS.2023.28
http://dx.doi.org/10.1007/978-3-030-64381-2_4
http://dx.doi.org/10.1007/978-3-030-90459-3_4
http://dx.doi.org/10.4230/LIPIcs.TQC.2020.4
http://dx.doi.org/10.1007/s10623-015-0157-4


[CLLZ21] A. Coladangelo, J. Liu, Q. Liu, and M. Zhandry. Hidden cosets and applications to un-

clonable cryptography. In Advances in Cryptology—CRYPTO 2021, pages 556–584,

2021.

DOI: 10.1007/978-3-030-84242-0_20.

[CMP20] A. Coladangelo, C. Majenz, and A. Poremba. Quantum copy-protection of com-

pute-and-compare programs in the quantum random oracle model, 2020.

arXiv: 2009.13865.

[Cré11] C. Crépeau. Commitment. In Encyclopedia of Cryptography and Security, pages

224–227. 2011.

DOI: 10.1007/978-1-4419-5906-5_239 .

[CV22] E. Culf and T. Vidick. A monogamy-of-entanglement game for subspace coset states.

Quantum, 6: 791, 2022.

DOI: 10.22331/q-2022-09-01-791 .

[Die82] D. Dieks. Communication by EPR devices. Physics Letters A, 92(6): 271–272, 1982.

DOI: 10.1016/0375-9601(82)90084-6.

[DPVR12] A. De, C. Portmann, T. Vidick, and R. Renner. Trevisan’s extractor in the presence of

quantum side information. SIAM Journal on Computing, 41(4): 915–940, 2012.

DOI: 10.1137/100813683.

[Eke91] A. K. Ekert. Quantum cryptography based on Bell’s theorem. Physical Review Letters,

67(6): 661–663, 1991.

DOI: 10.1103/PhysRevLett.67.661.

[Got03] D. Gottesman. Uncloneable encryption. Quantum Information & Computation, 3(6):

581–602, 2003.

[Hei27] W. Heisenberg. Schwankungserscheinungen und quantenmechanik. Zeitschrift für

Physik, 40(7): 501–506, 1927.

DOI: 10.1007/BF01440827.

[JMRW16] N. Johnston, R. Mittal, V. Russo, and J. Watrous. Extended non-local games and

monogamy-of-entanglement games. Proceedings of the Royal Society of London A:

Mathematical, Physical and Engineering Sciences, 472(2189): 20160003, 2016.

DOI: 10.1098/rspa.2016.0003.

[JNV+21] Z. Ji, A. Natarajan, T. Vidick, J. Wright, and H. Yuen. MIP
∗ = RE. Communications

of the ACM, 64(11): 131–138, 2021.

DOI: 10.1145/3485628.

[KT08] R. T. König and B. M. Terhal. The bounded-storage model in the presence of a quan-

tum adversary. IEEE Transactions on Information Theory, 54(2): 749–762, 2008.

DOI: 10.1109/TIT.2007.913245.

42

http://dx.doi.org/10.1007/978-3-030-84242-0_20
http://arxiv.org/abs/2009.13865
http://dx.doi.org/10.1007/978-1-4419-5906-5_239
http://dx.doi.org/10.22331/q-2022-09-01-791
http://dx.doi.org/10.1016/0375-9601(82)90084-6
http://dx.doi.org/10.1137/100813683
http://dx.doi.org/10.1103/PhysRevLett.67.661
http://dx.doi.org/10.1007/BF01440827
http://dx.doi.org/10.1098/rspa.2016.0003
http://dx.doi.org/10.1145/3485628
http://dx.doi.org/10.1109/TIT.2007.913245


[KT22] S. Kundu and E. Y. Z. Tan. Device-independent uncloneable encryption, 2022.

DOI: 10.48550/ARXIV.2210.01058 .

[KWW12] R. König, S. Wehner, and J. Wullschleger. Unconditional security from noisy quantum

storage. IEEE Transactions on Information Theory, 58(3): 1962–1984, 2012.

DOI: 10.1109/TIT.2011.2177772.

[LC97] H.-K. Lo and H. F. Chau. Is quantum bit commitment really possible? Physical

Review Letters, 78(17): 3410–3413, 1997.

DOI: 10.1103/PhysRevLett.78.3410.

[May96] D. Mayers. The trouble with quantum bit commitment, 1996.

arXiv: quant-ph/9603015.

[MR22] T. Metger and R. Renner. Security of quantum key distribution from generalised en-

tropy accumulation, 2022.

DOI: 10.48550/ARXIV.2203.04993 .

[Nao91] M. Naor. Bit commitment using pseudorandomness. Journal of Cryptology, 4:

151–158, 1991.

DOI: 10.1007/BF00196774.

[Par70] J. L. Park. The concept of transition in quantum mechanics. Foundations of Physics,

1(1): 23–33, 1970.

DOI: 10.1007/BF00708652.

[Ren05] R. Renner. Security of quantum key distribution. International Journal of Quantum

Information, 06(01): 1–127, 2005.

DOI: 10.1142/S0219749908003256 .

[TFKW13] M. Tomamichel, S. Fehr, J. Kaniewski, and S. Wehner. A monogamy-of-entanglement

game with applications to device-independent quantum cryptography. New Journal of

Physics, 15(10): 103002, 2013.

DOI: 10.1088/1367-2630/15/10/103002.

[Tom16] M. Tomamichel. Quantum Information Processing with Finite Resources — Mathe-

matical Foundations. Springer International Publishing, 2016.

DOI: 10.1007/978-3-319-21891-5 .

[VV14] U. Vazirani and T. Vidick. Fully device-independent quantum key distribution. Phys-

ical Review Letters, 113(14): 140501, 2014.

DOI: 10.1103/PhysRevLett.113.140501.

[VZ21] T. Vidick and T. Zhang. Classical proofs of quantum knowledge. In Advances in

Cryptology—EUROCRYPT 2021, pages 630–660, 2021.

DOI: 10.1007/978-3-030-77886-6_22.

[Wie83] S. Wiesner. Conjugate coding. ACM SIGACT News, 15(1): 78–88, 1983.

DOI: 10.1145/1008908.1008920.

43

http://dx.doi.org/10.48550/ARXIV.2210.01058
http://dx.doi.org/10.1109/TIT.2011.2177772
http://dx.doi.org/10.1103/PhysRevLett.78.3410
http://arxiv.org/abs/quant-ph/9603015
http://dx.doi.org/10.48550/ARXIV.2203.04993
http://dx.doi.org/10.1007/BF00196774
http://dx.doi.org/10.1007/BF00708652
http://dx.doi.org/10.1142/S0219749908003256
http://dx.doi.org/10.1088/1367-2630/15/10/103002
http://dx.doi.org/10.1007/978-3-319-21891-5
http://dx.doi.org/10.1103/PhysRevLett.113.140501
http://dx.doi.org/10.1007/978-3-030-77886-6_22
http://dx.doi.org/10.1145/1008908.1008920


[WW10] S. Wehner and A. Winter. Entropic uncertainty relations—a survey. New Journal of

Physics, 12(2): 025009, 2010.

DOI: 10.1088/1367-2630/12/2/025009 .

[WZ82] W. K. Wootters and W. H. Zurek. A single quantum cannot be cloned. Nature, 299:

802–803, 1982.

DOI: 10.1038/299802a0.

44

http://dx.doi.org/10.1088/1367-2630/12/2/025009
http://dx.doi.org/10.1038/299802a0

	1 Introduction
	1.1 Uncloneable encryption with interactive decryption
	1.2 Uncloneable bit commitment
	1.3 Receiver-independent QKD
	1.4 Main technique: MoE entropic uncertainty relations
	1.5 Further related work
	1.6 Acknowledgements
	1.7 Outline

	2 Preliminaries
	2.1 Registers and states
	2.2 Finite vector spaces and subspace coset states
	2.3 Entropy and extractors

	3 Novel Coset State Monogamy-of-Entanglement Property
	3.1 Weak and strong MoE properties
	3.2 The leaky MoE property
	3.3 A new type of entropic uncertainty relation

	4 Interactive Uncloneable Encryption
	4.1 QECMs with interactive decryption and their security
	4.2 General properties
	4.3 Instantiation and security proofs

	5 Uncloneable Bit Commitment
	5.1 Motivation and definitions
	5.2 Security proofs

	6 Receiver-Independent Quantum Key Distribution
	6.1 Robust leaky MoE property
	6.2 Motivation and construction
	6.3 QKD security


