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Abstract—With the ubiquitous advancement in smart medical
devices and systems, the potential of Remote Patient Monitoring
(RPM) network is evolving in modern healthcare systems. The
medical professionals (doctors, nurses, or medical experts) can
access vitals and sensitive physiological information about the
patients and provide proper treatment to improve the quality
of life through the RPM network. However, the wireless nature
of communication in the RPM network makes it challenging to
design an efficient mechanism for secure communication. Many
authentication schemes have been proposed in recent years to
ensure the security of the RPM network. Pseudonym, digital
signature, and Authenticated Key Exchange (AKE) protocols are
used for the Internet of Medical Things (IoMT) to develop secure
authorization and privacy-preserving communication. However,
traditional authentication protocols face overhead challenges due
to maintaining a large set of key-pairs or pseudonyms results on
the hospital cloud server. In this research work, we identify this
research gap and propose a novel secure and efficient privacy-
preserving authentication scheme using cuckoo filters for the
RPM network. The use of cuckoo filters in our proposed scheme
provides an efficient way for mutual anonymous authentication
and a secret shared key establishment process between medical
professionals and patients. Moreover, we identify the misbehaving
sensor nodes using a correlation-based anomaly detection model
to establish secure communication. The security analysis and for-
mal security validation using SPAN and AVISPA tools show the
robustness of our proposed scheme against message modification
attacks, replay attacks, and man-in-the-middle attacks.

Index Terms—Remote Patient Monitoring (RPM), cloud com-
puting, authentication, privacy-preserving, cuckoo filter.

I. INTRODUCTION

The Internet of Medical Things (IoMT) has become in-
creasingly popular due to improving the quality and acces-
sibility of healthcare services. IoMT devices and their data-
driven applications provide various outcomes, including better
lifestyle, early disease diagnosis, better quality treatment, and
cost-effective Remote Patient Monitoring (RPM) network.
During the Covid-19 pandemic, the RPM network has become
increasingly popular, especially in minimizing the spread of
coronavirus. As the worldwide Coronavirus pandemic contin-
ues, more healthcare providers utilize the RPM network to
ensure patient and medical professional safety. It is estimated1

§Equal Contribution
1https://www.forbes.com/sites/forbestechcouncil/2022/02/14/the-future-of-

rpm-pandemic-driven-solutions/?sh=62d6d5411ab7

that over 30 million patients will use the RPM network in the
United States by 2024.

The RPM network consists of smart medical devices,
edge devices, communication protocols, patients, medical
professionals, and advanced technologies (e.g., cloud com-
puting, edge and fog computing, multi-factor authentication,
blockchain, machine learning, and virtual reality). Patient-to-
Medical professional (P2M), Device-to-Cloud (D2C), Device-
to-Edge (D2E), and Device-to-Device (D2D) communications
are widely used in the RPM network, which provide instant
care to patients. In the RPM network, the physiological data of
patients are collected through sensor nodes and transmitted to
the medical server over an open wireless channel. The medical
professionals access and analyze the patient’s medical data
and provide a proper diagnosis. Although the advantages of
the RPM network are significant, malicious entities can create
various issues, including modifying, intercepting, and replay-
ing the messages (vital readings, prescription) in the RPM
network due to its wireless nature of communication. Since
these messages contain sensitive and life-critical information,
security and privacy are crucial in the RPM network.

In the past, various authentication schemes [1]–[4] have
been developed to secure the RPM network. Researchers
discuss some of the vulnerabilities that exist among patients,
smart devices, and medical professionals, however, the RPM
network is still facing challenges to develop a proper authen-
tication scheme. More recently the US National Institute of
Standards and Technology (NIST) published a report [5] on
the RPM ecosystem, which highlights possible security and
privacy solutions to build a secure RPM network.

Therefore, a patient needs to check the authenticity of a
received message as well as the legitimacy of the medical
professionals to accept the message. To mitigate this research
gap, we focus on developing a secure and efficient privacy-
preserving authentication scheme for patient-to-medical pro-
fessional communication in this research.

The main contributions of this paper are as follows.
• We identify the issue of proper authentication mechanism

in the Remote Patient Monitoring (RPM) network and
present a system model for RPM.

• We propose a novel privacy-preserving authentication
mechanism for the RPM network. In our proposed
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scheme, medical professionals and patients anonymously
authenticate each other and establish a shared secret
key for secure and efficient communication in the RPM
network.

• We introduce the concept of the cuckoo filter to reduce
the storage, computation, and communication overhead
associated with authentication in the RPM network.

• We show the proper mechanism for identifying misbehav-
ing sensor nodes, which secure mutual communication.

• We also present the security analysis and formal security
validation using SPAN and AVISPA tools as a proof-of-
concept.

The remainder of this paper is organized as follows. Sec-
tion II presents the literature review on authentication proto-
cols in healthcare and other domains. We discuss the security
requirements in the RPM network in Section III. Section IV
presents the proposed system model for the RPM network. In
Section V, we explain the cuckoo filter that makes efficient
insertion, deletion, and lookup operations. Section VI defines
the proposed privacy-preserving authentication scheme based
on the cuckoo filter and also presents a novel approach to
identifying misbehaving sensor nodes. We analyze the security
of our proposed authentication scheme and also provide a
formal security validation in Section VII. Conclusion and
future work are discussed in Section VIII.

II. RELATED WORK

This section discusses the related work on secure and
efficient authentication protocols for patients, smart devices,
and medical professionals. Later, we also present some litera-
ture reviews on authentication protocols in different domains,
including vehicle and critical infrastructure networks, etc.

Alzahrani et al. [2] proposed an efficient authentication
protocol for RPM that helps to solve many drawbacks, in-
cluding session key compromise, stolen smart card attacks,
and user impersonation attacks. Hayajneh et al. [1] presented a
lightweight public-key-based authentication protocol for wire-
less Medical Sensor Networks (MSNs) to secure the medical
network. Soleymani et al. [6] identified the issue in an edge-
enabled Internet of Medical Things (IoMT) system and pro-
posed an authentication scheme consisting of digital signature
and Authenticated Key Exchange (AKE) protocol for the smart
healthcare system. Soni et al. [7] proposed a secure and
lightweight health authentication and key agreement protocol
using low-cost operations. They also evaluated the proposed
protocol against various security attacks and identified that it
comparatively takes less execution cost, computation time, and
power consumption.

Ali et al. [8] proposed an improved version of a tem-
poral credential-based anonymous lightweight authentication
scheme (TCALAS), which is called iTCALAS for the Internet
of Drones (IoD) network. The proposed scheme, while main-
taining the lightweight, provides security against many known
attacks, including traceability and stolen verifier. Shahidinejad
et al. [9] introduced a lightweight authentication protocol for
IoT devices named Light-Edge using a three-layer scheme.

This three-layer scheme contains an IoT device layer, a trust
center at the edge layer, and cloud service providers. This
proposed scheme works against attack resistance, communica-
tion cost, and time cost. Moni and Manivannan [10] proposed
a cuckoo filter-based lightweight authentication protocol for
Vehicular Ad-hoc Networks (VANETs) by solving the over-
head issue in traditional Certificate Revocation List (CRL).
A CRL is a list of digital certificates that have been revoked
by the issuing certificate authority (CA) before their actual
or assigned expiration date and is widely used to store the
revoked vehicles in a pseudonym-based approach. Grashöfer
et al. [11] proposed cuckoo filters to improve space efficiency
for set membership testing in Network Security Monitoring
and presented the example of threat intelligence matching.
Yang et al. [12] proposed a Blockchain-based authentication
scheme to solve security issues. This proposed approach
combines the Blockchain technique and the modular square
root algorithm to achieve an effective authentication process.
In addition, several security models for protecting IoT devices
are discussed in [13]–[21].

Prior research has introduced various authentication pro-
tocols for medical and other domains, which have been
developed to protect from malicious attackers. However, a
proper data structure is still missing to reduce the storage,
computation, and communication overhead associated with
authentication in the healthcare domain. Our proposed privacy-
preserving authentication scheme based on the cuckoo filter
addresses this issue and provides secure communication be-
tween patients and medical professionals in the healthcare
environment. The exploration of cuckoo filters makes our
scheme lightweight by mitigating the overhead related to
authentication in the RPM network. Both the patients and
medical professionals store and check the cuckoo filters to
authenticate each other and establish a secret shared key
for secure and fast communication in the RPM network. In
addition, an anomaly detection model is provided in this
research to identify misbehaving sensor nodes.

III. SECURITY REQUIREMENTS IN RPM NETWORK

In this section, we discuss the security requirements of the
RPM network as follows:
• Privacy preservation: Ensuring privacy of users (patients

and medical professionals) is crucial in the RPM network.
Attackers can track the real identity of the users and they
can get a lot of sensitive information from the users,
especially personal data of the patient. Therefore, the real
identity of the patients and medical professionals should
be preserved in the RPM network.

• Mutual authentication: Authentication ensures the legiti-
macy of the users that participate in the RPM network.
Mutual authentication between patient and medical pro-
fessional makes the communication in the RPM network
secure and efficient.

• Traceability and Revocation: Although privacy of the
medical professionals and patients is important, trusted
authority should be able to track the real identity of the
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Fig. 1: System Model for Remote Patient Monitoring

medical professionals and patients in case of any disputes.
The trusted authority also should be able to revoke the
misbehaving medical professionals and patients from the
RPM network.

• Resistance to replay attack: In case of replay attack, the
attackers repeat the transmitted messages several times
to delay the communication and create confusion in
the RPM network. Therefore, the receivers in the RPM
network must be able to resist the replay attack for secure
communication.

• Resistance to message modification attack: The attacker
may modify the contents of the transmitted messages and
breach the security in the RPM network. The medical
professionals and patients should be able to determine
the message modification attack in the RPM network.

IV. SYSTEM MODEL

Our system model depicted in Fig. 1 has five entities: Regis-
tration Authority (RA), Medical Professionals (MP), Patients
(P), Sensor nodes, and Edge devices. The notations used in
this paper are listed in Table I.

• Registration Authority (RA): Registration authority
(RA) is a trusted entity, and RA generates its own public
and private key pairs (PURA, PRRA). Each entity knows
the public key of RA PURA, while the private key
PRRA is kept secret. In the RPM network, each medical
professional and patient registers with the RA. As part
of the registration process, they provide the necessary
information, such as name, address, phone number, real
identity, etc. RA is responsible for generating public and
private key pairs for every registered medical professional

(PUMP , PRMP ) and patient (PUP , PRP ). RA also dis-
tributes required credentials (i.e, user ID and password)
to the medical professionals and patients to get access to
the RPM network securely.

• Medical Professionals (MP): RA generates pseudo-ID
PIDMP for each registered medical professional (doc-
tors, nurses, or medical experts). The MPs receive health-
related information from registered patients. They verify
the authenticity of the patient as well as the message
received from the patient for secure communication. After
successful verification, the medical professional provides
proper treatment to the corresponding patient.

• Patients: Each patient gets a pseudo-ID (PIDP ) from
the RA. They use PIDP instead of their real identity for
communication in the RPM network. After registration,
the patient submits his/her medical diagnosis reports to

TABLE I: Notation and Description

Notation Description
RA Registration Authority
MP Medical Professional
P Patient
RPM Remote Patient Monitoring
E RSA-1024 bit encryption algorithm
PURA, PRRA Public and Private Keys of the RA
PUMP , PRMp Public and Private Keys of MP
PUP , PRP Public and Private Keys of P
PIDMP Pseudo-ID of Medical Professional
PIDP Pseudo-ID of Patient
ts Message generation timestamp
PCF Positive Cuckoo Filter
NCF Negative Cuckoo Filter



the RA. Next, the RA selects appropriate sensor nodes
for the patient. The patient also registers the implanted or
wearable sensor nodes in his/her body along with the edge
device. The edge device collects data from the sensor
nodes and forwards the patient’s health information to
the authorized medical professional.

• Sensor nodes: In the RPM network, the sensor nodes
can sense and monitor body temperature, heartbeat, pulse,
oxygen level in the blood, blood pressure, etc. The patient
sends this captured information to the corresponding
medical professional.

• Edge devices: The edge device ( smartphone, notebook,
computer) has enough storage and computational capa-
bility. The edge device forwards the information to the
patients and medical professional respectively.

V. CUCKOO FILTER

A cuckoo filter [22] is a probabilistic data structure that
uses a cuckoo hash table to perform the set membership test
faster. Cuckoo filter stores the fingerprint F (x) of an element
x instead of storing the original element itself in the cuckoo
hash table. The cuckoo filter is formed by an array of m
buckets where each bucket has a n number of entries. Each
element x has two candidate buckets i and j determined by
two hash functions as follows:

i = H1(x)= hash(x) mod m
j = H2(x)= (H1(x) ⊕ hash(F (x))) mod m

Fig. 2: (a) A cuckoo filter (b) Insertion operation.

Fig. 2(a) displays a cuckoo filter with eight buckets (m = 8),
where each bucket has four entries (n = 4). The cuckoo filter
uses two hash functions (H1(x), H2(x)) to find the candidate
buckets for an element x in the filter. It places F (x) in any of
the two empty candidate buckets. The cuckoo filter randomly
selects one of the buckets if both candidates are occupied
and replaces the existing fingerprint F (y) of the element y
in the bucket with F (x). Then inserts the F (y) in its alternate
candidate bucket. The alternate bucket location can be found
by XORing the hash of the fingerprint of the element and the
current bucket location. If none of the buckets are empty, a
fingerprint in one of the buckets is displaced. This process is

repeated until all displaced fingerprints are re-inserted in the
cuckoo filter. Fig. 2(b) shows that when inserting an element
x, it finds that both the candidate buckets (bucket numbers 2
and 6) are occupied. Then selects bucket number 6 randomly
and replaces the existing element (“a”) in the bucket with
F (x). By displacing the existing item (“c”) in bucket number
4, the cuckoo filter relocates the kicked-out element (“a”) in
its alternate candidate bucket number 4. It then re-inserts the
kicked-out item (“c”) into its alternate candidate bucket 1. The
cuckoo filter computes the fingerprint of the element F (x) to
look up an element x. Then, find the candidate buckets using
H1(x) and H2(x), and check the fingerprint F (x) against the
fingerprint stored in these buckets. The cuckoo filter returns a
positive result whenever a fingerprint matches F (x). If none
matches, it returns a negative one. An element x’s fingerprint is
first looked up in the cuckoo filter using the lookup operation
to delete it. Next, delete F (x) when it is found in one of the
buckets. Both lookup and deletion operations require a time
complexity of O(1) for the cuckoo filter.

VI. PROPOSED PRIVACY-PRESERVING AUTHENTICATION
SCHEME

In this section, we describe the proposed privacy-preserving
authentication scheme that leverages cuckoo filters to au-
thenticate medical professionals and patients in the RPM
network efficiently. After successful registration, both med-
ical professionals and patients get pseudo-ID from the RA.
They use their pseudo-IDs instead of their real identities for
communication in the RPM network. Only RA knows the
real identities of the medical professionals and patients, both
entities work as anonymous. RA can revoke the misbehaving
medical professionals and patients from the RPM network
in case of any disputes. In our scheme, RA initializes two
cuckoo filters: positive cuckoo and negative cuckoo filters
for both medical professionals and patients. RA inserts the
fingerprint of pseudo-ID of every registered and valid medical
professional in a positive cuckoo filter (PCFMP ) and that
of misbehaving medical professionals in a negative cuckoo
filter (NCFMP ). For each registered and valid patient, RA
inserts the fingerprints of the patient in a positive cuckoo
filter (PCFP ) and that of the misbehaving patient in a
negative cuckoo filter (NCFP ). RA signs both the posi-
tive and negative cuckoo filters SigRA(PCFMP ,NCFMP ) and
SigRA(PCFP ,NCFP ), and broadcasts them periodically. Both
the medical professionals and patients use the latest cuckoo
filters to authenticate each other.

A. Construction of cuckoo filters for Medical Professional
Authentication

The insert, delete, and search operation in positive cuckoo
filter (PCFMP ) and negative cuckoo filter (NCFMP ) of
medical professionals occur as follows:
• When a Medical Professional registers with the RA:

When a medical professional MPi registers with the
RA, he/she gets a pseudo ID PIDMPi from the RA for
communication in the RPM network. Next, the RA inserts



the pseudo ID of the registered medical professional
PIDMPi in a positive cuckoo filter (PCFMP ).

• When the RA finds a misbehaving Medical Professional:
In some cases, an authenticated medical professional
MPi may prescribe incorrect or improper treatment to the
patient. RA can track the real identity of the misbehaving
medical professional MPi using an underlying algorithm
and revoke him/her from the RPM network. Next, the RA
deletes the pseudo ID PIDMPi of the revoked medical
professional from the positive cuckoo filter (PCFMP )
and stores it in the negative cuckoo filter (NCFMP ).
The RA also informs the victim patient Pi about the
misbehaving medical professional MPi so that the patient
can no longer communicate with him or her in the future.

• When a Medical Professional leaves his/her practice:
Before leaving his/her professional practice, the medical
professional MPi is responsible for notifying the RA.
Next, the RA verifies the credential of the corresponding
medical professional MPi and revokes him/her from the
RPM network. Afterward, the RA removes the pseudo ID
of the medical professional PIDMPi from both positive
and negative cuckoo filters. In addition, the RA informs
the corresponding patient under the observation of that
medical professional MPi and assigns a new medical
professional MPj for him/her.

B. Construction of cuckoo filters for Patient Authentication

• When a Patient registers with the RA: Upon successful
registration, the RA assigns a pseudo ID PIDPi

to the
registered patient Pi for communication in the RPM
network. After that, the RA inserts the corresponding
pseudo ID PIDPi in the positive cuckoo filter (PCFP )
for more efficient authentication.

• When RA finds a Misbehaving Patient: In general, the
RPM ecosystem consists of smart health devices, cloud,
and various protocols. In our research, we consider that
the RPM ecosystem consists of smart health and smart
home devices to develop a robust anomaly detection
model, which identifies misbehaving sensor nodes. Based
on misbehaving sensor node, RA deletes the correspond-
ing pseudo ID PIDPi

from the positive cuckoo filter
(PCFP ) and inserts it into the negative cuckoo filter
(NCFP ).

• When a Patient no longer needs treatment: When a patient
Pi is fully recovered or healed, he /she may no longer
stay in the RPM network. The RA can notify the patient
about this, or the patient may request the RA to leave the
RPM network. In such case, the RA deletes the pseudo
ID PIDPi of the corresponding patient Pi from both
the positive cuckoo filter (PCFP ) and negative cuckoo
(NCFP ) filter.

C. Authentication Phase

After successful registration, the patient submits its valid
user name and corresponding password to access the RPM
network. The RA checks the validity of the patient using

Algorithm 1 Lookup Operation (PIDx)

1: ζ =fingerprint (PIDx)
2: i = H(PIDx) mod m, where m is the number of buckets

3: j = i ⊕ H(ζ) mod m
4: if ζ ∈ i ∨ j in PCF and ζ /∈ i ∧ j in NCF then
5: PIDx is considered valid
6: else
7: Sends a message to the RA for verification
8: end if
9: if ζ /∈ i ∧ j in PCF and ζ ∈ i ∨ j in NCF then

10: PIDx is considered malicious
11: else
12: Waits for updated CFs from the RA
13: end if

cuckoo filters and its database. Upon successful validation,
the RA selects an appropriate medical professional MPi for
the patient and sends the pseudo ID PIDMPi and public key
PUMPi

of the medical professional by encrypting it with the
public key of the patient PUPi

along with message generation
timestamp ts. After receiving the message from the RA, the
patient decrypts the message using his /her private key PRPi

.
Firstly, he/she verifies the freshness of the received message
using message generation timestamp ts. Then, the patient
checks the positive cuckoo filter (PCFMP ) and negative
cuckoo filter (NCFMP ) to verify the authenticity of the
medical professional MPi. Algorithm 1 presents the lookup
operation in positive and negative cuckoo filters in detail.
Table II illustrates the four possible outcomes of the query
results of positive and negative cuckoo Filter (CF). The query
result of case 1 considers the corresponding PID as valid,
whereas that of case 2 verifies the PID as malicious. Case
3 indicates that the cuckoo filters have not been updated. In
such a scenario, the patients and medical professionals can
wait for the updated cuckoo filters from the RA. Case 4 may
occur due to the false positive from the cuckoo filters. If case
4 happens, the patients and medical professionals forward
the corresponding PID to the RA for further verification.
The RA verifies the authenticity of the corresponding PID
using its log table, database, and old cuckoo filters. When
the PID is verified as valid, RA deletes the corresponding
PID from the negative cuckoo filter (NCF). Otherwise, the
RA deletes it from the positive cuckoo filter (PCF). Next, the
RA distributes the updated cuckoo filters to the patients and
medical professionals.

TABLE II: Four Possible Outcomes of Cuckoo Filters

Case Result of PCF Result of NCF Conclusion

1 True False Valid
2 False True Malicious
3 False False Waits for updated filters
4 True True Forwards to the RA



TABLE III: Authentication process among patient, RA, and medical professional

Patient (Pi) Registration Authority (RA) Medical Professional (MPi)

• Sends username and password to RA

• Received username and pass-
word

• Starts verification
• After successful verification
• Sends to Pi the following

message-
E((PIDMPi ,PUMPi ,ts),PUPi)←−−−−−−−−−−−−−−−−−−−−−−

• Decrypts received message using PRPi

• Checks ts
• Retrieves PIDMPi and PUMPi

• Looks up into PCFMP and NCFMP to
verify PIDMPi

• After successful verification
(a) Generates prime numbers α and g
(b) Computes A = gxmodα, where x is a

secret number
(c) Sends to MPi the following message-

PIDPi , P IDMPi , E((A,α, g, PUPi , ts), PUMPi)−−−−−−−−−−−−−−−−−−−−−−−−−−−−−−−−−−→

• Decrypts message using PRMPi

• Checks ts
• Retrieves (A,α, g, PUPi)
• Looks up into PCFP and NCFP to

verify PIDPi

• After successful verification

(a) Computes B = gymodα, where y
is a secret number

(b) Computes Ks = Aymodα
(c) Sends to Pi the following message-
PIDMPi , P IDPi , E((B,Ks, ts), PUPi)←−−−−−−−−−−−−−−−−−−−−−−−−−−−−−−−−−

• Decrypts message and checks ts
• Retrieves (B,Ks)
• Computes K′s = Bxmodα
• Checks whether K′s ?= Ks

After successful verification, the patient Pi sends a mes-
sage that includes its pseudo ID PIDPi

, public key PUPi
,

pseudo ID of the medical professional PIDMPi
, and message

generation timestamp ts to the medical professional MPi to
authenticate himself/herself after successful verification. This
message also contains some secret parameters to establish
a secret shared key with the medical professional PIDMPi

using Diffie-Hellman Key exchange protocol [23] for secure
RPM communication.
Pi → MPi : (PIDPi

, PIDMPi
, E((A,α, g, PUPi

, ts),
PUMPi

))

In the above message, α is a large prime number, g is a
primitive root of α, and A = gx mod α, where x is a large
random number private to the patient Pi.

When the medical professional MPi receives the message,

he/she decrypts the message using his/her private key PRPi
.

Then, verifies the message generation timestamp ts. After
that, he/she checks the the positive cuckoo filter (PCFP ) and
negative cuckoo filter (NCFP ) to verify the authenticity of
the patient Pi using Algorithm 1 and the query result of the
Table II. Upon successful verification, the medical professional
MPi calculates B = gy mod α using the received parameters
and here, y is a large random number private to the patient
MPi. He/she also calculates the secret shared key Ks = Ay

mod α. Next, the medical professional MPi sends a message
to the patient Pi and the message contains his/her pseudo ID
PIDMPi

, pseudo ID of the patient PIDPi
, calculated number

B, secret shared key Ks, and message generation timestamp
ts.

MPi → Pi : (PIDMPi
, PIDPi

, E((B,Ks, ts), PUPi
))
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Upon receiving the above message, the patient Pi first
checks the message generation timestamp ts to verify the
freshness of the received message. Next, he/she computes
the secret shared key K

′

s = Bx mod α using the received
parameter B and its secret number x. After that, the patient
Pi compares the computed secret shared key K

′

s with the
received secret shared key Ks. If two values are the same,
then he/she uses this secret shared key Ks to send and receive
health-related information to the medical professional MPi for
secure and fast communication in the RPM network. Table III
presents the proposed authentication process.

D. Anomaly Detection of Sensor Nodes
The patient Pi logins the account and sends his/her vital

data captured by IoMT to the medical professional MPi
by encrypting the message with the secret shared key Ks

established during the mutual authentication process. Gupta et
al. [20] proposed the anomaly detection model for the RPM
ecosystem by analyzing the patient’s behavior using both smart
home and smart health devices. A traditional RPM ecosystem
includes only IoMT, which makes it challenging to identify
misbehaving sensor nodes. For instance, a smart blood pres-
sure machine reports hypertension of 150, which is identified
as an anomaly. However, it could be a false alarm due to
various reasons, including faulty sensors, data poisoning, and
intruders. In order to accurately identify anomalies, we develop
the co-relations among smart home and smart health sensors.

In this scenario, we consider a patient Bob who is 34 years
old and lives alone at his home and has been diagnosed
with Obstructive Sleep Apnea (OSA) disease. His assigned
Medical Professional monitors him through RPM, shown in
Fig. 3. His doctor prescribes medicine or treatment through
the RPM ecosystem. In our work, we used this anomaly
detection model [20] to identify the misbehaving nodes in the
RPM ecosystem using medical and smart home devices. For
instance, a smart blood pressure machine reports hypertension
of 150. However, other sensor nodes, such as the motion
sensor, describe that the patient is moving normally in his
living room. It can be easily identified that the smart blood

Algorithm 2 Anomaly Detection of sensor nodes N

1: Collect patient’s the data Di from activated sensors N
2: Preparing the data Di by converting into numerical form
3: Normalize the data Di

4: Create the sequences sets (Xn, yn) of data based on
correlations

5: Take these input sequence sets (Xn, yn), where n =
1, 2,. . . , N from N sensor nodes, initial model parameter
wz , local minibatch size J , number of local epochs H ,
learning rate α, number of rounds Q, h hidden layer.

6: Split local dataset Di to mini batches of size J which are
included into the set Ji and fed horizontally to four LSTM
cells.

7: for each local epoch j from 1 to H do
8: for batch (X, y) ∈ J do
9: ht = LSTM(ht-1, xt, w

n)
10: yn = σ(W FCh2nd +Bias)
11: un = wn - wnz
12: wnz ← wnz + α

N

∑
n ∈ Di

un

13: end for
14: end for
15: Update weights wnz to hospital server and start training

again until minimizing the error to build the anomaly
detection model.

pressure machine reports the wrong data of the patient. If any
anomaly is identified using this anomaly detection model in
the RPM ecosystem, that misbehaving report is sent to the
RA. We provide Algorithm 2, showing the steps to identify
the misbehaving sensor nodes for this model.

VII. SECURITY ANALYSIS AND FORMAL SECURITY
VALIDATION

In this section, we analyze the security of our proposed
authentication scheme. We also present a formal security
validation using SPAN (Security Protocol ANimator) [24] and



AVISPA (Automated Validation of Internet Security Protocols
and Applications) [25] software tools.

A. Security Analysis

1) Mutual authentication: In our proposed authentication
scheme, the RA maintains the positive and negative cuckoo
filters of medical professionals (PCFMP , NCFMP ) and
patients (PCFP , NCFP ). RA signs the cuckoo filters and
periodically broadcasts them. Both medical professional MPi
and patient Pi use the latest cuckoo filters to authenticate each
other and establish a secret shared key for secure communi-
cation in the RPM network.

2) Conditional privacy preservation: Upon successful reg-
istration, medical professionals MP and patients P get pseudo
ID (PIDMP for MP and PIDP for P ) from the RA in
our proposed scheme. Medical professionals and patients use
pseudo IDs instead of real identities to protect their privacy.
RA only knows the real identity of the medical professionals
and patients. RA can also revoke the misbehaving medical
professionals and patients from the RPM network in case of
any disputes.

3) Resistance to replay attack: In our proposed authenti-
cation scheme, RA, medical professionals MP , and patients
P encrypt the message generation timestamp ts along with
the message using the receiver’s public key or the shared
secret key between the sender and receiver. When the receiver
receives the message, he/she decrypts the message and can
check the freshness of the received message against the ts.
If ts is not fresh, the receiver rejects the received message to
resist the replay attack. Our proposed scheme assumes that the
clocks of RA, medical professionals MP , and patients P are
loosely synchronized.

4) Resistance to message modification attack: The patient
Pi decrypts the message from the RA after a successful login
process in the RPM network in our proposed scheme and
gets the public key PUMPi and pseud ID PIDMPi of the
medical professional our proposed scheme. Next, the patient
Pi looks up into both the PCFMP and NCFMP to verify the
received PIDMPi

. Upon successful verification, the patient
Pi encrypts its pseudo ID PIDPi

and public key PUPi
along

with some secret parameters using the public key PUMPi of
the medical professional MPi. When the medical professional

MPi receives the message, he/she decrypts the message and
also verifies the authenticity of the patient’s pseudo ID PIDPi

using both the PCFP and NCFP . After that, he/she generates
secret parameters and computes the shared secret key using the
received and generated secret parameters. Next, he/she sends
the generated secret parameters and computed shared secret
key to the patient Pi by encrypting the message with the
public key of the patient PUPi . Upon receiving the message
from the medical professional MPi, the patient Pi recomputes
the shared secret key using the received and generated secret
parameters. If both the shared secret key values are the same,
then the medical professional MPi is considered authentic.
Otherwise, a message modification attack is detected.

B. Formal Security Validation Using SPAN and AVISPA tools

We provide a formal validation of our proposed scheme
using widely accepted SPAN and AVISPA tools in litera-
ture [26]–[29] to verify the security of our authentication
protocol against replay attacks, man-in-the-middle attacks, and
impersonation attacks.

We have three basic roles in our system model, namely
mp (Medical Professional), ra (Registration Authority), and p
(Patient), which are represented by a, b, and c, respectively. In
this model, ka, kb, and kc denote the public key of a, b, and
c. Each mp and p registers with the ra and ra initiates the
start signal. After successful verification of the p, ra sends
the public key ka and PID nonce-1 of the mp to the p. p
sends a message to the corresponding mp that contains his/her
PID nonce-5 and secret parameters (nonce-2, nonce-3, and
nonce-4) to establish a secret shared key nonce-8 between
p and mp. Fig. 4 shows the message sequence chart of our
proposed scheme using SPAN and AVISPA tools.

The message sequence chart for malicious intruder i using
SPAN and AVISPA tools is presented in Fig. 5. The implemen-
tation result shows that the malicious intruder i can only listen
to and forward messages. However, he/she is unable to read or
modify the messages. The message sequences in the presence
of i in our proposed authentication scheme are described as
follows:

• Step1: The ra sends the PID nonce-1 and public key ka
of mp by encrypting with public key of p kc to p.

Fig. 4: Message sequence chart of our proposed
scheme using SPAN and AVISPA tools.

Fig. 5: Message sequence chart of our proposed
scheme in the presence of a malicious intruder.



• Step 2: The malicious intruder i listens to the message
and forwards it to the p.

• Step 3: The p encrypts his/her pubic key kc and some
secret parameters (nonce-2, nonce-3, and nonce-4) with
ka and sends to the mp along with its PID nonce-5.

• Step 4: Since the secret parameters are encrypted with ka,
the malicious intruder i is unable to read the message.

• Step 5: The mp decrypts the message using its private
key and generates the secret shared key nonce-8. Next,
mp sends the nonce-8 and a secret parameter nonce-7
by encrypting with kc to the p.

• Step 6: The malicious intruder i is unable to read or
modify the message, he/she only forwards the message.

• Step 7: After receiving the message, p recalculates the
secret shared key nonce-8 and sends it back to the mp
as an acknowledgment message.

• Step 8: The malicious intruder i only listens to the
message as it is decrypted with the ka and forwards to
the mp.

VIII. CONCLUSION AND FUTURE WORK

In this paper, we propose a secure and efficient privacy-
preserving authentication scheme based on the cuckoo filter
for the RPM network. Our scheme leverages cuckoo filters,
making it efficient and lightweight for medical professionals
and patients to authenticate each other and establish a secret
shared key for secure communication in the RPM network.
An anomaly detection model is also provided to identify
misbehaving sensor nodes in the RMP network. This pro-
posed authentication scheme mitigates various risks, including
message modification attacks, replay attacks, and man-in-the-
middle attacks between patients and medical professionals in
the RPM network. Our future work entails test-bed setup and
implementation of our approach, along with its performance
evaluation to enhance the security of the RPM network.
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[18] Ö. Aslan, M. Ozkan-Okay, and D. Gupta, “Intelligent behavior-based
malware detection system on cloud computing environment,” IEEE
Access, vol. 9, pp. 83 252–83 271, 2021.
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