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Abstract—
Deep neural networks usually require large labeled datasets

for training to achieve the start-of-the-art performance in many
tasks, such as image classification and natural language pro-
cessing. Though a lot of data is created each day by active
Internet users through various distributed systems across the
world, most of these data are unlabeled and are vulnerable to
data poisoning attacks. In this paper, we develop an efficient
active learning method that requires fewer labeled instances and
incorporates the technique of adversarial retraining in which
additional labeled artificial data are generated without increasing
the labeling budget. The generated adversarial examples also
provide a way to measure the vulnerability of the model. To check
the performance of the proposed method under an adversarial
setting, i.e., malicious mislabeling and data poisoning attacks,
we perform an extensive evaluation on the reduced CIFAR-10
dataset, which contains only two classes: ‘airplane’ and ‘frog’
by using the private cloud on campus. Our experimental results
demonstrate that the proposed active learning method is efficient
for defending against malicious mislabeling and data poisoning
attacks. Specifically, whereas the baseline active learning method
based on the random sampling strategy performs poorly (about
50%) under a malicious mislabeling attack, the proposed active
learning method can achieve the desired accuracy of 89% using
only one-third of the dataset on average.

Index Terms—Machine Learning, deep learning (DL), security,
data poisoning attack, malicious mislabeling

I. INTRODUCTION

The performance of the deep learning model depends on
the size of the labeled dataset, model complexity, and so on.
Though we generated about 2.5 quintillion bytes of data each
day from a variety of cyber and physical systems including
a distributed sensing system [1], a large portion of this data
is unlabeled. To use it for supervised learning requires human
labelers to take time and effort to provide the labels for each
data point. However, 2.5 quintillion bytes per day is enormous.
We need to find a way to effectively select a portion of data
for annotating on high performance computing or in the cloud.
This is where active learning comes into play.

Either experienced labelers (such as doctors for medical
data) or ordinary labelers (such as undergraduate or graduate
students for image classification data) can hand-annotate the
data depending on a classification task. Despite the level of
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expertise, all labelers can make a mistake while labeling. The
previous work [2] has shown that the deep learning networks
are robust against the minor uniform mislabeling, randomly
mislabeling one class as any other class, when the training
set is large. However, the systematic mislabeling, consistently
mislabeling a class as another class, is more far-reaching [2].
In this paper, we consider both human error and malicious
mislabeling in the active learning setting.

In addition to the mislabeling, another security concern is
the data poisoning attack [3]–[7]. Despite the state-of-the-art
performance, deep learning models can be easily fooled by
data poisoning attacks and evasion attacks [8], [9], [10]. The
main difference between data poisoning attacks and evasion
attacks is the assumption of an attacker’s ability. For a data
poisoning attack, an adversary tries to manipulate some train-
ing data in order to change the decision boundary and cause
the misclassification of a specified test instance on a targeted
attack. Contrarily, an adversary tries to generate an adversarial
example by introducing a subtle perturbation to a specified test
instance in order to mislead the learning algorithm and evade
detection in an evasion attack. In this paper, we propose a
novel active learning method that mitigates the effect of data
poisoning attack by utilizing the adversarial examples.

A. Threat Model and Assumptions

We study the effect a mislabeling attack and a data poison-
ing attack have on the active learning of deep neural networks
that are used in various distributed systems. Different from
most deep learning literature, our assumption is that the class
labels provided by a human labeler is not perfect. That is, we
consider the effect of human errors. We assume each benign
labeler mislabels a data pr ∈ (0, 1) of time and this mislabel
is uniformly distributed. That is, it is equally likely that a
class c is mislabel as any other class c̄ ∈ C − c, where C
is the set of classes. Each independent labeler will provide
the true label with probability 1− pr and the remaining pr is
evenly distributed to other class labels for the data collected in
distributed systems. That is, if an instance x belongs to class
c, then a human labeler will label it

O(x) =

{
c̄ if u < pr

c if u ≥ pr,
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where u is a uniform random number between 0 and 1 and
c̄ ∈ C − c is any class but c. However, under a malicious
mislabeling attack, an attacker consistently mislabels the in-
stances of a targeted class ct as if it belongs to a benign
class c′t ∈ C/{ct}. For instance, the target class is ‘spam
email’ and the benign class is ‘normal/benign email’ for a
spam detection model. An adversary may mislead the spam
detector by mislabeling a ‘spam email’ as a ‘normal email.’
As shown in [2], the biased mislabeling usually degrades the
classification accuracy of the target class severely whereas it
has a little effect on untargeted classes.

Furthermore, we also consider a data poisoning attack. In
general, the attacker’s objective is to inject a data poisoning
instance (p, y) such that

p = argmax
p∈Di

C(F (θ∗i ), Dt), (1)

where C is a cost function that measures the performance of a
model F on a test set Dt and the parameters θ∗i of the model
F at iteration i is determined by minimizing the loss function
L used to train a poisoned training set Di as follows:

θ∗i = argmin
θi

L(F (θi, Di)).

The poison instance p can be generated by solving Equation
1 based on [11]. The targeted poisoning attack (also known
as feature collision attack) proposed in [11] can achieve a
100% attack success rate for transfer learning models and 53%
for end-to-end learning models. The targeted poisoning attack
assumes an attacker has no knowledge of the training data but
has knowledge of the model architecture and its parameters.
In this research, we extend this poisoning attack to an active
learning setting, where the attacker can inject poison instances
to the data pool as well as knows the model architecture and
its parameters. Specifically, the attacker can generate a poison
instance p by solving the following optimization problem:

p = argmin
x
‖fi(x)− fi(t)‖22 + β ‖x− b‖22 , (2)

where fi is the output of the penultimate layer of a network
obtained at iteration i of the active learning process, β ∈ [0, 1]
is a similarity parameter that indicates the relative importance
of the first component ‖fi(x)− fi(t)‖22 to the second compo-
nent ‖x− b‖22, t is the target instance, and b is a base instance.

Consider spam detection task again. A target instance t
would be a spam email, and a base instance b is a benign
email. The goal of an attacker is to have a spam email detector
to misclassify a targeted spam email like a benign email.
An attacker tries to craft a poison instance by adding small
adversarial perturbation that is not noticeable to a human
labeler (i.e., ‖x− b)‖22 is small). Meanwhile, the generated
poison instance looks like the target instance in the feature
space defined by fi (i.e., ‖fi(x)− fi(t)‖22 is small). That is,
a poison instance looks like a base instance to a human, so a
human labeler labels that poison instance as a benign email.
However, a poison instance looks like a target instance for
a classifier (close in feature space defined by fi). While the

network tries to adjust the decision boundary so that they can
classify the poison instance as a benign email, the ultimate
effect is that the target instance is misclassified as a benign
email at the test time as well since the feature representation
of the target instance is similar to the feature representation
of the poison instance. In this way, the classifier gets mislead
into misclassifying a target spam email as a benign email.

The research problem for this study is to propose a novel
defense method against such an attack under the assumption
that oracle does not always provide correct/true label and
evaluate the proposed method against the baseline model,
active learning based on random selection. The evaluation
metrics are:
• classification accuracy on the clean test instances,
• classification accuracy on the targeted instances, and
• budget or the number of training instances used.

B. Contribution

In this paper, we propose an robust active learning approach
to train a DNN model and to reduce the effectiveness of
malicious mislabeling and data poisoning attack on it. The
key contributions of this paper are in the following:
• We present a new heuristic methodology for robust ac-

tive learning that utilizes the adversarial examples as a
measure of uncertainty and a minimax algorithm for data
selection. Furthermore, the crafted adversarial examples
can be added to the training set without incurring extra
labeling budget.

• We develop a confidence score updating scheme to check
the performance of each labeler. This significantly re-
duces the effectiveness of a malicious mislabeling attack.

• We empirically demonstrate that our proposed method-
ology is highly efficient for defending against malicious
labeling and targeted poisoning attacks.

C. Notation

We summarize the commonly used notation for this paper
shown in Table 1. We will use subscript i to indicate the i-th
iteration. For instance, Fi indicates the neural network model
obtained at i-th iteration of active learning. Furthermore, |∗|
indicates the cardinality of a set *. For instance, |C| indicates
the total number of classes as C is the set of class labels. Last,
||x||22 represents L2-norm of x.

The remainder of this paper is organized as follows. In
section II, we discuss the existing active learning methods.
In section III, we describe in detail the proposed approach,
followed by the evaluation in section IV. Section V concludes
the paper.

II. RELATED WORK

This section provides a brief description of existing active
learning methods. Though gathering large quantities of unla-
beled data is easy and cheap, obtaining the label for them is
usually time-consuming and expensive, even using both high-
performance and distributed computing systems. For instance,
there are more text data available than what a researcher with



TABLE I
NOTATION

Symbol Description
p a poison instance
b a base instance
t a target instance
x an instance
S a secured set of labeled data. It is secured and the adversary has no knowledge of it.
S′ a newly selected unlabeled dataset that is sending to human labelers for labeling
U unlabeled training set
D labeled training set
Dt labeled test set
q an application-specific parameter that depends on the dynamic of the dataset
m the size of the dataset used in the initial training stage
n the number of clusters
Nc the number of adversarial examples generated for center c
C the set of class labels
τ a threshold that determines whether a minimal perturbation is small enough to stop active learning
ε a threshold that determines whether to further examine the newly selected dataset S′
a an amount of reduction in the trustworthy of O
O(x) the label provided by an oracle/human labeler for an instance x.
F the neural network model
f the output of the penultimate layer of a network
pr the probability that an independent labeler mislabel a data point unintentionally
c the true class an instance belongs to
c̄ an misleading class c̄ ∈ C − c
ct targeted class
C a cost function that measures the performance of a model F on a test set Dt

θ∗i weight parameters of a neural network model F at iteration i
β a similarity parameter for optimization problem (2)
q the number of iterations passed before the secured set S is updated again
d(∗, ∗) a distance metric in the feature space

a limited labeling budget can afford. Active learning reduces
the number of labeled instances needed for training a model
effectively. Active learning is an iterative process that consists
of training and querying. First, a model is trained based on an
initially labeled training set. After the initial model is trained,
a query strategy is used to select a subset of data for label
querying. Then, an oracle, e.g., a human annotator, labels
these data, and the model is retrained with currently available
labeled data. The process repeats until a stopping criterion
is met, such as the reach of the desired accuracy. See Fig.
1 for an overview of the general active learning framework.
Various active learning algorithms have developed over the
years. They can be categorized as uncertainty-based active
learning, diversity-based active learning, and adversarial active
learning.

The uncertainty based active learning algorithms focus on
selecting the instances based on the uncertainty principle [12],
[13], [14]. The uncertainty principle is that an training instance
most uncertain to a model contains the most new information
for improving the model. There are many ways of measuring
uncertainty. For instance, the distance between an instance and
the classification boundary can be used to measure the uncer-
tainty. As the instance is closer to the classification boundary,
it is more difficult for a classifier to make high confidence
classification. This provides a measure of uncertainty. Another
measure uncertainty is the final confidence provided by a
trained model, as the lower confidence provided by a model
indicates a relatively high uncertainty in its performance. An
alternative to this idea is to measure the uncertainty as the

Fig. 1. Active Learning Framework

difference between the two highest confidences provided by a
model. The idea behind this is that if a model is sure about its
prediction, it should provide a very high confidence to only
one class and low confidence values for other classes. On the
contrary, if a model is unsure of its prediction, it generally
provides relatively high confidence values for two or more
classes. For instance, if a classifier sees a blurry image and it is
uncertain whether it is an image of a dog or a cat, the classifier
may provide close to 50% confidence for both dog class and
cat class, in which case the difference in confidence is close to



0. On the contrary, if a classifier is certain that it is an image
of a dog, it will assign close to 100% confidence for the dog
class and near 0% for the cat class. In this way, the difference
between the two confidence values reveals uncertainty. Other
measures of the uncertainty include entropy [15], smallest
predicted class probability [16], etc. See, e.g., [13] and [17]
for an overview of classic active learning methods.

However, recent work on data poisoning attack, e.g., [18],
[19], [20], has shown that uncertainty sampling may help
attackers in achieving their goals. As the poisoning instances
are usually laid around the decision boundary, these poison
instances are more likely to be selected by the uncertainty
sampling approaches.

Another class of active learning algorithms focuses on
selecting the most diverse and representative dataset. For
instance, Yang et al. [21] proposed an optimization-based
active learning algorithm that imposed a diversity constraint
objective function. The core-Set approach [22] is a diversity-
based approach using core-set selection. Batch Active learning
by Diverse Gradient Embeddings (BADGE) algorithm [23]
selects a subset of instances whose gradients with respect to
the parameters in the output layer are most diverse.

The adversarial active learning algorithms, e.g., [24] and
[25], are a relatively new idea and are usually based on
the Generative Adversarial Networks (GAN) [26], Variational
Auto-Encoders (VAE) [27], or adversarial examples (AE) [28],
[29], [30], [31]. The first active learning work using GAN is
proposed by Zhu et al. [24]. GAN enables the synthesis of
additional instances from the labeled training instances. How-
ever, its performance is not as good as active learning based
on the random sampling strategy. The first active learning
algorithm for multi-classification using GAN is Adversarial
Sampling for Active Learning [25].

III. METHODOLOGY

There is a large amount of data generated every day. How-
ever, these data need to be properly labeled before we can ap-
ply supervised machine learning algorithms. This is not always
feasible with a restricted labeling budget. Crowdsourcing is not
reliable as humans make mistakes also, and the adversary can
intentionally provide misleading labels. Furthermore, the data
obtained could be poisoned. In this research, we consider the
adversarial setting by assuming that
• it is not feasible for an individual attacker to control a

significant portion of the training data. However, an at-
tacker knows the model and its parameters and can inject
a poison instance into the training set. The poisoning
attack is defined in equation 2.

• there is some probability pr that a human labeler makes
a mistake when annotating.

• a malicious labeler will consistently give a biased label
for a target class of the instance. For instance, consider
the MNIST data set of handwritten digits and a target
class of handwritten numbers ‘1’. A malicious labeler
can consistently mislabel ‘1’ as ‘7’ for each query for
labeling that involves handwritten numbers ‘1’ whereas

providing correct labels for other classes. As shown in
[2], this type of biased mislabeling is more severe than
the unbiased mislabeling considered in other papers.

A. Overview of the Methodology

Fig. 2 shows the framework of our proposed active learning
method. Four main components of this framework are training
(1), performance checking (2), querying (3), and artificial data
crafting (4). The training step is the same as regular training
on the labeled dataset. Initially, a set of m data points D
is randomly selected to query for labels. Then, the model is
trained using the labeled dataset D. To check the performance
of the model and the existence of malicious instances, a
representative subset S of data with labels is set aside and
secured so that adversary does not know of it. This set S
is updated every q iterations to make sure it represents the
diversity of the current dataset, where q is an application-
specific parameter that depends on the dynamic of the dataset.
If the underlying distribution of the data does not change over
time and security of it is not in question, q =∞ and no update
is needed.

Besides, for each queried instance, we can generate both
adversarial examples and data augmentation. In this way, the
training set is increased without incurring an extra query
budget. The various adversarial crafting techniques and data
argumentation techniques are useful in this case. For each
center c, Nc instances are selected. There is a total of

∑n
c=1Nc

data points S′. Then, a group of human labelers provides the
labels for these data points. Next, this newly labeled dataset

D′ = {(x,O(x))|x ∈ S′},

where O(x) is the label provided by an oracle/human labeler
for an instance x, and D′ is added to the previously obtained
labeled dataset D; i.e.,

D = D ∪D′.

Next, we train the model Fi on the new dataset D. The
performance of the updated model is tested on a secured set
S. If the performance degrades by a threshold ε, the newly
obtained dataset D′ is examined by h (h > 0) independent
labelers to see if any instance is poisoned or mislabeled. The
probability Ph that at least one labeler out of h (h > 0)
independent labelers provides correct annotation is

Ph = 1− (1− P1)h, (3)

where P1 is the average performance of a human labeler. To
find the number h of independent labelers to ensure that Ph
is large enough, saying 0.9995, we solve the equation 3 and
obtain

h =

⌈
log (1− Ph)

log (1− P1)

⌉
.

For instance, [32] showed the human annotation performance
for the CIFAR10 dataset is 93.91%. Hence, three independent
labelers are enough to ensure at least one labeler provides
correct annotation.



Fig. 2. The Proposed Active Learning Framework

If the performance does not degrade more than ε, the
model is accepted and the stopping criteria are checked. If
the stopping criterion is met, the process stops. Otherwise, the
process repeats. The stop criteria can be

• the minimal perturbation of all adversarial examples is
larger than a threshold τ ,

• the desired classification accuracy is reached, or
• the labeling budget is exhausted.

In the following subsections, we provide the details for
performance checking, querying, and artificial data crafting.

B. Performance Checking

A malicious labeling attack’s ultimate goal is to reduce the
accuracy of a model and so the best way to detect it is by
monitoring the classification accuracy on a secured subset S.
If the newly trained model Fi at iteration i on S has lower
performance (i.e., classification accuracy) than the previous
model Fi−1 on S by a threshold ε, then the newly queried
dataset used to train Fi is likely malicious. They need to be
further examined. Otherwise, accept Fi.

For further examination, three independent labelers are as-
signed to relabel the newly queried data point(s). For each data
point, if there is any inconsistency in the label, the data point
is discarded. However, if the consistent label is provided and
it is different from the original label provided by the original
labeler O, then the confidence in O’s label is reduced (Fig. 3).
The degree of reduction in confidence depends on whether Fi
provides high confidence or low-confidence misclassification.
If Fi provides a low-confidence value for this misclassification,
then it may be a mild drift and we should reduce the confidence
in O’s label by a amount, where a is inversely proportional
to the confidence value provided by Fi. Nevertheless, If Fi
provides a high-confidence value for this misclassification,
then we should be alert and the trustworthiness of O needs
to be checked immediately.

C. Querying Strategy

The proposed querying strategy looks for unlabeled in-
stances that are different from the most labeled ones. In order
to do that, a cluster algorithm, such as k-mean, k-medoids
(PAM), and hierarchical clustering, can be used to find n
centers. n can be determined by various methods such as
elbow, silhouette, or gap statistic methods. For each center
c, Nc unlabeled instances whose corresponding distance (in
feature space) from the currently labeled instances are the
largest are selected; i.e., select x ∈ A such that solves the
following optimization problem:

max
x∈Ac

min
y∈D

d(x, y), (4)

where Ac is the collection of unlabeled instances that belong
to the cluster c, and d is a distance metric in the feature space.
This ensures the diverse instances being selected.

The number of instances Nc being selected at each iteration
depends on
• the average perturbation of adversarial examples gener-

ated in the previous iteration,
• the performance of the model on the given cluster, and
• the labeling budget.

D. Artificial Data Crafting

For the past few years, a lot of attention is given to the
adversarial example. A popular example of an adversarial
example in security is adversarial eyeglass frames against deep
neural network-based face detection systems [33].

Adversarial examples and poison instances generated by the
feature collision attack [11] are similar in the sense that they
are both indistinguishable to the original data. For instance,
Fig. 4 shows an example of a data poisoning attack. An
attacker tries to mislead an image classifier to misclassify
the targeted frog image as an airplane. In order to do it,
the attacker selects a random image of an airplane as a base
instance. Then, using a forward-backward-splitting iterative



Fig. 3. Confidence Score Updating

procedure [34], the attacker solves equation 2 to obtain the
poison instance shown in Fig. 4. Clearly, this poison instance
looks indistinguishable from the base instance. However, the
poison instance looks like the targeted instance in the feature
space based on solving the optimization given in equation 2.
Hence, by injecting this poison instance into the training set,
the trained classifier misclassifies the targeted instance as an
“airplane” due to the similarity in the feature space.

Fig. 4. An Example of Targeted Poisoning Attacks

To check the reason behind such misclassification and the
success rate of such a poisoning attack, we develop a binary
classifier based on [11]. We find that when the number of
training instances is small, the success rate of the poisoning
attacks is high, just like it is claimed in the paper [11].
However, when the number of training instances is large, the
success rate drops significantly. Furthermore, the poisoning
attack on a network with end-to-end training is much harder
than an attack on a network with transfer learning [11]. This
indicates that the increase in the training set can be beneficial.
However, a bigger dataset requires a larger labeling budget.

To address the issue, we take advantage of the “indis-
tinguishable property” of adversarial examples. We utilize
various adversarial crafting techniques to generate extra data
for training. Using the labeled instances, we can generate

additional instances that are similar to these labeled instances
without incurring an extra labeling budget. Since the minimal
adversarial perturbation obtained through adversarial crafting
techniques can misclassify these instances, they point at the
vulnerable area of the classifier and are a great place to get
more data points for the next iteration of the active learning.

For each center c, Nc instances selected using equation 4
are utilized to generate adversarial examples. An adversarial
example can be generated using multiple existing techniques
such as DeepFool, C&W, and BIM. PGD, DeepFool, and
C&W attacks are good choices because they are the strongest
attacks that currently exist, and the generated perturbation
is a good measurement of the performance of the trained
model. Besides, the artificial instance can also be generated
using Generative Adversarial Network (GAN). If the dataset
is images, data augmentation such as rotation, scaling, and
change colors, can be used as well. Furthermore, another
simple way to obtain additional noise samples is by adding
random noise to the Nc selected instances. The noise added
should be subtle so that labels are not changed. These noise
samples can be used in addition to the adversarial examples, as
adding noises is usually less time consuming than generating
adversarial examples.

IV. EVALUATION

We empirically evaluate the proposed defense method on
a subset of the CIFAR-10 [35] dataset. The baseline model
for comparison is active learning based on random selection
[36]. Our experiments were conducted in the high-performance
computing system within the campus private cloud. In the set
of experiments, we wish to address the following:

1) Does our proposed method perform as good as the
standard active learning method when there is no attack?
We try to address this question as a few papers (e.g.,



[37], [38], [39], [40]) have shown the trade-off between
the performance of the active learning algorithms with
attacks and their performance without attacks.

2) Is our proposed method effective under a malicious
mislabeling attack? and

3) Is our proposed method effective under a poison attack?
That is, are certain vulnerabilities (e.g., to specific
inputs) learned as we perform the adversarial active
retraining?

The evaluation metric for question 1) is the labeling budget
used to achieve desired classification accuracy. The evaluation
metrics for question 2) are the overall classification accuracy
on the clean test data and the required labeling budget to
achieve desired classification accuracy. The evaluation metrics
for the last question are the overall classification accuracy
on the clean test data, the poisoning attack success rate, and
the required labeling budget to achieve desired classification
accuracy.

A. Dataset and Model

Real-world data may be collected through a computing
system whose devices are distributed in different location.
The CIFAR-10 dataset is an object classification dataset that
consists of ten classes: airplane, automobile, bird, cat, deer,
dog, frog, horse, ship, and truck. Each image is a 32×32 tiny
color image and each pixel has three values corresponding to
the RGB intensities. The samples are split between a training
set of 50,000 with 5,000 samples for each class and a testing
set of 10,000. Table II summarizes the dataset.

TABLE II
DATASET SUMMARY

Dataset CIFAR-10 CIFAR-2
# Training Example 50,000 3,000
# Testing Example 10,000 2,000
# Classes 10 2
Image Size 32× 32 32× 32

Due to the limited computation resource and the slowness of
the data poisoning attack for the DNN model proposed in [11],
we reduce the CIFAR-10 dataset to the CIFAR-2 dataset, only
considering two classes, airplane and frog. To further speed
up the data poisoning attack, we reduce the training set to
3,000 training instances instead of 10,000 samples. As you can
see in the evaluation section, the proposed method does not
even need to have 3,000 training instances to reach the desired
accuracy. Thus, this limitation speeds up the evaluation time
without affecting the performance. The testing set is 2,000,
and each testing instance is considered as a targeted instance
during the poison instance generation process.

The network architectures for the CIFAR-10 dataset is based
on transfer learning. More precisely, ResNet50 [41] is used for
feature extraction, and then a dropout rate of 0.2 is applied to
it. Last, a fully connected layer with the sigmoid activation
function is used for binary classification.

B. Artificial Data Generation and Data Poisoning Attack

Adversarial examples and poison instances are generated
using the Adversarial Robustness Toolbox (ART v1.3) [42].
C&W, PGD, and DeepFool attacks are used to generate
adversarial images in addition to Gaussian noise. The PGD
attack is selected over others because the PGD attack generates
the strongest first order adversary [43]. However, due to the
fact that the PGD attack implemented in ART does not take
advantage of GPU power, the runtime for the PGD attack is
much higher than the C&W attack and so the PGD attack
is not included during the training. The maximum number
of iterations for the C&W attack and DeepFool are 20 and
100 (default in ART), respectively. Random noise added to
train image follows a Gaussian distribution with mean 0 and
variance 0.3 for each batch. This is a reasonable limit on what
is permissible because a larger perturbation would distort the
image too much.

Assume that the adversary knows the model architecture and
can inject poison instances. We generate the data poisoning
attack based on [11] to evaluate the robustness of the proposed
active learning method. This is the only data poisoning attack
on DNN model available in ART. We consider each test
instance as a targeted instance. For each targeted poisoning
attack, we use first 50 training instances from a difference
class than the targeted instance as base instances for generating
the poison instances. A small amount of watermark (0.1-0.3)
is added to increase the attack success rate while the poison
instances are indistinguishable from their corresponding base
instances. The exact amount of the watermarks added depends
on the difficulty of each targeted attack scenario. After a set
of poison instances are generated for each targeted attack, we
check whether the attack is successful. If a targeted poisoning
attack is not successful, the corresponding poison instances are
discarded. In short, we only save the set of poisoning instances
that an attacker successfully attacks the baseline model trained
with all training instances and the poison instances. In the end,
we generate 67 sets of successful data poisoning attacks, which
can be used to evaluate the performance of the proposed active
learning method.

C. Mislabeling

For most deep learning tasks, we assume that the labels
provided are true (correct). However, in the real world, humans
make mistakes and adversaries can inject malicious label-
ing [44], [45]. In this paper, we consider both cases. First, we
assume a human labeler has a 5% chance to make a mistake
when annotating. The 5% is used since the dataset used is tiny,
low-resolution images that are difficult to classify correctly
sometimes. Furthermore, with a total of eleven labelers for
the experiments, one of them is malicious. More precisely, a
malicious labeler will intentionally misclassify an image in the
‘airplane’ class as the ‘frog’ class.

D. Results

In this section, we evaluate the performance of the proposed
active learning method by addressing the three questions posed



at the beginning of the evaluation section.

TABLE III
STATISTICS OF LABELING BUDGETS

Model Baseline Proposed
Mean 1186 572.3
Standard Deviation 182.6 51.7
Minimum 608 462
25% 1128 533
50% 1184 563
75% 1272 610
Maximum 1536 672

1) Does our proposed active learning method perform as
good as the standard active learning method when not under
an attack?: Here, we consider only the benign mislabeling
caused by human errors. The prediction accuracy of the
classifier trained with the full training set is 89%. Using it
as the desired accuracy, we find the labeling budget required
to achieve such accuracy. We compare our proposed active
learning method with the active learning based on a random
sampling strategy (as baseline). The experiment is repeated
30 times, and the summary statistics are provided in Table III.
As shown in the table, the proposed active learning method
only needs about 48% of the labeling budget required by the
baseline active learning method when there are no attacks.
Furthermore, the variation in performance is much lower for
our proposed method compared to the baseline model. The
maximum number of labeling budgets required to achieve the
desired accuracy is halved if using our proposed method.

2) Is our defense method effective under a malicious mis-
labeling attack?: First, we evaluate the performance of the
baseline model under a malicious mislabeling attack (see sub-
section IV-C for the implementation of malicious mislabeling
attack). Similar to the previous experiment, we repeated our
experiments 30 times. However, the baseline model is not
able to achieve the desired accuracy in all the experiments.
As shown in Fig. 5, the malicious mislabeling attack is very
effective against the baseline model. The test accuracy just
fluctuates between 0.44 and 0.52. Even when we use all 3,000
training instances, the test accuracy is still close to 0.5.

Nevertheless, our proposed active learning method is robust
against the malicious mislabeling attack. As shown in Fig. 6,
we can still obtain the desired accuracy even under a malicious
labeling attack. Furthermore, Table IV shows the summary
statistics for the labeling budget required to achieve the desired
accuracy. On average, we only need about one-third of the
original training set size to achieve the same accuracy (89%)
even under a malicious mislabeling attack.

3) Is our proposed method effective under a poison attack?:
Here, we consider a targeted poison attack [11] and evaluate
the performance of the baseline and our proposed active
learning method under such an attack. The targeted poison
attack tries to reduce the performance of the classifier on
the targeted instance while maintaining the performance of
the classifier on the clean data. This makes it very difficult
to detect as the classification accuracy on the clean data is

Fig. 5. Baseline Model Performance Under a Malicious Labeling Attack

Fig. 6. Robust Active Learning Model Performance Under a Malicious
Labeling Attack

not changed under the attack. However, the classifier makes
misclassification on the targeted instance.

Since most uncertainty-based active learning strategies se-
lect unlabeled instances that are closer to the decision bound-
ary, this makes these uncertainty-based active learning strate-
gies more vulnerable to the data poisoning attack. On the
contrary, simple active learning based on a random sampling
strategy is more robust against such an attack. Hence, we
will compare our proposed active learning method with active
learning based on a random sampling strategy (baseline). As
shown in Fig. 7 and Fig. 8, the test accuracies of the two
active learning strategies under the poisoning attack are similar
though the labeling budget required is halved if our proposed
method is used. Furthermore, the proposed method has a much
lower variation in labeling budgets than the baseline method.



TABLE IV
SUMMARY STATISTICS FOR LABELING BUDGET

Model Proposed
Mean 925.3
Standard Deviation 315.9
Minimum 580
25% 701.5
50% 875
75% 1013
Maximum 1939

Fig. 7. Baseline Model Performance Under a Poisoning Attack

E. Computation Cost and Limitation

The artificial crafting step lowers the labeling budget by
generating labeled data without labelers, but it also requires
additional computation cost. For instance, it takes about 0.19
seconds to generate an adversarial image using a C&W
method (with a batch size of 64) on an NVIDIA Tesla K40c
GPU. However, it takes less than 0.1 seconds to generate an
adversarial image using a C&W method (with a batch size
of 512) on the same computer with an NVIDIA TITAN V
GPU. Hence, the type of GPU and batch size can affect the
computation time. Furthermore, different methods may require
different computation resources. For instance, BIM attacks
mainly use CPU resources whereas a C&W method mainly
uses GPU resources based on IBM’s adversarial robustness
toolbox [42]. For the evaluation, we generate an artificial
image for each corresponding newly queried image. However,
this ratio can be adjusted based on the computational resource
and the labeling budget limitation. Furthermore, the evaluation
is based on a single dataset. It would be interesting to check
the effectiveness of the approach on other datasets, which will
be in our further study.

V. CONCLUSIONS AND FUTURE WORK

Recent work has shown that machine learning models,
such as DNNs, are highly vulnerable to adversarial examples
and data poisoning attacks. In this work, we utilized these
adversarial examples to generate artificial data for training

Fig. 8. Robust Active Learning Model Performance Under a Poisoning Attack

TABLE V
SUMMARY STATISTICS FOR LABELING BUDGETS

Model Baseline Proposed
Mean 1221 622
Standard Deviation 603 88.9
Minimum 672 484
25% 896 574
50% 976 599.5
75% 1216 698
Maximum 2816 751

without incurring an extra labeling budget. Furthermore, we
proposed a confidence score updating system to check the
trustworthiness of each labeler and performance check on a
secured set to monitor the potential mislabeling attack. The
experiment results showed that our proposed active learning
method is robust against malicious mislabeling and data poi-
soning attacks. Though we only evaluated the performance of
the proposed active learning method on binary classification in
the campus private cloud, the method can be applied to multi-
classification task in a distributed system of a public cloud as
well.

Future work will investigate the scalability of the proposed
method. We can parallelize the process and utilize the scal-
ability in cloud computing for this purpose. For instance,
Birman et al. [46] proposed a deep reinforcement learning
method to selectively query only a subset of malware detectors
instead of using all detectors in the cloud in order to reduce
computational cost while maintaining performance. Besides
a private cloud, we can also deploy our proposed method
on the public cloud to not only achieve scalability but also
to increase reliability and flexibility. Though most classic
single-query active learning strategies do not work as well
as a random sampling strategy on deep neural network and
many uncertainty-based active learning strategies also perform
poorly under data poisoning attacks, it would be interesting to
compare the proposed method with the state-of-the-art batch
active learning method for CNNs, CORE-SET [22]. Besides,
improving the efficiency of the targeted data poisoning attack



proposed by [11] is another promising direction.
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