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Abstract. We study a dynamic version of the Multiple-Message Broadpesblem, where packets are continu-
ously injected in network nodes for dissemination througtibe network. Our performance metric is the ratio of
the throughput of such protocol against the optimal oneafor sufficiently long period of time since startup. We
present and analyze a dynamic Multiple-Message Broadcakiqnl that works under an affectance model, which
parameterizes the interference that other nodes intraodute communication between a given pair of nodes. As
an algorithmic tool, we develop an efficient algorithm toesdhle a broadcast along a BFS tree under the affectance
model. To provide a rigorous and accurate analysis, we difio@ovel network characteristics based on the net-
work topology and the affectance function. The combinatibthese characteristics influence the performance of
broadcasting with affectance (modulo a logarithmic fumc}i We also carry out simulations of our protocol un-
der affectance. To the best of our knowledge, this is the diysamic Multiple-Message Broadcast protocol that
provides throughput guarantees for continuous injectionessages and works under the affectance model.

1 Introduction

We study the dynamic Multiple-Message Broadcast problerwineless networks under thaffectance
model. This model subsumes many communication-interéeremodels studied in the literature, such as Ra-
dio Network (cf., [7]) and models based on the Signal to fetence and Noise Ratio (SINR) (cf. [20, 32)).
The notion of affectance was first introduced in [20] in thateat of link scheduling in the more restricted
SINR model of wireless networks, in an attempt to formallme ¢combination of interferences from a subset
of links to a selected link under the SINR model. Later ongotiealizations of affectance were defined and
abstracted as an independent model of interference inassealetworks [24,25]. The conceptual idea of this
model is to parameterize the interference that transmitimdes introduce in the communication between a
given pair of nodes.
Our results. In the dynamic Multiple-Message Broadcgsioblem considered in this work, packets arrive
at nodes in an online fashion and need to be delivered to diésin the network. We are interested in
the throughput i.e., the number of packets delivered in a given periodrogtiln particular, we measure
competitive throughpudf deterministic distributed algorithrmer the dynamic Multiple-Message Broadcast
problem. We analyse our algorithms in the (general) affextanodel, in which there is a given undirected
communication grapl of n nodes and diametdp, together with the affectance functiar-) of nodes of
distance at leag on each of the communication links. The affectance fundiiamadegradation parameter
«, being a distance after which the affectance is negligibla. contribution is two fold.

First, we introduce new model characteristics — based owitiaerlying communication network and
the affectance function — callethaximum average tree-layer affectan@znoted byK) and maximum

A preliminary version of this work has appeared in [28]. Tliféegences with respect to that version are detailed iniSed in
the Appendix.
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path affectancédenoted byM), see Section 2 for the definitions, and show how they inflaghe time
complexity of broadcast. More precisely, if one uses a BIE® that minimizes the produdt - (K +
M/ logn)? of the two above characteristics, then a single broadcasbealone in timeD + O(M (K +
M /logn)log®n), cf., Corollary 1 in Section 3.

Second, we extend this method of analysis to a dynamic paciesl model and the Multiple-Message
Broadcast problem, and design a new algorithm reaching etitivp throughput of2(1/(aK logn)). In
particular, in the Radio Network model it implies a compegithroughput of2(1/(log® n)). For details, see
Section 4. Our deterministic results are existential, ihyatve show the existence of a deterministic schedule
by applying a probabilistic argument to a protocol thatues a randomized subroutine for layer to layer
dissemination. Given that we measure competitive throughpthe limit, preprocessing (communication
infrastructure setup, topology information disseminatietc.) can be carried out initially without asymptotic
impact. Thus, the protocol presented is distributed, awdiks foreverynetwork after learning its topology.
The protocol can also be applied to mobile networks, if theveénment is slow enough to recompute the
structure. Our rigorous asymptotic analysis is further plemented by simulations under the affectance
model, c.f., Section 5.

To the best of our knowledge, ours is the first work on the dyindviultiple-Message Broadcast problem
in wireless networks under the general affectance model.

Previousand related work. There is arich history of research on broadcasting dyndipi@aiving packets

on asingle-hop radio networkalso called anultiple access channeMost of the research focused on
stochastic arrivals cf., a survey by Chlebus [9]. In the remainder of this pampbr we focus on the on-
line adversarial packet arrival setting. Bender et al. fop®d stability, understood as throughput being
not smaller than the packet arrival rate, of randomized tfgkotocols on multiple access channels in the
gueue-free modgin which every packet is handled independently as if it hegenla standalone station (thus
avoiding queuing problems). Kowalski [27] considered aaiyit broadcast on the channel in the setting
where packets could be combined in a single message, which agpids various important issues related
with queuing. Anantharamu et al. [3] studied packet latenfcgieterministic dynamic broadcast protocols
for arrival ratessmallerthan1. Stability, understood as bounded queues, of dynamicrdéiistic broadcast
on multiple access channels against adversaries boundasuivg/l ratel was studied by Chlebus et al. [11],
and for arrival rates smaller thanby Chlebus et al. [12]. In particular, in [11] a protocol Mebi-to-
front (MBTF) was designed, achieving stability but not fieiss (as both these properties are impossible to
achieve simultaneously); we use this algorithm as a suin@ut our dynamic Multiple-Message Broadcast
protocol. A follow-up work [6] delivered a distributed oné algorithm AT and showed that it could be
only by a linear factor worse, in terms of the buffer sizenthay offline solution against any arrival pattern.

In multi-hopRadio Networks, the previous research concentrated onciormglexity of single instances
(i.e., from a single source) of broadcast and multi-messmgadcast. For directed networks, the best de-
terministic solution is a combination of th@(n log n log log n)-time algorithm by De Marco [16] and the
O(nlog? D)-time algorithm by Czumaj and Rytter [14]. In undirectedwertks, the best up to date de-
terministic broadcast i®(nlog(n/D)) rounds was given by Kowalski [27]. The lower bounds for deter
ministic broadcast in directed and undirected radio nétevare(2(n log(n/D)) [13] and{2(nlogp n) [29],
respectively. Deterministic multi-message broadcastgicommunication and gossip were also considered
(again, in a single instance). Chlebus et al. [10] showéX{/alog® n + n log* n) time deterministic multi-
broadcast algorithm fok packets in undirected radio networks. Single broadcastbeadone optimally
in O(Dlog(n/D) + log®n), as proved in [2,31] (lower bounds) and in [14, 29] (matchipper bound).
Bar-Yehuda et al. [4], and recently Khabbazian and Kowd2&] and Ghaffari et al. [19], studied ran-

® Throughout, we denotieg, simply aslog, unless otherwise stated.
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domized multi-broadcast protocols; the best results nbthior k-sources single-instance multi-broadcast
is the amortized)(log A) rounds per packet w.h.p. in [26], wherk is the maximum node degree, and
O(D + klogn +log® n) w.h.p. to broadcast thiepackets, for settings with known topology in [19]. For the
same problem, Ghaffari et al. showed a throughput upperdoti®(1/log n) for any algorithm in [18].
Although this bound is worst-case, it can be compared with1g® (oK logn) that applies even under
affectance.

Chlebus et al. [11] gave various deterministic and randethelgorithms for group communication, all
of them being only a small polylogarithm away of the corresting lower bounds on time complexity.

In the SINR modelsingle-hop instances of broadcast in the ad-hoc setting steidied by Jurdzinski
et al. [22, 23] and Daum et al. [15], who gave several detdatiinand randomized algorithms working
in time proportional to the diameter multiplied by a polyéwighmic factor of some model parameters. In
the SINR model with restricted sensitivity, so called weaksitivity device model, Jurdzinski and Kowal-
ski [21] designed an algorithm spanning an efficient backlsrb-network, that might be used for efficient
implementation of multi-broadcast.

Thegeneralized affectanamodel was introduced and used only in the context of one-bopntunica-
tion, more specifically, to link scheduling by Kesselheim][ZHe also showed how to use it for dynamic
link scheduling in batches. This model was inspired by tifiecédince parameter introduced in the more re-
stricted SINR setting [20]. They give a characteristic oétdf links, based on affectance, that influence the
time of successful scheduling these links under the SINRahda our paper, we generalize this character-
istic, called the maximum average tree-layer affectarbetapplicable to multi-hop communication tasks
such as broadcast, together with another characterisfieddhe maximum path affectance. For details see
Section 2.

2 Preéiminaries

Model. We study a model of network consisting @faodes, where communication is carried out through
radiotransmissions in a shared channel. Time is discretized in a sequence ofdiotel, 2, .. ., which we
call theglobal time. The network is modeled by the underlyiognnectivity graph G = {V, E'}, whereV’

is the set of nodes anfl the set oflinks among nodes. A link € E between two nodes,v € V is the
ordered pairu, v) modeling that a transmission frommay be received by. The network is assumed to
be connected buhultihop. That is, any pair of nodes may communicate, possibly thraugltiple hops.

Messages to be broadcast to the network through radio tissiems are calleghackets. Packets are
injected at nodes at the beginning of time slots, and each time slanig €nough to transmit a packet to
a neighboring node. Any given node can either transmit ¢edigin order to receive, if possible) in a time
slot, but not both.

Interference on a link due to transmissions from other niglesodeled asffectance. We use a model
of affectance that subsumes other interference mdgslsch as the Radio Network model [7] and the SINR
model [20]. Specifically, we realize affectance as a matrf size|V'| x |E| whereA(u, (v, w)) quantifies
the interference that a transmitting nogde= V' introduces to the communication through liak w) € E.
We do not restrict ourselves to any particular affectaneetion, as long as its effect is additive. That is,
denotingay- ((v, w)) as the affectance of a set of nodésC V on a link (v, w) € E, anday/(E’) as the

“In preliminary work [28], we studied a different model of@dtance. The details are included in Section B in the Appendi
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affectance of a set of nod&€ C V on a set of linkst! C E, itis

avr((’l),'w)) = Z A(u7 (U7w))
uev’
uF v

av/(E/): Z ay((v, w)).

(v,w)eE’

Under the affectance model, we definesuccessful transmission as follows. For any pair of nodes
u,v € V such that(u,v) € E, a transmission from: is received ab in a time slott if and only if: u
transmits and listens in time slot, anda)((u,v)) < 1, whereT () C V is the set of nodes transmitting
in time slott (notice that the definition af does not include the affectancewbn (u, v)). The event of a
non-successful transmission, that is when the affectameg leastl, is called acollision. We assume that
a node listening to the channel cannot distinguish betweaniligion and background noise present in the
channel in absence of transmissions.

The affectance model defined subsumes other interferendelsadé-or instance, for the Radio Network
model, the affectance matrix is

0if w=wor(w,v) ¢ Eandw # v),
1 otherwise

Alw. (u,0)) = §

On the other hand, for the SINR model in [20], the affectanegrixis

0 if w=u,

A(w, (u,v)) = { P/d3,

LG otherwise

WhereP is the transmission power levéY, is the background noisgé, denotes an upper bound on the signal
to interference-plus-noise ratio such that a message téensuccessfully received,,, is the euclidean
distance between nodesandv, anda denotes the path-loss exponent. (Refer to Section A in thpAgix
for a proof.)

Communication tasklUnder the above model, we study tifultiple-Message Broadcast problem defined
as follows. Starting at time sldt, packets are dynamically injected by an exogenous entitysome of the
network nodes, callesburce nodes. The computing task is to disseminate those injected patheiughout
the network. The set of all source nodes is denotefl as V. After a packet has been received by all the
nodes in the network, we say that the packet das/ered. The injections are adversarial, that is, packets
can be injected at any time slot at any source node, but teetiops are limited to be feasible. We say
that an injection ideasible if there exists an optimal algorithm OPT such that ta@ncy (i.e., the time
elapsed from injection to delivery) of each packet is bounfibe OPT. Given that at most one packet may
be received by a node in each time slot, and that all nodesnecsie the packet to be delivered, feasibility
limits the adversarial injection rate to at mdspacket per time slot injected in the network. The goal is to
find abroadcasting schedule, that is, a temporal sequence of transmit/not-transmiéstar each node, so
that packets are delivered. We denote the period of timesrngacket is transmitted from the source until
its delivery as théength of the schedule.

Performance metricWe evaluate theatio of the performance of a distributed online algorithm ALGiaga
an optimal algorithm OPT. For one hop networks it is known] [ttfat no protocol is bottstable (i.e.,
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bounded number of packets in the system at any time)aindi.e., every packet is eventually delivered).

For multihop networks the same result holds as a naturahsixte of the single hop model. Thus, instead

of further limiting the adversary (beyond feasibility) tohaéeve either stability or bounded latency, our goal
is to prove a lower bound on tleempetitive throughput, for any sufficiently long prefix of time slots since
global timel. Specifically, we want to prove that there exists a functfopossibly depending on network
parameters, such that "
. dara(t

tliglo dopT(t) < Q(f%

wheredx (t) is the number of packets delivered to all nodes by algoriffimntil time slot¢.

Network characterizationWe characterize a network by igfectance degradation distance, which is the
number of hopsy such that the affectance of nodes of distance at ledsta given link is “negligible”,

that is, zero. Additionally, we characterize the networkwiivo measures of affectance based on broadcast
trees®, as follows. Given a network with a set of nodésincluding a source node, consider a Breadth
First Search (BFS) tre® rooted ats. For anyd = 0,1,2,. .., letV;(T') be the set of all nodes at (shortest)
distanced from s. Based on this tree, we define timaximum average tree-layer affectance as

K(T,s) = max

———ay/ (L(V'

whereL(V') is the set of tree links betwedf and nodes at distanekt 1 of the source. IntuitivelyK (7', s)
indicates what might be the worst affectance to overcomenvitying to broadcast from one layer ®fto
another. We also define timeaximum path affectance as

M(T> 8) = pg}?@;) (uzv):ep an(u)(T) ((’LL, U)) )

whered(u) is the distance from nodeto s, andP(T') is the set of paths root-to-leaf #i(i.e., a set of sets of
links), where gath root-to-leaf is the standard notion of a set of link&s, z1), (z1, z2), (x2,z3), ..., (Tp—1,2k) }
such thatzy, is a leaf. Intuitively,M (T, s) indicates what is the worst affectance when trying to pigepack-

ets through a path down the tree. In the rest of the paperpthafic tree and source node will be omitted
when clear from context.

3 A Broadcast Tree

In this section, we show a broadcasting schedule that, uhéeaffectance model, disseminates a packet
held at a source node to all other nodes. The schedule is defimstructively with a protocol that uses ran-
domization, thus providing only stochastic guaranteegefsihat the protocol is Las Vegas, the construction
also proves the existence of a deterministic broadcastingdsile.

First, we detail the construction of a ranked tree spanrtiegnietwork rooted at the source node that
will be used to define the broadcasting schedule that wel @étaiwards. The construction borrows the idea
in [17] of defining some nodes &sstand others aslowbased on rank. However, our rank is a consequence
of affectance rather than Radio Network collisions, and deéfined to schedule transmissions downwards
the tree only, rather than both directions. Moreover, ofind®n of the fast node sets, the slot reservation,
and the contention resolution protocol are also differ€ht following notation will be used.

® The second characterization was presented differentlyarconference version of this work. The details are incllideBec-
tion B in the Appendix.



Given atre€el'(s) C E rooted ats € V, spanning a set of network nod&swith set of linksE, letd(v)
be thedistancein hops from a node € V' to the root ofI'(s), let p(¢) andc(¢) be the parent and child nodes
of link ¢ € T'(s) respectively, and leD(T(s)) be the maximum distance ifi(s) from any node to the root
s. Additionally, arank (a number irlN) will be assigned to each node. Li€t:) be the rank of node € V,
let R(T'(s)) be the maximum rank in the tree, and I€}(T'(s)) = {ulu € Vg Ar(u) =r AJv € Vyq -
((u,v) € T(s) Ar(v) =)}, that is, the set of nodes of ramlat distancel from the root that have a child

with the same rank. Let a nodec V' be calledfast if it belongs to the seFC’l”((;’)) (T'(s)), andslow otherwise.
The setd’; are calledast node sets whereas the set containing all slow nodes is called node set. In the
above notation, the specific tree parameter and/or soud® widl be omitted when clear from the context.
Given a graphZ and a source node € S, consider the following construction of laow-Affectance
Broadcast Spanning Tree (LABST). LetT,,,;, be the BFS tree that minimizes the following polynomial on

the affectance measures. Lettifigbe the class of all BFS trees with sourget is

M(Tmina 3)
logn

M(T,s)

VYT eT: M(Tmim 3) < logn

+ K (Trin, s)> < M(T,s) < + K(T, s)) .
Then, using Algorithm 1, we define a rank on each node, thatissform1,,;, into a LABSTT, to avoid
links between nodes of the same rank with big affectance.

In brief, the transformation is the following (refer to Algihhm 1). Initially, the rank of all nodes is set
to 1, and the fast node sets are initialized in Lines 2 to 8. Thene&ch distancd upwards the tree, two
phases are executed as follows.

In a first phase (Lines 10 to 15), the rank of all nodes at distdris updated if necessary. That is, for
each increasing rank and for each link such that the parent nodeis located at distance (hence, child
node at distancé€ + 1) and parent and child nodes have ranlcheck the affectance on linkfrom other
rank+-distanced nodes with a rank-child. If this affectance is at least increase the rank ef, and remove
u from the fast node st} since its rank is not anymore. Notice that had the maximum rank among its
children because it was in a fast node set, but now has a rggleibihan any of its children. Hence,is
now in the slow node set.

In the second phase (Lines 16 to 22), the rank of all the amce@listance< d) is updated so that the
rank of a node at distaneéequals the maximum rank (not necessarily unique) amondildren (that is,
ranks are monotonically non-decreasing upwards). Whikepeding the rank, all fast node seft§ are also
updated.

The broadcasting schedule is defined using the LABSdbtained. Being a radio-broadcast network,
transmissions might be received using other links or tiroessbut the LABST and broadcasting schedule
defined provide the communication guarantees. Each noldevitertain broadcasting schedule, but using
only time slots reserved for itself. Then, for each nede V, if v is fast, it uses each time slosuch that
t =d(v) + 2h(R(T) — r(v)) (mod 2hR(T)), whereh = max{3, a} and« is the affectance degradation
distance. The purpose of lower bouhdo 3 is to isolate affectance among neighboring layers, as in the
Radio Network model. Otherwise, ifis slow, it uses each time slotsuch that = d(v) + A (mod 2h).
Notice that this schedule separates transmissions that icthe same time step as follows. For any pair of
slow nodes, or pair of fast nodes, they are either at the sétende from the source or they are separated
by at leas2h hops from each other. For any pair of one slow and one fast,ribdg are separated by at
leasth hops. The reason to lower bouhdy 3 is to avoid unnecessary interference between links segghrat
by one hop.

Thebroadcasting schedule for fast nodes is simple: upon receiving a packet for diseatian, transmit
in the next time slot reserved. For slow nodes, the schedutieiermined by a randomized contention
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Algorithm 1. LABST construction.

1 T < Thin

2 foreach distanced = 0,1,2,...,D(T) do

3 foreachrankr =1,2,...,D(T) + 1 do
4 | Fi<0

foreach u € V do

5

6 r(u) « 1

7 if wis not a leaf inT" then

8 L Fitwy < Figy U{u}

9 foreach distanced = D(T") — 1,...,2,1,0do
10 foreach rankr = 1,2,...,D(T) + 1 do

11 foreach nodew such thatu € F; do

12 foreach link ¢ such thatp(¢) = v do
13 ifu € F7 and apr(¢) > 1then
14 r(u) < r(c())+1

15 L Fy < Fi\{u}

16 foreach distanced’ =d — 1,...,2,1,0do

17 foreach nodeu € V; do

18 Fi1 e Ff\ {u}
Tmax < MaXweV,, T w

19 (u,wﬁ)Lg; ( )

20 if 7(u) < rmax then

21 T(U) < Tmax
2 Frl e Fri U {u}

// R(T) < D(T)+1

// initially, all nodes have rank 1

// u is now slow

// update ranks and sets

// max rank of children of u




resolution protocol that can be run in the reserved timesslbhe protocol is simple: upon receiving a
packet for dissemination, each slow node transmits reglyatéth probability 1 /(4K (Tiin, $)), until the
packet is delivered.

In the rest of this section, we bound the length of the brostitog schedule. The following upper bound
will be used.

Lemma l. The maximum rank of a LABSTwith source node is
R(T) < [M(Tin, s)]-

Proof. Consider the construction of a LABSTin Algorithm 1. Consider any path from root to leafii,;, .
Because initially all nodes have rahKcf. Line 6), by definition ofA/ (T, s), the total affectance on this path
is at mostM (Thin, s). Each time that a node in such path increases its rank in l4néhé node becomes
slow in Line 15, and will not be fast again because the rankatgsdare carried level-by-level upwards the
tree (cf. Line 9). Thus, after the transformation, the ckghibound holds because a valuel is reduced
from the total affectance due to fast nodes in the path (cfe [i3).

Theorem 1. For any given network ai nodes with a source node, diamefer and affectance degradation
distancex, there exists a broadcasting schedule of length at most

D + 2h[ M (Tmin) | (M (Trmin) | + 16 K (Tinin) In 1),
whereh = max{3, a}.

Proof. First we show that the broadcasting schedule is correctsi@enany pair of nodes, v € V trans-
mitting in the same time slot. H(u) = d(v) and they are both fast nodes with the same rank, the affectanc
on each other’s links is low by definition of the LABST.d{u) = d(v) and they are both slow nodes,
the contention resolution protocol will disseminate thekgh to the next layer. Otherwise, given the slot
reservation, it is eithejd(u) — d(v)| = 2h if v andv are both fast or both slow, ¢di(u) — d(v)| = h if one

is slow and the other fast. Given that> «, the affectance on each other’s links is negligible.

To prove the schedule length, consider any paftom root to leaf in the LABSTI". The pathp can
be partitioned into consecutive maximal subpaths accgrtbrrank. In each maximal subpagh € p of
consecutive nodes of the same rank, the first node may havaitapto2h R(T') slots for the next reserved
time slot, but after that all nodes except the last one tréfrismonsecutive time slots. Given that there are
at mostR(7") such maximal subpaths and that their aggregated lengtmissttD(7"), the schedule length
in the fast nodes of pathis at mostD(T') + 2hR(T)? < D + 2hR(T)?, where the latter inequality holds
becausd’ is a BFS tree.

Consider now any link € p where the rank changes, thatig(¢)) # r(c(¢)) andp(€) € Sape))
Va(ey)- Recall that the schedule in such link is defined by a randethzontention resolution protocol
where each node transmits with probability(4 K (71, )), Where

1 /
K (Tnin) = max x| mav’(L(V ),
whereL (V") is the set of BFS tree links betwe#fi and nodes at distanekt 1 of the source, antly(Tmin)
is the set of nodes at distanédérom the source ify,;,. For a probability of transmission

1
q< )
4ma‘XSng(p(()) aS(L(S))/|L(S)|
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it was proved in [25] that the probability that there is séiime link inS where no transmission was suc-
cessful aftercIn [V, )| /¢ time slots running Algorithm 1 in [25], is at mogtfd(p(g))ﬂ‘c, ¢ > 1. Given
that1/(4K (Twin)) Verifies such condition, we know that after

160K(Tmin) In ’Vd(p(f))‘ < 166K(Tmin) Inn

(reserved) time slots, the transmission in littkas been successful with positive probability. Given thate:
are at mostR(7") — 1 links where the rank changes, using the union bound, we khawafter(R(71") —
1)16¢K (Tmin) Inn (reserved) time slots all slow nodes have delivered theikgts with some positive
probability, which shows the existence of a deterministiceslule of such length The time slots reserved
for slow nodes appear with a frequency2sf. Thus, the schedule length in the slow nodes of paithat
most2h(R(T') — 1)16¢K (Twin) Inn < 32hR(T) K (Twin) Inn, forc = R(T)/(R(T) — 1).

Adding both schedule lengths we have

D + 2hR(T)? + 32hR(T) K (Tiin) Inn
Replacing the bound oR(7T") in Lemma 1, the claim follows.

For networks with affectance degradation distafiog |, Theorem 1 yields the following corollary.

Corollary 1. For any given network of > 8 nodes, diameteD, and affectance degradation distance
[log n], there exists a broadcasting schedule of length

M(Tmin)

D+0 <log2 nM (Tinin) < log 1

+ K(Tmin)>> .

For comparison, for less contentious networks where affee at more than one hop is not present
(Radio Network model), using a GBST a broadcast schedulengfthD + O(log®n) was shown in [17]
and of lengthO(D + log? n) was proved in [30].

4 A Dynamic Multiple-M essage Broadcast Protocol

In this section, we present our Multiple-Message Broadgagbcol and we bound its competitive through-
put. The protocol uses the LABS presented in Section®BThe intuition of the protocol is the following.
Each source node has a (possibly empty) queue of packetsabmbeen injected for dissemination. Then,
starting with an arbitrary source nodec S with “large enough” number of packets in its queue, packets
are disseminated through a LABST rooted af the number of packets in the queuesdiecomes “small”,

s stops sending packets and, after some delay to clear theretmnother source nodé € S starts dis-
seminating packets through a LABST rooted’afThe procedure is repeated following the order of a list of
source nodes, which is dynamically updated according to€ge&es to guarantee good throughput. Pack-
ets from any given source are pipelined with some delay tidasallisions and affectance. Being a radio
broadcast network, packets might be received earlier thp@oted using links or time slots other than those
defined by the LABST. If that is the case, to guarantee thdipipg, nodes ignore those packets.

® In settings with collision detection and where the affectann any given link i€)(n), a big enough constaat> 1 yields a
randomized protocol that succeeds with probability 1/n.

" We refer to the tree and the broadcast schedule indisteigtiv

8 Any broadcast schedule that works under the affectance Insodil be used.



The following notation will be also used. The LABST rootedsat S is denoted ag’(s). We denote
the length of the broadcast schedule (time to deliver toalles) froms as A(s), andA = maxgeg A(s).
Let the pipeline delay (the time separation needed betweasecutive packets to avoid collisions and
affectance) froms bed(s), andd = max,csd(s). Given a node € S and time slott, the length of the
queue ofi is denoted/(i, t). Let the length of all queues at timebe £(t) = >, ¢ £(i,t). We say that, at
timet, a nodei is empty if £(i,t) < A, small if A </(i,t) < nA, andbigif £(i,t) > nA.

Consider the followingM ultiple-Message Broadcast Protocol.

. For each source nodec S define a LABST rooted at.

2. Define a Move-big-to-front (MBTF) list [11] of source nagjenitially in any order. According to this

list, source nodes circulate a token. While being dissetaihdhe token has a time-to-live countersf

maintained by all nodes relaying the token. A source nogkeeiving the token has to wait for the token
counter to reach zero before starting a new transmissidrthedime slot when the counter reaches zero
bet. Then, nodes does the following depending on the length of its queue.

(a) If sis empty att, it passes the token to the next node in the list. We call thesteasilent round.

(b) If sis small att, it broadcastsA packets pipelining them in intervals 6fslots. Afterd more slots,
it passes the token to the next node in the list.

(c) If sis big att, it moves itself to the front of the list. We call this everdiacovery. Then,s broadcasts
packets pipelining them in intervals &lots as long as it is big, but a minimum dfpackets. With
the first of these packetsbroadcasts the changes in the lisinore slots after transmitting these
packets, it passes the token to the next node in the list.

=

The following theorem shows an upper bound on the numberaifgia in the system at any time, which
allows to prove the competitive throughput of our protoddie proof structure is similar to the proofin [11]
for MBTF, but many details have been redone to adapt it to dihog network.

Theorem 2. For any given network ofi nodes, at any given time slotof the execution of the Multiple-
Message Broadcast protocol defined, the overall numbercKgta in queues Kt) < (t5/(1+0))+2An2.

Proof. For the sake of contradiction, assume that there existsegt thunch that the overall number of packets
in the system ig(¢) > (¢6/(1+6))+2An2. The number of packets in queues at the end of any given period
of time is at most the number of packets in queues at the biegirmf such period, plus the number of time
slots when no packet is delivered, given that at most onegtaslknjected in each time slot. We arrive to a
contradiction by upper bounding the number of time slotsiwine packet is delivered within a conveniently
defined period before Consider the period of tim& such that

0t —T) < A+ (tl_f;)‘s ()
V' e [t —T,t] - L({t') > n*A 2
0(t) > (t6/(1 +9)) + 2An? (3)

From now on, the analysis refers to the period of tithé\Ve omit to specify it for clarity. LeC’ C S be the

set of nodes that are big at some point. Due to the pigeonhimieiple and Equation (2), we know that for
each time slot there is at least one big source node. In othatsythe token cannot be passed throughout
the whole list without at least one discovery. As a worst cassume that only nodes @ have packets to
transmit. For each nodec C, the token has to be passed through at m®stC| < n — |C| nodes that are
not in C beforei is discovered, because afteis discovered no node i \ C will be before: in the list.
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Hence, there are at mdsgt|(n — |C) silent rounds, each of length for token pass. So, due to passing the
token through nodes i \ C, there are at mosC|(n — |C|) A time slots when no packet is delivered.

We bound now the time slots when no packet is delivered duageipg the token through nodesth
before being discovered for the first time. Consider anyrgivede: € C. The argument is similar to the
previous case. Any other noge= C that is discovered beforigs moved to the front of the list. Ifis going
to be beforej in the list later, it is not going to happen befaris discovered for the first time. Then, before
i is discovered, it may hold the token at m@St — 1 times. As a worst case, assume that for each of these
timesi is empty. Hence, there are at moS(|C| — 1) silent rounds, each of length for token pass. So,
due to passing the token through node€’ibefore being discovered, there are at ma§t|C| — 1) A time
slots when no packet is delivered.

It remains to bound the time slots when no packet is delivelteglto pipelining and passing the token
through nodes i’ after being discovered. Consider any given node C after being discovered. Ifis
big during the rest of’, it broadcasts packets pipelining them in intervalg) afots. If instead becomes
small duringT’, ¢ will have A packets to transmit for at least— 1 times that holds the token afterwards
before becoming empty, because right after becoming shfalsi at leastn — 1) A packets in queue. And
there are at most — 1 nodes inC' that will not be behind in the list untili becomes big again. Hence,
always hasA packets to transmit after being discovered the first tim¢erAfecoming small; has to pass
the token to the next node in the list introducing a delayldofAs a worst case scenario, we assume that
upon each discovery of each node C, only A packets are broadcast before passing the token. Then, for
eachA packets delivered, there are at mast- A(d — 1) = AJ time slots when no packet is delivered,
over a period ofA + A = A(1 + ¢) time slots. Becaus€' is the set of nodes that are discovered'irwe
can bound the number of batchespackets delivered if" by |T/(A(1 +6))| < T/(A(1 + 9)). Then,
there are at mostAd/(A(1 + 6)) = T6/(1 + 0) time slots when no packet is delivered due to nodes in
after being discovered.

Combining these bounds with Equation (1), we have that there@t most

244 E=T)0 _ B 75
n A+ 535 +|Cl(n — |C))A + |C|(|C] UA+T+5
_ 2 to B
=n"A+ 5 +AICI(n -1
ts )
<m+2An

time slots when no packet is delivered. Which is a contramhct

Lemma 2. There exists a Multiple-Message Broadcast protocol thaiewes a competitive throughput of

at least
1 2An?

tliglol—F(; t

Proof. A packet is delivered when it has been receive@lyodes. The optimal algorithm delivers at most
one packet per time slot, since any given node can receivesttone packet per time slot. Additionally, the
injection is limited to be feasible, that is, there must &gis optimal algorithm OPT such that the latency
of each packet is bounded for OPT. Thus, at most one packebmayected in each time slot. Then, the
competitive throughput is at least

dara(t) T ndara(t)
t—o0 dOPT(t) T t—oo t ’
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wherendsrc(t) is the max number of packets that could not be delivered by AyGmet. Using the
bound in Theorem 2 we have that

darc(t) > Tim t—(to/(1+9)) — 2An?
t—o0 dOPT(t) T t—oo t
> lim L — 2An2.
A ) t

The following theorem shows our main result.

Theorem 3. For any given network of nodes, diameteD, and affectance degradation distancethere
exists a Multiple-Message Broadcast protocol that achieveompetitive throughput of at least

R 2An?

t—oo 1+ 6 t
WhereA < D + 2h[M|([M] + 16K 1nn), h =
maxses M (Thin(s), s), andd < 16hK Inn.

max{3,a}, K = maxses K(Tnin(s),s), M =

Proof. The lengthA(s) < A of the broadcast schedule in a LABST rooted &t given in Theorem 1. With
respect taj(s) < ¢, as explained in the proof of Theorem 1, slow nodes at distdrfiom the root deliver a
packet to the next node in a path of a LAB$Ts) within 16¢K (Thin(s)) In|Vy| with positive probability
for anyc > 1. This shows the existence of a deterministic schedule oféhgth. Additionally, packets must
be separated by at leastix{3, o} to avoid collisions and affectance from nodes at differastiathices from
the source (see the proof of Theorem 1 for further detailsgnTitisd(s) = max{3, a} 16K (Tiin(s)) Inn,
for c = Inn/In |Vy|. Replacing, the claim follows.

The above theorem yields the following corollary that pd®4 intuition.

Corollary 2. For any given network of nodes, diameteD, and affectance degradation distaneethere
exists a Multiple-Message Broadcast protocol such thattmapetitive throughput converges to

1
O(aKlogn)’

whereK = maxges K (Thin(s), s).

To evaluate these results, it is important to notice thattmapetitive throughput bound was computed
against a theoretical optimal protocol that delivers onekpaper time slot, which is not possible in prac-
tice in a multi-hop network. For comparison, instantiatimgy interference model in the Radio Network
model (no affectance), using the WEB protocol [8] for sloangmissions our Multiple-Message Broadcast
protocol can be shown to convergelttO(log? n). Furthermore, for single-instance multi-broadcast in Ra-
dio Network, Ghaffari et al. showed in [18] a throughput uppeund ofO(1/logn) for any algorithm.
Although this bound is worst-case, it can be compared withlg®(aK logn) that applies even under
affectance.

5 Simulations

We carried out simulations of our Multiple-Message Broatigaotocol under the affectance model.
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For each of three values af = 16, 32,64, we produced three types of input networks to study the
impact of high, medium and low interference. Namely, (1) mplete bipartite graph of nodes split evenly
(high interference), (2) two overlapped trees obtainedhingi BFS on a connected random graph from
different nodes (medium interference), and (3) a singlé patnodes (low interference). For these inputs,
we set the affectance degradation distand® max{1, \/logn}, max{1, (logn)/2}, andmax{1,logn}
respectively. Recall that our model of general affectarmmprises any interference effect (as long as it
is additive). Hence, rather than restricting to a specifidehdor our simulations (such as SINR or Radio
Network models which are geometric), we produced a lesdctdgt affectance matrix that comprises only
the effect of the distance in hops from the interfering nad#e receiver of the link. Specifically, for each
input graphG = {V, E'}, we computed an affectance matrix as follows. &gt k) be the shortest distance
in hops from nodé to nodek. Then, for each nodec V' and directed linkj, k) € E,

0 if d(i, k) > a
Ai, (k) =14 1 if d(i,k) =0
1/d(i, k)2 if 0 < d(i, k) < «

To simulate our Multiple-Message Broadcast protocol, wa fiomputed the broadcast schedule from
each node (although later we select only a subset of noddgjémtion). For each nodg we computed
a BFS tree rooted at we ranked the tree according to affectance, and we comgh&dverage tree-
layer affectance. To ensure polynomial running time, we mated someBFS tree rooted at each node
i, rather than aiming for the tree that minimizes the polyraron the affectance metrics (cf. Section 3)
which would require to computall BFS trees rooted at For the same reason, we comput€d?’, ;) =
maxg ay, 7y L(Va(T))/|L(V4(T))|, rather than aiming in each layer for the subset of tree Ithias maxi-
mizes the average affectance, which would require to coenat average affectanceaf subsets of links.

For the input networks produced uniformly at random the alsmplification should not have a signifi-
cantimpact in performance. Also, taking the tree-layerage affectance of all nodes in the layer guarantees
that the contention resolution protocol used for slow natisseminates the packet to the next layer also
under the affectance model, within the time bounds spedifi¢de proof of Theorem 1, since interference
from all nodes in the layer is taken into account.

With respect to the set of source nodg®ach node was chosen to be a source at random with propabilit
1/3. For each source, we computed the length of the schedule (time to deliver tothler nodes) as
A(s) = D(T) + 2hR(T)? + 32hR(T) K (T) In n, and the pipeline delay (time separation needed between
consecutive packets) a6s) = 16h.K (T') In n. Notice that we use®(7") and R(T') rather than their bounds
in Theorem 1, since for the simulations we know their val@sally we computed)\ = maxscs{A(s)}
andd = maxge5{d(s)}.

The queue of one source node was initialize?llA@ packets, and the rest was left empty. That is, initially
there is one big node and the rest are empty, introducingheaer due to token passing through future
injections. To evaluate performance, packets were irjeatedifferent rates and with different policies.
Specifically, we tested injection ratég(feasibility upper bound)]/+/s and1/§ (approximate theoretical
guarantee on delivery rate). Target source nodes for infectvere chosen with four different policies: (1)
uniformly among source nodes, (2) next (according to IDyseunode after the node currently delivering,
(3) always in the current source node, and (4) uniformly agralhsource nodes except the node currently
delivering. The idea for policy (3) was to evaluate the systghen the token does not circulate, whereas
policy (4) can be seen as a worst-case injection since thetikblinood of having one node being big
forever is low.
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The results of the simulations for the second type of inpapr(two overlapped trees obtained running
BFS on a connected random graph from different nodes) argtridited in Figures 1 to 4. Similar results
were obtained for the other two types of input graph.

Figures 1, 2, and 3 show the competitive throughput as aitmof the number of packets injected for
n = 16, 32, and64 respectively. In each of these figures, the 12 combinatibigextion rates and policies
described above are shown. It can be seen in these ploth¢hadinpetitive throughput converges to a value
1/(1 4 ¢) when the injection rate i5, and much higher for smaller injection rates.

In some cases when the injection rate is low, after an ingielse when it converges to high values,
the competitive throughput is reduced due to overhead fitarnt passing. Nevertheless, it can be seen
in Figures 1 and 2 that still it converges to a value that/i§l + ¢) or higher. For further illustration of
these observations, we include a plot of competitive thinpudy versusl + ¢ in Figure 4. In this plot, the
competitive throughput obtained for each combination dfmoek size, injection rate and policy is compared
with the1/(144) lower bound proved in Theorem 3. As in previous plots, it caiséen that for the practical
scenarios evaluated, our Multiple-Message Broadcasb@obbehaves as shown in our analysis or better.

It is important to notice that the competitive throughputsvemmputed against a theoretical optimal
protocol that delivers a packet immediately after injattiovhich is not possible in practice in a multi-hop
network.

2 BFS trees, = 16

1
i)
© 0.1}
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0.001 ] ] ]
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Fig. 1. Competitive throughput vs. packets injected= 16
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Appendix
A Modeling SINR under the Affectance M odel

Claim. The affectance matrix

Alw, (1)) {O if w=u,
w, (u,v)) = P/ds, .
VG otherwise

corresponds to the SINR model.

Proof. To prove this claim, we show that there is a successful treassom in the SINR model if and only if
there is a successful transmission in the affectance matielwatrix A.
Consider a successful transmission in the SINR model. We hav
P/dy,
N+ Zw;ﬁu P/d%v
P/(B'd},) > N+ P/,
wH#u

P/(Bdy,) =N > P/ds,.
wH#u

>3

If >z P/dS, = 0thenY" . A(w,(u,v)) = 0 = success in affectance model. Otherwise, it is
> wru P/d%, > 0 and we have

p/(8'dy,) — N
Zw;ﬁu P/d%w
Thus, itisP/(5'd%,) — N > 0 and, hence, we have

Zw;ﬁu P/d%v
PJ(Fda,) ~ N

> 1.

Therefore, itisy_, ,, A(w, (u,v)) < 1= success in affectance model.
Consider now a non-successful transmission in the SINR m@dékehave
P/dy,
N+ Zw;ﬁu P/d%v
P/(Bd,) < N+ P/d,
w#u

P/(f'dy,) - N <) P/dg,.
wH#u

<p
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If P/(5'd%,) < N, it would mean that” is not large enough to overcome the noise, even if no othee nod
transmits. Then, rather than being produced by interfexethe failure would be due to consider a link that
is not even feasible. That i&y, v) ¢ E. Thus, it must be”/(5'd%,) > N and we have

Zwyéu P/d(lxl)v
/(@) —N =

Therefore, itisy_, ,, A(w, (u,v)) > 1 = failure in affectance model.

B Notes

In this section, we highlight the differences between tlaiggy and our preliminary work appeared in [28].

In [28], we studied a model of affectance that subsumes sofgeSINR models, by combining the
effect of Radio Network collisions with affectance from msdat more than one hop. Here, we generalize
our model to subsume any arbitrary interference model. fgiance, in the present model it is possible to
receive a transmission even when more than one neighbooitig thansmits, as in some SINR models.

Also, in [28] our maximum path affectance metric was basedashlinks only, which yields possibly
tighter bounds. However, the definition was based on a sp&HE tree (a GBST [17]) which related the
network characterization to our specific algorithmic solut In the present work the characterization is
related only to topology, since it is based on arbitrary Bfegs.

We also notice here that the proof of the maximum rank in [28] &n error, introduced while bounding
the maximum number of ranks needed for updating the rankdiczpto affectance. Lemma 1 here provides
the correct bound.
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