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Abstract

Motivated by online reputation systems, we investigatdatdearning in a network where agents
interact on a time dependent graph to estimate an underbtatg of nature. Agents record their own
private observations, then update their private beliefsutithe state of nature using Bayes’ rule. Based
on their belief, each agent then chooses an action (ratiog) & finite set and transmits this action
over the social network. An important consequence of suckabklearning over a network is the ruinous
multiple re-use of information known as data incest (or mfsrmation propagation). In this paper, the
data incest management problem in social learning corgeetrimulated on a directed acyclic graph. We
give necessary and sufficient conditions on the graph tgyotd social interactions to eliminate data
incest. A data incest removal algorithm is proposed such ttie public belief of social learning (and
hence the actions of agents) is not affected by data incepagation. This results in an online reputation
system with a higher trust rating. Numerical examples aowiged to illustrate the performance of the

proposed optimal data incest removal algorithm.

Index Terms

Bayesian models, social networks, data incest, directggtliacgraph, herding, mis-information

propagation, social learning.

. INTRODUCTION

In social learning, agents aim to estimate the state of eatsing their private observations and actions
from other agents [1]. The process of updating belief by tgjean be done using Bayesian models [2],

[3] or non-Bayesian models [4], [5]. In this paper, we coesiBayesian social learning models along with
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“data incest also known as mis-information propagation [6]. This résth a non-standard information
pattern for Bayesian estimation. Before proceeding to dnmal definition of data incest in learning over

social networks, let us describe the social learning model.

A. Bayesian Social Learning Protocol on Network

Consider a social network comprising Sfagents that aim to estimate (localize) an underlying state
of nature (a random variable). Let € {Z1,7s, - ,Tx} represent a state of nature (such as quality
of a hotel) with known prior distributionry where X denotes the dimension of the state space. Let
k = 1,2,3,... depict epochs at which events occur. These events comprisaking observations,
evaluating beliefs and choosing actions as described bdlbes indexk depicts the historical order of
events and not necessarily absolute time. However, for|&ityp we refer tok as “time” in the rest of
the paper.

The agents use the following Bayesian social learning pattm estimate the state of nature:

Step 1. Private observation3o estimate the state of natureeach agent records ifg -dimensional

private observation vector. At each time= 1,2, 3, ..., each agent (1 < s < S) obtains a noisy private
observationz, ;) from the finite SQ Z ={z,%s,...,Zz} with conditional probability
Bij = p(zs ) = Zjlz = 7). (1)

It is assumed that the observatiogs;; are independent random variables with respect to agemtd
time A

Step 2. Private belief:After obtaining its private observation, each agent comsiits private
observation with the information received form the netwtokevaluate its belief about state of nature.

Define

O, = setof all information received from network available aeags at time k,

(@)

The results of this paper also apply to continuous-valuestotations. We consider discrete-valued observations $inmans
typically record discrete observations.

2It is not necessary for agents to record observations at meh: and this does not interfere with the common knowledge
assumption in social learning where agents all know abausthucture of social learning model. Agents at differemigtinstants
are treated as different nodes in our graphical model. Thanagtion that agents record observation at each firsenmplifies

notation.



Each agents combines its private observation, ;) with the most updated public belief (posterior
distribution of state of nature given actions of previougrdtg) and evaluates its private belief about
state of natu& Agents use Bayesian social learning to update their mribaliefs. The private belief,

s,k)» 1S defined as the posterior distribution of the state of iagiven the private observation and all

information received from other agents in the social nekytrat is

His,k] = (/L[s,k} (Z)v 1< < X)7Where s,k (’L) =P (l’ = fi|®[s,k]7 Z[s,k]) . (3)

Note that the agent’s private belief (private opinion) ig agailable to other agents or network admin-
istrator (who runs the online reputation system).

Step 3. Local actionBased on its private belief;, ;;, agents at timek chooses an actiom, ;| from
a finite setA = {1,2,..., A} to minimize its expected cost function (based on the curirgformation

available on the network). That is
s p] = arggiin E{C(2,a)|Os1)s 251 }- 4)

Here E denotes expectation and(z,a) denotes the cost incurred by the agent if actiois chosen
when the state of nature is

Step 4. Social networkindividual agents broadcast their actioms ;) over the social netwolaﬁ
These actions are observed by other agents after a rand@y dé¢ model this information exchange

using a family of directed acyclic graphs. Let
G[s,k]:(‘/[&k}aE[&k})a k:172737"'7‘9:1727"'7sa (5)

denote a sequence of time-dependent graphs of informatianiril the social network until and including
time k. Each vertex inV|, ;) represents an agestin the social network at timeé and each edge
((s', k"), (s", k")) In Epg 1) € Vig i X Visi) Shows that the information (action) of agesitat time &’/

reaches agent’ at time £”.

3The scenario where agents choose their actions accorditigetmost recent public belief is similar to the classicaliaoc
learning formulation [7] where actions are transmittedroie network. In this scenario, the information receiveahfrthe
network, O, ], is the most updated public belief which is computed in Step 5

“We assume that multiple agents can transmit simultaneanay the network without interfering with each other. This i
realistic in a social network, since the time required tohexmge (broadcast) information is substantially smallantthe time

to record observations, update beliefs or take actions.



Step 5. Network’s public belief updat&he network administrator only has access to the local
actions of agents. The public belief of the network admiatst is the posterior distribution of state of
nature given the actions of all agents at previous times. gdea of the paper is to design the network
administrator’s public belief update.

As we will see shortly, a major issue with the above protosdhie inadvertent reuse of information
(actions of previous agents) which makes the estimatesatd sff nature biased; that is data incest.

Aim: The objective of the paper is to design Step 5 of the aboveopob so that when agents use
Step 2, data incest is mitigated. The aim is to combine tharindtion received from agents to compute
p(2|Os 1 .

The above protocol models the interaction of agents in aatawtwork that aim to estimate the
underlying state of nature. An example is where users aim to localize a target event legting the
location of the detected “target” on Twitter [8]. Anotheragmple is where the state of nature is the
true quality of a social unit (such as restaurant). Onlirautation systems such as Yelp or Tripadvisor
maintain logs of votes by agents (customers). Each ageiis \dsrestaurant based on reviews on a
reputation website such as Yelp. The agent then obtainatprivoisy measurement of the state (quality
of food in a restaurant). The agent then reviews the restaorathat reputation website. Such a review
typically is a quantized version (for example, rating) oé ttotal information (private belief) gathered
by the agent With such a protocol, how can agents obtain a fair (unbijpestimate of the underlying
stateH. The aim of this paper is for the network administrator tomein an unbiased reputation system,

or alternatively modify the actions of agents, to avoid stce

B. Context: Data Incest in Social Learning

From a statistical signal processing point of view, estintathe state of nature using the above

five-step protocol is non-standard in two ways: First, ageme influenced by the rating of other agents,

SAn alternative method is to modify Step 4 such that the netvaatministrator maps the agents’ action in Step 3 to a new
action and transmits it over the network. In other wordshesgent submits a private recommendation (action) and ttveorle
administrant suitably modifies this action to avoid incastirig the algorithms we present in $eg.Ill).

5The dimension of private beliefs is typically larger thamttlof actions. Also, individuals tend not to provide theiivate
beliefs at the time of their further social interactions.eféfore, agents map their beliefs to a finite set of actionghvhre
easier to broadcast.

"Having fair estimates of quality of a social unit is a problefnmuch interest in business. Most of hotel managers (81%)
regularly check the reviews on Tripadvisor [9]. In [10], stfound that a one-star increase in the average rating o uséfelp

is mapped to about 5-9 % revenue increase.



Social Learning in Social Networks

Target Localization Online Reputation system

Aim: To estimate location of a target Aim: To estimate quality of a social unit
X Geographical coordinates of the target || X . (State of nature) quality of the social unit

a, - (action) region of detected target a, - (action) rating of the social unit

Fig. 1. Two examples of multi-agent social learning in sbaiaetworks: (i) target localization, and (ii)

online reputation systems.

this is prior influences their posterior and hence theimmtiThis effect of agents learning from the
actions (ratings) of other agents along with its own priv@tservation is termed “social learning” in the
economics literature. Social learning can result in irgéing phenomenon where rational agents can all
end up making the same decision (herding and informationackes; [7]). Second, (and this effect is
more complex), an agent might be influenced by his own rataglihg to data incest.

To explain what can go wrong with the above protocol, sup@sagent wrote a poor rating of the
restaurant on a social media site at time 1. Another agemffliseinced by this rating and also gives the
restaurant a poor rating at time 2. Assume that the diffusioaction is modeled by the graph depicted
in Fig[2. The first agent visits the social media site at timen8 sees that another agent has also given
the restaurant a poor rating - this double confirms his rading he enters another poor rating. In a fair
system, the first agent should have been aware that the w@Etithg second agent was influenced by his
rating - so that first agent has effectively double countedihét rating by casting the second poor rating.
Data incest is a consequence of the recursive nature of Bawyescial learning and the communication
graph. The data incest in a social network is defined as the maiuse of actions of other agents in the
formation of the belief of an agent when these actions coaketbeen initiated by the agent.

The two effects of social learning and data incest lead to-standard information patterns in state
estimation. Herd occurs when the public belief overrides piivate observations and thus actions of
agents are independent of their private observations. Areme case of this is an information cascade

when the public belief of social learning hits a fixed pointiaoes not evolve any longer. Each agent in



(1,1) (1,2) (1,3)
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Fig. 2: Example of communication graph, with two agets 2) and over three event epochés & 3).

The arrows represent exchange of information regardinigractaken by agents.

a cascade acts according to the fixed public belief and ste@ahing stops [H Data incest results in
bias in the public belief as a consequence of the unintealti@use of identical actions in the formation
of public belief of social learning; the information gatbdrby each agent is mistakenly considered to
be independent. This results in over confidence and biastimates of state of nature. Due to the lack
of information about the topology of the communication dragata incest arises in Bayesian social
learning in social networks. Therefore, the Bayesian $de@ning protocol requires a careful design to
ensure that data incest is mitigated. The aim of this paptr modify the five-step protocol presented
in Sed.J-A such that data incest does not arise. As we willise8ed.Il[-0, the proposed data incest

removal algorithm can be applied to the state estimatioblpros shown in Figll.

C. Main Results and Paper Organization:

With the above five-step social learning protocol in societworks, we are now ready to outline the
main results of this paper:
1) In Sedll, the data incest problem is formulated on a farofl time dependent directed acyclic
graphs
2) In Sed.ll, a necessary and sufficient condition on thelgiia provided for exact data incest removal.
This constraint is on the topology of communication delay@{munication graph). Also examples

where exact incest removal is not possible are illustrated.

8There are subtle differences between an individual agerdirg a herd of agents and an information cascade; see for

example [7], [11].



3) A data incest removal algorithm is proposed for the fivepstocial learning protocol in SEcllll. The

data incest removal algorithm is employed by the networkiastnator to update the public belief

in Step 5 of the social learning protocol of $ecH-A

Finally in Sed.IV, numerical examples are provided whidhsilrate the data incest removal algorithm.

D. Related Works:

Social learning theory is used to investigate the learniagalior of agents in social and economic
networks [1]. There are several papers in the literatureudising Bayesian models [12], [2], [13], [14],
[11] and non-Bayesian models [4], [5] for social learningff&@ent models for diffusion of beliefs in
social networks are presented in [15]. For a comprehensineyg on herding and information cascade in
social learning, see [7]. Stochastic control with socialrteng for sequential change detection problems
is considered in [16].

Mis-information in the signal processing literature reféo faulty or inaccurate information which is
broadcasted unintentionally. A different type of mis-imf@tion called “gossip” is investigated in [17]
where non-Bayesian models are employed. A model of Bayesiaral learning where agents receive
private information about state of nature and observe thierec of their neighbors is investigated in
[18]. They proposed an algorithm for agents’ calculationst@e-based social networks and analyzed
their algorithm in terms of efficiency and convergence. Amotcategory of mis-information caused by
influential agents (agents who heavily affect actions okptigents in social networks) is investigated in
[1]. Mis-information in the context of this paper is motiedt by sensor networks where the term “data
incest” is used [19]. In multi-agent social learning in netks, data incest occurs when information
(action) of one agent is double-counted by other agentst@ltle lack of information about the topology
of the communication graph); this yields to overconfidence.

The overconfidence phenomena (caused by data incest) #@es ar Belief Propagation (BP) algo-
rithms [20], [21] which are used in computer vision and eworrecting coding theory. The aim of
BP algorithms is to solve inference problems over graphicatlels such as Bayesian networks (where
nodes represent random variables and edges depict depgslamong them) by computing a marginal

distribution. BP algorithms require passing local messameer the graph (Bayesian network) at each

°In this paper we consider Bayesian estimation over a finite thorizon. We do not consider the asymptotic agreement of
social learning or consensus formation in social netwo@iansensus formation is asymptotic and typically non-Bayed-rom

a practical point of view, information exchange in a socielwork is typically over a finite horizon.



iteration. These algorithms converge to the exact margiistibution when the factor graph is a tree
(loop free). But for graphical models with loops, BP algamits are only approximate due to the over-
counting of local messages [22] (which is similar to dataestdn multi-agent social Iearnir@ With the
algorithm presented in Secllll, data incest can be mitdyatem Bayesian social learning over non-tree
graphs that satisfy a topological constraint.

The closest work to the current paper is [6]. In [6], [23],alatcest is considered in a network where
agents exchange their private belief states - that is, nialslearning is considered. In a social network,
agents rarely exchange private beliefs, they typicallyadoast actions (votes) over the network. Motivated
by trustable online reputation systems, we consider datesinin a social learning context with social
network structure where actions (or equivalently publiidief the social learning) are transmitted over
the network. This is quite different from private belief pegation in social networks. Simpler versions of
this information exchange process and estimation weresfigaged by Aumann [24] and Geanakoplosand
and Polemarchakis [25]. The results derived in this paptnektheirs.

Finally, the methodology of this paper can be interpreteteims of the recent Time magazine article
[26] which provides interesting rules for online reputat&ystems. These include: (i) review the reviewers,
(ii) censor fake (malicious) reviewers. The data incestaesh algorithm proposed in this paper can be

viewed as “reviewing the reviews” of other agents to seeéfythre associated with data incest or not.

E. Limitations

We do not consider the case where the network is not knownet@dministrator. The state of nature
in this paper is a random variable and we do not allow for esiimg a random process. In this paper, we
consider Bayesian estimation over a finite time horizon &edatsymptotic agreement of social learning

is not considered in this paper.

II. SocIAL LEARNING OVER SOCIAL NETWORKS

In this section, a graphical model is presented for the fiep-social learning protocol introduced in
SedlI=A. In the evaluation of the private belief by agenttadncest may arise as a result of abusive re-
use of information of other agents (caused by the lack ofrin&dion about the topology of the network

and the recursive nature of Bayesian models).

0 There exists some similarities between BP and social legriti the sense that they are both systematic structures to
perform Bayesian inference over graphs. However, they ateatated in principle. While graphs represent socialraxttgons
among agents in social learning, graphical models in BPatli¢pé conditional dependency between nodes (random Vesiab

they do not imply the actual communications, see[15].



A. Social Network Communication Model

With the five-step social learning protocol presented in[[E&cand the graph theoretic definitions
provided in AppendiX_A, here we discuss the diffusion of @es in the resulting social network. For

notational simplicity, instead df, k], the following scalar index is used:
n=s+Sk-1), sc{l,...,S}, ke{1,2,3,...}. (6)

Recall that in the social learning model considered in thgepahe historical order of events is important
andk is used to denote the order of occurrence of events in real tBubsequently, we will refer to
as a “node” of the time dependent communication graph Recall from Sef.I&,, = (V,, E,) denotes
the time-dependent communication graph of the social mtwieach node:’ in G,, represent an agent
s at time k¥’ such that’ = s’ + S(k' — 1), see[(6). Each directed edge @f, shows a communication
link in the social network represented by,. This means that ifn,n’) € E,,, agents’ at timek’ uses the
information of agent at time k to update his private belief about the underlying state ¢firear. Note
that with the way we defined the communication gra@h,is always a sub-graph &, ;. Therefore,
as the following theorem proves, diffusion of actions cannb@deled via a family of time-dependent
Directed Acyclic Graphs (DAGQ.

Theorem 2.1: The information flow in a social learning oveciabnetworks comprising of agents
for k =1,2,3,..., K can be represented by a family of DAGs= {G }ncq1,...n} Where N = SK.
Each DAGG,, = (V,,, E,) represents the information flow between thérst nodes, where the generic
noden is defined by[{6).

Proof: The proof is presented in AppendiX B. |
The adjacency and the transitive closure matrices:pfare denoted by4,, and T;,, respectively (see
Appendix[B). Using the adjacency and transitive closurerives of G,,, all nodes whose information

are available at node can be found. From tha®),, is specified (see Eq.](2)).

B. Constrained Social Learning in Social Networks

The observation process and the evaluation of private fomiedescribed in Séc.IA. With the scalar
index defined in[{(6), the observation vector and the privaieebof noden (that represents agentat

time k) are denoted by,, and u,,, respectively. Recall from Sék.l that the public belief loé¢ ihetwork

1see [24) in AppendikA.



is the posterior distribution of state of nature given afbimation available at node, that i@
Tn = (m_p(i),1 <i< X),where 7n_,(i) = p(z = T;|0,). (7)

After actiona, is chosen (by agent at time k), the public belief of social learning changes (because
of the most recent actioa,). To avoid confusion, we definefter-actior public belief which includes

actiona,,, that is
Tan = (myn(i),1 <i < X),where 74,(i) = p(r =T;|Op, ap). (8)

Note that the scenario where agents in social network hasesado the most up-to-date public belief
and updates their private beliefs accordingly (using thielipielief of social learning and their private
observations) is similar to the classical social learniemig where agents transmit their actions over the
network. As discussed in SBc.l, here instead of classicdklearning setup, we consider a scenario that
the network administrator evaluates the after-action ipuitliefs of agents and transmits them over the
network. When actiom,, is chosen by an agent and submitted to the network, the nleaeministrator
computes the corresponding after-action public belief @diately (without delay) and broadcasts it over
the network. As discussed in Jéc.l, due to the communical&ay, the transmitted belief reaches other
agents after a random delay (which is modeled via commuaitgraphG,, with adjacency matrix4,,

and transitive closure matriX,,). In this scenari®,, is defined as
O, ={my; (1<i<n-—1)andA,(i,n) =1} 9)

The following lemma shows how to update private belief, detocal action , and finally update the
after-action public belief usin@,, and z,.

Lemma 2.1:Consider the five-step social learning protocol preseme8ed.I-A with S agents and
the communication grap&y’,,. Let 7_,, denote the public belief of social network at this node. Thbka

social learning elements (private belief, action, andradtgion public belief) of node: with observation

12Recall from SeEI-A tha®,, denotes the set of all information available at nede



vector z,, = z; can be computed froml (< m < X)
,un(m) =P (.Z' = fm’@n; Zn) X Cﬂ'—n(m)Bmh

a, = argmin E{C(z,a)|0,, 2z, } = argmln E{C!un},

achA
Z
Tyn(m) o< em_y, Z H I(C}, Bjm_p < C5Bjm_p)| By, (10)
j=1 |acA—{a,}
where c is a generic normalizing constanB; = diag(Bj,...,Bx;), andI(:) is indicator function.
Here, C, is the cost vector defined &%, = [C(1,a) C(2,a) ... C(X, a)].
Proof: The proof is presented in AppendiX C. |

LemmalZ.1 summarizes the social learning problem congidier¢his paper. Node: receives a set of
after-action public beliefs and combines them to computg from which the private belief can be
computed (using private observatiep). As described in Sd¢.l, a major issue with the above prdtoco
is data incest (because information @y, are mistakenly considered to be independent in information
aggregation process). The aim of this paper is to deviseaideg¢st removal algorithm for the network
administrator to deploy such that the estimates of ageetsiabiased.

To formulate the data incest problem that arises in the figp4srotocol of Seld.l, two following types of
social learning protocols are presented: (i) constrainethtlearning protocol which we introduce shortly
(see Fid.B), and (ii) idealized social learning which isestigated in SelcJll. The five-step constrained
social learning protocol introduced in Secll-A, is illeged in Fid.B. Note that in the constrained social
learning problem described in Protocol 1, agents do not lid@emation about the communication graph.
This is why the term “constrained” is used. With Protocol e ttonstrained social learning in social
networks can be summarized as

zn ~ Bi,, x =1, (observation process)

an = 8(On, z,), (choosing local action) (11)

m+n = A(On,a,) (updating the after action belief)
In (I1) Algorithm A is employed by the network administrator to update the -@&t¢ion public belief. Due
to the lack of knowledge about the communication graph (aedecursive nature of Bayesian models),
data incest arises in constrained social learning if allgorid is not designed properly. Algorithr in

(11) is employed by each agent to choose its action; thisrithgo can be constructed using the results



Protocol 1: Constrained Social Learning in Social Networks

Agents' Tasks e Topology of the communication graph is not known

Observation Process, Eq. (5)
5 Social Network
Observation Zz o=
n v _ g
- 0, ={r A0n=1 || 2 -
Bayesian Belief Update < g (communication delays
After-action belief§ oflother agents g modeled via Gn with
. . , after communication delay < adjacency matrix A )
Private belief £, 5 1d
a E T on /
Choosing Local Action 1 2
action After-action public belief

Fig. 3: Protocol 1: Constrained social learning in socialwueks described in SéC.TIA. As a result of

random (unknown) communication delays, data incest arises

of Lemma[Z.1L. The aim of this paper is to devise the algorittdnand S such that the public belief of
social learning (or equivalently actionsg for all n = 1,2,...) are not affected by data incest.

Remark 1: In order to choose an action from the finite set of all poss#aBons, agents minimize
a cost function. This cost function can be interpreted imteiof the reputation of agents in online
reputation systems. For example if the quality of a restauisagood and an agent wrote a bad review
for it in Yelp and he continues to do so for other restaurahits reputation becomes lower among the
users of Yelp. Consequently, other people ignore reviewhatf (low-reputation) agent in evaluation of
their opinion about the social unit under study (restagrarterefore, agents minimize the penalty of
writing inaccurate reviews (or equivalently increase threputations) by choosing proper actions. This
behavior is modeled by minimizing a cost function in our sbtéarning model.

Remark 2: In comparison to the public belief which can be computed leyibtwork administrator
(who monitors the agents’ actions and communication gragit® agents’ private beliefs cannot be
computed by the network administrator. The private belighehds on the local observation which is
not available to the network. Note that in Step 2 of the caiséd social learning Protocol 1, the results

of LemmalZ.1l are used to compuyig usingz, andw_,,.

[1l. DATA INCESTREMOVAL ALGORITHM

So far in this paper, Bayesian social learning model and cemication among agents in social
networks have been described. This section presents the nesilt of this paper, namely the solution

to the constrained social learning probldm](11). We proposkata incest removal algorithm such that



the public belief of social learning (and consequently thesen action) is not affected by data incest.
To devise the data incest removal algorithm, an idealizachéwork is presented that prevents data
incest as we will describe shortly. Comparing the publicidfebf the idealized framework with the

same of the constrained social learning, the data incestvanalgorithm is specified. This data incest
removal algorithm is used by the network administrator apdaces Step 5 of the social learning protocol
presented in SEC.TJA. A necessary and sufficient conditmnttie data incest removal problem is also

presented in this section.

A. The Idealized Benchmark for Data Incest Free Social Liearin Social Networks

In this subsection, an idealized (and therefore impralticamework that will be used as a benchmark
to derive the constrained social learning protocol, is deed. In the idealized protocaol, it is assumed
that the entire history of actions along with the commurigcagraph are known at each node. Due to
the knowledge about the entire history of actions and thensonication graph (dependencies among

actions) in the idealized framework, data incest does niegdr Define
ol — f4;; (1<i<n-—1)andT,(i,n)=1}. (12)

Here, T, is the transitive closure matrix of the communication gr&ph In the idealized framework,
the public belief can be written as

p(z|0M) o 7y H pla;|z, S;), (13)

a; €O

where S; ¢ "' denotes the set of actions thatdepends on them. The public belief in the idealized
social learning is free of data incest, as it can be inferredhf(13). The idealized social learning in
social networks (Protocol 2) is illustrated in Fig.4. Thévate belief of noden in the idealized social
learning is denoted byi,,.

With Protocol 2, the idealized social learning problem canshmmarized as

G, = (Vu, E,) is given.
Zn ~ B, =1, observation process
a, = F(OM 2 G,), (choosing local action)

Ton = B(OM ¢,) (updating the after action belief)

3In the constrained social learning algorithm, each nodeives the most recent after-action public beliefs of itgghbbrs

or equivalently the updated public belief.



Protocol 2: Idealized Social Learning in Social Networks

Agents’ Tasks e Topology of the communication graph is known at each node

Observation Process, Eq. (5)

Observation z, v Social Network

oM ={a:T (i,n)=1 .G,

Bayesian Belief Update

Actions of all nodes who have path to (communication delays
node n along with dependencies among . .
. oAp 1HESE ActiGRE modeled via Gn with
Private belief £/, transitive closure matrix Tn )

a

n

v

Choosing Local Action

action

Fig. 4: Protocol 2: Idealized benchmark social learninganial networks. In this protocol, the complete
history of actions chosen by agents and the communicatiaphgare known. Hence, data incest does

not arise. This benchmark protocol will be used to designddi incest removal protocol.

We userw_,, and7, to denote the public belief and the after-action public dfedif social learning at
noden in the idealized social learning Protocol 2, respectivilgorithm 3 in the social learning problem
(I4) is the ordinary recursive Bayesian filter to update,. In Algorithm B, first 7_,, is computed via
(13) and then the results of Lemimal2.1 are applied to chaegshlote that if there exists a path between
nodei and noden, then actiona; € O, Since the history of actions and the communication topplog
are available in the idealized social learning Protocot? js free of data incest.

Remark 3: The idealized social learning Protocol 2 requires agentknmw the entire history of
actions and also the dependencies among these actions s@gals impractical in large social networks.
However, this protocol serves as a benchmark against th&treamed social learning Protocol 1, hence
its practicality is irrelevant. The aim of this idealizednomark protocol is to specify the data incest
removal algorithm which can be done by comparing the soeining public belief of Protocol 1 and

Protocol 2 as we will show shortly.

B. The Data Incest Free Belief in the Idealized Social Laagrirotocol 2

The goal of this paper is to replace Step 5 of the five-steptcained social learning Protocol 1 with an
algorithm that mitigates data incest. As described eatbesolve the data incest management problem, we
introduced the idealized social learning Protocol 2 that/pnts data incest. By comparing the after-action

public beliefs of agents in the idealized social learningt&col 2 with those in the constrained social



learning Protocol 1, the data incest removal algorithm cauinleented. In this subsection, an expression
is derived for the after-action public beliefs of agentshia tdealized social learning Protocol 2. L&&t"
denote the logarithm of the after-action public beltef, in the idealized social learning Protocol 2, that
is

ol — Jog (p(x]@,ffu, G, Gn)> . (15)

Theorem 311 below gives an expression for the after-actidipbelief in the idealized social Protocol 2.

Theorem 3.1: Consider problern {14) with the idealized ddeiarning Protocol 2. The data incest
free after-action public belief of node (which represents agent at time k£ according to re-indexing

equation [(6)) is:

n—1
B8 — 3 b i) + v (16)
i=1

wherev;, denotedog (p(ax|z, Sk)).Recall thatt,, defined in[(2l7) in AppendiX A as the first- 1 elements
of the n! column ofT,,.

Proof: The proof is presented in AppendiX D. |
As can be seen i (16), the (logarithm of the) after-actioblipibelief of noden can be written as a linear
function in terms of; usingt,,. Due to this linearity, the data incest removal algorithm ba constructed
as we will explain later in this section. Alsb(16) impliesatithe optimal data incest free after-action
public beliefs of agents in the idealized social learningt®rol 2 depend on the communication graph
explicitly in terms of the transitive closure ma% Basically the non-zero elementsifshow all nodes
who have a path to node and thus their actions contribute in the formation of thegie belief of node
n. Eq. [18) is quite intuitive from the fact that each agent Eayp a recursive Bayesian filter to combine

its private observation with the information received frdime network.

C. Data Incest Removal Algorithm for Problem](11) With Caaised Social Learning Protocol 1

Given the expression for the after-action public belief lvé tdealized social learning Protocol 2, the
aim here is to propose an optimal information aggregatidrese (that replaces Step 5) such that the

after-action public belief of the constrained social léagnProtocol 1 is equal to the same of the idealized

14See [[24) in AppendikA.



social learning Protocol 2 (which is free of data in@t}'hat is,

Similar to 61!, let §,, denote the logarithm of the after action public belief of ead

~

On = log (p(z|On, an)) - (18)

We propose the following optimal information aggregatianeme to evaluate the after-action public

belief using an — 1 dimensional weight vectow,, as follows,
n—1
O = wn(i)0; + vn, (19)
=1

where w,, with elementsw, (i) (1 < i < n — 1) is defined more precisely in_(21). Using optimal

information aggregation schermie {19) ahd] (10) in Lenama 2gbrighm A in (I1)) can be specified.

Remark 4: The optimal information aggregation schemel (19) is depldyethe network administrator
in Step 5 of the social learning protocol presented in[S&td-combine the received information (after-
action public beliefs or equivalently actions) form otherdes and computegjj.;‘l1 wn(i)@, this is the
public belief of social learning at node. Then, noden updates its private belief based on the most
updated public belief (provided by the network administraind chooses its actiar), accordingly and
then transmits it over the network. Then, the network adsiiaior evaluates,, and updates the after-
action public belief by computinén = Z?;ll wn(i)@ + v,. Alternatively, the network administrator can
compute the most recent after-action public belief of noaled transmits it over the network. In this
case, node: combines the received after-action public beliefs usirg dptimal weight vectoiv,, and
chooses its action,,. Then, the actiom,, is broadcasted to the network administrator and the atteéora
public belief of noden is updated accordingly.

The weight vectorw,, depends on the communication graph and can be computedysbyp21).
Theoreni 3.2 below proves that by using the optimal inforamatiggregation scherie {19) with, defined
in (ZI), data incest can be completely mitigated. Howewrsbme network topologies, it is not possible
to remove data incest completely. The following constraneisents the necessary and sufficient condition

on the network for the exact data incest removal.

Topological Constraint 1: Consider the constrained social learning problem (11) Withtocol 1. Then,

SFrom that, algorithmA in problem [T1) with constrained social learning Protocalah be specified.



the weight vectorw, used in optimal information aggregation scherhel (19) sasisfhe topological

constraints ifvj € {1,...,n—1} andVn € {1,...,N}
b(4) =0 = wn(j) =0, (20)

where b,, is defined in [(27) and denotes theth column of the adjacency matrix da¥,. Basically
Constraint 1 puts thedVvailability constraint on the communication graph. This means that if information
of nodej is required at node (w,(j) # 0), there should be a communication link between npdad
noden (b,(j) # 0). Assuming that Constraint 1 holds, Theorem 3.2 below evsstirat the (after-action)
public belief of nodes in probleni_(IL1) with the constrainedial learning Protocol 1 is identical to the
same of the probleni(14) with the idealized social learningtdol 2.

Theorem 3.2: Consider problei{11) with the constrainedaddearning Protocol 1 of Seclll. Then
using the optimal information aggregation scheind (19)adatest can be mitigated by using the optimal
set of weights{wy },cq1,... vy given that the topological Constraint 1 is satisfied. Theiropt weight
vector is

—1

Wy = tn ((Tn—l)/) (21)

By using the optimal combination schergl (19) and optimageiector defined if(21), the data incest
in social learning problem[{11) is completely mitigatedatths 0, = ofll if 4, satisfies topological
Constraint 1 wherd),, and ™! are defined in[{1I8) and{15) respectively. Recall thatis defined in
(27) as the first» — 1 elements of the!” column ofT),.
Proof: The proof is presented in Appendix E. |

In the proposed optimal information aggregation schdmp ¢h@ after-action public belief of each node
(which represents an agent at specific time instant) can liemwas a linear combination of the received
information from the network and the local action (combingth the optimal weight vectow,,). This is
quite intuitive from the linearity of the after-action pitbelief in the idealized social learning Protocol 2.
Theorem 31l derives the after-action public belief of agentproblem [(I4) with the idealized social
learning Protocol 262““, as a linear function of received information from the sbaietwork. Then,
assuming thafl;.,,_; = {2l the optimal weight vectom,, is specified such that, = 67!, Theoreni 32
proves that ifw, = t, ((Tn_l)’)_1 thend,, = gl

Using the optimal information aggregation schefmé (19) fitteestep Bayesian social learning protocol

in Sed.I-A with data incest removal algorithm can be sumeeatias



Algorithm 1 Constrained Bayesian social learning with data incest vamalgorithm at each node
Step 1. Observation process: Private observation vectar, is obtained according td](1).

Step 2. Private belief: Noden accesses the network and evaluates its private beliefdiogoro [3) using the most updated public
belief r_,.

Step 3. Local action: Action a,, is chosen via[{4).

Step 4. Social network: The network administrator evaluates (maps to) the after-action public belief using the information
aggregation schemg_{|19) and transmits it over the network.

Step 5. Public belief update: The network administrator provides the optimal weightteea,, to nodes to combine the information

received from the networl®,, or alternatively it can provides the most up-to-date pubktief =_,, to each node.

Discussion of topological constraint (20): The non-zero elements af,, depict the nodes whose
information are required at node to remove data incest. This puts a topological constrainthen
communication graph. lfv,(j) is non-zero, this means that information of nodes needed at node
and there should be an edged#, that connects nodg to noden, this is the topological Constraint 1.
Constraint 1 ensures that the essential elements for da&stimemoval are available at nodeand
Theoren 3.2 specifies the exact data incest removal algurifnom Theorem 312, it is simple to show
that Constraint 1 is a necessary and sufficient conditiom&ba incest removal in learning problem](11).

Consider two examples of communication graph shown i Fig.5

1 3 3 3
o [ ]
[ ] [ ]
[ J [ ] [ ]
[ ] [ ] [ ]
(@) (b)

Fig. 5: Two examples of networks: (a) satisfies the topoligionstraint, and (b) does not satisfy the

topological constraint.

The optimal weight vector at nod& for both networks of Figl5 computed fromh (21) is; =
[-1,—1,1,1]. This means that there should be a link between ribded node5 for exact data incest
removal according to the topological constralnil (20). Her€onstraint 1 does not hold for the network

of Fig[Gh, while the topological constraint is satisfied ietwiork depicted in Fig.%a. Also as it is clear
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Fig. 6: Data incest removal algorithm employed by networnniistrator in the state estimation problem
over social network. The underlying state of nature couldjdegraphical coordinates of an event (target

localization problem) or reputation of a social unit (oelireputation systems).

from the network shown in Fig.ba, there is no need for the camgation graph to be a tree.

D. Discussion of Data Incest Removal in Social Learning

Here, we discuss the application of data incest removal iflyn 1 (presented in Theoredm B.2) in two
examples of multi-agent state estimation problem whichpaesented in Séc.iB: (i) online reputation
systems, and (ii) target localization using social netwpsdee Figll. As explained in Séc.l, data incest
makes the estimates of the underlying state of nature biasttbse two examples. Both problems can
be formulated using the five-step constrained social legrprotocol presented in SEC]-A. As illustrated
in Fig[8, agents observe the underlying state of nature isenand practice social learning to choose an
action such that a local cost function is minimized. But agsult of unknown communication graph
and the recursive nature of Bayesian estimators, datatincexbusive re-use of information occurs. To
mitigate data incest, the network administrator plays derinediating role. Instead of transmitting the
communication graph and the set of all actions, the netwdrkiaistrator monitors all the information
exchanges and provides the data incest free public belisb@tl learning at each node. To compute the
data incest free public belief, the network administra®esithe optimal information aggregation scheme

(I9) with the optimal weight vectow,,, see . Using the most updated public belief and its own

8Also as discussed in SBc.l, an alternative method is to éhaationa,, to another actiow, such that the new after-action

public belief is similar to that computed vig{19).



private observation,,, noden evaluates its private belief. Based on this private beligfi¢h is free of
data incest), action,, is chosen and transmitted it over the network. Thedrer 3s2res that using the
optimal weight vectonw,, and given that the communication graph satisfies the topbgonstraint 1,

the actiona,, is not affected by data incest and performance of the staitma®n is improved.

Remark 5: The results of this paper can be applied to a scenario whereéhwork administrator
provides the after-action public beliefs to agents (indtefactions or the updated public belief). In this
scenario, agents combine the received after-action pbkeliefs using the optimal weight vectar, to

compute the updated public belief and then evaluate thaiater belief accordingly.

IV. NUMERICAL EXAMPLES

In this section, numerical examples are given to illustritte performance of data incest removal
Algorithm 1 presented in Sécllll. As described in the fivepsprotocol of Sed.l, agents interact on a
graph to estimate an underlying state of nature (which ssms the location of a target event in target
localization problem, or the reputation of a social unit mioe reputation systems). The underlying state
of naturex is a random variable uniformly chosen frok = {1,2,--- ,20}, and actions are chosen
from A = {1,2,...10}. We consider the following three scenarios for each of fafferdnt types of

social networks:

(i) Constrained social learning without data incest renhalgorithm (data incest occurs) depicted with
dash-dot line
(ii) Constrained social learning with Protocol 1 with dataést removal algorithm depicted with dashed
line
(iii) Idealized framework where each node has the entirtohjsof raw observations and thus data incest
cannot propagate. This scenario is only simulated for coispa purposes and is depicted by solid

line.

The effect of data incest on estimation problem and the pmdace of the data incest removal algorithm,
proposed in Sec.ll, is investigated for the networks shawhig[q.

We first consider a communication graph with nodes. The communication graph under study, which
is shown in Fid.7a, satisfies the topological constrdin).(Zbe action of node 1 reaches all other nodes
and node 41 receives all actions of previous 40 nodes (sogesexte omitted from the figure to make

it more clear).
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Fig. 7: Three different communication topologies: (a) tbencunication graph witd1 nodes, (b) agents
interact on a fully interconnected graph and the infornrmafiom one agent reach other agents after a
delay chosen randomly frofil, 2} with the same probabilities, (c) star-shaped communionatgology

with random delay chosen frofi, 2}.

As can be seen in FIg.Ba, data incest makes agents’ actighs iconstrained social learning without
data incest removal different from the same in the idealizathework. Also Fid.8a corroborates the
excellent performance of data incest removal Algorithm &.ilustrated in Fid.8a, the actions of agents in
social learning with data incest removal algorithm are #yagmilar to those of the idealized framework
without data incest. The social learning problem over ttephrshown in Fig.7a is simulated 100 times to
investigate the difference between the estimated statatofe with the true onex(= 10). The estimates
of state of nature (obtained in three different scenarisswdised in the beginning of the section) are
depicted in Fid.8b. As can be seen from the figure, the estgnabtained with data incest removal
algorithm are very close to data incest free estimates oh&@a (iii). The bias in estimates in presence
of data incest is also clear in this figure.

In the next simulation, a different communication topoldgyconsidered. We repeat the simulation
for a star-shaped communication graph comprising of sbng = 6) at four time instantsiK = 4,
so the total number of nodes in the communication grapbjssee Fig.7c. The communication delay
is randomly chosen fromd1,2} with the same probabilities. We simulated the social lewyrin three
different scenarios discussed above, to investigate feeteff data incest on the actions and the estimates
of agents in the star-shaped social network. The actionsechby nodes are depicted in Fig.9a. As can

be seen from Fif.9a, using the data incest removal algoritienagents’ actions in the constrained social
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Fig. 8: (a) Actions of agents obtained with social learningrosocial networks in three different scenarios
(constrained social learning without data incest remogahstrained social learning with data incest
removal algorithm, and idealized data incest free sociatnieg) with communication graph depicted
in Fig[7a, (b) mean of the estimated state of nature in thte statimation problem with the same

communication graph.

learning with Protocol 1 are very close to those of the idealisocial learning with Protocol 2 which are
free of data incest. Also the estimates of state of natureemgclose to the true value of state of nature
compared to the constrained social learning without datesnremoval algorithm. Also note that the
effect of data incest, as expected, in this communicatipoltgy is different for each agent; the agent
who communicates with all other nodes is affected more bg datest. This fact is verified in Fid.9.

In the third example, a complete fully interconnected gréphere agents communicate with all other
agents) is considered. In this example, action of each agggames available at all other agents after a
random delay chosen frodi, 2} with the same probabilities. The agents’ actions are showfig[10&.
Similar to the star-shaped graph, using data incest remdlgadrithm 1 makes the agents’ actions in
the constrained social learning very similar to those ofittealized (data incest free) framework. Also,
the excellent performance of data incest removal Algorithim the estimation problem is depicted in
Fig[10B.

We also extend our numerical studies to an arbitrary randetwark with five agentsS = 5, K = 4.

We consider a fully connected network and assume that tkeaiction between two arbitrary agents (say
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Fig. 9: (a) Actions of agents obtained with social learningrosocial networks in three different scenarios
(constrained social learning without data incest remogahstrained social learning with data incest
removal algorithm, and idealized data incest free sociatnieg) with communication graph depicted
in Fig[7d,(b) mean of the estimated state of nature in thée statimation problem with the same

communication graph.

agent; and agentj) at time k has four (equiprobable) possible statuses: (i) connectdddelay 1, (ii)
connected with delay 2, (iii) connected with delay 3, ang (ot connected. If the link is connected
with delay 7, this means that the information from agent (i) at timidbecomes available at agejt
at time k£ + 7. If the link is not connected, the information of agenat time k£ never reaches agent
j. We verify that the underlying communication gragh,, satisfies the topological Constraint 1 with
simulation. Fid.11la depicts the agents’ actions in thréferdint scenarios (with data incest, without data
incest, and with data incest removal algorithm). The sitaresults show that, even in this case with
arbitrary network (that satisfies topological constraitile actions obtained by the constrained social
learning with data incest removal algorithm is very closehose in the idealized social learning. As
expected, using the data incest removal algorithm, theidatst associated with the estimates of agents
can be mitigated completely, as shown in [Eigl11b.

Here, we discuss the accuracy of the state estimates in @fm®an squared error with numerical
studies. The mean squared error of estimates obtained ial $earning with three different scenarios

discussed in the beginning of this section (with data inoegh data incest removal algorithm, and the
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Fig. 10: (a) Actions of agents obtained with social learrorgr social networks in three different scenarios
(constrained social learning without data incest remogahstrained social learning with data incest
removal algorithm, and idealized data incest free sociatnieg) with communication graph depicted
in Fig[7h, (b) mean of the estimated state of nature in thée statimation problem with the same

communication graph.

idealized framework) is computed for each of four commutiicagraphs considered in our numerical
studies. The results are depicted in [Eig.12. As can be seem Fig[12, the estimates of the constrained
social learning with data incest removal Algorithm 1 are enaccurate than the those of the constrained
social learning in presence of data incest. However, as w@tresherding, in star shaped and random
communication topologies, the mean squared error of et#snia slightly (compared to the scenario

without data incest removal algorithm) more than the idealiframework at each time.

V. CONCLUSION

In this paper, the state estimation problem in social neétavarith social learning is investigated. The
state of nature could be geographical coordinates of ant €taget localization problem) or quality of a
social unit (online reputation system). As discussed inpiyger, data incest arises in this setup as a result
of the recursive nature of Bayesian estimation and randanmmuagnication delays in social networks. We
proposed a data incest removal algorithm for the multi-agecial learning in social networks in this

paper along with a topological necessary and sufficient itiondfor data incest free estimation. The
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Fig. 11: (a) Actions of agents obtained with social learrorgr social networks in three different scenarios
(constrained social learning without data incest remogahstrained social learning with data incest
removal algorithm, and idealized data incest free socanlieg) with arbitraty communication graph,

(b) mean of the estimated state of nature in the state egtimptoblem with the same communication

graph.

main difference of this work with the existing data inceshawal algorithms in the literature is that in
this paper we consider the data incest removal algorithnoaiat learning context where only public
belief of agents (which can be computed directly from actjois transmitted over the network while
in existing data incest removal algorithms (in sensor nete/@r social networks) the private belief of
agents which depends on their private observations arsrriged through the network. In the future
work, we will consider the application of the results of tipaper in the problem of inference in the

graphical models using message passing algorithms.

APPENDIX
A. Some Graph Theoretic Definitions
Graph, Directed Graph, Path and Directed Acyclic Graph (DAG):

« A graph Gy comprising of N nodes is a pai(V, E), whereV = {vy,...,ux} iS a set of nodes

(also called vertices), anfi C V x V is a set of edges between the nodes.
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Fig. 12: Mean squared error of estimates (of state of natoi¢dined with social learning with (a)
communication graph depicted in Fig.7a, (b) complete firltgrconnected graph depicted in Eid.7b, (c)

arbitrary communication graph, and (d) star-shaped conration graph depicted in Flg.J7c.

« GraphGy is an undirected graph if for anfw;, v;) € E then (v;,v;) € E and a graph is said to
be directed if(v;,v;) € E is not a consequence 0b;,v;) € E.

o A pathis an alternating sequence of nodes and edges, beginningnalitg with an edge, in which
each node is incident to the two edges that precede and fdlmwthe sequence.

« A Directed Acyclic Graph (DAGjs a directed graph with no path that starts and ends at the sam



node.
« A family of DAGs Gy is defined as a set of DAGE-1, ...,Gxy} whereG, is the sub-graph of
Gpy1 such that fom=1,... N —1

Vn - Vn—l—l/vn-‘rl 5

(22)
En = Eny1/{(vi,vn11) € Eng1lvi € Viya} .
Adjacency and Transitive Closure matrices:
Let Gy = (V, E) denote a graph witth nodesV = {v1,...,unx}.
« The Adjacency Matrix4 of G is an N x N matrix whose elementd (i, j) are given by
- 1 if (Q}j,’Ui)EE, o
A, ) = . A(iyi) = 0. (23)

0 otherwise

« The Transitive Closure Matrif’ of Gy is an N x N matrix whose element®(i, j) are given by
T(i,i) =1, and

o 1 if there is a path between; andv; ,
T(i,j) = _ : (24)
0 otherwise

The following shows the special form of the adjacency matfithe directed acyclic graph and provides
a closed form expression to compute the transitive closaixfrom the adjacency matrix of a directed
acyclic graph.

Lemma 1.1: A sufficient condition for a graghy to be a DAG is that the Adjacency matrikis an
upper triangular matrix. For a DAGG y, the Transitive Closure Matri{" is related to the Adjacency

matrix by

T=Q({Iy - A} (25)
Here, Iy is the N x N identity matrix, and)) denote the matrix valued "quantization” function so that
for any N x N-matrix B, Q(B) is the N x N matrix with elements
o 0 if B(i,j) =0,
Q(B)(i,j) = : (26)
1 if B(i,j) #0
Proof: This result is derived from the classical interpretatiomtrix {Iy — A}~!. The entry in row

1 and columnj of this matrix gives the number of paths from nod® nodej. O

To deal with information flow in a social network, we now indiece the concept of mily of DAGS.



Remark 6: For the sake of simplicity in notations, let us define two wecepresentatives of adjacency
and transitive closure matrices of directed acyclic gréjr.each grapldr,, € Gy, let then x n matrices

A,, andT,, respectively, denote the adjacency matrix and transifivgure matrix. Define the following:

t, € {0,1}1*(»=1): transpose of firsk, — 1 elements ofeth column of7},, 27)
b, € {0,1}1*(»=1): transpose of firsk, — 1 elements ofrth column of 4,,.

Remark 7: As can be straightforwardly followed from the constructiohadjacency and transitive
closure matrices in(22), for a family of DAGSy = {G1,...,Gn}, foranyn € {1,...,N — 1}, the
adjacency matrix4,, and transitive closure matriX,, of graphG,, are respectively the x n left upper

matrices of the adjacency matrik,; and transitive closure matriX,;; of graphG,,+1.

B. Proof of Theorerh 211

To prove that the graply,, = (V,, E,,) from family G,, is a directed acyclic graph, we only need to
show that the adjacency matrix 6f,, is an upper triangular matrix. Then from Lemimall.1, the graph
G, is a directed acyclic graph. Suppose thaandv; are two vertices of7,,, that isv;, v; € V,,. From
re-indexing schemd{6); andv; represents agents and s; at time instantst; and k;, respectively.
We havev; = s; + S(k; — 1) andv; = s; + S(k; — 1). Because of the information flow, information of
each agent may become available at other agents at lateirn#tats, a message cannot travel back in
the time! This means that #; < k;, there should not be an edge fram to v;, (v;,v;) ¢ E,. Using
re-indexing scheme ik; < k;, thenv; < v; (becausé:; andk; are integers and,;, s; < S). Therefore,
we deduce that

i <j= (vj,vi) ¢ En. (28)

Consequently, the Adjacency Matrix is a strictly upperrtgalar matrix so thats,, is a DAG. Then it

follows from the construction of the DAGs thaty is a family of DAGs.

C. Proof of Lemm&2]1

Proof: We assume that each node has the most up-to-date publi¢ dbesecial learning,r_,, =

p(x|©y,). This node records its own private observatign= z;. The private belief is
pin(m) = p(x = Tpn|On, 23). (29)
Using Bayes’ theorem[_(B0) can be written as
fin(m) = p(& = Tm|On, 2n) = cp(zn|z)p(x|On)

= cm_p(m) By (30)



The normalizing factor is used to make,, a true probability mass function, thatIs:ﬁ:1 tn(m) = 1.
Expected cost givep,, is equal toC} 1, thus the action,, is a,, = argmin,, {C/ u1,,}. To complete the
proof, we need to compute the after-action public belief, = p(z|©,,a,). Applying Bayes’ theorem,

the after action public belief can be written as

Tin(m) = p(x = Tpp|Op, ayn) = cp(an|On, )p(x = T, |Oy)
Z

= cplan|x, m_p)T_pn(m) = ch(an]w, 2 =7Zj,m_n)p(z =Z;). (31)
j=1

Knowing observations and public belief, the private betiah be computed. From the private belief, the

actiona,, is speified. Thus

1 if a, = argmin,,{C! Bjr_,
plan|, 2 =Zj, ™) = | Bttt {Cullymn) (32)
0 if an # argmin,,{C,Bjm_,}
where B; = diag(BJ, ..., Bx;). Using indicator functiori(-), Eq. [32) can be reorganized as
plagle,z =2z, )= [[ UC, Bimn < C4Bjm_) (33)
acA—{a,}

Substituting [(3B) in[(31) completes the proof as follows

Tin(m) = cm_pn Z H I(Co, BjT—n < C3Bjm_n) | B (34)
j=1 |acA—{a.}

D. Proof of Theorerh 311

Proof: The logarithm of the after-action public belief of learnipgoblem [1%) with benchmark
information exchange Protocol 2!, islog (p(z|0™, G,,)). Recall that®™!! denotes the entire history
of actions from previous nodes who have a path to neddS; denotes the set of all actions that
depends on them. Also from definition of the transitive ctesmatrix [24) and,, in (24), the nodes who
have a path to node are corrosponding to non-zero elementst.of Because ift,,(i) = 1, then there

exists a path from nodeto noden. Therefore, the after-action public belief can be writtsn a
( |@fu11 amGn) :Cp(an|5m$)p($|{ai§ai € @Sﬂl})

=crmop(an|Sh, x) H p(a;|S;, ). (35)

a, €08



Note that Bayes’ theorem is used recursively to expand{a;; a; € ©/'1) and.S; includes actions(from

o) into account that; depends on them. Taking the logarithm of both side$ df (38)dgi

o1 =log (p(x[O" 0., G))

=log | emop(an|Sn,x) [] plailSi, )

a;€6mN
=log (p(an|Sn, x)) Z log (p(ailSi, z)) ,
tn (8)#0
—Zt i+ v (36)

wherer; denotedog (p(ai|3:,5i)). Note that the normalizing constantndm, are omitted for the sake
of simplicity as they are the same for both learning probldhd with the constrained social learning

Protocol 1 and[{14) with the benchmark Protocol 2. [ |

E. Proof of Theorerh 312

Proof: The aim here is to show that if,, = ¢, (7),_;) ! then®,, defined in [(IDP) is exactly equal
to #™! in (I5). Before proceeding, let us first rewrite (19) and (4Sing the following notations

oM = 1)+ (t, @ L) vip—1,

~

Hn =vp+ (wn ® Id)é\l:n—h (37)

where by, 1 2 [0),...,0. 1, vim 2 [V),....v,_,] € RODdx1 Here ® denotes Kronecker
(tensor) product andl; denotes thel x d identity matrix.

To prove Theorerh 312, we first start from

~

6, = oML, (38)

Assume that[(38) holds for allwherel < i < n. From [19),0™! can be written as (given that Eq.{38)
holds)

o~

00 = 0, = (w, @ 1)0101 + v
= (wp @ Tg)05_ 1 + V. =

Eq. (38) holds for all wherel < i < n. Thereforef;.,_; = 6! . From [I5) in Theoreri 3 B! |
can be expressed as

01 = ( r/L_1) Uin—1- (40)



Note that in the derivation of (#0), we use the definitiontgf, in (24) as the first» — 2 elements of
T,,—1 and so on. Usind (40)[_(B9) can be written as

92111 = (wn b2y Id) (Ty/L_l) Vimp—1 + Vn. (41)
From [I5) in Theoreri 311, we have another expressiodfot. Comparing[(4l) and_(15) yields

(tn @ Ig)v1ip—1 = (wy, ® 1) (Trlz—l) V-1
= ((wnTp—1) © Lg) Vi1 (42)

Note that in going from the first line to the second line [in](4&)e distributive property of tensor
products is used. Fronl_(42) it can be inferred that= w, T}, _,. As presented in Append[X]AT,, is

upper triangular matrix with ones in the diagonal. Thereffy, is invertible andw,, = (tn ! )_1. To

n—1
complete the proof we need to start fram, = (1tnT,’l_1)_1 and obtaind,, = 6™, This part of proof

is straightforward and thus omitted from the paper. Noté tha topological Constraint 1 says that if
b,(j) = 0 then thej—th entry ofvy.,,_4 is not available to the node and thus the corresponding element
of the weight vectoiw, (j) should be equal to zero as well. Also note thais computed by the network

administrant and the data incest free public belief,,, is available to the network administrator. ®
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