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Abstract

This paper presents stronger methods of achieving pedegpleteness in quantum interactive proofs. First,
it is proved that any problem iQMA has a two-message quantum interactive proof system ofqgiedenplete-
ness with constant soundness error, where the verifier Hgs@send a constant number of halves of EPR
pairs. This in particular implies that the cla@31A is necessarily included by the cla@¥P, (2) of problems
having two-message quantum interactive proofs of perf@cipieteness, which gives the first nontrivial upper
bound forQMA in terms of quantum interactive proofs. Itis also proved #my problem having am-message
quantum interactive proof system necessarily ha@an- 1)-message quantum interactive proof system of per-
fect completeness. This improves the previous result diétéev and Watrous, where the resulting system of
perfect completeness requines+ 2 messages if not using the parallelization result.
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1 Introduction

1.1 Background and Motivation

The classical complexity clagdA of problems having Merlin-Arthur (MA) proof systems, firsttioduced by
Babai [Bab85], is a natural probabilistic generalizatidnttee classNP. Informally, in a Merlin-Arthur proof
system, Arthur, a probabilistic polynomial-time verifiéirst receives a message (a witness) from Merlin, an all-
powerful but untrustworthy prover, and then checks withhhigobability the validity of Merlin’s claim that the
common input is a yes-instance of the problem.

Quantum Merlin-Arthur (QMA) proof systems are a generditra of the Merlin-Arthur proof systems to
the quantum setting, whose notion was already discussed @&rdy stage of quantum computing research in a
technical report by Knill[Kni98]. In this setting, Arthuiom receives a quantum witness from Merlin and performs
polynomial-time quantum computation to check with highkability whether the input is a yes-instance or not.
The resulting complexity class is call€égMA [Wat00] (originally calledBQNP [Kit99] KSVO0Z2]), and has been
central to the development of quantum complexity theonhat it plays a role similar to th&fP plays in classical
computation.

The standard way of defininlA and QMA allows two-sided bounded error: each yes-instance may be
wrongly rejected with small probability (completenessogxr while each no-instance may also be wrongly ac-
cepted with small probability (soundness error). If contgadess error is zero, that is, any yes-instance is never
wrongly rejected, the corresponding system is said to paviect completenes3 he versions oMA andQMA
with perfect completeness are denotedvby; andQMA,, respectively.

Classically, it is known that any Merlin-Arthur proof sysieghat may have two-sided bounded error can al-
ways be modified into another Merlin-Arthur proof systemhaohe-sided bounded error of perfect completeness,
i.e., MA = MA; holds [ZF87] GZ11]. This is a very nice property in that handegrlin can always convince
Arthur without error by providing a suitable witness for asyiastance. A natural question to ask is whether the
same property holds for quantum Merlin-Arthur proof sysseas well, i.e., whetheddMA = QMA; or not. This
question still remains unsolved after many years of ingasittns. Besides its theoretical interest, answering this
guestion by the affirmative would lead to many consequenogsarticular, any computational problem complete
for the clasg)MA ,, for instance the QANTUM SATISFIABILITY (QSAT) problems/[Bra06], would immediately
become complete for the clasgMA as well. This would not only lead to a better understandingdbfA but
also have potentials to significantly simplify and stremgtla possible quantum version of the celebrated PCP the-
orem [AS98, ALM"98] that many researchers have been trying to establish YA8L/AALV11, AE1]], partly
because one-sided error verifications are much easierto &red also because the QSAT problems are more direct
guantum analogues of the SAT problems than tleechL HAMILTONIAN problems (note that the classical PCP
theorem can be viewed as proving th€-completeness of a special case of the 3SAT problem in wackevery
no-instance, at most a constant fraction of clauses ardtsineously satisfiable).

As a barrier to affirmatively answering t@MA versusQMA; question, Aaronsor [Aar09] constructed a
guantum oracle relative to whicQMA is a proper subclass ¢)MA, which means that a “black-box” proof
of QMA = QMA, cannot exist. Nevertheless, no classical oracle is knoahgbparate§)MA, from QMA,
and the following recent results in some sense step towardsdfiamative answer to the question: Nagaj, Woc-
jan, and Zhang [NWZ(09] showed that perfect completenesshigeeable for a special case of quantum Merlin-
Arthur proof systems in which some real number related tartagimum acceptance probability of a given system
can be exactly expressed with a bit string of polynomial tengVore recently, Jordan, Kobayashi, Nagaj, and
Nishimura [JKNN12] proved that the equality holds for quantMerlin-Arthur proof systemef classical witness
that is,QCMA = QCMA; (or MQA = MQA, in a recently-proposed terminology [Wat09a, GSU13]) hotds
suming that the circuit of a verifier is exactly implementabiith a gate set in which the Hadamard and any classical
reversible transformations are performable without erhomparticular, the latter result gives evidence that, if we
put some natural assumption on a gate set, the quantum tatier by Aaronson [Aar09] may not be an insur-



mountable obstacle when seeking the possibilit@dtA = QMA,, as the arguments in Ref. [Aai09] also lead to
a quantum oracle that separa@SMA; from QCMA.

Quantum Merlin-Arthur proof systems may be viewed as a specise of more general quantum interac-
tive proof systems, where the verifier and the prover may axgh messages using many rounds of commu-
nications. In their seminal paper, Kitaev and Watrdus [K\\V6Bowed that perfect completeness is achiev-
able in quantum interactive proof systems. More preciseith two additional messages, any quantum inter-
active proof system that may involve two-sided boundedrezam be transformed into another quantum inter-
active proof system that has one-sided bounded error oégtecbmpleteness. This in particular implies that
QMA C QIP,(3), whereQIP,(3) is the class of problems having three-message quantunadtitey proof sys-
tems of perfect completeness. Unfortunat@yP, (3) is already so powerful that it includ@SPACE [Wat03] (ac-
tually, QIP, (3) = QIP = PSPACE [KWO00, [JJUW11], wher&)IP denotes the class of problems having general
guantum interactive proofs). Accordingly, this only giveesveaker result for the upper bound@MA, asQMA
is known to be insid&’P [KWOOQ, Wat00, MWO05] (in fact, a slightly stronger bouti@MA C AgPP = SBQP is
known [Vya03! Kup09]).

1.2 Our Results and Their Meaning

This paper presents new general techniques to transformiuquanteractive proof systems into those of perfect
completeness, which increase the number of messages lomngisOur first result states that any problen®inlA
has a two-message quantum interactive proof of perfect ltemness.

Theorem 1. QMA C QIP,(2).

HereQIP, (2) is the class of problems having two-message quantum initexgaroof systems of perfect com-
pleteness (with negligible soundness error). This giveditht nontrivial upper bound @M A in terms of quantum
interactive proofs, which has no relation known to the éxgstipper bound\ PP = SBQP. Note that the inclu-
sion QMA C QIP(2) is indeed trivial for the two-sided error cla€dP(2) of two-message quantum interactive
proofs, but the inclusion here is by the one-sided erros¢ld®, (2) and is nontrivial to prove.

In fact, we prove a much stronger result, which arguablysstewards settling th@ MA versusQMA; ques-
tion. Namely, we show that, to achieve perfect completemétis constant soundness error, the verifier in the
two-message quantum interactive proof system has onlyri ge&onstant number of halves of EPR pairs to the
prover. Or in other words, any problem @MA has a quantum Merlin-Arthur proof system of perfect comglet
ness with constant soundness error, in which Arthur andivieHare a constant number of EPR pairs a priori.
More formally, letQMA* PR (¢ s) denote the class of problems having quantum Merlin-Arttraopsystems
with completenesg and soundness, where Arthur and Merlin initially sharé EPR pairs. Then we have the
following containment.

Theorem 2. For any constant € (0, 1], there exists a constaite N such that

QMA C QMAFEPR(1 ),

Theorent 1 is an immediate consequence of Thebfem 2, as onéemaguantum Merlin-Arthur proof systems
with shared EPR pairs as a special case of two-message quentéuactive proofs where the verifier first generates
the EPR pairs and sends halves of them to the prover (and thkebeepetition of two-message quantum interactive
proofs works perfectly [KWO00]). Theorem 2 neverthelessegpp to be much stronger than Theorlegm 1 since
it shows that perfect completeness is achievable with jost additional message of a very restricted form (a
constant number of halves of EPR pairs). To see thig)MtA ©"s"FPR pe the class of problems having quantum
Merlin-Arthur proof systems with a constant number of pebared EPR pairs that may involve two-sided bounded
error, and leQMA s EPR pe that of perfect completeness. Then, indeed, the equ@NEA ™ EPR — QMA
immediately follows from the result by Beigi, Shor, and Véais [BSW11], as any quantum Merlin-Arthur proof
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system with a constant number of prior shared EPR pairs iseapcase of two-message quantum interactive
proofswith short questiongi.e., two-message quantum interactive proofs with the firessage consisting of at
most logarithmically many qubits). Therefore, we obtaia thllowing characterization g MA.

Corollary 3. QMASMSEEPR — QN A®nStEPR — Q)MA,

This in particular implies that perfect completeness isi@@ble for the model of quantum Merlin-Arthur
proof systems with a constant number of prior shared EPR,paimodel that has computational power equiva-
lent to QMA. Similar arguments further imply that perfect completanissachievable even with the models of
guantum Merlin-Arthur proof systems with a logarithmic rioen of prior shared EPR pairs and “short-question”
two-message quantum interactive proof systems, as botteséthave computational power equivalenfid A.

The methodology developed in this paper essentially showmat, tin order to obtain the inclu-
sionQMA C QMA, (and thus immediately the equali@MA = QMA,), it is sufficient to find a way of elimi-
nating the need for the constant number of shared EPR pam iproof system. In fact, as will be clear with our
proof structure, the constant number of shared EPR painsemm@ssary only for the purpose of forcing a dishonest
prover to send a witness that is close to some maximally glgdrstate of constant dimensions. Hence, some
suitable procedure that tests if a given state of constamémisions is sufficiently entangled or not may replace the
shared EPR pairs to affirmatively answer (B&IA versusQMA,; question (if two-sided error is allowed, such a
test is possible with quantum state tomography).

For general quantum interactive proof systems, we furthesgnt a method that makes any quantum interactive
proof system perfectly complete by increasing the numbenedsages by just one. This improves the previous
result due to Kitaev and Watrous [KWO00], whose constructimreases the number of messages by two, if not
using their parallelization result. More precisely, foe tblassQIP(m) of problems havingn-message quantum
interactive proofs that may involve two-sided bounded reand the clas§)IP, (m) of problems having those of
perfect completeness, we show the following.

Theorem 4(informal statement) For anym > 2,

QIP(m) C QIP{(m +1).

In fact, if the number of messages in the original system @ odr transformation does not increase it at all.

Theorem 5(informal statement)For any oddm > 3,

QIP(m) C QIP;(m).

While the inclusions of Theorenid 4 afd 5 can also be obtainedising the parallelization results in
Refs. [KW00, KKMV0Z], our techniques give a new and argualilgre direct way of obtaining these results.
Our construction actually works well even in the setting aaigtum multi-prover interactive proof systems: it
transforms any quantut-prover interactive proof system into another quantwprover interactive proof system
of perfect completeness by increasing the number of turrjgdiyone in general, and without increasing it when
the number of turns in the original system is odd. This mucproves the previous result in Ref. [KKMVD9],
where the construction increases the numhesf turns to3m (i.e., by a factor of three), again without using their
parallelization result. We refer to Theorems[25,[26, 33 &hdh Section I7 for the precise statements of the results.



1.3 Organization of This Paper

Sectior 2 gives a high-level explanation of how Theoféme the inclusiorQMA C QMAS™s“EPRY is proved.
Sectior B presents an overview of the proof of Thedrem 4 the.inclusionQIP (m) C QIP,(m + 1)). Sectior #
provides basic notions and definitions that are used in #qep Sectiohl5 rigorously describes and analyzes the
basic procedure calledERLECTION PROCEDURE which is the fundamental technical tool throughout thipgra
Sectior 6 then gives a full proof of Theoréin 2. Finally, Sefiil proves the results on general quantum interactive
proofs.

2 Proof Idea of Theorem(2

The purpose of this section is to give a high-level desaip®f our construction that proves Theoréin 2 (the
inclusionQMA C QMA{™“EPR) "W first describe the main idea in Subsecfion 2.1 and a sipiptecol for a
very special case. Then we explain in Subsedtioh 2.2 how t@nias simple protocol robust against any cheating
strategy, by introducing additional tests. Finally, in Settior{ 2.8, we present our complete protocol.

2.1 Underlying Ideas

For an inputz, let V. denote the verifier's quantum circuit in the origitaM A proof system. The operatdf, acts

on two quantum registers, one registecorresponding to the verifier's work space and another teagi$ corre-
sponding to the space that stores the witness from the progep, denote the maximum acceptance probability,
over all possible witnesses, of the verification proceddi®m the definition of the clagMA one can assume
that, for every yes-instanceit holds thatp,, > 1/2, and for every no-instanceit holds thatp,, < 1/3. As pointed
out by Marriott and Watrous [MWO05], the maximum acceptanagbpbility p,. of V. over all possible witnesses is
the maximum eigenvalue of the Hermitian operator

Mm = HinitVJHaCCV:pHini‘w

wherell;,;; is the projection onto the subspace spanned by states imwahithe qubits inA are in statd0), and
11, is the projection onto the space spanned by the acceptitessta

Reflection Procedure The basic idea of our protocol is to simulate a procedurevileatall REFLECTION PRO-
CEDURE, presented in details in Sectibh 5. Roughly speaking, tresedure is viewed as performing a part of
amplitude amplification [Gro96] on the original verificatiprocedure, and is quite similar to the so-called quan-
tum rewinding technique [Wat09b], the underlying idea ofalihdates back to the strong amplification method for
QMA due to Marriott and Watrous [MWO5]. Not surprisingly, oOUER.ECTION PROCEDUREcan be analyzed in
a way similar to the case of the strong amplification methad JdIA due to Marriott and Watrous [MWO05]. We
refer to Figuré Il for a presentation of this procedure sfieeto the case of QMA proof systems (a more general
description of the procedure will be given in Figlie 3 in $mub).

The REFLECTION PROCEDUREhas access to the unitary transformatign receives a quantum state in regis-
ter M, and has the following property:

1. If M, has an eigenvalue 1/2, then there exists a quantum stafiesinch that the procedure accepts with
certainty.

2. If M, has no eigenvalue in the intervd — ¢, 3 + ¢), then for any quantum state M given, the procedure
rejects with probability at leasi=2.



REFLECTION PROCEDURE

1. Receive a quantum registist. Preparg0) in each of the qubits in a quantum register Apply V,. to the
state in(A, M).

2. Perform a phase-flip (i.e., multiply1 in phase) if the state ifA, M) belongs to the subspace corresponding
to the projectionI, ..

3. Apply Vil to (A, M).

4. Reject if the state ifA, M) belongs to the subspace correspondinglitg;, and accept otherwise.

Figure 1: The RFLECTION PROCEDURE(specialized to the case of QMA proof systems; see Figuresgatiori b
for the most general version of this procedure).

This procedure would then enable us to transform the ofligd&A proof system into another QMA proof system
with perfect completeness if we had exagily= 1/2 for any yes-instance. This nice property on the complete-
ness of course does not necessarily hold in general.

We mention that the RFLECTION PROCEDUREIs actually slightly superior to the original quantum rediimgy
technique (for the purpose of achieving perfect completenm that it requires just two applications 8f (more
precisely, one application df, and one application o\f/j), instead of three. This property will be crucial for our
analysis since the BFLECTION PROCEDUREWiIll ultimately be applied to a modified version &f. that cannot be
implemented directly by the verifier without the help of thewer.

Simple Protocol whenp,, is Known In general, we only know that, > 1/2 for a yes-instance. Assume that

the verifier can apply the matrix
= (' )
T\ vi VT

acting on one qubit, where is such that) < ¢ <1 andp,q = 1/2 (the value ofg depends of course on the
input z). Then, by performing in parallel the original verificatitest (which succeeds with probability.) and an
additional test that appligd’, on a single qubit in the initial stat®) and measures it, we obtain a new verification
procedure that accepts the input with probability exagtly = 1/2 (where the new condition for acceptance is that
the original test acceptndthe additional single qubit contain. In particular, such a unitary transformatii,
always exists for any yes-instangeand thus, this could achieve the perfect completeness Wéhfier knew the
probability p, > 1/2.

The Hermitian operator corresponding to the case of applyirparallel these two tests can be represented by

My = (Hinie ® [0){0) (Ve © Wo)! (Hace @ L)1) (Vi ® W) (Iinie @ [0){0)),

which hasl /2 as an eigenvalue for a yes-instanceéMoreover, it can be easily shown that, on a negative ingtanc
the eigenvalues of this Hermitian operator are bounded dweery 1/2. Thus, the RFLECTION PROCEDURE
applied to the new verification te$f, @ W, transforms the original system into a perfect completesgstem.
This protocol of course works only when the verifier can agply.

Reflection Simulation Test and Distillation Procedure The main problem with the protocol described above is
that the verifier does not know in general the probabgityand is then not able to apply,. Informally, our basic
idea to overcome this difficulty consists in asking the praeesend, along with the witnega)) of the original



proof system, the unitary transformatid¥i, to the verifier, where,q = 1/2. Concretely, this is done by asking
the prover to send two copies of tldoi-Jamiotkowski statassociated witfiV,, denoted by.J (1)) and defined
as follows:

[J(Wy)) = (1@ Wy)|T) = /1 —q|®7) +/q|¥™),
where|dt) = %(!0@ +1]11)), |@7) = %(\Om —[11)) and|¥) = %(\OD +(10)). By an analysis similar to
the case of quantum teleportation, one can see that the.$t&tg)) can be used to simulate one application of the
unitary transformatioriV, to any quantum state of a single qubit in a probabilistic neaytie application succeeds
with probability 1/4, and we know whether it succeeds or not.
Let us denote by the register that is expected to contain the witrjess and byS;, S}, Sa, andS), the four

single-qubit registers that altogether are expected ttagoithe two copies of the Choi-Jamiotkowski state. On a
yes-instance, an (honest) prover will then send the state

[wim @ [J(We))(s,.5;) @ 1 (We))(s2.5)-

With this state given, the verifier can simulate the desirddAQsystem with underlying verification proce-
dure V, ® W, with success probability1/4)? = 1/16 (note thathT = W,, and thus, one copy df/(V,)) is
used to simulate the application @f,, and another copy of it is used to simulate the applicatioWé)j. In case
where the simulation fails, the verifier systematicallyegais by giving up the simulation to keep perfect complete-
ness. This is the core idea of the procedusFRECTION SIMULATION TESTdescribed in Subsectign 6.11.4, which
is a key building block in our proof of Theorem 2.

In fact, we incorporate one more technique callegLLATION PROCEDURE which is again based on the
analysis of Ref.[[MWO05], and makes the analysis of our cotegbeotocol significantly easier. In general, one of
the main difficulties when analyzing the soundness with timeistion of the REFLECTION PROCEDUREWith the
associated Hermitian operatdf, above is that one has to care about the entanglement betheevithess part
in M and the part for the Choi-Jamiotkowski statesSin S/, S2, andS. This could make the soundness analysis
extremely hard, and in fact, the authors do not even knoweifsttundness can be proved without using the- D
TILLATION PROCEDURE The idea to settle this difficulty is that, instead of dibpaimulating the REFLECTION
PROCEDUREabove on a received state (that is expected to be a prodoetasta withesgw) and two copies of
the Choi-Jamiotkowski state), one first performs the DLLATION PROCEDUREtwice in sequence on the withess
part (i.e.,M) of the received state to produce a situation where one cdiarpea much simplified version of the
REFLECTION PROCEDUREthat does not even need to receive a witness. This nemeEECTION PROCEDUREDas
a very nice property that it does not significantly changelibleavior of the original RFLECTION PROCEDURE
and its associated Hermitian operator acts over a spacstdbjur dimensions and has a much simpler form:

(10){0] @ [0)(0N (W, @ W) (11)(1] @ [1){L]) (W}, @ W) ([0)(0] @ 0)(0]),

wherep = p2/(2p% — 2p, + 1) andq = 1/(2p) (which is different from the value of in the previous case with
M!). More precisely, the two applications of thad¥ILLATION PROCEDURE (described in Subsectidn 6.11.1)
enable us to generate with high probability two identicglies of the single-qubit state

IXp) = V1 =pl0) + Vp[1)

from a given witnessw) (and one can know whether the generation of the two copiesesded or not). The point

is that, if the input were a no-instance, and the originahsioess were very small, the generated state should be
very close td0) ® |0), and could be analyzed as if it were unentangled with othbitgjuNote that one can easily
transform|y,) into |J(W},)), and thus one essentially obtains the desired two copielseoChoi-Jamiotkowski
state corresponding 1, after the two applications of theIBTILLATION PROCEDURE



2.2 Towards the Actual Protocol

The main problem of the strategy described in the previolsextion is of course that, on a no-instance, a
dishonest prover may not send the prescribed state. Agtdal a dishonest prover who sends a state of the
form |w) ® |.J(W,))®?, then no matter which state’) and no matter which valugthe prover chooses, the sound-
ness can be analyzed with a quite straightforward arguriidmreal issue lies in the case where a dishonest prover
does not send a quantum state of the fourh® |.J(W,))®?, and especially when the state(By, S/, S, S5) is not

a product state of two identical copies of a Choi-Jamiotkavgtate.

To force a state ifiS1, S}, S2, S) to be at least close to a mixture of two-fold products of amidal quantum
state (which may be a mixed state), we modify the protocolhst we can use the finite quantum de Finetti
theorem[[KRO5, CKMRO7]. For this, the verifier now asks thever to send not only two copies pf(W,)) but
a larger number of copies of itJ(W,))®" whereN is large but still a constant. The expected witness sent by an
honest prover is then

[wim @ |[J(We))(sy.5,) @+ @ [J(Wg)) sy 54)-

The witness state ifiM, S;,S,...,Sn,Sy) sent by a prover in a general case may of course not be of the
form above, if the prover is dishonest. After the two appimas of the DSTILLATION PROCEDURE with

M, the verifier permutes théV pairs of registergS;,S)),...,(Sn,S) uniformly at random. This makes
the state in(Sq,5)),...,(Sn,S%) symmetric (i.e., invariant under any permutation of tNepairs of reg-
isters (S51,5%),...,(S~,S’)), and thus the quantum de Finetti theorem guarantees thatetfuced state in
(S1,5),S2,S,) of the resulting state after random permutation must beedlesome mixture of two-fold product

States
> wi @&
j

Note that each statg may not necessarily be a pure state, and is usually a mixed Stae SVAP TEST, performed
additionally to this random permutation, will ensure thagry £; must be actually close to some pure state. This
is nevertheless not enough: we want to ensure thatgastclose to some Choi-Jamiotkowski state. To have this
desirable property, we now assume that each pair of regi@grsg) initially contains an EPR pair, and that the
verifier initially holds the registerS,...,Sy and receives only, additionally tdl, the registerss,..., S as
witness. This assumption is the only part where we need (staohnumber of) shared EPR pairs, and removing
it is the last obstacle that prevents us from proving thelré3dA = QMA,. To make use of this assumption,
we further device a test called the& E RESTRICTION TEST that restricts the Hilbert space corresponding to the
registers(Si, S}, S, S5) in which the verifier expects to receive the copies of the €laoniotkowski state. The
assumption of a constant number of prior-shared EPR paingistactically used with thisECE RESTRICTION
TEsTto finally ensure that eacf} must be close to some legal Choi-Jamiotkowski state.

2.3 Final Protocol

The final protocol of the verifier in a QMA system of perfect quaieness with a constant number of shared EPR
pairs is given in Figuré€]2. Actually, Figuté 2 presents ahdligsimplified exposition of our final protocol; the
complete description will appear in Sectidn 6 (see Figumetheé proof of Theorernl 2).

Let us briefly describe the protocol step by step, focusingvbat happens when the prover is honest. At the
end of Step 1, i.e., just after receiving a witness from tlwver, the state ifM, S, S, ..., S, Sy) is given by

[wim @ [J(We))(sy,57) @ -+ @ |J(Wg))(s.50)-

When none of the two executions of theldDILLATION PROCEDURE fails in Step 2, the state in
(R1,R2,51,5], . ..,Sn,S’y) becomes

IXp)R: @ [Xp)R, @ [J(Wq))(s,.5) @+ @ [J(Wg))(sy .54
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Verifier's QMA Protocol for Achieving Perfect Completenesswith IV Prior-Shared EPR Pairs (Simplified)

1. Store the particles of the shar@dd EPR pairs in(Sy,...,Sy). Receive a quantum witness in registers
(M,S),...,Sy).

2. Execute the BBTILLATION PROCEDUREtwice in sequence, both using a stateMn Accept if any of the
two executions fails, and continue otherwise, with stothgtwo generated single-qubit stateRinandRs.

3. Permute théV pairs of registergS;,S)), ..., (Sn, S’y) uniformly at random.

4. Perform the BACE RESTRICTION TEST. That is, test if the state i(ISj,SQ.) is in the space spanned by
{|®7), |[¥t)}, for eachj € {1,2}. Reject if not so, and continue otherwise.

5. Perform the &AP TEST between(S;, S}) and(S», S,). Reject if it fails, and continue otherwise.

6. Perform the RFLECTION SIMULATION TEST with (Ry, R2,S1,S),S2,S)) as input. Accept if this returns
“accept”, and reject otherwise.

Figure 2: Slightly simplified description of the verifier'sM3 protocol for achieving perfect completeness with
N pre-shared EPR pairs. The complete description appealig@a®[B in Sectionl6.

at the end of this step. Step 3 just permutesiXhpairs of registerS;,S]), ..., (Sn, S ) uniformly at random,
which does not change the state at all. Tira@& RESTRICTION TESTin Step 4 forces each of the two-qubit states
in (S1,S}) and(Se, S,) to be in the subspace spanned|hy ) and|¥ ™) (as the state must be in this subspace if
it is a product of the desirable Choi-Jamiotkowski stated)ich does not change the state either. Then thars
TESTIn Step 5 never fails, since the regist¢gs, S| ) and(S2, S,) contain the identical pure state. Finally, Step 6
performs the RFLECTION SIMULATION TEST, which must result in acceptance with certainty, as theevalwas
chosen appropriately so that the associated Hermitiaratqrewith this REFLECTION SIMULATION TESThas an
eigenvalue exactly /2.

Rough Sketch of Soundness AnalysisHere we give a very rough sketch of the soundness analysis hor-
instance case. The rigorous analysis can be found in Ségtion

Without loss of generality, it is assumed that the originBdAsystem has soundness exponentially close to
Then, if none of the two executions of thed¥ILLATION PROCEDUREfails, whatever witness has been received
in Step 1, the state generated(Ry, Ry) after Step 2 must be exponentially close to

IX0)R: @ [X0)R, = [0)R; ® |O)R,

(and the probability that the IBTILLATION PROCEDUREfails is actually exponentially small in this case). This
implies that the state i(R;, R2) is almost unentangled with the state(8y,S],...,S~, S’y).

As the random permutation in Step 3 makes the stat8,irs’, ..., Sy, S) symmetric, from the quantum de
Finetti theorem, the reduced state(Ry, R2, S1, S}, Se, S5) after Step 3 must be close to the state of the form

‘O 0’ ®2 <Z Iujé-®2>

A key property is that the reduced stateg(f, Sz) is exponentially close to the totally mixed stafg'2)?, which
is guaranteed by the facts that each stat8;ifior j € {1,..., N} was originally a half of the shared EPR pair,



that the two executions of thelBriLLATION PROCEDUREdisturbed the state by an amount at most exponentially
small, and that the statd/2)®" in (Sy,...,Sy) is invariant under random permutation.

Now one can show that (stated here informally) if the prolitgbdf rejection is very small in the SACE
RESTRICTION TEST in Step 4 (otherwise the dishonest prover is caught with s@agonable probability in this
Step 4), the state iRy, R2,S1, 5], S2,S5) at the end of Step 4 is sufficiently close to a state of the form

(0)(0)* & (Zuj ).

where eaclﬁ‘;. is a mixed state over the Hilbert space spannefdby and|¥*), while the SVAP TESTIin Step 5 re-
quires that eacEi;. must be close to some pure state (otherwise the dishonegrgsacaught with some reasonable
probability in this Step 5).

Together with the fact mentioned above that the reduced Btd6,,S,) was close to the totally mixed state
(I/2)®% when entering Step 4, these two properties finally ensuteftbatate iRy, R, S1, 5], S2,S5) at the end
of Step 5 must be sufficiently close to a state of the form

(10)(0)®2 & [Zu I (WE),

where eacIWi is equal to eithetV,, or ZW,, Z, with Z = ({§ % ). Notice that this is a mixture of desired states
and their sllghtly different varlants
For each state of the form

‘O>®2 ® ‘J(W$)>®2 — ‘XO>®2 ® ‘J(W$)>®27

however, we can easily show that the RECTION SIMULATION TEST in Step 6 rejects with sufficiently large
probability (shown to be exactly/16) irrelevant to the value;, and thus, the verifier can reject with probability
close tol/16 even when the verification procedure reaches Step 6 withhighyprobability.

3 Proof Idea of Theorem4

This section gives an overview of the proof of Theorlem 4 (naecisely, of the formal statement of this re-
sult, Theoren 25), which proves the inclusi@iP(m) C QIP,(m + 1), for eachm > 2. For simplicity, here we
assume that the numbet of messages is odd (the case with even number of messages paovbd with essen-
tially the same argument), and completeness and soundre3s3aand1/3, respectively, in the original quantum
interactive proof system.

The basic idea is again to simulate theHRECTION PROCEDURE associated with the originah-message
guantum interactive proof system.

Fix an inputz and the transformations of the prov@ionz in the originalm-message quantum interactive proof
system. This time, we consider that the registein the REFLECTION PROCEDUREdescribed in Figurel 1 contains
all the qubits the proveP can access in the original system (i.e., all the private tquiifi the prover and all the
message qubits that are used for communications). We furtimesider that the registéy contains all the private
qubits of the verifier in the original system. Now, if we reggd/,. in Figure[1 by the unitary transformatidi
derived from the original quantum interactive proof systehen the verifier communicates with on inputz,
the REFLECTION PROCEDUREdescribed in Figurel1l can be viewed as first applyihgy performing a forward
simulation of the communications witR, then applying a phase-flip with respect to the acceptinggstand
further applyingUt by performing a backward simulation of the communicatiorigh WP to confirm if the entire
statedoes noigo back to a legal initial state.



Hence, if there is a strategy for a prover that can convineahifier with probability exactlyt /2 in the original
system, then this specificERLECTION PROCEDUREWith such a prover must result in acceptance with certainty,
from the property of the RFLECTION PROCEDURE Fortunately, if the numbem of messages is at least two,
it is not hard for an all powerful prover to arbitrarily dease the accepting probability, and thus, this essentially
achieves the perfect completeness when the input is a gemage. On the other hand, for any no-instance, no
prover can convince the verifier with probability more thais. This implies that the above specifieR.ECTION
PROCEDUREMuSst result in rejection with some constant probabilitytfatly with probability at least /9), again
from the property of the RFLECTION PROCEDURE Therefore, this basically establishes a quantum intieeact
proof system of perfect completeness, as desired.

There are two problems in this construction. One is that haotisst prover may not be so cooperative that a
backward simulation form& T as required (i.e., a prover may behave during the backwandlation differently
from the inverse of what he/she behaved during the forwandilsition). The other is that the number of messages
increases fromn to 2m — 1, and thus, it is less communication-efficient than the ggstonstruction of achieving
perfect completeness in quantum interactive proofs dudtaei and Watrous [KWQO].

Modified Reflection Procedure Both of the two problems mentioned above originate from tet that the
REFLECTION PROCEDUREIiNvolves one application df and one application dff. Now we modify the procedure
so that it involves one application &ff only (and no application of/ is required), which simultaneously settles
both of the two problems.

To do this, at the beginning, one expects to receive a ststafiier Step 1 of the R-LECTION PROCEDURE and
then performs on this state two tests, callaeFRECTION TESTand INVERTIBILITY TEST, respectively, with equal
probability without revealing which test the prover is urgigng. In the REFLECTION TEST, one simply performs
Steps 2—4 of the RFLECTION PROCEDURE(i.€., one first applies the appropriate phase-flip and tipplies UT)
to finish the simulation of it. In theNVERTIBILITY TEST, one apply just/T without performing the phase-flip and
checks if the entire statdoesgo back to a legal initial state of the originaER.ECTION PROCEDURE We call
the resulting procedure the dbIFIED REFLECTION PROCEDURE a precise description of which will be given
in Subsection 7]1. The idea of making use of tReBRTIBILITY TEST originally appeared in Ref. [KKMV(9]
when achieving perfect completeness in quantum multigaraveractive proofs, but the test was used only after
the forward simulation of the protocol in their original @bruction, and was not for the purpose of reducing the
number of messages.

As is clear from the construction above, theoMIFIED REFLECTION PROCEDURErequires only one appli-
cation of UT as desired. Thus, the quantum interactive proof systenstimatlates this MVDIFIED REFLECTION
PROCEDUREINvolves onlym messages as required (for an evenit involves m + 1 messages, as the original
system starts with a turn for a verifier, while the verifiertie tonstructed system needs to receive a witness before
his/her first turn). Moreover, for any yes-instance, thegsbiprover clearly has only to cooperate with the verifier
to perform the backward simulation of the originatR ECTION PROCEDUREand can convince the verifier with
certainty. On the other hand, for any no-instance, themagrReFLECTION PROCEDUREWOouUId have rejected with
high probability, if the propet/T had been performed. Thus, if the backward simulation in tt@DMIED RE-
FLECTION PROCEDUREWere properly performed, theERLECTION TEST of it could reject with high probability
as it properly simulates the originalERLECTION PROCEDURE In contrast, if the backward simulation were not
proper in the MoDIFIED REFLECTION PROCEDURE then the NVERTIBILITY TEST of it would result in rejection
with high probability, as it essentially forces the proverperform a proper backward simulation of the original
REFLECTION PROCEDURE Indeed, as will be proved in Subsectionl7.1, if one starth wiREFLECTION PRO-
CEDURE that rejects with probability at leastfor every possible witness, the resultingddiFIED REFLECTION
PROCEDURETrejects with probability at least/4 no matter which witness is received (the proof of Propos(88
essentially proves this). Hence, the soundness can be si®wall in the MODIFIED REFLECTION PROCEDURE
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4 Preliminaries

Throughout this paper, |6f andZ™ denote the sets of positive and nonnegative integers, ctiggly, and let
¥ = {0,1} denote the binary alphabet set. A functign Z* — N is polynomially boundedf there exists a
polynomial-time deterministic Turing machine that ougput(™ on input1”. A function f: Z+ — [0,1] is neg-

ligible if, for every polynomially bounded function: Z* — N, it holds thatf(n) < 1/g(n) for all but finitely

many values of.

Quantum Fundamentals We assume the reader is familiar with the quantum formalisitiuding pure and
mixed quantum states, density operators, measuremeats,riorm, fidelity, as well as the quantum circuit model
(see Refs[[NCO0, KSV02], for instance). Here we summairiraesnotations and properties that are used in this
paper.

For eachk € N, let C(X*) denote the*-dimensional complex Hilbert space whose standard bastsngeare
indexed by the elements Ki*. In this paper, all Hilbert spaces are complex and have diioara power of two.
For a Hilbert spacé{, let I; denote the identity operator ovif, and letD(H) be the set of density operators over
. For a quantum registdR, let |0)r denote the state in which all the qubitsRrare in statd0). As usual, denote
the two single-qubit states i@i(X) that form theHadamard basidby

1 1
+) = ﬁ(\@ +0), =)= E(!@ — 1),

and the four two-qubit states {(X2) that form theBell basisby

1 _ 1

|oF) = 5(10@ +[11)), [®7) = ﬁ(\00> — [11)),
1 _ 1

o) = ﬁ(|01> +(10)), |¥7) = ﬁ(|01> — [10)),

respectively. Let

=gl ) =) =6 )

denote the Hadamard and Pauli operators. For convenierceay identify a unitary operator with the unitary
transformation it induces. In particular, for a unitary ogger U, the induced unitary transformation is also denoted
by U.

For a linear operatod, thetrace normof A is defined by

Al = trVATA.

For two quantum statesando, thetrace distancéetween them is defined by

1
D(p, ) = 3llp = ol

and thefidelity between them is defined by

F(p,o) =tr\/\/po+\/p.

A special case of the trace distance isshaistical differencdetween two probability distributionsandv, which
is defined by
SD(u,v) = D(p,v)

by viewing probability distributions as special cases ahmfum states with diagonal density operators. We will
use the following important properties of the trace dis¢éaacd fidelity.
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Lemma 6. Let 1, and i, be the probability distributions derived from two quantutatesp and o, respectively,
by performing an arbitrary identical measurement. Then,

SD(tp, 1) < D(p,0).

Lemma 7 ([SR02, NS03]) For any quantum states, o, andé,

F(p,0)* + F(0,6)*> < 1+ F(p,£).

For any unitary transformatioty acting over the two-dimensional Hilbert spaie= C(X) (i.e., the single-
qubit space), th€hoi-Jamiotkowski statef U is the two-qubit state it ® H = C(X?) defined by

[J(U)) = (I @ U)|2T).

In fact, the Choi-Jamiotkowski state can be defined for anyiasible (and not limited to unitary) transformation
and any finite-dimensional Hilbert space, using the Choidkowski representation [Jam72, Cho75], but which
iS unnecessary in this paper.

The Finite Quantum de Finetti Theorem For N € N and quantum registefQq, ..., Quy, each consisting of
k qubits, an/N-partite quantum statein (Qi,...,Qxy) is said to besymmetridf p is invariant under any permu-
tation over the registelQq, ..., Qy.

The finite quantum de Finetti theoreflkR05, [CKMRO7] provides a very useful property that the resl
m-partite state of anyV-partite symmetric state when tracing out the I&st- m subsystems must be close to a
mixture of m-fold product states. This paper uses the following boumdgu in Ref. [CKMRO7].

Theorem 8(Finite quantum de Finetti theoremifor N,k € N, letQq, ..., Qx be quantum registers each consist-
ing of & qubits, and lep be anN-partite symmetric state ifQy, ..., Qx). For anym € N satisfyingm < N and
the m-partite reduced state(™ of p in (Q1,...,Qy), there existC' € N, a set{¢;};c(1,. ¢y of k-qubit states,
and an associated probability distributiofi; }j<(1,...cy such that

22k’+lm

C
D<p(m), Zuj£?m> <=
j=1

Polynomial-Time Uniformly Generated Families of Quantum Crcuits Following conventions, we define
guantum Merlin-Arthur proof systems in terms of quantuncuits. In particular, we use the following notion
of polynomial-time uniformly generated families of quamtgircuits.

A family {Q.} of quantum circuits igolynomial-time uniformly generatetithere exists a deterministic pro-
cedure that, on every input, outputs a description @, and runs in time polynomial ifz|. It is assumed that
the circuits in such a family are composed of gates in somsoresble, universal, finite set of quantum gates. Fur-
thermore, it is assumed that the number of gates in any tiscobt more than the length of the description of that
circuit. Therefore), must have size polynomial irx|. For convenience, we may identify a circ@t, with the
unitary operator it induces.

Throughout this paper, we assume a gate set with which thardad and any classical reversible transforma-
tions can be exactly implemented. Note that this assumgisatisfied by many standard gate sets such as the Shor
basis[[Sho96] consisting of the Hadamard, controllgdhase-shift, and Toffoli gates, and the gate set congistin
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the Hadamard, Toffoli, and NOT gates [SHi02, Aha03]. Moerpas the Hadamard transformation in some sense
can be viewed as a quantum analogue of the classical operatitipping a fair coin, our assumption would be
the most natural quantum correspondence to the tacit cldsssumption in randomized complexity theory that
fair coins and perfect logical gates are available. Hencé®elieve that our condition is very reasonable and not
restrictive. Note that, with a gate set satisfying this agsiion, any transformation corresponding to a Clifford
group operator is exactly implementable. In particulag ¢bntrolled-phase-flip transformatidhcan be exactly
realized by using an ancilla qubit prepared in statg = %(W — 1)) (by applying a NOT and an Hadamard in
sequence t(0)) and performing a CNOT with this ancilla as the target.

Since non-unitary and unitary quantum circuits are egaivain computational power [AKN98], it is suffi-
cient to treat only unitary quantum circuits, which jussfibhe above definition. Nevertheless, for readability, most
procedures in this paper will be described using intermedieojective measurements and unitary operations con-
ditioned on the outcome of the measurements. All of thesgrmediate measurements can be deferred to the end
of the procedure by a standard technique so that the praedgaomes implementable with a unitary circuit.

Quantum Interactive Proof Systems Now we review the model of quantum interactive proof systems

A guantum interactive proof system is a communication mbdelkeen two players calledgmantum verified”
and aquantum proverP, both of whom receive a common inpute >*. Fix the inputz. LetV andP be
quantum registers corresponding to the private spacésarid P, respectively, and ld¥l be a quantum register
corresponding to the message space that is used to exch@sgagas betwedn and P. One of the qubits iV,
which is private toV/, is designated as treutput qubit At the beginning, all the qubits id andM are initialized
to state|0), while the quantum state id can be arbitrarily prepared by. ThenV and P together run a protocol
that consists of alternating turns of the verifier and of thaver. The first turn is for the verifier if the total number
of turns is even, and it is for the prover otherwise, wherhadast turn is always for the prover. At each turn of the
verifier, V applies some unitary transformation implementable witlolgrmmpmial-size quantum circuit to the state
in (V, M), and then sends the registdrto P. At each turn of the prover? applies some unitary transformation
to the state in(P,M), and then sendM to V. After the last turn, the verifiel” further applies some unitary
transformation implementable with a polynomial-size quamcircuit to the state iV, M), and then measures the
output qubit in the standard basig.accepts if this measurement resultglihand rejects otherwise.

Formally, for any functionn: Z* — N that is polynomially bounded, am-message polynomial-time quan-
tum verifieris a polynomial-time computable mappifg: ¥* — X*. For each input: € ¥*, V() is interpreted
as describing a serieS/,; ; }jeq1,..[(m(lz))+1)/2]} Of quantum circuits acting over the same number of qubits as
well as a partition of the qubits on which these circuits att registers/ andM, where{V,;} is a polynomial-
time uniformly generated family of quantum circuits expkd before (in particular, every circuit, ; is com-
posed of gates in some reasonable, universal, finite setasftgon gates). For any polynomially bounded func-
tion m: Z* — N, anm-message quantum provisra mappingP that simply maps an input binary stringe X*
toaserie Pxj}jeq1,... | (m(=)+1)/2)3 Of unitary transformations as well as a partition of the tgibin which these
unitary transformations act into registdvsandP. It is always assumed thaf and P are compatible(i.e., the
registerM is common forV” and P) when they are associated with the same quantum interguigg system.

Given an inputz, anm-message polynomial-time quantum verifléy and anm-message quantum provex,
let @, be the unitary transformation induced frdmand P, acting over the space corresponding¥oM, P):

Qz = (Va,(m(jz)+1)/2 @ Ip) Iy @ Py (m(a))+1)/2) - (Va1 @ Ip)(Iy @ Pr 1)
it m(|z|) is odd, while
Qz = (Va,im(2)/2)+1 @ IP) (v @ Py m(ia))/2) Vam(ely/2 @ Ip) -+ (Iy @ Pr1) (Va1 ® Ip)

if m(|z|) is even, wher& andP are the Hilbert spaces corresponding/tandP, respectively. When communicat-
ing with the proverP who prepares the initial stagec D(P), the verifierl accepts the input if the measurement
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of the designated output qubit \nin the standard basis results|in at the end of the protocol after having applied
the unitary transformatio®,, to the initial state0) (0| m) ® pin (V, M, P).

Formally, the clas€)IP(m, ¢, s) of problems havingn-message quantum interactive proof systems with com-
pleteness: and soundness is defined as follows. For generality, throughout this paper use promise prob-
lems [ESY84] rather than languages when defining complektyses.

Definition 9. Given a polynomially bounded functiom: Z* — N and functionsc, s: Z* — [0,1] satisfying
¢ > s, apromise probleml = (Ay.s, Ayo) is in QIP(m, ¢, s) iff there exists ann-message polynomial-time quan-
tum verifierV such that, for every input:

(Completeness) it € Ay, there exist amm-message quantum provErand the initial state,. of P that makel’
acceptr with probability at least(|z|),

(Soundness) it € A,,, for anym-message quantum provef and any initial state/, of P’ prepared) accepts
x with probability at mosk(|x|).

The clasQIP(m) of problems havingrn-message quantum interactive proof systems is definedlas/ol

Definition 10. Given a polynomially bounded functiom: Z* — N, a promise problem! = (Ayes, Ano) is in
QIP(m) iff AisinQIP(m,1 — ¢,¢) for some negligible functioa: Z* — [0, 1].

Similarly, the clasQIP,(m) of problems havingn-message quantum interactive proof systems of perfect
completeness is defined as follows.

Definition 11. Given a polynomially bounded functiom: Z* — N, a promise problem = (Ayes, Ano) is in
QIP, (m) iff Aisin QIP(m,1,¢) for some negligible functioa: Z* — [0, 1].

Finally, as quantum Merlin-Arthur proof systems are noghut one-message quantum interactive proof sys-
tems, the classggMA andQMA , of problems having quantum Merlin-Arthur proof systems trabe of perfect
completeness are simply defined as follows, respectively.

Definition 12. A promise problemA = (Ay., Ano) is in QMA iff Ais in QIP(1,1 — ¢,¢) for some negligible
functione: Z* — [0,1].

Definition 13. A promise problemA = (Ay.s, Ano) is in QMA, iff A is in QIP(1,1,¢) for some negligible
functione: Z* — [0,1].

Quantum Merlin-Arthur Proof Systems with Shared EPR Pairs We further introduce another variant of quan-
tum Merlin-Arthur proof systems in which Arthur and Merlinitially share some copies of the EPR pgirt).
If Arthur and Merlin are allowed to share EPR pairs initially, the resulting systems are calgthintum Merlin-
Arthur proof systems witk shared EPR pairsor k-EPR QMA proof systema short. Notice that this model is
actually equivalent to a special case of two-message qumaimtigractive proof systems in which the first transfor-
mation of a verifier is just to createcopies of the EPR pairs (aridhalves of these EPR pairs are sent to a prover
as the first message).

Formally, the clas§MA*FPR (¢, s) of problems having quantum Merlin-Arthur proof systemshwitshared
EPR pairs with completenessand soundnessis defined as follows.

Definition 14. Given a polynomially bounded functioh: Z* — N and functionsc, s: Z* — [0, 1] satisfying

¢ > s, a promise problem = (Ayes, Ano) is in QMAFEFR (¢ 5) iff A has a two-message quantum interactive
proof system with completenessand soundness in which, for every inputz, the first transformation of the
associated quantum verifier is just to creatér|) copies of EPR pairs and the first message from the verifier
consists only of thé(|z|) halves of these EPR pairs.
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We further define the clasgMA®“"s*"EPR of problems having quantum Merlin-Arthur proof systemshwit
a constant number of shared EPR pairs with constant gap éetwempleteness and soundness and the
classQMA{**EPR of problems having those of perfect completeness with emtisibundness error as follows.

Definition 15. A promise problemd = (Ayes, Apo) is in QMA©SUEPR it 4 isin QMAREPR(2/3 1/3) for some
constantt € N.

Definition 16. A promise problemd = (Ayes, Apo) is in QMA™SUEPR iff A is in QMAFEPR(1,1/2) for some
constantt € N.

Remark. Definitions [I5 and (16 are equivalent to the seemingly most semative defini-
tions QMA st EPR < Urenozs<est QMAMPR (c, 5) andQMA{ens-EPR = Urersepp.) QUATER(L, ) of
these classes, for repeating’tﬁe associated system wliloé#tiese classes constant times can achieve arbitrarily
large constant gap between completeness and soundndss {ivotsided error case, one first achieves sufficiently
large completeness via a parallel repetition followed byraghold value computation, and then achieves desirably
small soundness via another parallel repetition of theiobthlarge-completeness system, without decreasing the
completeness too much).

5 Reflection Procedure

We start with presenting a very simple base procedure, whilall the REFLECTION PROCEDURE that forms
a very base of our protocols to be constructed — basicallypmtocols aim to simulate this base procedure with
several suitable modifications.

Let H be some Hilbert space, and consider two decompositiorig afto Xy & X7 and ), & ), for sub-
spacesYy, X1, Vo, and); of H. Let A; be the projection oveH onto the subspac#; and letll; be that ontqV;,
for eachj € {0,1}.

Let U be some unitary transformation acting o¢érand let)M be the Hermitian operator ovét defined by

M = AU, UA,.

Suppose thad/ has an eigenvalug > 0 and consider the eigenstate (i.e., the normalized eig&meg,) corre-
sponding to\. Then,M|¢o) = A|¢o), and thus,

1 1
Bolo) = +AoM|¢o) = 3 M|go) = |do).
Define the four statels)y), [11), |£0), and|¢1) in H as follows:
_ TIhUl¢o) _ ILU|¢o) AU y) AU y)
YO = T 0leol Y T T O0T T ATl T TR0
Then,||TToU|¢o) || = IITloUAo|¢o) || = /{do|M|do) = VA, and thus||TI;U o) || = /1 — . It follows that
1800 o) | = = 1800 MU0} | = =800 Tl olan)] = =146} = V.

and thus)|A;UT|y)|| = v/1 — X. Hence,
1

1 1 1
\/XAOUTWJ(D = XAOUTH0U|¢0> = XAOUTHOUA0|¢0> = XM|¢O> = |¢o).

€0) =
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REFLECTION PROCEDURE

1. Receive a quantum regist@r Reject if the state i does not belong to the subspace corresponding to the
projectionA, and otherwise apply to Q.

2. Perform a phase-flip (i.e., multipk1 in phase) if the state iQ belongs to the subspace corresponding to
the projectionll.

3. Apply Ut to Q.

4. Reject if the state iQ belongs to the subspace corresponding\§o and accept otherwise.

Figure 3: The RFLECTION PROCEDURE

This implies that
UTlpo) = VAI&o) + VI = X&), Utlypr) = v1— X&) — VA&,

which was the crucial property analyzed by Marriott and \Wagr[MWO05] to develop their space-efficient QMA
amplification technique.
It follows that

UT(—Io + ) U|¢o) = UT (—VAJtho) + VI = Aeb1)) = (1 — 2))[&0) — 2/ AL — ) [&1),

and thus, whenV/ has an eigenvalueé/2, the corresponding eigenstate (which is necessarilyih must be
transformed into a state it} after the following process: one first appli€sto |¢g), next flips the phase of states
in ) (i-e., applies the unitary transformatiefily + I1;), and then applie& . This property can be used to test if
M has an eigenvalug/2, which is summarized in Figufe 3.

Proposition 17. Suppose that the Hermitian operatbf = AU TTI U A( has an eigenvalug/2. Then there exists
a quantum state given in Step 1 of tReFLECTION PROCEDURESuch that the procedure results in acceptance
with certainty.

Proof. Consider the case where the eigenstatd/ofwvith its corresponding eigenvalug/'2 is received inQ in
Step 1. Then the claim is immediate from the argument above. O

Proposition 18. For any e € (0, %], suppose that none of the eigenvalues of the Hermitian epera
tor M = AgUTIIZUA, is in the interval (3 —e,1 + ). Then, for any quantum state given in Step 1 of the
REFLECTION PROCEDURE the procedure results in rejection with probability at $&ds>.

Proof. Let |¢) be any state received @ in Step 1. Without loss of generality, one can assume|thiais in A} (as
otherwise either rejected in Step 1 or projected onto a statg).

For the Hilbert spacé{, there always exists an orthonormal basis such that alldkes Istates of it are eigen-
states of}/, and thus, the statie)) can be necessarily written &) = E?zl aj|pj) for d = dim Xy < dimH,
where eachi;) is an eigenstate ¥/ in Xy andy"7_, ay|? = 1.

From the analysis above, every eigenstatg of M in X with corresponding eigenvalueg > 0 must satisfy
that

AU (=g + 1)U ;) = (1 — 2X;)|6)-
On the other hand, for every eigenstafg) of M in X, with corresponding eigenvalug; = 0, it holds that
ToU|é5) || = [IoU Aolo;)|| = /(@] M|¢;) = 0. This impliesI;U|¢;) = Ul¢;), and thus,

AgUT (o + II1)U|¢;) = Aole;) = |¢;) = (1 — 2X;)[8;).
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Therefore,

d
AU (~Ip + Iy U) = ZO‘J‘(I = 2Xj)|5),
=1

and thus, the probability of rejection is at |e§§?:1 loj 2 (1 — 2))% > 4e? Z;l:l loj|> = 4¢2, as claimed. O

6 QMA C QMA©™YEPR C QIP,(2)

The goal of this section is to prove Theorgim 2. In Subsettifinv first describe building blocks, before presenting
the proof in Subsectidn §.2.

6.1 Building Blocks
6.1.1 Encoding Accepting Probability in Phase

Let V' be the verifier of a certain QMA system. Consider the quantincuit V,, of V when the input isr,
which acts over a pair of two registedsof v(|x|) qubits andM of m(|x|) qubits, for some polynomially bounded
functionsv, m: Z* — N. The circuitV, expects to receive a quantum witnessidfiz|) qubits in registeM, and
uses they(|x|) qubits inA as its work qubits. The Hilbert spaces associated widndM are denoted byl and
M, respectively.

For an inputz, let p, be the maximum acceptance probability of the verifiein this QMA system. Then,
as pointed out by Marriott and Watrous [MWO03%], corresponds to the maximum eigenvalue of the Hermitian
operator

M, = HinitVJHaCCVxHini‘w

wherell;,;; is the projection onto the subspace spanned by states imahithe qubits inA are in statg0), and
IT,.. is that onto the subspace spanned by accepting states @Mhssystem. Letw,) be the eigenstate (i.e.,
eigenvector) ofM, corresponding to the eigenvalge. A crucial analysis of Ref [MWO05] (which essentially
follows from the arguments in Sectibh 5) is that

HinitVJHacch(‘O>A ® ’wx’>M) - px’0>A ® ’wx’>M7
HinitVJHroij(|0>A & |wm>M) = (1 _p:v)|0>A ® |wm>M7
wherell,e; = I4om — e is the projection onto the subspace spanned by rejectitgsstathis QMA system.

Letp = p2/(2p2 — 2p, + 1). Using the property explained above, if one copy:of) is given, one can gener-
ate with high probability the state

1

IXp) =
P \/2pi—2px+1[

as follows. One uses a single-qubit regift@n addition toA andM, where one setsu,.) in M, and initializes all
the qubits inA andR to state|0). First, one performs a forward simulation of the originasteyn overA andM
(i.e., applies/, to (A, M)), and flips the qubit iR if the content of(A, M) corresponds to an accepting state of the
original system (i.e., applies the unitary transformatfore Il,.. + I ® Il to (R, A, M)). One then performs a
backward simulation of the original system oveandM (i.e., appliestT to (A, M)). Now one measures all the
qubits inA in the computational basis. If njd) is measured (i.e., if the state is projected with respedi;tg,
which happens with probabilitgp? — 2p,. + 1), the unnormalized state in the system must be

’0>R ® (1 _pSL‘)’O>A b2y ‘wx>|\/| + ‘1>R ®px’0>A ® ’wx>M - [(1 _px)‘0> +px’1>]R & ‘O>A & ‘w$>|\/|7

and thus, the desired state is successfully generated\ivie call this procedure the IBTILLATION PROCEDURE
which is summarized in Figuié 4.

(1 - pm)|0> + pm|1>]
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DISTILLATION PROCEDURE
Input: a single-qubit registeR, av(|x|)-qubit registerA, and anm(|z|)-qubit registeM.

Output: a single-qubit registeR or a symbol.L.

1. Apply V, to (A, M).

n

Flip the qubit inR if the content of A, M) corresponds to an accepting state of the original system.

Apply Vi to (A, M).

W

Measures all the qubits lin the computational basis. If any of these measurementst ieg1), output L,
otherwise outpuR.

Figure 4: The DSTILLATION PROCEDURE

6.1.2 Multiplicatively Adjusting Accepting Probabilitie s

For a real numbet € [0, 1], let W, be the unitary transformation defined by

(Ve )

Given a unitary transformatiold/,, for some real numbey € [%, 1] , We construct another unitary transforma-
tion U and an appropriate projection operaly acting over two qubits so that the probabiljii, U |00)||? exactly
equalsl /2.

Suppose that one can apply another unitary transformétigrfor some real numbery € [0, 1], and define the
unitary transformatio/ and projection operatdi, by

U=W,2W,, II=[11)(11].

Then, clearly,|IIoU|00)||> = pq, and thus, this probability equalg2 if and only if pg = 1/2. This in particular
implies that there exists a real numlgee [0, 1] that achieves the adjusted accepting probability exdgtywhen
p > 1/2, but nog € [0, 1] can make it exactly equal to/2 whenp < 1/2.

6.1.3 Simulating Unitaries with Choi-Jamiotkowski States

In this subsection, we consider the case where the afor@nedtunitary transformatioid/,, itself is not available,
but only the copies of its Choi-Jamiotkowski staf1V,)) = (I @ W,)|®*) are available.

Note that one copy of the Choi-Jamiotkowski statélV, )) can be used to simulate one applicatior/iaf (the
simulation succeeds with probability'4). More precisely, the simulation 6%, is done as follows. Suppose one
wants to applyi¥, to the qubit in some single-qubit registey, while the statg.J(17,)) is available in(Rs, R,),
for some single-qubit registeR, andR/,. Then one measures the statéRi, R2) in the Bell basis. If this results
in |®T), the application ofV, succeeds, and the desired state is available in the regis(@rhich can be verified
via an argument similar to the analysis of seminal quantueptetation).

Actually, when one wants to apply, to the specific statf)), there is a more efficient way than the simulation
just explained above. A key observation is that, for any reshbera € [0, 1], the unitary transformatiofil’,, in
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the last subsection can be written as

W, = (*/1\/;7 \/\{T> V1—aZ +aX,

and thus, the state,) is given by
Xa) = Wal0) = V1 = a0) + V/al1),
while the Choi-Jamiotkowski state &V, is given by
[T(Wa)) = V1 —alJ(2)) + Va|J(X)) = V1 —a|®7) + Va|¥™).

Hence, given one copy of the Choi-Jamiotkowski stdtgl,)), one can easily generate the statg) = W,|0) in
the first qubit by applying the following unitary transfortioa 7" to |.J (W, )):

T:|®7) = [00), [¥7)s[01), |TT) = [10), [®T)+— [11)

(note that thisl" can be realized by first applying the CNOT transformatiomgighe first qubit as the control, then
applying the Hadamard transformatiéhand the NOT transformatioX in this order to the first qubit, and finally
applying CNOT again using the first qubit as the control).

6.1.4 Simulating the Reflection Procedure with Choi-Jamidowski States

Now we consider simulating theeRLECTION PROCEDUREWith given two copies ofy,) = W,|0) and two copies
of a Choi-Jamiotkowski state/ (W, )), wherep andq are real numbers if, 1]. The procedure basically follows
the REFLECTION PROCEDUREWiIth taking the registef to be a two-qubit register, the initial stgtg,) to be|00),
the projectionA to be|00)(00|, and the underlying unitary/ and projectionl], to be W, @ W, and|11)(11],
as defined in Subsection 6.11.2. Thus, to precisely perfoenREFLECTION PROCEDURE in Figure[3 in this
setting, we need to apply each 6f, = W, andW, = W, twice. Fortunately, each of the first applications of
W, andWW, is to the|0) state, and thus, one may simply replace these applicatppssbusing a given copy of
|xp) and generatingy,) from a copy of|.J(1,)), respectively. The second applications of these unitandes
be probabilistically simulated by using the Choi-Jamielk&i states|.J(1/,)) and|J(W,)), where one creates
|J(W,)) from a copy of|x,). This leads to the procedure calle@RECTION SIMULATION TEST described in
Figure[.

Now we analyze the properties of this simulation.

Proposition 19. The REFLECTION SIMULATION TEST accepts with certainty if the state in the input regis-
ter (R1, Ra, S1,5%, Sa,S5) is | xp)®% @ | J(W,))®? for some real numbers, ¢ € [0, 1] satisfyingpg = 1/2.

Proof. The claim is almost obvious. Withy,) in Ry and|J(W,)) in (S1,S)) for suchp andg, Step 1 in the
REFLECTION SIMULATION TEST creates the state

U00) = (v/1=pl0) + vBI1)) g, ® (v/1—4l0) +v/3l1))s,

in (R1,S1), since the application df’ generates the statg,) in S;. As the application of'" in Step 3 gener-
ates the Choi-Jamiotkowski staté(WV,)) in (Rg, R}), one succeeds in Step 3 with probability/4)? = 1/16

in applying both of W = W, and VVqT = W,, which successfully simulate’T with generating the de-
sired state in(R5,S5). Hence, the simulation of the HRLECTION PROCEDURE succeeds with probabil-
ity 1/16, in which case the test necessarily results in acceptancin déise analysis in Sectiofi] 5, since
(100)(00|UTIIoU100){00])|00) = [|TIoU7|00)|?|00) = £|00). On the other hand, if any of measurements in Step 3
fails in measuring®*), the test just stops and accepts with giving up. Therefbeetdst must result in acceptance
with certainty. O
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REFLECTION SIMULATION TEST
Input: single-qubit register®;, Rq, S, S}, S2, andS),.

Output: “accept” or “reject”.

1. Receive six single-qubit registeRs, R, S1, S/, So, andS,,.
Apply the unitary transformatioff’ to the state if(S;, S}).
Preparg0) in a single-qubit registeR’,.

2. Perform a phase-flip (i.e., multiply1 in phase) if(R,S;) containsl1.

3. Try to simulate Step 3 of theERLECTION PROCEDUREDY performing the following:
Apply T to the state iRy, R,). Measure the states {iR;, Ry) and(S1, Sz) in the Bell basis. Continue if
both of these two measurements resultliff ), and accept otherwise (accept with giving up due to faildire o
the simulation).

4. Reject if(R}, S,) contains00, and accept otherwise.

Figure 5: The RFLECTION SIMULATION TEST, which tries to simulate the BFLECTION PROCEDURE using
Choi-Jamiotkowski states.

Proposition 20. For any real numberg € [0, 1], the REFLECTION SIMULATION TEST results in rejection
with probability 1/16 if the state in the input registefR, Rz, 51,57, S2,S5) is either [0)*% ® |J(W;))®? or
0)%2 @ [J(W,))®2, whereW,~ = W, and

Wq‘:ZWqZ:<V_1\;aq _%>:1/1_q2—ﬁx.

Proof. We prove the case where the state(R, Rz, 51,57, S2,S5) is [0)®2 @ [J(W,))®2. The other case is
proved similarly, by noticing thal’|.J(W,")) = (W, |0)) ® |0) anqu—T = W, hold for anyq € [0, 1].

With [0) in Ry and|J(W,")) = |J(W,)) in (S1,S)), Step 1 in the RFLECTION SIMULATION TEST creates
the state

|0>R1 & |XQ>51

in (Ry,Sy). For this state given, Step 2 in theeR.EECTION SIMULATION TEST does not change the state in
(R1,S1) at all. As|0) = |xo), the application ofl'" in Step 3 generates the Choi-Jamiotkowski statéi))
in (R2,R}), and thus, one succeeds in Step 3 with probability4)?> = 1/16 in applying both ofWJ = Wy and
Wi = W,. If such an event occurs, the statét}, S;) becomes0)r, ® [0)s,, and thus, the test results in rejection

with certainty.
Taking it into account that the test just stops and accepts giwing up when any of measurements in Step 3

fails in measuring®*), the test results in rejection with probability 16 in total. O

6.2 Proof of Theorem2

Now we are ready to prove Theorémn 2.
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Proof of Theorerhl2Let A = (Ayes, Ano) be iINQMA and letV be the verifier of the corresponding QMA system.
Without loss of generality, one can assume that both coempdsts and soundness errors are exponentially small in
this QMA system.

For an inputz, the quantum circuil/, of the verifierVV acts over a pair of two registess of v(|z|) qubits
andM of m(]z|) qubits, for some polynomially bounded functiongn: Z* — N. This can be interpreted a5
expecting to receive a quantum witnéss of m(|z|) qubits in registeM, and using the (|x|) qubits inA as its
work qubits. By Refs.[[Shi02, Aha03], one can further asstiméthe quantum circuit,, for any inputz consists
of only the Hadamard, Toffoli, and NOT gates. As pointed outarriott and Watrous [MWO05], the maximum
acceptance probability, of V' with inputx corresponds to the maximum eigenvalue of the Hermitianatper

Mm — HinitVJHaCCV:pHini‘w

wherell;,;; is the projection onto the subspace spanned by states imahithe qubits inA are in statd0), and
T, is the projection onto the space spanned by the acceptiteg stH/. From this verifierl”, we shall construct
a protocol for the verified? of another QMA system in whici” sharesN EPR pairs a priori with a prover
communicating with, wher#V is a constant that is a power of two.

Our basic strategy is to try to perform the&eRECTION SIMULATION TEST usingV,. Fix an inputz, and

letp = m. LetSq,..., Sy be single-qubit registers which store the particles of trered EPR pairs. In

addition toM, W receives\ single-qubit registerS’, ..., S. W expects to receive i the statdw,) that is the
eigenstate (i.e., eigenvector) bf, corresponding to the eigenvalpg, and to receive states &, . . . , Sy, such that
the state in(S;, S}) forms|J(W,)) for eachj € {1,..., N}, for ¢ satisfyingpg = WE@HQ = 1/2. In addition
to A, W prepares three single-qubit regist&sRk;, andRs. All the qubits inA, B, Ry, andR; are initialized to the
|0) state.

First, W performs the DSTILLATION PROCEDUREtwice in sequence, first wittR;, A, M) as input, and sec-
ond with (Re, A, M) as input. If any of these two runs of tha€XILLATION PROCEDUREOutputs a symbol,
the simulation fails, and thus accept with giving up. If nalldd, thenl’ chooses two indices; andry from
the set{1,..., N} uniformly at random. Ifro = 1, W accepts with giving up. Otherwisd” swaps the regis-
ters(S1,S}) and(S,,,S;.,) if 71 > 2, and further swap$S»,S5) and(S,,,S;,) if 2 > 3. Afterwards, W never
touches the registe(s;, S;) for j > 3, and thus this process essentially has the same effect fasrpielg a ran-
dom permutation over the registelS;, S}), ..., (Sn, S’y). W then performs the B\CE RESTRICTION TEST by
checking if the state iffS;,S’) is in the space spanned By ™), [¥™)}, for eachj € {1,2}, and further per-
forms the Svap TEST between(S;,S}) and(Sa, S5) (using the registeB as the control). Finallyii” performs the
REFLECTION SIMULATION TEST with (Ry, R2,S1,S),S2,S5) as input. The protocol is summarized in Figliie 6.
Notice that this protocol is exactly implementable whenlaelamard and any classical reversible transformations
can be performed exactly.

For the completeness, suppose thas in Ay. Letp = Zpa_”%. The honest Merlin sets his shares of
the N EPR pairs in single-qubit registe$§, . .., Sy, and appliedV, to each qubit in(S],...,S/y) to create the
state|.J(W,)) in (S;,S)), for j € {1,..., N}, whereg satisfiegg = 1/2 (such ag always exists whep, > 1/2,
which is ensured by the completeness condition of the aig@dMA system). He also preparés,) in M, and
sends thgm(|z|) + N)-qubit state iNM, S}, ...,S%) as a witness. Then, conditioned on the first application of
the DISTILLATION PROCEDURENOt outputting, the statey,) = W,|0) is generated iRy, and|0)**(*) & |w,)
is leftin (A, M), and thus, the state,,) is generated also iR, when the second application of thed¥ILLATION
PrROCEDUREdoes not outputl.. Conditioned on the chosen not beingl in Step 3, the protocol continues and
the state remains the same after this step. When continhed3?tCE RESTRICTION TEST in Step 4 clearly
never rejects and does not change the state at all, as teers(&;, S’) is [J(W,)) = V1 —¢|®7) + ,/q|¥™)
for eachj € {1,2}. Furthermore, the AP TEST never fails in Step 5 and it does not change the state at all
(and thus, the protocol never results in rejection in thepst Therefore, the state ifR1,R2,S:1,S),S2,5S5)
is |xp)®? @ [J(W,))®?, when entering Step 6. Hence, from Propositioh 19, tiEFLRCTION SIMULATION
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Verifier's QMA Protocol for Achieving Perfect Completenesswith IV Prior-Shared EPR Pairs

1. Store the particles of the shardd EPR pairs in(Sy,...,Sy). Receive an(m(|z|) + N)-qubit quantum
witness in(M, S}, ..., Sy), where the firstn(|z|) qubits of the witness are iN, and the(m(|z|) + j)-th
qubit of the witness is i§;, for j € {1,...,N}.

Prepard0) in each of the three single-qubit regist&sR; andR,, and|0)£*(=) in av(|z|)-qubit registerA,
which corresponds to the private space of the original ezrifi

2. Execute the BBTILLATION PROCEDUREWiIth (R, A, M) as input. Accept if this outputs, and continue
otherwise. Execute theIBTILLATION PROCEDUREagain, this time usingRz, A, M) as input. Accept if
this outputsL, and continue otherwise.

3. Choose two integers andr, from {1,..., N} uniformly at random. Accept if, = 1 (accept with giving
up due to failure of simulation), and continue otherwiseaBwhe registersS,, S} ) and(S,,, S, ) if r1 > 2,
and further swap the registe(S,, S5) and(S,,,S;.,) if 2 > 3.

4. Perform the BACE RESTRICTION TEST to check if the state ir(Sj,S;.) is in the space spanned by
{|®7), |¥T)}, for eachj € {1,2}. Reject if not so, and continue otherwise.
That is, perform the following for eache {1,2}: Apply the unitary transformatiofi’ defined by

T: [®7)~[00), [ ™) [01), |¥T)—[10), |27) — [11)
to the state ir(S;, S}). Reject ifS’; containsl, and applyT'f to the state ir(S;, S’;) to continue otherwise.

5. Perform the 8AP TEST between(S;,S}) and(S2, S,). Reject if it fails, and continue otherwise.
That s, applyH to B, swap(S1, S}) and(S2, S5) if B containsl, apply H to B again, and reject iB contains
1, and continue otherwise.

6. Perform the RFLECTION SIMULATION TEST with (Rq,Re,S1,S),S2,55) as input. Accept if this returns
“accept”, and reject otherwise.

Figure 6: Verifier's QMA protocol for achieving perfect colafeness withlV pre-shared EPR pairs.

TEST results in acceptance with certainty, when the protocattres Step 6. As rejections can happen only in
Steps 4, 5, and 6, this proves the perfect completeness.

Now for the soundness, suppose thas in A,,. LetR;, S, andSJ’. denote the Hilbert spaces associated with
the quantum registes;, S;, andsg., for eachyj, respectively.

As the soundness error of the original QMA system is expaakyntsmall, whatever state the registist
contains, the probability that the first application of thesDLLATION PROCEDUREoOUtputs_L is exponentially
small. Moreover, conditioned on this not outputting the state generated Ry is exponentially close t@®) (in
trace distance). Similarly, whatever state leftMinafter the first application of the IBTILLATION PROCEDURE
the probability that the second application of thesDLLATION PROCEDUREoOuUtputs_L is exponentially small,
and the state generatedRq is exponentially close t¢0). Hence, the state iRy, R2,51,5],...,Sn,S%) when
entering Step 2 must be exponentially clos€|6d(0|)®? @ p for some2 N-qubit statep such that the reduced state
trs; @05y P is equal to theV-qubit totally mixed statél/2)®™ .

As Step 3 essentially has the same effect as performing aomangermutation over the regis-
ters(S1,5%), ..., (S, Sy) for the purpose of computing the reduced statsin S7, Sa, S5), from the finite quan-
tum de Finetti theorem (Theorem 8), the statéRn, Ro, S1,S), S2, S) after Step 3 should have trace distance at
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mostZ to the state

= (|0)(0)) ®2 (Z #]£®2)

for some two-qubit stateg;, where}"; 1i; = 1, if the state in(Ry,Rz,51,S),...,Sn, Sy) were(|0)(0))** @ p
when entering Step 3 andri§ # 1 (here we are taking the randomness over the choicesarfidr, into account).
By letting 7 = Zj ujgf’?, this in particular implies that for the reduced statg; s, 7 and the two-qubit totally

mixed stateg(1/2)®2,
I\ ®2 26
Dusesm(3) ) <%

holds, sincetr5{®,,,®55vp = (I/2)®N. Taking it into account that the protocol enters Step 3 witbbpbility
exponentially close ta with the state iR, R2, 51,5, .., SN, S%y) being exponentially close td0)(0)*? @ p
in trace distance, we conclude that the protocol enters &tejph probability exponentially close to — % with
the state iRy, Re, S1, 5], S2, S,) having trace distance at moﬁt + ¢ to o for some exponentially smadl

Now from Propositiof 21 which will be found below and provedthe end of this section, the protocol

1
should result in rejection with probability at |eaﬁhn{ 2= 15(%)5} if the state in(Rq, R, S1,S),52,S5)
were o when entering Step 4. Hence, using Lenimha 6, the protocoltsesurejection with probability at least
. 1

min{% —e k2o 15(% ) }, when entering Step 4. As the protocol enters Step 4 withahitity expo-

»16 N
nentially close ta — % by taking N = 270, the protocol results in rejection with probability at leas

1 ) 1 1 1 15 N 1
(1-3) min{g 5w~ 5} 25

1
QMA - QMA27O-EPR(1 1 2@)

This proves the inclusion

Now for any constant € (0,1), one can achieve soundnessimply by repeating this proof systetrtimes in
parallel for some appropriate constanas the system is a special case of two-message quantumciinterproof
systems, for which parallel repetition works perfectly [IK@]. This completes the proof. a

Finally, we prove the following proposition.

Proposition 21. When entering Step 4 of the protocol described in Figure Gpese that the state in
(R1,R2,51,5),52,55) were of the form(|0)(0)*? @ = wherer = 3~ ;¢ for some two-qubit state; and

real numbers.; € [0,1] satisfying}_; ; = 1, such that the reduced state ofin (S1,S2) has trace distance at
mosts to the two-qubit totally mixed statd /2)©? for some positivé satisfying% — 1565 > 0. Thenthe protocol

should result in rejection with probability at leastin {24, - — 156+ }.

To prove Proposition 21, we first show two propositions thiatspecial cases of Proposition 21.

Proposition 22. Let WV be the two-dimensional space spanneddby) and|¥*). When entering Step 4 of the pro-

tocol described in Figurgl6, suppose that the statéRp Ra, S1, S}, S2, S5) were of the forn{|0)(0])®? @ T where

7 =3 wi([1;) (¥;])®? for some two-qubit statels;) € W and real numbers; € [0, 1] satisfyingd~ . y1; = 1,

such that the reduced stateoin (S, S2) has trace distance at mo&to the two-qubit totally mixed statd /2)©?

for some positive satlsfylng— — —52 > 0. Then the protocol should result in rejection with probéiht least
gé’.

The following lemma is essential for the proof of Proposifitd.
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Lemma 23. For eachj € {1,2}, let S; and S} be two-dimensional complex Hilbert spacgsy), and letW;
be the two-dimensional subspace &f ® S; spanned by|®~) and |[¥T). Let p be any four-qubit state in
D(W; @ Wy) CD(S1 @ S; ® S2 @ Sh) that is a mixture of two-fold product pure stateg)®? in Wy @ W
and such tha(trs; e, (I/2)®%) < §. Then there exists a four-qubit statehat is a mixture of two-fold prod-

ucts|J (W;))®? of a Choi-Jamiotkowski state, for real numbersc [0, 1], such thatD(p, o) < géé, where each
W, is equal to eitheV;" = W,, or W, = ZW,, Z.

Proof. As p is a mixture of two-fold product pure statesliith ® W, it must be written as
p = i IGNHG)P,
j
where|(;)®% € Wi ® Wh, u; €[0,1] for eachy, and}_; p;=1. Without loss of generality, one may assume that

1G) = aj|®7) + Bje|wt)

for eachj, whereo; and3; are real numbers ifo, 1] satisfyinga? + ﬁf =1, andé; is a real number if0, 27).
For eachy, leta; = 3%, and define the two-qubit pure statg) as

;) = a;|@7) + B;10T) = /1 —q;|@7) + /a;| ) = [J(W,))
if j € J+,and

i) = 05 |®7) = Bi1¥T) = /T —a|®7) — \/a;]¥T) = [J(W,))
if j € J_,whereJ, ={j:0; €[0,7/2]U[37/2,2r)} andJ_ = {j: 0; € (7/2,37/2)}.

Now take the four-qubit state as
o= ullng) (n;))¥?
j

We shall show that this has the desired property. For this purpose, we prove twmslai
Claim 1. D(trgi(@gép, (1/2)%?%) >2 > ,uja?ﬁjz sin? 6.

Proof. Noticing that
1 0.
Gi) = 7 [j(|00) — [11)) + B;¢™ (|01) + [10))]

- % [(j]0) + B;¢7[1)) @ |0) + & (8;]0) — aze™ " [1)) @ [1)],

the reduced state s «.s; p is the mixture of the following four states

(05]0) + B¢ (1)) @ (a;]0) + ;e 1)),

(010) + B;€[1)) @ (B;10) — aje™3[1)),
(8510) — aje™™i|1)) @ (o]0) + B;e™|1)),
(8;10) — aje™511)) @ (B;]0) — ae™"9[1))

with equal probabilityl /4 for each, which can be expressed as a density matrix by

1 —2ia; B85 —2ia;fjs; 4oz2 ]28?
1| 2icy;B;s; 1 40z§ jz j2 QZQJﬁ]S]
4| 2iciBis;  4aipis 1 —2ia;Bsj |’
—4042 3283 Ziozjﬂjsj 2iOéijSj 1
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where s; is the shorthand okin¢;. Let us denote the difference betweery;ys;p and (I/2)%? by A
(e, A=trsgsyp — (I/2)%%). In order to find the eigenvalues @f4, we solve the characteristic equa-
tion 2A — A\I| = 0. Straightforward calculations show that the four solusiarf the equation24 — AI| = 0 are
given by—23" ; yija 3257 (two-fold) and2 3~ pija 5755 + 2|37 pjuiBjs;|. This implies that

N\ 1
D(tr‘gi@‘gép, <§> > = Etr\/ ATA
[22/% 222 <Z“J 222 i B;5;

= e+ max{ S z%m }

which is at leas® ), ;07 8757, This completes the proof of the claim. O

2 2 2
0 358

)3

Claim 2. Let{u;} be a probability distribution, andc;} be a set of real numbers. Jf, ujcg < ¢, it holds that
1
2. Hyles] < ez.

Proof. By the Cauchy-Schwarz inequality, we have

1 1
2 2 1
D glesl =D Vg Vigle| < (ZM) (ZM!%’P) <ez,
J J J J
as claimed. O
Now we boundD(p, o). Notice that

) < Zﬂj (16 {1 ®2 » (In5)njl) ®2 Z Hj \/ CJ|77] + Z piy/ 1 <j|77]

JjEJ+ JjeEJ—

If j € Jy, it holds that

. 0,
‘((j\njﬂ‘l = |a3 + BFe " |4 = [(a? + 37 cos 0;)° + (82 sin9j)2]2 = (1 — 40 37 sin® 5])2,

and thus,

\/1— |<Cj|77j>|4 = 2\/5‘0@'53' sin%‘\/l — 2@?@2— sin2% < Qﬂ‘ajﬁj sin %J‘ < %!ayﬂj sin(%!,

where the last inequality comes from the fact that for @y [0, 7/2] U [37/2, 2), [sin §| < |§] < Z|sind)|.
On the other hand, if € J_, we have

|(¢ilng)|* = |aF — BZe=|" = |2 + gFe 5|,

whered; = 0; + = (mod 27). Noticing thatt’; € [0, 7/2] U [37/2,27), it holds that

l|ayﬂj sin@ﬂ.

1—|(¢ln|* < 7
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Therefore,

s
D(p,O’) < _Z:“’j|cj|>
V25

where
Oéjﬁj Sinej if j € Ji,
ci =
7 | agBsing if je J.

By Claim[l and the fact thain® ¢ = sin” ¢, for eachj € J_, the assumptiol) (trs: u.s; 0, (1/2)¥?) < § implies

that 5
Zluj 3 = Z,L@Oz?ﬁjz sin2 Hj < 5
J J
By Claim[2, this implies thaD (p, o) < %(g)% = ga%, which completes the proof of Lemrhal23. O

Proof of Propositioi 22 Let o = (|0)(0])®? ® 7. From Lemmd 23, there exists a quantum stdtehat is a
mixture of two-fold productd.J(W,"))®* of a Choi-Jamiotkowski state, for real numberse [0, 1], such that,
for o/ = (]0)(0))*? ® 7/, D(0,0") < gé%. Here, as in Lemm& 23, eadi;” is equal to eithedV,” = W,
or W(;j = ZW,,Z. From Proposition_20, the BFLECTION SIMULATION TEST should result in rejection with
probability % if the quantum state iRy, R2,S1,5),S2,S5) were o’. By Lemmal®, this implies that the
REFLECTION SIMULATION TEST should result in rejection with probability at Iea%g — ga% if the state in

(R1,R2,51,5,S2,5,) wereo. Note thato is never rejected in Step 4 and passes the Swap-Test in Stéh 5 w
certainty, and the state is not changed at all in these tvps stéence, if the state ifR;, Rz, S1,5], S2, S,) wereo

when entering Step 4, the protocol should result in rejactvdh probability at Ieas% — ga%, asclaimed. O

We next show the following proposition, which is more gehénan Propositio 22, but still is a special case
of Propositiori 211.

Proposition 24. Let W be the two-dimensional space spanned®y) and |[¥*). When entering Step 4 of the
protocol described in Figurgl6, suppose that the statéRp, Ry, S1,S),S2, S5) were of the form(]0)(0))®? @ 7
wherer =} . ;&2 for some two-qubit state € D(W) and real numberg.; € [0, 1] satisfying _; p1; = 1,
such that the reduced stateofn (S1,S2) has trace distance at mo&to the two-qubit totally mixed statd /2)©?
for some positivé satisfying% — 106 > 0. Then the protocol should result in rejection with probépiht least
min{26, & — 1064 }.

Proof. Let o = (]0)(0|)®2 ® 7. Note thato is never rejected in Step 4, and the state is not changed iattaik

step.
Fix a constanty; € (0, 1), and letS be the set of indiceg defined by

S={j:tr§*>>1—m}.

Notice that the inequalityzrgj2 > 1 —~ implies that the maximum eigenvalue of the Hermitian magixs at
leastl — ~1, and thus, for each € S, there exist a two-qubit pure state;) € W, a two-qubit state;; € D(W),
and a real numbex; € [1 — ~, 1] such that

&5 = Al (5] + (1= Aj)w;.
This implies that

1€ = 1) Wil = N1} (sl + (1= A)vs = [y (il = (1 = A [ = i) s,

26



which further implies that

D(&j, i) (bs]) < (1= Aj) D (v, [hy)(hs]) <1 =X <.

Fix another constant, € (0, 1).

If Zjes p; < 1— 2, the SVAP TESTIn Step 5 results in rejection with probability greater t@nw.

On the other hand, ifzjes u; > 1—, the statec has trace distance at mosgty; + v, to the
states’ = (|0)(0])®? ® 7/, where

P e e 3 ) )

jESiuJ jes
and the reduced state ofin (S, S2) has trace distance at mast- 2; + 2 to (1/2)%?
Indeed,
||T_7J||tr = ‘5®2 -7
tr
& = (S mwoh®™ + Sne?) |
Jjes Jjgs
(Smitpsh® + S e -
jes j¢s tr

< € = ()@ + 1D il - <Z - 1) > mi(l) ()™

JjeS s jes Hij jes tr
<3 i (11682 — Wil © &+ lleid sl © & = (i) s,

jes

1
(e
< 326;9 ’ ng_is 2] % 7 tr
1
<23l - Wil + (1- Zw) s S -+
jes jes igs Hi gg tr
and thus,

D(o,0") = D(1,7)

<230 s + (1= ) 05—

Jjes jes
<271 + 2.

> it T )

25 1 5%

As the reduced state of in (S1,S;) has trace distance at mao$to (7,/2)®2, it follows that the reduced state
of 7/ in (S1,S2) has trace distance at ma$t- 2y; + 2 to (1/2)®2. Now from Propositiori 22, the protocol
should result in rejection with probability at Iea%el —Z(@0+2m+ 72)% if the state in(Ry, Re,S1,5],52,55)
wereo’ when entering Step 4. Hence, from Lemimia 6, the protocol shadult in rejection with probability at
Ieast% =271 =72 — 50 +2y + 72)% if the state in the register®;, Rq, S1, 5], S2, S,) wereo when entering
Step 4.

Overall, the protocol should result in rejection with prbligy at least

[NIES

}

1 1 T
ind Zy172, — — 291 — 72 — = (6 +2
mln{2’Yl’YZa 16 Y1 — V2 2( + 271 + 72)
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if the state in(Ry, Ry, S1, S}, S2, S}) wereo when entering Step 4. Taking = /262 andy, = 2/262, this is at
least

min{25, 1_16 — 4262 — g(5+4\/§5%)%} > mm{ — 4262 — —\/_54} > min{25, 1_16

which completes the proof. O

. 105i},

Now we are ready to prove Proposition 21.

Proof of Proposition 2ZIL.Leto = (|0)(0])®? @ 7. LetW be the two-dimensional space spanneddby) and|¥ ),
and letllyy = [®~)(®~| + | ) (¥ | be the projection ontdV.
Fix a constanty € (0,1).
If trH%VQT < 1 —~, Step 4 results in rejection with probability greater than
On the other hand, ifrII§};7 > 1 —+, we claim that the state has trace distance at mogty to the
states’ = (]0)(0|)®? ® 7/, where
= Z:uj 1®2

1 1
— (trlI N2, r_ -
tl“H%?T( rlhwé;) g, & T

with
1y = g I,
for eachj, and the reduced state ofin (S, S2) has trace distance at mosto (1/2)®2. Note that; € [0,1] and
¢, € D(W) for eachy, andy_, 1 = 1.
Let S be the2*-dimensional Hilbert spac€(>*) associated with the quantum registér, S/, S2, S5) and
let 7 be anothee*-dimensional Hilbert spac&(x*). Consider any purificatioh)) € S ® T of 7 € D(S), and
define an eight-qubit pure stae’) € S ® T by

1

V)= e W

(I3 @ I7)|).

Then,|¢’) is a purification ofr’, since

t 7|7,Z)>< | 2 tT(||®2®I )|¢><¢|(H®2®I )
r H(H 2 IT)|¢>H2 : w 7 w T

® ! II®2 T ®2 22 9 ,

trl_[wztr7—|¢><¢| (tr ‘¢><¢DH tr H®2 [y Ty =7,

where the last equality follows from the fact that

1 1 ©2 1 1
T =Y — (trllwg)? »(7H 11 ) = ——— (& TIy) 2 = IS 71155
- trﬂ%zf( a3\ Gy g T e T trna,%zj:“ﬂ( wéiThw) nller VW

Therefore, by using the fact tha (|v) (¥, [¢')(¥'|) = /1 —[{(¥’[¢/)]? holds for any pure statelg)) and |¢')
(which is ensured by calculating eigenvalues of the Heamithatrix|) ()| — [¢') (¢']),

D(o,0") = D(1,7)
< D) 1) 'l) = VI= TR = /1 - (052 © Il = /1 - aTiidr < A,

As the reduced state ofin (S, S2) has trace distance at masto (7/2)%?, it follows that the reduced state of
7’ in (S1,S2) has trace distance at mdst- /7 to (1/2)¥2. Now from Propositiofi 24, the protocol should result
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in rejection with probability at leashin{2(5 + /), 5 — 10(6 + \/i)i} if the state in(Ry, Ry, S1,5),S2,55)
weres’ when entering Step 4. Hence, Lemiia 6 implies that the prbsbemuld result in rejection with probabil-
ity at leastmin{2(5 + \/7) — 7. 15 — 7 — 10(0 + ﬁ)%} if the state in(Ry, R2,S1,S), So,S5) wereo when
entering Step 4.

Overall, the protocol should result in rejection with prbligy at least

. 1 1
min{7, 26 + ) = V7. 7 — V7 — 106 + 7' }
if the state in(R1, Ra, S1, 5], S2, S,) wereo when entering Step 4. Taking= 24, this is at least
1

min{%, 25+ (26)3, %6—(25)%—10[5“25)%]%} > min{%, 1—6—(25)%—10(35%)%} > min{%, %6—15(5%},

which completes the proof. O

7 QIP(m) C QIP;(m +1)
Now we show that anyn-message QIP system with two-sided bounded error can beededvinto an(m + 1)-
message QIP system with one-sided error of perfect conm@sse for anyn > 2.

Theorem 25. For any polynomially bounded functiom: Z* — N and polynomial-time computable func-
tionsc, s: ZT — [0, 1] satisfyingm > 2 andc — s > 1/p for some polynomially bounded functipn Z*+ — N,

)2
QIP(m,c,s) C QIP <m +1,1,1— (e 168) >

If m is an odd-valued function whose values are at least threezaneshow a stronger statement that any
m-message QIP system with two-sided bounded error can beedvinto anothem-message QIP system with
one-sided error of perfect completeness.

Theorem 26. For any polynomially bounded odd-valued function Z™ — 2N + 1 and polynomial-time com-
putable functionsc,s: Z* — [0, 1] satisfyingm >3 and ¢ — s > 1/p for some polynomially bounded func-
tionp: Z* — N,

(c—s)?
QIP(m,c,s) C QIP <m, 1,1 - 15 >

Remark.In fact, in Theoremg 25 and 6, it is sufficient for the claiimatithe functiong ands satisfyc — s > 277
for some polynomially bounded functign Z* — N.

With the perfect parallel repetition theorem for generaamum interactive proofs [GutD9], the following
corollaries immediately follow.

Corollary 27. For any polynomially bounded functions,p: Z* — N and polynomial-time computable func-
tionsc,s: ZT — [0, 1] satisfyingm > 2 andc — s > 1/q for some polynomially bounded functign Z* — N,

QIP(m,c,s) C QIP(m +1,1,277).

Corollary 28. For any polynomially bounded odd-valued functien Z™ — 2N + 1, polynomially bounded func-
tion p: Z* — N, and polynomial-time computable functions:: Z* — [0, 1] satisfyingm > 3 andc — s > 1/q
for some polynomially bounded functipnZ*+ — N,

QIP(m,c,s) C QIP(m,1,27P).
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MODIFIED REFLECTION PROCEDURE

1. Receive a quantum regist@r Flip a fair coin, and proceed to theeERLECTION TESTin Step 2 if it results
in “Heads”, and proceed to th&VERTIBILITY TESTIin Step 3 if it results in “Tails”.

2. (REFLECTION TEST)
Perform the following:

2.1 Perform a phase-flip (i.e., multiplyl in phase) if the state iQ belongs to the subspace corresponding
to the projectiorly.

2.2 ApplyUT to Q.

2.3 Reject if the state iQ belongs to the subspace corresponding to the projecdtigrand accept other-
wise.

3. (INVERTIBILITY TEST)
Perform the following:

3.1 ApplyUt to Q.
3.2 Accept if the state iQ belongs to the subspace corresponding\goand reject otherwise.

Figure 7: The MoDIFIED REFLECTION PROCEDURE

7.1 Modified Reflection Procedure

The REFLECTION PROCEDUREIN Sectior[b involves one application df and one application of/f. Here we
modify the procedure so that it involves one applicatio/dfonly (and no application df is required).

To do this, one expects to receive a state just after StepHed®FLECTION PROCEDURE and performs two
tests, called RFLECTION TESTand INVERTIBILITY TEST, respectively, with equal probability without revealing
which test the prover is undergoing. In the RECTION TEST, we simply perform Steps 2—4 of theeER.LECTION
PROCEDURETtO finish the simulation of it, whereas in theMERTIBILITY TEST, we applyU' without performing
the phase-flip to check that the state received was a ledgeltb&t can appear just after Step 1 of treFRECTION
PROCEDURE The idea of making use of thawVERTIBILITY TEST has originally appeared in Ref. [KKMV09]
when achieving perfect completeness in quantum multigranteractive proofs. From another viewpoint, the
modification here may be considered as applying the “haltécbnique” in Ref.[[KKMV09] to the RFLECTION
PROCEDURE the technique originally used to reduce the number of toyn@lmost) half in quantum multi-prover
interactive proofs. We will take this view when analyzing goundness of this procedure in Propositian 30 below.
The procedure is summarized in Figlfe 7.

Proposition 29. Suppose that the Hermitian operatdf = A UTI,UA, has an eigenvalué /2. Then there
exists a quantum state given in Step 1 ofheDIFIED REFLECTION PROCEDURESuch that the procedure results
in acceptance with certainty.

Proof. The proof is almost straightforward. Let*) be an eigenvector o/ corresponding to its eigenvalug2,
and consider the case where the state*) is received imQ in Step 1.

If the REFLECTION TESTIs performed, this essentially simulates the originaFRECTION PROCEDUREWith
its received state being*). As in the case of Propositidn]17, the procedure resultsdie@ance with certainty in
this case.

On the other hand, if theNNERTIBILITY TEST is performed, this produces the stéfélU|*) = |¢*) when
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entering Step 3.2. Ag)*) is an eigenvector al/ with its corresponding eigenvalug'2, it holds that
Aglyp*) =280 M |y)") = 2MY7) = [¢7),

and thus, Step 3.2 results in acceptance with certainty.
Hence, given the stat&|¢)*) in Step 1, the procedure results in acceptance with ceytaamd the claim
follows. O

Proposition 30. For any ¢ € (0, %], suppose that none of the eigenvalues of the Hermitian epera
tor M = AgU'TI UA is in the interval (3 — e, +¢). Then, for any quantum state given in Step 1 of the
MODIFIED REFLECTION PROCEDURE the procedure results in rejection with probability at $&a”.

Proof. The proof is similar to the proofs of Lemmas 4.1 and 5.1 in RKMV09]. Let |¢)) be any state received
in Q in Step 1. Denote the unitary transformatiGin(—IIy + II;) by V, and let

) = AV ) 18) = AU 1)
ALV | AoUT )]
Then
AV} = ;W\VTAWW\ = F(la)(al, V) @|VT) = F(VTa)(alV, [4) @),

Ay

and thus, the probability; of acceptance when theeRLECTION TESTIs performed is given by

p1 = F(Vi|a)(alV; [) (@) *.

Similarly, the probabilityp, of acceptance when th&@VERTIBILITY TESTIs performed is given by
P = F(UIBYBIUT, 1) (w])*.
Hence, the probability,.. of acceptance when the received state in Step 1jyas given by
1 1 t 2 t 2
Pace = 501 +2) = 5 (F(VHa) @IV, [0) () + F(UIB) B, L) ).
It follows from Lemmd¥ that
1 i t 1 tyt
Pace < 5 (1+ F(Va)(alV.U18)(81U") ) = 5 (1+ F(la)al, vUIB)(BIUTVT) ).
Now notice that3) is a state inXj, and thus,
IAVUIB)? < 1 - 4e?,

since | AoV U|B)||? > 4% from the analysis on the EELECTION PROCEDUREIN the proof of Proposition_18.
Hence, using\ |a) = |a),

F(la)al, VUIBYBIUTVT) = [(alVU|B)| = [(alA1VU|B)] < [[AVUIB)|| < V1 —4e2,

and thus,
I V1—4e2 1 1-—2¢2
<4 X " <z =1-¢&%
Pace S gt —H— =5+ c
Therefore, the procedure results in rejection with prolitglit leasts2, as claimed. O
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7.2 Perfectly Rewindable QIPs

Here we introduce the notion gierfectly rewindableIP systems. The concept of perfectly rewindable systems
was originally introduced for quantum multi-prover intetige proofs in Ref.[[KKMVQ09], and the notion here is
the single-prover version of it as a special case.

Definition 31. Given a polynomially bounded functiom: Z*+ — N and a functions: Z* — [0,1] satisfying

5 < % a promise probleml = {Ay.s, An,} has a perfectly rewindable-message quantum interactive proof sys-
tem with soundness iff there exists anm-message polynomial-time quantum verifiérsuch that, for every
input z:

(Perfect Rewindability) ifr € Ay, there exists am-message quantum provéYsuch that the maximum prob-
ability that V' accepts: when communicating witlP is exactly1/2, where the maximum is taken over all
possible initial stateg,. of P,

(Soundness) it € A,,, for anym-message quantum provef and any initial state/, of P’ prepared) accepts
x with probability at mosk(|x|).

Note that in the perfect rewindability property we first fixettransformations of the prover, and then maximize
over all legal initial states, which hence have a fixed dinmnsWe first show how to modify any general QIP
system to a perfectly rewindable one without changing thaber of messages.

Lemma 32. Letm: ZT — N be a polynomially bounded function and tets: Z* — [0, 1] be polynomial-time
computable functions satisfying— s > 1/p for some polynomially bounded functipn Z* — N. Then, any
promise problemA = (Ay., Ano) in QIP(m, ¢, s) has a perfectly rewindable:-message quantum interactive
proof system with soundne$s- <=.

Proof. Let A = (Ayes, Ano) be a problem inQIP(m,c,s) and letV be the corresponding:-message quan-
tum verifier. We first modiny to obtain anothemm-message quantum verifiéf’ that witnesses the inclu-
sion 4 € QIP(m, 1 + <=, 1 — <=). This can be done via a standard technique as follows. Fir@uti. The
new verifier?”’ behaves m a manner exactly samé&agxcept for the acceptance conditionc(fz|) + s(|z|) > 1,
V' accepts with probabilitym when the final state in the system would mdKeaccept (and reject

otherwise). ThusV’ acceptsz € Ays With probability at Ieast% F(1+ %) while ac-
ceptsz € Ay, with probability at most% =4(1- %) Similarly, if ¢(|z]) + s(|]z]) < 1, let-

ting e(|z|) =1 — ¢(|z]) and6(|z|) = 1 — s(|z]), V' rejects with probabilitya(m)id('x') = 2_C(|x5_s(|x|) when
the final state in the system would maKereject (and accept otherwise). Thus, rejectsz € Ayes With prob-

ability at most% T(1- %) 1(1- %) while V' rejectsz € Ay, with prob-

( )
ability at Ieast% s(1+ %) (1 + 52 C|m||z |m||m| . Taking it into account that, with a
glven finite-size gate set avallable for the verlfler it maot Le p035|ble to accept with probability exactly
W in the case:(|z|) + s(|z|) > 1, or to reject with probability exactl,mxl)”('x') 2_C(|x6_s(|x|) in the
caser(|z|) + s(Jz|) < 1, we actually consider another verifigt’ who approximately performs the transformations
of V"’ with sufficient accuracy, where the transformation¥6fare exactly implementable with the given finite-size

gate set available for the verifier. As batfiz|) + s(|z|) and2 — ¢(|z|) — s(|z|) are at mose — %, the bounds

obtained above are sufficient to claim that themessage system with the verifigt’ has completenes§;+ =
and soundness — <%,

The rest of the proof is essentially the same as the proof wirha 3.2 in Ref.[[KKMV09]. We further modify
V" to construct anothem-message quantum verifigér for a perfectly rewindable proof system fdr The new
verifier W prepares a single-qubit regist@rn addition to the registey which corresponds to the space used by
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V”. The qubit inB is initialized to|0). W behaves exactly in the same manneVdsoes, except that, in addition
to all actionsV” would do,W also send$ to the prover in the last message from the verifier and res@&veom
the prover in the last message from the prover. As for the feaision,)¥ accepts if and only if the content df
would makeV” acceptand B containsl. Notice thati¥” accepts only ifi””” would accept, and thus, the soundness
is obviously at mos§ + <.

For perfect rewindability, we slightly modify the protocof the honest prover in the casec A,. Given
a protocol of the honest prove? in the system withl”” and an initial statéi);,;;) in the system withi’” that
achieves the maximal acceptance probabijlity, whenV” communicating with this?, we construct a protocol
of the honest provef) in the system witHV as follows. Q) uses|yi,;;) as the initial state and behaves exactly in
the same manner d3 does, except that, upon receiving the last message Wor® applies to the qubit i the
one-qubit unitary transformatioli satisfying

1 1
U:[0) = 4/1— 0) + 1),
| > 2pmax| > 2pmax| >

in addition to all what the originaP would do. From the construction it is obvious that the maxmaccepting
probability of W when communicating witld) is exactly equal tc% and that this maximum is achieved whén
uses|yinit) as the initial state. Finally, as the transformationsi/df are exactly implementable with the given
finite-size gate set available for the verifier, so are thestiarmations oV O

Remark.In fact, in Lemma_3R, it is sufficient for the claim that the éionsc ands satisfyc — s > 27P for some
polynomially bounded functiop: Z* — N.

7.3 Proofs of Theorem$ 25 and 26

Now we are ready to show Theorefms 25 26. First we prover@imé@d6, assuming that is an odd-valued
function andm > 3. The case of generah is proved in the same manner as this special case, excegh¢hat
number of messages increases by one whélr|) is even, which gives Theorem]25.

Proof of Theorerh 26As m is an odd-valued function and: > 3, there is a polynomially bounded func-
tion r: Z* — N such thatm = 2r + 1. Let A = (Ayes, Ano) be inQIP(2r +1,¢,s). Then from Lemma 32,
A has a perfectly rewindabl@r + 1)-message quantum interactive proof system with sound@esﬁ—s. Let
V' be the verifier of this perfectly rewindab{@r + 1)-message quantum interactive proof system. We construct
another(2r + 1)-message quantum verifiér of a new quantum interactive proof system fbr

Fix an inputz. LetV be the quantum register consisting of private qubits usetthéyriginal verifierl”, and
let M be the quantum register consisting of qubits used for conmeatians in the original proof system. L&}, ;
be thejth transformation oi/, for eachj € {1,...,r(|z|) + 1}, acting over(V, M). The new verifiedl” uses the
same register¥ andM as the original verifiet/. W first receives the two registeké and M, expecting that the
state in(V, M) forms whatV would have after the last message from a prover had beerveecki the original
proof systemW then performs one of the two tests, calleBFRECTION TESTand INVERTIBILITY TEST, chosen
uniformly at random. In the RFLECTION TEST, W first performs a phase-flip if the state (W, M) would cause
V' to accept when the last transformatigp,. .+ of V' was performed, and then moves to a backward simulation
of the original system.W accepts when the backward simulatidaes notproduce a legal initial state of the
original system. In theNVERTIBILITY TEST, W just immediately moves to a backward simulation of the oagi
system. This timeJ¥/ accepts when the backward simulatidoesproduce a legal initial state of the original
system. The exact protocol is described in Figure 8. Notie¢ the number of messages in this system is indeed
I1+1+4+2(r(Jz)) = 1) + 1 =2r(z|) + 1 = m(|z|).

For the completeness, suppose tha in Ay..

As the original system was perfectly rewindable, theretexag2r + 1)-message quantum provér in the
original system such that the maximum probability thaacceptst when communicating with thi® is exactly
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Verifier's Protocol for Achieving Perfect Completeness (Od-Number-Message Case)
1. Receive guantum registeévsandM.

2. Choosé € {0, 1} uniformly at random. IH = 0, move to the RFLECTION TESTdescribed in Stelp 3, while
if b = 1, move to the NVERTIBILITY TEST described in Stepl 4.

3. (REFLECTION TEST)

3.1 Apply V, (j«|)+1 to the state iV, M). Perform a phase-flip (i.e., multiply1 in phase) if the content
of (V, M) corresponds to an accepting state of the original systeanyAVi;f’r('xl) L to the state in
(V,M), and sendM to the prover.

3.2 Forj = r(]z|) down to2, do the following:

ReceiveM from the prover. AppIWJ ; to the state iV, M), and send\ to the prover.

3.3 ReceiveM from the prover. Apple,l to the state irfV, M). Reject if all the qubits itV are in state0),
and accept otherwise.

4. (INVERTIBILITY TEST)

4.1 SenadM to the prover.
4.2 Forj = r(|z|) down to2, do the following:
ReceiveM from the prover. ApplWi ;to the state iV, M), and sendV to the prover.

4.3 ReceiveM from the prover. AppIyVi1 to the state iV, M). Accept if all the qubits inv are in
state|0), and reject otherwise.

Figure 8: Verifier's protocol for achieving perfect comgleess withm = 2r + 1.

1/2, where the maximum is taken over all possible initial stateB. Let P be the quantum register consisting of
the private qubits of thi$, and letP, ; be thejth transformation of?, for eachj € {1,...,r(|z|) 4+ 1}, acting
over (M, P). Let|%) be an optimal initial state iM, P) with which P achieves the accepting probability2
(note thatP possesses the message regibteat the beginning of the protocol, and that there always &xist
optimal initial state that is pure).

Denote the Hilbert spaces associated withiv, andP by V, M, andP, respectively. Since the first action is
done byP in this original proof system, one can assume without loggeokrality thatP, | = Iyvep (i.€., the first
transformation ofP? may be regarded as a part of preparing the initial state)ingatkis into account, define the
unitary transformatiord),. acting over(V, M, P) by

Qr = (Var(lz)+1 @ 1) (v @ Pop(ap+1) - (Vaz ® Ip) (Iv ® Pr2) (Ve @ Ip),
and further define the Hermitian matrid,, by
Mx - HinithHacchHinita

wherell;,;; is the projection onto the subspace spanned by states imahithe qubits inV are in statg0), and
IL... is that onto the subspace spanned by accepting states ofigfreabsystem. Then the quantum stégé )
in (V, M, P) defined ag¢;) = [0)v ® [¢})wm,p) is the eigenvector of/, with its corresponding eigenvalug'2,
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since

1
Mx = Mo Q2(]0) ® 2:Haccx0® :; 2 = :;M:c;:_
e (GIMel) = max [MaceQe(0) © [9) = MaceQe(10) © WD = (851Ma163) = 5
Now, with a (2r + 1)-message quantum proveR in the constructed system who prepares the
state |f;>:(VJT(‘:E‘)+1®IP)QE|¢;> in (V,M,P) as an initial state and applies, 1 = Imgp and

Ry j = Py (a))—j+3 for eachj € {2,...,r(|z|) + 1}, the constructed protocol may be viewed as performing the

MoDIFIED REFLECTION PROCEDUREWiIth its underlying quantum regist& = (V, M, P), unitary transformation

_ (T
U= (V. (aps1 ® IP) Qu;
and projection operators
Ag = i,
o = (V, eps1 ® IP) ace (Ve r(lay 41 © Ip).
As the associated Hermitian operator
M = AOU*]LTIOUVAO - HinitQLHacchHinit - M:c

has an eigenvaluel/2 with its corresponding eigenvectol¢;) = [O)v @ [¢3)m,py, from Propo-
sition [29, the protocol results in acceptance with cenainith this prover R and the initial
state|¢r) = (sz,r(|m|)+1 ® Ip)Qq|¢%) = Ulgs), which shows the perfect completeness.

Now for the soundness, suppose thas in A,,.

Let R be any(2r + 1)-message quantum prover of the constructed system, aRddetthe quantum register
consisting of the private qubits @t. Suppose thak applies the unitary transformatid®, ; to the state ir{M, R)
as thejth transformation oR, for eachj € {1,...,r(|z|) + 1}.

Define the unitary transformatia@, acting over(V, M, R) by

Qe = (Vau(al)+1 @ Ir) (Iv ® ng) o (Ve @ Ir) (Iy @ R;rc,r(|50|)+l) (Vo1 ® Ig),

whereR is the Hilbert space associated with the regiferThen the constructed protocol may be viewed as
performing the MODIFIED REFLECTION PROCEDUREWith its underlying quantum regist& = (V, M, R), unitary
transformation

_ (yT
U= (Vx,r(|m|)+1 ® IR)QU’U’
and projection operators

Ag = init,
o = (V) s @ TR) Hace (Vo (aly 1 © ).

z,r

The associated Hermitian operator of thi®MFIED REFLECTION PROCEDUREIS given by
Mx = AOUYTI_[OUYAO = HinitQ;TgHacchHinit'

Consider the following 2r + 1)-message quantum prové¥ in the original system?’ usesR as a register con-
sisting of his/her private qubits, and applieg s as his/her first transformation, arﬂi r(l)—j+3 O his/her;jth
transformation, forj € {2,...,7(|z|) + 1}. Then, from the soundness property of the original systeammatter

which stateP’ initially prepares, the accepting probability is at mést M, which implies that all the
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eigenvalues ofl/, is at most — w Hence, from Proposition 80, the constructed protocolltesa
rejection with probability at lea (‘x‘)zg(‘x‘)ﬁ, which ensures the soundnéss %
Finally, the protocol given in Figurd 8 slightly deviatesin the standard form of quantum interactive proof
systems in that the length of the first message from a provdifferent from the lengths of other messages,
which may be easily modified into a standard-form system lilaat exactly the same number of messages and

completeness and soundness parameters. O

Now we prove Theorem 25. The proof is essentially the samieeaprbof of Theorerh 26, and we analyze the
case where the number of messages is even.

Proof of Theorerh 25Let A = (Aycs, Ano) be INQIP(m, ¢, s). Then from Lemma 324 has a perfectly rewind-
ablem-message quantum interactive proof system with sound§1es§2—3. Let V' be the verifier of this perfectly
rewindablem-message quantum interactive proof system. We construghan 1)-message quantum verifiér’
of a new quantum interactive proof system fbr The construction is essentially the same as that in thef mfoo
Theoreni 2b.

Fix an inputz. Suppose thai:(|z|) > 2 is even, and writen(|x|) = 2r(|z|) for somer(|x|) € N (the proof of
TheoreniZb already shows the case wheféx|) is odd). The exact protocol is described in Figure 9, wheee th
only difference from the protocol in Figuké 8 lies in the caiwth of judging whether the state is initialized or not
—now a state is a legal initial state only when all the quisitath ofV andM must be in staté)). Notice that the
number of messages in this system is indeedl + 2(r(|z|) — 1) + 1 = 2r(|z|) + 1 = m(|z|) + 1.

The analysis on this protocol is essentially the same asrthiaé proof of Theorern 26, and is omitted. O

7.4 Cases with Quantum Multi-Prover Interactive Proofs

With essentially the same arguments discussed in thisoseatie can show similar properties even for quantum
multi-prover interactive proof systems. The model of quaminulti-prover interactive proofs we use is that in the
most general setting (i.e., both of a verifier and proversqusetum computation and communications, and provers
can share arbitrary entanglement of arbitrarily large)sitet QMIP(k, m, c, s) be the class of problems having
m-turn quantunk-prover interactive proof systems with completeneasd soundness See Ref[[KKMVQ09] for
rigorous definitions of the quantum multi-prover model aeguiting complexity classes. Here we give only the
statements of theorems, as proofs of those theorems argtiebgesame as Theoreris]25 dnd 26. Note that these
theorems give a more communication-efficient way of achig\perfect completeness in quantum multi-prover
interactive proofs than the original method presented ifh [R&KMVQ9], where the number of turns increases by
a factor of three.

Theorem 33. For any polynomially bounded functioris m: Z* — N and polynomial-time computable func-
tionsc, s: ZT — [0, 1] satisfyingm > 2 andc — s > 1/p for some polynomially bounded functipn Z*+ — N,

R
QMIP(K,m, ¢,5) € QMIP (k,m +1,1,1 - %)

Theorem 34. For any polynomially bounded functioh: Z™ — N, polynomially bounded odd-valued func-
tion m: Z* — 2N+ 1, and polynomial-time computable functiomss: Z* — [0,1] satisfying m > 3 and
¢ — s > 1/p for some polynomially bounded functipn Z*+ — N,

)2
QMIP(k, m, ¢,5) € QMIP (k,m, 1,1~ (c 168) ).

Remark. Similar to the single-prover case, in fact, it is sufficieat the claims in Theorenis B3 ahd] 34 that the
functionsc ands satisfyc — s > 277 for some polynomially bounded functign Z* — N.
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Verifier's Protocol for Achieving Perfect Completeness (Een-Number-Message Case)
1. Receive guantum registeévsandM.

2. Choosé € {0, 1} uniformly at random. IH = 0, move to the RFLECTION TESTdescribed in Stelp 3, while
if b = 1, move to the NVERTIBILITY TEST described in Stepl 4.

3. (REFLECTION TEST)

3.1 Apply V, (j«|)+1 to the state iV, M). Perform a phase-flip (i.e., multiply1 in phase) if the content
of (V, M) corresponds to an accepting state of the original systeanyAizi;r(WH to the state in
(V,M), and sendM to the prover.

3.2 Forj = r(]z|) down to2, do the following:
ReceiveM from the prover. AppIWJ ; to the state iV, M), and send\ to the prover.

3.3 ReceiveM from the prover. AppIyVaj,1 to the state iV, M). Reject if all the qubits iV, M) are in
state|0), and accept otherwise.

4. (INVERTIBILITY TEST)

4.1 SenadM to the prover.
4.2 Forj = r(|z|) down to2, do the following:
ReceiveM from the prover. ApplWi ;to the state iV, M), and sendV to the prover.

4.3 ReceiveM from the prover. Apply(/;1 to the state iV, M). Accept if all the qubits iV, M) are in
state|0), and reject otherwise.

Figure 9: Verifier's protocol for achieving perfect comgleess withm(|z|) = 2r(|z]).
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