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Abstract—We determine the capacity of the classical compound bound of the capacity without CSI. In this channel model the
quantum wiretapper channel with channel state information wiretapper uses classical quantum channels.
at the transmitter. Moreover we derive a lower bound on the In Section[I¥ we derive the capacity of the classical

capacity of this channel without channel state informationand t d wiret h | with CSL. In thi del
determine the capacity of the classical quantum compound quantum compound wirétap channel wi - In this mode

wiretap channel with channel state information at the transmitter. ~ PoOth the receiver and the wiretapper use classical quantum
channels, and the set of the states can be both finite or @finit

Here we will use an idea which is similar to the one used in
I. INTRODUCTION 2l

The compound channel models transmission over a channeél
that may take a number of states, its capacity was determined !l. CLASSICAL COMPOUND WIRETAP CHANNELS
by [6]. A compound channel with an eavesdropper is called aLet 4,B, and C' be finite sets,P(A), P(B), and P(C)
compound wiretap channel. It is defined as a family of paitge the sets of probability distributions od, B and C,
of channels{(W;,V;) : t = 1,---, T} with common input respectively. Let) := {1,---,T}. For everyt € 6 let W, be a
alphabet and possibly different output alphabets, commget channeld — P(B) andV; be a channed — P(C). We call
sender with two receivers, one legal and one wiretappenavhéV,, W;);co a compound wiretap channé¥’* and V,* stand
t is called a state of the channel p&ai#’;, V;). The legitimate for the n-th memoryless extensions of stochastic matridés
receiver accesses the output of the first chamiigin the pair andV;.
(W, V2), and the wiretapper observes the output of the secondHere the first family represents the communication link to
partV; in the pair(Ws, V;), respectively, when a statgoverns the legitimate receiver while the output of the latter is end
the channel. A code for the channel conveys informationéo tigontrol of the wiretapper.
legal receiver such that the wiretapper knows nothing atteut Let X be a discrete random variable on a finite set
transmitted information. This is a generalization of Wyser {xy,--- x,,}, with probability distribution functionp; :=
wiretap channel [15] to the case of multiple channel states.Pr(z;) fori = 1,--- ,n, then the Shannon entropy is defined
We will be dealing with two communication scenarios. Ias

the first one only the transmitter is informed about the index H(X) = zn: oo

t (channel state information (CSI) at the transmitter), ahil i lpl 8Pi -

. e . . 1=

in the second, the legitimate users have no information abou , . . ,
that index at all (no CSI) Let X be a discrete random variable on a finite etvith

The compound wiretap channels were recently introducBEPPability distribution functionPy, let Y be a discrete
in [9]. A upper bound on the capacity under the condition th&gndom variable on a finite sg} with probability distribution
the average error goes to zero and the sender has no knowldHg&tion Py, and letPxy be their joint probability distribu-
about CSI is obtained. The result 61 [9] was improved(in [5]°N: then the mutual information betweéhandY  is defined
by using the stronger condition that the maximal error stioufS
go to zero. Furthermore, the secrecy capacity for the catke wi I(X,Y) = Z Py (2,y) log Pxy (7,y)

CSl was calculated. cetaey Px(z)Py(y) -
This paper is organized as follows.

! . Let N(z|z™) be the number of occurrences of the symbath
In Section[Il we present some known results for classwﬁ,iE (z]") y

d wiret h | which i ¢ pae sequenc& ™. For a probability distributior® € P(A) and
compound wiretap channet which we will use for our resuft’s > 0 let typical sequences and conditional typical sequence

proof. _ :
In Section[ll we derive the capacity of the classica e defined as :
compound quantum wiretap channel with CSI and give a lower = (2" € A" : N(z|a") = nP(z)Vz € A},
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Tﬁ(g = {In c A"
[N (z|z™) — nP(x)| < §y/nP(x)(1 — P(z))Va € A} .

An (n,J,)
nel (V;,W;)ico consists of stochastic encodersE} :

{1,---,J,} = P(A™) and a collection of mutually disjoint

sets{D, c B":j e {1,---,J,}} (decoding sets).

In view of (8), one has (se&l[5])

the largest achievable rate, called capacity, of the comgou
wiretap channel with CSI at the transmitt€g cs;z, is given
code for the compound wiretap chanby

I(V,B) = I(V,Z)) ,  (6)

Cs,csr = min max
ted V—A—(BZ):

A non-negative numbeR is an achievable secrecy rate foWwhere B; are the resulting random variables at the output of

the compound wiretap chann@l;, V;) in the case with CSI
if there is a collection ofn, J,,) codes({E; : t € 6},{D; :
j=1,---,J,}) such that

1
liminf —log J, > R,

n—oo n

> E(a")WHDSe") =0, (1)

zZneAn

lim max max
n—oo tef je{l,--,J,}

lim max I(J;Z) =0,

n—oo teh

)

legal receiver channel%; are the resulting random variables
at the output of wiretap channels.
Analogously, in case without CSI, the idea is similar to the

prlel)if gn e T
case with CSI: Lep/(z") := { P"(75's) pd
0 else

and X" = {Xji}ieq1, . J010e{1,-.L,y DE @ family of
random matrices whose components are i.i.d. according. to
For anyw > 0, define

J’n. = LG(mintEO(I(Pth)—%logLn)_MJ ’

where J is an uniformly distributed random variable withwhere: is a positive constant which does not depend;jot)

value in{1,---,J,}, andZ are the resulting random vari-

ables at the output of wiretap chann&ls.

and can be arbitrarily small when goes to0, then there are
such{D;:j=1,---,J,} that for allt € 6

A non-negative numbeR is an achievable secrecy rate for

the compound wiretap channélV;, V;) in the case without
CsSl if there is a collection ofn, J,,) codes(E,{D; : j =
1,---,J,}) such that

1
liminf —log J, > R,

n—oo 1N

> E@"|jWi(Dilz") =0, (3)

T EA™

lim max max
n—oo teh je{l,-,J,}

lim max I(J; Z]') =0 .

n—oo teh

(4)

Remark 1:A weaker and widely used security crite-
rion is obtained if we replace[](2), respectiveld (4), with

lim,, s oo MaXch %I(J; ZM =0.
py(@")
P (T )
O L]
and X .= {X;fl)}je{l____,Jn}yle{l_,___yLn,t} be a family of
random matrices whose entries are i.i.d. according;to
It was shown inl[[5] that for anw > 0, if we set

i n n
|f T e 7;%75

In case with CSI, lep; (z™) :=
else

J, = L2n(mintee(l(pt,Vt — 21 log Ln,t)—HJ
1

wherey is a positive constant which does not dependjph
and can be arbitrarily small when goes to0, then there are
such{D;:j=1,---,J,} that for allt € 6

J. Lyt

= 1 : 1 mn C t) —nw

Pr|y - 3 Wi (D[ X)) > VTammer?
j=1“" =1 7™

<\T2 /2 (5)

Since here only the error of the legitimate receiver is aredy
so for the result above just the chann&ls but not those of
the wiretapper, are regarded.

J L
n 1 n 1
P =N — WD (X)X, T2 "w/2
T ; Jn ; Ln t ( .7( ) | .77l) > \/—
< VT2 7

Using [7) one can obtain (s€€ [5]) that the secrecy capatity o
the compound wiretap channel without CSI at the transmitter
Cs is lower bounded as follows,

Cs> max (minl(V,By;) (8)

—max I(V, Z;)) .
V—A—(BZ); teb teod

I11. CLASSICAL COMPOUND QUANTUM WIRETAP
CHANNELS

Let A and B be finite sets, and Ie be a finite-dimensional
complex Hilbert space. LeP(A) and P(B) be the sets of
probability distributions oM and B respectively, an& (H) be
the space of self-adjoint, positive-semidefinite boundieellr
operators with tracd on H. Let§ := {1,---,7T} and for
everyt € 6 let W; be a channeld — P(B) andV; be a
classical quantum channel, i.e., a map— S(H): A>3z —
Vi(x) € H. We define(V;, W;);co as a classical compound
guantum wiretap channel. Associateltpis the channel map
on n-blockV,®": A" — S(H®") with V2" (z") := Vi(z1) ®

For a statep, the von Neumann entropy is defined as

S(p) == —tr(plogp) .

Let P be a probability distribution over a finite set, and
o .= {p(x) : x € J} be a set of states labeled by elements of
J. Then the Holevoy quantity is defined as

\(P,®) = 5 <Z P(sc)p(:c))

xeJ

— > P)S (p(x)) .

xzeJ



An (n, J,) code for the classical compound quantum wire- tr (I, q) < onS(p)+Kdavn (12)
tap channe(V;, W;):co consists of stochastic encod€iE} :
{1,---,J,} — P(A™) and a collection of mutually disjoint Mpo-p®" Tpa

sets{D; C B" :j € {1, , Ju}} (decoding sets). wherea := #{ A}, andK is a constant which is in polynomial
A non-negative numbeR is an achievable secrecy rate for rder ofn.

the classical compound quantum wiretap charife, W)tee For P € P(A), « > 0 andz™ € T2 there exists an orthog-

W|th CSl if there is an(n, J,,) code({E; : t € 6},{D; : . " i o
")) such that onal subspace projectdfy , (z™) commuting withV, 5" and

< 2—nS(p)+Kdo¢\/ﬁHp.a , (13)

satisfying:
hmlnf logJ, > R,
n—oo & tr (V®H(IH)HV7Q($n)) Z 1 — a—;l y (14)
«
lim max max E (" |j )W (DS|2™) =0,
n—oo teh je{l,- ,J,} w’;" t( |j) t ( J| ) tr (HVQ((En)) < 2nS(V\P)+Kada\/ﬁ , (15)
lim maxx(J; Z2") =0,
n—oo tef My o (z™) - V®n($n) 'HV,a(xn)
where J is an uniformly distributed random variable with < 9 nS(VIP)+Kadayayy,, () (16)
value in{1,---,J,}. Z; are the sets of states such that the - o '
wiretapper will get. Ve (5" . IT >1_9 17
A non-negative numbeR is an achievable secrecy rate for tr( (") - Pv,a\/ﬁ) =T a2 17

the classical compound quantum wiretap charfiél, ‘/t)teg
W|th0ut CSl if there is an J,) code (E,{D,
,Jn}) such that

wherea := #{A}, d := dim H, and K is a constant which
is in polynomial order ofn (see [13]).

Let
lnuf - log > R. ") = Ty gl o (27) V" () Iy, o (@)1
Qi(2") : PV ayallvea(z”) V" (@) My, o (2" ) py, oya
li E( ™| )WH(DS)z™) =0,
e, 5 BOTDWE O o
o wherea will be defined later.
nlggo T&XX(J' 27" =0. Lemma 1 (see [14])Let p be a state and be a positive

Theorem 1:The largest achievable rate (secrecy capa@Perator withX <d (the identity matrix) and — tr(pX) <
ity) of the classical compound quantum wiretap channé|< 1. Then
(Wi, Vi)ieo in the case with CSICs cs; at the transmitter lp— VXpVX| < V8X. (18)
is given by
. With the LemmdL,[(11)[(17), and the fact tHafy, , z
Cs.csr = yrry Pﬁﬁli’étzt(l(P’ By) =x(P,Z)) . (9) andTly, ,(z") are both projection matrices, for anyand ="

Respectively, in the case without CSI, the secrecy capamﬁityit holds:

the classical compound quantum wiretap char{iiél, V;).co n ®n/ n 8(ad + d)
Cys is lower bounded as follows 1Qe(2") = Vi (&™) < o . (19)
Cs > max (mm I(P,B;) — max x(P,Zy)), (10)  We setO, := aneﬂ "V (z™)Q¢(x™). For givenz™ and

P—-A—BZ; teh

where B, are the resulting random variables at the output ?Ee

legal receiver channels, arif} are the resulting random states _ o . .
at the output of wiretap channels. Lemma 2 (se€e [3]).Let V be a finite dimensional Hilbert

Proof: 1) Lower bound space, X1, -+, X be a sequence of i.i.d. random variables

Letp}, X, andD; be defined like in classical case. Theivith values inS(V) such thatX; < p -idy for all i €
G) still holds since the sender transmits through a classidl. -+, L}, ande €]0,1[. Let p be a probability distribution

channel to the legitimate receiver. We abbrevisite= {X () : on {X1, ,Xr}op = 2 p(Xi)X; be the expected value
t € 0}. of X, and H’ be the projector onto the subspace spanned

i , by the elgenvectors of whose corresponding eigenvalues are
(Analogously, in the case without CSI, Igt X™ and D, greater than-2_, then

(2™]©¢]2™) is the exptected value g&"|Q:(z™)|z™) under
conditionz™ € 7,7 5.

dim V'’
be defined like in classical case, thénh (7) still ho)ds. L
For p € S(H) and o > 0 there exists an orthogonal <|L_1ZX1' =1, 5 p 10,5 > 6)
subspace projectdi, , commuting withp®" and satisfying i=1 2)
€
d 2 - (di L . 20
(P M) = 1= 5 (11) ( 1mv)eXp< 21n2(dimV)u> (20)



Let V be the image oflp,, 5. By (I2), we have Let L, , = 2"(x(’:Z0)+20) andn be large enough, then by

(22) for all j it holds
dimV < 2nS(P)+Kdo¢\/ﬁ )

- (t _ong
Furthermore Pr ||Z " Qt X;1) =6 >e] <exp(—2") (23)
Q¢(z") and
= lpy, avallv,a(z™) - VE (") - Ty, o (") py, 0va
< 2_n(S(Vt‘P)-’_Kada\/ﬁ)HPVt,a\/EHVt,a(xn)HPw,a\/E Pr ”Z TQt gl @tH S eVt

< 27n-S(Vt\P)+Kada\/ﬁ . HPV aa
= ts

idy . (21) —1-Pr U{HZ —Qt X[ -6 > ¢}

The first inequality follows from[(16). The second inequalit M
holds becausély, , andIlpy, .,z are projection matrices. > 1—Texp(-2")

The third inequality holds becaudgpy, .z is a projection >1-27", (24)
matrix onto).

< 27n-S(Vt\P)+Kada\/ﬁ

where v is some positive suitable constant which does not

Thus, by [20) and(21) depend onj andt.
L.t ) Analogously, in the case without CSI, lef,, =
Pr IIZ L—Qt — Mg, \O:lg, |l > 3¢ gnmax:(x(P.Z1)+9) andn be large enough, then we can find

some positive constant so that
<9. 2n( (P)+Kday/an)

2 —nv
cexp( =Ly = X . 2n(S(VAIP)=S(P))+Kdaya(va=1) <”Z 7. @X50) — O[> e Vt) -2 (25)
" 8In2
= 2. US(P)+Kday/an) for all j.)
2
- exp (—Lnyte—)\ - 2”(X(P=Zf))+Kd°‘ﬁ(\/51)) . Remark 2:Since exp—2"¢) converges to zero double ex-
8In2 ponentially faster, the inequality_(24) remains true eveff i
the equality in the last line holds since depends om and is exponentially large over, i.e., we can
still achieve exponentially small error.
S(P) = S(Vi|P) From [B) and[(24), it follows: For any > 0, if n is large

enough then the event
=9 ZP Z V®"(X(t)) s
" N Z ZL Wi (D5(X)|X7) <

_ ®n (t) t j=1 n
ZP (Z n" V (X )> Lot
:X(P Zy) . n ﬂ HZ L—Qt X(t) — 0O <eVt

i —
Notice that||©, — IT, ,O,II5, || < A. Let A := fe andn  has a posmve probab|I|ty This means that we can find a

large enough then realizationz tl) of X ) with a positive probability such that

. for all t € 9, we have
n,t

Ly,
Pr HZ L @tH > € Zl Z _Wn Dc (t))
j n,t

<2. 2n(S(P)+Kdo¢\/ﬁ)

3 and
. — _° . on(—x(PZi))+Kdayn(va-1)
eXp< Ln,t161n2 2 ) H L Qt @tH <€Vj
< eXp(—Ln,t . 27H(X(P7Zt)+c)) , 22) Z

For any~ > 0 let
where ¢ is some suitable positive constant, which does not .
depend ory, ¢, and can be arbitrarily small whengoes to0. R:= e P e (L(P, Be) = x(P, Z1) +



then we have

lim 1nf — log Jn > R, (26)
n—r oo
m 0 jerttiy %n Ex(e"7)Wi (Djle") =0,
(27)

whereE, is the random output oﬁX;fl))l.

Choose a sufficiently large but fixed in (I9) so that for
all j it holds [|V;®"(z)) — Q¢(z{))|l < € . In this case, for
any givenj’ € {1,---,J,} we have

Lot
HZ L w2l - o
Ln,; Lyt
<1 V) - Y @)
=1 ’ =1 ’
Lyt
+ ||Z IQt — 64|
< Z 7||v®" )= Qi)
L(t) |
+ ||Z KQt — O
< 26 (28)

and || E; Zl 1 I, tV ( )
distribution umformly dlstrlbuted oAdl,-

O, < e for any probability
It

Lemma 3 (Fannes inequality [14])tet X and Q) be two
states in ad-dimensional complex Hilbert space afj& —
Y| <p< i then

|S(X) = S(Y)| < plogd — plog i . (29)

If J is a probability distribution uniformly distributed on
{1,-++,Jn}, then from the inequality (28) and Lemrhh 3 we

have
x(J; ZE™)
Lyt 1
n t
=5|E th(g (wﬁ?)
=1 ™
In Lyt 1
=2 TS | 30 v )
j=1 =1 "

<5 | E; Z—V®" ‘) -5s©]
L1900 - 3 0)3 z v ||
Jj=1 mt
< elogd—eloge
Ly,
‘o .
+|2J ) =5 | 37 Vi | ||
=1 """
< 3elogd— eloge — 2elog 2¢ . (30)
We have
lim max x(J; Z&™) = 0. (31)

n—oo teh

(Analogously, in the case without CSI, we can find a

realizationz?, of X ) with a positive probability such that:
For allt € 6, we have

JIn 1 L,
2T

j=1"°"

1

W (DS j) <.

=1

o
ZL— ZCJl @tHSEVJ
For any~y > 0 let

R =

max

poax (mln I(P,B;) — max x(P, Zt)> +7,

then we have

lim 1nf — logJ >R, (32)
n—oo
i e e, ) 3 B@DWE(Dfla") =
(33)

From ||Y5r, V2" (wj01) — O]l = 0 for n — 0 it follows

lim maxx(J; Z") =0,

n—oo tel

(34)

for any probability distributionJ uniformly distributed on
{1,---,J,} in the case without CS).

Combining [b) and[{31) (respectively {34)) we obtain

Cs,csr > min  max

t€0 V—oA—B.Z t( (V. By)

-x(V,Zy))



respectively lim r?%x — Z tr ( (1)) Dj) >1—-X,
n—oo S
> .
52 p B35, Hp 15 B — g B 20) | .
LI N T2 =0
2) Upper b(_)und for. case with CSI where.J is a uniformly distributed random variable with value
Considering(C,,) is a sequence dfr, J,,) code such that in {1,...,J,}, and Z, are the sets of states such that the

wiretapper will get.
SUp — Z Z (@ H)WP(DS|2"™) = €10, (35) Theorem 2:The largest achievable rate (secrecy capacity)
teo JIn of the classical quantum compound wiretap channel in the cas

j=lznecAm . . .
with CSl is given by
sup x(J; Z2") =: €2 (36) 1
teo CCSI = lim minmax—(x(P, Bz(?n) - X(Pa Zi?n))v (38)

n—oo tefd P, n
wherelim,, o €1., = 0 andlim,, . €z, = 0, J denotes the “

random variable which is uniformly distributed on the megsa Where B, are the resulting random states at the output of legal
set{1,...,J,}. receiver channels, arngi are the resulting random states at the
Let C(V;, W,) denote the secretey capacity of the wiretaputput of wiretap channels.

channel(V;, W;) in the sense of [13]. Chooséc 6 such that Proof: Our idea is to send the information in two parts,
C(Vy, Wy) = mingeg C(Vy, Wy). firstly, we send the state information with finite blocks oftén

It is well-known, in information theory, that even in theits with a codeC’; to the receiver, and then, dependingon
case without wiretapper (we have only one classical chani¢¢ send the message with a CO@& in the second part.
W), the capacity cannot exceé(l/; B,/)+¢ for any constant 1) Sending channel state information with finite bits
¢ > 0. So the capacity of a quantum wiretap char(fel, W) For the first part, we don’t require that the first part should
cannot be greater than be secure against the wiretapper, since we assume that the
wiretapper already has the full knowledge of the CSI.

I(J; By) +¢ By ignoring the security against the wiretapper, we have
< lim [I(J; By) = x(J; Z7M + €+ ean only to look at the compound chann@l;).cg. Let W =
< [I(J; By) — X(J; Zo)] + € (Wy): be an arbitrary compound classic_al quantum channel.
Then by [4], for each\ € (0, 1) the A-capacityC (W, ) equals
for anye > 0. .
Since we cannot exceed the secrecy capacity of the worst CW,A) = Hgf mgxx(pa We) . (39)

wiretap channel, we have If min, max, x(p, W:) > 0 holds, then the sender can build

Cs,csr <min - max (I(V.By) —x(V,Z)). (37) @ code(C; such that the CSI can be sent to the legal receiver

t€6 VoA—=BiZ, with a block with lengthl < mmm+ We need to
B do nothing because in this case the rlg%t hand sidé_df (38) is
zero.
IV. CLASSICAL QUANTUM COMPOUND WIRETAP Letc = 1—/\, then for any required upper bourd= 2-¢,
CHANNEL WITH CSI with given ¢ > 0, the sender can repeat sending this block

Let H be a finite-dimensional complex Hilbert spacel©8 ¢ - ¢’ times, and the legal receiver simply picks out the
Let S(H) be the space of self-adjoint, positive- -semidefinitatate that he receives most frequently to find owith a error

bounded linear operators dif with tracel. For everyt € 6 probability < 4. . o
let W, respectivelyV; be quantum channels, i.e., completely The first part is of lengtl - logc - ¢’ = O(1), which is
positive trace preserving mag& H) — S(H). negligible compared to the second part.

An (n,J,,\) code for the classical quantum compoun@) Message transformation when both the sender and the legal
wiretap channe(W,,V;).co consists of a family of vectors receiver Know CSI

w:={w():j=1,---,J,} C S(H®") and a collection If both the sender and the legal receiver have the full
of positive semi-definite operatof, : j € {1,---,J,}} C knowledge of, then we only have to look at the single wiretap
S(H®™) which is a partition of the identity, i.eE;’;l D; = channel(W:, V;).
idgen. In [7] and [€], it is shown that there exists dn, J,,, \)
A non-negative numbeR is an achievable secrecy rate focode for the quantum wiretap chanri@V, V) with
the classical quantum compound wiretap char{iiél, V;).co 1 @n @n
) . . ’ Jn = P,B®") — x(P, Z%™)) — ¢ , 40
with CSI if there is an(n, J,,, A) code ({w; := {w(j) : j} : °8 Hﬁ,&}f(){( )= x( ) —e (40)
t}.{D; : j}) such that for any ¢ > 0, where B is the resulting random variable at
1 the output of legal receiver’s channel ad@dthe output of the
liminf —log Jn = It , wiretap channel.



When the sender and the legal receiver both krpthey Thus if for everyt € § andn € N,
can build an(n, J,, +, A) codeC’ét) where

I(P,B®™) > I(P, Z&"
log Jy = max(x(V, BY") = x(V. ZF")) —e . (41) (BB 2 1P 27)

’ holds for all P € P(A) and {wi(j) : j = 1,---,Jn} C

Thus, S(H®™), we have

1
C > lim minmax —(x(P, B®") — x(P, Z®")) . (42
osr = I ey ax n(X( £") = x( ¢) - (42) Cosy = rtni(glrlxglax(x(P, B)) — x(P.Z))) .
S W

Remark 3:For the construction of the second part of our ]
code, we use random coding and request that the randomiza>° far, we assumed th|, the number of the channels, is
tion can be sent (se&l[7]). However, it is shown(ih [5] that the °°- Now we look at the case whefé| can be arbitrary.
randomizatipn could not qlways be sent if we require .that We Theorem 3:For an arbitrary sefl we have
use one unique code which is secure against the wiretapper

and suitable for every channel state, i.e., it does not dpan 1
y PO Cosr = lim inf max —(x(P, BE") — (P, Z5™)) . (44)

t. This is not a counterexample to our results above, neither t n—r00 t€0 Puwy T

the construction of®; nor to the construction af‘ét), because

of following facts. Proof: Let W : S(H) — S(H) be a linear map, then let
The first part of our code does not need to be secure. For

our second part, the legal transmitters can use the follpwin Wl := sup max (i ® W)(a)|;  (45)

strategy: At first they bulid a codéy, = (E,{D; : j = neNa€S(Cr®@H),|lal1=1

1,---,J,}) andacodey’ = (O {D\ :j=1,--- J,})

for every t € . If the sender wants to send the cswhere|| |, stands for the trace norm.

t" € 6 and the messagg, he encodes’ with E and j It is well known [11] that this norm is multiplicative, i.e.
with E(), then he sends both parts together through thiéV @ W'|o = [[W|o - [|W/]lo-

channel. After receiving both parts, the legal receiverodes A 7-net in the space of the completely positive trace
the f/irst part with{D; : j}, and chooses the right decodergreserving maps is a finite séw(k))le with the property
{Dj(.t) (it e {{Dj(.t) ijhite 9} to decode the second partthat for eachiV there is at least oné € {1,---, K} with

With this strategy, we can avoid using one unique code whidhV — W®) ||, < 7.
is suitable for every channel state. Lemma 4 {—net [10]): For an)g € (0,1] there is ar-
3) Upper bound net of quantum-channeléWt(k)) in the space of the
For anye > 0 chooset’ € @ such thatC(Vy,Wy) < . k=1 1
infyeo O(Vi, W,) + €. completely positive trace preserving maps with< (%)Qd ,
From [7] and [8], we know that the capacity of the quantutfyneréd = dim 1.
wiretap channe{IV,/, Vi/) cannot be greater than If |6 is arbitrary, then for anyt > 0 let 7 = —&—. By
) 1 on on Lemmal# there exists a finite sét with [¢'| < (2)?¢" and
nlggo ngf E(X(P’ By") = x(P, Z;™)) - T-nets (Wi ), cgrn (Vir)co SUCh that for every € 6 we can

find at’ € 0 with [|[W; — Wy ||, < 7and||V; — Vi, < 7.
#Rr everyt’ € ¢ the legal transmitters build a coc{ég(t/) =
{wy,{Dw; : j}}. Since by [7], the error of the cod@étl)
Cosr < lim minmaxl(x(P, B®™) — (P, Z2™)). (43) decreases exponentially to its length, we can findNan=

Since we cannot exceed the capacity of the worst wiret
channel, we have

n—oo tef Pw: N O(—1log&) such that for allt’ € ¢’ it holds
This together with[{42) completes the proof of Theofdnmme.
JN
Remark 4:1In [12], it is shown that if for a givert and an 1 QN ; _
i [12] 9 y E;tr (WEN (wy () Dy j) >1—A—€,  (46)
I(P,Bf") > I(P, Z;™)
holds for all P € P(A) and {w(j) : j = 1,--+,Jn} C x(J; Z3N) < ¢, (47)

S(H®™), then

1 Then, if the sender obtains the state informatitin, ‘he can

n=r00 Pows 1 send with finite bits ¢’” to the legal receiver in the first part,
’ i ) ;
= max(x(P, B;) — x(P, Z})) . and then they build a codé, ° that fulfills (48) and [(477) to
Pywy transmit the message.



For everyt’ andj let . (j) € H®" @ H®" be an arbitrary ~ By (48) and [[4®) it holds

)
purification of the statev,, (j). Then we have In

tr [((WEN = W2N) (we (5))] hax % Z;tr (W (e (§) Dirj) 21 =A =&~ N,
= tr (tepgen [ @ (WY — Wti@N> (e () (D)) "
=t [idEN @ (WE™ — WEN) (juw (7)) (b ()] x(J; ZENY < €+ 27logd — 27log T .
= [JidG™ @ (WEN = WEN) ([w (7)) (e G, Since Nt and27 log d both tend to zero whef goes to zero,
< WEN =W o - 11w () (e (D) we have
< NT. 12 on
J;Igorggg—ztr W (wy (7)) Derg) 2 1= A,

The first equality follows from the definition of purifica-
tion. the second equality follows from the definition of
trace. The third equality follows from the fact that||; = lim x(J;Z7") = 0.

tr(A) for any self-adjoint, positive-semidefinite bounded Iinea

of || - lo. The second inequality follows from the factut constant, so it is still negligible compared to the secon
that || (Jw (7)) (e (D)) L = 1 and [[W2Y —w@¥| = part. We obtain
N .
o —wiye H = N AWe=Wellg, since |l - lo IS g o < tim inf max~(x(P, BE") — x(P, Z5™)) . (50)
multiplicative. n—ooted Pw: N
It follows The proof of the converse is similar to those given in the
I proof of Theoreni 2, where we consider a wat'st [ ]
1 Ztr (Wt®N (wy (5)) Dt/,j) Remark 5:For Theoren{ 2 and Theorelmh 3, we have only
JIN =1 required that the probability that the legal receiver does n
L obtain the correct message tends to zero when the code length
_ Ztr (Wt@?N (wy (5)) Dt’,j) goes to infinity. We have not specified how fast it should tends
JINn J=1 to zero. If we analyze the relation between the error prdivabi
L ¢ and the code length, then we have the following facts.
=—) tr [(WEN = W) (w(4)) Dy ;] In the case of finited, let ; denote the probability that
In j=1 the legal receiver does not obtain the correct CSl, andslet
1 I denote the probability that the legal receiver, having @8ks
<= Ztr [(W2EN —WENY (wy (4))] not obtain the correct message. Since the length of first part
N= of the code isl - logc - ¢ = O(logey), as we defined in
< LJ N.r Sectior[ 1V, we have; ' is O(exp(l-log ¢-¢')) = O(exp(n)),
= JN N wheren stands for the length of first part. And for the second
=Nt. (48) part of the codes, decreased exponentially to the length of
the second part, as proven in [7]. Thus, the error probgbilit

Nt tends to zero whert goes to zero, sinceN = ¢ = max{e1,e2} decreases exponentially to the code length
O(—log¢). in the case of finite.

Let J be a probability distribution uniformly distributed on If ¢ is infinite, lete; denote the probability that the legal
{1,---,Jn}, and{p(j) : j = 1,---,J,,} be a set of states receiver does not obtain the correct CSI. Then we have to
labeled by elements of. By Lemma@ we have build two -nets, each contam@((%) 24%) channels.

If we want to send the CSI of thesenets,/, as defined in

Ix(J,V2) = x(J, Vi) Section IV, will beO(—2d* - log(e1 loge1)), this means here

I I er " will be O(exp(42)) = O(exp(n)), wheren stands for
: : _ NV (o4 the length of first part. So we can still achieve that the error
<|I$ (Z J(])Vt(p(]))) 5 (Z TV (p(j))> | probability decreases exponentially to the code lengthasec
of infinite 4.
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