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#### Abstract

A revised self-synchronizing stream cipher based on chaotic coupled maps is proposed. This system adds input and output functions aim to strengthen its security. The system performs basic floating-point analytical computation on real numbers, incorporating auxiliarily with algebraic operations on integer numbers.


PACS numbers: 05.45.Vx, 05.45.Ra, 43.72.+q

[^0]In the recent tens years, since the pioneer work of chaos synchronization by Pecora and Carrol [1], secure communication by utilizing chaos has attracted much attention. Most of the secure communication systems suggested are based on chaos synchronization and they belong to self-synchronizing stream ciphers (SSSC) [2, 3, 4, 5, 6, 7, 8, 9, 10]. For SSSC the signals transmitted in the public channels (i.e., ciphertext) serve as the drivings for the synchronization of the receivers, and this structure can be effectively used by intruders to expose much information of the secret key [11, 12, 13, 14, 15, 16]. In [17, 18, 19, 20] we suggested to use spatiotemporal chaos, i.e., one-way coupled chaotic map lattices, incorporating with some simple conventional algebraic operations, to enhance the security of chaotic SSSC. In this paper we approach a revised system adding input and output functions aim to strengthen the security of the system. The key length is 128 bits, and the key can be expanded to sub-keys to be used. In this cipher all keys, plaintexts, ciphertexts and keystreams are integers of 32 bits defined in $\left[0,2^{32}\right)$.

## I. ENCRYPTION TRANSFORMATION

Encryption transformation of the transmitter has two parts: the keystream generator and encryption function. The keystream generator utilizes one-way coupled logistic maps to produce the keystream, incorporating with few simple algebraic operations on integer numbers. The keystream generator has three parts: the input function; coupled chaotic maps; and the output function.

The input function:

$$
\begin{align*}
D_{n+1} & =E\left(F E\left(F E\left(F E\left(c_{n} \oplus k_{9}\right) \oplus k_{10}\right) \oplus k_{11} \oplus k_{12}\right)\right. \\
x_{n+1}(0) & =\frac{D_{n+1}}{2^{32}-1} \tag{1}
\end{align*}
$$

Where $c_{n}$ is the nth ciphertext and $x_{n}(0)$ is the state variable for the nth interaction of the 0th map. Symbol $\oplus$ is bitwise XOR. $k_{9}, k_{10}, k_{11}, k_{12}$ are the expanded sub-keys to be defined later. $E$ and $F$ are nonlinear functions:

$$
\begin{align*}
F(A) & =A \oplus(A \ggg 3) \oplus(A \lll 11) \\
E(A) & =A_{1}^{\prime}\left|A_{2}^{\prime}\right| A_{3}^{\prime}\left|A_{4}^{\prime}=s\left(A_{1}\right)\right| s\left(A_{2}\right)\left|s\left(A_{3}\right)\right| s\left(A_{4}\right)  \tag{2}\\
A & =A_{1}\left|A_{2}\right| A_{3} \mid A_{4}
\end{align*}
$$

where the operation $A \ggg(\lll) m$ denotes a right (left) cycle shift of $A$ by $m$. Nonlinear function $E(A)$ is performed as follows: first, we split a given 32-bit number $A$ into four bytes $A_{1}\left|A_{2}\right| A_{3} \mid A_{4}$, according to the order from high to low bit significance. Every byte takes a nonlinear map to $A_{i}^{\prime}, i=1,2,3,4$ (i.e., S-box operation) from $A_{i}$, and then we obtain transformed four bytes $A_{1}^{\prime}\left|A_{2}^{\prime}\right| A_{3}^{\prime} \mid A_{4}^{\prime}$. Finally, four new bytes are combined to a new 32-bit integer $A^{\prime}$. The input function guarantees that any one bit difference in the input ciphertext $c_{n+1}$ can possibly change all 32 bits of the input $D_{n+1}$.

The one-way coupled maps:

$$
\begin{align*}
x_{n+1}(i) & =\varepsilon f_{i}\left(x_{n}(i)\right)+(1-\varepsilon) f_{i}^{\prime}\left(x_{n}(i-1)\right) \\
f_{i}(x) & =\left(3.75+\frac{a_{i}}{4}\right) x(1-x), a_{i} \in[0,1] \\
f_{i}^{\prime}(x) & =\left(3.75+\frac{b_{i}}{4}\right) x(1-x), b_{i} \in[0,1]  \tag{3}\\
a_{i} & =\frac{k_{i}}{2^{32}-1}, b_{i}=\frac{k_{i+4}}{2^{32}-1}, i=1,2,3,4 \\
y_{n+1} & =\operatorname{int}\left(x_{n+1}(4) \times 2^{52}\right) \bmod 2^{32}
\end{align*}
$$

where $\varepsilon$ is the coupled parameter, and $\varepsilon=2^{-16}$.The integer key $\left(k_{1}, k_{2}, k_{3}, k_{4}\right)$ and $\left(k_{5}, k_{6}, k_{7}, k_{8}\right)$ are changed to real number $a_{i}$ and $b_{i}, i=1,2,3,4$, for the computations of the logistic maps.

The output function:

$$
\begin{equation*}
z_{n+1}=E\left(E\left(F E\left(F y_{n+1} \oplus k_{13}\right) \oplus F y_{n+1} \oplus k_{14}\right) \oplus k_{15}\right) \tag{4}
\end{equation*}
$$

where $z_{n+1}$ is the keystream of the system.
The ciphertext $c_{n+1}$ is produced by

$$
\begin{equation*}
c_{n+1}=z_{n+1} \oplus I_{n+1}, \bmod 2^{32} \tag{5}
\end{equation*}
$$

where $I_{n+1}$ is the corresponding plaintext.

## II. THE DECRYPTION TRANSFORMATION

The decryption transformation of the receiver has also two parts, the keystream generator and decryption function. The keystream generator of the receiver is exactly the same as that of the transmitter and the decryption function is written as

$$
\begin{equation*}
I_{n+1}^{\prime}=z_{n+1} \oplus c_{n+1}, \bmod 2^{32} \tag{6}
\end{equation*}
$$

With the same key as that of the transmitter, the receiver can reach chaos synchronization with the transmitter, and successfully recover the true plaintext as

$$
\begin{equation*}
z_{n+1}^{\prime}=z_{n+1}, I_{n+1}^{\prime}=I_{n+1} \tag{7}
\end{equation*}
$$

## III. KEY EXPANSION

The sub-keys in the system are derived from the main keys. With the 128-bit main key $\left(k_{1}, k_{2}, k_{3}, k_{4}\right)$, the other sub-keys are produced as

$$
\begin{equation*}
k_{i}=E\left(F\left(k_{i-4}\right) \oplus k_{i-3} \oplus k_{i-2} \oplus k_{i-1}\right), i=5,6, \ldots, 15 \tag{8}
\end{equation*}
$$

Every sub-key is defined in $\left[0,2^{32}\right)$.

## IV. S-BOX TRANSFORMATION

S-box is a nonlinear transformation, and usually used in cryptosystems. In our system s-box is defined by a transformation from another 8-bit integer to 8-bit integer. We produce random maps, $y_{i}=s\left(x_{i}\right)$, and choose one form them with optimal statistic properties. The input values of this map are $0,1,2, \ldots, 255$, and the following output values are:

181176642431721417789030151332073813041
667611122211631152361932111451373579233155
12518190921871569458812122515815352185
69881401851462541662231518712143170113231249
15997216164782532275410622912128132403716
99210217577725212911411019922018416123210107
1018417820215716523912822813223518327435104
112611501161714825242138192295123019121326
1807019423810563255251111341231354217321289
2474141175209831471965359222822024623234
96168224562032048632144218335024118811880

18275551791363914234208981741311222440124
95402210320568721604946102676219836214
7416924127152126602012262457118611719514991
200933206454823713910873119109311547197
6192151711209248250100167219471896544162.
[1] L. M. Pecora and T. L. Carroll, Phys. Rev. Lett., 64(8) (1990) 821.
[2] L. M. Cuomo and A. V. Oppenheim, Phys. Rev. Lett., vol. 71 (1993) 65.
[3] L. Kocarev and U. Parlitz, Phys. Rev. Lett. 74(25) (1995) 5028.
[4] U. Parlitz, L. Kocarev, T. Stojanovski, and H. Preckel, Phys. Rev. E 53 (1996) 351.
[5] L. Kocarev, U. Parlitz, and T. Stojanovski, Phys. Lett. A 217 (1996) 280.
[6] D. G. Van Wiggeren and R. Roy, Science 279 (1998) 1198.
[7] S. Sundar and A. A. Minai, Phys. Rev. Lett., 85(25) (2000) 5456.
[8] J. Garcia-Ojalvo and R. Roy, IEEE Trans. Circuits Syst., I: Fundam. Theory Appl. 48 (2001) 1491.
[9] L. Kocarev, IEEE circuits syst magz., 1(3) (2001) 6.
[10] F. Dachselt, and W. Schwarz, IEEE trans. Circuits syst. I, 48(12) (2001) 1498.
[11] K. M. Short, Int. J. Bifurcation and chaos. 4(4) (1994) 959.
[12] G. Perez, H. Cerdeira, Phys. Rev. lett. 74(11) (1995) 1970.
[13] A. T. Parker, K. M. Short, IEEE. Trans. Circuits Syst I. 48(5) (2001) 624.
[14] Ch. S. Zhou, C. H. Lai, Phys. Rev. E 60(1) (1999) 320.
[15] G. J. Hu, Zh. Feng, R. L. Meng, IEEE. Trans. Circuits Syst I. 50(2) (2003) 275.
[16] X. G. Wang, M. Zhan, C.-H. Lai, and G. Hu, Chaos 14 (2004) 128.
[17] S.H.Wang, J.Y. Kuang, J.H. Li, Y.L. Luo, H.P. Lu and G. Hu, Phys. Rev. E, 66 (2002) 065202.
[18] G.N. Tang, S.H. Wang, H.P. Lu, G. Hu, Phys. Lett. A 318 (2003) 388.
[19] W.P. Ye, et al, Phys. Lett. A, 330(1-2) (2004) 75.
[20] H.P Lu et al, Chaos, 14(3) (2004) 617.


[^0]:    *Electronic address: ganghu@bnu.edu.cn

